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PREFACE 


1.  Scope 


This publication provides joint doctrine for the coordination of military operations with 
US Government agencies; state, local, and tribal governments; intergovernmental 
organizations, nongovernmental organizations, and the private sector. 


2.  Purpose 


This publication has been prepared under the direction of the Chairman of the Joint 
Chiefs of Staff.  It sets forth joint doctrine to govern the activities and performance of the 
Armed Forces of the United States in joint operations and provides the doctrinal basis for 
interagency coordination and for US military involvement in multinational operations.  It 
provides military guidance for the exercise of authority by combatant commanders and other 
joint force commanders (JFCs) and prescribes joint doctrine for operations, education, and 
training.  It provides military guidance for use by the Armed Forces in preparing their 
appropriate plans.  It is not the intent of this publication to restrict the authority of the JFC 
from organizing the force and executing the mission in a manner the JFC deems most 
appropriate to ensure unity of effort in the accomplishment of the overall objective. 


3.  Application 


a.  Joint doctrine established in this publication applies to the joint staff, commanders of 
combatant commands, subunified commands, joint task forces, subordinate components of 
these commands, and the Services. 


b.  The guidance in this publication is authoritative; as such, this doctrine will be 
followed except when, in the judgment of the commander, exceptional circumstances dictate 
otherwise.  If conflicts arise between the contents of this publication and the contents of 
Service publications, this publication will take precedence unless the Chairman of the Joint 
Chiefs of Staff, normally in coordination with the other members of the Joint Chiefs of Staff, 
has provided more current and specific guidance.  Commanders of forces operating as part of 
a multinational (alliance or coalition) military command should follow multinational doctrine 
and procedures ratified by the United States.  For doctrine and procedures not ratified by the 
United States, commanders should evaluate and follow the multinational command’s 
doctrine and procedures, where applicable and consistent with US law, regulations, and 
doctrine. 


For the Chairman of the Joint Chiefs of Staff: 


 
WILLIAM E. GORTNEY 
VADM, USN 
Director, Joint Staff 
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SUMMARY OF CHANGES 
REVISION OF JOINT PUBLICATION 3-08 


DATED 17 MARCH 2006 


• Changes the publication title from Interagency, Intergovernmental Organization, 
and Nongovernmental Organization Coordination During Joint Operations to 
Interorganizational Coordination During Joint Operations 


• Reorganizes the publication from two volumes into a single volume 


• Revises the discussion on organizing for successful interagency, intergovernmental 
organization, and nongovernmental organization coordination 


• Updates the discussion on the National Security Council, Homeland Security 
Council, and National Security Staff 


• Updates the discussion for federal interagency coordination during homeland 
defense and civil support 


• Updates descriptions of federal agencies, intergovernmental organizations, and 
nongovernmental organizations 


• Adds a discussion on a whole-of-government approach 


• Adds a discussion on strategic communication   


• Adds a discussion of the private sector 


• Adds coverage on forming a joint interagency task force 


• Adds appendices: “Joint Interagency Coordination Group,” “Joint Interagency 
Task Force,” “Provincial Reconstruction Team,” “The Interagency Management 
System for Reconstruction and Stabilization,” “The Interagency Conflict 
Assessment Framework,” “Example Guidelines for Relations Between the Armed 
Forces of the United States and Other Organizations,” “United States Agency for 
International Development Civilian-Military Cooperation Policy,” and “Joint 
Force Headquarters-State” 


• Modifies the definitions of the terms “disaster assistance response team,” 
“interagency,” and “joint interagency coordination group” 
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• Adds definitions for the terms “development assistance” and “interorganizational 
coordination” 


• Removes the terms “chancery,” “civil affairs activities,” “complex contingency 
operations,” “developmental assistance,” “diplomatic and/or consular facility,” 
“resolution,” and “US Defense Representative” from Joint Publication 1-02, 
Department of Defense Dictionary of Military and Associated Terms 
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EXECUTIVE SUMMARY 
COMMANDER’S OVERVIEW 


• Describes the Foundations of Interorganizational Coordination 


• Addresses Key Considerations for Interorganizational Coordination 


• Covers Conducting Interorganizational Coordination 


• Presents Domestic Considerations for Interorganizational Coordination 


• Provides Foreign Considerations for Interorganizational Coordination 


Foundations of Interorganizational Coordination 


A commitment to 
interorganizational 
coordination will help to 
achieve desired end states 
by facilitating cooperation 
in areas of common 
interest or avoiding 
unintended negative 
consequences when 
working in the same space 
as other stakeholders.  


 


The Department of Defense (DOD) conducts 
interorganizational coordination across a range of 
operations, with each type of operation involving different 
communities of interests and structures.  This is especially 
pronounced for domestic and foreign operations, which are 
governed by different authorities and have considerably 
different US Government (USG) governing structures and 
stakeholders.  Interorganizational coordination aids in this 
by enabling participants to do one or more of the following:


Facilitate Unity of Effort.  Achieving national strategic 
objectives requires the effective and efficient use of 
diplomatic, informational, military, and economic 
instruments of national power supported by 
interorganizational coordination.  


Achieve Common Objectives.  Successful 
interorganizational coordination enables the USG to build 
international and domestic support, conserve resources, and 
conduct coherent operations that more effectively and 
efficiently achieve common objectives. 


Provide Common Understanding.  Interorganizational 
coordination is critical to understanding the roles and 
relationships of participating military commands and 
relevant stakeholders as well as their interests, equities, and 
insight into the challenges faced.  Such common 
understandings will be essential to enable stakeholders to
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operate effectively in the same space, identifying 
opportunities for cooperation and avoiding unnecessary 
conflict. 


Interagency Coordination Within the context of DOD involvement, interagency 
coordination is the coordination that occurs between 
elements of DOD and engaged USG agencies for the 
purpose of achieving an objective.  Interagency 
coordination forges the vital link between the US military 
and the other instruments of national power. 


Interorganizational 
Coordination 


Similarly, within the context of DOD involvement, 
interorganizational coordination is the interaction that 
occurs among elements of the DOD; engaged USG 
agencies; state, territorial, local, and tribal agencies; foreign 
military forces and government agencies; 
intergovernmental organizations (IGOs); nongovernmental 
organizations (NGOs); and the private sector. 


The Need for Unity of 
Effort 


Meeting the challenges of current and future operations 
requires the concerted effort of all instruments of US 
national power plus foreign governmental agencies and 
military forces and civilian organizations.  Problems arise 
when each USG agency interprets National Security 
Council (NSC) and Homeland Security Council (HSC) 
policy guidance differently, sets different priorities for 
execution, and does not act in concert.  Consequently, there 
is a need to conduct integrated planning to effectively 
employ the appropriate instruments of national power. 


Coordinating Efforts  Providing Strategic Direction. Strategic direction is the 
common thread that integrates and synchronizes the 
activities of the Joint Staff, combatant commands, Services, 
and combat support agencies.  As an overarching term, 
strategic direction encompasses the processes and products 
by which the President, Secretary of Defense (SecDef), and 
Chairman of the Joint Chiefs of Staff (CJCS) provide 
policy and strategic guidance to DOD.  Strategic direction 
is provided in a number of national level documents, some 
of which include the National Security Strategy, National 
Defense Strategy, National Military Strategy, National 
Strategy for Combating Terrorism, National Strategy for 
Combating Weapons of Mass Destruction, National 
Response Framework (NRF), National Strategy for 
Maritime Security, National Incident Management System, 
and Unified Command Plan.   
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Because the solution to a problem seldom resides within 
the capability of one agency, joint campaign and operation 
plans should be crafted to recognize and leverage the core 
competencies of other agencies while providing support, as 
appropriate.  Each interorganizational partner brings its 
own culture, philosophy, goals, practices, expertise, and 
skills to the task of coordination.  Each USG agency has 
different authorities, which govern the operation of the 
agency and determine the use of its resources.  


Working Relationships 
and Practices 


Within the USG, military and civilian agencies perform 
in both supported and supporting roles.  However, this is 
not the support command relationship described in Joint 
Publication 1, Doctrine for the Armed Forces of the United 
States.  Relationships between military and civilian 
agencies cannot be equated to military command 
authorities (e.g., operational control, tactical control, 
support).  Although there is no equivalent command 
relationship between military forces and civilian agencies 
and organizations, clearly defined relationships may foster 
harmony and reduce friction between the participants.  The 
incident command system is a standardized on-scene 
emergency management construct specifically designed to 
provide for the adoption of an integrated organizational 
structure that reflects the complexity and demands of single 
or multiple incidents, without being hindered by 
jurisdictional boundaries. 


Considerations for 
Effective Cooperation 


Military policies, processes, and procedures are very 
different from those of civilian organizations. 
Cooperation between IGOs, NGOs, and the private sector is 
often based on a perceived mutually supportive interest, 
rather than a formalized agreement.  Many NGOs are 
signatory to various codes of conduct that include the 
responsibility to share information for effectiveness, safety, 
and other reasons.  Private sector entities might only 
coordinate if such coordination supports their business 
model. 


Key Considerations for Interorganizational Coordination 


United States Agency 
Engagement 


One difficulty of coordinating operations among US 
agencies is determining appropriate counterparts and 
exchanging information among them when habitual 
relationships are not established.  Carefully crafted 
memorandums of agreement can specify detailees’ rating 
and reviewing chains, tasking authority, and other clauses 
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that are explicitly designed to overcome this potential 
source of friction. 


Organizational 
Environments 


To facilitate success, the interests, resources, efforts, and 
goals of all the engaged military and civilian organizations 
must be drawn together.  This cohesion is often more 
complex than the multidimensional nature of military 
combat operations.  The essence of interorganizational 
coordination is the effective integration of multiple 
stakeholders with diverse perspectives, authorities, 
capabilities, and objectives. 


Strategic Communication The USG uses strategic communication (SC) to coordinate 
use of the informational instrument of national power in 
specific situations.  SC is focused USG efforts to 
understand and engage key audiences to create, strengthen, 
or preserve conditions favorable for the advancement of 
USG interests, policies, and objectives through the use of 
coordinated programs, plans, themes, messages, and 
products synchronized with the actions of all instruments of 
national power. 


Conducting Interorganizational Coordination 


The continually changing 
global security 
environment requires 
increased and improved 
communications and 
coordination among the 
numerous agencies and 
organizations working to 
achieve national security 
objectives. 


When campaign planning, deliberate planning, or crisis 
action planning (CAP) is required, the degree to which 
military and civilian components can be integrated and 
harmonized will bear directly on its efficiency and success. 
To the extent feasible, joint planning should include key 
participants from the outset.  Within the area of 
responsibility (AOR) and the joint operations area (JOA), 
appropriate decision-making structures are established at 
combatant command, joint task force (JTF) headquarters 
(HQ), and tactical levels  to coordinate and resolve 
military, political, humanitarian, and other issues. 


The National Security 
Council and the 
Homeland Security 
Council Systems 


The NSC is the President’s principal forum for 
consideration of national security policy issues requiring 
Presidential determination.  The NSC also serves as the 
President’s principal arm for coordinating these policies 
among various government agencies.  The HSC is an entity 
within the Executive Office of the President of the United 
States to advise the President on homeland security (HS) 
matters. 







 Executive Summary 


xiii 


Whole-of-Government 
Approach 


A whole-of-government approach integrates the 
collaborative efforts of the departments and agencies of the 
USG to achieve unity of effort.  Under unified action, a 
whole-of-government approach identifies combinations of 
the full range of available USG capabilities and resources 
that reinforce progress and create synergies. 


Joint Operation Planning 
and Interorganizational 
Coordination 


The joint operation planning process (JOPP) is used by 
combatant commanders (CCDRs) and subordinate joint 
force commanders (JFCs) to translate national or theater 
strategy into operational concepts through the development 
of an operation plan.  The commander should coordinate 
with relevant entities throughout the JOPP to consider all 
the instruments of national power.  The joint interagency 
coordination group (JIACG) is an interagency staff group 
that establishes regular, timely, and collaborative working 
relationships between civilian and military operational 
planners. 


Interorganizational 
Coordination and 
Collaboration 


The crux of interorganizational coordination is in 
understanding the civil-military relationship as 
collaborative rather than competitive.  While the military 
normally focuses on reaching clearly defined and 
measurable objectives within given timelines under a 
command and control (C2) structure, civilian organizations 
are concerned with fulfilling changeable political, 
economic, social, and humanitarian interests using 
dialogue, bargaining, risk taking, and consensus building. 
They may be more adept at negotiation, bargaining, and 
consensus decision making, thus potentially acting as 
agents of change within that society.  


Intergovernmental 
Organizations 


An IGO is an organization created by a formal agreement 
(e.g., a treaty) between two or more governments.  IGOs 
may be established on a global, regional, or functional basis 
for wide-ranging or narrowly defined purposes.  They are 
formed to protect and promote national interests shared by 
member states. 


Nongovernmental 
Organizations 


NGOs are independent, diverse, flexible, grassroots-
focused organizations that range from primary relief and 
development providers to human rights, civil society, and 
conflict resolution organizations.  Their mission is often 
one of a humanitarian nature and not one of assisting the 
military in accomplishing its objectives. 
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The Private Sector The private sector is an umbrella term that may be applied 
in the United States and in foreign countries to any or all of 
the nonpublic or commercial individuals and businesses, 
specified nonprofit organizations, most of academia and 
other scholastic institutions, and selected NGOs.  The 
private sector can assist the USG by sharing information, 
identifying risks, performing vulnerability assessments, 
assisting in deliberate planning and CAP, and providing 
other assistance as appropriate. 


Joint Task Force 
Considerations 


When it is necessary to engage the military instrument of 
national power, and to establish a JTF, the establishing 
authority is normally a CCDR.  Depending on the type of 
operation, the extent of military operations, and degree of 
interagency, IGO, and NGO involvement, the focal point 
for operational- and tactical-level coordination with civilian 
agencies may occur at the JTF HQ, the joint field office, 
the civil military operations center (CMOC), or the 
humanitarian operations center. 


Other JTF considerations are intelligence collection and 
dissemination, force protection, logistic support, and legal 
issues. 


Information Management 
and Sharing 


Other USG agencies, IGOs, and NGOs on scene are an 
important source of information that may contribute to the 
success of the military operation or transition to a desired 
end state.  However, the cultures of non-USG 
organizations, in particular, differ markedly from the 
military and there may be a desire on their part to maintain 
a distance from military activities.  By attempting to 
accommodate these concerns and sharing useful 
information and resources, the commander, joint task force 
(CJTF), can help encourage active IGO and NGO 
cooperation in resolving the crisis. 


Domestic Considerations 


The Homeland Security 
Council 


The HSC is made up of the President, the Vice President, 
the Secretary of Homeland Security, the Attorney General, 
SecDef, and such other individuals as may be designated by 
the President.  For the purpose of more effectively 
coordinating the policies and functions of the USG relating 
to HS, the HSC assesses the objectives, commitments, and 
risks of the United States in the interest of HS and makes 
resulting recommendations to the President; oversees and 
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reviews HS policies of the USG and makes resulting 
recommendations to the President; and performs such other 
functions as the President may direct. 


Key Roles of United States 
Government Stakeholders 


As the primary agency for HS, the Department of 
Homeland Security leads the unified national effort to 
secure America by preventing and deterring terrorist 
attacks and protecting against and responding to threats and 
hazards to the Nation.  Within DOD, SecDef has overall 
authority for DOD and is the President’s principal advisor 
on military matters concerning homeland defense (HD) and 
civil support (CS).  Assistant Secretary of Defense for 
Homeland Defense and Americas’ Security Affairs 
within the Office of the Under Secretary of Defense for 
Policy provides the overall direction and supervision for 
policy, program planning and execution, and allocation of 
DOD resources for HD and CS.  The two geographic 
combatant commanders (GCCs) with major HD and CS 
missions are US Northern Command (USNORTHCOM) 
and US Pacific Command (USPACOM), as their AORs 
include the United States and its territories.  CJCS has 
numerous responsibilities relating to HD and HS.  These 
include advising the President and SecDef on operational 
policies, responsibilities, and programs; assisting SecDef in 
implementing operational responses to threats or an act of 
terrorism; and translating SecDef guidance into operation 
orders to provide assistance to the primary agency.  CJCS 
ensures that HD and CS plans and operations are 
compatible with other military plans. 


Homeland Defense and 
Civil Support 


Military operations inside the US and its territories, though 
limited in some respects, fall into two mission areas: HD—
for which DOD serves as the lead federal agency and 
military forces are used to conduct military operations in 
defense of the homeland; and CS—for which DOD serves 
in a supporting role to other agencies by providing defense 
support to civil authorities at the federal, state, tribal, and 
local level.  HD is the protection of US sovereignty, 
territory, domestic population, and critical defense 
infrastructure against external threats and aggression, or 
other threats as directed by the President.  


Joint Force 
Considerations 


When an event occurs and the President or SecDef 
approves defense support of civil authorities, the 
appropriate GCC is designated as the supported 
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commander.  In most situations, the Commander, 
USNORTHCOM, or Commander, USPACOM, will be 
designated as the supported commander. 


State, Local, and Tribal 
Considerations 


When a disaster threatens or occurs, a governor may 
request federal assistance.  If DOD support is required as 
part of that federal assistance, then DOD may support local 
and state authorities in a variety of tasks.  However, the 
majority of DOD assistance will typically be provided in 
support of a primary agency in accordance with the NRF. 
For federal assistance for disaster situations taking place on 
tribal lands, state governors must request a Presidential 
disaster declaration on behalf of a tribe under the Stafford 
Act.  However, federal departments and agencies can work 
directly with tribes within existing agency authorities and 
resources in the absence of such a declaration. 


Nongovernmental 
Organizations 


National Voluntary Organizations Active in Disaster 
(http://www.nvoad.org) is the forum where organizations 
share knowledge and resources throughout the disaster 
cycle—preparation, response, and recovery—to help 
disaster survivors and their communities. 


The American Red Cross is a support agency under the 
NRF in a number of emergency support functions (ESFs), 
most notably ESF #6 – Mass Care, Emergency Assistance, 
Housing, and Human Services.  


The Private Sector Critical infrastructure protection is a shared responsibility 
among federal, state, local, and tribal governments and the 
owners and operators of the Nation’s critical infrastructure 
and key resources.  Partnership between the public and 
private sectors is essential, in part because the private 
sector owns and/or operates approximately 85% of the 
Nation’s critical infrastructure. 


Interorganizational 
Coordination with 
Canada, Mexico, and the 
Bahamas 


Canada. The North American Aerospace Defense 
Command, USNORTHCOM, and Canada Command share 
the task of defending North America and seek cooperative 
approaches to ensure the security of North America.  


Mexico. USNORTHCOM works in partnership with the 
Mexican military and civil response partners to increase 
mutual long-term capacity building to enhance our ability 
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to counter common security threats to both the US and 
Mexico and build an effective consequence management 
capability. 


Bahamas. USNORTHCOM works in partnership with the 
Royal Bahamas Defence Force and the National 
Emergency Management Agency civil response partners to 
increase mutual long-term capacity building to enhance our 
ability to counter common security threats to both the US 
and the Bahamas and build an effective consequence 
management capability. 


Foreign Considerations 


The National Security 
Council System 


DOD Role in the National Security Council System 
(NSCS).  SecDef is a regular member of the NSC and the 
NSC Principals Committee.  The NSCS is the channel for 
the CJCS to discharge substantial statutory responsibilities 
as the principal military advisor to the President, SecDef, 
and the NSC. 


CJCS acts as spokesperson for the CCDRs, especially on 
their operational requirements, and represents combatant 
command interests in the NSCS through direct 
communication with the CCDRs and their staffs.  CCDRs 
and their staffs can coordinate most of their standing 
requirements with the chief of mission (COM) and their 
JIACG (or equivalent organization). 


Structure in Foreign 
Countries 


The Diplomatic Mission.  The US bilateral representation 
in the foreign country, known as the diplomatic mission, is 
established in accordance with the Vienna Convention on 
Diplomatic Relations, of which the US is a signatory.  The 
Department of State (DOS) provides the core staff of a 
diplomatic mission and administers the presence of 
representatives of other USG agencies in the country.  A 
diplomatic mission is led by a COM, usually the 
ambassador, but at times the chargé d’affaires (the chargé), 
when no US ambassador is accredited to the country or the 
ambassador is absent from the country.  The bilateral COM 
has authority over all USG personnel in country, except for 
those assigned to a combatant command, a USG 
multilateral mission, or an IGO.  The COM provides 
recommendations and considerations for CAP directly to 
the GCC and CJTF.  While forces in the field under a GCC 
are exempt from the COM’s statutory authority, the COM 
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confers with the GCC regularly to coordinate US military 
activities with the foreign policy direction being taken by 
the USG toward the host nation (HN). 


DOS Plans.  Each US mission prepares an annual mission 
strategic resource plan (MSRP) that sets country-level US 
foreign policy goals, resource requests, performance 
measures, and targets. 


The Country Team.  The country team, headed by the 
COM, is the senior in-country interagency coordinating 
body. It is composed of the COM, deputy chief of mission, 
section heads, the senior member of each US department or 
agency in country, and other USG personnel as determined 
by the COM.  The country team system provides the 
foundation for rapid interagency consultation and action on 
recommendations from the field and effective execution of 
US programs and policies. 


Geographic Combatant Commands.  To effectively bring 
all instruments of national power to theater and regional 
strategies as well as campaign and operation plans, 
geographic combatant commands are augmented with 
representatives from other USG agencies. 


Intergovernmental 
Organizations 


The United Nations (UN).  Coordination with the UN 
begins at the national level with DOS, through the US 
ambassador to the UN, officially titled the Permanent 
Representative.  The ambassador has the status of cabinet 
rank and is assisted at the US Mission to the UN by a 
military assistant who coordinates appropriate military 
interests primarily with the UN Department of 
Peacekeeping Operations and UN Office for the 
Coordination of Humanitarian Affairs (UNOCHA).  USG 
coordination with UN peace operations missions or 
agencies in-theater is through the US country team. 


The North Atlantic Treaty Organization (NATO). 
NATO is an alliance of 28 countries from North America 
and Europe committed to fulfilling the goals of the North 
Atlantic Treaty.  In accordance with the treaty, the 
fundamental role of NATO is to safeguard the freedom and 
security of its member countries by political and military 
means.  The alliance is committed to defending its member 
states against aggression or the threat of aggression and to 
the principle that an attack against one or several members 
would be considered an attack against all.  NATO’s most 
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important decision-making body is the North Atlantic 
Council, which brings together representatives of all the 
Allies at the level of ambassadors, ministers, or heads of 
state and government. 


Nongovernmental 
Organizations 


The Role of NGOs.  Working alone, alongside the US 
military, with other US agencies, or with multinational 
partners, NGOs are assisting in many of the world’s trouble 
spots where humanitarian or other assistance is needed. 
Many NGOs view their relationship with the military under 
the UNOCHA Guidelines on the Use of Military and Civil 
Defense Assets in Disaster Relief, commonly referred to as 
the “Oslo Guidelines,” that emphasize the principle of 
“humanitarian space” (humanitarianism, neutrality, and 
impartiality).  Some organizations employ a more strident 
interpretation of these nonbinding guidelines, applying 
them not just to humanitarian assistance, as specifically 
referenced, but also to advocacy, development, and civil 
society work.  The extent to which specific NGOs are 
willing to cooperate with the military can thus vary 
considerably. 


Military Support of NGOs.  SecDef may determine that it 
is in the national interest to task US military forces with 
missions that bring them into close contact with (if not 
support of) IGOs and NGOs.  In such circumstances, it is 
mutually beneficial to closely coordinate the activities of all 
participants. 


The Private Sector A number of DOD instructions (DODIs) regulate the 
conduct of private military and security companies 
operating with DOD.  These include DODI 3020.41, 
Contractor Personnel Authorized to Accompany the US 
Armed Forces; DODI 3020.50, Private Security 
Contractors (PSCs) Operating in Contingency Operations; 
and DODI 5525.11, Criminal Jurisdiction Over Civilians 
Employed by or Accompanying the Armed Forces Outside 
the United States, Certain Service Members, and Former 
Service Members. 


Foreign Operations Within the executive branch, DOS is the lead foreign 
affairs agency, assisting the President in foreign policy 
formulation and execution.  As such, DOS oversees the 
coordination of DOD external political-military (POLMIL) 
relationships with overall US foreign policy.  In addition to 
DOS, the US Agency for International Development 
(USAID) is the lead agency for development and carries 
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out programs that complement DOD efforts in stabilization, 
disaster response, foreign internal defense, and security 
force assistance. 


The GCC implements DOD external POLMIL relationships 
within the AOR.  GCC’s theater campaign plan, containing 
nested country plans, should complement DOS MSRP and 
other plans developed by the country teams and USG 
interagency partners in the GCC’s AOR.  In a crisis 
response and limited contingency operation, coordination 
between DOD and other USG agencies will normally occur 
within the NSC interagency policy committee and, if 
directed, during development of the USG strategic plan. 


Joint Task Force 
Considerations 


A valuable tool in the mission analysis process is the 
deployment of a JTF assessment team to the projected JOA. 
The purpose of the assessment team is to establish liaison 
with the ambassador or COM, country team, HN, and, if 
present, multinational members, UN representatives, and 
IGO and NGO representatives.  USAID, because of the 
extensive contacts it develops in carrying out development 
work at the community level, can provide key situational 
awareness for JTF assessments.  The CJTF should consider 
the establishment of C2 structures that account for and 
provide coherence to the activities of all elements in the 
JOA.  In addition to military operations, these structures 
should include the political, civil, administrative, legal, and 
humanitarian elements as well as IGOs, NGOs, and the 
media. An assessment team’s mission analysis will assist 
the CJTF in the establishment of an executive steering 
group, CMOC, and liaison teams. 


Civil-Military Operations 
Center 


The CMOC is a mechanism for the coordination of 
civil-military operations that can serve as the primary 
coordination interface and provide operational and tactical 
level coordination between the JFC and other stakeholders. 
Despite its name, the CMOC generally does not set policy 
or direct operations.  Conceptually, the CMOC is the 
meeting place of stakeholders.  For foreign operations, the 
CMOC may be the focal point where US military forces 
coordinate any support to NGOs. 


Provincial Reconstruction 
Teams (PRTs) 


 
 


A provincial reconstruction team (PRT) is an interim 
interagency organization designed to improve stability in a 
given area by helping build the legitimacy and 
effectiveness of an HN local or provincial government in 
providing security to its citizens and delivering essential 
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It is vitally important that 
the PRT leadership ensure 
that the guidance provided 
by multiple agencies is 
carefully coordinated and 
mutually reinforcing, and 
that they report to higher 
headquarters when there 
are inconsistencies or 
when difficulties occur. 


government services.  PRTs operate by combining security 
forces for protection with other military and civilian 
personnel for support, development, and governance into 
one cohesive team.  PRTs can be led by either a military or 
DOS officer depending on the situation.  DOD personnel 
comprise the security element and personnel from 
appropriate USG agencies comprise the civilian element. 


Strategic Communication SC is a whole-of-government effort involving much more 
than military activities, and therefore requires a high level 
of coordination and synchronization among interagency 
partners to achieve unity of effort.  CCDRs should provide 
input into theme, message, and story development and 
delivery through their CJCS representative to the NSC, in 
coordination with the Office of the Secretary of Defense. 
JFCs oversee execution of actions and communication of 
themes and messages.  CCDRs and staffs should include 
SC considerations in planning for joint operations and in 
the interagency process.  Each of the communication 
activities under the direction of the CCDR has the ability to 
influence and inform key foreign audiences through words, 
images, and actions to foster understanding of US policy 
and advance US interests. 


CONCLUSION 


 This publication provides joint doctrine for the 
coordination of military operations with USG agencies; 
state, local, and tribal governments; IGOs; NGOs; and the 
private sector. 
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CHAPTER I 
FOUNDATIONS OF INTERORGANIZATIONAL COORDINATION 


This publication provides information to guide interorganizational coordination during 
joint operations among engaged stakeholders.  These stakeholders are inclusive of the Armed 
Forces of the United States; United States Government (USG) departments and agencies; 
state, territorial, local, and tribal government agencies; foreign military forces and 
government agencies, intergovernmental organizations (IGOs), nongovernmental 
organizations (NGOs), and entities of the private sector.  Further, the term interagency 
coordination is limited to the interaction between USG departments and agencies.  The 
Department of Defense (DOD) conducts interorganizational coordination across a range of 
operations with each type of operation involving different communities of interests and 
structures.  This is especially pronounced for domestic and foreign operations, which are 
governed by different authorities and have considerably different USG governing structures 
and stakeholders.   


SECTION A.  FOUNDATIONS OF  
INTERORGANIZATIONAL COORDINATION 


1.  Purposes of Interorganizational Coordination 


A commitment to interorganizational coordination will help to achieve desired end states 
by facilitating cooperation in areas of common interest or avoiding unintended negative 
consequences when working in the same space as other stakeholders.  Interorganizational 
coordination aids in this by enabling participants to do one or more of the following: 


a.  Facilitate Unity of Effort.  The translation of national strategic objectives into 
unified action is essential to unity of effort and ultimately mission success.  Achieving 
national strategic objectives requires the effective and efficient use of diplomatic, 
informational, military, and economic instruments of national power supported by 
interorganizational coordination.  At the President’s direction, military power is integrated 
with the other instruments of national power to advance and defend US values, interests, and 
objectives.  To accomplish this integration, DOD agencies interact with non-DOD agencies 
gaining a mutual understanding of the capabilities, limitations, and consequences of military 
and civilian actions.  They also identify the ways in which military and civilian capabilities 
best complement each other.  The National Security Council (NSC) and the Homeland 
Security Council (HSC) play key roles in the integration of all instruments of national power 


“When the United States undertakes military operations, the Armed Forces of the 
United States are only one component of a national-level effort involving all 
instruments of national power.  Instilling unity of effort at the national level is 
necessarily a cooperative endeavor involving a number of Federal departments 
and agencies.  In certain operations, agencies of states, localities, or foreign 
countries may also be involved.” 


Joint Publication 1, Doctrine for the Armed Forces of the United States 
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by facilitating mutual understanding and cooperation.  Further, the unified actions of military 
and civilian organizations in sharing information, cooperating, and striving together to 
accomplish a common goal is the essence of interorganizational coordination that makes 
unity of effort possible. 


b.  Achieve Common Objectives.  A large number of civilian agencies and 
organizations—many with indispensable practical competencies and significant legal 
responsibilities—interact with the Armed Forces of the United States and its multinational 
counterparts.  Joint and multinational operations must be strategically integrated and 
operationally and tactically coordinated with the activities of participating USG agencies, 
IGOs, NGOs, host nation (HN) agencies, and the private sector to achieve common 
objectives.  Within the context of DOD involvement, interagency coordination is the 
coordination that occurs between elements of DOD and engaged USG agencies for the 
purpose of achieving an objective.  Interagency coordination forges the vital link between the 
US military and the other instruments of national power.  Similarly, within the context of 
DOD involvement, interorganizational coordination is the interaction that occurs among 
elements of the DOD; engaged USG agencies; state, territorial, local, and tribal agencies; 
foreign military forces and government agencies; IGOs; NGOs; and the private sector.  
Successful interorganizational coordination enables the USG to build international and 
domestic support, conserve resources, and conduct coherent operations that more effectively 
and efficiently achieve common objectives. 


KEY TERMS 


interagency—Of or pertaining to United States Government agencies and 
departments, including the Department of Defense.  


intergovernmental organization—An organization created by a formal 
agreement (e.g., a treaty) between two or more governments.  It may be 
established on a global, regional, or functional basis for wide-ranging or 
narrowly defined purposes.  Formed to protect and promote national 
interests shared by member states.  Examples include the United Nations, 
North Atlantic Treaty Organization, and the African Union. 


nongovernmental organization—A private, self-governing, not-for-profit 
organization dedicated to alleviating human suffering; and/or promoting 
education, health care, economic development, environmental protection, 
human rights, and conflict resolution; and/or encouraging the establishment 
of democratic institutions and civil society. 


private sector—An umbrella term that may be applied in the United States 
and in foreign countries to any or all of the nonpublic or commercial 
individuals and businesses, specified nonprofit organizations, most of 
academia and other scholastic institutions, and selected nongovernmental 
organizations. 
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c.  Provide Common Understanding 


(1)  Sometimes, the joint force commander (JFC) draws on the capabilities of 
external organizations; at other times, the JFC provides capabilities to those organizations or 
the JFC deconflicts his activities with them.  These same organizations may be present 
during some or all phases of a joint operation or campaign.  In any case, interorganizational 
coordination will be critical to understand the roles and relationships of participating 
military commands and relevant stakeholders as well as their interests, equities, and 
insight into the challenges faced.  Such common understandings will be essential to 
enable stakeholders to operate effectively in the same space, identifying opportunities 
for cooperation, and avoiding unnecessary conflict. 


(2)  It is important that DOD speak with a single voice in exchanges with other 
stakeholders to minimize confusion.  DOD elements—including Office of the Secretary of 
Defense (OSD), the Joint Chiefs of Staff (JCS), DOD agencies and field activities, Military 
Departments, and combatant commands—should develop a common position on the 
appropriate military role in interagency coordination before broadening the discussion to 
include other agencies, departments, and organizations.  DOD’s established common culture, 
procedures, and hierarchical structure, may facilitate consensus building and development of 
a DOD position prior to engaging in interagency coordination, especially at the strategic 
level.  However, this DOD internal consensus building may still require significant effort and 
some degree of compromise.  OSD and the Joint Staff (JS) have a key role in 
interorganizational coordination efforts, as DOD’s representatives to the NSC, HSC, and 
given their roles in developing national security policy.  In order to facilitate increased 
interagency coordination at all levels, it is critical that the JFCs work with and through their 
JS and OSD (particularly the Office of the Under Secretary of Defense for Policy 
[OUSD{P}]) counterparts, establishing an ongoing dialogue on issues of interest.  OUSD(P) 
and JS involvement helps to ensure that engagement with other stakeholders is consistent 
with existing policy and priorities.  Greater visibility of DOD-wide engagement with other 
USG agencies will enable the Secretary of Defense (SecDef) to better balance competing 
global requirements and ensure DOD presents a unified position. 


(3)  Combatant commanders (CCDRs) and other subordinate JFCs must consider 
the potential requirements for interorganizational coordination as a routine part of their 
activities.   


unified action—The synchronization, coordination, and/or integration of the 
activities of governmental and nongovernmental entities with military 
operations to achieve unity of effort. 


unity of effort—Coordination and cooperation toward common objectives, 
even if the participants are not necessarily part of the same command or 
organization—the product of successful unified action. 


 







Chapter I 


I-4 JP 3-08 


2.  The Need for Unity of Effort 


a.  Meeting the challenges of current and future operations requires the concerted effort 
of all instruments of US national power plus foreign governmental agencies and military 
forces and civilian organizations.  Within the USG alone, achieving unity of effort is often 
complicated by organizational “stovepiping,” crisis-driven planning, and divergent 
organizational processes and cultures.  These differences have certain benefits, but are not 
well-suited for addressing the range of conventional and irregular challenges that cut across 
available organizational expertise.  Problems arise when each USG agency interprets NSC 
and HSC policy guidance differently, sets different priorities for execution, and does not act 
in concert.  These issues are exacerbated by the competing interests and practices of 
participating foreign governments and military forces, IGOs, NGOs, and private sector 
entities. 


b.  Consequently, there is a need to conduct integrated planning to effectively employ 
the appropriate instruments of national power.  A comprehensive approach seeks to stimulate 
a cooperative culture within a collaborative environment, while facilitating a shared 
understanding of the situation.  In its simplest form, a comprehensive approach should 
invigorate existing processes and strengthen interorganizational relationships.  This approach 
should forward the respective goals of all parties, ensuring stakeholders do not negate or 
contradict the efforts of others.  Several factors contribute to success in this effort: 


(1)  Continual dialogue among national leadership, agencies, and departments in 
ascertaining the problem, defining success, and developing feasible direction and acceptable 
courses of action (COAs). 


(2)  Collective recognition of the complex, interconnected nature of the operational 
environment. 


“Secretary Gates and I are here together because our departments’ missions are 
aligned and our plans are integrated.  The foreign policy of the United States is 
built on the three D’s: defense, diplomacy, and development.  The men and 
women in our armed forces perform their duties with courage and skill, putting their 
lives on the line time and time again on behalf of our Nation.  And in many regions, 
they serve alongside civilians from the State Department and USAID [United 
States Agency for International Development], as well as other government 
agencies, like USDA [United States Department of Agriculture]. 


We work with the military in two crucial ways.  First, civilians complement and build 
upon our military’s efforts in conflict areas like Iraq and Afghanistan.  Second, they 
use diplomatic and development tools to build more stable and peaceful societies, 
hopefully to avert or end conflict that is far less costly in lives and dollars than 
military action.” 


Hillary Rodham Clinton 
Secretary of State 


Senate Testimony, 30 April 2009 
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(3)  Including all stakeholders promotes a common understanding of the 
environment, problem, issues, goals, and objectives.  Stakeholders have unique perspectives 
and expertise.  Together they build a more enriched overall assessment.  Including civilian 
stakeholders from the beginning in assessment, estimates and planning, or military 
participation in civilian processes facilitates a more complete understanding of the nature of 
the problem to be solved and actions required to solve it. 


(4)  Collective recognition that the commander is ultimately accountable for the 
assigned mission, regardless of the resources provided and the degree of support by others. 


c.  In military (e.g., joint) operations, unity of effort is ensured by establishing unity of 
command.  Unity of command is based on the designation of a single commander with the 
authority to direct and coordinate the efforts of all assigned forces in pursuit of a common 
objective.  Commanders exercise military command and control (C2) to ensure that military 
operations are planned and conducted in accordance with the guidance and direction received 
from the President and SecDef in coordination with other authorities (i.e., alliance or 
multinational leadership).  In operations involving interagency partners and other 
stakeholders, where the commander may not control all elements, he seeks cooperation and 
builds consensus to achieve unity of effort. 


(1)  Unity of command can be difficult to achieve when working with multiple 
stakeholders.  To compensate, commanders concentrate on working with the participating 
national forces to obtain unity of effort.  Consensus building is the key element to unity of 
effort. 


(2)  Commanders must be prepared to accommodate differences in operational and 
tactical capabilities by nations within a multinational force (MNF).  The commander must 
clearly articulate his intentions, guidance, and plans to avoid confusion that might occur due 
to differences in language, culture, doctrine, and terminology.  Detailed planning, exchange 
of standing operating procedures and liaison officers (LNOs), and rehearsals help overcome 
procedural difficulties among nations. 


d.  While unity of command and the exercise of C2 apply strictly to military forces and 
operations, unified action among all interorganizational participants is necessary to achieve 
unity of effort in military operations involving engaged civilian organizations and foreign 
military forces or military participation in civilian-led operations.  Unified action is the 
DOD doctrinal term that represents a comprehensive approach.  It begins with national 
strategic direction from the President and includes a wide scope of actions including 
interorganizational coordination techniques, information sharing, collaborative planning, and 
the synchronization of military operations with the activities of all the civilian stakeholders.  
Interorganizational coordination depends on a spirit of cooperation, while military efforts 
depend on C2 and doctrine.  However, some of the techniques, procedures, and systems of 
military C2 can facilitate unified action when adjusted to the dynamics of interorganizational 
coordination and different organizational cultures.  Military leaders should work with 
civilian stakeholders with skill, tact, and persistence.  Unified action is promoted through 
close, continuous coordination and cooperation, which are necessary to overcome 
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confusion over objectives, inadequate structure or procedures, and bureaucratic and 
personnel limitations. 


e.  Achieving unity of effort requires the application of a comprehensive approach that 
includes coordination, consensus building, cooperation, collaboration, compromise, 
consultation, and deconfliction among all the stakeholders toward an objective.  An inclusive 
approach of working closely with stakeholders is often more appropriate than a military C2 
focused approach.  Taking an authoritative, military approach may be counterproductive to 
effective interorganizational relationships, impede unified action, and compromise mission 
accomplishment.  Gaining unity of effort is never settled and permanent; it takes constant 
effort to sustain interorganizational relationships. 


3.  Whole-of-Government  


a.  Within the USG, elements aspire to a whole-of-government approach.  This approach 
implies the integration of USG efforts with a plan that identifies and aligns USG goals, 
objectives, tasks, and supporting structures, with designation of lead, primary, coordinating, 
cooperating, and supporting federal agencies. 


b.  This approach may also be used to refer to formally USG-agreed structures and 
processes intended to facilitate whole-of-government efforts.  These include the Department 
of Homeland Security (DHS) National Counterterrorism Center (NCTC) processes, and 
reconstruction and stabilization (R&S) structures. 


c.  Well-integrated USG operations and relationships, preferably using a whole-of-
government approach, will facilitate USG engagement with non-USG stakeholders, fostering 
a broader comprehensive approach to security. 


4.  Coordinating Efforts 


a.  Providing Strategic Direction.  Strategic direction is the common thread that 
integrates and synchronizes the activities of JS, combatant commands, Services, and combat 
support agencies.  As an overarching term, strategic direction encompasses the processes and 
products by which the President, SecDef, and Chairman of the Joint Chiefs of Staff (CJCS) 
provide policy and strategic guidance to DOD.  The President, assisted by the NSC and HSC, 
also provides strategic direction to guide the efforts of USG agencies that represent other 
instruments of national power.  Strategic direction is provided in a number of national level 
documents some of which include, among others, the National Security Strategy (NSS), 
National Defense Strategy, National Military Strategy, National Strategy for Combating 
Terrorism, National Strategy for Combating Weapons of Mass Destruction, National 
Response Framework (NRF), National Strategy for Maritime Security, National Incident 
Management System (NIMS), and the Unified Command Plan. 


(1)  Within the USG, the NSS guides the development, integration, and coordination 
of all the instruments of national power to accomplish national security objectives.  The 
President signs the NSS, and the NSC is the principal forum responsible for coordinating 
the strategic-level implementation of the NSS.  This effort provides strategic guidance for 
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the combatant commands, Services, and DOD agencies, and forms the foundation for 
operational and tactical level guidance. 


(2)  The NRF presents the guiding principles that enable all response partners to 
prepare for and provide a unified national response to disasters and emergencies.  The NRF 
establishes a comprehensive, national, all-hazards approach to domestic incident response. 


For additional information, see the National Strategy for Homeland Security; Joint 
Publication (JP) 3-27, Homeland Defense; and JP 3-28, Civil Support. 


(3)  The National Strategy to Combat Weapons of Mass Destruction states that 
“weapons of mass destruction (WMD)—nuclear, biological, and chemical—in the 
possession of hostile states and terrorists, represents one of the greatest security challenges 
facing the United States.  We must pursue a comprehensive strategy to counter this threat in 
all of its dimensions.”  A systematic interagency approach is required to respond to the 
growing volume and complexity of the WMD trade. 


(4)  The National Strategy for Pandemic Influenza and the DOD 
Implementation Plan provides procedures to ensure interorganizational coordination to 
mitigate the effects of a novel influenza strain. 


b.  Applying the Military Component.  Military forces have long coordinated with 
USG agencies to include, but not limited to, the Department of State (DOS), Department of 
Justice (DOJ), Department of Transportation (DOT), United States Agency for International 
Development (USAID), and the intelligence community (IC), along with the adjutants 
general (TAGs) of the 50 states, District of Columbia, and three territories.  Increasingly, 
relationships are being developed and institutionalized with state and local government 
agencies, additional USG agencies (e.g., DHS), multinational partners, IGOs such as the 
United Nations (UN) and the North Atlantic Treaty Organization (NATO), NGOs, and HN 
agencies. 


(1)  Because the solution to a problem seldom resides within the capability of 
one agency, joint campaign and operation plans should be crafted to recognize and 
leverage the core competencies of other agencies while providing support, as 
appropriate.  Annex V (Interagency Coordination) of specific joint operation plans 
(OPLANs) is the section that captures much of this information.  Additionally, other sections 
(e.g., annex A [Task Organization], annex B [Intelligence], annex C [Operations], annex G 
[Civil Affairs], and annex W [Contingency Contracting]) also should contain pertinent 
interagency information. 


See Chairman of the Joint Chiefs of Staff Manual (CJCSM) 3122.03C, Joint Operation 
Planning and Execution System (JOPES), Volume II, Planning Formats, for sample formats. 


(2)  In a national emergency, civil support (CS) operation, or crisis response and 
limited contingency operation, DOD often serves in a supporting role.  Thus, commanders 
and their staffs may need to adjust and adopt procedures, especially planning and reporting, 
to coordinate and harmonize military operations with the activities of other agencies and 
organizations to optimize the military’s contributions and support.  Communication, 
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coordination, and cooperation with external agencies and organizations by DOD commands 
is normally accomplished with the appropriate knowledge, approval, assistance, and 
cooperation of the chief of mission (COM) in foreign lands and DHS (e.g., Federal 
Emergency Management Agency [FEMA]) in the homeland.  DOS, USAID, and DHS may 
facilitate military interaction with IGOs, NGOs, state, local, and tribal authorities, and the 
private sector. 


c.  Capitalizing on Organizational Diversity.  Each interorganizational partner 
brings its own culture, philosophy, goals, practices, expertise, and skills to the task of 
coordination.  This diversity can be made into an asset through a collective forum and 
process that considers the many views, capabilities, and options of the interagency partners. 


d.  Gathering the Right Resources.  A challenge to commanders is to recognize what 
resources are available and how to work together to effectively apply them.  Despite 
potential philosophical, cultural, and operational differences, efforts should be coordinated to 
foster an atmosphere of cooperation that ultimately contributes to unity of effort.  Pursuit of 
interorganizational coordination as a process should be viewed as a means to mission 
accomplishment. 


e.  Determining the Authorities.  Each USG agency has different authorities, which 
govern the operation of the agency and determine the use of its resources.  These authorities 
derive from several sources:  the US Constitution, their federal charter, Presidential 
directives, congressional mandates, and strategic direction.  It is important that early in the 
joint operation planning process (JOPP) the definition of these authorities be clearly 
understood and documented.  Congress provides funding to the agencies for various 
activities under titles of the United States Code (USC).  This controls what the agencies, 
including DOD, can and cannot do.  IGO authorities are based on their formal agreement 
among member governments.  NGOs are independent of the USG; each has its own unique 
and individual governance system.  Other private sector organizations respond to various 
forms of authority. 


f.  Providing Command Focus.  JFCs ensure that joint operations are integrated 
and synchronized (as much as possible) in time, space, and purpose with the actions of 
supporting or supported MNFs and civilian partners.  Activities and operations with 
civilian organizations may be complex and require considerable coordination by JFCs, their 
staffs, and subordinate commanders.  The extent of cooperation and coordination from 
civilian agencies and organizations with the joint force will vary and be contingent on the 
nature of the agency or organization mission and role (e.g., offensive/defensive operations, 
peacekeeper, humanitarian). 


5.  Working Relationships and Practices 


a.  Supported and Supporting Roles.  Within the USG, military and civilian 
agencies perform in both supported and supporting roles.  However, this is not the 
support command relationship described in JP 1, Doctrine for the Armed Forces of the 
United States.  Relationships between military and civilian agencies cannot be equated 
to military command authorities (e.g., operational control [OPCON], tactical control 
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[TACON], support).  During combat operations such as Operation DESERT STORM or in 
foreign humanitarian assistance (FHA) operations such as Operation PROVIDE COMFORT, 
DOD was the lead agency and was supported by other USG agencies.  When DOD is tasked 
to provide CS, its forces typically perform in a supporting role such as after Hurricane 
Katrina.  When military support is requested by civil authorities and approved by the 
President or SecDef, DOD and its responsible combatant commands—United States 
Northern Command (USNORTHCOM) and/or United States Pacific Command 
(USPACOM)—will typically support FEMA or another civilian agency (e.g., Department of 
Health and Human Services [DHHS] in support of NRF Emergency Support Function [ESF] 
#8, Public Health and Medical Services).  Whether supported or supporting, close 
coordination between USG agencies is key. 


b.  Coordination.  Although there is no equivalent command relationship between 
military forces and civilian agencies and organizations, clearly defined relationships may 
foster harmony and reduce friction between the participants.  Civilian agencies tend to 
operate via coordination and communication structures, rather than C2 structures.  However, 
when the incident command system (ICS) is used, it is typically under a unified command 
structure used when more than one agency has incident jurisdiction or when incidents cross 
political jurisdictions.  The ICS is a standardized on-scene emergency management construct 
specifically designed to provide for the adoption of an integrated organizational structure that 
reflects the complexity and demands of single or multiple incidents, without being hindered 
by jurisdictional boundaries.  NGOs do not operate within military, governmental, or IGO 
hierarchies.  However, the Armed Forces of the United States and NGOs often occupy the 
same operational space and there is an increased risk of confusion if that space is in a hostile 
or uncertain environment.   


c.  Collaboration.  Effective joint operations require close coordination, cooperation, 
and information sharing among multiple organizations.  The most common technique for 
promoting this collaboration is the identification or formation of centers, groups, bureaus, 
cells, offices, elements, boards, working groups, and planning teams and other enduring or 
temporary cross-functional staff organizations that manage specific processes and 
accomplish tasks in support of mission accomplishment.  They facilitate planning by the 
staff, decision making by the commander, and execution by the headquarters (HQ).  They 
mostly fall under the principal oversight of the joint force staff directorates.  This 
arrangement strengthens the staff effort in ways that benefit the JFC in mission execution.  
Inclusion of participating civilian agency and organization representatives in the various 
cross-functional staff organizations enhances collaboration.  JFCs should consider selective 
integration of participating civilian agencies into day-to-day operations. 


d.  Liaison.  Direct, early liaison is a valuable source of accurate, timely information on 
many aspects of a crisis area, especially where involvement by civilian agencies and 
organizations is likely to precede that of military forces and presents an opportunity to 
significantly enhance early force effectiveness.  A key additional benefit is an opportunity to 
build working relationships based upon trust and open communications amongst all 
organizations.  For that reason, ongoing liaison and exchange of liaison personnel with 
engaged organizations is equally important.   
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For further details concerning LNOs, refer to JP 3-33, Joint Task Force Headquarters. 


6.  Considerations for Effective Cooperation 


a.  Military policies, processes, and procedures are very different from those of 
civilian organizations.  These differences may present significant challenges to 


NOTIONAL RANGE OF INTERACTION TERMS 


The following terms are a range of interactions that occur among 
stakeholders.  There is no common interorganizational agreement on these 
terms, and other stakeholders may use them interchangeably or with varying 
definitions.  A consensus of dictionary definitions is provided as a baseline 
for common understanding.   


Coordination can be described as the process of organizing a complex 
enterprise in which numerous organizations are involved and bring their 
contributions together to form a coherent or efficient whole.  It implies 
formal structures, relationships, and processes. 


Consensus can be described as a general or collective agreement, accord, 
or position reached by a group as a whole.  It implies a serious treatment of 
every group member’s considered position. 


Cooperation can be described as the process of acting together for a 
common purpose or mutual benefit.  It involves working in harmony, side by 
side and implies an association between organizations.  It is the alternative 
to working separately in competition.  Cooperation with other agencies does 
not mean giving up authority, autonomy, or becoming subordinated to the 
direction of others. 


Collaboration can be described as a process where organizations work 
together to attain common goals by sharing knowledge, learning, and 
building consensus.  Be aware that some attribute a negative meaning to the 
term “collaboration” as if referring to those who betray others by willingly 
assisting an enemy of one’s country, especially an occupying force. 


Compromise can be described as a settlement of differences by mutual 
concessions without violation of core values; an agreement reached by 
adjustment of conflicting or opposing positions, by reciprocal modification 
of an original position.  Compromise should not be regarded in the context 
of win/lose. 


Consultation can be described as seeking the opinion or advice of other 
organizations, which may include discussion, conferring, and deliberation. 


Deconfliction can be described as the elimination of undesirable overlap 
among entities, especially where two or more entities perform the same 
function or occupy the same physical space. 
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interorganizational coordination.  The various USG agencies often have different, and 
sometimes conflicting, goals, policies, procedures, and decision-making techniques, which 
make unified action a challenge.  Still more difficult, some IGOs and NGOs may have 
policies that are explicitly antithetical to those of the USG, and particularly the US military.  
In addition, many NGOs may not be hostile to DOD goals but will not cooperate with DOD 
or USG efforts in order to maintain the NGO’s perception of neutrality. 


b.  The military relies on structured and hierarchical decision-making processes; detailed 
planning; the use of standardized tactics, techniques, and procedures; and sophisticated C2 
systems to coordinate and synchronize operations.  Civilian agencies may employ similar 
principles, but may not have the same degree of structural process as the US military, and 
their organizational structure is more horizontal.  Decision processes may be more ad hoc, 
collaborative, and collegial.  Cooperation between IGOs, NGOs, and the private sector is 
often based on a perceived mutually supportive interest, rather than a formalized agreement.  
Many NGOs are signatory to various codes of conduct which include the responsibility to 
share information for effectiveness, safety, and other reasons.  Private sector entities might 
only coordinate if it supports their business model.  A continuous information exchange 
among engaged departments and agencies is necessary to avoid confusion over objectives, 
differences in procedures, resource limitations, and shortfalls or overlaps of authorities.  
Action will follow understanding. 


c.  The Armed Forces of the United States have unique capabilities that provide 
significant contributions to the overall USG effort.  These include established military-to-
military working relationships, extensive resources (e.g., logistics), and trained and ready 
personnel able to rapidly respond to multiple global crises.  Additional unique military 
capabilities include C2 resources supported by worldwide communications and intelligence, 
surveillance, and reconnaissance infrastructures; robust organizational and planning 
processes; civil affairs (CA) personnel and their unique civilian-acquired skills; training 
support for large numbers of individuals on myriad skills; and air, land, and sea mobility 
support for intertheater or intratheater requirements. 


d.  Operations involving extensive USG and multinational involvement represent an 
enormous coordination challenge.  Successful execution is dependent on a mutual 
understanding of mission objectives and clear lines of authority.  Normally, existing 
authorities dictate the primary or lead coordinating agency.  In cases where the USG lead is 
unclear, an agency may be designated by the President or NSC. 


e.  An inclusive view and a desire to leverage comparative advantage should guide a 
JFC’s collaboration with civilian counterparts of USG agencies.  Each agency has special 
expertise, authorities, access, and resources that can be brought to bear to support JFC 
activities.  The reciprocal also applies.  The contributions of US military forces can reinforce 
the initiatives undertaken through diplomatic, development, law enforcement, and other 
activities.  The challenge lies in leveraging comparative advantages and then integrating 
efforts under a coherent strategy with synergy as a result.  A proven model is the 
complementary character of DOS embassy mission strategic resource plans (MSRPs) and 
geographic combatant commanders (GCCs) theater campaign plans (TCPs). 
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f.  Interpersonal communication skills that emphasize consultation, persuasion, 
compromise, and consensus contribute to obtaining unified action in a military-civilian 
effort.  Successful commanders and staff build personal relationships to inspire trust and 
confidence.  The challenges of gaining consensus and creating synergy among the engaged 
USG agencies and multinational partners are greater, as there are no clear authorities 
directing the relationship.  Commanders and their staffs can mitigate this risk by developing 
personal relationships, using liaison elements, and making conscious decisions on the degree 
of reliance on those stakeholders for critical tasks.  Personal relationships are essential.  
Inspiring trust and confidence is a conscious act that does not just happen—it must be 
planned, actively built through words and actions, and continually reinforced.  Development 
of strong personal relationships and the requisite trust and confidence that the engaged 
stakeholders will respond when their help is needed to accomplish assigned tasks is key.  


THE VALUE OF PERSONAL RELATIONSHIPS 


General Jacob Devers, US Army commander of the 6th Army Group in World 
War II, wrote that in coalition operations the personalities and the ambitions 
of the senior commanders of each of the Armed Services of the Allied 
Powers under his command were critical toward making the coalition work.   


General Norman Schwarzkopf and Saudi Arabia’s Lieutenant General Khaled 
were able to forge the bonds of mutual respect and create an atmosphere 
that permeated both of their staffs and impacted on every action and every 
decision. 


The Combined Civil Affairs Task Force, which assisted in the reconstruction 
of Kuwait after the Gulf War, was able to obtain interagency cooperation 
based largely on personal relationships.  Colonel Randall Elliot, US Army 
Reserve (USAR), who put the organization together, was also the senior 
analyst in the Near East Division of the Department of State’s Bureau of 
Intelligence and Research.  He knew the US Ambassador-designate to 
Kuwait, Edward “Skip” Gnehm, and was able to recruit Major Andrew 
Natsios, USAR, whose civilian job was Director of United States Agency for 
International Development’s (USAID’s) Office of US Foreign Disaster 
Assistance.  Major Natsios brought Mr. Fred Cuny from INTERTEC, a 
contractor specializing in disaster relief, into the task force.  Thus, USAID 
and its contractors were integrated into the operation based on these 
personal relationships. 


US Ambassador to Iraq Ryan Crocker and the top US military commander in 
Iraq, General David Petraeus, benefited from a close personal and 
professional relationship.   


Successful interagency cooperation rests in no small part on the ability of 
those on the ground, the ambassador, the geographic combatant 
commander, the Chairman of the Joint Chiefs of Staff, and the Secretaries of 
the US Government departments and agencies to personally work together. 


Various Sources 
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Recognize that it is not necessary to “own” every asset to ensure access.  The long-term 
institutionalization of personal relationships should be a goal. 


SECTION B.  KEY CONSIDERATIONS FOR  
INTERORGANIZATIONAL COORDINATION 


7.  United States Agency Engagement 


a.  One difficulty of coordinating operations among US agencies is determining 
appropriate counterparts and exchanging information among them when habitual 
relationships are not established.  Organizational differences exist between the US military 
and USG agencies’ hierarchies, particularly at the operational level where counterparts to 
the JFC seldom exist.  Further, overall lead authority in a crisis response and limited 
contingency operation is likely to be exercised not by the GCC, but by a US ambassador or 
other senior civilian, who will provide policy and goals for all USG agencies and military 
organizations in the operation. 


b.  Decision making at the lowest levels is frequently thwarted because field 
coordinators may not be vested with the authority to speak for parent organizations.  Physical 
or virtual interagency teaming initiatives such as joint interagency task forces (JIATFs), joint 
interagency coordination group (JIACG), or routine interagency video teleconferences 
improve reachback and expedite decision making.  Figure I-1 depicts comparative 
organizational structures using the three levels of war. 


c.  Combatant commands engage civilian agency representatives in a variety of formal 
and informal venues.  There are, however, two primary engagement venues.  The first is 
through a representative (part- or full-time depending on position requirements), where the 
individual retains parent agency identity and a direct reporting relationship to that agency 
while representing the parent agency to the CCDR as a LNO or as a member of an 
organizational entity, such as a member of one of the CCDR’s cross-functional staff 
organizations such as the JIACG (or equivalent organization).  The second is through an 
arrangement where the individual is directly assigned (i.e., civilian agency detail) to the 
command, serving in a combatant command billet (in the same capacity as a DOD 
employee).  In this case, the individual brings the skill sets of a parent agency, but reports 
through the military chain of command.  USG agencies may deploy relatively junior 
personnel compared to their military counterparts to fill key positions.  This difference 
should not be allowed to cause unnecessary friction.  Carefully crafted memorandums of 
agreement (MOAs) can specify detailees’ rating and reviewing chains, tasking authority, and 
other clauses that are explicitly designed to overcome this potential source of friction. 


d.  United States Special Operations Command (USSOCOM) officers serve as special 
operations support team (SOST) members with other federal agencies or organizations 
principally in the National Capital Region.  Pursuant to the Interagency Partnership Program, 
senior grade military officers are assigned to a SOST at numerous governmental agencies 
and organizations.  The SOST contributes to a synergistic network of USSOCOM personnel 
working with each other and their assigned agencies to accomplish mutually assigned tasks 
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in the President’s National Implementation Plan.  SOST members work within the 
interagency community, leverage requirements in the IC, facilitate reporting, and process 
information requests. 


 
Figure I-1.  Comparison of United States Agency Organizational Structures 
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8.  Organizational Environments 


a.  To facilitate success, the interests, resources, efforts, and goals of all the engaged 
military and civilian organizations must be drawn together.  This cohesion is often more 
complex than the multidimensional nature of military combat operations.  When other 
instruments of national power—e.g., diplomatic, informational, and economic—are applied, 
the complexity and the number and types of interactions expand significantly.  The essence 
of interorganizational coordination is the effective integration of multiple stakeholders 
with diverse perspectives, authorities, capabilities, and objectives. 


b.  The Nature of Interagency Coordination.  The executive branch of the USG is 
organized by function with each department performing certain core tasks.  In executing 
national security policy, the NSC and HSC play a critical role in unifying the efforts of the 
interagency community through a strategic collaborative process.  Both the NSC and HSC 
principals and deputies are supported in their policy functions by the National Security Staff.  
Combatant commands must be proactive in seeking OSD and JS assistance to access the 
National Security Staff to enable interagency coordination. 


(1)  Core Values and Authorities.  Each agency has specific core values and 
authorities that scope their operations.  These authorities and values influence how the 
agency functions.  In any interaction, all participants must be constantly aware that each 
agency will continuously cultivate and create external sources of support and maneuver to 
protect its core values. 


(2)  Agency Focus.  Individual agency perspectives and agendas complicate policy 
development.  Pursuit of institutional objectives is an important driver of the various 
USG agencies’ positions, which may not always coincide with a common approach to 
international security issues.  It is important to note that this issue applies equally to DOD 
personnel, especially when operating in nontraditional environments.  Military personnel 
must understand the context of their role and ensure they do not assume lead decision-
making responsibilities when DOD is not the lead or primary agency and they are in a 
supporting role. 


(3)  Reduction of Uncertainty.  Generally agencies are not set up to handle crises 
as their core or defining missions.  Crises require participating agencies to divert attention, 
resources, and personnel away from other priorities and to work out accommodations with 
other agencies to achieve overall USG goals.  Differing agency perspectives, capabilities, 
and interests will cause conflicts on how best to execute a mission and carry out policy in a 
crisis.  Sharing such information among agency participants is critical to ensure that no 
participating agency is handicapped by a lack of situational awareness, that uncertainties 
inherent in crisis dynamics are reduced as much as possible, and that interagency decision 
making is empowered by a common operational picture (COP). 


c.  Unified  DOD Position.  Before attempting to gain consensus in the interagency 
arena, a unified position must first be attained within DOD.   
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d.  Establishing Unifying Goals.  Reaching consensus on unifying goals is an 
important prerequisite for success.  Consensus must be constantly nurtured, which is much 
more difficult if the goals are not clear or change over time.  At the national level, this 
consensus is usually attained by the National Security Staff and usually results in an NSC or 
HSC committee meeting statement of conclusions, a Presidential policy directive (PPD), or a 
political-military (POLMIL) USG strategic plan which establishes the goals of an operation 
and interagency responsibilities.  The objective is to ensure all USG agencies clearly 
understand NSC or HSC policy objectives and responsibilities.  Some compromise that 
limits the freedom of individual agencies may be required to gain consensus.  A zeal for 
consensus should not concede the authority, roles, or core competencies of individual 
agencies.  The greater the number of agencies and the more diverse the goals, the more 
difficult it is to reach consensus.  Because a common unifying goal is so important, a great 
deal of time should be spent on clarifying and restating the goals.  When a common 
threat brings an MNF together, the differences often revolve around ways and means.  Many 
techniques that have been developed in previous MNFs may be useful in facilitating 
interagency, IGO, NGO, and private sector cooperation. 


e.  Mutual Needs and Interdependence.  In determining the needs of all 
participating agencies and stakeholders, a full appreciation and clear understanding of 
the other agencies is required.  Organizations strive to maintain their interests, policies, and 
core values.  These must be considered to facilitate interagency cooperation.  Functional 
interdependence means that one organization relies upon another to employ its 
resources to attain the objective.  This interdependence facilitates a strong working 
relationship among agencies, departments, and organizations.  For example, IGOs and 
NGOs effectively conducted relief operations in Somalia and the early evolutions in the 
Balkans in the 1990s with the security provided by the Armed Forces of the United States.  
Similarly, DOS facilitates DOD overseas deployment by negotiating transit and basing 
agreements.  Resource interdependence is based on one organization providing certain 
capabilities that another organization lacks.  This support includes such resources as 
manpower, logistics, training augmentation, communication, and money, and establishes a 
framework for cooperation.  These interdependencies can develop over time and lead the 
way to true interagency cooperation.  Working together to enable individual efforts creates a 
synergy that increases with each operation.  Ensuring that all organizations share the 
responsibility for the job and receive appropriate recognition strengthens these bonds 
of interdependence.  The purpose of such recognition is to encourage each stakeholder to 
participate in the process by validating and reinforcing their roles and responsibilities.  
Sharing of resources among USG agencies is governed by law (e.g., the Economy Act), 
policy, and regulation.  The staff judge advocate (SJA) and comptroller should be involved 
to ensure compliance.  Appendices in this publication describe the authority, responsibilities, 
organization, capabilities and core competencies, and pertinent contact information for many 
of these agencies, departments, and organizations. 


f.  Long-Term and Short-Term Objectives.  The relationship between long- and 
short-term objectives provides continuity between the strategic and operational levels.  
At the strategic level, OSD and JS work with the HSC and NSC interagency policy 
committees (NSC/IPCs) setting long-term policy goals.  The GCC addresses short-term 
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operational objectives through coordination with ambassadors, their country teams, 
multinational and agency staffs, and task forces.   


g.  An understanding needs to be forged between civilian and DOD/military 
counterparts.  When both the military and civilian agencies share the same operational 
environment, tension may exist due to numerous factors.  Military commanders strive for 
immediate results that reduce the risk of violence.  Development specialists often focus on 
repairing the structural faults in recipient country institutions, which have or could produce, 
a crisis in government legitimacy leading to the need for US military involvement.  These 
approaches are not necessarily compatible, and tension between the two often leads to 
disjointed programming and disparate results. 


(1)  During a US intervention, there will frequently be a contest between near-term 
military imperatives and those actions that support longer-term development objectives.  To 
the extent possible, military activity should support the objectives established by the 
development community without compromising the military mission.  The commander may 
consider creating an integrated planning team or other temporary entity to address how 
military activities may be better synchronized and complement the work of the development 
community. 


(2)  On the other hand, military commanders should accept that not all development 
resources can be allocated to achieving short-term results, and recognize that investments 
that seek to repair underlying structural faults are essential if short-term gains are to be 
sustainable.  These longer-term efforts need to begin at the same time as the short-term 
interventions if they are to be properly synchronized and sequenced.   


9.  Strategic Communication 


The USG uses strategic communication (SC) to coordinate use of the informational 
instrument of national power in specific situations.  SC is focused USG efforts to understand 
and engage key audiences to create, strengthen, or preserve conditions favorable for the 
advancement of USG interests, policies, and objectives through the use of coordinated 
programs, plans, themes, messages, and products synchronized with the actions of all 


BUILDING AN UNDERSTANDING IS NECESSARY 


“Not only do UN [United Nations], international organizations, and 
nongovernmental and private voluntary organizations not understand the 
military organization, we likewise do not understand them.  They often have 
exaggerated impressions as to our capabilities, and little or no 
understanding of our limitations and restrictions.  On the other hand, the US 
military personnel did not realize that those organizations do not have a real 
chain of command as we are used to—we simply never had any idea who to 
listen to…and they lacked one voice that could speak for all subordinates.” 


SOURCE:  Operation SUPPORT HOPE After Action Review, 
Headquarters, United States European Command 
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instruments of national power.  For its part, DOD must be a full participant in developing a 
government-wide approach that implements a more robust SC capability.  This is primarily 
accomplished through public affairs (PA), defense support to public diplomacy (DSPD), and 
information operations (IO). 


See Chapter IV, “Foreign Considerations;” JP 5-0, Joint Operation Planning; and US Joint 
Forces Command (USJFCOM) Commander’s Handbook for Strategic Communication and 
Communication Strategy, for more information on SC.   
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CHAPTER II 
CONDUCTING INTERORGANIZATIONAL COORDINATION 


1.  General 


a.  The continually changing global security environment requires increased and 
improved communications and coordination among the numerous agencies and organizations 
working to achieve national security objectives.  This cooperation is best achieved through 
active interagency involvement, building on the core competencies and successful 
experiences of all.  While portions of this chapter are described in other JPs, this material is 
captured here to provide a common frame of reference that reflects all levels of interagency 
involvement.   


b.  When campaign planning, deliberate planning, or crisis action planning (CAP) is 
required, the degree to which military and civilian components can be integrated and 
harmonized will bear directly on its efficiency and success.  To the extent feasible, joint 
planning should include key participants from the outset.  The CCDR, through his 
strategic concept, works with the engaged civilian organizations to build annex V 
(Interagency Coordination) of the joint operation plan.  Subordinate JFCs also build civilian 
organization participation into their OPLAN, and increasingly, participate in integrated civil-
military campaign planning with the embassy.  Within the area of responsibility (AOR) and 
the joint operations area (JOA), appropriate decision-making structures are established at 
combatant command, joint task force (JTF) HQ, and tactical levels in order to coordinate and 
resolve military, political, humanitarian, and other issues.  This chapter will suggest 
meaningful tools for the commander to organize for successful interorganizational 
coordination, whether in domestic or foreign operations, and focus on the operational level 
and below. 


2.  The National Security Council and the Homeland Security Council  


a.  The NSC is the President’s principal forum for consideration of national security 
policy issues requiring Presidential determination.  The NSC also serves as the President’s 
principal arm for coordinating these policies among various government agencies.   


b.  The HSC is an entity within the Executive Office of the President of the United 
States to advise the President on homeland security (HS) matters.  The HSC is the 
President’s principal forum for HS issues. 


"The Department’s vision is to support maturation of whole of government 
approaches to national security problems.  Solutions to address strategic and 
operational security challenges will be based on employing integrated flexible, 
mutually-supporting interagency capabilities.” 


Quadrennial Roles and Missions 
Review Report, 2009 
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For more information on the HSC and its membership, see JP 1, Doctrine for the Armed 
Forces of the United States. 


3.  Whole-of-Government Approach 


a.  A whole-of-government approach integrates the collaborative efforts of the 
departments and agencies of the USG to achieve unity of effort.  Under unified action, a 
whole-of-government approach identifies combinations of the full range of available USG 
capabilities and resources that reinforce progress and create synergies.  This approach 
facilitates all USG capabilities and resources being shared, leveraged, synchronized, and 
applied toward the strategic end state.  In order to do this, interagency members must, to the 
greatest degree possible, resist seeing their resources (e.g., financial, diplomatic, military, 
development, intelligence, economic, law enforcement, consular, commerce) as belonging to 
a single agency, but rather as tools of USG power. 


b.  Whole-of-government planning refers to NSC/HSC-sponsored processes by which 
multiple USG departments and agencies come together to develop plans that address critical 
challenges to national interests.  The NRF commits the USG, in partnership with local, tribal, 
and state governments and the private sector, to complete both strategic and operational 
plans for the incident scenarios specified in the National Preparedness Guidelines.  Whole-
of-government planning is distinct from the contributions of USG departments and 
agencies to DOD planning, which remains a DOD responsibility.   


c.  It is imperative that all stakeholders in an operation participate in the planning and 
consultation processes to optimize the use of various instruments toward achievement of the 
operation’s goals.  Maximum inclusion of all stakeholders (i.e., federal, state, local, and 
tribal governments, IGOs, NGOs, the private sector, HN partners, as applicable) is desired 
whether the operation is USG-only or multinational.  Typically, policy and strategy are 
determined through a civilian-led process which is supported by military participants 
wherein the USG defines its strategic objectives, integrates them with partners (federal, state, 
local, tribal, multinational, and HNs, as applicable), and collaborates with IGOs, NGOs, and 
the private sector to achieve coherency. 


d.  A primary challenge for integrating civilian and military planning into a whole-of-
government process is addressing the different planning capacity and culture in civilian 
agencies in contrast to DOD.  Individual agency initiatives along with the broader 
interagency process seek to address many of the cultural differences and resource constraints 
to sustained civilian presence in planning.  For example, DOD uses JOPES, while DHS uses 
the Integrated Planning System (IPS).  While different, both of these systems are evolving to 
improve interagency planning efforts. 


e.  Successful whole-of-government planning and operations require: 


(1)  A designated lead or primary agency with all USG instruments of national 
power represented, actively participating, and integrated into the process; 


(2)  A common understanding of the environment and the problem USG activities 
are seeking to solve; 
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(3)  A shared USG goal and clearly stated objectives to achieve results through 
comprehensive integration and synchronization of activities at the implementation level;  


(4)  A common determination of what resources and capabilities are to be aligned to 
achieve the planning objectives; and 


(5)  A defined desired strategic end state. 


f.  Application of a whole-of-government approach ensures that: 


(1)  Commanders and civilian decision makers consider all possible USG 
capabilities to achieve identified objectives; 


(2)  Planning groups include necessary personnel from all relevant sectors and 
agencies; 


(3)  Planners approach problems in a holistic way and avoid stovepiped responses; 


(4)  Ongoing or existing policies and programs are reassessed and integrated into 
new objectives and desired outcomes; and 


(5)  Planners consider and incorporate interagency capabilities, activities, and 
comparative advantages in the application of the instruments of national power. 


4.  Joint Operation Planning and Interorganizational Coordination 


a.  JOPP is used by CCDRs and subordinate JFCs to translate national or theater strategy 
into operational concepts through the development of an OPLAN.  Joint operation planning 
may begin during deliberate planning when the actual threat, national guidance, and 


WHOLE-OF-GOVERNMENT PLANNING 


By law, the National Counterterrorism Center (NCTC) conducts strategic 
operational planning for counterterrorism (CT) activities across the United 
States Government (USG), integrating all instruments of national power.  
NCTC ensures effective integration of CT plans and synchronization of 
operations across more than 20 government departments and agencies 
engaged in the War on Terrorism, through a single and truly joint planning 
process.   


NCTC’s planning efforts include broad, strategic plans such as the landmark 
National Implementation Plan for the War on Terrorism (NIP).  First approved 
by the President in June 2006 and then again in September 2008, the NIP is 
the USG’s comprehensive and evolving strategic plan to implement national 
CT priorities into concerted interagency action.  NCTC also prepares far 
more granular, targeted action plans to ensure integration, coordination, and 
synchronization on key issues.   


SOURCE:  National Counterterrorism Center 
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available resources become evident, but is normally not completed until after the President or 
SecDef selects the COA during CAP.  Campaign planning is conducted when contemplated 
military operations exceed the scope of a single major joint operation.  Thus, a campaign 
plan is an essential tool for laying out a clear, definable path linking the mission to the 
desired end state. 


(1)  Strategic Guidance.  CCDRs develop intermediate objectives based on 
strategic guidance provided by the President and SecDef.  CCDRs, in conjunction with 
their counterparts in DOS, USAID, and other USG agencies, and other non-USG 
organizations and sectors, will determine how to coordinate planning and operations, 
actions, and activities and resources at the theater strategic and operational level to 
achieve strategic objectives. 


(2)  The commander should coordinate with relevant entities throughout the 
JOPP to consider all the instruments of national power.  The commander is guided by the 
interagency provisions of the USG strategic guidance and planning and disseminates that 
guidance to the joint force in annex V (Interagency Coordination) of the CCDR’s OPLAN.  
Appendix V (Planning Guidance, Annex V—Interagency Coordination) to CJCSM 
3122.03C, Joint Operation Planning and Execution System (JOPES), Volume II, Planning 
Formats, is an essential ingredient at the NSC and IPC in conducting POLMIL planning.  It 
notes that interagency participation could be involved at the earliest phases of the operation 
or campaign starting with flexible deterrent options (FDOs).  Linking the interagency actions 
with the phases of the operation assists in the scheduling and coordination.  Crucially 
important to the plan is the orderly flow of operations to the desired end state and an efficient 
end of direct US military involvement.  The development of annex C should enhance early 
operational coordination with planners from the other USG agencies that will be involved in 
the operation’s execution or its policy context.  During planning, CCDR involvement, 
participation, and coordination will be critical to success.  Increasingly, integrated civil-
military plans are being co-developed by a JFC and US embassy. 


(3)  FDOs are preplanned, deterrence-oriented actions carefully tailored to send the 
right signal and influence an adversary’s actions.  The basic purpose of FDOs is to bring an 
issue to early resolution without armed conflict.  They can be established to dissuade actions 
before a crisis arises or to deter further aggression during a crisis.  FDOs are developed for 
each instrument of national power—diplomatic, informational, military, and economic—but 
they are most effective when used to combine the influence across instruments of national 
power.  FDOs facilitate early strategic decision making, rapid de-escalation, and crisis 
resolution by laying out a wide range of interrelated response paths. 


For additional information on FDOs, refer to JP 5-0, Joint Operation Planning. 


b.  Plan Development and Coordination.  Although deliberate planning is conducted 
in anticipation of future events, there may be crisis situations which call for an immediate 
US military response (e.g., noncombatant evacuation operation or FHA).  CCDRs 
frequently develop COAs based on recommendations and considerations originating in one 
or more US embassies.  In this regard, the country team is an invaluable partner because of 
its interagency experience and links to Washington.  The JIACG (or equivalent 
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organization), in conjunction with the integration planning cell if deployed, can provide 
additional collaboration with operational planners and USG agencies.  Emergency action 
plans in force at every embassy cover a wide range of anticipated contingencies and crises 
and can assist the commanders in identifying COAs, options, and constraints to military 
actions and support activities.  The GCC’s staff also consults with JS and other key agencies 
to coordinate military operations and support activities.  Maintaining a dialogue with OSD 
and JS counterparts is especially important in CAP, as they will serve as the decision-making 
representatives to HSC and NSC meetings at the Washington HQ level. 


(1)  Initial concepts of military operations may require revision based on 
feasibility analysis and consideration of related activities by USG agencies, IGOs, or 
NGOs, particularly regarding logistics.  For example, primitive or damaged seaport and 
airport facilities may constrain operations by limiting the throughput of the envisioned 
amounts of personnel and supplies.  Such information is frequently provided by the country 
team that, in turn, may be in contact with relief organizations in country.  Directly or 
indirectly, refinement of the military mission should be coordinated with USG agencies, 
IGOs, and NGOs to identify the required capabilities in order to achieve unity of effort 
across all organizations involved. 


(2)  Planning conducted by the combatant command should be coordinated with 
all stakeholders and USG departments and agencies, through the OSD and the JCS.  
Planning for military activities will align with wider USG policy and, in coordination with 
US diplomatic missions, seek to complement or synchronize with parallel interagency 
activities.  Contingency plans, where possible, will identify assumed contributions and 
requested support of interagency partners while complying with the guidance issued in the 
Guidance for Employment of the Force (GEF) related to incorporating interagency input into 
DOD planning.  Planning will focus on: 


(a)  Identifying any requests for additional policy direction; 


(b)  Operational capabilities, security cooperation activities, and development 
and diplomacy efforts of interagency partners;  


(c)  Legal and administrative agreements with interagency partners that must be 
in place before executing operations;  


(d)  Requirements (e.g., resources, people, and authorities) to improve 
interagency contributions or effectiveness (done in consultation with OSD, JS, and 
interagency partners); and  


(e)  Criteria for shifting between DOD supported and supporting roles, as 
appropriate. 


(3)  Interagency Involvement in DOD Plan Development.  The quality of DOD 
campaign and contingency planning will improve with the early and regular participation of 
other US departments and agencies.  USG departments and agencies, however, currently 
only have the capacity to support development of a limited number of DOD plans.  During 
planning, CCDRs and their staffs: 
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(a)  Develop options, tasks, and coordination requirements for specific 
operations and activities directly with affected COM and/or state and local authorities. 


(b)  Share information with and rely on the subject matter expertise of LNOs 
and representatives from other departments and agencies detailed to the combatant 
command. 


(c)  Conduct internal planning with LNOs and representatives from other 
departments and agencies detailed to the combatant command. 


(4)  In coordination with the CJCS, CCDRs will seek SecDef intent/guidance before 
beginning development of OPLANs with other departments and agencies. 


(5)  OUSD(P) and JS Joint Staff Operational Plans and Joint Force Development 
Directorate (J-7) will facilitate and support combatant command planning conferences and 
workshops involving multiple USG agencies or departments.  OUSD(P) via JS J-7 may 
authorize direct liaison between combatant command planners and their HQ-level 
counterparts in other USG agencies for campaign and joint operation planning.  The Promote 
Cooperation process ensures that DOD speaks with one voice as well as ensuring that plan 
content sharing/release with other USG agencies is fully vetted and authorized.  Combatant 
commands will work through OUSD(P) and JS to organize and coordinate these 
conferences/meetings.  Efforts to integrate other agencies into DOD planning efforts are 
complementary to whole-of-government planning, which is directed by the NSC or HSC, or 
a designated lead agency. 


(6)  With SecDef’s approval in coordination with the CJCS, combatant commands 
will work in coordination with OUSD(P) and JS to involve other USG departments and 
agencies in DOD campaign plan development. 


c.  The GEF translates the national security objectives and high-level strategy into DOD 
priorities and comprehensive planning direction.  The GEF identifies SecDef’s strategic 
priorities and policy, and provides direction in the form of force allocation and defense 
posture guidance.  The Joint Strategic Capabilities Plan (JSCP) implements the strategic 


INTEGRATING INTERAGENCY PLANNING 


 We will continue to work with other US Departments and Agencies, state 
and local governments, partners and allies, and international and multilateral 
organizations to achieve our objectives.  A whole-of-government approach is 
only possible when every government department and agency understands 
the core competencies, roles, missions, and capabilities of its partners and 
works together to achieve common goals.  Examples such as expanding US 
Southern Command’s interagency composition and the establishment of US 
Africa Command will point the way.  In addition, we will support efforts to 
coordinate national security planning more effectively, both within DOD and 
across other US Departments and Agencies. 


SOURCE: National Defense Strategy 2008 
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policy guidance provided in the GEF and initiates the planning process for the development 
of campaign, contingency, and posture plans.  Together, the GEF and JSCP provide guidance 
and task CCDRs and staffs to develop TCPs, global campaign plans, and support plans that 
integrate posture plans, security cooperation (Phase 0 and other military engagement 
activities), contingency plans, and crisis action plans.  Posture plans seek to align and 
synchronize access and needs across GCC areas of TCPs, contingency plans, and crisis 
action plans.  The linking of security cooperation, military engagement, deterrence activities, 
deliberate planning, and CAP products within the campaign plans allows CCDRs to 
efficiently allocate resources and direct operations in alignment with theater strategic and 
national strategic objectives.  JOPES provides planning policy and procedures that support 
the formal interaction between Joint Planning and Execution Community members during 
deliberate planning and CAP and execution. 


d.  USG agencies do not want to react to a military plan after the fact.  USG agencies 
want a seat at the table to conduct strategic assessment, policy formulation, and planning. 


(1)  Annex V (Interagency Coordination) should be consistent with the planning 
requirements contained in CJCSM 3122.03, Joint Operation Planning and Execution System 
(JOPES), Volume II, Planning Formats.  A supported commander is responsible for 
developing annex V for each OPLAN.  Annex V should specify for participating USG 
agencies the following:  the capabilities desired by the military, the shared understanding of 
the situation, and the common objectives required to accomplish the mission.  Annex V also 
provides a single location in a plan to capture potential contributions of USG agencies, 
identify potential DOD supporting roles to USG departments and agencies, and frame 
mutually agreeable integrating relationships (coordination and collaboration processes), 
linkages, and methods.  This enables interagency planners to rigorously plan in concert with 
the military, to determine better their support requirements, and to suggest other USG 
activities or organizations that could contribute to the operation.  This implies a 
collaboratively produced, releasable annex V. 


(2)  DOD plans are endorsed by SecDef (or his designee).  While they are not 
“cosigned” by other departments and agencies, DOD typically seeks inputs from other 
departments and agencies to avoid developing a military plan in isolation. 


(3)  The military plan may be in support of a wider USG effort.  In this case, annex 
V may approach the same level of effort and importance as annex C (Operations). 


(4)  The following considerations should guide annex V development:   


(a)  Coordination with interagency partners should occur early in the process; 


(b)  Annex V should be collaboratively developed, reflecting an integrated 
approach involving all instruments of national power; 


(c)  Annex V should capture DOD and interagency cooperative activities 
toward mutual goals and objectives; 


(d)  Aim for greater specificity; and 







Chapter II 


II-8 JP 3-08 


(e)  Where possible, an unclassified and releasable annex V should be 
developed and shared with agency and coalition partners.  Classified annexes should be 
developed and maintained separately when needed.  


e.  In concert with the NSC or HSC as appropriate, DOD, and JS, CCDRs should: 


(1)  Recognize all USG agencies, departments, IGOs, NGOs, and the private 
sector that are or should be involved in the operation.  In most cases, initial planning and 
coordination with USG agencies will have occurred within the NSC, HSC, DOD, the 
Services, and JS. 


(2)  Understand the interagency, IGO, NGO, and private sector relationships, 
to include the lead or primary agency identified at the national level.  Understand the 
differences between roles and responsibilities of DOD, the CJCS, JS, combatant commands, 
and the Services in domestic and foreign operations.  Understand the different command 
arrangements in domestic and foreign operations. 


(3)  Define the objectives of the response.  These should be broadly outlined in the 
statement of conclusions from the relevant NSC, HSC, NSC/Principals Committee (PC), or 
NSC/Deputies Committee (DC) meetings that authorized the overall USG participation.  
Within the military chain of command, they are further elaborated in tasking orders that 
include the commander’s intent. 


BEYOND ANNEX V 


Joint force commanders today are working hand-in-hand with civilian 
agencies to move beyond the traditional annex V construct in campaign 
planning.  In Iraq, beginning in 2007, the Multi-National Force-Iraq (MNF-I) 
Commander General David Petraeus and the Iraq Chief of Mission 
Ambassador Ryan Crocker published a Joint Campaign Plan for Operation 
IRAQI FREEDOM with both of their signatures.  This document, developed 
collaboratively by the MNF-I staff and the country team (led by a special 
office in the embassy—the Joint Strategic Plans and Assessment office—
stood up specifically to conduct collaborative planning with the Department 
of Defense), served as the comprehensive, government-wide plan to guide 
US efforts in Iraq.  Rather than relegating “interagency” tasks to annex V, the 
entire plan was integrated and responsibilities, lead and supporting, for 
execution were assigned.  On 10 August 2009, Ambassador Eikenberry and 
General McChrystal signed the “United States Government Integrated 
Civilian–Military Campaign Plan for Support to Afghanistan,” which provides 
guidance from the US Chief of Mission and the Commander of US Forces-
Afghanistan to US personnel in Afghanistan.  The plan represents the 
collaborative effort of all the US Government departments and agencies 
operating in Afghanistan and the range of different equities, resources, and 
approaches. 


Various Sources 
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(4)  Define COAs for the assigned military tasks, while striving for unity of effort 
with other USG agencies. 


(5)  Cooperate with each agency, department, or organization and obtain a clear 
definition of the role that each plays.  In many situations, participating agencies, 
departments, and organizations may not have representatives either in theater or colocated 
with the CCDR’s staff.  The JIACG (or equivalent organization) can identify and make 
contact with the appropriate agency or department.  It may then be advisable for the CCDR 
to request temporary assignment of agency representatives or LNOs from the participating 
agencies, departments, and organizations to the combatant command or JTF HQ.  In some 
cases, it may also be useful or even necessary for the military to send LNOs to select other 
organizations.  Obtaining representatives from agencies or offices within departments is 
often key. 


(6)  Identify potential obstacles arising from conflicting departmental or agency 
priorities or authorities.  Early identification of potential obstacles and concurrence as to 
solutions by all participants is the first step toward resolution.  Too often these obstacles are 
assumed to have been addressed by another agency, department, or organization.  If the 
obstacles cannot be resolved they must immediately be forwarded up the military chain of 
command for resolution. 


(7)  Military and civilian planners should identify resources relevant to the 
situation.  Determine which agencies, departments, or organizations (to include HN) are 
committed to providing resources in order to reduce duplication, increase coherence in the 
collective effort, and identify what additional resources are needed. 


(8)  Define the desired end states, plan for transition between phases, and 
recommend termination criteria. 


(9)  Maximize the joint force assets to support long-term goals.  The military’s 
contribution should optimize the varied and extensive resources available to complement and 
support the broader, long-range objectives of the local, state, national, or international 
response to a crisis. 


“In Operation SUPPORT HOPE, the US military and the UN [United Nations] and 
NGO [nongovernmental organization] community in-theater literally ‘met on the 
dance floor.’  Given that a JTF [joint task force] commander’s concern will be to 
ensure unity of effort (not command!), too brief a time to establish relationships can 
exacerbate the tensions that exist naturally between and among so many 
disparate agencies with their own internal agenda and outside sponsors.  The 
commander, therefore, will find that, short of insuring the protection of his force, his 
most pressing requirement will be to meet his counterparts in the US 
g[G]overnment, UN, and NGO hierarchies and take whatever steps he thinks 
appropriate to insure the smooth integration of military support…” 


Lieutenant General Daniel R. Schroeder, US Army 
Commander, JTF SUPPORT HOPE 
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(10)  Coordinate the establishment of interagency assessment teams that can 
rapidly deploy to the area to evaluate the situation.  These can include ad hoc multilateral 
teams or teams organized under the auspices of an IGO such as the UN or Organization for 
Security and Cooperation in Europe (OSCE). 


(11)  Develop and implement an information sharing strategy, methods, and 
tools that enable the interagency coordination process to occur.  Information sharing is 
critical to successful planning and execution.  Identify and resolve interoperability issues to 
assure seamless sharing of information.   


(12)  Incorporate, support, and participate in interagency planning processes, 
such as the IPS and the Interagency Conflict Assessment Framework (ICAF) to the greatest 
extent possible. 


f.  The JIACG is an interagency staff group that establishes regular, timely, and 
collaborative working relationships between civilian and military operational planners.  
Composed of USG civilian and military experts accredited to the CCDR and tailored to meet 
the requirements of a supported CCDR, the JIACG (or equivalent organizations) provides 
the CCDR with the capability to collaborate at the operational level with other USG civilian 
agencies and departments.  JIACGs (or equivalent organizations) complement the 
interagency coordination that takes place at the strategic level through the DOD and the NSC 
and HSC systems.  Members participate in deliberate planning and CAP, and provide links 
back to their parent civilian agencies to help synchronize JTF operations with the efforts of 
civilian USG agencies and departments.   


(1)  JIACG is a common DOD term across combatant commands.  The operational 
environment and differing missions for each combatant command has resulted in unique 
organizations (e.g., interagency partnering directorate, interagency group), but with similar 
functions. 


(2)  If augmented with other partners such as IGOs, NGOs, and/or multinational 
representatives, the JIACG (or equivalent organization) enhances the capability to 
collaborate and coordinate with those organizations and the private sector. 


(3)  When activated under the interagency management system (IMS), the 
integration planning cell is a civilian planning cell integrated with the relevant GCC’s HQ.  
The cell can be organized or tailored to operate 24/7 to assist in and support interagency 
planning and/or coordination in crisis and/or contingency situations.  During such situations 
the cell will enable a coherent, efficient, and responsive planning and coordination effort 
through “focused or targeted” participation by interagency subject matter experts and 
dedicated agency representatives.  The relationship between the JIACG (or equivalent 
organization) and the integration planning cell should be developed and documented in 
standard operating procedures.  Procedures should be developed to facilitate the rapid 
reception and integration into the GCC’s staff of the members of the cell.  The JIACG (or 
equivalent organization) can “host” the integration planning cell: receiving them, providing 
office space and administrative support, providing a guide/assistant, and facilitating their 
linkup with various staff entities.  The JIACG (or equivalent organization) can invite the 
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integration planning cell to attend their daily battle rhythm event with the embassies and 
other interagency participants.  Integration planning cell members can also informally confer 
with the agency representatives assigned to the GCC’s staff and resident within the JIACG 
(or equivalent organization). 


For additional information on planning, refer to JP 5-0, Joint Operation Planning. 


5.  Interorganizational Coordination and Collaboration  


a.  The Civil-Military Relationship.  The crux of interorganizational coordination is in 
understanding the civil-military relationship as collaborative rather than competitive.  The 
most productive way to look at this relationship is seeing the comparative advantages of each 
of the two communities—military and civilian.  While the military normally focuses on 
reaching clearly defined and measurable objectives within given timelines under a C2 
structure, civilian organizations are concerned with fulfilling changeable political, economic, 
social, and humanitarian interests using dialogue, bargaining, risk taking, and consensus 
building.  Civilian organizations may have a better appreciation of the political-social-
cultural situation, and have better relief, development, and public administration.  They may 
be more adept at negotiation, bargaining, and consensus decision making, thus potentially 
acting as agents of change within that society.  While the ways and means between military 
and civilian organizations may differ, they share many purposes and risks, and the ultimate 
overall goal may be shared.  Harnessing the power of disparate organizations with different 
priorities and procedures is a daunting task.  The following basic steps support an orderly 
and systematic approach to building and maintaining coordination and collaboration: 


(1)  Forge a Collective Definition of the Problem in Clear and Unambiguous 
Terms.  Differences in individual assumptions and organizational perspectives can often 
cloud a clear understanding of the problem.  A shared understanding is difficult because 
operational environments can be complex, ambiguous, confusing, and dynamic.  Appropriate 
representatives from relevant agencies, departments, and organizations, to include field 
offices, should be involved at the onset of the planning process and share their perspectives.  
This may include the deployment of an interagency assessment team to the affected area.  
Stakeholders should be included to the maximum extent during planning, execution, and 
assessment.   


(2)  Understand the Objectives, End State, and Transition Criteria for Each 
Involved Organization or Agency.  Commanders and decision makers should establish a 
clearly defined end state supported by attainable objectives and transition criteria.  Not all 
agencies and organizations will necessarily understand or agree to clearly define the 
objective with the same sense of urgency or specificity as military planners.   


(3)  Develop a common, agreed set of assumptions that will drive the planning 
among the supported and supporting agencies.  Collectively amend the assumptions as 
necessary throughout the planning and execution of operations. 


(4)  Understand the differences between US national objectives, end state and 
transition criteria, and the objectives of other governments, IGOs, NGOs, the private 
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sector, and the parties to the conflict.  Although IGOs and NGOs may participate at some 
level in defining the problem, their goals and objectives may not align with those of DOD. 


(5)  Understand and appreciate the differences between federal, state, tribal, 
private sector, and NGO objectives and desired end states when US military forces 
perform homeland defense (HD) or CS missions on US territory.  After a major disaster, 
there may be hundreds of different federal, state, tribal, and/or local governments, agencies, 
and organizations involved, as well as many private sector organizations (i.e., 85% of the US 
critical infrastructure is owned and/or operated by the private sector) and NGOs.  The 
disparate jurisdictions, objectives, viewpoints, and cultures can present severe challenges to 
effective coordination and collaboration in support of assigned missions and efforts. 


(6)  Establish a Common Frame of Reference.  Differences in terminology and—
in the case of foreign organizations—the lack of a common language complicates 
coordination.  The meaning of terms such as “safe zone,” “impartial,” or “neutral” to a JFC 
may have completely different connotations to another organization’s representative.  The 
operational implication of this potential for misunderstanding is grave.  The semantic 
differences commonly experienced among the Services grow markedly in the interagency, 
IGO, and NGO arenas.  Terms such as “shaping,” “pre-conflict,” and “irregular warfare” can 
have negative effects on relationships.  To mitigate this problem, commanders and their 
staffs must anticipate confusion and take measures to clarify and establish common terms 
with clear and specific usage.  A good start is to provide common access to JP 1-02, 
Department of Defense Dictionary of Military and Associated Terms, and the Services’ 
supplements.  This clarification is particularly important for the establishment of military 
objectives.  Combatant command staffs should also strive to learn terminology used by other 
departments, agencies, and organizations.  A good start is to review the USAID Primer at 
http://www.usaid.gov/about_usaid/primer.html and/or the US Department of State and 
USAID Strategic Plan at http://www.state.gov/documents/organization/86291.pdf. 


(7)  Capitalize on Experience.  Review the after-action reports and lessons learned 
using the joint and Services lessons learned systems, Center for Complex Operations, the 
Office of the Coordinator for Reconstruction and Stabilization (S/CRS), and the US Army 
Peacekeeping and Stability Operations Institute to develop proposed COAs.  Although 
usually less formal, organizations outside DOD frequently have their own systems in place, 
which should be reviewed whenever possible to capitalize on operational experience.   


(8)  Develop Courses of Action or Options.  A good COA accomplishes the 
mission within the commander’s guidance, and positions the joint force for future operations.  
It also provides flexibility to meet unforeseen events during execution.  Additionally, it gives 
components the maximum latitude for initiative.  Resource-sensitive problems require a 
flexible and unified approach to planning to develop viable options.  A robust information 
exchange within the interagency, IGO, and NGO community facilitates the formulation of 
viable options.  Synchronization is achieved when interagency coordination includes 
consideration from all stakeholders.  The military planner or commander’s voice will be but 
one among many at the interagency, IGO, and NGO table. 
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(9)  Support a Comprehensive Approach.  In broad terms, develop unified action 
by building a strategy to integrate all instruments of national power with multinational 
partners, HNs, and other participants.  Identify the key objectives necessary to attain the 
strategic end state.  In military terms, this is the development of a shared concept of 
operations (CONOPS).  The pursuit of multiple objectives needs a coherent plan to 
simultaneously guide military and civilian agency efforts.   


(10)  Establish Responsibility.  A common sense of ownership and commitment 
toward resolution is achievable when all participants understand what needs to be done and 
agree upon the means to accomplish it.  The resources required for a mission must be clearly 
identified, with specific and agreed upon responsibilities assigned to the providing agencies.  
To receive proper reimbursement from USG agencies or IGOs for materiel support, detailed 
lines of authority and accounting procedures must be established. 


Refer to JP 1-06, Financial Management in Support of Joint Operations, and Department of 
Defense Instruction (DODI) 4000.19, Interservice and Intragovernmental Support. 


(11)  Establish an interorganizational coordination office, staff element, or 
process tailored to the mission and situation.  Organizations such as JIACGs (or 
equivalent organization), interagency coordination directorates, special staff offices, civil-
military operations centers (CMOCs), JIATFs, and other recognized structures and processes 
are organizational elements focused on enabling interagency, IGO, NGO, and private sector 
coordination and shared situational awareness.  Under the IMS for R&S, participation in 
structures such as the country reconstruction and stabilization group (CRSG), integration 
planning cell, and the advance civilian team (ACT) help integrate personnel from all relevant 
agencies.  They serve as a “middle ground” or “meeting place” for non-DOD representatives 
and joint force personnel to enhance communication, collaboration, and cooperation, and 
find/work toward common mission objectives and end states.  A continuously operating 
center, forum, or process that serves as the “focal point” of information for all the 
stakeholders enhances planning and execution.  This is not necessarily a military-run 
function and can help overcome bureaucratic impediments to typical coordination tasks. 


(12)  Plan for the Transition of Key Responsibilities, Capabilities, and 
Functions.  In most multiagency operations, civilian organizations remain engaged long 
after the military has accomplished its assigned tasks and departed the operational area.  
Therefore, prior to employing military forces, it is imperative to plan for the transition of 
responsibility for specific actions or tasks from military commanders to civilian 
authorities.  This process must begin at the national level.  When interagency, IGO, NGO, 
and private sector transition planning does not occur, military involvement may be 
needlessly protracted.  As campaign plans, OPLANs, and orders are developed, effective 
transition planning should also be a primary consideration.  Commanders and their staffs 
should anticipate the impact of transition on the local populace and other organizations.   


(a)  Transitions should be carefully planned in detail with a clear articulation of 
responsibilities (who, what, where, when, and how), be it military or civilian led.  Eliminate 
as much ambiguity as possible while retaining a degree of flexibility as conditions will 
undoubtedly change during execution.  As the lead transitions from the military to the civil 
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authorities, significant military resources may be diverted to support civil operations, and 
there may be a requirement to provide military staff augmentation to the civilian HQ.   


(b)  Unity of effort is particularly important in the latter phases of a campaign, 
but is very difficult to achieve as more and more organizations get involved in the transition 
process.  Important to success during transitions is continuity on the military side. 


(13)  Direct All Actions Toward Unity of Effort.  Unity of effort is achieved when 
all actions are being directed to a common purpose.  Because DOD will often be in a 
supporting role, it may not be responsible for determining the mission or specifying the 
participating agencies and organizations.  Effective organization, communications, exchange 
of information, and most important, an understanding of the objectives all contribute to unity 
of effort. 


(14)  Develop an Information Sharing Strategy.  Effective information sharing is 
a critical enabler for success.  Identify, acquire, and implement information sharing 
strategies, methods, and tools that support and enable the interagency process.  Information 
sharing is making information available to participants (people, processes, or systems).  
Information sharing includes the cultural, managerial, and technical behaviors by which one 
participant leverages information held or created by another participant.  Improving DOD’s 
ability to share information helps to realize the power of information as a strategic asset.  
Benefits include, but are not limited to:  


(a)  Achieving unity of effort across mission and multinational operations,  


(b)  Improving the speed and execution of decisions,  


(c)  Achieving rapid adaptability across mission and multinational operations, 
and 


(d)  Improving the ability to anticipate events and resource needs, providing an 
initial situational advantage, and setting the conditions for success. 


b.  The following are key focus areas for interorganizational coordination to foster a 
comprehensive approach: 


THE NEED FOR TRANSITION PLANNING 


In Rwanda, after the 1994 genocide, the provision of potable water was 
critical to saving thousands of lives.  While the Armed Forces of the United 
States perhaps have the greatest capacity to purify water, this service could 
not be provided indefinitely.  Effective interagency coordination enabled the 
identification of other sources of reverse osmosis water purification units, 
associated equipment, support funding, and mutually agreed-upon timelines 
and procedures for transitioning from military support to intergovernmental 
organization and nongovernmental organization control.   


Various Sources 
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(1)  Dialogue.  Continual dialogue with national leadership helps identify national 
objectives, desired end states, risks, and feasible policy direction.  Continue commander and 
staff dialogue with national and international leaders, and then translate what they see, hear, 
and feel into solid, logical combatant command level objectives.  This takes much effort and 
never ends.  National and international positions and objectives change.  GCC’s HQ 
recognizes this and should maintain a dialogue to ensure they remain nested within these 
national and international objectives.  


(2)  Analysis.  Recognize the complex, interconnected, and largely unpredictable 
nature of the environment and the need to work to better understand it and the problem.  Be 
inclusive with our partners in gaining a common understanding of this environment, the 
associated often changing problem, and determination of necessary conditions or desired 
outcomes to achieve success.  This analysis helps provide common visualization and better 
achieve unity of effort with our partners—it bridges the gap between all instruments of 
national and international power.  


(3)  Actions.  Harmonize military actions with those of the stakeholders.  Use 
mission type orders coupled with guidance and intent to empower decentralized military 
operations that are synergized with those of our partners.  Establishing a command climate 
and organizational capability that facilitates inclusion is important. 


(4)  Accountability.  The commander is ultimately held accountable for success of 
military operations in the end, regardless of earlier higher direction, lack of resources, or 
absence of support by others. 


6.  Intergovernmental Organizations 


An IGO is an organization created by a formal agreement (e.g., a treaty) between two or 
more governments.  IGOs may be established on a global, regional, or functional basis 
for wide-ranging or narrowly defined purposes.  They are formed to protect and promote 
national interests shared by member states.  Examples include the UN, NATO, Organization 
of American States (OAS), and the African Union.  NATO and the OSCE are regional 
security organizations, while the European Union (EU), the African Union (formerly the 
Organization of African Unity), and the OAS are general regional organizations.  A new 
trend toward sub-regional organizations is also evident, particularly in Africa where, for 
example, the Economic Community of West African States has taken on some security 
functions.  These organizations have defined structures, roles, and responsibilities, and may 
be equipped with the resources and expertise to participate in complex interagency, IGO, and 
NGO coordination. 


7.  Nongovernmental Organizations 


a.  NGOs are playing an increasingly important role in both the domestic and 
international arenas.  Where long-term problems precede a deepening crisis, NGOs are 
frequently on scene before the US military.  They may have a long-term established presence 
in the crisis area.  NGOs frequently work in areas where military forces conduct military 
engagement, security cooperation, and deterrence activities.  They will most likely remain 
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long after military forces have departed.  NGOs are independent, diverse, flexible, 
grassroots-focused organizations that range from primary relief and development 
providers to human rights, civil society, and conflict resolution organizations. 


b.  NGOs provide assistance to over 250 million people annually.  Because of their 
capability to respond quickly and effectively to crises, they can lessen the civil-military 
resources that a commander would otherwise have to devote to an operation.  Although 
philosophical differences and divergent agendas may exist between military forces and 
NGOs, short-term objectives are frequently very similar.  Discovering common ground with 
NGOs is essential; they will likely object to any sense that their activities have been co-opted 
for the achievement of military objectives.  For US forces, there are legal restrictions on the 
provision of support to NGOs, which must be carefully considered in any military-NGO 
cooperation.  Their mission is often one of a humanitarian nature and not one of assisting the 
military in accomplishing its objectives.  Ultimately, activities and capabilities of NGOs 
must be factored into the commander’s assessment of conditions and resources and 
integrated into the selected COA. 


8.  The Private Sector 


a.  The private sector is an umbrella term that may be applied in the United States and in 
foreign countries to any or all of the nonpublic or commercial individuals and businesses, 
specified nonprofit organizations, most of academia and other scholastic institutions, and 
selected NGOs.  Such organizations can be large and multinational or small with limited 
resources and focused on one country.  In addition there may be a plethora of small private 
sector entities and NGOs in a country.  Inside the US, the private sector owns and/or operates 
some 85% of our Nation’s critical infrastructure.  The private sector can assist the USG by 
sharing information, identifying risks, performing vulnerability assessments, assisting in 
deliberate planning and CAP, and providing other assistance as appropriate.  The scope in 
which private organizations can be involved includes theater security cooperation, combat 
support, and reconstruction. 


For more information, refer to JP 3-57, Civil-Military Operations, and National 
Infrastructure Protection Plan. 


b.  Multinational Corporations (MNCs).  MNCs are separate and distinct entities from 
the “not-for-profit” NGOs.  MNCs may offer civil-military operations (CMOs) much in the 
way of local insight, in-country equipment and resources, preestablished organization, and a 
means by which to assist with reconstruction of devastated areas.  During an operation, 
MNCs existing in-country prior to the event which initiated DOD intervention are often 
well-postured to advise the COM and JFC on matters of working with the local government, 
culture, terrain, and logistics needs.  The Department of Commerce (DOC) can be 
instrumental in providing advice and contacts in dealing with MNCs.  In addition, MNCs 
will likely be highly motivated to protect their investments and revive their own business 
operations.  Although CMO should avoid being driven by an MNC’s agenda or profit 
motives, these motives will not often be far removed from the overarching objectives of all 
civilian and military operational planners—resolving the crisis, helping the region to recover, 
and building a more secure future.  Coordinating operations with MNCs will be inherently 
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complex and possibly radically different in scope and objective than the typical NGO 
interaction.  While NGOs may have a limited mission and a small “footprint” in-country, 
MNCs could be very complex operations as MNCs are often integrated with national, 
regional, and local governments, with many investments and holdings, and with a large and 
diverse work force.  At times, MNCs may be candidates for providing CMO with contracted 
services or may be brought into the country as contracted entities after the operation begins.  
Many examples exist outside of purely military operations. 


c.  Academia.  Universities, think tanks, and research organizations are an important 
resource for DOD.  The work these organizations provided in conjunction with DOD in Iraq 
to recover archeological items and protect historical sites is a good example.  In the US, 
academic organizations and consortiums, such as the Homeland Security/Defense Education 
Consortium, the University of North Carolina at Chapel Hill Institute for Defense and 
Business, and the University of Colorado Natural Hazards Center, provide a means for 
research, a source of knowledge and ideas, and a means of establishing common dialogue 
between DOD and academia. 


d.  Operational Contract Support.  Military forces will often be significantly 
augmented with contracted support.  Successful operational contract support is the ability to 
orchestrate and synchronize the provision of integrated contract support and management of 
contractor personnel providing that support to the joint force in a designated operational area.  
This is a complex and very challenging process.  Commanders and their staffs need to have a 
working knowledge of key joint contract support integration and contractor management 
related terms, since these terms are not widely known outside of the professional acquisition 
community.  Contracting is commonly used to augment organic military and other sources of 
support, such as multinational logistic support, HN support, and to provide support where no 
organic capability exists.  However, contracting is often not properly planned for or 
integrated into the overall joint force logistic support effort.  Operational contracts may also 
support stability operations through local awards, which strengthen the local economy.  Time 
permitting, operational contracts should be coordinated among relevant DOD, USG agencies 
(e.g., DOS, USAID), IGOs, and NGOs to minimize risk, inefficiencies, duplication, and 
competition between agencies. 


For more information, refer to JP 4-10, Operational Contract Support. 


e.  The Department of Labor (DOL) provides the interface of government with the 
workforce.  DOL can provide advice on how to increase effectiveness of the organizations’ 
ability to meet the needs of the indigenous population and any foreign workers in the 
operational area. 


9.  Joint Task Force Considerations 


a.  When it is necessary to engage the military instrument of national power, and to 
establish a JTF, the establishing authority is normally a CCDR (see Figure II-1).  The 
CCDR develops the mission statement and CONOPS based upon direction from SecDef as 
communicated through the CJCS.  If developed, the NSC’s interagency plan may affect the 
mission statement.  The CCDR appoints a commander, joint task force (CJTF), and, in 
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conjunction with the CJTF, determines the necessary military capabilities required to 
accomplish military objectives.  A CJTF has the authority to organize forces and the JTF HQ 
as necessary to accomplish the objectives. 


 
Figure II-1.  Joint Task Force Establishing Authority Responsibilities 
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Appoint the commander, joint task force (CJTF), assign the mission and 
forces, and exercise command and control of the joint task force (JTF).


In coordination with the CJTF, determine the military forces and other 
national means required to accomplish the mission.
Allocate or request forces required.


Provide the overall mission, purpose, and objectives for the directed 
military operations.
Define the joint operations area (JOA) in terms of geography or time.  (Note:  
The JOA should be assigned through the appropriate combatant 
commander and activated at the date and time specified.)


Ensure freedom of action, communications, personnel recovery, and 
security for forces moving into or positioned outside the JOA.


Ensure the development and approval of rules of engagement or rules for 
the use of force tailored to the situation.
Monitor the operational situation and keep superiors informed through 
periodic reports.
Provide guidance (e.g., planning guidelines with a recognizable end state, 
situation, concepts, tasks, execute orders, administration, logistics, media 
releases, and organizational requirements).
Promulgate changes in plans and modify mission and forces as necessary.
Ensure administrative and sustainment support.
Recommend to higher authority which organizations should be responsible 
for funding various aspects of the JTF.
Establish or assist in establishing liaison with US embassies and foreign 
governments involved in the operation.
Determine supporting force requirements.


Prepare a directive that indicates the purpose, in terms of desired effect, 
and the scope of action required.  The directive establishes the support 
relationships with amplifying instructions (e.g., strength to be allocated 
to the supporting mission; time, place, and duration of the supporting 
effort; priority of the supporting mission; and authority for the cessation 
of support).


Approve CJTF plans.
Delegate directive authority for common support capabilities (if required).


JOINT TASK FORCE ESTABLISHING AUTHORITY 
RESPONSIBILITIES
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b.  JTF Attributes.  The JTF organization resembles traditional military organizations 
with a commander, command element, and the forces required to execute the mission.  The 
JTF construct provides organizational flexibility, is task organized, reflects the mission’s 
requirements and the unique and necessary capabilities of the Service and functional 
components, and provides for the phased introduction of forces and the rapid deployment of 
personnel and equipment.  A JTF is normally designated when the mission has a specific 
limited objective and does not require overall centralized control of logistics.  The mission 
assigned to a JTF will require not only the execution of responsibilities involving two or 
more Military Departments but, increasingly, the mutual support of numerous USG 
agencies, and collaboration with IGOs and NGOs.  Normally, a JTF is dissolved when the 
purpose for which it was created has been achieved.  The JTF HQ commands and controls 
the joint force and coordinates military operations with the activities of other government 
agencies, MNFs, IGOs, NGOs, and the HN forces and agencies.  


c.  JTFs in the Interagency Process.  Unlike the military, most USG agencies are not 
equipped and organized to create separate staffs at the strategic, operational, and tactical 
levels, with the result that JTF personnel interface with individuals who are coordinating 
their organization’s activities at more than one level.  The USG interagency process requires 
the JTF HQ to be especially flexible, responsive, and cognizant of the capabilities of USG 
agencies, IGOs, the HN, and NGOs.  The JTF HQ provides an important basis for a unified 
effort, centralized planning and direction, and decentralized execution.  Depending on the 
type of operation, the extent of military operations, and degree of interagency, IGO, 
and NGO involvement, the focal point for operational- and tactical-level coordination 
with civilian agencies may occur at the JTF HQ, the joint field office (JFO), the CMOC, 
or the humanitarian operations center (HOC).  JTF personnel may also participate 
actively or as observers in a civilian-led functional coordinating group, concentrating on a 
specific issue or project. 


(1)  Upon activation of a JTF overseas, its role must be clarified with the CCDR 
regarding direct liaison authority with the affected COM(s) and with the senior defense 
official (SDO) in terms of speaking with one voice to the COM and the country team. 


(2)  Sending LNOs to an embassy is a negotiated process; it is not automatic.  There 
are a number of reasons that a COM may not want additional military in and around the 
embassy. 


(3)  Avoid overwhelming interagency partners with JTF coordination and planning 
demands by channeling most communications through the LNO team. 


(4)  Designate the staff office responsible for interagency coordination.  Many JTFs 
designate their plans directorate of a joint staff (J-5) or CMOC with this responsibility.  
Provide appropriate resources for this function.  


(5)  Where both a large country team or JFO and a military JTF exist side-by-side, 
detailed procedures should be developed for staff coordination.   
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(6)  For CS operations, the JTF HQ is ideally colocated with the JFO per NRF 
guidance.  All ESFs are represented in the JFO. 


(7)  Consider also how to integrate military elements that may not be part of core 
JTF (e.g., special operations forces, to include those conducting train and advise missions).     


For further guidance on the forming and composition of a JTF, refer to JP 3-33, Joint Task 
Force Headquarters. 


d.  A JIATF may be formed when the mission requires close integration of two or more 
USG agencies.  Formation of a JIATF requires significant coordination among the 
participating agencies.  Refer to Appendix E, “Joint Interagency Task Force.” 


e.  A joint support force (JSF) may be formed when the mission is a CS operation and 
DOD is operating in support of one or more USG agencies.  Although the JSF is organized 
similar to a JTF with a commander, command element, and forces, the title is more agreeable 
to the interorganizational community. 


10.  Other Joint Task Force Considerations 


a.  Intelligence Collection and Dissemination.  The primary function of joint 
intelligence is to provide information and assessments to facilitate accomplishment of the 
mission.  Information sharing is critical and the architecture for intelligence dissemination 
must facilitate joint, multinational, and interagency consumers. 


(1)  The CCDR, if required, should request a national intelligence support team 
(NIST) to support the JTF during a crisis or contingency operation.  NIST is a nationally 
sourced team composed of intelligence and communications experts from Defense 
Intelligence Agency (DIA), Central Intelligence Agency (CIA), National Security Agency 
(NSA), National Geospatial-Intelligence Agency (NGA), and other IC agencies as required.  
The support provided by a NIST provides commanders access to national-level databases 
and to agency-unique information and analysis.   


(2)  Collection of intelligence during military operations is conducted in accordance 
with JP 2-01, Joint and National Intelligence Support to Military Operations.  Managing 
the intelligence collection, analysis, production, and dissemination for a JTF may be 
complicated by non-USG civilians, especially members of IGOs and NGOs, who may be 
sensitive to the perception that they are being used to gather intelligence.  Intelligence 
gathering may be regarded as an act of direct participation in hostilities under the law of war 
and the involvement or perception of involvement by NGOs may result in them losing their 
protection from attack, and if captured, they may be prosecuted for their belligerent acts 
under the domestic law of the captor.  However, general information provided by personnel 
from IGOs and NGOs may corroborate intelligence gained from other sources.  Generally, 
the best approach to information sharing with the NGOs and international civilian 
community is to keep the focus on complete transparency in sharing operational information 
and developing a shared situational awareness and understanding of the objectives to 
accomplish the mission.  However, classified information will only be shared with or 
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released to official representatives of foreign governments with the appropriate security 
clearance and need to know. 


(3)  Procedures for control and disclosure of classified information, as practiced by 
DOD and other USG agencies, normally do not exist with IGOs and NGOs.  Under the USC, 
it is unlawful to disclose classified information to foreign governments without proper 
authorization.  Classified military information shall not be disclosed to foreign nationals 
until the appropriate designated disclosure authority receives a security assurance from the 
recipient foreign government on the individuals who are to receive the information.  
Guidance for the disclosure of classified military information to foreign governments is 
contained in Department of Defense Directive (DODD) 5230.11, Disclosure of Classified 
Military Information to Foreign Governments and International Organizations. 


(a)  In most multinational operations, the JFC will be required to share 
intelligence with foreign military forces and to coordinate the receipt of intelligence from 
those forces.  Release procedures should be established in advance, and the JFC participating 
in the MNF must tailor the policy and procedures for that particular operation based on 
national and theater guidance.  In order to share critical intelligence information with 
multinational partners efficiently, US intelligence information should be written for release 
at the lowest possible classification level and given the fewest possible dissemination 
restrictions within foreign disclosure guidelines.  The intelligence directorate of a joint staff 
(J-2) must establish procedures and training programs for separating intelligence from 
sources and methods to downgrade the classification of information but not necessarily 
declassify it.  Intelligence production agencies often print highly classified reports in such a 
manner that compartmented information is separated from intelligence that can be widely 
disseminated by a “tear line” (the J-2 and component intelligence staff officers keep 
information above the tear line and disseminate the intelligence below).  Having intelligence 
production agencies use such tear lines will greatly facilitate intelligence sharing. 


(b)  Consideration must also be given to control of sensitive or classified 
information in fora such as the CMOC that include representatives of non-USG agencies. 


(c)  The joint force J-2, or delegated representative, obtains all the necessary 
foreign disclosure authorization from DIA, national agencies, and other originators of 
controlled classified information as soon as possible to effect seamless transfer of 
information to foreign partners engaged in joint operations.  All JS personnel should be 
knowledgeable of the specific foreign disclosure policy, procedures, and regulations for the 
operation.  The efficient flow of classified and sensitive information will be enhanced by the 
assignment of formally trained personnel who are knowledgeable of foreign disclosure.  The 
foreign disclosure officer may also be required to train all newly assigned personnel on 
techniques and procedures for disclosure of classified, unclassified, and FOUO (for official 
use only) information. 


b.  Force Protection (FP).  FP planning considerations are based on joint intelligence 
preparation of the operational environment (JIPOE), the multinational nature of the 
operation, and the nonmilitary organizations operating in an operational area.  The COM’s 
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regional security office sets FP standards for all country team personnel.  Other aspects of FP 
that the CJTF must consider are:  


(1)  Other nations do not necessarily execute FP in the same manner as the US 
military.  If a joint force is under the OPCON of a MNF commander, the JFC is still 
responsible for implementing the appropriate FP measures in accordance with CCDR 
directives. 


(2)  Special measures may be required for joint force personnel who must 
interact with local populations and NGOs.  Unfamiliar procedures, lack of a common 
language, and differing operational terms of reference increase the risk to these joint force 
personnel. 


(3)  Because US forces often assume the leadership role in multinational operations, 
joint force personnel can potentially be a greater target. 


(4)  In addition to actions taken to prevent or mitigate hostile actions against the 
joint force, the JFC may provide security for other personnel and assets.  These 
requirements must be clearly stated in the mission.  An MOA may be required to document 
protection of: 


(a)  Personnel and equipment belonging to USG agencies, IGOs, and NGOs; 


(b)  Affected country personnel and assets; 


(c)  Relief convoys, supplies, and main supply routes; 


(d)  Relief distribution centers; 


(e)  Stocks of supplies; and 


(f)  Ports and airfields. 


For further information, refer to JP 3-07.2, Antiterrorism, and JP 3-10, Joint Security 
Operations in Theater. 


c.  Logistic Support.  Logistic requirements, resource availability, and financial 
authority determination are vital to sustain a joint force operation. 


(1)  USG agencies, the UN, IGOs, NGOs, and MNFs are responsible to provide for 
their own logistic support.  However, US military logistic capabilities are frequently 
requested and provided to these organizations.  Pursuant to the Economy Act, the JTF 
may be asked to assume all or part of the burden of logistics for these organizations 
after arrival.  This support may include intertheater and intratheater airlift, ground 
transportation of personnel, equipment and supplies, and management of air, land, or sea 
transportation nodes.  In situations where there is limited or denied access and civilian 
transportation infrastructure is degraded or otherwise limited, DOD-provided transportation 
may be the only viable mode.  Identifying USG agency, IGO, and NGO intertheater and 
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intratheater movement requests to a GCC’s responsible organization and deconfliction of all 
movement executions are vital to ensure the needs of all operational partners are met.  An 
MOA should be crafted between two agencies whenever resources are changing hands, and 
should comply with relevant DOD instructions and the Economy Act. 


For additional information on intertheater and intratheater movement processes, see JP 3-
35, Deployment and Redeployment Operations. 


(2)  Unity of effort is essential to coordinate logistic operations in joint and 
multinational environments, requiring coordination not only between Services and US 
agencies, but also among all relief and humanitarian organizations in theater.  Authority for 
logistics matters should be clearly stated in the OPLAN and supporting plans and the JFC 
should validate these on a continual basis throughout the operation, making changes when 
and where required.  If the JTF has been designated in the OPLAN as the primary source of 
movement support, then the CJTF is responsible for establishing movement priorities 
between JTF requirements and those of USG agencies, the country team, multinational 
or UN forces, NGOs, and any international joint logistic center (e.g., UN Joint Logistic 
Center) that may be established.  The GCC’s joint deployment and distribution operations 
center (JDDOC) or equivalent logistics management organization is the joint capability that 
integrates, synchronizes, and optimizes strategic and theater deployment and distribution 
operations within a GCC’s AOR.  The JDDOC is critical to control of the theater segment 
and must coordinate and synchronize distribution that is responsive to the needs and 
capabilities of the tactical segment of intratheater movement.  Close communications should 
be established with all elements (e.g., USG agency, IGO, NGO) to ensure that their 
movement requirements are fully understood by the JTF to enable effective planning and 
security for materiel movement. 


(3)  Normally, joint forces are supported through a combination of scheduled US 
resupply, contingency contracting, HN support, and UN logistic support. 


(4)  When joint forces participate in a UN operation, many of the costs incurred by 
the US are reimbursable by the UN. 


(5)  In a multinational, non-UN sponsored operation, a single nation may be 
responsible for planning and coordinating logistic support for all forces on a reimbursable 
basis. 


(6)  Operational contract support is commonly used to augment organic military and 
other sources of support such as multinational logistic support, HN support, and to provide 
support where no organic capability exists.  Normally, the JFC establishes contracting related 
boards.  In order to facilitate CMO, other agencies and organizations operating in the JOA 
with contracting interests should be represented at these boards. 


For additional information on contracting, refer to JP 4-10, Operational Contract Support. 


(7)  Acquisition and cross-servicing agreements are agreements negotiated on a 
bilateral basis with multinational partners that allow US forces to exchange most common 
types of support, including food, fuel, transportation, ammunition, and equipment.    
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See DODD 2010.9, Acquisition and Cross-Servicing Agreements; Chairman of the Joint 
Chiefs of Staff Instruction (CJCSI) 2120.01A, Acquisition and Cross-Servicing Agreements; 
and JP 4-08, Logistic Support of Multinational Operations, for more information on 
acquisition and cross-servicing agreements.   


(8)  Economy Act.  The Economy Act provides agencies the authority to provide 
services to, or secure the services of, another executive agency for in-house performance or 
performance by contract where there is no other statutory authority.  The head of an agency 
or major organizational unit within an agency may place an order with a major 
organizational unit within the same agency or another agency for goods or services if the 
agency has available funds; the order is in the best interests of the USG; the agency filling 
the order can provide, or acquire by contract, the ordered goods or services; and the head of 
the agency decides that the ordered goods or services cannot be provided by contract as 
conveniently or cheaply by a commercial enterprise (see Title 31, USC, Section 1535[a]). 


(a)  The FAR [Federal Acquisition Regulation] Subpart 17.5 and the DFARS 
[Defense Federal Acquisition Regulation Supplement] Subpart 217.5 govern use of the 
Economy Act.  It can be a valuable tool if used correctly; however, violations may result in 
criminal penalties. 


(b)  The regulations require two primary documents.  The first is a 
determination and findings that establishes the Economy Act as the authority for the 
transaction.  The second document is the order constituting the agreement between the 
requiring and servicing agencies on the statement of work, payment for supplies or services, 
and related terms and conditions. 


d.  Legal Issues.  Legal services are provided to the JFC and staff by the SJA.  The SJA 
should possess a comprehensive understanding of the regulations and laws applicable to 
military forces as well as familiarization with regulations and laws applicable to other 
governmental and nongovernmental entities, domestic and international, and be a point of 
contact (POC) with IGOs and NGOs, a negotiator with foreign officials, and a draftsman for 
command policies, orders, and international agreements.  The SJA must be an active 
participant in the interagency mechanisms to obtain the firsthand knowledge necessary 
to identify and resolve interagency and multinational legal issues including but not 
limited to:   


(1)  Legal authority for US military and USG agency participation and support; 


(2)  International law; 


(a)  Dislocated civilians, immunity and asylum, arrests and detentions; 


(b)  War crimes, status-of-forces agreements, law of war; 


(3)  Military justice system; 


(4)  Environmental law; 
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(5)  Intelligence oversight; 


(6)  Disaster relief and claims; 


(7)  Contract and fiscal law; 


(8)  Rules of engagement and rules for use of force; 


(9)  Authorization for, and limitations on, use of military forces to support civilian 
authorities;  


(10)  State, local, and tribal laws and jurisdictional issues; and   


(11)  Cooperative military agreements and other authorizations for, and limitations 
on, assistance to foreign militaries and vice versa. 


11.  Information Management and Sharing 


a.  All military operations are information intensive.  Other USG agencies, IGOs, and 
NGOs on scene are an important source of information that may contribute to the success of 
the military operation or transition to a desired end state.  However, the cultures of non-USG 
organizations, in particular, differ markedly from the military and there may be a desire on 
their part to maintain a distance from military activities.  By attempting to accommodate 
these concerns and sharing useful information and resources, the CJTF can help encourage 
active IGO and NGO cooperation in resolving the crisis.  Locally stationed IGO and NGO 
personnel are usually well-qualified individuals who understand the local culture and 
practices and have a comprehensive understanding of the needs of the people.  Commanders 
at all levels should determine and provide guidance on what information needs to be shared 
with whom and when.  DOD information should be appropriately secured, shared, and made 
available throughout the information life cycle to appropriate mission partners to the 
maximum extent allowed by US laws and DOD policy.  Commanders, along with their 
staffs, need to recognize the criticality of the information sharing function at the outset of 
complex operations, and not as an afterthought.  The relief community is an important source 
of information regarding the following: 


(1)  Historical perspective and insights into factors contributing to the situation at 
hand. 


(2)  Local cultural practices that will bear on the relationship of military forces with 
the populace. 


(3)  Local political structure, political aims of various parties, and the roles of key 
leaders. 


(4)  Security situation. 


(5)  Role and capabilities of the HN government. 
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b.  This kind of information is frequently not available through military channels.  
Therefore, it is important to not compromise the position of the IGOs and impartiality 
of the NGOs and to avoid the perception by their workers that their organizations are 
part of an intelligence gathering mechanism.  Handled improperly, the relief community 
can be alienated by a perception that, contrary to its philosophical ideals, it is considered no 
more than an intelligence source by the military. 


c.  Information sharing is critical to the efficient pursuit of unity of effort and a common 
purpose.  A collaborative information environment (CIE) facilitates information sharing.  
Constructing a CIE is not primarily a technology issue—effective, low-cost network 
equipment and data management systems exist today, and more are being developed.  The 
least common denominator among them with respect to communication capability is the 
Internet.  Rather, the challenges are largely social, institutional, cultural, and organizational.  
These impediments can limit and shape the willingness of civilian and military personnel and 
organizations to openly cooperate and share information and capabilities.   


d.  The components of civil-military coordination consist of information and task 
sharing and collaborative planning—all of which depend on communications and 
management of data and information.  The following issues, however, often complicate 
effective civilian-military coordination: 


(1)  A lack of understanding about the information culture of the affected nation; 


(2)  Suspicions regarding the balance between information sharing and intelligence 
gathering; 


(3)  Tensions between military needs for classification (secrecy) of data for 
operations security (OPSEC) and “need to know” versus the civilian need for transparency; 


(4)  Differences in the C2 style of military operations versus civilian activities; and 


(5)  The compatibility and interoperability of planning tools, processes, and civil-
military organization cultures. 


e.  The sharing of information is particularly critical because no single responding 
source—whether it is an NGO, IGO, assisting country government, or host government—can 
be the source of all of the required data and information.  Making critical information widely 
available to multiple responding civilian and military elements not only reduces duplication 
of effort, but also enhances coordination and collaboration and provides a common 
knowledge base so that critical information can be pooled, analyzed, compared, contrasted, 
validated, and reconciled.  Civil-military collaboration networks need to be designed to 
dismantle traditional institutional stovepipes and facilitate the sharing of information among 
civilian and military organizations. 


f.  The JFC should be equipped with the capability to access the Internet to ensure 
effective collaboration with the external mission participants (e.g., IGOs, NGOs).  The JFC 
establishes interoperable and compatible communications by using available commercial 
telecommunications networks, military satellite channels, C2 radio and radar coverage, and 
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conventional military communications systems to support the exchange of orders, directions, 
and information among all participants.  Establishment of direct communications between 
commanders, interagency partners, NGOs, IGOs, indigenous populations and institutions 
(IPI), and the private sector facilitates effective coordination and decision making.  
Information protection for nonsecure communications must be implemented.  Additionally, 
communications systems planning must consider the termination or transition of US 
involvement and the transfer of responsibility to the UN, regional organizations, another 
military force, or civilian organizations. 


g.  The DOD Information Sharing Strategy provides the common vision, goals, and 
approaches that guide the many information sharing initiatives and investments for DOD.  
The Information Sharing Strategy guides DOD’s exchange of information within DOD and 
with federal, state, local, tribal, coalition partners, foreign governments and security forces, 
international organizations, NGOs, and the private sector.   


h.  The Information Sharing Environment (ISE) (http://www.ise.gov) supports five 
communities (i.e., intelligence, law enforcement, defense, HS, and foreign affairs) by 
leveraging existing capabilities and aligning policies, standards, and systems to ensure those 
responsible for combating terrorism have access to timely and accurate information.   


For more information, see Annex P, “Office of the Director of National Intelligence,” to 
Appendix A, “United States Government Agencies.” 


i.  National Operations Security Program (http://www.ioss.gov) is a means to identify, 
control, and protect unclassified information and evidence associated with US national 
security programs and activities.  Adversaries or competitors working against the interests of 
the United States can exploit this information if it is not properly protected.  The NSA is the 
executive agent for interagency OPSEC training and is responsible for the Interagency 
Operations Security Support Staff (IOSS).  IOSS acts as a consultant to USG agencies by 
providing technical guidance and assistance that will result in self-sufficient OPSEC 
programs for the protection of US operations.  IOSS members assess OPSEC programs, 
assist in OPSEC program development, conduct surveys, and provide training. 


For more information, refer to JP 3-13.3, Operations Security. 


12.  Training and Readiness 


a.  While numerous humanitarian and complex crises during the previous several years 
have provided opportunities for military and civilian agencies to exercise their mission skills, 
there is a clear requirement for continuous integrated interagency, IGO, and NGO 
planning and training in order to synchronize all components of a US response.  
Interagency training and training with non-USG stakeholders should provide for individual 
military and civilian instruction, military unit and civilian agency instruction, and combined 
military and civilian agency training in a formal joint program. 


b.  CCDRs should coordinate interagency, IGO, NGO, and private sector 
involvement as a part of routine training and exercise participation and as training for a 
specific operation.  The training audience should include members of the humanitarian 
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assistance coordination center (HACC), CMOC, joint logistics operations center (JLOC), the 
liaison section, NGOs, the UN, and USG agencies.  This training before deployment will 
greatly enhance operational capability.  Commanders may also avail their commands to the 
training offered by some government agencies, IGOs, and the FHA community.  
Interagency, IGO, and NGO training should focus on identifying and assessing military and 
agency capabilities and core competencies, and identifying procedural disconnects.  
Rotations and visits to a command improve mutual awareness of agency missions, 
objectives, cultures, corresponding activities, and programs.  Even short rotations prove 
beneficial, enhancing reachback capability and facilitating staff position agreements. 


c.  To improve USG readiness by maximizing the benefit of multiagency participation in 
training, education, exercises, and experiments, JS J-7 chairs a DOD interagency working 
group, which coordinates DOD interagency participation requirements/opportunities and 
presents them to the Interagency Training Coordinator Working Group.  This facilitates 
interagency participation in the CJCS’s Exercise Program and requirements for DOD 
participation in the National Exercise Program. 


d.  USAID is the USG agency that maintains the most direct relationship with NGOs, 
many of which receive USAID funding to carry out programs.  First, it maintains an 
Advisory Committee of Private Voluntary Aid, established after World War II by 
Presidential directive to serve as a link between the USG and NGOs engaged in economic 
development or relief efforts.  Also, with some exceptions, most NGOs must register to 
receive USAID funding to ensure they meet certain standards; currently 568 US and 70 
international NGOs are registered with USAID. 


e.  Interagency, IGO, and NGO coordination is also available to US NGOs through a 
consortium called InterAction which helps represent NGO interests at the national level.  
InterAction coordinates with various USG agencies and involves NGOs in realistic peace 
operations (PO) simulation conducted by the Joint Readiness Training Center.  The military 
and participating NGOs benefit from this training by gaining a better understanding of each 
organization’s culture, capabilities, and procedures.  InterAction has also briefed CA units 
and US military schools to improve their understanding of NGO activities.  The use of NGOs 
as role players falls well short of meeting their desire to make more useful contributions to 
training.  This is seen by them as an indication of a lack of understanding of their activities 
and experience.  It is important to recognize that for NGOs, this is not the best use of either 
their knowledge or the limited time available for activities outside of their normal work.  
This use also assumes that the scenario being acted out by the role players (often prepared 
without NGO input) reflects real-life situations.  NGO personnel should participate in after-
action reviews when the opportunity arises.  This would allow feedback in an open forum 
and contribute to developing ways to avoid polarization of positions. 


f.  Increasingly, interagency, IGO, and NGO training is also available through the senior 
Service schools (including the DOS’s Foreign Service Institute [FSI]) and other civilian 
institutions.  For example, the United States Army War College’s Peacekeeping and Stability 
Operations Institute provides courses on interagency and whole-of-government planning.  
Interagency training is also provided on the job through exchange programs between DOD 
and other USG agencies. 
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(1)  National Defense University is responsible for providing interagency, IGO, and 
NGO training for civilian and military personnel assigned or pending assignment to a 
combatant command JIACG (or equivalent organization).  The National Defense University 
provides educational events including policy simulations and exercises to members of the 
Executive branch strategic decision-making community in the National Capital Region and 
at the combatant command JIACGs (or equivalent organization).  The Institute for National 
Strategic Studies uses simulations that stress regional and functional crisis management and 
conflict resolution issues, as well as after-action review, to provide participants a non-
threatening environment in which to discuss and test innovative approaches to complex 
crises and also encourage interagency cooperation. 


(2)  The FSI is the USG primary training institution for officers and support 
personnel of the US foreign affairs community, preparing American diplomats and other 
professionals to advance US foreign affairs interests overseas and in Washington.  At the 
George P. Shultz National Foreign Affairs Training Center, the FSI provides several courses 
with an interagency focus to enrollees from DOS and more than 40 USG agencies, including 
the military.  


For more information, refer to The Department of State’s Quadrennial Diplomacy and 
Development Review at http://www.state.gov/r/pa/prs/ps/2009/july/125956.htm. 


g.  The UN conducts training and education at various levels to improve the 
responsiveness, effectiveness, and efficiency of international humanitarian relief operations.  
Training is available to leaders of the military, civil defense, and civilian relief organizations, 
or for personnel of countries and organizations with no prior experience in international 
emergency and disaster response situations.  One example is the UN-Civil-Military 
Cooperation Course that trains individuals in interagency, IGO, and NGO coordination and 
how to effectively manage the employment of military and civilian resources. 


h.  Joint Special Operations University educates special operations executive, senior, and 
intermediate leaders and selected other national and international security decision makers, 
both military and civilian, through teaching, research, and outreach in the science and art of 
joint special operations.  The Joint Special Operations University’s Interagency Division 
runs several courses each year. 


i.  The Center for Complex Operations (http://www.ccoportal.org) is a network of 
civilian and military educators, trainers, and lessons learned practitioners dedicated to 
improving education and training for complex operations.  Principal roles of the center are to 
serve as an information clearinghouse and to cultivate a civil-military community of practice 
for complex operations training and education. 


j.  Established in May 2007 by Executive Order 13434, the National Security 
Professional Development program (http://www.cpms.osd.mil/lpdd/nspd/nspd_index.aspx) 
is a government wide initiative to develop a cadre of national security professionals who 
possess a broad understanding of our Nation’s national security objectives beyond their own 
agency’s missions, and the knowledge, skills, and experience necessary to lead and execute 
coordinated, effective national security operations.  
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CHAPTER III 
DOMESTIC CONSIDERATIONS 


1.  The Homeland Security Council 


The HSC is an entity within the Executive Office of the President of the United States to 
advise the President on HS matters and is the principle policy-making forum responsible for 
the strategic level implementation of the National Strategy for Homeland Security.  The HSC 
is made up of the President, the Vice President, the Secretary of Homeland Security, the 
Attorney General, SecDef, and such other individuals as may be designated by the President.  
The CJCS (or, in his absence, the Vice Chairman of the Joint Chiefs of Staff) may, in the 
role of the CJCS as principal military advisor to the HSC and subject to the direction of the 
President, attend and participate in meetings of the HSC.  The day-to-day work of the HSC 
and NSC is accomplished by the combined National Security Staff who work in the 
Executive Office of the President.  For the purpose of more effectively coordinating the 
policies and functions of the USG relating to HS, the HSC assesses the objectives, 
commitments, and risks of the United States in the interest of HS and makes resulting 
recommendations to the President; oversees and reviews HS policies of the USG and makes 
resulting recommendations to the President; and performs such other functions as the 
President may direct.  Both the NSC and HSC principals and deputies are supported in their 
policy functions by the National Security Staff and their individual departmental or agency 
staffs. 


2.  Key Roles of United States Government Stakeholders 


a.  As the primary agency for HS, DHS leads the unified national effort to secure 
America by preventing and deterring terrorist attacks and protecting against and responding 
to threats and hazards to the Nation.  Within DOD, SecDef has overall authority for DOD 
and is the President’s principal advisor on military matters concerning HD and CS.  The 
Assistant Secretary of Defense for Homeland Defense and Americas’ Security Affairs 
(ASD[HD&ASA]) within OUSD(P) provides the overall direction and supervision for 
policy, program planning and execution, and allocation of DOD resources for HD and CS.  
Responsibilities include: strategic planning; employment policy, guidance, and oversight; 
support to civil authorities in accordance with the NRF; assistance to civilian agencies 
conducting HS missions; and serving as the principal staff assistant delegated the authority to 
manage and coordinate HS and CS functions at the SecDef level.  The two GCCs with major 
HD and CS missions are USNORTHCOM and USPACOM, as their AORs include the 
United States and its territories.  USNORTHCOM and USPACOM HD missions include 
conducting operations to deter, prevent, and defeat threats and aggression aimed at the 
United States, its territories, and interest within the assigned AOR; and, as directed by the 


“I believe that the challenges confronting our Nation cannot be dealt with by 
military means alone.  They instead require whole of government approaches…” 


Robert M. Gates 
Secretary of Defense Senate Testimony, 30 April 2009 
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President or SecDef, provide military assistance to civil authorities.  GCCs who have 
responsibility for HD of the United States and have US territory in their AOR may also have 
a senior DHS representative assigned to the command as an HS advisor.  The senior DHS 
representative advises the commander and staff on HS and CS issues and requirements, and 
helps facilitate information sharing and coordination/collaboration between the command 
and the operational agencies (e.g., FEMA, United States Customs and Border Protection 
[CBP], United States Coast Guard [USCG]) of DHS. 


b.  Secretary of Defense.  Authority for the conduct and execution of the HD mission 
resides with SecDef.  For CS missions, SecDef retains approval authority for the use of 
federal military forces, personnel, units, and equipment.  SecDef has the primary 
responsibility within DOD to provide the overall policy and oversight for CS in the event of 
a domestic incident. 


c.  Assistant Secretary of Defense for Homeland Defense and Americas’ Security 
Affairs.  The Office of the ASD(HD&ASA) is established within the OUSD(P).  
ASD(HD&ASA) is responsible for the overall supervision of all DOD HD and CS activities.  
ASD(HD&ASA) ensures internal coordination of DOD policy direction, assists SecDef in 
providing guidance, through CJCS, to CCDRs for HD and CS missions and conducts 
coordination with DHS. 


d.  Assistant Secretary of Defense for Special Operations and Low-Intensity 
Conflict and Interdependent Capabilities (ASD[SO/LIC&IC]).  ASD(SO/LIC&IC) 
provides civilian oversight for special operations core tasks.  This oversight includes 
supervision of policy, program planning, and allocation and the use of resources.  
ASD(SO/LIC&IC) also represents SecDef on combating terrorism matters outside the DOD. 


e.  Assistant Secretary of Defense for Reserve Affairs (ASD[RA]).  ASD(RA) is 
responsible for monitoring Reserve Component readiness.  In coordination with 
ASD(HD&ASA), JS, the Services, and the National Guard Bureau (NGB), ASD(RA) 
provides policy regarding the appropriate integration of reserve and National Guard forces  
into HD and CS operations. 


f.  Assistant Secretary of Defense for Public Affairs (ASD[PA]).  ASD(PA) is 
responsible for coordinating PA planning with ASD(HD&ASA) and DHS prior to an HD or 
CS response.  In coordination with ASD(HD&ASA), JS, and the Services, ASD(PA) ensures 
appropriate DOD PA capabilities and forces are identified for potential response. 


g.  Chairman of the Joint Chiefs of Staff.  CJCS has numerous responsibilities relating 
to HD and HS.  These include advising the President and SecDef on operational policies, 
responsibilities, and programs; assisting SecDef in implementing operational responses to 
threats or an act of terrorism; and translating SecDef guidance into operation orders to 
provide assistance to the primary agency.  CJCS ensures that HD and CS plans and 
operations are compatible with other military plans.  CJCS also assists CCDRs in meeting 
their operational requirements for executing HD missions and for providing CS that has been 
approved by SecDef.  In the CS area, CJCS serves as the principal military advisor to SecDef 
and the President in preparing for and responding to chemical, biological, radiological, and 
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nuclear (CBRN) incidents, ensures that military planning is accomplished to support the 
primary agency for incident response, and provides strategic guidance to the CCDRs for the 
conduct of counterdrug operations.  


h.  Commander, North American Aerospace Defense Command (CDRNORAD).  
By international agreement (The North American Aerospace Defense Command [NORAD] 
Agreement and Terms of Reference, and the Canadian/US Basic Security Document 
100/35), CDRNORAD leads a binational command composed of Canadian and US forces 
with the mission to conduct persistent aerospace warning, aerospace control, and maritime 
warning in the defense of North America.  NORAD’s relationship with USNORTHCOM is 
unusual in that while they have separate missions defined by separate sources, a majority of 
USNORTHCOM’s AOR overlaps with NORAD’s operational area.  NORAD and 
USNORTHCOM are two separate commands, and neither command is subordinate to the 
other, but they share staff and work very closely together. 


i.  Commander, US Northern Command (CDRUSNORTHCOM).  
CDRUSNORTHCOM has specific responsibilities for HD and for assisting civil authorities.  
USNORTHCOM is also responsible for theater security cooperation with Canada, Mexico, 
and the Bahamas, synchronizing DOD global pandemic influenza planning, and supporting 
combating WMD efforts.  USNORTHCOM’s mission is to conduct HD, CS, and security 
cooperation to defend and secure the United States and its interests.  USNORTHCOM 
embodies the principles of unity of effort and unity of command as the single, responsible, 
designated DOD commander for overall C2 of DOD support to civil authorities within the 
USNORTHCOM AOR.  CDRUSNORTHCOM takes all operational orders from and is 
responsible to the President through SecDef. 


j.  Commander, US Pacific Command (CDRUSPACOM).  CDRUSPACOM serves 
as DOD’s principal planning agent and supported commander for HD in Hawaii, Territory of 
Guam, Territory of American Samoa, Commonwealth of the Northern Mariana Islands, US 
administrative entities, and US territorial waters within USPACOM.  CDRUSPACOM is the 
supported commander within the designated AOR for HD missions.  CDRUSPACOM is also 
responsible for combating terrorism actions, FP, and performing defense critical 
infrastructure protection.  This command is also responsible for support planning for 
pandemic influenza and combating WMD.  When directed by the President, 
CDRUSPACOM is responsible for conducting combat operations within the AOR to deter, 
prevent, and defeat an incursion of sovereign territory.  CDRUSPACOM is also responsible 
for planning for CS operations within the AOR. 


k.  Chief, National Guard Bureau (CNGB).  Provides liaison and serves as the channel 
of communications among the National Guard joint force headquarters-state (NG JFHQ-
State), JS, the combatant commands, the Military Departments, and DOD components when 
the NG JFHQs-State are operating under the authority of a governor.  The NGB Joint 
Coordination Center provides mutual, shared situational awareness among the NG JFHQs-
State, the NGB, USNORTHCOM, and USPACOM during a CBRN incident or other major 
or catastrophic incidents.  It enables the NGB to coordinate National Guard assistance to the 
supported state on a national level.  Sourcing solutions are coordinated through the Army 
National Guard (ARNG) and Air National Guard (ANG) with state ARNG and ANG. 
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3.  Homeland Defense and Civil Support 


a.  Mission Areas.  Military operations inside the US and its territories, though limited 
in some respects, fall into two mission areas: HD—for which DOD serves as the lead federal 
agency (LFA) and military forces are used to conduct military operations in defense of the 
homeland; and CS—for which DOD serves in a supporting role to other agencies by 
providing defense support to civil authorities at the federal, state, tribal, and local level.  The 
President and SecDef determine when DOD will be involved in the HD and CS missions.  
The interorganizational coordination process is essential when HD and/or CS operations are 
to be conducted in proximity to our domestic population and critical infrastructure.  While 
the HD and CS missions are distinct, some department roles and responsibilities overlap, and 
operations require extensive coordination between lead and supporting agencies.  HD and CS 
operations may occur in parallel and require extensive integration and synchronization.  In 
addition, operations may also transition from HD to CS to HS or vice versa (e.g., maritime 
security) with the lead depending on the situation and USG’s desired outcome.  While the 
lead may transition, a single agency has the lead at any given time for a particular 
activity.  However, in the areas of overlapping responsibility, the designation of federal 
agency with lead responsibility may not be predetermined.  In time-critical situations, on-
scene leaders are empowered to conduct appropriate operations in response to a particular 
threat.  The interrelationship between HD, HS, and CS operations, and the potential for 
transition between the missions, creates a dynamic environment where interorganizational 
coordination becomes an essential focal point.   


b.  Homeland Defense.  HD is the protection of US sovereignty, territory, domestic 
population, and critical defense infrastructure against external threats and aggression, or 
other threats as directed by the President.  DOD is responsible for the HD mission, and 
therefore leads the HD response, with other departments and agencies in support of 
DOD efforts.  DOD’s capability to respond quickly to any threat or situation places a high 
demand on the same resources.  For example, the same trained and ready force constituted to 
achieve strategic objectives outside the homeland may also be required to execute HD 
missions within the homeland.  For HD missions the President authorizes military action to 
counter threats to and within the United States.  An example of an ongoing HD operation is 
Operation NOBLE EAGLE, which provides enhanced air defense of the United States. 


(1)  HD operations may be conducted in a complex environment characterized by 
numerous and varied threats, multiple jurisdictions (i.e., federal, state, tribal, and local), 
nontraditional partners (e.g., IGOs, NGOs, and private sector), and international 
partnerships.  This environment makes coordination with interagency and multinational 
partners imperative to ensure synchronized and integrated operations.  DOD must be 
prepared to operate in concert with other USG forces that are conducting HS or other law 
enforcement activities to counter threats to the homeland.  This may mean HD operations 
will be coincidental in time or geography to DHS forces to counter terrorist threats, such as 
those of a hijacked commercial aircraft or attempts to perpetrate attacks using WMD carried 
on maritime conveyances, among others.  The overlap in departmental roles, responsibilities, 
authorities, and capabilities amongst USG organizations requires an approach that promotes 
early identification of the desired USG outcome and subsequent collaboration with 
operational partners.  
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(2)  Within the US homeland, DOD and US military forces must effectively deal 
with time compression of actions, potential impacts on the US domestic population and 
defense critical infrastructure, and unique legal and policy guidelines.  These forces face 
continuous media scrutiny, must be sensitive to sovereignty and jurisdictional as well as civil 
rights and civil liberties considerations, and mindful of political dimensions of a domestic 
response, yet responsive enough to deal with the varied threats to the homeland.  This 
environment necessitates an effective interagency process and program. 


(3)  DOD Requests for Interorganizational Assistance in Support of the HD 
Mission.  HD missions may result in DOD requesting assistance or support from other USG 
agencies.  This process occurs under the authorities of the Economy Act, which provide for 
USG department/agency to department/agency support.  It is important to train and exercise 
the HD mission and the requirements process for interorganizational assistance, in order to 
ensure an expedited, coordinated, and collaborative response to HD threats. 


Refer to JP 3-27, Homeland Defense, for more information on HD. 


c.  Civil Support 


(1)  The Armed Forces of the United States are authorized under certain conditions 
to provide assistance to US civil authorities.  This assistance is CS and will always be in 
support of a primary agency.  Requests for assistance from another agency may be 
predicated on mutual agreements between agencies or stem from a Presidential designation 
of a federal disaster area or a federal state of emergency.  The military typically only 
responds after the resources of other federal agencies, state, local, and tribal governments 
have been exhausted or when specialized military assets are required. 


(2)  Within the CS mission area, circumstances may arise that fall into the realm of 
emergency and temporary nonemergency incidents.  In emergency circumstances, such as 
managing the consequences of a terrorist attack, natural disaster, critical 
infrastructure protection, or other events, DOD could be asked to provide capabilities 
that other agencies do not possess, cannot employ in a timely manner, or that have been 
exhausted or overwhelmed.  The provision of defense support is evaluated by its legality, 
lethality, risk, cost, appropriateness, and impact on readiness.  When federal military and 
civilian personnel and resources are authorized to support civil authorities, command of 
those forces will remain with SecDef.  However, control may be delegated in accordance 
with DOD policy, doctrine, and standing agreements.  In the absence of delegated control, 
DOD elements in the incident area of operations and National Guard forces under the 
command of a governor will coordinate closely with response organizations at all levels.  


For further guidance on CS, see JP 3-28, Civil Support. 


d.  Planning Considerations for Interorganizational Coordination.  DOD works 
closely with other federal agencies, in particular DHS and its subordinate organizations, 
when planning.  The purpose of the IPS is to further enhance the preparedness of the United 
States by formally establishing a standard and comprehensive approach to national planning.  
IPS incorporates lessons learned from both the development of the former National Planning 
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and Execution System and the planning process and elements of the FEMA Comprehensive 
Preparedness Guide 101 Developing and Maintaining State, Territorial, Tribal, and Local 
Government Emergency Plans (http://www.fema.gov/pdf/about/divisions/npd/ 
cpg_101_layout.pdf).  The supported GCCs are DOD principal planning agents and have 
the responsibility to provide joint planning and execution directives for peacetime assistance 
rendered by DOD within their assigned AORs.  Thorough joint operation planning requires 
that a GCC’s operations and activities align with functional and theater national security end 
states contained in the National Defense Strategy and the GEF.  In addition to participating 
in interagency steering groups and councils, DOD has responsibilities under the NRF.  The 
GEF prioritizes these theater strategic end states for each GCC who then develops a TCP.  
The salient frameworks and directives that will guide CS operations are the following: 


(1)  The President implements the Robert T. Stafford Disaster Relief and 
Emergency Assistance Act, which provides the authority for the USG to respond to a 
presidentially declared major disaster or emergency.  The act gives the President the 
authority to establish a program for disaster preparedness and response support, which is 
delegated to DHS.  The NRF, which is applicable to Stafford Act and non-Stafford Act 
incidents, is a guide that details how the Nation conducts all-hazards response—from the 
smallest incident to the largest catastrophe.  It establishes a comprehensive, national, all-
hazards approach to domestic incident response.  The NRF identifies the key response 
principles, as well as the roles and structures that organize national response.  It describes 
how communities, states, the USG, private sector, and US NGO partners apply these 
principles for a coordinated, effective national response.  In addition, it describes special 
circumstances where the USG exercises a larger role, including incidents where federal 
interests are involved and catastrophic incidents where a state would require significant 
support.  It lays the groundwork for first responders, decision makers, and supporting entities 
to provide a unified national response.  In addition to releasing the NRF base document, the 
ESF Annexes and Support Annexes are available online at the NRF Resource Center 
(www.fema.gov/nrf).  The 23 annexes provide a CONOPS, procedures, and structures for 
achieving response directives for all partners in fulfilling their roles under the NRF. 


(2)  The NIMS and its associated ICS, provides a systematic, proactive approach to 
guide departments and agencies at all levels of government, NGOs, and the private sector to 
work seamlessly to prevent, protect against, respond to, recover from, and mitigate the 
effects of incidents, regardless of cause, size, location, or complexity, in order to reduce the 
loss of life and property and harm to the environment.  NIMS works hand in hand with the 
NRF.  NIMS provides the template for the management of incidents, while the NRF provides 


“This Joint Operation (i.e., Hurricane IKE Civil Support) is the example of how 
DOD [Department of Defense] can and must mobilize to support states during 
catastrophic disasters and exemplified the spirit and intent of the National 
Response Framework.  Their support to the State of Texas as Hurricane Ike made 
landfall and immediately following this devastating disaster directly resulted in 
hundreds of lives being saved.” 


Ed Brickey 
Texas Search and Rescue Coordinator 
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the structure and mechanisms for national-level policy for incident management.  NIMS is a 
tested system that interagency partners utilize and practice regularly.  Leaders must have a 
full understanding of its principles, structures, and techniques. 


(3)  To ensure DOD planning supports the needs of those requiring CS, DOD 
coordinates with interagency partners and the states/territories—for National Guard 
matters—through the NGB.  Coordination will align with the NRF, NIMS, and interagency 
coordination guidelines provided in the GEF.   


(4)  The domestic operating environment for military CS presents unique challenges 
to the JFC.  It is imperative that commanders and staffs at all levels understand the 
relationships, both statutory and operational, among all USG agencies involved in the 
operation.  Moreover, it is equally important to understand DOD’s role in supporting other 
USG agencies.  DOD will provide defense assistance to the primary agency upon request 
by the appropriate authority and approval by SecDef or President.  The NRF, and 
associated concept plans (CONPLANs) and OPLANs (as specified by the IPS), detail the 
roles and missions of various USG departments and agencies in the event of a domestic 
crisis.  There are also specific USNORTHCOM and USPACOM domestic plans (e.g., 
defense support to civil authorities, civil disturbance operations) where the responsibilities of 
various USG entities are described in detail. 


(5)  While not all-inclusive, the following provide examples of plans associated 
with CS: 


(a)  The United States Government Interagency Domestic Terrorism 
Concept of Operations Plan is designed to provide overall guidance to federal, state, and 
local agencies concerning how the USG would respond to a potential or actual terrorist threat 
or incident that occurs in the United States, particularly one involving WMD.  The plan 
outlines an organized and unified capability for a timely, coordinated response by USG 
agencies to a terrorist threat or act. 


(b)  Operation Plan Vigilant Sentry is a comprehensive DHS contingency 
plan for a unified response to a mass migration event in the Caribbean.  This plan’s success 
depends upon full interagency cooperation and coordination, including assistance from the 
State of Florida and local agencies. 


(c)  The National Oil and Hazardous Substances Pollution Contingency 
Plan (Title 40, Code of Federal Regulations [CFR], Part 300), more commonly called the 
National Contingency Plan is the USG’s blueprint for responding to both oil spills and 
hazardous substance releases.  The Environmental Protection Agency (EPA) serves as the 
ESF Coordinator and as one of two primary agencies (i.e., EPA for incidents on land and 
DHS/USCG for incidents on water) within the national response team.  In the case of a 
release of a hazardous substance, pollutant, or contaminant, where the release is on, or the 
sole source of the release is from, any facility or vessel under the jurisdiction, custody, or 
control of DOD, then DOD will be the lead agency. 
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(d)  The National Search and Rescue (SAR) Plan provides for the effective 
use of all available resources in all types of civil SAR missions to enable the United States to 
satisfy its humanitarian and national and international legal obligations.  These resources 
include aircraft, vessels, pararescue and ground rescue teams, and monitoring emergency 
locator transmitter signals.  Under the plan, the USCG is responsible for the coordination of 
SAR in the maritime region, the CDRUSNORTHCOM is responsible in the inland region of 
the contiguous US, and CDRUSPACOM is responsible for the noncontiguous regions.  To 
carry out these responsibilities, the USCG and USNORTHCOM have established rescue 
coordination centers to direct SAR activities within their regions.  The National Oceanic and 
Atmospheric Administration (NOAA) provides satellite alerting in support of the National 
SAR Plan. 


(e)  The Maritime Operational Threat Response (MOTR) Plan provides a 
coordinated USG response to threats against the United States and its interests in the 
maritime domain.  The MOTR agencies use the network of integrated national-level 
maritime command centers, as designated by the MOTR agencies, for coordinated, unified, 
timely, and effective information flow, in support of MOTR execution, including interdiction 
and disposition.  Threats include terrorism, piracy, and other criminal, unlawful, or hostile 
acts committed by foreign states and non-state groups/individuals.  DHS is the lead MOTR 
agency for the interdiction of maritime threats to the homeland.  DOJ, through the Federal 
Bureau of Investigation (FBI), is the lead MOTR agency for investigations of terrorist acts or 
terrorist threats by individuals or groups inside of the US, or as directed at US citizens or 
institutions abroad, where such acts are within the federal criminal jurisdiction of the US.  
DOD is the lead for nation-state threats and overseas. 


(f)  The Interagency Combating Weapons of Mass Destruction Database of 
Responsibilities, Authorities, and Capabilities (INDRAC) Web site provides the 
combating WMD community a Web-based strategic level reference for understanding 
combating WMD roles, authorities, and capabilities of the DOD and USG departments and 
agencies.  INDRAC is designed to be a strategic reference tool to aid coordination and 
collaboration among USG departments and agencies, integrating and synchronizing 
applicable interagency-wide combating WMD efforts to include planning, advocacy, 
training, and exercises.  The INDRAC system contains USG department and agency 
validated information that is available to USG authorized users at http://indrac.dtra.mil and 
https://indrac.dtra.smil.mil.  The Defense Threat Reduction Agency also makes available 
upon request at http://www.dtra.mil/staffoffices/gc/index.cfm, the Foreign Consequence 
Management Legal Deskbook, which outlines joint and interagency coordination 
responsibilities and authorities, as well as legal references associated with foreign 
consequence management, and the Domestic WMD Incident Management Legal Deskbook, 
which identifies legal authorities available to USG departments and agencies responding to a 
WMD event involving terrorism or an accident.  To submit a request for hard copies or 
electronic versions of the deskbooks, visit www.dtra.mil or e-mail 
dtra.publicaffairs@dtra.mil. 


(6)  Per the Memorandum of Agreement Between the Department of Defense and 
the Department Of Homeland Security for Department of Defense Support to the United 
States Coast Guard for Maritime Homeland Security, SecDef has authorized 
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CDRUSNORTHCOM, CDRUSPACOM, and Commander, US Joint Forces Command 
(CDRUSJFCOM) to transfer forces to operate under TACON of Commandant USCG, 
USCG Atlantic Area, and USCG Pacific Area for maritime HS operations in the 
USNORTHCOM and USPACOM AORs, as described in the annexes attached to the MOA.  
This authority may be further delegated to appropriate flag officer/general officer 
commanders subordinate to CDRUSNORTHCOM, CDRUSPACOM, Commander, US 
Southern Command (USSOUTHCOM), and CDRUSJFCOM. 


e.  Under certain circumstances, military commanders are allowed to take 
necessary action under immediate response authority. 


(1)  DOD components and agencies are authorized to perform “immediate 
response” to save lives, protect property and the environment, and mitigate human suffering 
under imminently serious conditions, as well as to provide support under their separate 
established authorities, as appropriate.  As soon as practical, the military commander, or 
responsible official of a DOD component or agency rendering such assistance, reports the 
request, the nature of the response, and any other pertinent information through the chain of 
command to the National Military Command Center. 


(2)  Responses to requests from civil authorities prior to receiving authority from 
the President or chain of command are made when immediate support is critical to save lives, 
prevent human suffering, or to mitigate great property damage.  Under these circumstances, 
support elements advise the DOD Executive Secretary (EXECSEC) through command 
channels by the most expeditious means available and seek approval or additional 
authorizations.  The EXECSEC will notify SecDef, the CJCS, and any other appropriate 
officials.  Typically, if this support continues beyond 48 to 72 hours, then such support 
should fall under the coordination of the appropriate GCC (i.e., USNORTHCOM supporting 
in the contiguous 48 states, Alaska, and the Caribbean territories, or USPACOM supporting 
in Hawaii and Pacific island territories).  


f.  Military forces may also conduct missions to help DOJ or other federal law 
enforcement agencies (LEAs) assist federal, state, or local LEAs when required 
guidelines, discussed below, are met.  This includes military assistance in response to civil 
disturbances.  In addition to emergency or disaster assistance, DOD assistance may be 
requested from other agencies as part of HS.  Such assistance may be in the form of 
information and intelligence sharing, mapping, or damage assessment assistance.  Other 
types of operations include counterdrug, combating terrorism, general support such as 
training civilian law enforcement officials, and infrastructure protection.  Military 
commanders should review, with the assistance of legal counsel when appropriate, each 
request for domestic aid to ensure that it conforms with statutory limitations, especially 
in law enforcement assistance to civil authorities.  SecDef must personally approve any 
request to assist LEAs in preplanned national events.  Requests for DOD assets in support of 
law enforcement will require careful review during the planning phase to ensure that DOD 
support conforms to legal guidelines and does not degrade the mission capability of CCDRs.  
However, the US Constitution, federal laws, and USG policies and regulations all affect the 
employment of the military in domestic operations.  For this reason, requests should be 
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coordinated with the supporting organization’s legal counsel or SJA.  Examples of laws that 
may impact this type of support include:  


(1)  The Posse Comitatus Act (Title 18, USC, Section 1385) and DODD 5525.5, 
DOD Cooperation with Civilian Law Enforcement Officials, provide the authority and define 
the conditions under which military forces can be employed, as well as criminal penalties 
and the legal constraints intended to prevent misuse of military force.  With the exception of 
members of the USCG and members of the National Guard in state service (Title 32, USC, 
or state active duty), military personnel are normally prohibited under either the Posse 
Comitatus Act or DOD policy from direct participation in the execution of civil laws in 
the United States unless the President otherwise authorizes such participation.  Several 
other statutes authorize DOD assistance to civilian law enforcement, including Insurrection 
Act (Title 10, USC, Sections 331–335),  counterdrug assistance (Title 10, USC, Sections 
371–381), case of crimes involving nuclear materials (Title 18, USC, Section 831), and 
emergency situations involving chemical or biological WMD (Title 10, USC, Section 382).  
The restrictions in the Posse Comitatus Act do not apply to the USCG when not operating 
under DOD authorities (Title 14, USC), which is not a DOD component.  Under the 
provisions of the Posse Comitatus Act and DOD policy, military personnel are prohibited 
from:  


(a)  Interdiction of a vehicle, vessel, aircraft, or other similar activity.  


(b)  A search or seizure.  


(c)  An arrest, apprehension, stop and frisk, or similar activity.  


(d)  Use of military personnel for surveillance or pursuit of individuals, or as 
undercover agents, informants, investigators, or interrogators. 


(2)  Significant national events may be perceived by adversaries as terrorist targets.  
The Secretary of Homeland Security, in consultation with the NSC/HSC, has the authority to 
designate important public events, such as the Olympic Games or the Presidential 
inauguration, as national special security events.  Once so designated, an event becomes the 
focal point for interagency planning and the primary agency may request support from DOD. 


Refer to DODD 5525.5, DOD Cooperation with Civilian Law Enforcement Officials; DOD 
5240.1-R, Procedures Governing the Activities of DOD Intelligence Components that Affect 


Joint Task Force Los Angeles (JTF-LA) was formed following a Presidential 
Executive Order, which also invoked the Insurrection Act, on the evening of 
1 May 1992.  The Executive Order federalized units of the California National 
Guard (CANG) and authorized active military forces to assist in the 
restoration of law and order.  JTF-LA formed and deployed within 24 hours, 
assembled from US Army and Marine Forces.  It operated in a domestic 
disturbance environment, while working with city, county, state, federal 
agencies, and the CANG. 


Various Sources 
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United States Persons; and DODD 5200.27, Acquisition of Information Concerning Persons 
and Organizations not Affiliated with the Department of Defense. 


g.  CBRN Consequence Management.  Managing the consequence of a CBRN 
incident is a USG level effort generally described as the preparation for and response to 
CBRN incidents.  The US military has acquired experience and developed expertise in 
protecting its members from CBRN hazards and in operating in a contaminated environment.  
This experience and expertise is available when requested by domestic civil authorities and 
approved by the President or SecDef. 


For more information, refer to CJCSI 3125.01B, Defense Support of Civil Authorities 
(DSCA) for Domestic Consequence Management (CM) Operations in Response to a 
Chemical, Biological, Radiological, Nuclear, or High-Yield Explosive (CBRNE) Incident, 
and JP 3-41, Chemical, Biological, Radiological, or Nuclear Consequence Management. 


h.  For domestic missions, the focus on effective SC will be to “inform” and not 
“influence” our domestic audiences.  Additionally, for HS and CS missions, DOD will 
typically be in support of other federal lead agencies, and our SC and PA programs will need 
to be coordinated with them, especially if they focus on domestic audiences.  Civil authority 
information support elements under direction and authority of a designated LFA are legally 
authorized to provide support to civil authorities only by broadcasting and disseminating 
public information.  Federal law prohibits conducting influence activities against a domestic 
audience, not the use of IO assets and capabilities.  Conversely, if the focus is on foreign 
audiences, even for domestically related missions (e.g., HD), then the methods and 
objectives of SC can be more flexible and more in line with those methods discussed for 
foreign missions. 


4.  Joint Force Considerations 


a.  When an event occurs and the President or SecDef approves DSCA, the appropriate 
GCC is designated as the supported commander.  In most situations, the 
CDRUSNORTHCOM or CDRUSPACOM will be designated as the supported commander.  
As necessary, the GCC activates and deploys an initial C2 element and follow-on JTF to 
serve as the C2 node for the designated DOD forces responding to an event or incident.  
Figure III-1 provides a model for coordination among military and nonmilitary 
organizations. 


(1)  While DOD response to domestic emergencies is normally coordinated through 
SecDef, the military may also respond when an interdepartmental MOA is in effect.  
For example, the US Navy (USN) agrees to rapid deployment of oil containment and 
recovery equipment to the USCG under an interdepartmental MOA.  The MOA bypasses 
negotiations at the HQ level and sets forth procedures for deployment and employment of 
equipment and personnel and for reimbursement of operational costs.  Once a decision to 
employ military assets is made, the supported GCC uses the capabilities of each component 
to accomplish the mission.  The organization of the joint force will be based on the 
capabilities required for the optimum response.  Frequently, the response will require  
 







Chapter III 


III-12 JP 3-08 


 
 


 
Figure III-1.  Model for Coordination Among Military and Nonmilitary Organizations—


Domestic Civil Support 


MODEL FOR COORDINATION AMONG MILITARY AND 
NONMILITARY ORGANIZATIONS—DOMESTIC CIVIL SUPPORT
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nontraditional or innovative uses of military resources, such as land forces fighting wild land 
fires. 


(2)  DHS, the FEMA regions, and their associated regional interagency steering 
committees, which typically meet on a quarterly or monthly basis, provide supporting GCCs 
with an additional opportunity to interface with USG agencies and their regional and state 
partners through regional interagency steering committees for planning, coordinating, and 
supporting preparations for disaster and relief efforts.  In the USNORTHCOM AOR, 
regional interagency steering committee meetings are typically attended by the defense 
coordinating officer (DCO)/defense coordinating element personnel who are already located 
at or colocated at the FEMA region offices. 


(3)  The USCG and many other federal, state, tribal, and local response agencies 
and organizations have adopted ICS as their standard response system for nonmilitary 
incident management.  Non-DOD entities, including local civil authorities and first 
responders, are generally not familiar with US military terms and doctrine.  When working 
with non-DOD entities/partners, especially in an emergency, clear, effective, and mutually 
understandable communication is essential.  DOD elements will be able to work more 
seamlessly, efficiently, and productively by employing operational concepts and terms that 
other departments, agencies, and authorities already understand.  The main sources of these 
concepts and language include the NRF, NIMS, ICS, and other federal and national 
standards.  US military forces that might be involved in emergency or major disaster 
operations should be prepared to provide CS in accordance with the NRF, NIMS, and ICS. 


b.  USNORTHCOM through its Army Service component, US Army North, has pre-
staged DCOs/defense coordinating elements at the FEMA regions to facilitate coordination 
and collaboration between DOD and FEMA for DSCA.  During disaster operations, the 
supported GCC normally activates a DCO upon receipt of a request for assistance (RFA) 
from the primary agency sent through the CCDR to the DOD EXECSEC.  The DCO is 
normally the initial DOD representative on-site.  The DCO serves as DOD’s single POC 
at the JFO for requesting assistance from DOD.  Upon federal declaration of a disaster, 
FEMA sets up a JFO in or near the affected area to coordinate federal recovery activities 
with those of state and local governments.  The DCO works with the federal coordinating 
officer (FCO) and state coordinating officer at the JFO to integrate DOD efforts in support of 
the operation and serves as the on-scene military POC for the FCO and principal 
representatives of other USG agencies and NGOs.  The DCO is the primary interface for US 
military support to the unified coordination group at a JFO.  The DCO coordinates DOD 
support to civilian agencies through the FCO at the JFO.  When a JTF is employed during 
CS operations, it is essential for commanders to understand the relationship between the JFO 
and the JTF.  The JFO is the primary federal incident management field structure normally 
located close to a specific disaster location, and it functions as an interagency element, while 
the JTF is the deployed joint HQ for federal military forces in support of the CS operation.  
The NRF states that if a JTF is established, consistent with operational requirements, its C2 
element will be colocated at the JFO to ensure coordination and unity of effort. The 
colocation of the JTF C2 element does not replace the requirement for a DCO as a part of the 
JFO coordination staff and it will not coordinate requests for assistance for DOD.  The DCO 
normally colocates in the JFO, and is the DOD single POC at the JFO.  Depending on the 
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size or area of a disaster site, there may be more than one JFO coordinating federal disaster 
response and support (e.g., there were three JFOs operating in support of Hurricane Katrina 
response operations—one each in Alabama, Mississippi, and Louisiana).  The JFO is a 
temporary federal facility that provides a central location for the coordination among federal, 
state, tribal, and local governments, NGOs and the private sector with primary responsibility 
for response and recovery.  The DCO normally colocates in the JFO.  When a DOD C2 HQ 
is deployed (e.g., JTF), its commander accepts OPCON of the DCO if the GCC directs.  
However, the DCO remains the POC for the FCO in the JFO in accordance with the NRF.  
Once DOD forces have been deployed, requests from civilian agencies are coordinated 
through the DCO under the procedures delineated in the NRF.  Some factors in the provision 
of DSCA include: 


(1)  Federal agencies or state, tribal, and local governments request DOD 
capabilities to support their emergency response efforts by using a formal RFA process.  
DOD handles RFAs depending on various factors, such as Stafford Act or non-Stafford Act 
situation and evaluated by the factors of legality, lethality, risk, cost, appropriateness, and 
impact on readiness. 


(2)  In general, the FCO at the incident site receives RFAs from civil authorities and 
submits them to the DCO for initial validation in accordance with the factors discussed in 
paragraph 4.b(1) above.  The RFA, once validated by the DCO, is designated a Mission 
Assignment (if the primary agency is a FEMA request) and flows via automated systems 
through the CCDR to the Joint Director of Military Support to OSD for approval.  Once 
SecDef approves the request, an order is issued to combatant commands, Services, and/or 
DOD agencies to accomplish the mission. 


(3)  If a JTF is activated, it is important to understand the roles and responsibilities 
of the FCO, DCO, CJTF, and CCDR relative to a Presidential disaster or emergency 
declaration under the Stafford Act when interacting with the JTF.  The DCO continues to 
perform his duties of liaison, situational awareness and reporting, and RFA validation, even 
when a JTF is established.  The CJTF is normally a member of the Unified Coordination 
Group at the JFO during CS operations.  The CJTF should provide robust liaison to the DCO 
to help share situational awareness, and ascertain current and future support requirements. 


(4)  An understanding of the NIMS framework is essential, specifically how the 
incident command posts and area command centers relate to the multiagency coordination 
centers for operational information sharing and resource coordination (particularly the RFA 
process). 


(5)  The JFO is a scalable organization (i.e., the management, operations, planning, 
logistics, and finance/administration sections).  A clear understanding of this structure 
enhances DOD integration within the JFO. 


(6)  Offer assistance to the FCO with JTF staff planning, monitoring, and 
assessment capabilities in the JFO.  This staff support may often be provided along ESF 
lines. 
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(7)  Use an existing or establish a common unclassified information sharing 
mechanism to collaborate and share information with other stakeholders.  DHS uses the 
Homeland Security Information Network as one of its main information networks. 


c.  The JTF is the command element through which personnel, equipment, and 
supplies to a disaster area for an approved mission assignment are provided.  Through 
the DCO, the JTF is oriented on identifying tasks; generating forces; prioritizing assets 
against requirements; assisting federal, state, tribal, and/or local authorities; and providing 
disaster response support to the local government based on FEMA mission assignments.  


d.  Organizational tools that may assist interagency support of civil authorities include: 


(1)  Interagency Planning Cell.  An interagency planning cell is activated upon 
receipt of the CJCS warning or alert order or at the direction of the GCC.  The interagency 
planning cell is established to provide timely advice to the supported CCDR about the 
resources and requirements of other agencies in the relief effort.  It is typically a 
planning cell of the JIACG (or equivalent organization).  An interagency planning cell will 
enable a coherent and efficient planning and coordination effort through the participation of 
interagency subject matter experts.  Moreover, the burden of coordination at the JTF level 
could also be lightened.  Consideration should also be given to establishment of interagency 
planning cells on the staffs of supporting CCDRs, such as Commander, US Transportation 
Command (USTRANSCOM).  The interagency planning cell should not be confused with 
the integration planning cell deployed under the IMS or the NSC IPC. 


(2)  Liaison Section.  Liaisons provided to the primary agency and other USG 
agencies, as necessary, act as spokespersons for the CCDR, to clarify operational concepts 
and terminology, and to assist in the assessment of military requirements.  The LNO can 
better articulate the intrinsic capabilities of military units to perform in nontraditional roles 
and better describe the military contribution to the federal response.  NGB LNOs colocated 
with the DCO maximizes the efficiency and effectiveness of coordinated federal and state 
military support to civil authorities.  Conversely, agency liaisons working with the military 
can assist the commander in maximizing agency core competencies and concentrating the 
resources of engaged agencies. 


(a)  Emergency preparedness liaison officers (EPLOs) are reserve officers 
performing planning and liaison responsibilities between DOD components and USG 
agencies, USG regional HQ, and state or US territory emergency service HQ, including 
interface with the civil sector, as directed by their DOD component through the Service 
planning agent.  Each Military Department is authorized to assign one or more EPLOs at 
FEMA national and regional HQ, at military HQ that serve as the DOD, Service, or regional 
planning agents for domestic emergency support, and state or US territorial HQ.  EPLOs: 


1.  Provide DOD and Service liaison with USG agencies and organizations, 
and between the Services. 


2.  Facilitate planning, coordination, and training for military support to 
civil authorities and national security emergency preparedness. 
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3.  Advise USG agencies and organizations on DOD and Service 
capabilities and resources. 


4.  Advocate mutual support required by DOD. 


5.


(b)  Supported commanders, such as CDRUSNORTHCOM or 
CDRUSPACOM, are responsible for a liaison structure at the state level within their 
respective AORs. 


  On order, augment DOD response to domestic emergency operations.  


(3)  Media Operations Center (MOC).  A MOC may be established at each 
echelon of command with representatives from all agencies involved to provide information 
to the public.  The primary goal is to disseminate accurate and timely information to assist 
the public in dealing with the event.  Promoting the federal effort is also important, but as a 
secondary goal.  DOD media operations should be complementary to and supportive of the 
primary agency’s and/or joint information center’s media plan or effort. 


5.  State, Local, and Tribal Considerations 


a.  When a disaster threatens or occurs, a governor may request federal assistance.  If 
DOD support is required as part of that federal assistance, then DOD may support local and 
state authorities in a variety of tasks.  However, the majority of DOD assistance will 
typically be provided in support of a primary agency in accordance with the NRF.  Any 
incident can have a mix of public health, economic, social, environmental, criminal, and 
political implications with potentially serious long-term effects.  Significant incidents require 
a coordinated response across agencies and jurisdictions, political boundaries, sectors of 
society, and multiple organizations.   


b.  National Guard Joint Force Headquarters-State.  NG JFHQ-State gives DOD, 
through the NGB, a focused communication channel between OSD, JS, and CCDRs (e.g., 
CDRUSNORTHCOM, CDRUSPACOM) and the non-federalized National Guard; joint C2 
for non-federalized National Guard operations; and a contingent joint C2 capability in each 
state for Title 10, USC (federal) HD, CS, and other related operations.  In this respect, NG 
JFHQ-State is able to bridge the state and federal levels of government. 


c.  Army and ANG forces have primary responsibility for providing military assistance 
in all 50 states, Puerto Rico, Guam, the Virgin Islands, and the District of Columbia in civil 
emergencies, and are under the command of the governor through the state or territory TAG.  
National Guard personnel may be employed for civil emergencies in a volunteer status, be 
ordered to active duty for annual training, or be called to active duty under the authority of 
the governor or the President.  DOD support is generally provided in the form of 
assistance or augmentation of skills and resources to the USG agency field office or to a 
state or local agency having responsibility for a particular activity. 


d.  Each US state and territory has an office of emergency services (OES) or an 
equivalent office responsible for preparedness planning and assisting the governor in 
directing responses to emergencies.  The OES coordinates provision of state or territorial 
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assistance to its local governments through authority of the governor or TAG.  The OES 
operates the state emergency operations center during a disaster or emergency and 
coordinates with federal officials for support, if required.  The state will usually designate a 
state coordinating officer, with similar authorities to the FCO to coordinate and integrate 
federal and state activities. 


e.  DOD counterpart relationships to those of DCO, FCO, and state coordinating officer 
are established at lower echelons to facilitate coordination. 


f.  The emergency management assistance compact (EMAC) is an interstate agreement 
that enables entities to provide mutual assistance during times of need.  The EMAC mutual 
aid agreement and partnership between member states exist because—from hurricanes to 
earthquakes, wildfires to toxic waste spills, and terrorist attacks to CBRN incidents—all 
states share a common enemy: the threat of disaster.  Since its ratification and signing into 
law in 1996 (Public Law 104-321), 50 states, the District of Columbia, Puerto Rico, Guam, 
and the US Virgin Islands have enacted legislation to become EMAC members.  EMAC is 
administered by the National Emergency Management Association, which provides the day-
to-day support and technical backbone for EMAC education and operations. 


g.  The United States recognizes certain Indian tribes as domestic dependent nations 
under its protection, recognizes the right of Indian tribes to self-government, and supports 
tribal sovereignty and self-determination.  Federal agencies shall respect Indian tribal self-
government and sovereignty, honor tribal treaty and other rights, and strive to meet the 
responsibilities that arise from the unique legal relationship between the USG and Indian 
tribal governments.  For federal assistance for disaster situations taking place on tribal lands, 
state governors must request a Presidential disaster declaration on behalf of a tribe under the 
Stafford Act.  However, federal departments and agencies can work directly with tribes 
within existing agency authorities and resources in the absence of such a declaration.  
Federal departments and agencies comply with existing laws and executive orders mandating 
that the USG deal with Indian tribes on a government-to-government basis, reflecting the 
federally recognized tribes’ right of self-government as sovereign domestic dependent 
nations.  A tribe may opt, however, to deal directly with state and local officials.  Federal 
departments and agencies involved in potential or actual incidents requiring a coordinated 
federal response shall consult and collaborate with tribal governments on matters affecting 
the tribes and must be aware of the social, political, and cultural aspects of an incident area 
that might affect incident management operations.  Federal departments and agencies 
recognize the unique political and geographical issues of tribes whose aboriginal and 
contemporary territory is on or near the current international borders of Canada and Mexico.  
Federal departments and agencies shall include tribes in all aspects of incidents requiring a 
coordinated federal response that affect tribes and incident management operations.  For 
incidents that directly impact tribal jurisdictions, a tribal representative shall be included in 
the unified coordination group, as required.  A tribe may appoint a member of the tribe to 
serve as a tribal liaison in the JFO. 
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6.  Nongovernmental Organizations  


a.  National Voluntary Organizations Active in Disaster (http://www.nvoad.org) is 
the forum where organizations share knowledge and resources throughout the disaster 
cycle—preparation, response, and recovery—to help disaster survivors and their 
communities.  It is a leader and voice for the nonprofit organizations and volunteers that 
work in all phases of disaster—preparedness, response, relief, recovery, and mitigation.  It is 
the primary POC for voluntary organization in the National Response Coordination Center 
(at FEMA HQ).  Inside the US, the National Voluntary Organizations Active in Disasters has 
a membership of 50 national member organizations, and 55 state and territory equivalents. 


b.  The American Red Cross (ARC) (http://www.redcross.org) is a support agency 
under the NRF in a number of ESFs, most notably ESF #6 – Mass Care, Emergency 
Assistance, Housing, and Human Services.  The ARC works with state, tribal, and local 
authorities to function as a direct provider of disaster relief services including emergency 
sheltering, feeding, basic first aid support, mental health counseling, and disaster assessment.  
Under ESF #8 – Public Health and Medical Services, the ARC serves to support the DHHS 
in the provision of blood products. 


7.  The Private Sector 


a.  Critical infrastructure protection is a shared responsibility among federal, state, local, 
and tribal governments and the owners and operators of the Nation’s critical infrastructure 
and key resources.  Partnership between the public and private sectors is essential, in part 
because the private sector owns and/or operates approximately 85% of the Nation’s critical 
infrastructure.  Additionally, government agencies have access to critical threat information, 
and both the government and private sector control security programs, research and 
development, and other resources that may be more effective if discussed and shared, as 
appropriate, in a partnership setting.  The National Infrastructure Protection Plan provides 
the overarching framework for a structured partnership between government and the private 
sector for protection of critical infrastructure and key resources.  Information sharing and 
analysis centers (ISACs), sector coordinating councils, and state and local fusion centers play 
a key part in information sharing and security efforts for the various key sectors of our 
Nation’s critical infrastructure.  It is imperative that DOD include the private sector in 
planning and collaboration for CS. 


b.  Private sector authorities have sector, facility, and installation responsibilities for 
security.  They play a role in protecting critical infrastructure and telecommunications 
systems.  DOJ has overall primary ESF #13 responsibility  (i.e., ESF coordinator and 
primary agency), and along with DHS, state and local authorities and police, and state 
National Guard, assists the private sector in protecting our Nation’s critical infrastructure.  
DOD also assists the private sector by supporting security efforts at those facilities, which 
are identified as part of the Nation’s Defense Critical Infrastructure.  These entities are 
coordinated through DHS/Office of Infrastructure Protection during a response.  The private 
sector under ESF #14 – Long-Term Community Recovery, defines and addresses risk 
reduction and long-term community recovery priorities, and supports the community 
recovery planning process.  
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c.  Information Sharing and Analysis.  The DHS takes the lead in evaluating 
vulnerabilities and coordinating with other federal, state, local, and private entities to ensure 
the most effective response.  Much of this task involves assessing critical infrastructure, the 
physical and virtual assets, systems, and networks so vital that their incapacitation or 
destruction would have a debilitating effect on security, national economic security, public 
health, or safety.  Central to this task is collecting, protecting, evaluating, and disseminating 
information to the American public, to state and local governments, and to the private sector. 


(1)  Many of the critical infrastructure sectors have established formal processes and 
structures to support sector-wide information sharing activities. 


(2)  Some sectors have designated ISACs, which are private sector operational 
organizations, as key channels for information sharing, to collect, distribute, analyze, and 
share sensitive and/or proprietary information regarding threats, vulnerabilities, alerts, and 
best practices. 


(3)  Other sectors have developed alternate mechanisms to communicate with their 
members, their government partners, and other sectors about threat indications, 
vulnerabilities, and protective strategies.  Many of these information sharing mechanisms 
work together to better understand cross-industry dependencies and to account for them in 
emergency response planning. 


(4)  State and regional fusion centers have a primary role for geographically 
relevant information sharing with the critical infrastructure owners and operators in their 
jurisdictions.  Many of the fusion centers currently have infrastructure analyst staff 
embedded in their centers to produce risk analyses germane to their regions or local areas. 


8.  Interorganizational Coordination with Canada, Mexico, and the Bahamas 


a.  Canada.  NORAD, USNORTHCOM, and Canada Command share the task of 
defending North America and seek cooperative approaches to ensure the security of North 
America.  North American defense is a collaborative effort among the three commands and 
other mission partners.  USNORTHCOM and Canada Command are national commands 
reporting to their respective governments while NORAD is a binational command reporting 
to both governments (see Figure III-2).  The commands have complementary missions and 
work closely together to meet their individual and collective responsibilities for the defense 
and security of North America.  NORAD has mission responsibilities in the aerospace and 
maritime domains while the national commands have responsibilities in the air, land, and 
maritime domains, including extensive responsibilities to support civil authorities when 
directed.  Unity of effort, situational awareness, and coordination with a variety of mission 
partners are important to all commands.   


(1)  The commanders establish close relationships among themselves, their staffs, 
and supporting and partner agencies.  In this way, the commands ensure a timely and 
coordinated response to defense and security challenges to North America, respecting 
national sovereignty while leveraging the capabilities and common cause they share. 
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(2)  The Canada-United States Civil Assistance Plan serves as the framework for 
forces from one nation providing support to forces of the other nation providing timely, 
effective, and efficient support to their respective civil authorities.  NORAD also provides 
tailored air defense for national special security events in the United States and similar 
events in Canada.   


b.  Mexico.  USNORTHCOM works in partnership with the Mexican military and civil 
response partners to increase mutual long-term capacity-building to enhance our ability to 
counter common security threats to both the US and Mexico and build an effective 
consequence management capability.  This is accomplished primarily through 
USNORTHCOM’s TCP, and executed through normal security cooperation and disaster 
preparation/response programs.  Taken together, these efforts serve to strengthen the 
Mexican security and response forces’ operational capacity and improve security and disaster 
preparation/response in the Western Hemisphere.  While there is no formal military 
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agreement between the US and Mexico, USNORTHCOM works closely with the Mexican 
Armed Forces and civil agencies through coordination with the embassy country team, 
LNOs, and interagency partners.  These relationships facilitate a whole-of-government 
approach to a wide range of programs, events, and activities that strengthen the bilateral 
relationship and the collective defense of our respective homelands.  It is important to note 
there are broad Mexican law enforcement and intergovernmental cooperation and 
collaboration for HS and humanitarian support activities. 


c.  The Bahamas.  USNORTHCOM works in partnership with the Royal Bahamas 
Defence Force and their National Emergency Management Agency civil response partners to 
increase long-term capacity-building to support the Government of the Bahamas’ strategy to 
counter security threats to both the Bahamas and the US and build cooperative consequence 
management capabilities. 


(1)  Goals are accomplished primarily through USNORTHCOM’s Theater 
Campaign Plan; Building Partnership Capacity Program; Overseas Humanitarian and Civic 
Assistance Program; and Operation Bahamas, Turks and Caicos, which provides equipment, 
training, and intelligence support to the Royal Bahamas Defence Force to strengthen its 
operational capacity and improve security in the northern Caribbean and southeastern 
maritime approaches to the United States. 


(2)  Operation Bahamas, Turks and Caicos is a cooperative counterdrug mission 
supported by Royal Bahamas Defence Force, Royal Bahamas Police Force, USCG, CBP, 
and US Drug Enforcement Administration (DEA), with USNORTHCOM assistance.   
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CHAPTER IV 
FOREIGN CONSIDERATIONS 


1.  The National Security Council System 


a.  DOD Role in the National Security Council System (NSCS) 


(1)  Key DOD players in the NSCS come from within the OSD and JS.  SecDef 
is a regular member of the NSC and the NSC/PC.  The Deputy Secretary of Defense is a 
member of the NSC/DC.  If appointed, an Under Secretary of Defense may chair an 
NSC/IPC. 


(2)  The NSCS is the channel for the CJCS to discharge substantial statutory 
responsibilities as the principal military advisor to the President, SecDef, and the NSC.  
CJCS regularly attends NSC meetings and provides advice and views in this capacity.  The 
other members of the JCS may submit advice or an opinion in disagreement with that 
of the CJCS or advice or an opinion in addition to the advice provided by the CJCS. 


(3)  The Military Departments, which implement but do not participate directly in 
national security policy-making activities of the interagency process, are represented by the 
CJCS. 


b.  The Joint Staff Role in the NSCS 


(1)  CJCS acts as spokesperson for the CCDRs, especially on their operational 
requirements, and represents combatant command interests in the NSC system through direct 
communication with the CCDRs and their staffs. 


(2)  JS provides operational input and staff support through the CJCS (or 
designee) for policy decisions made by the OSD.  It coordinates with the combatant 
commands, Services, and other agencies and prepares appropriate directives, such as 
warning, alert, and execute orders, for SecDef approval.  These orders include definitions of 
command and interagency relationships. 


(3)  Within JS, the offices of the CJCS, Secretary of the Joint Staff, and the 
Operations Directorate (J-3), Logistics Directorate (J-4), J-5, and J-7 are focal points 


“We also can’t do this alone.  This is an effort that is going to be important for all of 
us to be engaged in.  We are going to look for broad and deep contributions, not 
only across the US Government, but also from other sectors, from NGOs 
[nongovernmental organizations], from think tanks, from the private sector and also 
from our allies and international partners abroad.” 


Michèle Flournoy 
Under Secretary of Defense for Policy 


US Strategy in Afghanistan and Pakistan 
21 April 2009 
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for NSC-related actions.  The J-3 provides advice on execution of military operations, the 
J-4 assesses logistic implications of contemplated operations, and the J-5 often focuses on a 
particular NSC matter for policy and planning purposes.  Each of JS directorates coordinates 
with the Military Departments to solicit Service input in the planning process.  SecDef may 
also designate one of the Service Chiefs or functional CCDRs as the executive agent for 
direction and coordination of DOD activities in support of specific mission areas. 


For more information, refer to CJCSI 5715.01B, Joint Staff Participation in Interagency 
Affairs. 


c.  The CCDRs’ Role in the NSCS.  Although JS represents combatant command 
equities at the NSC/HSC, they may, as necessary, selectively request and leverage combatant 
command participation at key NSC/HSC forums, including IPCs, NSC/DCs, NSC/PCs, and 
other events such as cabinet-level exercises.  Execution of TCPs requires a more robust daily 
interaction with interagency partners based on standing authorities.  JS and OSD will 
coordinate required permissions through the NSC/HSC systems.  CCDRs and their staffs can 
coordinate most of their standing requirements with the COM and their JIACG (or 
equivalent organization). 


2.  Structure in Foreign Countries 


a.  The Diplomatic Mission.  The US has bilateral diplomatic relations with 190 of the 
world’s other 193 independent states.  The US bilateral representation in the foreign country, 
known as the diplomatic mission, is established in accordance with the Vienna Convention 
on Diplomatic Relations, of which the US is a signatory.  DOS provides the core staff of a 
diplomatic mission and administers the presence of representatives of other USG agencies in 
the country.  A diplomatic mission is led by a COM, usually the ambassador, but at times the 
chargé d’affaires (the chargé), when no US ambassador is accredited to the country or the 
ambassador is absent from the country.  The deputy chief of mission (DCM) is second in 
charge of the mission and usually assumes the role of chargé in the absence of the COM.  
For countries with which the US has no diplomatic relations, the embassy of another country 
represents US interest and at times houses an interests section staffed with USG employees.  
In countries where an IGO is headquartered, the US may have a multilateral mission to the 
IGO in addition to the bilateral mission to the foreign country. 


(1)  The Ambassador.  The ambassador is the personal representative of the 
President to the government of the foreign country or to the IGO to which accredited and, as 
such, is the COM, responsible for recommending and implementing national policy 
regarding the foreign country or IGO and for overseeing the activities of USG employees in 
the mission.  The President, with the advice and consent of the Senate, appoints the 
ambassador.  While the majority of ambassadors are career members of the Foreign Service, 
many are appointed from outside the Foreign Service.  The ambassador has extraordinary 
decision-making authority as the senior USG official on the ground during crises.   


(a)  The bilateral COM has authority over all USG personnel in country, except 
for those assigned to a combatant command, a USG multilateral mission, or an IGO.  The 
COM may be accredited to more than one country.  The COM interacts daily with DOS’s 
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strategic-level planners and decision makers.  The COM provides recommendations and 
considerations for CAP directly to the GCC and commander of a JTF.  While forces in the 
field under a GCC are exempt from the COM’s statutory authority, the COM confers with 
the GCC regularly to coordinate US military activities with the foreign policy direction being 
taken by the USG toward the HN.  The COM’s political role is important to the success of 
military operations involving the Armed Forces of the United States.  Generally, each COM 
has a formal agreement with the GCC as to which DOD personnel fall under the security 
responsibility of each.   


(b)  The COM has full responsibility for the direction, coordination, and 
supervision of all USG executive branch employees, regardless of their employment 
categories or location, except those under command of a US area military commander or on 
the staff of a foreign organization.  All executive branch agencies under COM authority, and 
every element of the Mission, must keep the COM fully informed at all times of their current 
and planned activities.  The COM has the right to see all communications to or from Mission 
elements, however transmitted, except those specifically exempted by law or Executive 
decision.  The COM has full responsibility for the security of the Mission and all personnel, 
whether inside or outside the chancery gate.  The COM reviews programs, personnel, and 
funding levels regularly, and ensures that all agencies do likewise.  Every executive branch 
agency under COM authority must obtain approval before changing the size, composition, or 
mandate of its staff.  All USG personnel other than those in country under command of a US 
area military commander or on the staff of an international organization must obtain country 
clearance before entering the country on official business. 


(2)  The Deputy Chief of Mission.  The DCM is chosen from the ranks of career 
foreign service officers through a rigorous selection process to be the principal deputy to the 
ambassador.  Although not appointed by the President, the DCM wields considerable power, 
especially when acting as the COM while in chargé.  The DCM is usually responsible for the 
day-to-day activities of the embassy. 


(3)  The Embassy.  The HQ of the mission is the embassy, located in the political 
capital city of the HN.  Although the various USG agencies that make up the mission may 
have individual HQ elsewhere in the country, the embassy is the focal point for interagency 
coordination.  The main building of the embassy is termed the chancery; the ambassador’s 
house is known as the residence.  The chancery and residence usually enjoy extraterritorial 
privileges (i.e., exemption from the jurisdiction of local law).  Each embassy has an 
associated consular section, frequently located in the chancery, to provide services to US 
citizens and to issue visas to foreigners wishing to travel to the US. 


(4)  Consulates.  The size or principal location of commercial activity in some 
countries necessitates the establishment of one or more consulates—branch offices of the 
mission located in key cities, often at a distance from the embassy.  A consulate is headed by 
a principal officer.  In addition to providing consular services, the consulate is usually a 
mirror of the embassy, albeit on a much smaller scale.  It is the focal point of interagency 
coordination for the assigned consular district. 
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b.  DOS Plans.  Each US mission prepares an annual MSRP that sets country-level US 
foreign policy goals, resource requests, performance measures, and targets.  The MSRP is a 
concise, streamlined document that facilitates long-term diplomatic and assistance planning.  
They are coordinated among the agencies represented on the country team, both in their 
embassy and in the Washington, DC interagency community.  DOS bureau strategic resource 
plans (BSRPs) cover geographic regions that are not consistent with the GCC’s AORs.  
However, the differences between geographic combatant command, DOS, and USAID 
regional boundaries create challenging seams and may pose significant coordination 
problems.  Each DOS bureau geographic region and the countries included in each region 
can be viewed at the DOS Web site (http://www.state.gov/p/) by clicking on the respective 
bureau or “Countries & Regions” and selecting the region.  Although unclassified, BSRPs 
are available for review on the DOS Secret Internet Protocol Router Network (SIPRNET) 
Web site (http://www.intelink.sgov.gov/wiki/Mission Strategic Plans). 


c.  The Country Team.  The country team, headed by the COM, is the senior in-country 
interagency coordinating body.  It is composed of the COM, DCM, section heads, the senior 
member of each US department or agency in country, and other USG personnel as 
determined by the COM.  Each member presents the position of his or her parent 
organization to the country team and conveys country team considerations back to the parent 
organization.  The COM confers with the country team to develop and implement foreign 
policy toward the HN and to disseminate decisions to the members of the mission. 


(1)  The country team system provides the foundation for rapid interagency 
consultation and action on recommendations from the field and effective execution of US 
programs and policies.  Under the country team construct, agencies are required to 
coordinate their plans and operations and keep one another and the COM informed of their 
activities.  Country team members who represent agencies other than the DOS are routinely 
in contact with their parent agencies.  Issues arising within the country team can become 
interagency issues at the national level if they are not resolved locally or when they have 
broader national implications.  Prior to providing any DOD logistical support, the 
reimbursement mechanism and policies must be clearly specified, understood, and 


“No organization has more competent leaders than the Department of Defense 
(DOD).  But when you’re in the wars that we’re in now in Iraq and Afghanistan, 
where it’s not a traditional battlefield, you also need some followers, not just 
leaders.  You need to recognize the civilian police training expertise of some of the 
people in the State Department.  You need to recognize the rule of law expertise at 
the Department of Justice.  There are other very good leaders in areas that are 
outside DOD’s expertise, and DOD also needs some good followers who are 
willing to enable the experts in the civilian area to do their jobs, because you can’t 
build a courthouse in Iraq or Afghanistan without some military support—not 
military direction or leadership, but military support.” 


The Honorable Thomas A. Schweich 
Ambassador in Residence, Washington University 


March 2009 
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coordinated with the supporting comptroller per DODI 4000.19, Interservice and 
Intragovernmental Support. 


(2)  In almost all bilateral missions, DOD is represented on the country team by 
the SDO as the principal DOD official in US embassies.  The SDO is the US defense 
attaché (DATT) and chief of the security cooperation organization (SCO).  The SCO is 
called by various names (e.g., the office of defense cooperation, the security assistance 
office/organization, the military group); largely governed by the preference of the receiving 
country.  The SDO/DATT is the COM’s principal military advisor on defense and national 
security issues, the senior diplomatically accredited DOD military officer assigned to a US 
diplomatic mission, and the single POC for all DOD matters involving the embassy or DOD 
elements assigned to or working from the embassy.  All DOD elements assigned or attached 
to or operating from US embassies are aligned under the coordinating authority of the 
SDO/DATT.  Where separate SCO and DATT offices currently exist, they will remain 
separate with distinct duties and statutory authorities.  SDO/DATT duties include the 
following: 


(a)  Act as the in-country focal point for planning, coordinating, supporting, 
and/or executing US defense issues and activities in the HN, including theater security 
cooperation programs under the oversight of the GCC. 


(b)  Serve as the principal embassy liaison with HN defense establishments and 
actively participate in national security and operational policy development and coordination. 


(c)  Represent SecDef and DOD components to HN counterparts and foreign 
diplomats accredited to the HN, and act as the principal in-country DOD diplomatic 
representative of SecDef and DOD components. 


(d)  Present coordinated DOD views on all defense matters to the COM and act 
as the single DOD POC to the COM to assist in carrying out the COM’s responsibilities.   


(e)  Represent SecDef and the appropriate CCDR for coordination of 
administrative and security matters for all DOD personnel not under the command of a US 
area military commander. 


(f)  Carry out the duties and instructions as set forth in CJCSI C-3310.01C, 
Representational Responsibilities of the Defense Attaché System. 


(g)  Exercise coordinating authority over DOD elements under the direction 
and supervision of the COM.  This shall not preempt the authority exercised over these 
elements by the COM, the mission authority exercised by the parent DOD components, or 
the command authority exercised by the GCC under the Unified Command Plan.   


(h)  As required, provide information to USG officials on the general scope of 
in-country activities for all DOD component command elements assigned to the mission.  
This includes the missions, locations, organization, and unique security requirements. 







Chapter IV 


IV-6 JP 3-08 


(3)  Sending LNOs to an embassy is a negotiated process and requires close 
coordination with the COM.  There are a number of solid reasons why a COM may not want 
additional military in and around their embassy—including in-country political concerns 
(e.g., a nation might balk at the notion as many nations limit the number of military members 
allowed in US embassies as a quid pro quo to how many are allowed into their embassies in 
the US), space and communications limitations, and confusing new coordination 
requirements. 


For more information, refer to DODD 5105.75, Department of Defense Operations at US 
Embassies; DODI C-5105.81, Implementing Instructions for DOD Operations at US 
Embassies (U); and CJCSI 5205.01B, Implementing Instructions for Defense Attaché 
Offices and Security Assistance Organizations (U). 


d.  Geographic Combatant Commands.  To effectively bring all instruments of 
national power to theater and regional strategies as well as campaign and operation plans, 
GCCs are augmented with representatives from other USG agencies. 


(1)  GCCs and, increasingly, JTF commanders are assigned a policy advisor 
(POLAD) by DOS.  The POLAD provides USG foreign policy perspectives and diplomatic 
considerations and establishes linkages with US embassies in the AOR or JOA and with 
DOS.  The POLAD supplies information regarding objectives of DOS that are relevant to the 
GCC’s theater strategy or CJTF’s plans.  The POLADs are senior DOS officers (usually 
flag-rank equivalent) detailed as personal advisors to leading US military 
leaders/commanders to provide policy support regarding the diplomatic and political aspects 
of the commanders’ military responsibilities.  Therefore, the POLAD is directly responsible 
to the CCDR or CJTF and can be of great assistance in interagency coordination.  


(2)  USAID has also placed senior development advisors at most GCCs to 
coordinate overall relations with USAID HQ and field missions.  Senior development 
advisors are senior USAID Foreign Service officers (usually flag-rank equivalents like 
POLADs), who provide information about USAID programs and processes that should be 
considered during planning and operations. 


(3)  Appointing non-DOD civilian deputies to the GCC and designing integrated 
staff sections throughout the HQ is the model used by USSOUTHCOM, US Africa 
Command, and now US European Command (USEUCOM). 


(4)  The JIACG (or equivalent organization) participates in deliberate planning and 
CAP.  Representing USG agencies at the HQ of the geographic and selected functional 
combatant commands, each JIACG (or equivalent organization) is a multifunctional, 
advisory element that represents the civilian departments and agencies and facilitates 
information sharing across the interagency community.  It provides regular, timely, and 
collaborative day-to-day support for planning, coordination, preparation, and 
implementation of interagency activities.  It may provide products and inputs that feed 
planning, assessment, and the CCDR’s decision cycle. 


See Appendix D, “Joint Interagency Coordination Group,” for more information. 







Foreign Considerations 


IV-7 


(5)  Other USG agencies may detail liaison personnel to combatant command 
staffs to improve interagency coordination.  For example, intelligence representatives may 
be assigned to staffs of geographic combatant commands to facilitate intelligence and 
antiterrorism support. 


(6)  Combatant commands’ “think tanks” and centers (e.g., USEUCOM’s Marshall 
Center, USPACOM’s Asia-Pacific Center, and US Strategic Command’s Global Innovation 
and Strategy Center) are formal venues for communication with interagency and 
multinational partners, IGOs, NGOs, and the private sector.  Symposia, conferences, 
strategic advisory groups, defense contractors, and training with industry are other fora for 
coordination. 


(7)  Two interagency tools that support whole-of-government planning for stability 
operations include DOS’s IMS for post-conflict reconstruction/stabilization efforts and 
USAID’s ICAF that addresses conflict prevention, mitigation, and stabilization activities. 


(a)  The purpose of the IMS is to provide a whole-of-government process for 
planning and implementing a response to an international crisis when the President and 
Congress determine that a response is in the national strategic interest.  The NSC, NSC/PC, 
or NSC/DC can activate the IMS operating through the Secretary of State who acts as the 
“custodian” of the IMS process. 


Refer to Appendix G, “The Interagency Management System for Reconstruction and 
Stabilization.” 


(b)  The ICAF is a framework that can be used to help different USG 
departments and agencies work together to reach a shared understanding of a country’s 
conflict dynamics and consensus on potential entry points for additional USG efforts.  This 
assessment will provide for a deeper understanding of the underlying conflict dynamics in 
the country or region. 


Refer to Appendix H, “The Interagency Conflict Assessment Framework.” 


3.  Intergovernmental Organizations 


The following describes formal or informal United States ties between the United 
Nations and NATO. 


a.  The United Nations.  Coordination with the UN begins at the national level with 
DOS, through the US ambassador to the UN, officially titled the Permanent Representative.  
The ambassador has the status of cabinet rank and is assisted at the US Mission to the UN by 
a military assistant who coordinates appropriate military interests primarily with the 
UN Department of Peacekeeping Operations (UNDPKO) and UN Office for the 
Coordination of Humanitarian Affairs (UNOCHA).  USG coordination with UN PO 
missions or agencies in-theater is through the US country team.  In some countries, US UN 
military observers attached to some UN PO missions may be a discreet source of information 
and advice through the US country team. 
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INTERAGENCY PARTICIPATION DURING THE  
2008 GEORGIA-RUSSIA CONFLICT 


The US Government (USG) deployed several personnel from multiple 
agencies to support the national response to the military conflict between 
the Republic of Georgia and Russia and its aftermath in early August 2008.  
This engagement, at one time involving interagency staffs at the national, 
geographic combatant command, and embassy/country levels, is the closest 
example of the use of the Interagency Management System (IMS) through the 
formation of the three main structures similar to the Country Reconstruction 
and Stabilization Group, Integration Planning Cell, and Advance Civilian 
Team.  It is also an example of ongoing interagency participation in USG 
operations during times of crisis in lieu of officially establishing an IMS.  


In August 2008, a decision was taken to create a coordinating body to 
support Washington leadership called the Georgia Coordinating Group 
(GCG), involving a staff composed of several USG agencies.  The GCG was 
responsible for supporting leaders in Washington, DC, as well as 
coordinating interagency communications.  The GCG tracked actions, 
cables, and answered requests for information.  The GCG also developed a 
Web portal based on the Georgia Crisis Portal and established a common 
operational picture for all interagency participants.   


The USG had officers from interagency participants located at US European 
Command (USEUCOM) headquarters operating in information and liaison 
roles, interacting with the necessary staff in USEUCOM, and participating in 
joint task force planning.  The USG also deployed a team to Tbilisi, Georgia, 
consisting of a team leader, two experienced government planners, and one 
conflict prevention officer.  In the team's three week deployment in support 
of the USG efforts in Georgia, it accomplished a variety of valuable actions 
assisting the embassy to include: 


Documents and information needed for parallel planning with the GCG and 
Washington, DC, planners; 


The most up-to-date breakdown of the $1 billon Georgia assistance package; 
and 


Additional guidance on conditionality issues related to possible cash 
transfers.  


The interagency capability to support USG planning and operations for 
conflicts and crises goes beyond the capacity of IMS.  The USG has and 
continues to deploy numerous interagency staff officers from across the 
USG to work together in IMS-like structures to assist with a variety of 
conflicts/crises to include Afghanistan, Bangladesh, Yemen, and Haiti.   


SOURCE: After Action Review 
Office of the Coordinator for Reconstruction and Stabilization 


Georgia Engagement - August 11 through October 31, 2008 
January 30, 2009 
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(1)  The UN normally conducts PO under the provisions of a resolution or 
mandate from the Security Council or the General Assembly.  FHA is conducted under 
standing authority from the General Assembly and does not require a resolution to authorize 
each response.  Mandates are developed through a political process which generally requires 
compromise, and sometimes results in ambiguity.  As with all military operations, UN 
mandates are implemented by US forces through orders issued by SecDef through the CJCS.  
During such implementation, the political mandates are converted to workable military 
orders. 


(2)  As part of a broader UN strategy, the Integrated Mission Planning Process 
(IMPP) provides guidelines for a comprehensive and inclusive UN system approach to the 
planning of integrated PO (hereafter “integrated missions”).  IMPP is the authoritative basis 
for the planning of all new integrated missions, as well as the revision of existing integrated 
mission plans, for all UN departments, offices, agencies, funds, and programs. 


(a)  If a UN peacekeeping mission is authorized, UNDPKO is responsible for 
providing UN peacekeeping operations with policy guidance and strategic direction.  In the 
field, the head of mission (HOM) exercises operational authority over the UN peacekeeping 
operation’s activities, including military, police, and civilian resources.  In the case of 
military personnel provided by member states, these personnel are placed under the OPCON 
of the UN force commander or head of military component, but not under UN command.  In 
integrated missions, the Special Representative of the Secretary-General (SRSG)/HOM is a 
civilian who reports to the Secretary-General (SYG) through the Under-Secretary-General 
for Peacekeeping Operations at UN Headquarters.  The SRSG/HOM is given significant 
delegated authority to set the direction of the mission and to lead its engagement with the 
political process on the ground.  The SRSG/HOM is responsible for coordinating the 
activities of the entire UN system in the field. 


(b)  Prior to a UN peacekeeping mission being authorized or if no such mission 
is launched, the UN will provide a resident coordinator (RC).  In the initial stages of a 
complex emergency or natural disaster, the UN RC plays a critical role in coordinating the 
policies, programs, and actions in all countries with a UN presence.  The RC is typically the 
most senior UN representative in-country.  The RC is appointed by the SYG and represents 
all organizations of the UN unless they have a presence on the ground.  As such, the RC 
often represents UNOCHA in the early warning and initial response phase of an emergency.  
The RC is also typically the resident representative for the United Nations Development 
Programme (UNDP) and usually in place and familiar with the nature of the crisis when an 
emergency occurs.  In his or her coordinating role, the RC convenes regular meetings of the 
UN country team, composed of the representatives of the operational UN agencies on the 
ground.  In a crisis, the RC will also organize broader coordination forums comprised of 
NGOs, the Red Cross Movement, donors, and other IGOs, including subcommittees that help 
coordinate humanitarian relief in a particular sector or region.  If a UN peacekeeping mission 
is authorized, an integrated mission is launched under the leadership of an SRSG and in that 
case the RC will be designated the deputy of the SRSG and is responsible for the 
coordination of both humanitarian operations and UN development operations, and for 
maintaining links with governments and other parties, donors, and the broader humanitarian 
and development communities for this purpose. 
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(c)  In certain situations the UN SYG may appoint a special representative 
who reports directly to the SYG but also advises UNDPKO and UNOCHA at UN HQ.  
The special representative may direct day-to-day operations. 


(3)  United States Military Support.  The Foreign Assistance Act of 1961, the 
United Nations Participation Act of 1945, and Executive Order 10206 (Support of Peaceful 
Settlements of Disputes) authorize various types of US military support to the UN, either on 
a reimbursable or non-reimbursable basis. 


(a)  US military operations in support of the UN usually fall within Chapter VI 
(Pacific Settlement of Disputes) or Chapter VII (Action with Respect to Threats to the Peace, 
Breaches of the Peace, and Acts of Aggression) of the UN Charter.  


See Annex B, “United Nations,” of Appendix B, “Intergovernmental Organizations,” for 
details regarding the UN Charter. 


(b)  UN conducts operations employing military forces as contingent units 
under the OPCON of the head of the military contingent, as staff augmentation to the 
mission HQ, or as “experts on mission” as UN military observers.  The US has provided 
military forces and personnel to each of these categories.  Additionally, the US can support 
the UN by conducting parallel missions (called hybrid missions by the UN)  under Chapter 
VIII of the UN Charter under US OPCON in collaboration with UN forces such as was done 
in Haiti in 2004 or as the UK did in Sierra Leone in 2000, Operation PALLISER.  In the later 
circumstance, the US military structure that is used to conduct multinational operations 
normally is a JTF.  The CJTF should expect to conduct operations as part of an MNF.  US 
forces may participate across a range of military operations in concert with a variety of USG 
agencies, military forces of other nations, local authorities, IGOs, and NGOs. 


(c)  The chain of command from the President to the lowest US 
commander in the field remains inviolate.  On a case-by-case basis, the President may 
place US forces participating in multilateral PO under UN control under the OPCON of UN 
mission in accordance with the memorandum of understanding (MOU) agreed between the 
US and the UN.  The President retains and will never relinquish command authority over US 
forces.  OPCON for UN multilateral PO is given for a specific time frame or mission and 
includes the authority to assign tasks to US forces already deployed by the President and to 
US units led by US officers.  Within the limits of OPCON, a foreign UN commander cannot 
change the mission or deploy US forces outside the operational area agreed to by the 
President.  Nor may the foreign UN commander separate units, divide their supplies, 
administer discipline, promote anyone, or change their internal organization. 


(d)  US UN Military Observers.  A potentially important source of 
information and advice for both the US country team and JFCs are US UN military observers 
attached to UN PO missions.  US UN military observers are of great strategic and 
operational importance in that they directly represent the commitment of US national interest 
in these missions, fostering their legitimacy and encouraging the participation of other 
nations.  Through a discreet relationship with the US country team, they can help improve 
understanding of the situation and the international intervention on the ground.  Being both 
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observers and members of the UN military staff, they also act as strategic and operational 
enablers through professional military contributions to the UN mission and provide advice 
and coordination assistance to the US country team.  US UN military observers are not under 
the command of a GCC or the authority of a COM.  They are OPCON to the Commander, 
US Military Observer Group – Washington, a joint command. 


b.  The North Atlantic Treaty Organization.  NATO is an alliance of 28 countries 
from North America and Europe committed to fulfilling the goals of the North Atlantic 
Treaty.  In accordance with the Treaty, the fundamental role of NATO is to safeguard the 
freedom and security of its member countries by political and military means.  It provides a 
forum in which countries from North America and Europe can consult together on security 
issues of common concern and take joint action in addressing them.  The Alliance is 
committed to defending its member states against aggression or the threat of aggression and 
to the principle that an attack against one or several members would be considered as an 
attack against all.  NATO remains an IGO in which each member country retains its 
sovereignty.  All NATO decisions are taken jointly by the member countries on the basis of 
consensus.  NATO’s most important decision-making body is the North Atlantic Council 
(NAC), which brings together representatives of all the Allies at the level of ambassadors, 
ministers, or heads of state and government.  NATO has no operational forces of its own 
other than those assigned to it by member countries or contributed by partner countries for 
the purpose of carrying out a specific mission.  It has a number of mechanisms available to it 
for this purpose – the defense planning and resource planning processes that form the basis 
of cooperation within the Alliance, the implementation of political commitments to improved 
capabilities, and a military structure that combines the functions of a MNF planning 
organization with an Alliance-wide system of C2 of the military forces assigned to it. 


For more information, refer to Allied Joint Publication (AJP)-01(C), Allied Joint Doctrine, 
and Annex A, “North Atlantic Treaty Organization,” to Appendix B, “Intergovernmental 
Organizations.” 


4.  Nongovernmental Organizations 


a.  The Role of NGOs.  Working alone, alongside the US military, with other US 
agencies, or with multinational partners, NGOs are assisting in many of the world’s trouble 
spots where humanitarian or other assistance is needed.  NGOs may range in size and 
experience from those with multimillion dollar budgets and decades of global experience in 
developmental and humanitarian relief to newly created small organizations dedicated to a 
particular emergency or disaster.  The capability, equipment and other resources, and 
expertise vary greatly from one NGO to another.  NGOs are involved in such diverse 
activities as education, technical projects, relief activities, refugee assistance, public policy, 
development programs, human rights, and conflict resolution.  The sheer number of lives 
they affect, the resources they provide, and the moral authority conferred by their 
humanitarian focus enable NGOs to wield a great deal of influence within the interagency 
and international communities.  In fact, individual organizations are often funded by national 
and international donor agencies as implementing partners to carry out specific functions.  
Similarly, internationally active NGOs may employ indigenous groups as local 
implementing partners. 
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b.  The Increasing Number of NGOs.  A JTF or MNF may encounter scores of 
NGOs in a JOA.  In 1999 in Kosovo, more than 150 IGOs and NGOs had applied to be 
registered in the province.  Over 350 such agencies are registered with the USAID.  
InterAction, a US-based consortium of NGOs, has a membership of over 160 private 
agencies that operate in 180 countries.  The International Council of Voluntary Agencies 
(ICVA) has a predominantly European membership numbering in the hundreds.  Over 1,660 
NGOs around the world are registered with the UN’s Department of Public Information, 
while over 3,000 have consultative status with the UN Economic and Social Council 
(ECOSOC).   


c.  Military and NGO Relations.  In a hostile or uncertain environment, the military’s 
initial objective is stabilization and security for its own forces.  NGOs seek to address 
humanitarian needs first and are often unwilling to subordinate their objectives to 
achievement of an end state, which they had no part in determining.  Many NGOs view 
their relationship with the military under the UNOCHA Guidelines on the Use of Military 
and Civil Defense Assets in Disaster Relief, commonly referred to as the “Oslo Guidelines,” 
that emphasize the principle of “humanitarian space” (humanitarianism, neutrality, and 
impartiality) as defined in the “Oslo Guidelines.”  Some organizations employ a more 
strident interpretation of these nonbinding guidelines, applying them not just to humanitarian 
assistance, as specifically referenced, but also to advocacy, development, and civil society 
work.  The extent to which specific NGOs are willing to cooperate with the military can thus 
vary considerably.  NGOs desire to preserve the impartial character of their operations, 
accept only minimal necessary assistance from the military, and ensure that military actions 
in the relief and civic action are consistent with the standards and priorities agreed on within 
the civilian relief community.  In a permissive environment, military engagement, security 
cooperation, and deterrence activities may coincide with NGO objectives. 


(1)  The extensive involvement, local contacts, and experience gained in various 
nations make NGOs valuable sources of information about local and regional affairs and 
civilian attitudes, and they are sometimes willing to share such information on the basis of 
collegiality.  Virtually all NGO operations interact with military operations in some way—
they use the same (normally limited) lines of communications; they draw on the same 
sources for local interpreters and translators; and they compete for buildings and storage 
space.  Effective two-way communication between the US military and NGOs promotes US 
national interests/policy and objectives.  CMO, through establishing and maintaining 
communications, is one of the best ways to unify military and public and private partnerships 
and best practices to improve the HN’s internal security and promote stability operations in 
the operational area.  The private sector, even in some developing countries, possesses the 
skills and expertise to contribute to the overall US objectives.  Thus, sharing of operational 
information in both directions is an essential element of successful CMO. 


(2)  While some organizations will seek the protection afforded by armed forces or 
the use of military transport to move relief supplies to, or sometimes within, the operational 
area, others may avoid a close affiliation with military forces, preferring autonomous, 
impartial operations.  This is particularly the case if US military forces are a participant in a 
conflict in the operational area.  Many NGOs are outfitted with very little, if any, equipment 
for communications and personal security, preferring instead to rely upon the good will of 
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the local populace for their safety; however many larger NGOs have very capable 
communications capabilities.  Some NGOs provide considerable support and assistance in 
the security arena.  Any activity that strips an NGO’s appearance of impartiality, such as 
close collaboration with a particular military force, may well eliminate that 
organization’s primary source of security.  Therefore, it is essential that the military 
recognize an NGO’s request for independence in order to avoid compromising their security.  
NGOs may also avoid cooperation with the military out of suspicion that military forces 
intend to take control of, influence, or even prevent their operations.  Commanders and their 
staffs should be sensitive to these concerns and consult these organizations, along with the 
competent national or international authorities, to identify local conditions that may impact 
effective military-NGO cooperation. 


(3)  During large scale operations, dealing directly with myriad NGOs may be 
impractical.  Some NGOs may be reluctant to coordinate directly with the military.  Under 
some circumstances military coordination with NGOs may be facilitated by USAID as an 
intermediary due to their established relationships with NGOs in the operational area. 


(4)  PA planning should include the identification of POCs with NGOs that will 
operate in the JOA.  Military spokespersons should comment on NGO operations based on 
approved PA guidance and make referrals of media queries to the appropriate organization’s 
spokesperson. 


d.  Military Support of NGOs.  SecDef may determine that it is in the national interest 
to task US military forces with missions that bring them into close contact with (if not 
support of) IGOs and NGOs.  In such circumstances, it is mutually beneficial to closely 
coordinate the activities of all participants.  A climate of cooperation between IGOs, NGOs, 
and military forces should be the primary goal.  The secondary goal would be establish as 
good a rapport as possible with NGOs maintaining neutrality.  The tertiary goal (although 
often critical) is to monitor openly hostile NGOs and, when applicable, develop mitigation 
strategies.  The creation of a framework for structured civil-military interaction, such as a 
CMOC, allows the military and NGOs to meet and work together in advancing common 
goals.  Taskings to support IGOs and NGOs are normally for a short-term purpose due to 
extraordinary events.  In most situations, logistics, communications, and security are those 
capabilities most needed.  It is, however, crucial to remember that in such missions the role 
of the armed forces should be to enable, not perform, IGO and NGO tasks.  Military 
commanders and other decision makers should also understand that mutually beneficial 
arrangements between the armed forces and other organizations may be critical to the 
success of the campaign or operation plan. 


e.  The Guidelines for Relations between US Armed Forces and Non-Governmental 
Humanitarian Organizations in Hostile or Potentially Hostile Environments agreed by the 
DOD, InterAction, and the United States Institute of Peace should facilitate interaction 
between the Armed Forces of the United States and NGOs.  They were developed by a 
working group, which included InterAction, OSD, JS, DOS, and USAID, and facilitated by 
the US Institute of Peace.  The guidelines seek to mitigate friction between military and 
NGO personnel over access and freedom for humanitarian organizations to assess and meet 
humanitarian needs in places like Afghanistan and Iraq.  They are an example of guidelines 
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that may be helpful even though they are not joint doctrine, or expressed in correct doctrinal 
terms.  They also serve as an example for civil-military relations in other types of operations 
and a baseline for the development of guidelines for a specific operation in hostile or 
uncertain environments.  During operations in a permissive environment, documents such as 
Guidelines on the Use of Foreign Military and Civil Defence Assets in Disaster Relief, 
commonly referred to as the “Oslo Guidelines” may be more applicable.  When developing 
guidelines for a specific operation, the following considerations apply: 


(1)  How should the liaison arrangements between the humanitarian community and 
the military be conducted: in confidence or transparently? 


(2)  What would the implications be of public knowledge of such liaison 
arrangements on the perception of the impartiality of humanitarian activities? 


(3)  How can transparency of the civil-military liaison arrangements be ensured 
while maintaining the understanding of a clear distinction between the military and 
humanitarian organizations? 


(4)  How can incorrect perceptions and conclusions be prevented regarding the 
nature and purpose of civil-military liaison arrangements? 


(5)  Which circumstances call for formal liaison arrangements?  When is it better to 
maintain liaison on an ad hoc basis? 


(6)  What is the appropriate size and structure of the civil-military liaison 
component? 


(7)  When, if ever, should the LNOs of the humanitarian and military communities 
be colocated? 


See Appendix J, “Example Guidelines for Relations Between the Armed Forces of the United 
States and Other Organizations,” and Civil-Military Guidelines and Reference for Complex 
Emergencies, for more information. See Appendix C, “Nongovernmental Organizations,” for 
more information. 


5.  The Private Sector 


A number of DODIs regulate the conduct of private military and security companies 
operating with DOD.  These include DODI 3020.41, Contractor Personnel Authorized to 
Accompany the US Armed Forces, which establishes and implements policy and guidance, 
assigns responsibilities, and serves as a comprehensive source of DOD policy and 
procedures concerning DOD contractor personnel authorized to accompany the Armed 
Forces of the United States.  DODI 3020.50, Private Security Contractors (PSCs) Operating 
in Contingency Operations, regulates the selection, accountability, training, equipping, and 
conduct of personnel performing private security functions under a covered contract during 
contingency operations.  It also assigns responsibilities and establishes procedures for 
incident reporting, use of and accountability for equipment, rules for the use of force, and a 
process for administrative action or the removal, as appropriate, of PSCs and PSC personnel.  
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DODI 5525.11, Criminal Jurisdiction Over Civilians Employed by or Accompanying the 
Armed Forces Outside the United States, Certain Service Members, and Former Service 
Members, provides policy for exercising extraterritorial criminal jurisdiction over civilians 
employed by or accompanying the Armed Forces outside the United States. 


6.  Foreign Operations 


a.  The Political-Military Dimension.  Within the Executive Branch, DOS is the lead 
foreign affairs agency, assisting the President in foreign policy formulation and execution.  
As such, DOS oversees the coordination of DOD external POLMIL relationships with 
overall US foreign policy.  In addition to DOS, USAID is the lead agency for development 
and carries out programs that complement DOD efforts in stabilization, disaster response, 
foreign internal defense, and security force assistance.  External POLMIL relationships of 
DOD include: 


(1)  Bilateral military relationships. 


(2)  Multinational military forces. 


(3)  Multilateral mutual defense alliances. 


(4)  Treaties and agreements involving DOD activities or interests, such as 
technology transfer, armaments cooperation and control, international aviation, law of the 
sea, nuclear regulation, and environmental pollution. 


(5)  Use of US military assets for FHA or PO (including those conducted under UN 
auspices). 


b.  Theater Focus.  The GCC implements DOD external POLMIL relationships within 
the AOR.  Thorough joint operation planning requires that a GCC’s operations and activities 
align with functional and theater national security end states contained in the National 
Defense Strategy and the GEF.  The GEF prioritizes these theater strategic end states for 
each GCC who then develops a TCP.  GCC TCP–nested country plans should complement 
the current DOS/USAID Joint Strategic Plan, BSRPs, and applicable MSRPs.  The GCC’s 
regional focus is similar to the regional focus of DOS’s regional bureaus, though the 
geographic boundaries differ and DOS regional bureaus are located in Washington, DC, and 
practice a more bilateral approach.  Most other USG foreign affairs agencies are regionally 
organized as well, again with varying geographic boundaries.  Within a theater, the GCC is 
the focal point for planning and implementation of regional and theater military 
strategies that require interagency coordination.  In contrast, the DOS focal point for 
formulation and implementation of regional foreign policy strategies requiring interagency 
coordination is the regional bureau headed by an assistant secretary at DOS HQ in 
Washington, DC.  USAID has a similar structure, with geographic bureaus headed by 
assistant administrators in Washington, DC.  Although the GCC will often find it more 
expeditious to approach the US bilateral COMs for approval of an activity in regional HNs, 
often the political effect of the proposed US military activity goes far beyond the boundaries 
of the individual HN.  In such cases, the GCC should not assume that the approval of the 
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COM corresponds to region-wide approval of DOS.  The GCC’s DOS foreign POLAD can 
assist in ascertaining whether the activity has regional bureau approval. 


c.  Theater Campaign Plans, Crisis Response, and Limited Contingency 
Operations.  GCC’s TCP–nested country plans should complement DOS MSRP and other 
plans developed by the country teams and USG interagency partners in the GCC’s AOR.  In 
a crisis response and limited contingency operation, coordination between DOD and other 
USG agencies will normally occur within the NSC/IPC and, if directed, during 
development of the USG strategic plan.  During lesser operations and operations not 
involving armed conflict, the GCC’s staff may deal directly with a COM or members of the 
country team regarding issues that do not transcend the boundaries of the HN.  In some 
operations, a special envoy of the President or an SRSG may be involved. 


FOCUS COUNTRY INITIATIVE 


In August 2008, the United States Agency for International Development 
(USAID) initiated a Focus Country Initiative in conjunction with its new Civil-
Military Policy.  USAID regional bureaus each nominated one country where 
USAID and the Department of Defense (DOD) share strategic interests, and 
gained geographic combatant commander (GCC) concurrence and buy-in 
from the Department of State (DOS), DOD, and the Joint Staff.  Under this 
initiative, country teams host 1-2 working group meetings with the senior 
defense official/security cooperation organization, the GCC, and USAID to 
identify sectors where DOD and USAID objectives overlap; identify activities 
that the Mission and DOD can undertake jointly in shared space; establish 
regular consultations between DOD and US missions within respective 
program cycles; and develop best practices for coordination in other 
Missions.  Ultimately the Focus Country Initiative seeks to institutionalize the 
link between the DOD Guidance for Employment of the Force and DOS and 
USAID strategic planning, USAID participation in GCC’s theater campaign 
plans, and whole-of-government planning and execution.  The desired 
outcome is more efficient use of US Government resources to meet foreign 
policy goals. 


Various Sources 


“Interaction with the US Department of State [DOS] and the United Nations was 
critical throughout the operation.  Ambassador Oakley and I spoke regularly to 
coordinate the efforts of the DOS and our military operations in the ARFOR [Army 
forces] sector.  His support for our operation was superb and he played a key role 
in communicating with the leadership of the Somali clans.  We followed his lead in 
operations, just as we fully supported the operations of the DOS.” 


Major General Steven L. Arnold, US Army 
Operations Other Than War in a Power Projection Army: 


Lessons From Operation RESTORE HOPE and Hurricane Andrew Relief Operations, 
Strategic Studies Institute, US Army War College, 1994 
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d.  The GCC and staff should be continuously engaged in interagency, IGO, and 
NGO coordination by establishing working relationships with relevant organizations 
and agencies and conduct joint operation planning long before CAP and military 
resources are required.  As situations requiring CAP develop, the normal flow of DOS and 
other agencies reporting from the field will increase significantly.  This may be amplified by 
informal contacts between the CCDR’s staff (e.g., POLAD, senior development advisor, 
JIACG [or equivalent organization]) and appropriate embassies as well as the relevant 
bureaus at DOS.  Such informal communications greatly facilitate the development of viable 
COAs, but should not be used to circumvent established, authoritative planning, and 
direction processes (see Figure IV-1).  Military operations vary in size, purpose, and combat 
intensity within a range that extends from military engagement, security cooperation, and 
deterrence activities to crisis response and limited contingency operations and, if necessary, 
major operations and campaigns. 


e.  Crisis Action Organization.  The combatant command crisis action organization is 
activated upon receipt of the CJCS warning or alert order or at the direction of the CCDR.  
Activation of other crisis action cells to administer the specific requirements of task force 
operations may be directed shortly thereafter.  These cells support not only functional 
requirements of the JTF such as logistics, but also coordination of military and nonmilitary 
activities and the establishment of a temporary framework for interagency coordination.  
Liaison and coordinating mechanisms that the CCDR may elect to establish to facilitate 
the synchronization of military and nonmilitary activities include: 


(1)  Humanitarian Assistance Survey Team (HAST).  Early in a developing 
crisis, an assessment may be required to determine what resources are immediately required 
to stabilize a humanitarian crisis.  The supported CCDR may organize and deploy a 
HAST to acquire information for planning.  This information may include an assessment 
of existing conditions and requirements for FHA force structure.  Before deploying, the 
HAST should be provided the current threat assessment; current relevant intelligence; 
geospatial information and services support; and embassy, DOS, and USAID points of 
contact.  The disaster assistance response team (DART) and USAID mission can provide a 
great deal of this information to the HAST.  Once deployed, the HAST can assess the 
relationship with and authority of the government of the affected country; identify primary 
points of contact for coordination and collaboration; determine the threat environment and 
survey facilities that may be used for FP purposes; and coordinate specific support 
arrangements for the delivery of food and medical supplies.  The HAST works closely with 
the DART to prevent duplication of effort. 


(2)  USAID and its Office of US Foreign Disaster Assistance (OFDA) DART is 
the lead for foreign disaster response.  OFDA may deploy a DART into the crisis area to 
assist coordination of the FHA effort and activate an on-call Washington, DC-based response 
management team.  DART provides specialists trained in a variety of disaster relief skills to 
assist US embassies and USAID missions with the management of the USG response to a 
foreign disaster.  The DART will also work closely with the US military during FHA 
operations.  DARTs assess and report on the disaster situation and recommend follow-up 
actions. 
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Figure IV-1.  Notional Structure for Coordination Among Military and Nonmilitary 


Organizations—Foreign Operations 
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For further guidance on FHA, refer to JP 3-29, Foreign Humanitarian Assistance. 


(3)  Humanitarian Assistance Coordination Center.  The supported GCC may 
establish a HACC to assist with interagency coordination and planning.  The HACC 
provides the critical link between the GCC and USG agencies, IGOs, and NGOs that 
may participate in an FHA operation at the theater strategic level.  Normally, the HACC is 
a temporary body that operates during the early planning and coordination stages of the 
operation.  Once a CMOC or civilian HOC has been established, the role of the HACC 
diminishes, and its functions are accomplished through the normal organization of the 
GCC’s staff and crisis action organization.  Staffing for the HACC should include a director 
appointed by the supported GCC, a CMO planner, an OFDA advisor or liaison if available, a 
public affairs officer (PAO), an NGO advisor, and other augmentation (e.g., POLAD, a 
preventive medicine physician, veterinarian) when required.  Liaisons from USG agencies, 
US Army Corps of Engineers, key NGOs, IGOs, and HN agencies also may be members of 
the HACC in large-scale FHA operations. 


(4)  Joint Logistics Operations Center.  The JLOC supports the GCC’s joint 
operations center (JOC) and the operations planning teams.  The CCDR reviews 
requirements of the joint forces and establishes priorities to use supplies, facilities, mobility 
assets, and personnel effectively.  The GCC may also be responsible for provision of 
supplies for certain interagency personnel.  Formed at the discretion of the GCC and 
operated by the GCC’s J-4 current operations division, a JLOC functions as the single POC 
for coordinating timely and flexible logistic response into the AOR, relieving the JTF, if 
formed, of as much of this function as possible.  The JLOC may also perform continuous 
coordination with strategic-level providers such as the Defense Logistics Agency, 
USTRANSCOM, the Services, and the GCC’s staff to ensure the required flow of support to 
the JTF. 


For further details on the JLOC, refer to JP 4-0, Joint Logistics. 


(5)  Liaison Section.  The liaison section in foreign operations is crucial to 
coordination with USG agencies, NGOs, and IGOs.  A liaison section assists the JFC in 
coordinating military activities among MNFs, other USG agencies, engaged IGOs and 
NGOs, the HN, and indigenous populations.  Military forces, engaged agencies, and the HN 
should consider exchanging liaison personnel in order to maximize information flow and 
interagency coordination.  Information should flow in both directions.  NGO liaisons should 
have the opportunity to brief military commanders on NGO capabilities, plans, and 
infrastructure as well as disposition in the JOA.  The CMOC facilitates coordination and 
exchange of information.  Alternatively, the HN may establish a coordination center to 
organize and provide liaison personnel.   


(a)  Area-qualified CA personnel are well suited for liaison tasks.  Commanders 
should be aware that close participation of civilian agencies with uniformed military in 
hostile and uncertain environments may result in those same civilian organizations being 
targeted by adversaries.  This can lead to hesitation by some organizations to meet and liaise 
with the military.  In situations where open civilian organizational contact with the military 
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may cause a concern for security, coordination, cooperation, and information sharing can still 
be attempted through less visible means of communication to achieve unity of effort. 


(b)  Establishing liaison relationships.  Liaison is that contact or 
intercommunication maintained between elements of military forces or other agencies to 
ensure mutual understanding and unity of purpose and action.  Various types of liaison 
coordination models may be used, depending upon level of commonality between 
stakeholders (is relationship cooperative or based on coexistence?).  In establishing the 
liaison relationship, the JFC should be clear on the liaisons’ roles and authorities, and ability 
to speak for their home agency or organizations.  Liaisons should not replace standing DOD 
processes, especially at the strategic level, but they can help to flatten bureaucratic structures 
by streamlining information flows.  Liaisons can assist by providing advice and information, 
translation between organizational cultures, and reachback to a home agency or organization.  
DOD should consult with interagency coordination cell/JIACG (or equivalent organization).    


(c)  Types of liaison relationships to consider: 


1.  Colocation:  this is the most intimate liaison relationship.  Care should 
be given to understand the liaison’s role and authorities. 


2.  Liaison Exchange:  temporary or permanent exchange of LNOs. 


3.  Limited Liaison:  exchange of officers for a limited time period; 
normally limited to meetings or specified hours. 


4.


(6)  The Multinational Planning Augmentation Team (MPAT) program is a 
cooperative multinational effort to facilitate the rapid and effective establishment and/or 
augmentation of a multinational task force HQ.  The MPAT provides responsive 
multinational expertise in CAP.  It is a validated process for integration of other nation’s 
militaries, IGOs, and NGOs.  This structure reinforces the use of a trained cadre that have 
worked with IGOs and NGOs prior to a crisis within an AOR and that deploys to the task 
force HQ once a crisis occurs.  The MPAT program develops and practices multinational 
planning and execution procedures for operational level task forces.  By necessity, this 
includes coordination, collaboration, and cooperation with USG organizations, IGOs, NGOs, 
and HN government agencies.  MPAT exercises, workshops, and deployments to actual 
disaster responses have validated the MPAT program and its comprehensive, integrated 
approach to multinational, multiagency, and humanitarian community crises responses. 


  Interlocutor:  using appropriate bridge organization liaison or 
coordination officers to bridge or buffer civilian and military members. 


For more information, see JP 3-16, Multinational Operations, and http://www1.apan-
info.net/mpat. 


(7)  When IMS is activated, an integration planning cell may deploy from the 
CRSG and colocate with the designated GCC’s HQ.  The integration planning cell should be 
established in conjunction with the development of a US strategic plan.  It supports the GCC 
in integrating the military plan with the civilian components of the US strategic and 
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implementation plans and serves as the representation of all participating agencies and the 
CRSG to the GCC. 


(8)  There is an implicit assumption that a HN has a functioning national 
government with which to liaise.  Under crisis or other military operations, this may or may 
not be the case.  Also, HN liaison may be required at multiple levels of government (e.g., 
national, regional, local) and involve informal structures (e.g., tribes, clans). 


CIVIL-MILITARY COOPERATION 


“The 24th MEU [Marine Expeditionary Unit] had a unique mission and 
reporting relationship.  We fell under NATO [North Atlantic Treaty 
Organization] ISAF [International Security Assistance Force] and were 
operating in the Task Force Helmand AO [area of operations]; consequently 
“CIMIC” [civil-military cooperation] (CA) [civil affairs] and PRT [provincial 
reconstruction team] responsibility for Helmand Province belonged to the 
British.  On the military side, the CA coordination involved ISAF 
headquarters in Kabul, Regional Command South (RC South) in Kandahar, 
Task Force Helmand and also the PRT in Lashkar Gah.  Outside the military 
channels were USAID [US Agency for International Development] (the major 
redevelopment entity in Afghanistan), the United Nations (UNICEF [United 
Nations Children’s Fund], WHO [World Health Organization] and UN [United 
Nations] Assistance Mission to Afghanistan ‘UNAMA’) and the International 
Committee of the Red Cross.  Also operating in Afghanistan are hundreds of 
NGOs [nongovernmental organizations].  In addition to all these actors, the 
Afghan government itself is in the early stages of its redevelopment and its 
ministries, which control most programs centrally from Kabul, are fledgling 
enterprises with varying degrees of competency. 


We hit the ground in Kandahar somewhat blind of this highly complex 
mixture of governmental organizations and nongovernmental organizations 
involved in stabilization and reconstruction/redevelopment activities.  It was 
only near the end of the deployment did I fully ascertain the depth and 
breadth of agencies and plans at play in Afghanistan. 


The impact to any unit deploying to Afghanistan is that there needs to be 
awareness of the agencies, organizations, plans, and programs that are or 
will be in play within an area of operations.  This is no small task as there is 
no entity wholly responsible for all these actors and programs; 
consequently, activities can occur within an AO without knowledge of the 
PRT or even the responsible Ministry.  Interagency coordination is a 
constant endeavor and will be essential to ensuring unit efforts are 
integrated with big-picture plans.” 


SOURCE:  After Action Review 
Detachment 4-3 


4th Civil Affairs Group 
2 October 2008 
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f.  Interorganizational Roles and Relationships.  USG agency, IGO, and NGO 
preparation, planning, and participation in operations should occur at the earliest phases of 
an anticipated operation. 


(1)  The NSC, through the interagency committee system, using IMS if 
activated, designates a lead government agency (normally DOS) for the mission to 
ensure coordination among the various USG agencies.  The USG, via the NSC, NSC/PC, 
or NSC/DC, may develop and promulgate a plan for an operation.  CCDRs and subordinate 
JFCs participate in POLMIL planning through JS. 


(2)  Within the theater, the GCC is the focal point for planning and implementation 
of regional military strategies that require interagency, IGO, and NGO coordination.  In 
developing joint operation plans, CCDRs may also (and on OPLANs are directed to) develop 
annex V (Interagency Coordination) to request and guide interagency, IGO, and NGO 
activities with military operations.  GCCs should coordinate with OSD and JS to develop 
annex V with the relevant USG agencies.  Annex V is moving toward a product, which is 
developed in collaboration with other relevant USG agencies, which participate at the onset 
of the planning process.  COAs developed by the GCC’s staff should consider, and 
incorporate as appropriate, relationships that have been developed with USG agencies, IGOs, 
and NGOs. 


(a)  When developing joint operation plans, planners should seek to identify 
opportunities to support and promote a unified USG approach to achieving national security 
objectives. 


(b)  Where appropriate, joint operation plans will synchronize the CCDR’s 
military engagement, security cooperation, and deterrence activities with the major national 
security engagement operations, activities, and actions of USG agencies in the AOR. 


(c)  When developing and assessing joint operation plans, planners should 
consider analysis of the effectiveness of USG military engagement, security cooperation, and 
deterrence activities by country in meeting US national security policy objectives.  Planners 
should identify where the application of DOD resources could be used to address shortfalls 
in achieving priority policy objectives, to include conflict prevention. 


(d)  During the development of contingency plans, planners should identify 
decision points and desired interagency preparatory activities required to transition from a 
DOD-supporting to DOD-supported role. 


(e)  Contingency plans will establish a framework for estimating interagency 
support to DOD activities and DOD support to civilian activities and then validating, by 
agency, projected support with regard to agency capacity and intentions. 


g.  Public Affairs and Media Support.  The JFC’s PAO plays a major role in keeping 
USG agencies and NGOs informed on the capability and intent of the joint force and 
coordinating public information activities to ensure consistency of messages. 
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(1)  At the national level, the Office of the Assistant Secretary of Defense (Public 
Affairs) (OASD[PA]) interfaces with USG agencies in the NSC/DC and issues PA guidance. 


(2)  At the theater level, PA planning includes coordination with USG agencies, 
NGOs, the ambassador, the country team (particularly the embassy PAO), the HN, national 
and international media, and media elements of member forces.  It is essential that the overall 
OPLAN be developed with consideration given to the public communication requirements of 
the operation and associated capabilities needed for execution.  Additionally, a PA and 
media plan should be developed before the operation begins.  A MOC may be established to 
facilitate the dissemination of information and media coverage of operations and promote 
coordination and responsiveness.  When a MOC is established, it is often appropriate to 
include media and PA representatives from the aforementioned organizations.   


(3)  Public Affairs Planning with Intergovernmental Organizations.  The 
OASD(PA) provides overall PA guidance and coordinates PA actions affecting IGOs.  
Planning for support to UN missions will normally include coordination with UN press 
office personnel through OASD(PA).  JTF PA efforts should include the identification of 
POCs and authorized spokespersons within each IGO.  


For additional information on PA, refer to JP 3-61, Public Affairs. 


7.  Joint Task Force Considerations 


a.  Mission Analysis 


(1)  JTF Assessment Team.  A valuable tool in the mission analysis process is the 
deployment of a JTF assessment team to the projected JOA.  The purpose of the assessment 
team is to establish liaison with the ambassador or COM, country team, HN, and, if present, 
multinational members, UN representatives, and IGO and NGO representatives.  USAID, 
because of the extensive contacts it develops in carrying out development work at the 
community level, can provide key situational awareness for JTF assessments.  The JTF 
assessment team is similar in composition to the HAST and, if provided early warning of 
pending operations, may be able to conduct assessment in association with the HAST.  The 
CJTF determines the composition of the assessment team and should include staff members 
who are subject matter experts and representatives from Service and functional components 
expected to participate in the actual operation.  USG agency representation may include the 
USAID/OFDA DART for purposes of FHA operations.  Special operations force personnel 
who possess necessary cultural, language, and technical skills may be included.  The 
assessment team may also assist in clarifying the mission and determining force 
requirements and force deployment sequences for the JTF. 


(2)  Coordinated Operations.  Operations by USG agencies, the equivalent 
agencies of other national governments, IGOs, and NGOs, in concert with or supplementing 
those of HN entities, will normally be in progress when US forces arrive in a JOA.   


(3)  Priority Task.  This may be a military action, a humanitarian task, or a 
combination of both.  In certain situations, interagency, IGO, and NGO coordination must be 
a top priority of the CJTF. 







Chapter IV 


IV-24 JP 3-08 


(4)  Regional Strategy.  In further analyzing the mission, consider how the regional 
strategy will affect joint force planning and operations in the projected JOA.  The NSC, 
DOS, COM, and the GCC will provide the regional strategy and an appreciation for how the 
regional strategy affects the countries involved in projected operations.  This may affect 
COA development, SC themes and messages, and planning and execution activities.  A well-
defined regional strategy will delineate the military mission and assist in determining force 
requirements and defining the end state. 


(5)  Political Considerations.  The assessment team should include sufficient 
expertise to realistically evaluate the political situation.  The JFC should quickly establish 
a relationship with the COM, the country team, the USAID mission director, and USG 
agency representatives in country.  To the extent that USG agencies are not present, 
consideration should be given to placing representatives of relevant USG agencies on the 
assessment team. 


(a)  Situation permitting, the JFC and key staff members should meet with the 
regional and functional elements of the involved USG agencies, JS, and the embassies (in 
Washington, DC) of the nations involved.  Establishing an effective working relationship 
with the COM will help in any foreign endeavor.  Each US mission, as well as the various 
DOS geographic and functional bureaus involved, will likely provide different perspectives 
and issues to consider. 


(b)  Information-sharing relationships between the JTF, local and national 
authorities, the country team, USG agencies, IGOs, and NGOs should be established at the 
earliest stages of planning.  One of the most important ways to develop confidence and 
facilitate mutually beneficial information exchange with non-USG agencies is to establish a 
clear intent to share information.  In this regard, clear guidelines are promulgated to the JFC 
staff in order to avoid over-classification of information and to allow information to be 
declassified as early as operational conditions permit.  Commanders should consider local 
and organizational sensitivities to information-gathering activities by joint forces—
especially those that may be interpreted as ‘intelligence collection.’  Additionally, 
commanders may consider providing the appropriate means (e.g., accessible portal, 
communication equipment, and technical support) to IGOs and NGOs to allow for better 
information sharing.  It is also desirable to share a COP with personnel from non-DOD 
agencies.  Because most COPs are classified, commanders should seek technological 
solutions that offer an unclassified version of the COP to share with participants who do not 
have security clearances.  The capacity to access classified information is an issue for USG 
agencies such as USAID.  Classified computers may be limited in US embassies and not all 
staff may have access to them. 


(6)  JTF HQ.  The location of the JTF HQ, whether afloat or ashore, is important.  
Not only should it be defensible, it should be geographically positioned to work with the HN 
political and private sectors, relief organizations, the media, and MNFs, if present.  
Proximity to the American embassy or US diplomatic mission may enhance interagency, 
IGO, and NGO coordination. 
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b.  Organizational Tools for the JTF.  The CJTF should consider the establishment of 
C2 structures that account for and provide coherence to the activities of all elements in the 
JOA.  In addition to military operations, these structures should include the political, civil, 
administrative, legal, and humanitarian elements as well as IGOs, NGOs, and the media.  
The CJTF should ultimately consider how joint force actions and those of engaged 
organizations contribute toward the desired end state.  This consideration requires extensive 
liaison and routine contact with all involved parties as well as reliable communications.  An 
assessment team’s mission analysis will assist the CJTF in the establishment of an executive 
steering group (ESG), CMOC, and liaison teams. 


(1)  Executive Steering Group.  The ESG is composed of senior military 
representatives from the JTF, principals of the embassy (e.g., ambassador, DCM, political or 
POLMIL counselor), the HN, IGOs, and possibly NGOs present in the JOA.  It is the high-
level outlet for the exchange of information about operational policies and for resolution of 
difficulties arising among the various organizations.  The ESG is charged with interpreting 
and coordinating strategic policy.  The ESG should either be co-chaired by the CJTF and 
ambassador or assigned outright to either individual, depending on the nature of the US 
mission.  A commander at any echelon may establish an ESG to serve as a conduit through 
which to provide information and policy guidance to engaged agencies. 


(2)  Civil-Military Coordination Board.  This board is the CJTF’s vehicle for 
coordinating civil-military support.  Membership is typically restricted to key representatives 
from the JTF staff sections involved in CMO.  The board can assist commanders in refining 
their intent for CMO in their commander’s intent or recommend a separate intent statement 
just for CMO.  CMO is a commander’s responsibility, not the responsibility of the CA 
staff/unit assigned to the JTF.  Under certain conditions, the civil-military coordination board 
may include representatives from key IGOs and NGOs. 


c.  JFCs are responsible to conduct CMO but they may establish a joint civil-military 
operations task force (JCMOTF) when the scope of CMO requires coordination and 
activities beyond that which the organic CMO capability could accomplish.  By design, the 
US Army CA command and brigade, the USN maritime CA group, or the Marine Corps CA 
group organizational structure can provide the operational C2 system structure to form a 
JCMOTF.  NGOs in the operational area may not have a similarly defined structure for 
controlling activities.  Further, many of these organizations may be present in the operational 
area at the invitation and funding of the HN.  As such, they may be structured to conform 
with HN regulations or restrictions which may conflict with military operations.   


For additional information on the JCMOTF, refer to JP 3-57, Civil-Military Operations. 


8.  Civil-Military Operations Center 


a.  The ability of the JTF to work with all organizations and groups is essential to 
mission accomplishment.  A relationship normally should be developed between military 
forces, USG agencies, civilian authorities, IGOs, NGOs, and the population.  The CMOC is 
a mechanism for the coordination of CMO that can serve as the primary coordination 
interface and provide operational and tactical level coordination between the JFC and other 
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stakeholders.  Despite its name, the CMOC generally does not set policy or direct operations.  
Conceptually, the CMOC is the meeting place of stakeholders.  In reality, the CMOC may be 
physical or virtual and conducted collaboratively through online networks.  The organization 
of the CMOC is theater- and mission-dependent—flexible in size and composition.  A 
commander at any echelon may establish a CMOC.  In fact, more than one CMOC may be 
established in an operational area, and each is task organized based on the mission. 


(1)  A CMOC is formed to: 


(a)  Carry out guidance and JFC decisions regarding CMO. 


(b)  Exchange Information.  Sharing information is a key function of the 
CMOC, but military staff must be careful to avoid the impression that stakeholder 
organizations are being used for intelligence gathering. 


(c)  Perform liaison and coordination between military capabilities and other 
agencies, departments, and organizations to meet the needs of the populace. 


(d)  Provide a forum for military and other participating organizations.  It is 
important to remember that these organizations may decide to attend CMOC meetings but 
may choose not to consider themselves members of the CMOC to better maintain their 
impartiality.  Many of these organizations consider the CMOC as a venue for informal 
stakeholder discussions but not as a stakeholder coordination forum. 


(e)  Receive, validate, and coordinate requests for support from NGOs, IGOs, 
IPI, the private sector, and regional organizations.  The CMOC then forwards these requests 
to the joint force for action. 


(2)  CMOCs are tailored for each mission.  When a CMOC is established, the 
CJTF should invite representatives of other agencies, which may include the following: 


(a)  USAID/OFDA representatives. 


(b)  DOS, country team, and other USG representatives. 


“Our relations with the United Nations/nongovernmental organization (NGO) 
community were furthered greatly by the operations of our three Civil-Military 
Operations Cells (CMOCs).  A CMOC gives a deployed commander great 
flexibility.  At Entebbe, the CMOC became essentially a part of the Joint Task 
Force (JTF) staff, in Kigali, the CMOC was a separate command, and in Goma, it 
was a part of the JTF staff once more.  A CMOC gives a US unit an invaluable 
asset in opening relations with the relief community, which, at least in our 
experience, is extensive.  Parts of the NGOs, notably the World Food Programme 
and the International Committee of the Red Cross (and others) are well organized 
and experienced in working in this kind of environment.  A CMOC gives the JTF 
commander the capability to coordinate and work with these agencies.” 


Operation SUPPORT HOPE 1994 After Action Report 
Headquarters, United States European Command 
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(c)  Military liaison personnel from participating countries. 


(d)  HN or local government agency representatives. 


(e)  Representatives of IGOs, NGOs, IPI, the private sector (as appropriate), 
and regional organizations. 


(3)  For foreign operations, the CMOC may be the focal point where US military 
forces coordinate any support to NGOs.  In many cases, however (particularly in FHA), an 
IGO may have already established coordination centers such as the UN cluster system.  In 
these cases, the JFC should consider how to leverage such extant structures to perform 
CMOC functions rather than trying to duplicate coordination structures.  A JFC may employ 
a CMOC if needed, or provide CMOC capabilities to support HN or civilian partners if 
required to accomplish coordination.  If possible, NGO LNOs should be identified to work 
within the CMOC.  Often, NGO representatives who are unwilling to come to a military or 
USG facility are more comfortable engaging at a UN or HN run site.  As private 
organizations, NGOs are very unlikely to place themselves in a supporting role to the 
military.  They may, however, accept grant funding from IGOs or USG agencies like 
USAID, thereby taking the role of “implementing partners.”  While this relationship is not as 
strong as command authority or even a contract, it does give the granting agency some 
oversight authority over how the funds are spent for the activities specified in that 
agreement. 


For additional information on the CMOC, refer to JP 3-57, Civil-Military Operations. 


b.  During large-scale FHA operations, US forces may organize using the CMOC (see 
Figure IV-2).  When possible, if both are established, the CMOC should colocate with the 
HOC to facilitate operations and assist in later transition of any CMOC operations to the 
HOC. 


c.  In FHA operations, the UN organizes along key “clusters” for FHA response.  
Coordination meetings hosted by UN elements may supplant the need for a US-military run 
CMOC.  Commanders should be careful to complement rather than compete with the UN 
cluster meetings; NGOs are far more likely to participate in UN-sponsored meetings than 
US- (especially US military) sponsored coordination and deconfliction meetings.   


(1)  The UN cluster approach provides the coordination and decision-making 
structures to enhance humanitarian response capacity, predictability, accountability, and 
partnership.  The cluster approach aims to ensure that, within the international humanitarian 
response, there is a clear system of leadership and accountability for all the key sectors or 


“Instead of thinking about warfighting agencies like command and control, you 
create a political committee, a civil-military operations center—CMOC—to interface 
with volunteer organizations.  These become the heart of your operations, as 
opposed to a combat or fire support operations center.” 


General A. C. Zinni, US Marine Corps 
Commander, US Central Command 
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areas of humanitarian activity.  The cluster approach is intended, therefore, to strengthen 
rather than to replace sectoral coordination under the overall leadership of the humanitarian 
coordinator, with a view to improve humanitarian response in emergency situations.  The 
global clusters include: agriculture; camp coordination/management; early recovery; 
education; emergency shelter; emergency telecommunications; health; logistics; nutrition; 
protection; and water, sanitation, and hygiene.  Some or all clusters may be used or modified 
based on the situation. 


(2)  The UN may also form a combination of a UN disaster assessment and 
coordination (UNDAC) team, an on-site operations coordination center (OSOCC), or a 


 
Figure IV-2.  Notional Composition of a Civil-Military Operations Center 
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humanitarian operations coordination center (HOCC).  These operations centers assist the 
local emergency management authority of the HN to coordinate international relief efforts.  
In NATO or multinational operations the CMOC may be called CIMIC [civil-military 
cooperation]. 


For more information, refer to JP 3-29, Foreign Humanitarian Assistance. 


d.  The CJTF must carefully consider where to locate the CMOC.  Security, FP, and 
easy access for agencies and organizations are all valid considerations.  The location should 
be distinct and separate from the joint force operations center, regardless if geographically 
colocated.  If security conditions permit, every effort should be made to locate the CMOC 
“outside the wire” in order to maximize participation by IGOs and NGOs that want to 
minimize the appearance of close association with military operations. 


e.  Political representatives in the CMOC may provide the CJTF with avenues to satisfy 
operational considerations and concerns, resulting in consistency of military and political 
actions.  Additionally, the CMOC forum provides stakeholders a single point of coordination 
with the military, which facilitates the unified efforts of a joint force and the relief 
community. 


(1)  It is incumbent on the military not to dictate what will happen but to coordinate 
a team approach to problem resolution. 


(2)  A JFC cannot direct interagency cooperation among engaged agencies.  
However, working together at the CMOC on issues like security, logistic support, 
information sharing, communications, and other items can build a cooperative spirit among 
all participants.  


f.  A CMOC usually conducts daily meetings to identify participants capable of 
fulfilling needs.  Validated requests go to the appropriate JTF or agency representative for 
action.  Figure IV-3 depicts some of the CMOC functions. 


CIVIL-MILITARY OPERATIONS CENTER IN PROVIDE COMFORT 


Humanitarian relief organizations operating in southern Turkey and northern 
Iraq coordinated their activities with those of the JTF through the Civil-
Military Operations Center (CMOC).  The CMOC was colocated with the 
Humanitarian Operations Center that coordinated the activities of the UN and 
other humanitarian relief organizations.  The CMOC was coequal with the 
traditional J-staff sections.  CMOC military officers coordinated activities 
with both State Department officials and relief workers.  The CMOC in Turkey 
demonstrated the efficiency and effectiveness of the concept.  It provided a 
focal point for coordination of common civil-military needs and competing 
demands for services and infrastructure, rather than relying on random 
encounters between relief workers and staff officers. 


SOURCE:  Operations Other Than War, Vol. 1, Humanitarian Assistance, 
Center for Army Lessons Learned, December 1992 
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For further guidance on CMOC, refer to JP 3-57, Civil-Military Operations. 


g.  Liaison Teams.  Once established in the JOA and operating primarily from the 
CMOC, or HOC, if established, liaison teams work to foster a better understanding of 
mission and tactics with other forces, facilitate transfer of vital information, enhance mutual 
trust, and develop an increased level of teamwork. 


(1)  Liaison is an important aspect of joint force C2.  Liaison teams or 
individuals may be dispatched from higher to lower, lower to higher, laterally, or any 
combination of these.  In multinational operations, liaison exchange should occur between 
senior and subordinate commands and between lateral or like forces. 


(2)  The need for effective liaison is vital when a JTF is deployed and operating 
in conjunction with MNFs.  The likelihood that a JTF may operate with not only traditional 
allies, but also with nations with which the US does not have a long history of formal 
military cooperation, requires the CJTF to plan for increased liaison and advisory 
requirements. 


 
Figure IV-3.  Civil-Military Operations Center Functions 
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(3)  Qualifications of a JTF LNO assigned to a national or multinational 
operation include a solid knowledge of doctrine, force capabilities, language proficiency, 
regional expertise, and cultural awareness.  CA or multinational support teams may be 
available to serve as LNOs.  The use of contracted interpreters to augment a liaison team 
may be another option. 


h.  Humanitarian Operations Center.  During large-scale FHA operations, when it 
becomes apparent that the magnitude of a disaster will exceed a HN’s capacity to manage it 
unilaterally, the HN may want to establish a HOC to facilitate the coordination of 
international aid. 


(1)  Although the functions of the HOC and CMOC are similar, there is a 
significant difference.  The CMOC is established by and works for the CJTF.  The HOC is 
normally established under the direction of the government of the affected country or the 
UN, or possibly OFDA during a US unilateral operation.  HOCs, especially those established 
by the UN, are horizontally structured organizations with no command or control authority, 
where all members are ultimately responsible to their own organizations or countries.  The 
US ambassador or designated representative will have a lead role in the HOC.  Additionally, 
the HOC operates at the senior, national level to coordinate strategic and operational unity 
of effort, while the CMOC works at the local level coordinating US actions to achieve 
operational and tactical unity of effort. 


(2)  The HOC membership should consist of representatives from the affected 
country, the US embassy or consulate, joint force (most likely from the CMOC), OFDA, 
UN, IGOs, NGOs, and any other major organizations. 


(3)  The HOC coordinates the overall relief strategy, identifies logistic requirements 
for the various organizations, and identifies, prioritizes, and submits requests for military 
support to appropriate agencies.  Requests for military support may be submitted to the JTF 
through the CMOC. 


(4)  An end state goal of the HOC should be to create an environment in which the 
HN is self-sufficient in providing for the population’s humanitarian needs, and no longer 
requires external assistance. 


For further information on HOC, refer to JP 3-29, Foreign Humanitarian Assistance. 


i.  CMOC–JIACG (or Equivalent Organization) Relationship.  A CA command has 
the capabilities to provide theater-level analysis of civil considerations in coordination with 
the JIACG (or equivalent organization) and to develop strategic-level civil input to the 
supported JFC.  A CMO staff section plans, coordinates, and provides staff oversight of 
CMO and civilian component issues through direct coordination with the supported unit’s J-
3.  Throughout the process, this staff section’s plans officer continuously ensures the fusion 
of the civil inputs received from subordinate CA elements, maneuver elements, USG 
agencies, NGOs, IGOs, and HN sources (private/non-private sectors) to the JFC COP.  The 
integration of CMO into the staff or working group is imperative.  The capabilities of the 
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private sector partnership when orchestrating interagency coordination can and may prove to 
be highly valuable. 


9.  Provincial Reconstruction Teams 


a.  A provincial reconstruction team (PRT) is an interim interagency organization 
designed to improve stability in a given area by helping build the legitimacy and 
effectiveness of an HN local or provincial government in providing security to its citizens 
and delivering essential government services.  PRTs vary in structure, size, and mission.  
PRTs extend the reach, capability, and capacity of governance and facilitate reconstruction.  
While the PRTs are primarily concerned with addressing local conditions, they also work on 


CLUSTER SYSTEM IN HAITI 


Following the devastating earthquake in Haiti on January 12, 2010, the 
international humanitarian community has made significant progress in 
establishing humanitarian coordination structures.  USAID [US Agency for 
International Development] Disaster Assistance Response Team 
(USAID/DART) staff highlight the critical role of the internationally 
recognized humanitarian cluster system in coordinating response efforts. 


Clusters provide a forum for humanitarian organizations to coordinate 
response efforts by sector and are led by designated agencies with relevant 
technical expertise.  The cluster system seeks to ensure greater 
predictability and accountability in response efforts, while simultaneously 
strengthening partnerships between agencies.  Application of the cluster 
system has contributed to significant progress on a range of issues, 
including broadened partnerships with NGOs [nongovernmental 
organizations]; agreement on common sector standards, tools, and 
guidance; development of common training modules; creation of common 
stockpiles; and development of surge deployment rosters.   


OCHA [Office for the Coordination of Humanitarian Affairs] activated twelve 
sector-specific clusters within the first ten days following the crisis.  The 
active clusters include: Camp Coordination and Camp Management; 
Education; Emergency Shelter and Non-Food Items; Food Aid; Logistics; 
Nutrition; Protection; WASH [water, sanitation, and hygiene]; Agriculture; 
Early Recovery; Emergency Telecommunications; and Health.  Ten 
international humanitarian agencies and the Government of Haiti (GoH) are 
currently serving as lead agencies managing the twelve clusters. 


Most NGOs operating in Haiti are participating in the cluster coordination 
structure, due in large part to a consistent message from the UN [United 
Nations], donors, other NGOs, and the GoH that if agencies want to be 
involved in the response, participation in the coordination and planning 
structure is critical. 


Various Sources 
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building and improving communication and linkages among the central government, 
regional, and local agencies. 


b.  In an uncertain environment, a PRT is a civil-military organization that assists with 
development and governance below the national level.  PRTs operate by combining security 
forces for protection with other military and civilian personnel for support, development, and 
governance into one cohesive team.  PRTs can be led by either a military or DOS officer 
depending on the situation.  DOD personnel comprise the security element and personnel 
from appropriate USG agencies comprise the civilian element.  PRTs facilitate campaign 
plans in a collapsed state setting or the internal defense and development strategy in an HN. 


c.  It is vitally important that the PRT leadership ensure that the guidance provided by 
multiple agencies is carefully coordinated and mutually reinforcing, and that they report to 
higher HQ when there are inconsistencies or when difficulties occur.  The PRT is an 
important “ground truth” check on interagency coordination at higher levels; if differing 
guidance cannot be integrated at the PRT level, it may indicate disjointed coordination or 
planning at the regional or national level.  The PRT’s activities are developed through a 
common assessment of the situation and integrated implementation plan. 


See Appendix F, “Provincial Reconstruction Team,” for a detailed discussion of PRTs. 


d.  Other civil-military teams of interagency experts can be formed to conduct specific 
missions such as agricultural, economic, and counterterrorism (CT).  The field advance 
civilian teams (FACTs) described in the IMS are one example; JIATFs are another (see 
Appendix E, “Joint Interagency Task Force.” 


10.  Strategic Communication 


a.  SC is a whole-of-government effort involving much more than military activities, and 
therefore requires a high level of coordination and synchronization among interagency 
partners to achieve unity of effort.  This is a continuous process that occurs at all levels and 
across the range of interagency operations in order to communicate with friends, general 
populaces, governments, adversaries, and domestic audiences alike, within statutory 
restrictions.  The NSC is the overall mechanism by which SC is coordinated across the 
interagency community.  CCDRs should provide input into theme, message, and story 
development and delivery through their CJCS representative to the NSC, in coordination 
with OSD.  JFCs oversee execution of actions and communication of themes and messages. 


b.  Effective communication by the United States must build upon coordinated actions 
and information at all levels of the USG to maintain credibility and trust.  This will be 
accomplished through an emphasis on accuracy, consistency, veracity, timeliness, and 
transparency in words and deeds.  Such credibility is essential to building relationships that 
advance our national interests. 


c.  All departments and agencies throughout the USG share responsibility for effective 
SC.  Efforts led by the DOS improve the integration of information as a vital instrument of 
national power.  This includes developing the most effective processes for communication 
assessment and analysis, and for delivering information to key audiences, both internal and 
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external.  The predominant military activities that support SC themes, messages, images, and 
actions are IO, PA, and DSPD.  While CCDRs directly control assigned PA and IO assets, 
they do not direct those assets engaged in public diplomacy, which are the responsibility of 
DOS or the local US embassy.  This highlights the interagency nature of SC. 


d.  The synchronized application of IO enables the JFC to affect and influence a 
situation by enabling joint forces freedom of operation across the information environment.  
While IO is focused on creating effects against adversaries for the JFC and preventing 
adversaries from doing the same to us, there is a broader set of DOD information activities 
that serve USG interests.  For example, DOD may collaborate with other agencies for public 
diplomacy programs that directly support DOD’s mission. 


e.  What the media reports has a substantial influence on public attitudes about 
operations, which in turn can drive policy decisions.  Most USG agencies have media 
engagement representatives dedicated to reporting their activities, each with multiple sources 
within the respective organization.  DOD primary representatives for this effort are PA.  At 
the slightest indication of a potential operation, the media will be asking for information and 
having a dramatic influence on the interagency, IGO, and NGO process—whether at the 
strategic decision-making level of the NSC or in the field as IGOs and NGOs vie for public 
attention and necessary charitable contributions.  Responding to competing or contradictory 
news reports can divert valuable resources from planning and execution.  It is imperative 
for commanders and their staffs to consider the impact that information has on the 
operation and in the interagency process, to ensure that plans adequately address PA, 
and that there is substantial PA expertise involved in crisis planning for operations.  
The White House Office of Global Communications facilitates White House and interagency 
efforts to communicate with foreign audiences.  The DOS Bureau of International 
Information Programs is the international communications service for the US foreign affairs 
community.  Commanders and their staffs should plan for PA activities to function in 
coordination with national-level communication initiatives.  All participating agencies and 
organizations need to establish and agree early in the planning process on procedures for 
media access, issuing and verifying credentials, briefing, escorting, and transporting of 
media members and their equipment.  Planners must include the development of PA 
guidance as part of the interagency, IGO, and NGO coordination before executing the plan.  
This guidance provides a common reference for all military and USG organizations.  Clearly 
established responsibility for interaction with the media ensures, to the extent possible, the 
media hears a constant theme.  Commanders should identify appropriate spokespersons, and 
plans should include when, how, and from which locations they will address media. 


f.  The need for clear and coordinated whole-of-government themes is paramount.  
Equally important is that the subordinate themes, messages, or story are appropriately 
delivered and tailored to the target audience.  Cultural understanding and knowledge of the 
key communicators within the operational area are essential.  For example, it is imperative to 
understand (or at least have an appreciation for) the values system of the target audience.  
This understanding enables a better connection with the people and gives us an advantage 
with which to discredit adversary IO.  What worked in one environment will not necessarily 
work due to central versus decentralized government, different value systems, completely 
different media and communication means, and the sophistication level of the population.  
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With the greater dispersion of units and the decentralized nature of operations, more junior 
leaders will be engaging with the leaders in the indigenous population and with the media.  
Execution of SC includes synchronizing themes, messages, images and actions; selecting the 
proper delivery vehicle; optimizing types of media; and integrating beliefs and attitudes that 
influence the intended audience.  Leaders should work to understand the media landscape, 
but also consider the impact of timing and tempo of any information released to the media, 
and how the information will be received by the intended and unintended audiences. 


g.  CCDRs and staffs should include SC considerations in planning for joint operations 
and in the interagency process.  Each USAID country mission also has a communications 
and outreach strategy.  Each of the communication activities under the direction of the 
CCDR have the ability to influence and inform key foreign audiences through words, 
images, and actions to foster understanding of US policy and advance US interests.  
Collaboratively, they can help shape the operational environment.  CCDRs plan, execute, 
and assess these activities to implement security cooperation plans in support of US 
embassies’ information programs, public diplomacy, and PA programs directly supporting 
DOD missions.  However, as for any mission or operation, close coordination with the 
CCDR’s legal office, and affected staff office (e.g., PA) or agency representative (e.g., DOS, 
DHS) is prudent. 


h.  DSPD are those activities and measures taken by the DOD components to support 
and facilitate public diplomacy efforts of the USG. 


(1)  DSPD ensures DOD supports a coherent and compelling DOS “diplomacy of 
deeds” in concert with other USG agencies.  DOS maintains the lead for public diplomacy 
with the DOD in a supporting role.  Through DSPD, DOD collaborates with other USG 
agencies for public diplomacy programs that directly support the DOD mission.  It is critical 
that all DOD information activities be conducted in concert with the broader USG SC effort 
and support the NSS. 


(2)  DSPD can collaboratively shape the operational environment in support of USG 
information activities through security cooperation efforts. 


(3)  DSPD activities can also collaboratively shape the operational environment in 
support of USG information activities through efforts that may include, but are not limited 
to, humanitarian and civic assistance, FHA, counterdrug activities, and activities supporting 
global CT. 


(4)  DSPD activities should be documented in paragraph 3.b.(5) of annex Y, 
(Strategic Communication), of the joint operation plan. 


(5)  DSPD activities include: 


(a)  Identify target audiences, assign responsibility, and outline specific plans 
for communicating key public diplomacy programs and policies to target audiences. 


(b)  Identify partners with whom DOD works. 
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(c)  Identify subject matter experts who can explain and advocate US policy.   


(d)  Identify workers who speak foreign languages and could 
translate/participate in interviews.   


(e)  Recommend envoys to advance public diplomacy efforts. 


(f)  Outline current activities and programs that can be linked to support global 
public diplomacy. 


(g)  Develop criteria to evaluate effectiveness. 


For more information, refer to the US National Strategy for Public Diplomacy and Strategic 
Communication and Commander’s Handbook for Strategic Communication. 
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APPENDIX A 
UNITED STATES GOVERNMENT AGENCIES 


    Annex A Department of Agriculture  
      B Department of Commerce  
      C Department of Defense  
      D Department of Energy  
      E Department of Homeland Security 
      F Department of Justice  
      G Department of State  
      H Department of Transportation  
      I Department of the Treasury  
      J Central Intelligence Agency  
      K National Security Council  
      L Peace Corps 
      M United States Agency for International Development 
      N Environmental Protection Agency 
      O General Services Administration 
      P Office of the Director of National Intelligence 
      Q Department of Labor  
      R Department of Health and Human Services 
 


UNITED STATES GOVERNMENT AGENCIES 


1.  This appendix provides descriptions of USG agencies with which DOD has frequent 
interaction or that a deployed joint force may encounter during operations. 


2.  The description of individual agencies is limited to those components that DOD may 
normally encounter.  Issues of mutual interest and considerations are highlighted. 


3.  The Snapshot of Emerging US Government Civilian Capabilities to Support Foreign 
Reconstruction and Stabilization Contingencies, Institute for Defense Analyses document D-
3269, provides a May 2006 snapshot of the emerging civilian capabilities of the USG to plan 
and conduct R&S operations during interventions in foreign nations. 
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ANNEX A TO APPENDIX A 
DEPARTMENT OF AGRICULTURE 


1.  Overview 


The US Department of Agriculture (USDA) (http://www.usda.gov) provides leadership 
on food, agriculture, natural resources, and related issues based on sound public policy, the 
best available science, and efficient management. 


2.  Authority and Responsibilities 


a.  Within the USDA, most day-to-day international responsibilities are exercised by the 
Foreign Agricultural Service (FAS).  FAS has the primary responsibility for USDA’s 
international activities—market development and agricultural trade agreements, food aid 
programs, and agricultural development assistance. 


b.  The agency is represented by agricultural counselors and attachés working with US 
embassies throughout the world.  FAS has a global network of agricultural economists, 
marketing experts, negotiators, and other specialists that few organizations can equal.  FAS 
agricultural counselors, attachés, trade officers, and locally employed FAS staff stationed in 
over 90 countries support US agricultural interests.  In addition to agricultural affairs offices 
in US embassies, agricultural trade offices also have been established in a number of key 
markets and function as service centers for US exporters and foreign buyers seeking market 
information.  FAS overseas offices serve as the USDA’s “eyes and ears” for monitoring 
international issues.  FAS counselors and attachés work hand-in-hand with the country’s 
ambassador and other members of the country team.  They work to ensure that agriculture’s 
market access, food aid, capacity building, biotechnology, and information gathering remain 
at the forefront. 


3.  Organizational Structure 


For field coordination, initial contact should be made through the FAS agricultural 
counselor or attaché, or directly to FAS, Office of Capacity Building and Development 
(OCBD), if there is no agricultural office.  To coordinate agricultural development and 
emergency technical assistance, the FAS/OCBD has major responsibilities.  The Deputy 
Administrator for FAS/OCBD has the authority to accept funding and implementation 
responsibilities on behalf of the USDA technical agencies, and to assist in the 
implementation process.  FAS/OCBD also coordinates USDA relations with a variety of 
governmental organizations, IGOs, and NGOs. 


4.  Capabilities and Core Competencies 


a.  FAS carries out a broad array of international training, technical assistance, and other 
collaborative activities with developing and transitional countries to facilitate trade and 
promote food security.  In order to increase the benefits to developing nations participating 
in global agricultural markets, FAS offers numerous trade capacity-building programs.   
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b.  FAS helps nations understand and prepare for meeting World Trade Organization 
requirements.  FAS helps countries focus on the critical role science and technology can play 
in raising agricultural productivity in an environmentally sustainable way.  This includes 
assistance in developing appropriate policies and institutions to facilitate research and 
technology transfer in order to increase incomes, reduce hunger, and improve nutrition. 


c.  The FAS Cochran Fellowship Program brings agriculturists to the United States to 
give them exposure to such areas as US economic policies, agricultural business practices 
and products, and biotechnology benefits and safeguards. 


d.  Around the globe, FAS responds to special needs as they arise, such as contributing 
to reconstruction efforts in Iraq and Afghanistan, including helping them develop appropriate 
agricultural institutions and policies. 


5.  Department of Defense/United States Department of Agriculture Coordination 


USDA maintains surveillance of agricultural products and guards against potential plant 
or animal infestations entering the United States through global distribution ports of 
debarkation.  All forces and materiel returning to the United States and its territories through 
the global distribution network require USDA inspection.  Retrograde and return planning 
must include arrangements for cleaning and USDA inspection prior to shipment from the 
theater.  Failure to do so may result in serious delays to the shipment and significant costs to 
the shipper Service.  Coordination with USDA will be especially important in the event of 
exposure to a CBRN environment.  USDA also provides ongoing agricultural technical 
assistance in many overseas areas and can develop coordinated DOD CMO and USDA 
projects for given countries or regions. 
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ANNEX B TO APPENDIX A 
DEPARTMENT OF COMMERCE 


1.  Overview 


The mission of DOC is to promote job creation, economic growth, sustainable 
development, and improved living standards for all Americans by working in partnership 
with businesses, universities, communities, and workers to: 


a.  Build for a future and promote US competitiveness in the global marketplace, by 
strengthening and safeguarding the Nation’s economic infrastructure. 


b.  Keep America competitive with cutting-edge science and technology and an 
unrivaled information base. 


c.  Provide effective management and stewardship of our Nation’s resources and assets 
to ensure sustainable economic opportunities. 


2.  Capacity Building Roles 


a.  DOC is the primary USG agency for challenges and opportunities in the following 
areas: 


(1)  Building government to government relationships with HN ministry level 
representatives from trade, industry, and economic development related ministries. 


(2)  Resolving international trade issues. 


(3)  Understanding the economic impact of weather and protecting maritime 
resources. 


(4)  Advising HNs on government economic statistical reporting, census, and 
measures of standards and weights. 


(5)  Developing private sector economic growth and job creation strategies. 


(6)  Developing telecommunications policies to encourage infrastructure 
development and to leverage e-commerce, e-government, and educational goals.   


b.  DOC has an international presence through several different bureaus.  The 
International Trade Administration (ITA) has Foreign Commercial Service officers in most 
embassies and has resident country desk expertise.  The NOAA has worldwide weather 
monitoring capability and participates in a wide variety of international, scientific, technical, 
policy, and political forums.  Internationally, NOAA supports and promotes national policies 
and interests in ecosystem-based management, climate change, earth observation, and 
weather forecasting and will seek to maximize the mutual benefits of international exchange 
with its global partners.  NOAA also has Uniformed Services personnel who can provide 
liaison support to DOD.  The National Telecommunications and Information Administration 
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(NTIA) routinely participates in US delegations globally and works directly with foreign 
colleagues around the world, particularly with respect to information sharing and technical 
assistance. 


c.  The DOC has a number of intelligence and national security functions to include 
overseeing the export of sensitive technology, reviewing the Coastal Zone Management Act 
for national security impact, assessing the financial health and economic competitiveness of 
US industries that support defense capabilities and requirements under the Defense 
Production Act of 1950 and its amendments, and supporting measures to prevent the 
proliferation of WMD.   


3.  Organizational Structure 


DOC has numerous agencies that are capable of supporting R&S operations in a GCC’s 
area: 


a.  ITA’s mission is to help assure the continued ability of US firms and workers to 
compete and win in the global marketplace and to create prosperity by strengthening the 
competitiveness of US industry, promoting trade and investment, and ensuring fair trade and 
compliance with trade laws and agreements. 


b.  NOAA is an environmental science agency whose mission is to understand and 
predict changes in the Earth’s environment and conserve and manage coastal and marine 
resources to meet the Nation’s economic, social, and environmental needs.  The DOC works 
to advance the Nation’s role in the global economy through NOAA’s responsibilities for 
maintaining and improving the viability of marine and coastal ecosystems; delivering 
valuable weather, climate, and water information and services; understanding the processes 
and consequences of climate change; and supporting the global commerce and transportation 
upon which everyone depends. 


c.  Commercial Law Development Program (CLDP) helps achieve economic US foreign 
policy goals in developing and post-conflict countries through commercial legal reforms 
accomplished with direct government-to-government technical assistance programs 
developed by CLDP in collaboration with the HN to affect meaningful and lasting change to 
the legal and judicial environment in those countries. 


d.  Economics and Statistics Administration’s mission is to: help maintain a sound 
federal statistical system that monitors and measures America’s rapidly changing economic 
and social arrangements; improve understanding of the key forces at work in the economy 
and the opportunities they create for improving the well-being of Americans; develop new 
ways to disseminate information using the most advanced technologies; and support the 
information and analytic needs of the DOC and the Executive Branch. 


e.  National Institute of Standards and Technology’s mission is to advance 
measurements and standards so that the next wave of innovation can peak and reach its full 
potential in the marketplace and in terms of practical application and social utility. 
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f.  NTIA is responsible for the development of domestic and international 
telecommunications and information policy for the Executive Branch, for ensuring the 
efficient and effective use of the federal radio spectrum, and for performing state-of-the-art 
telecommunications research, engineering, and planning.  In addition, Congress has assigned 
to NTIA significant roles in the transition to digital television, the development of public 
safety interoperable communications, and most recently the deployment of broadband 
services under the authority of the American Recovery and Reinvestment Act of 2009.  
NTIA’s policy, spectrum management, research, and grant programs support emerging 
technologies and uses of spectrum resources for affordable, alternative communications 
services.  NTIA programs support an environment that fosters private sector innovation in 
telecommunications. 


g.  Bureau of Industry and Security’s mission is to advance US national security, foreign 
policy, and economic objectives by ensuring an effective export control and treaty 
compliance system and by promoting continued US strategic technology leadership.   


h.  US Patent and Trademark Office fosters innovation and competitiveness by 
providing high quality and timely examination of patent and trademark applications, guiding 
domestic and international intellectual property policy, and delivering intellectual property 
information and education worldwide. 


i.  Economic Development Administration’s (EDA) mission is to lead the federal 
economic development agenda by promoting innovation and competitiveness, preparing 
American regions for growth and success in the worldwide economy.  EDA gives funding 
priority to investment proposals that support: long-term, coordinated, and collaborative 
regional economic development approaches; innovation and competitiveness; 
entrepreneurship; and connecting regional economies with the worldwide marketplace. 


4.  Capabilities and Core Competencies 


a.  ITA can conduct capacity building in the HN by encouraging economic reforms that 
foster private sector development, economic growth, and job creation.  ITA has staff in most 
embassies.  ITA comprises the following divisions: 


(1)  Market Access and Compliance Division is focused on obtaining market access 
for American firms and workers and achieving full compliance by foreign nations with trade 
agreements signed with the ITA and is a key player in promoting trade initiatives aimed at 
fostering economic growth and stability in a region.  Creating market access for American 
firms in a region often means working to strengthen the overall business climate including 
the rule of law, thus clearing the way for improved bilateral and multilateral commercial 
relationships.  Market Access and Compliance Division has been involved with 
reconstruction opportunity zones and reconstruction investment task forces in post-conflict 
and fragile countries.  Market Access and Compliance Division houses in-country and issue 
experts whose primary focus is on gaining market access for American firms and workers. 


(2)  Manufacturing and Services Division has ITA’s industry sector expert desks 
where industry experts and economists perform strategic research and analysis in order to 
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shape and implement trade policy, create conditions that encourage innovation, lower the 
cost of doing business, and promote US economic growth. 


(3)  US and Foreign Commercial Service Division is the trade promotion unit of 
ITA that has a presence in most embassies.  Services provided include business counseling, 
“matchmaking” with HN businesses, direct introduction to key decision makers, and 
advocacy assistance for US companies.  It publishes “country commercial guides” for doing 
businesses in countries where they have a presence. 


(4)  Import Administration Division has a Subsidies Enforcement Office that 
consults with developing countries on ways that they can setup laws and establish certain 
economic policies that do not run afoul of World Trade Organization subsidies obligations.  
The Office of Policy conducts technical exchanges on trade remedies with trading partners, 
including developing countries.  The purpose of these exchanges is to engage trade law 
authorities in other countries on the implementation and administration of trade law 
remedies, including antidumping and countervailing duty laws.  Many of these exchanges are 
held with developing countries to promote familiarity with rule of law principles and 
transparency.  Import Administration Division also has expertise on privatization of state-
owned enterprises and market mechanisms.  Import Administration Division has extensive 
knowledge of general business practices, including product flow (e.g., distribution 
chain/logistics), marketing practices, export strategies, international subsidy disciplines, and 
management and accounting practices, for a wide range of foreign industries, including both 
manufacturing and agriculture. 


b.  NOAA 


(1)  National Weather Service (NWS) provides weather, hydrologic, and climate 
forecasts and warnings for the United States, its territories, adjacent waters, and ocean areas 
for the protection of life and property and enhancement of the national economy.  NWS data 
and products form a national information database and infrastructure which can be used by 
other governmental agencies, the private sector, the public, and the global community.  
Several specialized organizations within the NWS provide support to DOD. 


(a)  The Aviation Weather Center delivers consistent, timely, and accurate 
weather information for the world airspace system to enhance safe and efficient flight. 


(b)  The Climate Prediction Center delivers climate prediction, monitoring, and 
assessment products for timescales from weeks to years to the Nation and the global 
community for the protection of life and property, and the enhancement of the economy. 


(c)  The Hydro-meteorological Prediction Center provides nationwide forecast, 
guidance, and analysis products and services in support of the daily forecasting activities of 
the NWS and its customers, and tailored weather support to other government agencies in 
emergency and special situations. 


(d)  The Ocean Prediction Center (OPC) primary responsibility is the issuance 
of marine warnings, forecasts, and guidance in text and graphical format for maritime users.  
Also, the OPC quality controls marine observations globally from ship, buoy, and automated 
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marine observations for gross errors prior to being assimilated into computer model 
guidance.  The OPC also provides forecast points in coordination with the National 
Hurricane Center.  OPC originates and issues marine warnings and forecasts, continually 
monitors and analyzes maritime data, and provides guidance of marine atmospheric variables 
for purposes of protection of life and property, safety at sea, and enhancement of economic 
opportunity. 


(e)  The Space Weather Prediction Center delivers space weather products and 
services that meet the evolving needs of the Nation. 


(f)  The Storm Prediction Center exists solely to protect life and property of the 
American people through the issuance of timely and accurate watch and forecast products 
dealing with tornadoes, wildfires, and other hazardous meso-scale weather phenomena. 


(g)  The National Hurricane Center mission is to save lives, mitigate property 
loss, and improve economic efficiency by issuing the best watches, warnings, forecasts, and 
analyses of hazardous tropical weather, and by increasing understanding of these hazards.  
Through international agreement, the center has responsibility within the World 
Meteorological Organization to generate and coordinate tropical cyclone analysis and 
forecast products for twenty-four countries in the Americas, Caribbean, and for the waters of 
the North Atlantic Ocean, Caribbean Sea, Gulf of Mexico, and eastern North Pacific Ocean.  
Its products are distributed through a close working relationship with the media and 
emergency management communities. 


(h)  Central Pacific Hurricane Center issues tropical cyclone warnings, watches, 
advisories, discussions, and statements for all tropical cyclones in the Central Pacific from 
140 Degrees West Longitude to the International Dateline.   


(i)  The NWS operates the West Coast/Alaska Tsunami Warning Center, 
Pacific Tsunami Warning Center, and International Tsunami Information Center.  The 
International Tsunami Information Center monitors and recommends operational 
improvements to the Tsunami Warning System in the Pacific, and by working with countries 
to increase tsunami awareness and preparedness, and promote education and research. 


(j)  NOAA shares weather and climate data with a number of countries and is 
actively involved in the Global Earth Observing System of Systems. 


(2)  National Marine Fisheries Service is responsible for the management and 
conservation of living marine resources within the US Exclusive Economic Zone.  It also 
provides critical scientific and policy leadership in the international arena and plays a key 
role in the management of living marine resources in coastal areas under state jurisdiction.  
The service implements science-based conservation and management measures and actions 
aimed at sustaining long-term use and promoting the health of coastal and marine 
ecosystems.  It is responsible for conducting environmental permitting or consultations 
related to the Endangered Species Act, the Marine Mammal Protection Act, Essential Fish 
Habitat under the Magnuson-Stevens Fishery Conservation and Management Act, and other 
statutes.  It can also apply its expertise in restoration planning, technology, and 
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implementation to serious ecological challenges, including ecological risk assessment of 
contamination in key areas, recommend appropriate remedial actions, and provide training 
and capacity building. 


(3)  National Ocean Service provides science-based solutions through collaborative 
partnerships to address evolving economic, environmental, and social pressures on our 
oceans and coasts. 


(a)  The Center for Operational Oceanographic Products and Services collects 
and distributes oceanographic observations and predictions to ensure safe, efficient, and 
environmentally sound maritime commerce, sound coastal management, and recreation. 


(b)  The National Geodetic Survey develops and maintains a national system of 
positioning data needed for transportation, navigation, and communications systems; land 
record systems; mapping and charting efforts; and defense operations.  The centerpiece of 
this system is the National Spatial Reference System.  It is a national coordinate system that 
defines position (latitude, longitude, and elevation), distances, directions between points, 
strength of gravitational pull, and how these change over time. 


(c)  The Office of Coast Survey is the Nation’s nautical chart maker.  It 
promotes safe navigation, meets the challenges of providing navigational products to deep 
draft ships and those that carry hazardous cargo, and provides data for geographic 
information system analysis, coastal stewardship, management decisions, shoreline change 
analysis, and marine boundary issues.  It produces hydrographic surveys that support 
commercial shipping, fishing industry, USN and USCG operations, state and local 
governments, geographic information system users, and recreational boaters throughout the 
US. 


(d)  The Office of Response and Restoration provides scientific support to 
prepare for and respond to oil and chemical spills and marine debris.  It determines injury to 
natural resources from contaminant releases; protects and restores marine and coastal habitat 
at hazardous waste sites; assesses the environmental impact of marine debris on our trust 
resources and navigational waterways; and applies scientific expertise to address 
environmental challenges on a local and regional level. 


(4)  The Office of Marine and Aviation Operations operates a wide variety of 
specialized aircraft and ships to complete NOAA’s environmental and scientific data-
gathering missions.  The Director of the Office of Marine and Aviation Operations is also the 
director of the NOAA Commissioned Officer Corps. 


(a)  NOAA’s Aircraft Operations Center located at MacDill Air Force Base in 
Tampa, Florida is the home to NOAA’s fleet of aircraft.  These aircraft support NOAA’s 
atmospheric, marine resource, coastal mapping, and hurricane surveillance/research 
programs. 


(b)  NOAA’s ship fleet provides hydrographic survey, oceanographic and 
atmospheric research, and fisheries research vessels to support NOAA’s missions.  The 
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vessels are home-ported in various locations throughout the US.  The ships are managed by 
the Marine Operations Centers in Norfolk, Virginia, and Seattle, Washington. 


(c)  The NOAA Commissioned Officer Corps is one of seven Uniformed 
Services of the United States.  The Service, consisting of approximately 320 commissioned 
officers, provides a cadre of professionals trained in engineering, earth sciences, 
oceanography, meteorology, fisheries science, and other related disciplines.  Officers operate 
ships, fly aircraft, manage research projects, conduct diving operations, and serve in staff 
positions throughout NOAA.  The Corps provides officers technically competent to assume 
positions of leadership and command in NOAA and DOC programs.  Statutory authority 
exists to transfer NOAA Corps Officers to the Armed Forces during times of war or national 
emergency (Title 33, USC, Section 3061). 


(5)  The National Environmental Satellite, Data, and Information Service is 
dedicated to providing timely access to global environmental data from satellites and other 
sources to promote, protect, and enhance the Nation’s economy, security, environment, and 
quality of life.   


(a)  The Search and Rescue Satellite Aided Tracking program is an integral part 
of a worldwide SAR system.  NOAA operates the system to detect and locate mariners, 
aviators, and recreational enthusiasts in distress almost anywhere in the world at anytime and 
in almost any condition.  The US mission control center sends distress alerts to rescue 
coordination centers in the US operated by the USCG and United States Air Force (USAF) 
and other SAR authorities. 


(b)  The Office of Satellite Operations manages and directs the operation of 
NOAA’s environmental satellites and the acquisition of remotely sensed data.  The Office 
has operational responsibility for the Satellite Operations Control Center at Suitland, 
Maryland, and the Command and Data Acquisition facilities at Wallops, Virginia, and 
Fairbanks, Alaska, to control the satellites, and to acquire their data.  The Office of Satellite 
Operations supports the launch, activation, and evaluation of new satellites and the in-depth 
assessment of satellite and ground systems anomalies.  In addition, it operates the polar 
orbiting satellites in the Defense Meteorology Satellite Program under a MOA between the 
USAF Space Command and the National Satellite and Information Service Integrated 
Program Office. 


(c)  The Cooperative Operational Processing Centers are the principal agents of 
the Interdepartmental Committee for Meteorological Services and Supporting Research.  As 
such, they work to coordinate the open exchange of information concerning numerical 
weather and ocean prediction modeling efforts; data resources or problems; and atmospheric, 
oceanographic, and satellite products.  It represents the three components of the USG most 
engaged in the coordination of the operational ingest and processing of environmental data; 
as well as data assimilation, analysis, and prediction efforts.  The standing committee is 
comprised of members from NOAA, represented by the National Centers for Environmental 
Protection and NOAA’s Office of Satellite Data Processing and Distribution; the USN 
represented by the Fleet Numerical Meteorology and Oceanography Center and the Naval 
Oceanographic Office; and the USAF represented by the USAF Weather Agency. 
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c.  CLDP has extensive capacity development initiatives in developing regions.  CLDP 
has partnered with several agencies to conduct programs.  CLDP uniquely provides 
government-to-government, regulator-to-regulator technical assistance across a broad 
spectrum of commercial law issues.  CLDP programming is demand driven, led by foreign 
language fluent attorneys and responds to the needs of key legislators and regulators to 
enable them to reach their economic reform goals.  CLDP programs include lawmakers, 
regulators, judges, lawyers, and educators from around the world.  Examples of technical 
assistance programs conducted are intellectual property protection, commercial law 
consultations, model investment law, alternative dispute resolution, judicial training and 
court management, model regional ethics code, and promoting doing business with the US 
seminars.  


d.  Economics and Statistics Administration 


(1)  The Bureau of Economic Analysis produces economic accounts statistics that 
enable government and business decision makers, researchers, and the American public to 
follow and understand the performance of the Nation’s economy.  It has provided advice and 
training for economists and statisticians from HNs on topics related to national economic 
accounting such as measures of gross domestic product.   


(2)  The US Census Bureau has aided HNs in developing and ensuring sound 
statistical practices that include data collection on the Nation’s people and its economy.  
Technical assistance has included assisting countries in preparing for a national census.   


e.  The National Institute of Standards and Technology promotes US innovation and 
industrial competitiveness by advancing measurement science, standards, and technology in 
ways that enhance economic security and improve our quality of life.  The agency’s technical 
contributions open the way to progress in areas ranging from nano-technology and solar 
energy to fire protection, HS protection, and cybersecurity.  In addition, it is an integral 
component of the global trading system.  Along with its counterpart national measurement 
institutes in other countries, it forms the foundation of the international measurement system.  
The institute can coordinate internally and with the American National Standards Institute as 
the primary interface for the US private sector standards and conformity assessment systems 
to identify US based standards developers that have expertise and/or standards to contribute 
to the reconstruction effort, particularly in the building and construction sectors. 


f.  NTIA serves as the President’s principal advisor on telecommunications and 
information/communications policies.  NTIA manages the federal use of the 
telecommunications spectrum; performs cutting-edge telecommunications research and 
engineering, including resolving technical telecommunications issues for USG and private 
sector; and administers infrastructure and public telecommunications facilities grants.  The 
Office of International Affairs develops and implements policies to enhance US companies’ 
ability to compete globally in the information and communication technology sectors.  In 
consultation with USG agencies and the private sector, the office participates in international 
and regional forums to promote policies that open information and communication 
technology markets and encourage competition.  NTIA is an active partner in 
telecommunications policy and economic development activities in many emerging markets.  
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NTIA serves on the board and provides instructors for the US Telecommunications Training 
Institute.  NTIA serves on the US delegation with DOS and the Federal Communications 
Commission to the International Telecommunication Union, discussing issues of global 
importance.  NTIA serves on US delegations to the International Telecommunications 
Satellite Organization, which oversees its provisioning of life-line connectivity to developing 
countries.  NTIA is also active on telecommunications policy development projects in the 
International Telecommunication Union’s Development sector, and serves on the US 
delegation to the quadrennial assembly.  NTIA can assist HNs in the drafting of regulations 
for an independent telecommunications regulator, establishing universal service or access 
goals, understanding issues relating to Internet governance, and building capacity in 
cybersecurity.  NTIA advises HNs in granting of wireless service licenses. 


g.  The Bureau of Industry and Security can send export control professionals to the 
HN to assist in the development of an effective export control system.  It works with the HN 
on its compliance with the Chemical Weapons Convention and Biological Weapons 
Convention.  It will also create expedited licensing processes or amend its regulations to 
allow other USG agencies to export dual-use items to the HN with minimal delays, 
particularly if the destination is subject to an embargo.  The bureau has conducted export 
control training for HNs. 


h.  US Patent and Trademark Office administers the patent and trademark laws of the 
US and promotes improved protection for intellectual property rights (patents, trademarks, 
copyrights, designs, plant varieties, trade secrets, etc.) worldwide.  Improved intellectual 
property systems serve as a tool for economic, cultural, and social development and 
stimulate domestic and foreign investment and technology transfer.  In support of the US 
Trade Representative and other USG agencies, it assists in the negotiation of intellectual 
property rights provisions of free trade and other international agreements.  The office also 
coordinates, organizes, and participates in intellectual property rights training, trade capacity 
building, and technical assistance programs throughout the world to aid the development of 
effective legal regimes.  The office’s Global Intellectual Property Academy conducts 
approximately 35 domestic-based educational programs annually for foreign government 
officials responsible for national intellectual property office administration, copyright 
administration, intellectual property and trade policy, law enforcement, and/or judicial 
administration.   


i.  EDA was established to generate jobs, help retain existing jobs, and stimulate 
industrial and commercial growth in economically distressed areas of the US.  In fulfilling its 
mission, EDA is guided by the basic principle that distressed communities must be 
empowered to develop and implement their own economic development and revitalization 
strategies.  EDA works in partnership with state and local governments, regional economic 
development districts, public and private nonprofit organizations, and Indian Tribes.  EDA 
helps distressed communities address problems associated with long-term economic distress, 
as well as sudden and severe economic dislocations including recovering from the economic 
impacts of natural disasters, the closure of military installations and other federal facilities, 
changing trade patterns, and the depletion of natural resources. 
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5.  Interagency Relationships 


a.  DOC is assigned as the support agency for several ESFs within the NRF.  The type of 
assistance provided by DOC is determined by the nature of the emergency. 


b.  DOC is a participant in the whole-of-government approach to R&S operations led by 
S/CRS.  DOC, along with other executive agencies, is identifying its R&S capabilities, 
bureau expertise, and potential resources that can be contributed to an integrated USG R&S 
response.   


c.  DOC provides ongoing technical assistance in many countries and can develop 
coordinated DOD CMO and DOC projects for given countries or regions.  NOAA is engaged 
with the USN in the Global Fleet Station pilot program, SAR satellite aided tracking rescue 
coordination centers with the USN and USAF, and providing scientific support to the USCG 
and USN on oil spill cleanup and recovery for both inland and coastal areas.  EDA has 
developed economic recovery strategies for communities impacted by base closings.   


d.  DOC has demonstrated its ability to support post-conflict operations through its 
actions in Iraq and Afghanistan: 


(1)  Iraq/Afghanistan Investment and Reconstruction Task Force. 


(2)  US Commercial Service post in Baghdad and the “Iraq-in-Amman” unit.  
Supported trade missions to Iraq and Afghanistan. 


(3)  Advisors to the Coalition Provisional Authority advising the transitional Iraqi 
government on free market reforms.   The Office of General Counsel provided assistance that 
liberalized Iraq’s rules on foreign investment.  The US Patent and Trademark Office advised 
on the amendments made to Iraqi laws on trademarks, patents, and copyrights.  NTIA 
advised on establishing an independent telecommunications regulator, the Iraqi 
Communications and Media Commission.  NTIA advised on the licensing of three wireless 
service operators in Iraq leading to the first major foreign investment in Iraq. 


(4)  ITA continues to develop trade policy and capacity-building initiatives for Iraq 
and Afghanistan.  CLDP is providing technical assistance to Iraqi authorities on laws and 
regulations governing Iraq’s oil and gas sector to ensure that they comply with international 
legal standards.  Office of General Counsel continues to advise an NSC-led interagency 
lawyers group on economic legal issues of Iraq’s economic transformation. 


e.  DOC has significant capacity building capabilities that have been and can be used to 
promote “smart power” when working with HNs in the pursuit of national security 
objectives. 


f.  DOD use of DOC capacity building efforts may be on a reimbursable basis. 
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ANNEX C TO APPENDIX A 
DEPARTMENT OF DEFENSE 


 
1.  Overview 


a.  The mission of DOD is to provide the military forces needed to deter war and to 
protect the security of our country. 


b.  The purpose of the Armed Forces is to fight and win the Nation’s wars. 


2.  Authority and Responsibilities 


a.  As prescribed by higher authority, DOD will maintain and employ Armed Forces 
to fulfill the following aims: 


(1)  Support and defend the Constitution of the United States against all 
enemies, foreign and domestic. 


(2)  Ensure, by timely and effective military action, the security of the United 
States, its possessions, and areas vital to its interests. 


(3)  Uphold and advance the national policies and interests of the United States. 


b.  The President of the United States.  The President exercises authority and 
control of the Armed Forces through two distinct branches of the chain of command.  
One branch runs from the President, through SecDef, to the commanders of combatant 
commands for missions and forces assigned to their commands.  The other branch, used 
for purposes other than operational direction of forces assigned to the combatant 
commands, runs from the President through SecDef to the Secretaries of the Military 
Departments. 


c.  Secretary of Defense.  SecDef is the principal assistant to the President for all 
DOD matters, with authority, direction, and control over the entire DOD. 


d.  Chairman of the Joint Chiefs of Staff.  CJCS is the principal military advisor to 
the President, the NSC, and SecDef.  CJCS functions under the authority, direction, and 
control of SecDef, transmits communications between SecDef and CCDRs, and oversees 
activities of CCDRs as directed by SecDef. 


e.  The Military Departments.  The authority vested in the Secretaries of the 
Military Departments in the performance of their role to organize, train, equip, and 
provide forces runs from the President through SecDef to the Secretaries.  Then, to the 
degree established by the Secretaries or specified in law, this authority runs through the 
Service Chiefs to the Service component commanders assigned to the combatant 
commands and to the commanders of forces not assigned to the combatant commands.  
This administrative control provides for the preparation of military forces and their 
administration and support, unless such responsibilities are specifically assigned by 
SecDef to another DOD component. 
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f.  Combatant Commanders.  CCDRs exercise combatant command (command 
authority) over assigned forces and are directly responsible to SecDef for the 
performance of assigned missions and the preparedness of their commands to perform 
assigned missions. 


3.  Organizational Structure 


a.  DOD is composed of the OSD, the JCS and JS, the Military Departments and the 
Services within those Military Departments, the unified combatant commands, the 
defense agencies and DOD field activities, and other offices, agencies, activities, and 
commands that may be established or designated by law or by the President or SecDef. 


b.  Office of the Secretary of Defense.  OSD is the principal staff element in the 
exercise of policy development, planning, resource management, fiscal, and program 
evaluation responsibilities.  


c.  Joint Chiefs of Staff.  The JCS includes the CJCS, the Vice Chairman of the 
Joint Chiefs of Staff, the Chief of Staff of the Army, the Chief of Naval Operations, the 
Chief of Staff of the Air Force, and the Commandant of the Marine Corps.  The collective 
body of the JCS is headed by the CJCS (or the Vice Chairman of the Joint Chiefs of Staff 
in the CJCS’s absence), who sets the agenda and presides over JCS meetings.  CJCS is 
the principal military advisor.  The other members of the JCS are military advisors to the 
President, the NSC, and SecDef.  JS assists the CJCS in his responsibilities to assist the 
President with national strategic direction and unified operation of the Armed Forces.  
Subject to the authority, direction, and control of the CJCS, JS also assists other members 
of the JCS in carrying out their responsibilities. 


d.  Military Departments.  The Military Departments are the Departments of the 
Army, Navy (including the Marine Corps), and Air Force.  Each Military Department is 
separately organized under a civilian Secretary, who supervises the Chief (or Chiefs) of 
the Service in matters of a Service nature.  The Secretaries of the Military Departments 
exercise authority, direction, and control (through the individual Chiefs of the Services) 
of their forces not specifically assigned to CCDRs.  The Military Departments are 
responsible for training, organizing, providing, and equipping forces for assignment to 
combatant commands. 


e.  Unified Combatant Commands.  A unified combatant command has a broad 
continuing mission under a single commander and is composed of significant assigned 
components of two or more Military Departments.  Combatant commands typically have 
geographic or functional responsibilities. 


f.  Defense Agencies and DOD Field Activities.  These organizations provide 
support and services in specific functional areas to the unified combatant commands and 
the rest of the DOD. 


(1)  The DOD agencies perform selected support and service functions on a 
DOD-wide basis.  DOD agencies that are assigned wartime support missions are 
designated as combat support agencies. 
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(2)  DOD field activities are established to perform selected support and service 
functions of a more limited scope than DOD agencies. 


4.  Capabilities and Core Competencies 


a.  The Armed Forces fulfill unique and crucial roles, defending the United States 
against all adversaries and serving the Nation as a bulwark and the guarantors of its 
security and independence.  When called to action, the Armed Forces support and defend 
national interests worldwide.  The Armed Forces embody the highest values and 
standards of American society and the profession of arms.  The Armed Forces fulfill their 
roles, missions, and functions within the American system of civil-military relations.   


b.  The nature of the challenges to the United States and its interests demand that the 
Armed Forces operate as a fully integrated joint team across the range of military 
operations.  These operations may take place with the military forces of multinational 
partners, US and foreign government agencies, state and local government agencies, 
IGOs, and NGOs.  The challenges are best met when the unified action of the Armed 
Forces elicits the maximum contribution from each Service and DOD agency and their 
unique but complementary capabilities.  The resulting synergy from their synchronized 
and integrated action is a direct reflection of those capabilities. 


c.  Joint warfare is team warfare.  Effective integration of joint forces exposes no 
weak points or seams to an adversary.  Joint forces rapidly and efficiently find and 
exploit the adversary’s critical vulnerabilities and other weak points as they contribute 
most to mission accomplishment.  This does not mean that all forces will be equally 
represented in each operation.  JFCs may choose the capabilities they need from the 
forces at their disposal. 


d.  As the military instrument of national power, the Armed Forces must ensure their 
adherence to US values, constitutional principles, and standards for the profession of 
arms.  The United States wields the military instrument of national power at home and 
abroad in support of its national security goals in a variety of military operations. 


(1)  Integrity is our foremost value.  It is the cornerstone for building trust.  
American Service men and women must be able to rely on each other, regardless of the 
challenge at hand; they must individually and collectively say what they mean and do 
what they say.  Integrity inspires confidence in others to carry out assigned tasks and is a 
fundamental requirement for building effective teams. 


(2)  Competence is at the core of the profession of arms and of the relationship 
of the profession with the American people.  Competent performance includes both the 
technical competence to perform the relevant task to standard as well as the ability to 
integrate that skill with others according to joint doctrine.  The American people and 
multinational partners expect US military competence in every aspect of warfare.  
Service men and women deserve no less from those who lead them into battle.  
Successful joint action relies on each of the Services to deliver trained and ready, 
competent and confident forces and leaders, able to fight decisively under JFCs.  For the 
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dedicated professional, building Service competence is an intense, lifelong affair.  
Moreover, many serve in assignments requiring additional competency in joint skills, and 
all members of the Armed Forces must understand their fellow Services to the extent 
required for effective operations.  Those who will lead joint operations must develop skill 
in integrating forces into smoothly functioning joint teams. 


(3)  Physical courage, throughout the history, has defined warriors.  The United 
States of America is blessed with its Soldiers, Sailors, Airmen, Marines, and Coast 
Guardsmen, whose courage knows no boundaries.  Even in warfare characterized by 
advanced technology, individual fighting spirit and courage remain the inspiration for 
teamwork. 


(4)  Moral courage is also essential in military operations.  This includes the 
willingness to stand up for what one believes to be right even if that stand is unpopular or 
contrary to conventional wisdom.  Other aspects of moral courage involve risk taking 
and tenacity: making bold decisions in the face of uncertainty, accepting full 
responsibility for the outcome, and holding to the chosen course despite challenges or 
difficulties.  Competence is an essential foundation for moral courage.  Competence 
separates the professional from the foolhardy.  Military power must be wielded in an 
unimpeachable moral fashion, with respect for human rights and adherence to the Geneva 
Conventions.  This morality should not be a matter of legality, but of conscience.  Moral 
behavior is essential for gaining and maintaining the positive worldwide reputation of 
American fighting men and women as well as the confidence and support of the 
American people, a basic source of American military strength. 


(5)  Teamwork is the cooperative effort by the members of a group to achieve 
common goals.  The Armed Forces of the United States—every military organization to 
the lowest level—are a team.  Deterring adversaries, and when necessary, winning the 
Nation’s wars are the team’s common goals.  Americans respond to and respect 
teamwork as an important value.  This societal approval provides to the Armed Forces of 
the United States a solid basis upon which to build effective joint teams. 


(a)  Trust and confidence are central to military unity of effort.  A highly 
effective team is based on the team members having trust and confidence in each other.  
This trust does not result from good feelings or devout wishes.  Trust is based on the 
mutual confidence resulting from honest efforts to learn about and understand the 
capabilities each member brings to the team.  Trust and confidence within a joint force 
are built the same way as within a Service tactical unit, by hard work, demonstrated 
competence, and planning and training together. 


(b)  Successful teamwork requires delegation of authority commensurate 
with responsibility.  This is a necessary part of building and maintaining the trust based 
on competence that characterizes the successful team.  Over supervision disrupts 
teamwork.  Delegation unleashes the best efforts and greatest initiative among all 
members of military teams.  Delegation is especially important in joint warfare where 
Service expertise is an essential building block. 
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(c)  Successful teamwork also requires cooperation.  While this aspect of 
teamwork can be at tension with competition and both are central human characteristics, 
the nature of modern warfare puts a premium on cooperation within the team in order to 
compete successfully with the adversary.  Higher echelons should never have to mandate 
cooperation.  Cooperation requires team players and the willingness to share credit with 
all team members. 


(6)  When the members of the Armed Forces of the United States internalize and 
embody these values of joint warfare, their attitude about joint warfighting produces a 
synergy that multiplies the effects of their individual actions.  A freely developed 
cooperative attitude is the key to the most productive integration of all force 
competencies and capabilities, and to the effective prosecution of the campaign. 


5.  Interagency Relationships 


DOD has a major role in the interagency arena.  It interacts with almost every 
government agency and department and is involved in interagency coordination at the 
strategic, operational, and tactical levels.  SecDef is a member of the NSC, and CJCS 
serves as an advisor to the NSC.  DOD is significantly involved in the entire NSC 
interagency process, with representatives (i.e., OUSD[P] and JS) assigned to all NSC 
subgroups (i.e., NSC/PC and NSC/DC) and most NSC/IPCs. 
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ANNEX D TO APPENDIX A 
DEPARTMENT OF ENERGY 


1.  Overview 


The Department of Energy’s (DOE’s) (http://www.energy.gov) overarching mission is 
to advance the national, economic, and energy security of the United States; to promote 
scientific and technological innovation in support of that mission; and to ensure the 
environmental cleanup of the national nuclear weapons complex.  DOE’s strategic goals to 
achieve the mission are designed to deliver results along five strategic themes. 


a.  Energy Security:  Promoting America’s energy security through reliable, clean, and 
affordable energy. 


b.  Nuclear Security:  Ensuring America’s nuclear security. 


c.  Scientific Discovery and Innovation:  Strengthening US scientific discovery, 
economic competitiveness, and improving quality of life through innovations in science and 
technology. 


d.  Environmental Responsibility:  Protecting the environment by providing a 
responsible resolution to the environmental legacy of nuclear weapons production. 


e.  Management Excellence:  Enabling the mission through sound management. 


2.  Authority and Responsibilities 


DOE brought together not only most of the government’s energy programs, but also 
science and technology programs and defense responsibilities that included the design, 
construction, and testing of nuclear weapons.  A principal DOE mission assigned by the NRF 
is maintaining continuous and reliable energy supplies for the United States through 
preventive measures and restoration and recovery actions. 


3.  Organizational Structure 


a.  The Office of Intelligence and Counterintelligence provides the Secretary, his staff, 
and other policymakers within DOE timely, technical intelligence analyses on all aspects of 
foreign nuclear weapons, nuclear materials, and energy issues worldwide. 


b.  The National Nuclear Security Administration (NNSA) is a separately organized 
agency within DOE responsible for the management and security of the Nation’s nuclear 
weapons, nuclear nonproliferation, and naval reactor programs.  It also responds to nuclear 
and radiological emergencies in the United States and abroad.  Additionally, NNSA federal 
agents provide safe and secure transportation of nuclear weapons and components and 
special nuclear materials along with other missions supporting national security. 


(1)  The NNSA’s national security missions are: 
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(a)  To enhance United States national security through the military application 
of nuclear energy;  


(b)  To maintain and enhance the safety, reliability, and performance of the 
United States nuclear weapons stockpile, including the ability to design, produce, and test, in 
order to meet national security requirements;  


(c)  To provide the USN with safe, militarily effective nuclear propulsion plants 
and to ensure the safe and reliable operation of those plants;  


(d)  To promote international nuclear safety and nonproliferation;  


(e)  To reduce global danger from WMD; and  


(f)  To support national leadership in science and technology. 


(2)  Defense Programs.  One of the primary missions of NNSA is to maintain and 
enhance the safety, security, and reliability of the US nuclear weapons stockpile.  NNSA, 
through its Office of Defense Programs, ensures that the US nuclear arsenal meets the 
country’s national security requirements and continues to serve its essential deterrence role.  
In partnership with the DOD, NNSA’s Defense Programs provides the research, 
development, secure transportation, and production activities necessary to support the US 
nuclear weapons stockpile.  Robust security protects weapons and weapons material both at 
each facility and through securely transporting materials and weapons between facilities and 
military locations. 


(3)  Nuclear Nonproliferation.  One of the gravest threats the United States and the 
international community face is the possibility that terrorists or rogue nations will acquire 
nuclear weapons or other WMD.  Their continued pursuit of these weapons, along with 
related technologies, equipment, and expertise, increases the urgency of NNSA’s efforts to: 
detect nuclear and radiological materials, and WMD-related equipment; secure vulnerable 
nuclear weapons and weapons-usable nuclear and radiological materials; and dispose of 
surplus weapons-usable nuclear and radiological materials.  NNSA, through its Office of 
Defense Nuclear Nonproliferation, works closely with a wide range of international partners, 
key US federal agencies, the US national laboratories, and the private sector to detect, 
secure, and dispose of dangerous nuclear and radiological material, and related WMD 
technology and expertise. 


(a)  Detect.  NNSA is taking steps to deter and detect illicit transfers of 
weapons-usable nuclear and radiological materials and equipment, prevent the spread of 
sensitive nuclear weapons technology and develop cutting-edge nuclear detection 
technologies.  NNSA’s work enhances the capabilities of our foreign partners to interdict 
illicit trafficking of nuclear and radiological materials by deploying radiation detection 
systems at high-risk border crossings, airports, and seaports.  NNSA is particularly 
concerned that terrorists could use the global maritime shipping network to smuggle nuclear 
and radiological materials or warheads.  By installing radiation detection systems at major 
seaports throughout the world, NNSA strengthens the detection and interdiction capabilities 
of our partner countries.  NNSA also provides export control and WMD-awareness training 
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to both domestic and foreign export control and customs officials, which strengthens the 
ability to deter and detect WMD-related technology transfers.  The tools that NNSA provides 
to partnering countries help prepare officials to recognize and identify dangerous materials 
and technologies that could be diverted for use against the United States and its allies.  In the 
area of nuclear detonation detection, NNSA provides operational hardware and software for 
national security systems. 


(b)  Secure.  Preventing terrorist access to WMD remains one of NNSA’s 
highest priorities.  NNSA helps to keep the world’s most dangerous materials out of the 
hands of the world’s most dangerous people by securing nuclear weapons and nuclear and 
radiological materials at their source, and improving security practices around the world.  
NNSA’s weapons and materials security programs have focused principally on Russia.  
NNSA will continue work at sites recently added to the program, and will continue to work 
cooperatively with Russia to ensure the long-term sustainability of the systems and 
procedures already in place.  NNSA is working with other partners to secure weapons-usable 
nuclear materials in other parts of the world and to strengthen security at civil nuclear and 
radiological facilities.  NNSA converts research reactors around the world from highly 
enriched uranium to low enriched uranium fuel and returns highly enriched uranium to the 
country of origin, either the US or Russia.  Further, NNSA is also working to remove or 
secure significant quantities of excess, vulnerable radiological materials that exist worldwide 
and could be used to make a dirty bomb. 


(c)  Dispose.  An integral part of NNSA’s strategy to meet nonproliferation 
challenges has been to eliminate dangerous material altogether by encouraging other states to 
stop producing it, and to dispose of excess nuclear and radiological material. 


(4)  Countering Nuclear Terrorism and Trafficking.  The convergence of 
heightened terrorist activities and the ease of moving materials, technology, and information 
across borders have made the potential for terrorism involving WMD the most serious threat 
facing the United States and the international community as a whole.  Preventing WMD 
from falling into the hands of terrorists is a top national security priority.  NNSA’s Office of 
Defense Nuclear Nonproliferation programs reflect the need to protect the United States and 
its allies from this threat.  


(5)  Border and Port Security.  NNSA strengthens the capability of foreign 
governments to deter, detect, and interdict illicit trafficking of nuclear and other radioactive 
materials across international borders and through the global maritime shipping system.  
NNSA works collaboratively with foreign partners to equip border crossings, airports, and 
seaports with radiation detection equipment.  NNSA also provides training in the use of the 
systems for appropriate law enforcement officials and initial system sustainability support as 
the host government assumes operational responsibility for the equipment. 


(6)  Interdiction.  NNSA provides real-time technical and policy support for efforts 
by the USG to facilitate a wide range of counterproliferation and CT interdiction options.  
NNSA’s Nonproliferation and International Security program has developed a 
comprehensive capability to extract actionable information dealing with proliferation 
networks, technology transfers, and the involvement of entities and persons of interest in 
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proliferation and terrorism.  The backbone of this capability is comprised of various 
customized electronic database applications that exploit information and provide rapid, real-
time technical support to the USG on illicit transfers of proliferation-sensitive technology 
and commodities; technology assessments at NNSA, the DOE, and US industry; updates on 
proliferation network off-shoots; support to the International Atomic Energy Agency (IAEA) 
role of investigating proliferation networks; and evaluation of the impact of proliferation 
networks on global safeguards and export controls systems.  


(7)  Controlling WMD Materials and Expertise.  Keeping WMD out of the hands 
of state and non-state actors requires a coordinated effort on the part of suppliers of 
proliferation-sensitive materials, equipment, and technologies.  NNSA prevents and counters 
WMD proliferation by strengthening export control systems in other countries and 
transitioning WMD expertise and infrastructure in partner countries to peaceful purposes. 


(8)  Emergency Operations.  NNSA ensures that capabilities are in place to 
respond to any NNSA and DOE facility emergency.  It is also the Nation’s premier 
responder to any nuclear or radiological incident within the United States or abroad and 
provides operational planning and training to counter both domestic and international nuclear 
terrorism.  


(a)  NNSA houses the nuclear incident team (NIT), which is responsible for 
deploying assets at the request of coordinating agencies in response to a nuclear or 
radiological incident.  The NIT’s mission is to coordinate NNSA assets for deployment, 
continually monitor deployment activities, and provide situational awareness of activities to 
NNSA management.  The NIT is staffed and fully operational within two hours of 
notification.  


(b)  NNSA’s nuclear/radiological advisory team (NRAT) provides an 
emergency response capability for on-scene scientific and technical advice for both domestic 
and international nuclear or radiological incidents.  The NRAT’s mission is to provide 
nuclear and radiological expert advice to the coordinating agency in charge of the 
radiological or nuclear incident.  The NRAT is the NNSA part of the interagency advisory 
team that deploys with the Domestic Emergency Support Team in support of the FBI, or the 
foreign emergency support team when deployed under the auspices of the DOS.  The NRAT 
is also the primary NNSA team for conducting sophisticated radiological search and 
identification operations aboard ships at sea. 


(9)  Responding to Emergencies.  NNSA protects the public, environment, and 
emergency responders from both terrorist and non-terrorist events by providing a responsive, 
flexible, efficient, and effective radiological emergency response framework and capability 
for the Nation.  When the need arises, NNSA is prepared to respond immediately to any type 
of nuclear or radiological accident or incident.  NNSA provides technical support to the 
DHS, DOJ, DOS, and DOD for nuclear terrorism events and domestic nuclear weapon 
accidents and incidents.  The NNSA emergency response assets also provide support to 
nuclear site and facility accidents and incidents.  The goal of the Nuclear/Radiological 
Incident Response program is to respond to and mitigate nuclear and radiological incidents 
worldwide.  This is accomplished through the seven unique emergency response assets.  
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These assets encompass four core competencies: core knowledge of US nuclear weapons, 
“dirty bombs” and crude nuclear devices; core knowledge of use and interpretation of 
specialized radiation detection equipment; core technical operations; and core technical 
support requirements.  The seven emergency response assets follow: 


(a)  The Aerial Measuring System characterizes ground-deposited radiation 
from aerial platforms.  These platforms include fixed-wing and rotary-wing aircrafts with 
radiological measuring equipment, computer analysis of aerial measurements, and equipment 
to locate lost radioactive sources, conduct aerial surveys, or map large areas of 
contamination.  


(b)  The Accident Response Group provides technical guidance and responds to 
US nuclear weapons accidents.  The team assists in assessing weapons damage and risk, and 
in developing and implementing procedures for safe weapon recovery, packaging, 
transportation, and disposal of damaged weapons.  


(c)  National Atmospheric Release Advisory Center (NARAC).  The NARAC’s 
mission is to provide timely and accurate real-time assessment advisories to emergency 
managers for rapid decision making during an emergency response involving a CBRN 
release.  The NARAC’s computer-based system provides realistic plots and maps of 
radiation dose and exposure assessments, and estimates the amount of radiation contaminants 
released into the environment.  For sites with NARAC supported direct interactive services, 
radiation contamination plots can be provided as soon as five minutes after the incident 
information is received.  For nonsupported sites, the time to deliver radiation contamination 
plots is between approximately one and two hours. 


(d)  Federal Radiological Monitoring and Assessment Center (FRMAC).  
FRMAC is an interagency entity that coordinates federal offsite radiological monitoring and 
assessment activities for nuclear accidents or incidents.  FRMAC is responsible for providing 
a single source of compiled, quality controlled monitoring and assessment data to the LFA 
involved in the incident response.  


(e)  Radiological Assistance Program (RAP).  RAP provides advice and 
radiological assistance for incidents involving radioactive materials that pose a threat to the 
public health and safety or the environment.  RAP can provide field deployable teams of 
health physics professionals equipped to conduct radiological search, monitoring, and 
assessment activities.  The RAP mission is to provide first response radiological assistance to 
protect the health and safety of the general public and the environment.  They assist federal, 
state, tribal, and local agencies in the detection, identification, analysis, and response to 
events involving the release of radiological materials in the environment.  The primary 
responsibility for the incident remains with the owner of the radioactive material. 


(f)  Radiation Emergency Assistance Center/Training Site (REAC/TS).  
REAC/TS provides medical advice, specialized training, and onsite assistance for the 
treatment of all types of radiation exposure accidents.  REAC/TS’s mission is to maintain 
24-hour response operations to provide assistance and/or deploy personnel and equipment 
for provision of direct medical care in support of a radiological emergency. 
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(g)  Nuclear Emergency Support Team (NEST).  NEST provides technical 
assistance to a primary agency to deal with incidents, including terrorist threats, which 
involve the use of nuclear materials.  NEST has been structured to address threats by 
domestic and foreign terrorists that may have the will and means to employ WMD.  NEST 
would assist in the identification, characterization, rendering safe, and final disposition of 
any nuclear weapon or radioactive device.  


1.  The NEST mission is to provide specialized technical expertise to the 
federal response in resolving nuclear or radiological terrorist incidents.  This expertise is 
provided by well-trained personnel who form specialized response teams to work in 
coordination with teams from other federal agencies to resolve a nuclear terrorist crisis.  The 
NEST specialized response teams include coordination, liaison, advisory teams, search 
teams, technical operations teams, and planning support teams.  These teams have been 
structured to provide a rapid, flexible response and to seamlessly integrate with the LFA or 
the DOD to help resolve all technical aspects of the crisis. 


2.  NEST capabilities include search and identification of nuclear 
materials, diagnostics and assessment of suspected nuclear devices, technical operations in 
support of render safe procedures, and packaging for transport to final disposition.  NEST 
capabilities are drawn from the Nation’s nuclear weapons complex.  Response teams vary in 
size from a five person technical advisory team to a tailored deployment of dozens of 
searchers and scientists who can locate and then conduct or support technical operations on a 
suspected nuclear device.  NEST personnel and equipment are ready to deploy worldwide at 
all times. 


3.  Because a nuclear terrorist incident could arise with little or no warning, 
NEST response teams are prepared to deploy rapidly upon notification.  DOE HQ directs all 
response team activations and deployments after coordination with other concerned agencies.  
This interagency process may involve strict operational security to protect classified or 
sensitive details of the response operation.  The FBI or DOS coordinates USG assistance to 
support the resolution of the crisis with state and local officials or foreign governments.  A 
NRAT deploys as part of an FBI led domestic emergency support team or as part of a DOS 
led foreign emergency support team for an incident overseas to provide nuclear scientific and 
technical advice to the LFA.  A senior energy official, responsible for coordinating activities 
with the LFA, will deploy with the NRAT. 


(h)  In addition to the above seven assets, a “home team” capability called 
Triage provides 24/7 on-call analysis support to first-response teams.  Typical response times 
are 10 minutes to begin an analysis and 30-60 minutes for an answer back to the field.  This 
capability not only minimizes the cost of a false alarm, but also accurately identifies real 
threats so that, if needed, additional resources can be appropriately utilized. 


(10)  Counterterrorism.  NNSA’s Nuclear CT Program, in concert with other 
offices in the DOE, as well as other domestic and international government agencies, 
develops and implements preemptive strategies to eliminate terrorist improvised nuclear 
device threats through assessment of vulnerabilities and through identification and 
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development of appropriate protective measures.  The Nuclear CT Program contributes to 
this effort by:  


(a)  Anticipating and preventing nonessential dissemination of improvised 
nuclear device design information;  


(b)  Identifying and characterizing potential improvised nuclear device material 
and designs that pose a threat to US citizens, assets, and infrastructure; 


(c)  Characterizing the improvised nuclear device threat through intelligence 
and material security analysis; 


(d)  Identifying signatures of sensitive improvised nuclear device designs and 
developing technologies to detect and characterize these threats; and 


(e)  Identifying vulnerabilities in sensitive improvised nuclear device designs 
and developing technologies for render-safe and consequence mitigation. 


(11)  Engaging the International Community.  NNSA engages the international 
community by working with more than 60 foreign governments and 10 IGOs, plus several 
regional organizations, to improve nuclear emergency management systems worldwide.  It 
provides direct emergency management assistance or participates and collaborates to provide 
effective early warning and notification, and consistent emergency plans and procedures 
worldwide.  NNSA sponsors cooperation and projects aimed at harmonizing differences 
between worldwide emergency plans, procedures, systems, and capabilities. 
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ANNEX E TO APPENDIX A 
DEPARTMENT OF HOMELAND SECURITY 


1.  Overview 


The DHS’s mission is to lead the unified national effort to secure America; to 
prevent and deter terrorist attacks and protect against and respond to threats and hazards 
to the Nation; and to secure US national borders while welcoming lawful immigrants, 
visitors, and trade.  While DHS was created to secure the United States against those who 
seek to disrupt the American way of life, its charter also includes preparation for and 
response to all hazards and disasters (http://www.dhs.gov). 


2.  Department of Homeland Security Organization 


DHS has several components, which interact with DOD.  Its structure is outlined at 
http://www.dhs.gov/xabout/structure/editorial_0644.shtm. 


a.  The Directorate for National Protection and Programs works to advance DHS’s 
risk-reduction mission.  Reducing risk requires an integrated approach that encompasses 
both physical and virtual threats and their associated human elements.  Within the 
directorate, four divisions impact on DOD.   


(1)  The Office of Cybersecurity and Communications has the mission of 
assuring the security, resiliency, and reliability of the Nation’s cyberspace and 
communications infrastructure.   


(2)  The Office of Infrastructure Protection leads the coordinated national effort 
to reduce risk to US critical infrastructures and key resources posed by acts of terrorism.  
In doing so, DHS increases the Nation’s level of preparedness and the ability to respond 
and quickly recover in the event of an attack, natural disaster, or other emergency. 


(3)  The Office of Intergovernmental Affairs has the mission of promoting an 
integrated national approach to HS by ensuring, coordinating, and advancing federal 
interaction with state, local, tribal, and territorial governments.   


(4)  The Federal Protective Service (FPS) is a federal LEA that provides 
integrated security and law enforcement services to federally owned and leased buildings, 
facilities, properties, and other assets.  The FPS mission is to render federal properties 
safe and secure for federal employees, officials, and visitors in a professional and cost 
effective manner by deploying a highly trained and multi-disciplined police force.  As the 
federal agency charged with protecting and delivering integrated law enforcement and 
security services to facilities owned or leased by the General Services Administration 
(GSA), FPS employs 1,225 federal staff (including 900 law enforcement security 
officers, criminal investigators, police officers, and support personnel) and 15,000 
contract guard staff to secure over 9,000 buildings and safeguard their occupants.  FPS 
provides comprehensive coverage for these facilities nationwide. 
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b.  The Office of Health Affairs coordinates all medical activities of DHS to ensure 
appropriate preparation for and response to incidents having medical significance.  
Within the office, the Weapons of Mass Destruction and Biodefense office integrates the 
bio-monitoring activities of USG departments including biosurveillance, aerosol 
detection, clinical syndrome detection, mailroom observation, and suspicious substance 
management.  In conjunction with the Science and Technology Directorate, the Weapons 
of Mass Destruction and Biodefense office leads responsibilities for veterinary and agro-
defense activities, covering animal and zoonotic diseases and agricultural security issues 
related to livestock, food, and water. 


c.  The Office of Intelligence and Analysis is a member of the national IC and 
ensures that information related to HS threats is collected, analyzed, and disseminated to 
the full spectrum of HS customers in DHS, at state, local, and tribal levels, in the private 
sector and in the IC.  It works closely with DHS component intelligence organizations as 
well as state, local, tribal, and private sector entities to ensure nontraditional streams of 
information are fused with traditional IC sources to provide a complete assessment of 
threats to the Nation.  Many states and larger cities have created fusion centers, which 
provide state and local officials with situational awareness.  DHS provides personnel and 
tools to the fusion centers to enable the National Fusion Center Network.  The office has 
five analytic thrusts, aligned with the principal threats to the homeland addressed by 
DHS. 


(1)  Threats related to border security. 


(2)  Threat of radicalization and extremism. 


(3)  Threats from particular groups entering the United States.  


(4)  Threats to the homeland’s critical infrastructure and key resources. 


(5)  WMD and health threats. 


d.  The Office of Operations Coordination is responsible for monitoring the security 
of the United States on a daily basis and coordinating activities within DHS and with 
governors, HS advisors, law enforcement partners, and critical infrastructure operators in 
all 50 states and more than 50 major urban areas nationwide.  The Office works to deter, 
detect, and prevent terrorist acts by coordinating the work of federal, state, territorial, 
tribal, local, and private sector partners and by collecting and fusing information from a 
variety of sources.  The Office is responsible for:  


(1)  Conducting joint operations across all organizational elements; 


(2)  Coordinating activities related to incident management;   


(3)  Employing all DHS resources to translate intelligence and policy into 
action; and 
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(4)  Overseeing the National Operations Center which collects and fuses 
information from more than 35 federal, state, territorial, tribal, local, and private sector 
agencies. 


e.  The Domestic Nuclear Detection Office works to enhance the nuclear detection 
efforts of federal, state, territorial, tribal, and local governments and the private sector 
and to ensure a coordinated response to such threats.  It works to improve the Nation’s 
capability to detect and report unauthorized attempts to import, possess, store, develop, or 
transport nuclear or radiological material for use against the Nation, and to further 
enhance this capability over time.   


3.  Operational Components 


a.  United States Coast Guard.  The USCG (http://www.uscg.mil) is the Nation’s 
primary maritime operating agency with resources organized, trained, and equipped to be 
“multi-mission capable.”  The USCG is unique as it is a branch of the Armed Forces at 
all times and an agency within DHS.  The USCG may also operate under the Department 
of the Navy during time of war or when directed by the President.  The USCG protects 
the public, the environment, and US economic interests—in the Nation’s ports and 
waterways, along the coast, on international waters, or in any maritime region as required 
to support national security.  There are two senior operational commanders in the Atlantic 
Area (Portsmouth, Virginia) and Pacific Area (Alameda, California).  Under these two 
commanders are nine district offices (operational commanders for their geographic areas) 
and two maintenance and logistics commands (Atlantic and Pacific).  USCG operational 
units include: 25 air stations (with over 200 fixed-wing and rotary-wing aircraft), three 
Polar Class icebreakers, 12 high endurance cutters, 28 medium endurance cutters, over 
100 - 110 foot and 87 foot patrol boats, approximately 90 other types of cutters (vessels 
over 65 feet in length, including buoy tenders), and over 1,400 boats (vessels less than 65 
feet in length).  Additionally, the USCG manages the National Pollution Funds Center in 
Arlington, Virginia; the National Strike Force Coordination Center in Elizabeth City, 
North Carolina; and the USCG Academy in New London, Connecticut.  The USCG’s 
major roles in support of national security are: maritime safety, maritime law 
enforcement, maritime environmental protection, ports, waterways, and coastal security, 
and national defense.  Through an agreement between DOD and DHS, the USCG’s 
unique defense capabilities in support of the National Military Strategy include: maritime 
interception operations; deployed port operations, security and defense; environmental 
defense operations, and peacetime military operations.  Interagency agreements between 
the USCG and other USG agencies are listed in Commandant, USCG, Instruction 
P5850.2, Legal Authorities.  The USCG’s roles include the following: 


(1)  Naval, coastal, and harbor defense. 


(2)  Port security, including the deployment of port security units, cutters, and 
patrol boats for overseas military operations to perform the port and harbor security 
mission (waterside patrols, vessel escort, surveillance, and interdiction). 
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(3)  Ports, waterways, and coastal security for the protection of the US maritime 
domain and the US Marine Transportation System and those who live, work, or recreate 
near them; the prevention and disruption of terrorist attacks, sabotage, espionage, or 
subversive acts; and response to and recovery from those that do occur. 


(4)  Conduct Alien Migrant Interdiction and Counterdrug Operations.  The 
USCG has broad maritime law enforcement authority, including the power to stop, board, 
investigate, inspect, examine, search, and seize any vessel subject to US jurisdiction 
wherever located.  USCG law enforcement officers are also officers of the customs and 
are, therefore, able to stop persons and vessels to conduct a warrantless border search at 
the US border or its functional equivalent.  Operations can be conducted in waters subject 
to US jurisdiction, foreign waters with HN consent, and in international waters.   


(5)  Living Marine Resources Enforcement within the Nation’s EEZ [Exclusive 
Economic Zone] and conservation and management of living marine resources and their 
environments, including protected species, protected areas, and critical habitats. 


(6)  SAR operations. 


(7)  Flood relief and removal of hazards to navigation. 


(8)  Enforcement of applicable federal laws and treaties and other international 
agreements, including maritime interception operations to enforce sanctions. 


(9)  Investigation of suspected violations of such laws and international 
agreements. 


(10)  Support of the National Drug Control Strategy as the lead agency for 
maritime drug interdiction. 


(11)  Enforcement of the Federal Water Pollution Control Act (Title 33, USC, 
Section 1251) and various other laws relating to the protection of the marine environment 
that prohibit foreign vessels from entering US waters unless they have insurance release 
for delivery or other guarantees that potential pollution liability for cleanup and damages 
will be met. 


(12)  Provision of a National Response Center to receive reports of terrorism and 
oil and hazardous substance spills, investigate spills, initiate subsequent civil penalty 
actions, and coordinate federally funded spill response operations. 


(13)  Administration of the Port Safety Program through the USCG captains of 
the port to enforce rules and regulations governing the safety of ports and anchorages as 
well as the movement of vessels and prevention of pollution in US waters. 


(14)  Supervision of cargo transfer operations. 
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(15)  Inspection of harbor patrols and waterfront facilities; establishment of 
security zones as required. 


(16)  Administration of a licensing and regulatory program governing the 
construction, ownership (international aspects), and operation of deepwater ports on the 
high seas to transfer oil from tankers to shore. 


(17)  Provision of personnel, equipment, and expertise to the harbor defense 
commands.  These are co-staffed by USCG and USN personnel that exercise C2 of naval 
coastal warfare forces, supplying port safety and security, vessel traffic control and 
safety, SAR, surveillance and interdiction, and aids to navigation capabilities. 


(18)  Establishment and maintenance of the US aids to navigation system, 
including lights, buoys, day beacons, fog signals, marine radio beacons, and radio 
navigation aids such as Differential Global Positioning System. 


(19)  Broadcast and publication of marine information as well as local Notice to 
Mariners and Light Lists. 


(20)  Operation of the Nation’s icebreaking vessels to facilitate maritime 
transportation and aid in prevention of flooding and to support logistics to US polar 
installations, and to support scientific research in Arctic and Antarctic waters. 


(21)  Support peacetime military and civil engagement activities of the National 
Military Strategy. 


(22)  Assist DOD in performance of any mission for which the USCG is 
especially qualified (Title 14, USC, Section 141). 


b.  Federal Emergency Management Agency.  The primary mission of FEMA 
(http://www.fema.gov) is to reduce the loss of life and property and protect the Nation 
from all hazards, including natural disasters, acts of terrorism, and other man-made 
disasters, by leading and supporting the Nation in a risk-based, comprehensive 
emergency management system of preparedness, protection, response, recovery, and 
mitigation.  FEMA prepares the Nation for hazards, manages federal response and 
recovery efforts following any national incident, and administers the National Flood 
Insurance Program.  FEMA has more than 4,000 full-time employees.  They work at 
FEMA HQ in Washington DC, at regional and area offices across the country, the Mount 
Weather Emergency Operations Center, and the National Emergency Training Center in 
Emmitsburg, Maryland.  FEMA also has nearly 8,000 standby disaster assistance 
employees who are available for deployment after disasters.  Often FEMA works in 
partnership with other organizations that are part of the Nation’s emergency management 
system.  These partners include state and local emergency management agencies, 27 
federal agencies and the ARC.  FEMA’s functions include: 


(1)  Service to Disaster Victims.  Responsive and compassionate care for 
disaster victims is FEMA’s top priority.  FEMA provides rapid, ready, clear, and 
consistent access to disaster assistance to all eligible individuals and communities. 
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(2)  Integrated Preparedness.  FEMA works closely with federal, tribal, state 
and local governments, voluntary agencies, private sector partners, and the American 
public to ensure the Nation is secured and prepared to respond to and recover from 
terrorist attacks, major disasters, and other emergencies. 


(3)  Operational Planning and Preparedness.  Working closely with federal, 
state, local, and tribal partners, FEMA’s operational planners assist jurisdictions in 
developing planning capabilities and writing area- and incident-specific operational plans 
that will guide local response activities. 


(4)  Incident Management.  With a forward-leaning posture, FEMA can 
respond more swiftly and decisively to all hazards with around-the-clock support.  The 
agency continues to professionalize its workforce by training and certifying staff in 
emergency management skills and techniques.  FEMA also works closely with external 
partners to improve and update standards, and support the enduring efforts of America’s 
first responders. 


(5)  Disaster Logistics.  FEMA implements 21st century logistics and 
procurement systems to help efficiently and effectively plan, identify, track, and 
distribute supplies needed by disaster victims, emergency responders, and other users on 
the ground.  Working with an array of public and private strategic partners, donors, and 
prearranged contractors, a businesslike FEMA provides improved logistics integration 
and customer support. 


(6)  Hazard Mitigation.  FEMA works proactively to reduce the physical and 
financial impact of future disasters through improved risk analysis and hazard mitigation 
planning, risk reduction, and flood insurance.  FEMA helps implement effective hazard 
mitigation practices in order to create safer communities, promote rapid recovery from 
floods and other disasters, and reduce the financial impact at the federal, tribal, state, and 
local levels. 


(7)  Emergency Communications.  FEMA is a leader in emergency 
communications by working with federal, tribal, state, and local partners to establish and 
facilitate consistent disaster emergency communications standards, plans, and 
capabilities.  As part of this leadership role, FEMA works to forge an integrated 
operational link before, during, and immediately after an event and is an advocate for 
disaster emergency communications at the national level on behalf of first responders. 


(8)  Public Disaster Communications.  FEMA coordinates all hazards 
messaging before, during, and after national emergencies using three strategies: public 
risk communications, partnership management, and employee communications.  By 
successfully managing these elements, FEMA supports operational efforts and ensures 
clear, consistent, and effective information for disaster victims and emergency 
management partners and stakeholders. 


(9)  Continuity Programs.  FEMA supports upgrades to and implementation of 
the Integrated Public Alert and Warning System.  It is the lead agent for the Nation’s 
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programs in ensuring the continuity of government operations and essential functions and 
the endurance of the US constitutional form of government in a catastrophic event. 


c.  The United States Secret Service  (http://www.secretservice.gov) safeguards the 
Nation’s financial infrastructure and payment systems to preserve the integrity of the 
economy and protects national leaders, visiting heads of state and government, 
designated sites, and national special security events. 


(1)  When an event is designated by the Secretary of Homeland Security as a 
national special security event, the Secret Service assumes its mandated role as the lead 
agency for the design and implementation of the operational security plan.  The Secret 
Service has developed a core strategy to carry out its security operations, which relies 
heavily on its established partnerships with law enforcement and public safety officials at 
the local, state, and federal levels.  The goal of the cooperating agencies is to provide a 
safe and secure environment for Secret Service protectees, other dignitaries, the event 
participants, and the general public.  There is a tremendous amount of advance planning 
and coordination in preparation for these events, particularly in the areas of venue and 
motorcade route security, communications, credentialing, and training. 


(2)  The agency’s primary investigative mission is to safeguard the payment and 
financial systems of the United States.  This has been historically accomplished through 
the enforcement of counterfeiting statutes to preserve the integrity of United States 
currency, coin, and financial obligations.  The Secret Service’s investigative 
responsibilities also include crimes that involve financial institution fraud, computer and 
telecommunications fraud, false identification documents, access device fraud, advance 
fee fraud, electronic funds transfers, and money laundering as it relates to the agency’s 
core violations. 


d.  CBP (http://www.cbp.gov) protects US borders from terrorism, human and drug 
smuggling, illegal migration, and agricultural pests while simultaneously facilitating the 
flow of legitimate travel and trade. 


(1)  CBP’s priority mission is to prevent terrorists and terrorists’ weapons, 
including WMD, from entering the United States.  CBP apprehends people for attempting 
to enter the country illegally or for other crimes.  CBP deploys 20,000 officers at 327 
points of entry, including land, air, and sea ports, as well as more than 11,000 Border 
Patrol agents charged with securing almost 7,000 miles of border between ports of entry. 


(2)  CBP prevents the introduction of harmful pests into the United States that 
would cripple or destroy segments of US farming or food production industry.  CBP 
agricultural specialists are trained to prevent the entry of organisms that could be used for 
biological warfare.  These specialists also are prepared to protect against the introduction 
of such harmful diseases as Avian Flu. 


(3)  The CBP Air and Marine, the world’s largest law enforcement air force, 
protects the American people and Nation’s critical infrastructure through the coordinated 
use of integrated air and marine forces to detect, interdict, and prevent acts of terrorism 
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and the unlawful movement of people, illegal drugs, and other contraband toward or 
across the borders of the United States.  This specialized law enforcement capability 
allows CBP Air and Marine to make significant contributions to the HS efforts of DHS, 
as well as to those of federal, state, local, and tribal agencies.  To accomplish this 
mission, CBP Air and Marine utilizes over 700 pilots and 267 aircraft including the use 
of unmanned aircraft systems, over 130 mariners, and over 200 vessels.  CBP Air and 
Marine has the following missions: 


(a)  Provide support to CBP’s antiterrorism mission at US borders, 
including air-to-ground interception of people and contraband illegally crossing land 
borders, air-to-air interception of aircraft, and air-to-water interception of transportation 
vessels. 


(b)  Provide support for CBP’s traditional work, such as border 
interceptions unrelated to terrorism and other DHS missions as well. 


(c)  Conduct air operations in support of other federal, state, and local 
needs, such as disaster relief. 


(4)  CBP attachés are critical to the success of CBP’s strategy of extending 
America’s zone of security beyond the US borders.  These individuals are the CBP 
subject matter experts at US embassies around the world.  They serve as advocates for 
several CBP international programs (e.g., Capacity Building, Container Security 
Initiative, Immigration Advisory Program, Customs-Trade Partnership Against 
Terrorism, Proliferation Security Initiative). 


(a)  CBP representatives support CBP in the planning, organization, 
administration, and coordination of all CBP international activities, and are recognized as 
the experts on CBP policies and activities. 


(b)  They represent CBP in negotiations with foreign officials regarding 
controversial issues, and provide advice and guidance to CBP management on matters of 
mutual cooperation between CBP and HN agencies. 


(c)  They coordinate CBP programs that provide training and technical 
assistance on border security, and cargo and passenger security. 


(d)  They assist foreign governments in developing and strengthening their 
own security initiatives. 


(e)  They serve as liaisons between the embassy and their foreign 
counterparts to ensure that cooperation and solid working relationships are established 
and maintained. 


e.  US Immigration and Customs Enforcement (ICE) (http://www.ice.gov) 
primary mission is to protect national security, public safety, and the integrity of the US 
borders through the criminal and civil enforcement of federal laws governing border 
control, customs, trade, and immigration.  ICE has approximately 19,000 employees in 
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over 400 offices, including 63 Attaché offices in 44 countries around the world.  The 
agency’s law enforcement authorities encompass more than 400 US federal statutes that 
ICE is responsible for enforcing in its commitment to ensuring national security and 
public safety.  Within ICE, the Office of Homeland Security Investigations (HSI) is the 
principal criminal investigative arm of DHS.  ICE’s HSI directorate comprises the offices 
that are primarily devoted to criminal investigation, which also includes the Office of 
Intelligence and Office of International Affairs.  This directorate has responsibility for 
ICE’s national security programs and ICE’s investigative authority over criminal 
violations of US law relating to illicit trade, travel, immigration, and finance.  In addition, 
HSI investigates violations of employment verification laws and visa violations in the US 
and abroad.  ICE gathers information, provides assistance, and investigates the illicit 
trans-border movement of people, material, and finances throughout the world.   


f.  The Transportation Security Administration (http://www.tsa.gov) protects the 
Nation’s transportation systems to ensure freedom of movement for people and 
commerce. 


g.  US Citizenship and Immigration Services (http://www.uscis.gov) is the 
government agency that oversees lawful immigration to the United States.  Refugee 
status or asylum may be granted to people who have been persecuted or fear they will be 
persecuted on account of race, religion, nationality, and/or membership in a particular 
social group or political opinion.  US Citizenship and Immigration Services (USCIS) 
officers conduct interviews overseas, so the military could be interacting with them in 
some joint operations.  For example, officers were interviewing Iraqi nationals, many of 
whom had associations with the USG and the US military in particular, for refugee 
resettlement to the United States.  In some cases a USCIS officer may believe a refugee 
has information that the military should hear, or USCIS may request information from the 
military that might support an applicant’s refugee claim or identify a ground of 
ineligibility.  USCIS asylum officers posted to one of eight domestic asylum offices 
interview aliens physically present in the United Sates who are applying for asylum 
status. 


4.  Maritime Domain Awareness 


a.  Maritime domain awareness (http://www.gmsa.gov) is the effective understanding 
of anything associated with the global maritime domain that could impact the United 
States’ security, safety, economy, or environment.  A range of federal departments and 
agencies must coordinate closely to identify threats as early and as distant from US 
shores as possible.  Unifying USG efforts and supporting international efforts will help 
achieve maritime domain awareness across the USG, with the private sector and civil 
authorities within the US, and with US allies and partners around the world.  Maritime 
domain awareness is the integration of global maritime intelligence and global maritime 
situational awareness.   
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b.  Global maritime intelligence is the product of legacy, as well as changing 
intelligence capabilities, policies, and operational relationships used to integrate all 
available data, information, and intelligence in order to identify, locate, and track 
potential maritime threats.  


c.  Global maritime situational awareness results from the persistent monitoring of 
maritime activities in such a way that trends and anomalies can be identified. 
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ANNEX F TO APPENDIX A 
DEPARTMENT OF JUSTICE 


1.  Overview 


DOJ enforces the law and defends the interests of the United States according to the 
law; ensures public safety against threats foreign and domestic; provides federal 
leadership in preventing and controlling crime; seeks just punishment for those guilty of 
unlawful behavior; and ensures fair and impartial administration of justice for all 
Americans. 


2.  Authority and Responsibilities 


The Attorney General is the head of DOJ and chief law enforcement officer of the 
USG.  He represents the United States in legal matters generally and gives advice and 
opinions to the President and to the heads of the executive departments of the USG when 
so requested.  In matters of exceptional gravity or importance, the Attorney General 
appears in person before the Supreme Court. 


3.  Organizational Structure 


a.  DOJ personnel include nearly 8,000 attorneys located primarily in the Antitrust, 
Civil, Civil Rights, Environment and Natural Resources, and Tax Divisions.  The bulk of 
the remaining litigation is performed by the nearly 100 US attorneys and their staffs 
dispersed throughout the country. 


b.  The Criminal Division develops, enforces, and supervises the application of all 
federal criminal laws except those specifically assigned to other divisions.  The Criminal 
Division and the 93 US attorneys have the responsibility for overseeing criminal matters 
under the more than 900 statutes as well as certain civil litigation.  Criminal Division 
attorneys prosecute many nationally significant cases.  In addition to its direct litigation 
responsibilities, the Criminal Division formulates and implements criminal enforcement 
policy and provides advice and assistance.  For example, the Criminal Division approves 
or monitors sensitive areas of law enforcement such as participation in the Witness 
Security Program and the use of electronic surveillance; advises the Attorney General, 
Congress, the Office of Management and Budget, and the White House on matters of 
criminal law; provides legal advice and assistance to federal prosecutors and investigative 
agencies; and provides leadership for coordinating international as well as federal, state, 
and local law enforcement matters. 


(1)  The International Criminal Investigative Training Assistance Program 
(ICITAP) works with foreign governments to develop professional and transparent law 
enforcement institutions that protect human rights, combat corruption, and reduce the 
threat of transnational crime and terrorism.  ICITAP supports both national security and 
foreign policy objectives.  ICITAP works in close partnership with DOS, USAID, DOD, 
and the Millennium Challenge Corporation.  These agencies fund ICITAP’s programs.  
ICITAP programs are designed in partnership with the HN, and program implementation 
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methods include on-the-ground, preprogram assessments; program planning, 
management, and review; curriculum development; classroom training, seminars, and 
workshops; internships; equipment donations; donor coordination; and on-the-job 
training and mentoring provided by embedded long-term advisors. 


(2)  Domestic Security Section safeguards the security of US citizens here and 
abroad by prosecuting international crimes of violence committed by and against them.  It 
is DOJ’s central POC regarding Military Extraterritorial Jurisdiction Act investigations 
and prosecutions.  Through the Act, the section coordinates, investigates, and prosecutes 
federal crimes committed overseas.  The section has developed strong relationships with 
LEAs within the DOD and the DOS to ensure that individuals employed by or 
accompanying the US military overseas who commit murder, sexual crimes, and other 
serious federal felony offenses are brought to justice where jurisdiction exists. 


(3)  The Office of Overseas Prosecutorial Development, Assistance, and 
Training develops and administers technical assistance designed to enhance the 
capabilities of foreign justice sector institutions and their law enforcement personnel, so 
they can effectively partner with the DOJ in combating terrorism, trafficking in persons, 
organized crime, corruption, and financial crimes.  It carries out justice sector institution 
building, including technical assistance, and skills development support, to enhance 
foreign justice sector cooperation.  The rule of law and the rights of individuals are the 
cornerstones of any free society.  Crime and misuse of the public trust undermine 
confidence in government and discredit free market economies.  The effective and fair 
administration of justice offers to the state and its citizens the greatest protection from 
lawlessness and support for basic human rights, and, when extant in foreign countries, 
provides the US with a stronger base of foreign cooperation in the fight against organized 
crime, illegal narcotics, and terrorism. 


c.  National Security Division merges the primary national security elements of 
DOJ.  The National Security Division consists of the CT and Counterespionage Sections; 
the Office of Intelligence, which consists of three sections (i.e., Operations Section, 
Oversight Section, and Litigation Section); the Law and Policy Office; the Office of 
Justice for Victims of Overseas Terrorism; and an Executive Office.  


(1)  The Counterespionage Section supervises the investigation and 
prosecution of cases affecting national security, foreign relations, and the export of 
strategic commodities and technology.  The Counterespionage Section has executive 
responsibility for authorizing the prosecution of cases under criminal statutes relating to 
espionage, sabotage, neutrality, and atomic energy.  It provides legal advice to US 
attorney’s offices and investigative agencies on all matters under its responsibility, which 
includes 88 federal statutes affecting national security.  It also coordinates criminal cases 
involving the application of the Classified Information Procedures Act.  In addition, the 
Counterespionage Section administers and enforces the Foreign Agents Registration Act 
of 1938 and related disclosure statutes. 


(2)  The CT Section is responsible for the design, implementation, and support 
of law enforcement efforts, legislative initiatives, policies, and strategies relating to 
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combating international and domestic terrorism.  The CT Section seeks to assist, through 
investigation and prosecution, in preventing and disrupting acts of terrorism anywhere in 
the world that impact on significant United States interests and persons. 


d.  The DEA is the primary narcotics enforcement agency for the USG.  The mission 
of the DEA is to enforce the controlled substances laws and regulations of the United 
States and bring to the criminal and civil justice system of the United States, or any other 
competent jurisdiction, those organizations and principal members of organizations, 
involved in the growing, manufacture, or distribution of controlled substances appearing 
in or destined for illicit traffic in the United States; and to recommend and support non-
enforcement programs aimed at reducing the availability of illicit controlled substances 
on the domestic and international markets.  In carrying out its mission as the agency 
responsible for enforcing the controlled substances laws and regulations of the United 
States, the DEA’s primary responsibilities include: 


(1)  Investigation and preparation for the prosecution of major violators of 
controlled substance laws operating at interstate and international levels.  


(2)  Investigation and preparation for prosecution of criminals and drug gangs 
who perpetrate violence in our communities and terrorize citizens through fear and 
intimidation. 


(3)  Management of a national drug intelligence program in cooperation with 
federal, state, local, and foreign officials to collect, analyze, and disseminate strategic and 
operational drug intelligence information.  


(4)  Seizure and forfeiture of assets derived from, traceable to, or intended to be 
used for illicit drug trafficking.  


(5)  Enforcement of the provisions of the Controlled Substances Act as they 
pertain to the manufacture, distribution, and dispensing of legally produced controlled 
substances.  


(6)  Coordination and cooperation with federal, state, and local law enforcement 
officials on mutual drug enforcement efforts and enhancement of such efforts through 
exploitation of potential interstate and international investigations beyond local or limited 
federal jurisdictions and resources.  


(7)  Coordination and cooperation with federal, state, and local agencies, and 
with foreign governments, in programs designed to reduce the availability of illicit abuse-
type drugs on the United States market through nonenforcement methods such as crop 
eradication, crop substitution, and training of foreign officials.  


(8)  Responsibility, under the policy guidance of the Secretary of State and US 
ambassadors, for all programs associated with drug law enforcement counterparts in 
foreign countries. 
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(9)  Liaison with the UN, International Criminal Police Organization 
(INTERPOL), and other organizations on matters relating to international drug control 
programs. 


e.  The FBI’s  (http://www.fbi.gov) mission is to uphold the law through the 
investigation of violations of federal criminal law; to protect the United States from 
foreign intelligence and terrorist activities; to provide leadership and law enforcement 
assistance to federal, state, local, and international agencies; and to perform these 
responsibilities in a manner that is responsive to the needs of the public and is faithful to 
the Constitution of the United States.  


(1)  In executing the following priorities, the FBI will produce and use 
intelligence to protect the Nation from threats and to bring to justice those who violate 
the law. 


(a)  Protect the United States from terrorist attack. 


(b)  Protect the United States against foreign intelligence operations and 
espionage. 


(c)  Protect the United States against cyberspace-based attacks and high-
technology crimes. 


(d)  Combat public corruption at all levels. 


(e)  Protect civil rights. 


(f)  Combat transnational/national criminal organizations and enterprises. 


(g)  Combat major white-collar crime. 


(h)  Combat significant violent crime. 


(i)  Support federal, state, local, and international partners. 


(j)  Upgrade technology to successfully perform the FBI’s mission. 


(2)  National Security Branch.  The FBI’s national security mission is to lead 
and coordinate intelligence efforts that drive actions to protect the United States.  The 
FBI’s goal is to develop a comprehensive understanding of the threats and penetrate 
national and transnational networks that have a desire and capability to harm us.  Such 
networks include: terrorist organizations, foreign intelligence services, those that seek to 
proliferate WMD, and criminal enterprises.  In order to be successful, the FBI must 
understand the threat, continue to integrate our intelligence and law enforcement 
capabilities in every FBI operational program, and continue to expand our contribution to 
the IC knowledge base.  Because national security and criminal threats are often 
intertwined, our ability to integrate intelligence and investigations makes us uniquely 
situated to address our Nation’s threats and vulnerabilities.  The branch is composed of 
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the CT Division, Counterintelligence Division, Directorate of Intelligence, Weapons of 
Mass Destruction Directorate, and Terrorist Screening Center. 


(a)  The CT Division provides a centralized, comprehensive, and 
intelligence-driven approach to address both international and domestic terrorism-related 
matters.  It works with its trusted partners from the intelligence and law enforcement 
communities, and oversees the joint terrorism task forces, which are multiagency task 
forces around the country that the FBI established to address terrorism. 


(b)  The Counterintelligence Division is charged with the prevention and 
investigation of foreign intelligence activities within the United States.  It targets both 
traditional and emerging nontraditional, asymmetric threats, integrating both intelligence 
and law enforcement techniques, and investigating espionage activities. 


(c)  The Directorate of Intelligence is the FBI’s dedicated national 
intelligence workforce with responsibility for all FBI intelligence functions.  It carries out 
its functions through embedded intelligence elements at FBI HQ and in each field 
division through the Field Intelligence Groups.  The groups also have personnel 
embedded in fusion centers around the country to share information with the FBI’s 
federal, state, and local law enforcement and intelligence partners. 


(d)  The Weapons of Mass Destruction Directorate is charged with 
preventing and disrupting the acquisition of WMD capabilities and technologies for use 
against the US homeland by terrorists and other adversaries, including nation-states.  The 
directorate integrates and links all the necessary CT, intelligence, counterintelligence 
(CI), and scientific and technical components to accomplish the FBI’s overall WMD 
mission.  The Terrorist Screening Center consolidates the government’s approach to 
terrorist screening and creates a single comprehensive watchlist of known or suspected 
terrorists.  The center ensures that local, state, and federal terrorist screeners have ready 
access to information and expertise. 


(3)  International Offices.  The threats posed by criminal and terrorist 
organizations that cross borders require the FBI to work seamlessly with law enforcement 
and intelligence agencies around the world.  The critical work of coordinating these 
activities is primarily conducted in the FBI’s 62 international offices known as legal 
attachés, or “legats,” and 14 legat sub-offices. 


(a)  Each legat works with law enforcement and security agencies in their 
HN to coordinate investigations of interest to both countries.  The rules for joint activities 
and information sharing are generally spelled out in formal agreements between the 
United States and the legat’s HN. 


(b)  In addition to the routine work of legats, the FBI now routinely deploys 
agents and crime scene experts to assist in the investigation of attacks, such as the May 
2003 bombings in Saudi Arabia and Morocco, and the July 2005 bombings in London.  
Agents, analysts, and forensics experts stationed in Iraq and Afghanistan work directly 
with our international partners.  
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f.  The Bureau of Alcohol, Tobacco, Firearms, and Explosives (ATF) is a 
principal LEA within the DOJ dedicated to preventing terrorism, reducing violent crime, 
and protecting our Nation.  The men and women of ATF perform the dual responsibilities 
of enforcing federal criminal laws and regulating the firearms and explosives industries.  
ATF is committed to working directly, and through partnerships, to investigate and 
reduce crime involving firearms and explosives, acts of arson, and illegal trafficking of 
alcohol and tobacco products. 


g.  The International Criminal Police Organization, United States National 
Central Bureau (INTERPOL-USNCB)—serves as the United States’ representative to 
the INTERPOL.  The INTERPOL-USNCB is the central POC for all INTERPOL matters 
in the United States, including secure communications with police authorities in 
INTERPOL’s 187 member countries and access to INTERPOL’s various databases 
containing information on wanted persons, terrorists, missing persons, stolen and lost 
passports and travel documents, stolen vehicles, and other law enforcement information.  
On a daily basis, the INTERPOL-USNCB coordinates and transmits requests for criminal 
investigative and humanitarian assistance between United States federal, state, and local 
law enforcement authorities and their foreign counterparts. 


h.   The United States Marshals Service is the Nation’s oldest and most versatile 
federal LEA.  The US Marshals Service is the enforcement arm of the federal courts, and 
as such, it is involved in virtually every federal law enforcement initiative. 


(1)  Presidentially appointed US marshals direct the activities of 94 districts—
one for each federal judicial district.  More than 3,320 deputy marshals and criminal 
investigators form the backbone of the agency.  Among their many duties, they 
apprehend more than half of all federal fugitives, protect the federal judiciary, operate the 
Witness Security Program, transport federal prisoners, and seize property acquired by 
criminals through illegal activities. 


(2)  The Tactical Operations Division carries out special missions that are 
related to the Marshals Service’s broad federal law enforcement and judicial security 
responsibilities.  They respond to national emergencies as well as crises involving HS.  
The division directs, coordinates, manages, and supports the following Marshals Service 
entities: the Special Operations Group, Office of Emergency Management, Office of 
Inspection, Emergency Operations Center, and the Marshals Service Communications 
Center. 


(a)  The Special Operations Group is a highly trained force of deputy 
marshals with the responsibility and capability of responding to emergency situations 
where federal law is violated or where federal property is endangered. 


1.  Specially trained deputy marshals provide security and law 
enforcement assistance to DOD and the USAF when Minuteman and cruise missiles are 
moved between military facilities. 
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2.


(b)  Office of Emergency Management is the primary POC when the 
Marshals Service is involved in sensitive and classified missions.  It has primary 
responsibility over the agency’s actions involving HS, national emergencies, and 
domestic crises.   


  The Special Operations Group participates in the International 
Stabilization and Reconstruction and Rule of Law programs working closely with DOD, 
DOJ, and DOS personnel in support of Operation IRAQI FREEDOM and Operation 
ENDURING FREEDOM.  In these endeavors, it has designed and constructed courts, 
judicial housing, and witness protection safe sites in Iraq and the Central Narcotics 
Judicial Center in Afghanistan.  It provides technologically advanced security equipment 
and programs to improve judicial and witness security in order to provide a more 
democratic judicial system and assist in the stabilization.   


(c)  The Office of District Affairs temporarily assigns deputy marshals 
when a district’s permanently assigned deputies need assistance in carrying out their 
missions.  For example, hundreds of deputies from across the country augmented the 
manpower of districts hit hard by hurricanes.  These mobilization orders come from the 
Attorney General. 


(3)  Investigations Operations Division.  The Marshals Service has memoranda 
of understanding to assume fugitive investigations for most federal LEAs to include the 
various investigative services within the DOD.  The Marshals Service has been 
designated by the DOJ as the primary agency to apprehend fugitives that are wanted by 
foreign nations and believed to be in the United States.  Fugitive apprehension efforts 
have expanded abroad with Marshals Service offices in Mexico, Jamaica, and the 
Dominican Republic.  Also, the Marshals Service is the primary agency responsible for 
tracking and extraditing fugitives who are apprehended in foreign countries and wanted 
for prosecution in the United States. 


4.  Capabilities and Core Competencies 


Some of DOJ’s key interagency components include the following: 


a.  The Office of Intelligence advises the Attorney General on all matters relating to 
the national security activities of the United States.  The Office of Intelligence prepares 
all applications for surveillance under the Foreign Intelligence Surveillance Act of 1978, 
assists USG agencies by providing legal advice on matters of national security law and 
policy, and represents DOJ on a variety of interagency committees, such as the National 
Foreign Intelligence Council. 


b.  The FBI has six priority investigative areas:  organized crime, drugs, CT, white 
collar crime, foreign CI, and violent crime.  The FBI has extensive intelligence and 
operational assets available, both domestically and overseas. 


c.  The US Marshals Service, through its Special Operations Group, can respond to 
a number of emergency circumstances, including civil disturbances, terrorist incidents, 
and riot and mob-violence situations. 
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d.  The DEA operates with the Customs Service, the Internal Revenue Service, the 
USCG, and the 11-agency National Narcotics Intelligence Consumers Committee.  It also 
manages the El Paso Intelligence Center, using personnel from 13 USG agencies. 


e.  The Department of Justice Mission in Iraq.  DOJ has been actively engaged in 
Operation IRAQI FREEDOM since May 2003.  DOJ leadership is actively engaged in 
this mission, and the Deputy Attorney General has appointed a Rule of Law Counselor 
who reports directly to him and coordinates with leadership in the Embassy in Baghdad.  
Working closely with the DOS, DOJ is assisting in a variety of efforts to promote 
freedom and security, from reconstruction programs to facilitating capacity development 
activities, with the ultimate goal of establishing the rule of law throughout Iraq.  DOJ 
officials are engaging with their Iraqi and American counterparts in a variety of tasks 
including:  rebuilding the judicial infrastructure; providing guidance in the investigation 
and prosecution of major crimes and acts of terrorism; providing technical assistance to 
Iraqi law enforcement entities; and training justice personnel on issues ranging from 
corrections procedures to international human rights laws. 


f.  ICITAP and the Office of Overseas Prosecutorial Development, Assistance, and 
Training (OPDAT) are two key offices that focus on HN capacity building within the 
criminal justice sector.  As result their program implementation activities are closely 
coordinated with partner agencies and departments, embassies in countries they are 
implementing programs, and with official representatives of a HN.  OPDAT carries out 
its mission in close coordination with the ICITAP.  Both OPDAT and ICITAP consider 
overseas criminal justice training and development as an integrated whole.  Other 
components of DOJ are also engaged in providing technical assistance and training 
overseas.  Among them, the FBI and DEA are the most active. 


g.  OPDAT establishes judicial and prosecutorial assistance programs that are 
appropriate for particular countries.  The appropriateness of a program for a particular 
country is determined through consultation with host country officials, DOS and USAID, 
other DOJ officials, and those familiar with the country’s criminal justice infrastructures.  
Based upon this determination OPDAT prepares a project implementation plan that 
describes the nature, goals, duration, and cost of the proposed project. 


h.  Working with DOS, ICITAP ensures that US  foreign assistance advances both 
the international rule of law and the strategic law enforcement priorities of the United 
States, by placing federal law enforcement development experts in US embassies 
overseas.  These ICITAP experts serve as highly valued resources in the embassies’ 
policy and planning processes.  They use their knowledge of US law enforcement 
interests in the region; their expertise in assessing the needs of the host country; their 
experience in implementing law enforcement assistance programs; and their ability to 
develop collaborative relationships with host country law enforcement officials to help 
both the host country and the United States achieve their peace and security objectives. 


  (1)  ICITAP engages other USG and international organizations in program 
activities (such as training events and internships), and creates opportunities for 
professional relationships to develop with HN law enforcement.  They collaborate with 
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representatives of the DOS Bureau of International Narcotics and Law Enforcement 
Affairs and Office of the Coordinator for Counterterrorism (S/CT) in US embassies. 


  (2)  ICITAP also teams with law enforcement attachés in US embassies—
including federal prosecutors and agents of the FBI; US DEA; US Marshals Service; 
ATF; DHS; and Internal Revenue Service—to improve the relevance and effectiveness of 
capacity-building programs in the host country. 
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ANNEX G TO APPENDIX A 
DEPARTMENT OF STATE 


1.  Overview 


DOS is the department of the USG responsible for planning and implementing the 
foreign policy of the United States.  As the lead US foreign affairs agency, DOS 
formulates, represents, and implements the President’s foreign policy.  The Secretary of 
State, the ranking member of the Cabinet and fourth in line of presidential succession, is 
the President’s principal advisor on foreign policy and the person chiefly responsible for 
US representation abroad.  


2.  Authority and Responsibilities 


a.  Under the Constitution, the President has the authority to make treaties, to receive 
foreign emissaries, to appoint diplomatic and consular officials, and to exercise other 
authority provided by legislation.  To assist the President in the exercise of these duties, 
Congress created the DOS in 1789, with the Secretary of State as its head.  DOS’s 
mission is to advance freedom for the benefit of the American people and the 
international community by helping to build and sustain a more democratic, secure, and 
prosperous world composed of well-governed states that respond to the needs of their 
people, reduce widespread poverty, and act responsibly within the international system. 


b.  DOS manages America’s relationships with foreign governments, international 
organizations, and the people of other countries.  The management of all of these 
relationships is called diplomacy.  DOS diplomats carry out the President’s foreign policy 
and help build a more free, prosperous, and secure world.  DOS is a vital part of the USG 
because it:  


(1)  Represents the United States overseas and conveys US policies to foreign 
governments and international organizations through American embassies and consulates 
in foreign countries and diplomatic missions;  


(2)  Negotiates and concludes agreements and treaties on issues ranging from 
trade to nuclear weapons;  


(3)  Coordinates and supports international activities of other US agencies, hosts 
official visits, and performs other diplomatic missions;  


(4)  Leads interagency coordination and manages the allocation of resources for 
foreign relations; and  


(5)  Promotes mutual understanding between the people of the United States and 
the people of other countries around the world.   


c.  DOS has four main foreign policy goals: 


(1)  Protect the United States and Americans;  
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(2)  Advance democracy, human rights, and other global interests;  


(3)  Promote international understanding of American values and policies; and 


(4)  Support US diplomats, government officials, and all other personnel at 
home and abroad who make these goals a reality.  


3.  Organizational Structure 


a.  Department of State Headquarters.  The DOS’s HQ provides policy guidance 
to DOS and USAID.  


(1)  Subordinate to the Secretary of State are two deputy secretaries and the 
under secretaries, who are responsible for management and coordination of the foreign 
policy process.  There is an under secretary for each of the following: 


(a)  Political Affairs.  Responsible for the general conduct of political 
relations and for representing DOS and the Secretary of State at the NSC deputies level. 


(b)  Economic, Energy, and Agricultural Affairs.  Responsible for 
foreign policy decisions in these areas. 


(c)  Arms Control and International Security.  Charged with the 
responsibility for policies in these areas, including all policy matters relating to arms 
control, nonproliferation, and disarmament. 


(d)  Democracy and Global Affairs.  Responsible for all matters on global 
issues, including democracy, human rights, and labor; environment, oceans, health, and 
science; population, refugees, and migration; women’s issues; and trafficking in persons 
and avian and pandemic influenza. 


(e)  Management.  Responsible for DOS’s resource management, including 
personnel. 


(f)  Public Diplomacy and Public Affairs.  Leads America's public 
diplomacy outreach, which includes communications with international audiences, 
cultural programming, academic grants, educational exchanges, international visitor 
programs, and USG efforts to confront ideological support for terrorism. 


(2)  The Director of US Foreign Assistance is charged with directing the 
transformation of the USG approach to foreign assistance.  The Director of US Foreign 
Assistance holds a rank equivalent to deputy secretary and is responsible for the effective 
use of foreign assistance to meet broad foreign policy objectives.  


(3)  To address the diverse issues in US foreign relations, DOS is organized into 
regional and functional bureaus.  The six regional bureaus, responsible to the Under 
Secretary for Political Affairs, formulate and implement regional foreign policy and 
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bilateral policy toward each individual country of the world.  These bureaus are headed 
by assistant secretaries: 


(a)  African Affairs. 


(b)  East Asian and Pacific Affairs. 


(c)  European and Eurasian Affairs. 


(d)  Near Eastern Affairs. 


(e)  Western Hemisphere Affairs. 


(f)  South and Central Asian Affairs. 


(4)  Two additional bureaus responsible to the Under Secretary for Political 
Affairs are the Bureau of International Narcotics and Law Enforcement Affairs, which 
develops policies and programs to combat international narcotics and crime, and the 
Bureau of International Organization Affairs, which formulates and implements 
multilateral foreign policy toward IGOs, particularly the agencies of the UN, and 
provides guidance and support for US participation in IGOs, peacekeeping and 
humanitarian operations, human rights, economic and social affairs, technical agencies, 
international development, US citizen employment in international organizations, and 
international conferences.  


(5)  The other bureaus in DOS are functionally oriented; their assistant 
secretaries are responsible to other under secretaries for specific matters.  Bureaus are 
subdivided into offices headed by directors.  The offices of the six regional bureaus are 
organized by country or group of countries (e.g., the Office of Mainland Southeast Asia 
Affairs, the Office of Canadian Affairs).  Regional office directors are often also called 
country directors, and they supervise the work of desk or country officers.  Country (or 
“desk”) officers are responsible for the day-to-day coordination with the US mission, and 
the other elements of the DOS and the broader interagency community.  Directors head 
the offices of the other bureaus for the specific function they perform. 


(6)  DOS relies on the Foreign Service, a corps of career foreign affairs experts, 
to operate its overseas missions, formulate foreign policy, and perform diplomatic 
engagement.  Foreign Service officers of the United States hold Presidential commissions 
and are recruited through a difficult examination and entry process, with an up-or-out 
promotion system akin to that of military officers.  Foreign Service officers serve on an 
assignment basis, frequently serving two to four years at a US mission or in DOS.  In 
addition to the Foreign Service officer corps, there is a wide range of Foreign Service 
specialists with expertise in security, communications, information technology, medical 
specialties, management, and budgeting. 


b.  Functional Bureaus and Offices.  Several bureaus and offices have frequent 
interaction with DOD.   
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(1)  The mission of S/CRS is to lead, coordinate, and institutionalize USG 
civilian capacity to prevent or prepare for post-conflict situations, and to help stabilize 
and reconstruct societies in transition from conflict or civil strife, so they can reach a 
sustainable path toward peace, democracy, and a market economy.  The Coordinator for 
Reconstruction and Stabilization reports directly to the Secretary of State.  The Secretary 
of State may direct the Coordinator for Reconstruction and Stabilization to lead and 
coordinate integrated USG efforts to prepare, plan for, and conduct R&S activities, 
including ensuring harmonization with any planned or ongoing military operations. 


(a)  The Conflict Prevention Office oversees a broad-based global 
monitoring program to identify states at risk of instability, coordinates conflict prevention 
and mitigation efforts within the USG, and actively consults with NGOs and international 
partners on best practices and new policy tools to help define policies and programs to 
strengthen fragile states. 


(b)  The Planning Office works with USG civilian and military agencies, 
nongovernmental, and multilateral partners to refine and implement the whole-of-
government approach to the reconstruction, stabilization, and conflict transformation of 
fragile and failed states. 


(c)  The Office of Civilian Readiness and Response is responsible for the 
hiring, management, readiness, deployment, logistical support, and after-action 
coordination for the Civilian Response Corps (CRC). 


(d)  The Conflict Prevention Office, the Planning Office, and the Civilian 
Readiness and Response Office interface with four regional coordination teams to assure 
functional and geographic integration across S/CRS. 


(2)  The Bureau of Political-Military Affairs (PM) is the DOS’s principal link to 
DOD.  PM provides guidance and coordinates policy formulation on national security 
issues including regional stability, military operations and arms transfers, and defense 
trade.  It is the DOS lead for defense trade controls, defense relations, security 
cooperation, military operations and exercises, diplomatic clearance approvals for foreign 
ships and aircraft entering the US and its territories, conventional weapons destruction 
including humanitarian demining assistance, man-portable air-defense systems threat 
reduction, and analyzing broad trends in international security affairs to determine their 
effect on US policies.  It ensures effective coordination of related policies and joint 
operations plans, oversees operations and programs, and advises and supports senior 
officers of DOS in their formal relationships with the OSD and JCS.  It serves as 
principal liaison with the DOD on policy issues, including security cooperation, and on 
coordination of US military related activities with US foreign policy implications.  It is 
responsible for developing, managing, and implementing military security cooperation 
programs and providing advice on crisis management, military operations, base access 
and pre-positioning of US materiel, and other aspects of US defense relations.  It provides 
overall direction for the fulfillment of DOS’s responsibilities for the State-Defense 
Exchange Program and for POLADs assigned to military commands, the Pentagon, and 
JIACGs (or equivalent organization). 
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(3)  The Office of the Coordinator for Counterterrorism heads USG efforts to 
improve CT cooperation with foreign governments.  The Coordinator for 
Counterterrorism chairs the Interagency Working Group on Counterterrorism and the 
DOS’s task force to coordinate responses to international terrorist incidents.  The 
Coordinator for Counterterrorism has primary responsibility for developing, coordinating, 
and implementing American CT policy.  The office leads the Regional Strategic Initiative 
which seeks to create a flexible network of coordinated country teams, to deny terrorists 
safe haven. 


(a)  The goals are to identify key CT issues and concerns across a region; 
develop a common strategic approach to address CT issues; pool resources and tasks to 
generate unified effort across the USG; create ongoing interagency partnerships to 
address CT issues; form a basis for closer cooperation between regional partner nations; 
and leverage resources from such partners as the Group of Eight Counterterrorism Action 
Group, and other IGOs. 


(b)  To maximize the impact of USG CT efforts, S/CT has initiated the 
Regional Security Initiative, a series of regionally-based, interagency, strategy planning 
activities, hosted by US embassies.  The key concepts underpinning the Regional 
Strategic Initiative are to bring all instruments of statecraft to bear, in a calibrated 
fashion, through coordinated interagency strategy; create a shared diagnosis as a basis for 
interagency self-synchronization; build trusted networks to displace enemy networks; 
promote field-driven interagency cooperation; and operate as theater, not-bureau-based. 


(4)  The Bureau of Intelligence and Research, drawing on all-source 
intelligence, provides value-added independent analysis of events to DOS policymakers; 
ensures that intelligence activities support foreign policy and national security purposes; 
and serves as the focal point in DOS for ensuring policy review of sensitive CI and law 
enforcement activities.  Its primary mission is to harness intelligence to serve US 
diplomacy.  The bureau also analyzes geographical and international boundary issues.  
The bureau is a member of the IC.  The humanitarian information unit (HIU) is an 
element of the bureau.  HIU serves as a USG interagency center to identify, collect, 
analyze, and disseminate unclassified information critical to USG decision makers and 
partners in preparation for and response to humanitarian emergencies worldwide, and to 
promote best practices for humanitarian information management.  To accomplish this 
mission, the HIU performs the following tasks: 


(a)  Identifies key sources of geospatial and geo-referenced data best suited 
to meet the information requirements of our consumers;  


(b)  Collects timely, verifiable, and relevant data utilizing an extensive 
network of information partnerships;  


(c)  Analyzes data using multiagency expertise and applying proven 
technologies to determine significant trends and relationships; and 
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(d)  Disseminates information of value to all levels of consumers, from 
national-level policymakers to operational field managers. 


(5)  The Bureau of International Security and Nonproliferation is responsible for 
managing a broad range of nonproliferation, counter proliferation, and arms control 
functions.  It leads US efforts to prevent the spread of WMD (i.e., nuclear, chemical, and 
biological weapons) and their delivery systems.  The bureau spearheads efforts to 
promote international consensus on WMD proliferation through bilateral and multilateral 
diplomacy.  It addresses WMD proliferation threats posed by non-state actors and 
terrorist groups by improving physical security, using interdiction and sanctions, and 
actively participating in the Proliferation Security Initiative.  The bureau also coordinates 
the implementation of key international treaties and arrangements, working to make them 
relevant to today’s security challenges; and works closely with the UN, the Group of 
Eight, NATO, the Organization for the Prohibition of Chemical Weapons, the IAEA, and 
other international institutions and organizations to reduce and eliminate the threat posed 
by WMD.  The bureau also supports efforts of foreign partners to prevent, protect 
against, and respond to the threat or use of WMD by terrorists.  


(6)  Bureau of Population, Refugees, and Migration.  The mission of the bureau 
is to provide protection, life-sustaining relief, and durable solutions for refugees and 
conflict victims, working through the multilateral humanitarian system to achieve the best 
results for refugees and conflict victims on behalf of the American taxpayer.  The bureau 
has primary responsibility within the USG for formulating policies on population, 
refugees, and migration, and for administering US refugee assistance and admissions 
programs.  It coordinates DOS’s policy on global population, refugees, and migration 
issues and manages migration and refugee assistance appropriations.  The bureau is at the 
center of a cooperative effort among the DOS, USG agencies, IGOs, and NGOs to 
implement a more comprehensive international population policy, including broadening 
of population assistance programs to cover a wider range of reproductive health services; 
provide assistance to refugees in first-asylum countries and admit refugees to the United 
States for permanent resettlement; and develop bilateral and multilateral approaches to 
international migration issues. 


(7)  The Bureau of Diplomatic Security is the security and law enforcement arm 
of DOS and is responsible for providing a safe and secure environment for the conduct of 
US foreign policy.  Overseas, the Bureau of Diplomatic Security develops and 
implements effective security programs to safeguard all personnel who work in every US 
diplomatic mission around the world.  In the United States, the Bureau of Diplomatic 
Security personnel protect the Secretary of State and high-ranking foreign dignitaries and 
officials visiting the United States, investigates passport and visa fraud, and conducts 
personnel security investigations.   


(8)  The Bureau of International Narcotics and Law Enforcement Affairs advises 
the President, Secretary of State, other bureaus in DOS, and other USG departments and 
agencies on the development of policies and programs to combat international narcotics 
and crime.  Its programs support two of the DOS’s strategic goals: to reduce the entry of 
illegal drugs into the United States; and to minimize the impact of international crime on 
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the United States and its citizens.  Counternarcotics and anticrime programs also 
complement CT efforts, both directly and indirectly, by promoting modernization of and 
supporting operations by foreign criminal justice systems and LEAs charged with the CT 
mission. 


c.  The DOS Overseas.  The United States has diplomatic relations with some 180 
of the 191 countries in the world and with many IGOs.  DOS takes the leading role in 
maintaining and improving relationships with these countries and organizations.  DOS is 
represented by its core staff of Foreign Service personnel at every one of the nearly 260 
US embassies, consulates-general, consulates, and missions to international diplomatic 
organizations overseas. 


(1)  A US mission is the basic unit for the conduct of bilateral diplomacy with 
foreign governments overseas.  They are headed by a COM, normally an ambassador—
who is a Presidential appointee and the President’s personal representative.  As such, the 
COM is the senior US official in the country.  By law, COMs coordinate, direct, and 
supervise all USG activities and representatives posted in the foreign country to which 
they are accredited.  COMs do not; however, exercise control of US personnel attached to 
and working for the head of a US mission to an IGO (e.g., US Ambassador to NATO) or 
US military personnel operating under the command of a GCC.  Generally, each COM 
has an agreement with the GCC delineating which DOD personnel fall under the 
responsibility of each for security.    


(2)  Overseas, the Foreign Service is assisted by another 10,000 career Foreign 
Service National employees, who are mostly citizens of the HN.  Also, more than 1,300 
US Marines are under OPCON of DOS COMs as Marine security guards. 


4.  Capabilities and Core Competencies 


a.  As the lead foreign affairs agency, DOS has the primary role in:  


(1)  Leading interagency coordination in developing and implementing foreign 
policy.  


(2)  Managing the foreign affairs budget and other foreign affairs resources.  


(3)  Leading and coordinating US representation abroad, conveying US foreign 
policy to foreign governments and IGOs through US embassies and consulates in foreign 
countries and diplomatic missions to international organizations.  


(4)  Conducting negotiations and concluding agreements and treaties on issues 
ranging from trade to nuclear weapons.  


(5)  Coordinating and supporting international activities of other US agencies 
and officials. 


b.  All foreign affairs activities—US representation abroad, foreign assistance 
programs, countering international crime, foreign military training programs, the services 
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DOS provides, and more—are paid for by the foreign affairs budget, which represents 
little more than 1% of the total federal budget.  This small investment is key to 
maintaining US leadership, which promotes and protects the interests of our citizens by: 


(1)  Promoting peace and stability in regions of vital interest. 


(2)  Creating jobs at home by opening markets abroad. 


(3)  Helping developing nations establish stable economic environments that 
provide investment and export opportunities. 


(4)  Bringing nations together to address global problems such as cross-border 
pollution, the spread of communicable diseases, terrorism, nuclear smuggling, and 
humanitarian crises. 


c.  The services DOS provides include: 


(1)  Protecting and assisting US citizens living or traveling abroad. 


(2)  Assisting US businesses in the international marketplace. 


(3)  Coordinating and providing support for international activities of other US 
agencies (local, state, or USG), official visits overseas and at home, and other diplomatic 
efforts. 


(4)  Keeping the public informed about US foreign policy and relations with 
other countries and providing feedback from the public to administration officials. 


d.  A key DOS function is assembling coalitions to provide military forces for US-
led multinational operations.  In coordination with the NSC and DOD, DOS contacts 
foreign governments at the highest level to request participation of their forces in a 
planned multinational operation.  When forces are offered, DOS formally accepts them 
from the foreign government and arranges for military-to-military contact between the 
foreign and US forces.  Once a foreign government has committed its forces to the 
multinational effort, DOS includes its representatives in a political forum to ensure that 
the foreign government remains informed of the direction of the effort and committed to 
participation.  


5.  Interagency Relationships 


a.  The DOS’s principal roles in its relationship with DOD are to ensure that defense 
activities support national foreign policy and to facilitate defense activities overseas.  In 
performance of the first role, DOS attends interagency meetings, responds to requests 
from JS and OSD for a foreign policy review of DOD proposed activities, and alerts 
DOD to defense activities of foreign policy concern that have come to DOS attention.  In 
its role as facilitator of defense activities overseas, DOS approaches foreign governments 
through high-level visits, diplomatic representations by US missions overseas, or contact 
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with foreign government representatives in the US to negotiate agreements or obtain 
authorization for defense activities in the sovereign territory of the foreign country. 


b.  In recognition of the impact that DOD activities have on US foreign affairs, 
DOS has assigned a single bureau, PM, to be its primary interface with DOD.  PM 
manages POLMIL relations throughout the world, including training and assistance for 
foreign militaries, and works to maintain global access for US military forces.  PM 
promotes responsible US defense trade, while controlling foreign access to militarily 
significant technology, through export controls.  PM also coordinates US programs that 
help rid countries of landmines and other conventional weapons.  PM helps protect 
national security by leading interagency efforts to plan for future crises — including 
planning US responses to cyberspace-attacks against vital computer networks or to 
CBRN attacks overseas. 


c.  DOS is also the coordinator of the process for interagency consideration of 
proposals to enter into treaties or other formal agreements with foreign governments, 
known as the Circular 175 process (US Department of State Foreign Affairs Manual, 
Volume 11— Political Affairs, chapter 720).  No USG agency is permitted to enter into a 
formal agreement of any kind with a foreign government, nor even propose an 
agreement, until it has received Circular 175 authorization.  


d.  Overseas, DOS provides the support structure for the representatives of DOD, 
DOC, USDA, DOJ, and DHS; the Peace Corps; USAID; and other USG foreign affairs 
agencies to enable them to conduct US relations with foreign governments and IGOs.  In 
missions that conduct bilateral affairs with the government of a foreign country, the COM 
coordinates the efforts of the interagency country team, composed of the chief in-country 
representative of the foreign affairs agencies, to achieve a unified, consistent foreign 
policy toward the HN. 
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ANNEX H TO APPENDIX A 
DEPARTMENT OF TRANSPORTATION 


1.  Overview 


DOT serves the United States by ensuring a fast, safe, efficient, accessible, and 
convenient transportation system that meets our vital national interests and enhances the 
quality of life of the American people, today and into the future. 


2.  Authority and Responsibilities 


a.  The national objectives of general welfare, economic growth and stability, and 
security of the United States require the development of transportation policies and 
programs that contribute to providing fast, safe, efficient, and convenient transportation at 
the lowest cost consistent with those and other national objectives, including the efficient 
use and conservation of the resources of the United States. 


b.  DOT is necessary in the public interest and to: 


(1)  Ensure the coordinated and effective administration of the transportation 
programs of the USG; 


(2)  Make easier the development and improvement of coordinated 
transportation service to be provided by private enterprise to the greatest extent feasible; 


(3)  Encourage cooperation of federal, state, and local governments, carriers, 
labor, and other interested persons to achieve transportation objectives; 


(4)  Stimulate technological advances in transportation, through research and 
development or otherwise; 


(5)  Provide general leadership in identifying and solving transportation 
problems; and 


(6)  Develop and recommend to the President and Congress transportation 
policies and programs to achieve transportation objectives considering the needs of the 
public, users, carriers, industry, labor, and national defense. 


3.  Organizational Structure 


a.  DOT consists of the Office of the Secretary, the Surface Transportation Board, 
and 10 operating administrations that are organized generally by mode of travel (e.g., air, 
rail, and other methods):  Federal Aviation Administration (FAA); Federal Highway 
Administration; Federal Motor Carrier Safety Administration; Federal Railroad 
Administration; Federal Transit Administration; Maritime Administration (MARAD); 
National Highway Traffic Safety Administration; Saint Lawrence Seaway Development 
Corporation; Pipeline and Hazardous Materials Safety Administration;  and Research and 
Innovative Technology Administration. 
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b.  The Office of the Secretary oversees the formulation of national transportation 
policy and promotes intermodal transportation.  Other responsibilities range from 
negotiation and implementation of international transportation agreements, assuring the 
fitness of US airlines, enforcing airline consumer protection regulations, issuance of 
regulations to prevent alcohol and illegal drug misuse in transportation systems, and 
preparing transportation legislation. 


c.  Federal Aviation Administration.  The mission of the FAA is to provide the 
safest, most efficient aerospace system in the world.    


(1)  The safety mission of the FAA is first and foremost and includes the 
issuance and enforcement of regulations and standards related to the manufacture, 
operation, certification, and maintenance of aircraft.  The agency is responsible for the 
rating and certification of airmen and for certification of airports serving air carriers.  It 
also regulates a program to protect the security of civil aviation, and enforces regulations 
under the Hazardous Materials Transportation Act for shipments by air.  The FAA, which 
operates a network of airport towers, air route traffic control centers, and flight service 
stations, develops air traffic rules, allocates the use of airspace, and provides for the 
security control of air traffic to meet national defense requirements.  Other 
responsibilities include the construction or installation of visual and electronic aids to air 
navigation and promotion of aviation safety internationally.  The FAA, which regulates 
and encourages the US commercial space transportation industry, also licenses 
commercial space launch facilities and private sector launches. 


(2)  The FAA is responsible for all DOD flight inspection requirements.  
Through a MOA, the USAF maintains a staff of active and reserve aircrews to perform 
flight inspection missions worldwide, including missions in support of combat and 
contingency operations.  The DOD Flight Inspection office coordinates flight inspection 
requirements and develops national policy for the conduct of flight inspection of all 
navigation aids and air traffic control facilities owned or controlled by the military 
departments of the USG throughout the world. 


(3)  The FAA leads and supports the development of civil aviation systems 
worldwide (e.g., Afghanistan).  Civil air traffic control systems have numerous military 
applications and provide significant economic advantages to a partner nation. 


d.  Maritime Administration.  MARAD promotes development and maintenance of 
an adequate, well-balanced, United States merchant marine, sufficient to carry the 
Nation’s domestic waterborne commerce and a substantial portion of its waterborne 
foreign commerce, and capable of serving as a naval and military auxiliary in time of war 
or national emergency.  MARAD also seeks to ensure that the United States enjoys 
adequate shipbuilding and repair service, efficient ports, effective intermodal water and 
land transportation systems, and reserve shipping capacity in time of national emergency. 


(1)  Military Cargoes.  The MARAD initiates and recommends regulations and 
procedures for the DOD to follow in administering cargo preference.  Program efforts 
concentrate on meetings and discussions with DOD component commands, contractors, 
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suppliers, freight forwarders, and shipping companies to focus attention on meeting the 
needs of all constituents within the context of US-flag carriage requirements.  Cargo 
shipping for DOD is subject to the Military Cargo Preference Act of 1904 which requires 
that items procured for, intended for use by, or owned by military departments or defense 
agencies, must be carried exclusively (100 percent) on US-flag vessels, if available at 
reasonable rates.  Most DOD containerized cargo is booked on US-flag vessels by the 
Military Surface Deployment and Distribution Command for the various DOD shipper 
services as part of the Defense Transportation System.  Shipping via the system allows 
DOD shippers access to pre-negotiated ocean shipping contracts providing cost and 
convenience benefits. 


(2)  NATO Planning Board for Ocean Shipping.  The MARAD is the United 
States representative to NATO’s Planning Board for Ocean Shipping (PBOS).  
Additionally, MARAD’s Office of Emergency Preparedness provides the Secretariat for 
PBOS and the Assistant Administrator currently serves as the Chairman of PBOS.  PBOS 
is responsible for developing and maintaining plans for civil shipping support to the 
Alliance in crisis and war.  PBOS planning takes into account the international character 
of merchant shipping and seeks to facilitate access to worldwide shipping.  Its planning 
responsibilities include planning for the provision of shipping resources to support 
military lift requirements through appropriate shipping crisis management arrangements, 
and planning for the availability of marine war risks insurance for merchant ships 
supporting the alliance.  PBOS plans for the use of merchant shipping in crises or wars 
affecting the interests of the Alliance.  All other sealift activities in peacetime are solely a 
national responsibility. 


(3)  Voluntary Intermodal Sealift Agreement.  The Voluntary Intermodal 
Sealift Agreement (VISA) program is a partnership between the USG and the maritime 
industry to provide the DOD with “assured access” to commercial sealift and intermodal 
capacity to support the emergency deployment and sustainment of US military forces.  
Intermodal capacity includes dry cargo ships, equipment, terminal facilities, and 
intermodal management services.  The VISA program provides for a time-phased 
activation of state-of-the-art commercial intermodal equipment to coincide with DOD 
requirements while minimizing disruption to US commercial operations.  The VISA 
program can be activated in three stages as determined by DOD with each stage 
representing a higher level of capacity commitment.  In Stage III participants must 
commit at least 50 percent of their capacity.  Dry cargo vessels enrolled in the Maritime 
Security Program must commit 100 percent during Stage III. 


(4)  Maritime Security Program.  The Maritime Security Program is a fleet of 
active, commercially viable, militarily useful, privately-owned vessels to meet national 
defense and other security requirements.  Participating operators are required to make 
their ships and commercial transportation resources available upon request by SecDef 
during times of war or national emergency.  The program maintains a modern US-flag 
fleet providing military access to vessels and vessel capacity, as well as a total global, 
intermodal transportation network.  This network includes not only vessels, but also 
logistics management services, infrastructure, terminals facilities, and US citizen 
merchant mariners to crew the government owned/controlled and commercial fleets. 
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(5)  Office of Ship Operations.  The Office of Ship Operations formulates 
national policies and programs for the operation, maintenance, and repair of government-
owned or acquired merchant ships especially the maintenance and readiness of the 
National Defense Reserve Fleet (NDRF).  It develops and administers programs, policies, 
and activities for the maintenance and readiness of Ready Reserve Force (RRF) ships in 
order to ensure that these ships can be activated within 4, 5, 10, or 20 days of notification; 
preservation work plans for each reserve fleet site; and the acquisition, allocation, and 
operation of merchant ships in time of national emergency.  It administers ship 
preservation programs for the NDRF and conducts fleet service activities and engineering 
studies for improved methods, techniques, equipment, and materials. 


(a)  The NDRF serves as a reserve of ships for national defense and national 
emergency purposes.  NDRF vessels are located at the James River, Beaumont and 
Suisun Bay anchorages, and at designated port facility berths.  The program primarily 
consists of dry cargo ships with some tankers and military auxiliaries.  In addition to 
maintaining ships for USTRANSCOM logistics, the Missile Defense Agency sponsors 
two ships for missile tracking.  There are five additional ships that are dedicated for 
military and HS training.  There are 30 vessels in retention status, which are preserved in 
a way that keeps them in the same condition as when they entered the fleet.  In response 
to hurricane Katrina and Rita landfalls in 2005, FEMA used the MARAD’s vessels to 
support relief efforts.  Nine ships supported the recovery mostly with messing and 
berthing for refinery workers, oil spill response teams, and longshoremen. 


(b)  The RRF program is a subset of the MARAD’s NDRF to support the 
rapid worldwide deployment of US military forces.  As a key element of DOD strategic 
sealift, the RRF primarily supports transport of Army and Marine Corps unit equipment, 
combat support equipment, and initial resupply during the critical surge period before 
commercial ships can be marshaled.  The RRF provides nearly one-half of the 
government-owned surge sealift capability.  Management of the RRF program is defined 
by a MOA between DOD and DOT. 


1.  The RRF now consists of 51 ships including: 35 roll-on/roll off  
vessels with eight fast sealift ships, four heavy lift or barge carrying ships, six auxiliary 
craneships, two tankers, two aviation repair vessels, and two special mission ships.  Most 
RRF ships are berthed at various US ports.  These outported locations are coordinated 
with military planners and chosen to minimize sailing time to strategic loadout ports.  
Outported RRF ships are also used as training platforms for cargo handling by USN and 
Army units and for HS training by various LEAs. 


2.  RRF ships are expected to be fully operational within their assigned 
5- and 10-day readiness status and sail to designated loading berths.  Commercial US 
ship managers provide systems maintenance, equipment repairs, logistics support, 
activation, manning, and operations management by contract.  Ships in priority readiness 
have reduced operating status maintenance crews of about 10 commercial merchant 
mariners that are supplemented by additional mariners during activations.  Readiness of 
the RRF is periodically tested by DOD directed activations of ships for military cargo 
operations and exercises. 
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4.  Interagency Relationships 


a.  DOT maintains relationships with many components of DOD. 


b.  DOT has considerable expertise involving the civilian and military use of the 
Nation’s transportation system.  For this reason, DOT can redirect the Nation’s 
transportation assets and change priorities, usually through Presidential executive order 
or emergency decrees. 


c.  The FAA and DOD have significant mutual interests with regard to military 
aviation, aeronautical charts and publications, Notices to Airmen, military airport 
operations and certification, airspace management during national crises, and airspace 
control and certification of expeditionary aviation facilities overseas during military 
contingency operations. 
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ANNEX I TO APPENDIX A 
DEPARTMENT OF THE TREASURY 


1.  Overview 


The Department of the Treasury (TREAS) (http://www.ustreas.gov) serves the 
American people and strengthens national security by managing the USG’s finances 
effectively, promoting economic growth and stability, and ensuring the safety, soundness, 
and security of the US and international financial systems.  


2.  Authority and Responsibilities 


TREAS is the executive agency responsible for promoting economic prosperity and 
ensuring the financial security of the United States.  TREAS is responsible for a wide 
range of activities such as advising the President on economic and financial issues, 
encouraging sustainable economic growth, and fostering improved governance in 
financial institutions.  TREAS operates and maintains systems that are critical to the 
Nation’s financial infrastructure, such as the production of coin and currency, the 
disbursement of payments to the American public, revenue collection, and the borrowing 
of funds necessary to run the USG.  TREAS works with other federal agencies, foreign 
governments, and international financial institutions to encourage global economic 
growth, raise standards of living, and to the extent possible, predict and prevent economic 
and financial crises.  TREAS also performs a critical and far-reaching role in enhancing 
national security by implementing economic sanctions against foreign threats to the US, 
identifying and targeting the financial support networks of national security threats, and 
improving the safeguards of our financial systems. 


3.  Organizational Structure 


a.  TREAS is organized into two major components: the departmental offices and the 
operating bureaus.  The departmental offices are primarily responsible for the formulation 
of policy and management for TREAS as a whole, while the operating bureaus carry out 
the specific operations assigned to TREAS.  The bureaus make up 98% of the TREAS 
work force.   


b.  The basic functions of the TREAS include: 


(1)  Managing federal finances. 


(2)  Collecting taxes, duties, and monies paid to and due to the US and paying 
all bills of the US. 


(3)  Currency and coinage. 


(4)  Managing government accounts and the public debt. 


(5)  Supervising national banks and thrift institutions. 
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(6)  Advising on domestic and international financial, monetary, economic, 
trade, and tax policy. 


(7)  Enforcing federal finance and tax laws. 


(8)  Investigating and prosecuting tax evaders, counterfeiters, and forgers. 


c.  The mission of the Office of Terrorism and Financial Intelligence is to marshal 
TREAS’s policy, enforcement, regulatory, and intelligence functions in order to sever the 
lines of financial support to international terrorists, proliferators of WMD, narcotics 
traffickers, and other threats to our national security.  There are financial networks that 
underlie all of these threats, and those networks are sources of valuable intelligence and 
present vulnerabilities that can be exploited. 


(1)  The Office of Foreign Assets Control (OFAC) administers and enforces 
economic and trade sanctions based on US foreign policy and national security goals 
against targeted foreign countries and regimes, terrorists, international narcotics 
traffickers, those engaged in activities related to the proliferation of WMD, and other 
threats to the national security, foreign policy, or economy of the United States.  OFAC 
acts under Presidential national emergency powers, as well as authority granted by 
specific legislation, to impose controls on transactions and freeze assets under US 
jurisdiction.  Many of the sanctions are based on UN and other international mandates, 
are multilateral in scope, and involve close cooperation with allied governments. 


(2)  The Office of Intelligence and Analysis is responsible for the receipt, 
analysis, collation, and dissemination of foreign intelligence and foreign CI information 
related to the operation and responsibilities of TREAS.  The office is a member of the US 
IC.  Its mission is to support the formulation of policy and execution of TREAS 
authorities by providing expert analysis and intelligence production on financial and 
other support networks for terrorist groups, proliferators, and other key national security 
threats; and timely, accurate, and focused intelligence support on the full range of 
economic, political, and security issues.  


(a)  The Iraq Threat Finance Cell is jointly led by TREAS and United States 
Central Command (USCENTCOM) in Baghdad.  It performs financial intelligence 
analysis concerning insurgent and terrorist elements in Iraq.  It collects, processes, and 
disseminates financial intelligence to support efforts to detect, identify, and disrupt 
insurgent or terrorist elements.  Assignments to the cell are voluntary and provide 
valuable opportunities to work with military, diplomatic, IC, and law enforcement 
elements while serving overseas. 


(b)  Liaison Positions.  In order to enhance integration and collaboration 
with other IC elements, Office of Intelligence and Analysis deploys personnel to 
organizations such as the Office of the Director of National Intelligence (ODNI), FBI, 
CIA, USCENTCOM, USPACOM, and USEUCOM.  These liaisons serve as valuable 
points of contact at their respective posts and provide guidance, advice, and expertise to 
these organizations regarding TREAS-related matters. 
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(c)  Treasury attachés enable TREAS to collaborate with foreign counterpart 
agencies in order to advance US policies in the economic and illicit financing arenas.  An 
attaché represents TREAS for a one to three year period and assists the US ambassador 
by providing analytical support and policy advice regarding TREAS issues.  TREAS 
currently has positions established throughout the world including in Europe, Asia, South 
America, and the Middle East. 


(3)  Protecting charities from terrorist abuse is a critical component of the global 
fight against terrorism.  Charities provide essential services, comfort, and hope to those in 
need around the world.  Unfortunately, terrorists have exploited the charitable sector to 
raise and move funds, provide logistical support, encourage terrorist recruitment, or 
otherwise support terrorist organizations and operations.  This abuse threatens to 
undermine donor confidence and jeopardizes the integrity of the charitable sector, whose 
services are indispensable to the world community.  The charitable sector is one that has 
consistently faced a high risk of abuse from terrorists and terrorist organizations.  
Charities operating overseas in areas of high risk are especially vulnerable to this abuse.  
Since the terrorist attacks of September 11, 2001, the United States has designated 
several charities worldwide as supporting terrorist activity.  A list of these charities can 
be found at http://www.treas.gov/offices/enforcement.  In addition, the United States has 
designated several foreign terrorist organizations that have operated under various names 
that appear as potential fundraising front organizations for terrorist activity.  Terrorist 
abuse of the charitable sector can take many forms, including: 


(a)  Establishing front organizations or using charities to raise funds in 
support of terrorist organizations; 


(b)  Establishing or using charities to transfer funds, other resources, and 
operatives across geographical boundaries; 


(c)  Defrauding charities through branch offices or aid workers to divert 
funds to support terrorist organizations; and 


(d)  Leveraging charitable funds, resources, and services to recruit members 
and foster support for terrorist organizations and their ideology. 


d.  The Financial Crimes Enforcement Network supports law enforcement 
investigative efforts and fosters interagency and global cooperation against domestic and 
international financial crimes.  It also provides US policy makers with strategic analyses 
of domestic and worldwide trends and patterns.  The networks International Programs 
Division works to establish and strengthen mechanisms for the exchange of information 
globally, and to engage, encourage, and support international partners in taking necessary 
steps to construct regimes to combat money laundering, terrorist financing, and other 
financial crimes. 


(1)  The network offers a wide array of technical assistance to foreign 
governments, providing policy recommendations and guidance, analytical training, 
technological advice, and staff support in order to foster the implementation of anti-







Annex I to Appendix A 


A-I-4 JP 3-08 


money laundering and CT financing regimes worldwide.  The network supports US 
bilateral and multilateral efforts to join with other nations in a concerted fashion to 
combat transnational crime. 


(2)  The International Programs Division responds to requests from Egmont 
financial intelligence units, as well as acts as a conduit for requests from domestic law 
enforcement to foreign financial intelligence units.  Financial intelligence units offer 
LEAs around the world an important avenue for information exchange.  There are 
currently 108 countries with recognized operational units, with others in various stages of 
development.  Financial intelligence units, at a minimum, receive, analyze, and disclose 
information by financial institutions to competent authorities of suspicious or unusual 
financial transactions.  Most financial intelligence units can exchange information with 
foreign counterparts. 
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ANNEX J TO APPENDIX A 
CENTRAL INTELLIGENCE AGENCY 


1.  Overview 


a.  The CIA is an independent agency responsible for providing national security 
intelligence to senior US policymakers.  The CIA’s primary mission is to collect, 
evaluate, and disseminate foreign intelligence to assist the president and senior USG 
policymakers in making decisions relating to the national security.  The CIA does not 
make policy; it is an independent source of foreign intelligence information for those who 
do.  The CIA may also engage in covert action at the president’s direction in accordance 
with applicable law. 


b.  The CIA is the Nation’s first line of defense.  The CIA accomplishes what others 
cannot accomplish and goes where others cannot go.  The CIA carries out its mission by: 


(1)  Collecting information that reveals the plans, intentions, and capabilities of 
US adversaries and provides the basis for decision and action. 


(2)  Producing timely analysis that provides insight, warning, and opportunity to 
the President and decision makers charged with protecting and advancing America’s 
interests. 


(3)  Conducting covert action at the direction of the President to preempt threats 
or achieve US policy objectives. 


c.  As a separate agency, CIA serves as an independent source of analysis on topics 
of concern and also works closely with the other organizations in the IC to ensure that the 
intelligence consumer—whether Washington policymaker or battlefield commander—
receives the best intelligence possible. 


2.  Authority and Responsibilities 


a.  The CIA was established by the National Security Act of 1947.  The Intelligence 
Reform and Terrorism Prevention Act of 2004 restructured the IC by abolishing the 
position of Director of Central Intelligence and Deputy Director of Central Intelligence 
and creating the position of Director of the CIA (D/CIA).  The act also created the 
position of Director of National Intelligence (DNI), which oversees the IC and the 
NCTC. 


b.  Director of the Central Intelligence Agency.  The D/CIA serves as the head of 
the CIA and reports to the DNI.  The D/CIA is nominated by the President and confirmed 
by the Senate.  The D/CIA manages the operations, personnel, and budget of the CIA and 
acts as the National Human Source Intelligence Manager.   
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c.  CIA Responsibilities.  The CIA, under the direction of the President or the NSC, 
is responsible for the following: 


(1)  Collecting intelligence through human sources and by other appropriate 
means, except that it shall have no police, subpoena, or law enforcement powers or 
internal security functions. 


(2)  Correlating and evaluating intelligence related to the national security and 
providing appropriate dissemination of such intelligence. 


(3)  Providing overall direction for and coordination of the collection of national 
intelligence outside the United States through human sources by elements of the IC 
authorized to undertake such collection and, in coordination with other departments, 
agencies, or elements of the USG which are authorized to undertake such collection, 
ensuring that the most effective use is made of resources and that appropriate account is 
taken of the risks to the United States and those involved in such collection. 


(4)  Performing such other functions and duties related to intelligence affecting 
the national security as the President or the DNI may direct. 


3.  Organizational Structure 


The CIA is separated into four basic components: the National Clandestine Service 
(NCS), the Directorate of Intelligence, the Directorate of Science and Technology, and 
the Directorate of Support.  They carry out the process of collecting, analyzing, and 
disseminating intelligence to top USG officials. 


a.  The NCS has responsibility for the clandestine collection of foreign intelligence, 
primarily human source intelligence.  The NCS serves as the national authority for 
coordination, deconfliction, and evaluation of clandestine human source intelligence 
operations across the IC, consistent with existing laws, executive orders, and interagency 
agreements.  The NCS is the front-line source of clandestine intelligence on critical 
international developments ranging from terrorism and weapons proliferation to military 
and political issues.  To gather this important intelligence, CIA operations officers live 
and work overseas to establish and maintain networks and personal relationships with 
foreign “assets” in the field. 


b.  The Directorate of Intelligence analyzes all-source intelligence and produces 
reports, briefings, and papers on key foreign intelligence issues.  This information comes 
from a variety of sources and methods, including US personnel overseas, agent reports, 
satellite photography, foreign media, and sophisticated sensors.  The directorate is 
responsible for timeliness, accuracy, and relevance of intelligence analysis that is of 
concern to national security policymakers and other intelligence consumers.  While the 
CIA does not make foreign policy, its analysis of intelligence on overseas developments 
feeds into the informed decisions by policymakers and other senior decision makers in 
the national security and defense arenas. 
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c.  The Directorate of Science and Technology accesses, collects, and exploits 
information to facilitate the execution of the CIA’s mission by applying innovative, 
scientific, engineering, and technical solutions to the most critical intelligence problems.  
The directorate incorporates over 50 different disciplines ranging from computer 
programmers and engineers to scientists and analysts.  It partners with many other 
organizations in the IC, using best practices to foster creative thinking and working level 
coordination.  The directorate continually seeks to push the boundaries of the state-of-
the-art, infusing cutting-edge technologies with effective targeting and tradecraft. 


d.  The Directorate of Support provides support that is critical to the CIA’s 
intelligence mission.  The directorate delivers a full range of support, including: 
acquisitions, communications, facilities services, financial management, information 
technology, medical services, logistics, and the security of CIA personnel, information, 
facilities, and technology.  Its services are international in focus, clandestine in nature, 
and offered on a 24/7 basis.  Its responsibilities extend well beyond the CIA, into the 
greater IC. 


4.  Capabilities and Core Competencies 


a.  The CIA’s reconnaissance and intelligence assessment capabilities are essential 
ingredients to interagency strategic and operational planning.  They provide real-time 
response in the quest for essential information to form the basis for interagency action. 


b.  The Office of Military Affairs (OMA) provides the full range of the CIA’s 
intelligence and operational capabilities to support deployed US forces.  The Office is 
composed of CIA personnel from all directorates and of military detailees from all the 
uniformed Services.  The OMA is the only CIA component with the exclusive mission of 
supporting military plans and operations and has the mandate to coordinate overall IC 
support to military customers. 


5.  Interagency Relationships 


The CIA is involved with other agencies of the USG on a regular basis, to include 
the following: 


a.  National Intelligence Council (NIC).  The NIC, managed by a Chairman and 
Vice Chairman for Evaluations and a Vice Chairman for Estimates, is comprised of 
national intelligence officers—senior experts drawn from all elements of the IC and from 
outside the USG.  The national intelligence officers concentrate on the substantive 
problems of particular geographic regions of the world and of particular functional areas, 
such as economics and weapons proliferation.  They produce national intelligence 
estimates. 


b.  National Intelligence Support Team.  A NIST provides national level, all-
source intelligence support from throughout the IC to deployed commanders during crisis 
or contingency operations.  NISTs are comprised of intelligence and communications 
experts from DIA, CIA, NGA, NSA, and other agencies as required to support the 
specific needs of the JFC.  DIA’s Defense Intelligence Operations Coordination Center is 
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the NIST program’s executive agent and has delegated the NIST mission to the 
Deployable Support Branch.  The Deployable Support Branch manages daily operations 
and interagency coordination for all NISTs.  The NIST’s reach back capability can 
provide answers to time-sensitive requests for information, special assessments, 
indications and warnings, immediate access to national databases, direct geospatial 
production support, and deployed/resident agency analyst coordination.   


For more information, refer to JP 2-01, Joint and National Intelligence Support to 
Military Operations. 







A-K-1 


ANNEX K TO APPENDIX A 
NATIONAL SECURITY COUNCIL 


1.  Overview 


The NSC is the President’s principal forum for considering national security and 
foreign policy matters with his senior national security advisors and cabinet officials.  
Since its inception under President Truman, the NSC’s function has been to advise and 
assist the President on national security and foreign policies.  The NSC also serves as the 
President’s principal arm for coordinating these policies among various government 
agencies. 


2.  Authority and Responsibilities 


a.  The NSC gives advice on integrating foreign, economic, and military policies as 
they relate to national security.  It develops policy options, considers implications, 
coordinates operational problems that require interdepartmental consideration, develops 
recommendations for the President, and monitors policy implementation.  The national 
security staff is the President’s principal staff for national security issues.  NSC 
documents are established to inform USG departments and agencies of Presidential 
actions.   


b.  Each administration typically adopts different names for its NSC documents.  For 
example, The Reagan Administration used the terms NSDD [national security decision 
directive] and NSSD [national security study directive].  The George H. W. Bush 
Administration used NSR [national security review] and NSD [national security 
directive], while the Clinton Administration used the terms PDD [Presidential decision 
directive] and PRD [Presidential review directive].  The George W. Bush Administration 
used NSPD [national security Presidential directive] and homeland security Presidential 
directive [HSPD].  The Obama Administration uses the terms PPD and PSD [Presidential 
study directive]. 


c.  The NSC was established by the National Security Act of 1947 (Public Law 235 - 
61, Statute 496; Title 50, USC, Section 402), amended by the National Security Act 
Amendments of 1949 (Title 50, USC, Section 401).  Later in 1949, as part of the 
Reorganization Plan, the NSC was placed in the Executive Office of the President. 


For more information on the NSC and its membership, see JP 1, Doctrine for the Armed 
Forces of the United States. 


3.  Capabilities and Core Competencies 


a.  The NSC (Figure A-K-1) is responsible for managing the interagency process 
with respect to all national security related issues.  At its core, the purpose of the 
interagency process is to advance the President’s policy priorities and, more generally, to 
serve the national interest by ensuring that all agencies and perspectives that can 
contribute to achieving these priorities participate in making and implementing policy.  
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Those who participate in the interagency process—regardless of position—do so as 
representatives of their respective agencies.  They also serve the Nation’s greater interests 
by being participants in a unique process to resolve common problems and advance 
common policies.  The interagency process therefore must advance the interests of the 
Administration as a whole and all participants should engage in the process from that 
perspective.  The NSC’s role is to manage an interagency process that is strategic, agile, 
transparent, and predictable—all in order to advance the national security interests of the 
United States. 


b.  NSC Functions.  The NSC advises and assists the President in integrating all 
aspects of national security policy—domestic, foreign, military, intelligence, and 
economic (in conjunction with the National Economic Council [NEC])—enabling the 
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military services and the other USG departments and agencies to cooperate more 
effectively in national security matters.  Along with its subordinate committees, the NSC 
is the President’s principal means for coordinating executive departments and agencies in 
the development of national security policy.  The NSC subsequently monitors the 
implementation of national security policy.  The NSC assesses and appraises the 
objectives, commitments, and risks of the United States in relation to our actual and 
potential military power; and considers policies on matters of common interest to the 
departments and agencies of the USG concerned with national security, and makes 
recommendations to the President.   


c.  NSC Organization.  The members of the NSC constitute the President’s 
personal and principal staff for national security issues.  The council tracks and 
directs the development, execution, and implementation of national security policies for 
the President.  It takes a central coordinating or monitoring role in the development of 
policy and options depending on the desires of the President and the National Security 
Advisor.  There are three levels of formal interagency committees for coordinating 
and making decisions on national security issues as listed below.  Participation among 
USG agencies in the NSCS and these advisory bodies are depicted in Figure A-K-2.  The 
advisory bodies include: 


(1)  The NSC/PC is the senior Cabinet-level interagency forum for 
consideration of policy issues affecting national security.  The NSC/PC meets at the call 
of and is chaired by the National Security Advisor. 


(2)  The NSC/DC is the senior sub-Cabinet-level (deputy secretary-level) 
interagency forum for consideration of policy issues affecting national security.  The 
NSC/DC prescribes and reviews the work of the NSC interagency process including 
NSC/IPCs.  The NSC/DC shall also help ensure that issues being brought before the 
NSC/PC or the NSC have been properly analyzed and prepared for decision.  The 
NSC/DC shall focus significant attention on policy implementation.  Periodic reviews of 
the Administration’s major foreign policy initiatives shall be scheduled to ensure that 
they are being implemented in a timely and effective manner.  Such reviews should 
periodically consider whether existing policy directives should be revamped or rescinded.  
Finally, the NSC/DC shall be responsible for day-to-day crisis management, reporting to 
the NSC.  Any NSC principal or deputy, as well as the National Security Advisor, may 
request a meeting of the NSC/DC in its crisis management capacity.  The NSC/DC meets 
at the call of and is chaired by the Assistant to the President and Deputy National 
Security Advisor. 


(3)  NSC/IPCs are the main day-to-day fora for interagency coordination of 
national security policy.  NSC/IPCs manage the development and implementation of 
national security policies by multiple agencies of the USG, provide policy analysis for 
consideration by the more senior committees of the NSCS, and ensure timely responses 
to decisions made by the President.  The NSC/IPCs shall be established at the direction of 
the NSC/DC, and be chaired by the NSC (or NEC, as appropriate); at its discretion, the 
NSC/DC may add co-chairs to any NSC/IPC if desirable.  The NSC/IPCs shall convene  
 







Annex K to Appendix A 


A-K-4 JP 3-08 


 
 
 


PARTICIPATION IN NATIONAL SECURITY
COUNCIL SYSTEM ACTIVITIES


ASST assistant
DNI Director of National Intelligence
DIR director
REP representative


SEC secretary
TREAS Department of the Treasury
UN United Nations
US United States


LEGEND


Secretary of 
Defense


Secretary of 
Defense


Deputy 
Secretary or 
Under 
Secretary for 
Policy


Representatives from the executive departments, offices, and agencies 
represented in the National Security Council/Deputies Committee.


Secretary of 
State


Secretary of 
State


Deputy 
Secretary for 
International 
Affairs


Chairman of 
the Joint 
Chiefs of Staff


Chairman of 
the Joint 
Chiefs of Staff


Vice Chairman 
of the Joint 
Chiefs of Staff


President, Vice 
President, Dir 
National Intelligence, 
National Security 
Advisor, US Rep to 
UN, Sec of TREAS, 
Asst for Economic 
Policy, Chief of Staff 
to the President, 
Attorney General, 
Other


National Security 
Advisor, DNI, US Rep 
to UN, Asst for 
Economic Policy, 
Other


National Security 
Advisor to the Vice 
President, Other 
Deputies


NATIONAL 
SECURITY 
COUNCIL


PRINCIPALS 
COMMITTEE


DEPUTIES 
COMMITTEE


INTERAGENCY 
POLICY 
COMMITTEES


OFFICE OF THE 
SECRETARY OF 


DEFENSE


DEPARTMENT 
OF


STATE
JOINT STAFF OTHER EXECUTIVE 


BRANCH


PARTICIPANTS


 
Figure A-K-2.  Participation in National Security Council System Activities 







National Security Council 


A-K-5 


on a regular basis to review and coordinate the implementation of Presidential decisions 
in their policy areas.  Strict guidelines shall be established governing the operation of the 
IPCs, including participants, decision-making paths, and time frame. 


(a)  During a rapidly developing crisis, the President may request the 
National Security Advisor to convene the NSC.  The NSC reviews the situation and takes 
appropriate action. 


(b)  Under more routine conditions, concerns focus on broader aspects 
of national policy and long-term strategy perspectives.  Policy and strategy documents 
outline specific national interests, overall national policy objectives, and tasks for the 
appropriate components of the executive branch. 







Annex K to Appendix A 


A-K-6 JP 3-08 


 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 


Intentionally Blank 







 


A-L-1 


ANNEX L TO APPENDIX A 
PEACE CORPS 


1.  Overview 


The Peace Corps’ (http://www.peacecorps.gov) mission has three simple goals. 


a.  Helping the people of interested countries in meeting their need for trained men 
and women.  


b.  Helping promote a better understanding of Americans on the part of the peoples 
served.  


c.  Helping promote a better understanding of other peoples on the part of 
Americans. 


2.  Authority and Responsibilities 


The Peace Corps is an independent federal agency committed to meeting the basic 
needs of those living in the countries in which it operates.  President John F. Kennedy 
created the Peace Corps by executive order in 1961. 


3.  Organizational Structure 


The Peace Corps is headquartered in Washington, DC.  Approximately 7,800 Peace 
Corps volunteers and trainees serve in over 76 countries in Asia, Africa, the Middle East, 
Central and South America, the Caribbean, and Europe.   


4.  Capabilities and Core Competencies 


Peace Corps volunteers work in a wide variety of areas. 


a.  Agriculture.  Work with small farmers to increase food production while 
promoting environmental conservation practices. 


b.  Education, Youth Outreach, and Community Development.  Introduce 
innovative teaching methodologies, encourage critical thinking in the classroom, and 
integrate issues like health education and environmental awareness into English, math, 
science, and other subjects. 


c.  Environment.  Work on a wide variety of activities, from teaching environmental 
awareness to planting trees within a community. 


d.  Health.  Educate and promote awareness issues such as malnutrition and safe 
drinking water.   
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e.  Human immunodeficiency virus (HIV)/acquired immunodeficiency 
syndrome (AIDS).  Provide hope and meaningful assistance to people affected by 
HIV/AIDS. 


f.  Business Development.  Work in education, private businesses, public 
organizations, government offices, cooperatives, women’s and youth groups, and more. 


g.  Information and Communications Technology.  Help communities capitalize 
on technologies by teaching computer and multimedia skills, developing regional 
databases, and implementing networks for NGOs, businesses, and government offices. 


5.  Interagency Relationships 


a.  Peace Corps volunteers, by nature of their commitment and responsibilities, 
traditionally work as members of a team.  Through its collaborative agreements with 
USG agencies and ongoing cooperation and coordination with NGOs and with self-help 
grants to indigenous groups, the Peace Corps strengthens and increases its impact. 


b.  Although working in a broad sense to further USG foreign policy and 
development goals, the Peace Corps is an independent federal agency.  As such, although 
its projects are coordinated with the relevant HN organizations and the appropriate 
elements of the embassy, it works independently with little day-to-day contact with the 
US mission or other USG organizations.  In many countries, Peace Corps coordinates its 
efforts with local NGOs. 


c.  To fulfill its responsibilities successfully and to retain its unique people-to-people 
character, the Peace Corps must remain substantially separate from the day-to-day 
conduct and concerns of foreign policy.  The Peace Corps’ role and its need for 
separation from the day-to-day activities of the US mission are not comparable to those 
of other USG agencies.  Peace Corps activities must be completely and absolutely 
separated from intelligence activities.  There should be no contact whatsoever between 
anyone in the IC and any Peace Corps volunteer or trainee.  Peace Corps staff should not 
be included in meetings where defense or intelligence issues are discussed, unless 
volunteer safety is at issue. 







A-M-1 


ANNEX M TO APPENDIX A 
UNITED STATES AGENCY FOR INTERNATIONAL DEVELOPMENT 


1.  Overview 


a.  USAID (http://www.usaid.gov) is an independent federal agency that receives 
overall foreign policy guidance from the Secretary of State.  It is the principal US agency 
to extend assistance to countries recovering from disaster, trying to escape poverty, and 
engaging in democratic reforms.  USAID supports long-term and equitable economic 
growth and advances US foreign policy objectives by supporting economic growth, 
agriculture, and trade; global health; and democracy, conflict prevention, and 
humanitarian assistance.  USAID works in agriculture, democracy and governance, 
economic growth, the environment, education, health, global partnerships, and 
humanitarian assistance in more than 100 countries to provide a better future for all. 


b.  USAID provides assistance in sub-Saharan Africa, Asia and the Near East, Latin 
America and the Caribbean, and Europe and Eurasia.  USAID’s strength is its field 
offices in many regions of the world.  USAID works in close partnership with NGOs, 
IGOs, IPI, universities, American businesses, other governments, trade and professional 
associations, faith-based organizations, and USG agencies.  USAID has working 
relationships, through cooperative agreements, contracts, and grant agreements, with 
more than 3,500 companies and over 300 US-based NGOs. 


2.  Authority and Responsibilities 


a.  USAID works largely in support of DOS and manages a worldwide network of 
country programs for economic and policy reforms that generates sound economic 
growth, encourages political freedom and good governance, and invests in human 
resource development. 


b.  USAID plays a vital role in promoting US national security, foreign policy, and 
the war on terrorism.  It does so by addressing poverty fueled by lack of economic 
opportunity, one of the root causes of violence today.  As stated in the NSS, USAID’s 
work in development joins diplomacy and defense as one of three key pieces of the 
Nation’s foreign policy apparatus.  USAID efforts to improve the lives of millions of 
people worldwide represent US values and advance US interests for peace and prosperity. 


c.  USAID is also the principal agency charged with coordinating the USG response 
to declared disasters and emergencies worldwide.  Through its OFDA, USAID 
administers the President’s authority to provide emergency relief and long-term 
humanitarian assistance in response to disasters as declared by the ambassador within the 
affected country or higher DOS authority.  USAID/OFDA may also expedite 
interventions at the operational and tactical levels through NGOs, IGOs, and other 
sources of relief capacity. 


d.  When a disaster declaration has been made by the Ambassador, USAID 
coordinates the USG response.  The Director of OFDA has primary responsibility for 







Annex M to Appendix A 


A-M-2 JP 3-08 


initiating this response.  The Administrator of USAID, as the Special Coordinator for 
International Disaster Assistance, has delegated the authority to coordinate response to 
international disasters to OFDA, which is organized under USAID’s Bureau for 
Democracy, Conflict, and Humanitarian Assistance (DCHA).  USAID/OFDA 
responsibilities include: 


(1)  Organize and coordinate the total USG disaster relief response. 


(2)  Respond to embassy and/or mission requests for disaster assistance. 


(3)  Initiate necessary procurement of supplies, services, and transportation. 


(4)  Coordinate assistance efforts with operational-level NGOs. 


3.  Organizational Structure 


a.  At its Washington, DC HQ, USAID’s mission is carried out through four regional 
bureaus: Africa, Asia and the Near East, Latin America and the Caribbean, and Europe 
and Eurasia.  These are supported by three technical (or pillar) bureaus that provide 
expertise in democracy promotion, accountable governance, disaster relief, conflict 
prevention, economic growth, agricultural productivity, environmental protection, 
education reform, and global health challenges such as maternal/child health and AIDS. 


 (1)  USAID operating units located overseas are known as field missions.  Full 
field missions usually consist of 9–15 US direct-hire employees, along with a varying 
number of other personnel.  They conduct USAID’s major programs worldwide, 
managing a program of four or more strategic objectives.  Medium-sized missions (5–8 
US direct-hire) manage a program targeting two to three strategic objectives, and small 
missions (3–4 US direct-hire) manage one or two strategic objectives.  These missions 
assist their HN based on an integrated strategy that includes clearly defined program 
goals and performance targets.  USAID missions operate under decentralized program 
authorities (legal powers) allowing missions to design and implement programs and 
negotiate and execute agreements.  These authorities are assigned to senior field officers 
in accordance with each officer’s functions.  In countries with a US embassy, the USAID 
mission director reports directly to the ambassador, who serves as the COM for all USG 
agencies in a given country.  As a key member of the country team, the USAID mission 
director is often called upon to stand in for the ambassador or the DCM during their 
absences. 


 (2)  Regional support missions (typically 12–16 US direct-hire), also known as 
regional hubs, provide a variety of services.  The hubs house a team of legal advisors, 
contracting and project design officers, and financial services managers to support small 
and medium-sized missions.  In countries without integrated strategies, but where aid is 
necessary, regional missions work with NGOs to implement programs that help to 
facilitate the emergence of civil society, alleviate repression, head off conflict, combat 
epidemics, or improve food security.  Regional missions can also have their own program 
of strategic objectives to manage. 
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b.  The Bureau for Global Health is USAID’s center of excellence and focal point in 
providing worldwide leadership and technical expertise in the areas of child and maternal 
health and nutrition, HIV/AIDS, infectious disease, population, family planning and 
related reproductive health, and health systems.  As such, the Bureau aligns resources 
with identified public health and development needs, and influences the global health 
priorities of the US private sector, US-based foundations, other donor organizations, HN 
governments, and HN civil society organizations.  It also serves as the primary source of 
technical expertise and intellectual capital to USAID and other US foreign affairs 
agencies.  The Bureau for Global Health is USAID’s repository for state of the art 
thinking in biomedical, social science, and operations research and works to produce 
technical advances and innovations that can be disseminated and replicated at USAID 
Missions throughout the world. 


c.  The Bureau for Economic Growth, Agriculture, and Trade provides a central 
USAID focus for the design, implementation, review, coordination, and evaluation of 
worldwide activities in the areas of economic growth, poverty reduction, education, 
economic infrastructure, agriculture, environment, natural resources management, and 
women in development and for supporting nationally or regionally implemented activities 
in these areas. 


d.  DCHA provides technical leadership and expertise in coordinating USAID’s 
democracy programs; international disaster assistance; emergency and developmental 
food aid; aid to manage and mitigate conflict; and volunteer programs.  DCHA provides 
technical leadership, support, and advice in developing policy and programs to assist 
countries transitioning out of crisis and administers disaster assistance, preparedness, and 
mitigation.  DCHA also provides capacity building for US NGOs and aid to American 
schools and hospitals abroad.  DCHA provides technical advice and support to the 
USAID Administrator, regional bureaus, field missions, and other offices with regard to 
these programs. 


(1)  The OMA addresses areas of common interests between defense and 
development, with a focus on improving civilian-military field readiness programs and 
coordination.  Program areas of common interest include, but may not be limited to, 
FHA, CT, SC, conflict prevention and mitigation, counterinsurgency, post-conflict R&S, 
and transformational development.  OMA serves as the USAID-wide unit for managing 
the day-to-day aspects of the USAID-military relationship and consists of two divisions. 


(a)  The Planning Division serves as the overall coordination unit for 
managing the day-to-day aspects of the USAID-military relationship, and for planning 
and developing effective operations.  This includes developing a joint information 
network; prioritizing requests for participation in events, exchanges, and exercises; and 
overseeing program planning and development for priority regions and countries.  It 
coordinates USAID civilian-military planning and analysis with DOD, S/CRS, and USG 
agencies.  It manages training programs for selected military and civilian audiences; 
develops guidance on USAID and NGOs for use in the civilian-military context; and 
develops and manages staff, budgets, contracts, grants, and other mechanisms required to 
perform division duties, including program development, planning, training, and 







Annex M to Appendix A 


A-M-4 JP 3-08 


exercises.  Finally, the Planning Division serves as the base for USAID personnel trained 
in the war colleges or other DOD institutes. 


(b)  The Operations Division serves as the lead unit to develop operational 
readiness, leadership, and coordinated response capacity for field operations requiring 
joint USAID-military action.  Its functions include developing a network of contacts in 
the military as needed for operational readiness; supporting combatant commands during 
major operations; and conducting liaison with the Planning Division to develop a joint 
planning capacity within the combatant commands.  It develops and leads the 
implementation of annual work plans with geographic and functional combatant 
commands; develops and maintains at least two rapid deployment teams that manage 
emergency responses; and develops a common logistics platform with OFDA, field 
missions, and DOD for R&S initiatives.  It keeps USAID bureaus informed of pending 
and ongoing field operations involving the US military; works with NGO and military 
personnel and organizations to strengthen field coordination; and develops a leadership 
training program, including long-term and short-term modules. 


(2)  Office of Transition Initiatives (OTI) supports local partners to advance 
peace and democracy in priority conflict-prone countries.  At the request of and in 
coordination with the Congress, DOS, and the appropriate in-country US ambassadors 
and USAID field missions, OTI seizes critical windows of opportunity to provide on-the 
ground, fast, flexible, catalytic short-term assistance that promotes movement toward 
political and social stability and democracy.  OTI programs in such countries should 
continue until reasonable stability is established and an effective hand-off is completed to 
longer-term institutional development efforts. 


(a)  The management and program operations team enhances and facilitates 
OTI activities worldwide by contributing to OTI’s strategic plan and managing OTI’s 
policy formulation; monitoring and evaluation of activities; internal communications and 
public outreach; budget formulation; tracking and reconciliation; procurement planning 
and processing; and general operations support and administrative services. 


(b)  The field operations team develops and oversees OTI country 
programs, including country strategies, program design, implementation, and donor 
coordination; and conducts liaison with USAID bureaus, field missions, and USG 
agencies to ensure policy compliance and coordination. 


(3)  Office of Food for Peace provides leadership, coordination, and operational 
support for international food activities.  It develops USG policy, formal positions, and 
funding levels for grants and cooperative agreements to the World Food Programme 
(WFP), NGOs, and in selected instances governments, implementing food programs.  It 
provides assistance for emergency operations and support for USAID food security and 
developmental objectives.  The office implements legislation and policies governing the 
donation of US agricultural commodities.  It manages a budget of over a billion dollars 
annually, and also oversees the procurement and shipping of over two million metric tons 
of food annually.  The Famine Early Warning System is also part of the office. 







United States Agency for International Development 


A-M-5 


(4)  OFDA coordinates and ensures that the needs of disaster victims are met by 
providing all forms of relief and rehabilitation.  OFDA provides technical support to the 
Administrator, who serves as the President’s Special Coordinator for International 
Disaster Assistance.  OFDA formulates US foreign disaster assistance policy in 
coordination with USG agencies.  OFDA works with national and international foreign 
affairs agencies, DOD, DOS, UN agencies, IGOs, NGOs, and the private sector in 
disaster prevention, mitigation, preparedness, response, and rehabilitation.  OFDA funds 
and procures relief supplies and administrative support for short- and long-term disaster 
situations and provides humanitarian relief, rehabilitation, and reconstruction assistance 
to foreign disaster victims. 


(a)  The Disaster Response and Mitigation Division coordinates with 
USAID offices and others to provide relief supplies and humanitarian assistance.  It plans 
for the level of response needed for an emergency and implements and manages USG 
disaster relief and rehabilitation programs worldwide.  It devises, coordinates, and 
implements program strategies for the application of the most current science and 
technology to prevention, mitigation, and national and international preparedness for a 
variety of natural and man-made disaster situations.  It evaluates the impact of previous 
disaster response initiatives/programs and ensures the integration of this information into 
future planning and response activities.  It coordinates with other USAID geographic 
bureaus’ donor organizations, UN agencies, and NGOs. 


(b)  The Operations Division develops and manages logistical, operational, 
and technical support for disaster responses.  It identifies sources for procurement of 
relief supplies and manages the stockpiling and transportation of those supplies.  It 
maintains readiness to respond to emergencies through several mechanisms, including 
managing SAR teams, maintaining the operational status of the ground operations team, 
and developing and maintaining the capability to field DARTs and response management 
teams in Washington.  It develops and maintains OFDA’s relationship with DOD, 
FEMA, DOS, and DOE. 


(c)  The DART was developed by USAID’s OFDA to provide rapid 
response to foreign disasters.  A DART provides a variety of trained specialists to assist 
US embassies and USAID missions with managing the USG response to foreign 
disasters.  DART activities vary according to the nature, magnitude, and complexity of 
each disaster and are staffed accordingly. 


4.  Capabilities and Core Competencies 


a.  Agriculture.  USAID works with all participants in agricultural development to 
support efforts to increase productivity. 


b.  Democracy and Governance.  Expanding the global community of democracies 
is a key objective of US foreign policy.  USAID provides technical leadership and 
strategic support in promoting sustainable democracies. 
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c.  Economic Growth and Trade.  USAID economic growth and trade programs 
provide support both to government and private sector partners in lower-income countries 
to improve the levels of income their citizens enjoy. 


d.  Environment.  USAID takes an integrated approach to natural resources 
management.  Land and water must be managed skillfully so that they are able to 
maintain our basic ability to produce food for the nine billion people that the world is 
expected to have by 2050.  


e.  Education and Training.  USAID emphasizes programs of support for basic 
education and places a special emphasis on improving opportunities for girls, women, 
and other underserved and disadvantaged populations. 


f.  Global Health.  USAID’s programs in global health represent the commitment 
and determination of the USG to prevent suffering, save lives, and create a brighter future 
for families in the developing world.  


g.  Global Partnerships.  USAID works in cooperation with US and international 
partners to improve conditions for people around the world.  USAID is committed to an 
approach that recognizes and incorporates the efforts of partnership and private giving, 
focusing on grassroots support, local ownership, sustainability, accountability, and—not 
least—passion and commitment.  


h.  Humanitarian Assistance.  The United States gives more to those in crisis than 
any other country in the world.  USAID is the USG agency that is responsible for 
directing these contributions to thousands of nonprofit partners and international 
organizations.  USAID ensures that all of this assistance is spent in the way that most 
effectively helps those who are in need. 


i.  Cross-Cutting Programs.  Some parts of USAID’s work are best implemented 
by working through USAID’s key sectors to implement their goals in a coordinated 
fashion and to call attention to these issues in each programmatic area.  These are called 
cross-cutting programs, and include:  


(1)  Transition Initiatives.  Provides fast, flexible, short-term assistance to take 
advantage of windows of opportunity to build democracy and peace.  This program lays 
the foundations for long-term development by promoting reconciliation, jumpstarting 
economies, and helping stable democracy take hold. 


 (2)  Private and Voluntary Cooperation.  USAID has forged critical ties with 
US NGOs committed to participating in development.  It has used competitive grants and 
programs to help deliver essential services in underserved communities. 


 (3)  Conflict Management.  Violence, or the imminent threat of violence, can 
destabilize a society in ways that traditional USAID programs are often ill-prepared to 
identify and address.  USAID takes a lead role in designing development assistance 
programs that better address the causes and consequences of violent conflict.  
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 (4)  Urban Programs.  USAID’s urban programs improve the living conditions 
of the urban poor, while protecting the well-being of future generations.  


 (5)  Water.  USAID has made the preservation and environmentally sound 
development of the world’s water resources a top priority. 


 (6)  Women in Development.  The contributions that women make to the 
economic, social, and political lives of their nations, communities, families, and the next 
generation make them key actors in effective development.  USAID’s approach to gender 
is to design programs that take both women’s and men’s participation into account. 


5.  Interagency Relationships 


USAID/OFDA has established relationships with several USG agencies and dozens 
of NGOs and IGOs.  In carrying out its responsibilities, USAID/OFDA draws on these 
agencies and organizations, as required, to coordinate the USG’s response to foreign 
disasters.  Similarly, these agencies and organizations look to USAID/OFDA for advice 
and assistance, as appropriate, in handling their assigned responsibilities.  USAID/OFDA 
currently has agreements with the following: 


a.  USDA’s US Forest Service and the Department of the Interior’s Bureau of Land 
Management, for emergency managers, logisticians, communicators, and firefighting 
experts. 


b.  Commissioned Corps of the US Public Health Service (USPHS) and the Centers 
for Disease Control and Prevention (CDC), for health assessment and to provide medical 
personnel, equipment, and supplies. 


c.  US Geological Survey, for notification and assessment of earthquakes and 
volcanic eruptions. 


d.  NOAA, for typhoon, hurricane, and cyclone reporting and assessment. 


e.  FEMA, for training in disaster management, emergency preparedness, and relief 
for HN disaster specialists. 


f.  DOD, for matters concerning defense equipment and personnel provided to the 
affected country and for arranging DOD transportation.   


(1)  DODD 5100.46, Foreign Disaster Relief, establishes the relationship 
between DOD and USAID/OFDA.  OUSD(P) is DOD’s primary POC.  JS POC is the 
Chief, JLOC (J-4).   


For more information on FHA, see JP 3-29, Foreign Humanitarian Assistance. 


(2)  Although USAID is concerned primarily with development and civic 
assistance, many programs it administers, particularly in weak or fragile states, are 
security related.  The USAID representative in the HN coordinates USAID managed 
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assistance programs with other members of the country team, including the DOD 
representative.  Coordination is also with all other assistance programs managed by USG 
departments or agencies active in the HN.  The USAID representatives in a HN help 
coordinate US foreign assistance with other multilateral, bilateral, and US private 
assistance programs to that country. 


For more information on USAID, see USAID Primer. 


6.  District Stability Framework 


a.  The District Stability Framework (DSF) is a methodology designed for use by 
both military and civilian personnel to identify the underlying causes of instability and 
conflict in a region, devise programs to diminish the root causes of instability and 
conflict, and measure the effectiveness of programming.  It is employed to gather 
information using the following lenses: operational environment, cultural environment, 
local perceptions, and stability/instability dynamics.  This information then helps 
identify, prioritize, monitor, evaluate, and adjust programming targeted at diminishing the 
causes of instability or conflict.    


b.  The DSF has four major components:  gaining situational awareness (from the 
four lenses of data mentioned above); analyzing that data; designing effective 
programming based on that analysis; and monitoring and evaluating programming.    


c.  USAID conducts training for deploying personnel on DSF.  Wherever possible, 
USAID seeks to raise awareness of development and conflict mitigation and to help 
preempt these issues before military and civilian personnel are sent into hostile areas in 
reaction to them.  


Refer to http://www.usaid.gov/our_work/global_partnerships/ma/dsf.html, for more 
information. 
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ANNEX N TO APPENDIX A 
ENVIRONMENTAL PROTECTION AGENCY 


 
EPA’s mission is to protect human health and the environment.  EPA leads the 


Nation’s environmental science, research, education, and assessment efforts.  EPA works 
closely with other federal agencies, state and local governments, and Indian tribes to 
develop and enforce regulations under existing environmental laws.  EPA is responsible 
for researching and setting national standards for a variety of environmental programs 
and delegates to states and tribes responsibility for issuing permits, and monitoring and 
enforcing compliance.  Where national standards are not met, EPA can issue sanctions 
and take other steps to assist the states and tribes in reaching the desired levels of 
environmental quality.  EPA also works with businesses, nonprofit organizations, and 
state and local governments through dozens of partnerships in a wide variety of voluntary 
pollution prevention programs and energy conservation efforts.  EPA, along with the 
USCG, also has significant responsibilities under the NRF for ESF #10 (Oil and 
Hazardous Materials Response) and under the National Oil and Hazardous Substances 
Pollution Contingency Plan, Title 40, CFR, Part 300.  EPA, depending upon the location 
of the incident, is generally the lead for directing the USG’s response to assessing and 
cleaning up CBRN, industrial material, and numerous other source contaminate 
responses.  EPA leads interagency and intergovernmental planning and response teams to 
that end.  DOD has membership on those teams to varying degrees.  During significant 
disaster and routine responses, EPA often activates the regional response team, an 
interagency support team, to support the federal on-scene coordinator.  The national 
response team may also be activated.  Information on the teams can be found in Title 40, 
CFR, Part 300 and at http://www.nrt.org.  The federal on-scene coordinator will utilize 
the ICS to manage the response.  Often, the federal on-scene coordinator will establish a 
unified command structure under ICS to bring in other parties that have a significant 
interest in the response.  Other agencies may be in the command post in planning 
positions, as liaisons, or in other capacities.  In addition, the federal on-scene coordinator 
may establish a command post where tactical planning takes place.  The command post is 
most often located much closer to the incident than the JFO. 
 
For additional information, refer to the DODIs in the 4715 series concerning 
environmental programs, compliance, and coordination. 







Annex N to Appendix A 


A-N-2 JP 3-08 


 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 


Intentionally Blank 







 


A-O-1 


ANNEX O TO APPENDIX A 
GENERAL SERVICES ADMINISTRATION 


 
1.  US General Services Administration 


 
The GSA (http://www.usa.gov) leverages the buying power of the USG to acquire 


best value for taxpayers and federal customers.  GSA exercises responsible asset 
management; delivers superior workplaces, quality acquisition services, and expert 
business solutions; and develops innovative and effective management policies.  GSA 
oversees the business of the USG.  GSA’s acquisition solutions supply federal purchasers 
with cost-effective, high-quality products and services from commercial vendors.  GSA 
provides workplaces for federal employees, and oversees the preservation of historic 
federal properties.  Its policies covering travel, property, and management practices 
promote efficient government operations.  GSA helps keep the Nation safe by providing 
tools, equipment, and non-tactical vehicles to the US military, and providing state and 
local governments with law enforcement equipment, firefighting and rescue equipment, 
and disaster recovery products and services.  GSA provides direct access to a wide range 
of government services, as well as consumer protection information through the official 
Web portal of the USG. 
 
2.  Office of Emergency Response and Recovery 
 
 The Office of Emergency Response and Recovery helps to ensure that GSA 
maintains a constant state of readiness to perform its essential functions in response to 
natural or man-made disasters or catastrophic emergencies in support of national 
continuity responsibilities, and to quickly resume normal operations.  It is composed of 
four divisions and one team, and reports directly to GSA’s Chief of Staff through its 
Training and Exercise Division.  It coordinates GSA participation in international as well 
as state and local disaster exercise programs. 
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ANNEX P TO APPENDIX A 
OFFICE OF THE DIRECTOR OF NATIONAL INTELLIGENCE 


1.  Overview 


The mission of the ODNI is to create decision advantage.  It integrates foreign, 
military, and domestic intelligence capabilities through policy, personnel, and technology 
actions to provide decision advantage to policy makers, warfighters, HS officials, and law 
enforcement personnel. 


2.  Authority and Responsibilities 


a.  DNI serves as the head of the IC, overseeing and directing the implementation of 
the National Intelligence Program and acting as the principal advisor to the President, the 
NSC, and the HSC for intelligence matters related to national security.  ODNI’s goal is to 
effectively integrate foreign, military, and domestic intelligence in defense of the 
homeland and of United States interests abroad. 


b.  With this goal in mind, Congress provided the DNI with a number of authorities 
and duties, as outlined in the Intelligence Reform and Terrorist Prevention Act of 2004.  
These charge the DNI to: 


(1)  Ensure that timely and objective national intelligence is provided to the 
President, the heads of departments and agencies of the executive branch; CJCS and 
senior military commanders; and Congress. 


(2)  Establish objectives and priorities for collection, analysis, production, and 
dissemination of national intelligence. 


(3)  Ensure maximum availability of and access to intelligence information 
within the IC. 


(4)  Develop and ensure the execution of an annual budget for the National 
Intelligence Program based on budget proposals provided by IC component 
organizations. 


(5)  Oversee coordination of relationships with the intelligence or security 
services of foreign governments and international organizations. 


(6)  Ensure the most accurate analysis of intelligence is derived from all sources 
to support national security needs. 


(7)  Develop personnel policies and programs to enhance the capacity for joint 
operations and to facilitate staffing of community management functions. 


(8)  Oversee the development and implementation of a program management 
plan for acquisition of major systems, doing so jointly with SecDef for DOD programs, 
that includes cost, schedule, and performance goals and program milestone criteria. 
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3.  Organizational Structure 


 Under the Intelligence Reform and Terrorism Prevention Act of 2004, the DNI 
reports directly to the President.  The DNI through the efforts of the Principal Deputy 
Director, the Director of the Intelligence Staff, four deputy directors, (i.e., Analysis; 
Collection; Policy, Plans, and Requirements; and Acquisitions and Technology), and 
assisted by several country specific mission management teams and a number of support 
activities and centers, coordinates the activities of the 16 US intelligence agencies to 
achieve critical national objectives. 


4.  Capabilities and Core Competencies 


a.  The National Intelligence Emergency Management Activity’s mission is to plan 
and manage the ODNI’s Emergency Management and Continuity programs and build an 
enduring, collaborative strategic system to ensure the ODNI can perform its primary 
mission essential functions and the DNI can: 


(1)  Head and lead the IC. 


(2)  Serve as the President’s principal intelligence advisor. 


(3)  Direct the National Intelligence Program. 


(4)  Reduce the loss of ODNI lives and resources. 


(5)  Maintain situational awareness of ODNI and IC personnel, resources, and 
capabilities. 


b.  The NIC is the IC’s center for midterm and long-term strategic thinking.  Its 
primary functions are to: 


(1)  Support the DNI in his role as head of the IC. 


(2)  Provide a focal point for policymakers to task the IC to answer their 
questions. 


(3)  Reach out to nongovernment experts in academia and the private sector to 
broaden the IC’s perspective. 


(4)  Contribute to the IC’s effort to allocate its resources in response to 
policymakers’ changing needs. 


(5)  Lead the IC’s effort to produce national intelligence estimates and other 
NIC products. 


c.  The Office of the National Counterintelligence Executive is part of the ODNI and 
is staffed by senior CI and other specialists from across the national intelligence and 
security communities.  The office develops, coordinates, and produces: 
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(1)  Annual foreign intelligence threat assessments and other analytic CI 
products. 


(2)  An annual national CI strategy for the USG. 


(3)  Priorities for CI collection, investigations, and operations. 


(4)  CI program budgets and evaluations that reflect strategic priorities. 


(5)  In-depth espionage damage assessments.  


(6)  CI awareness, outreach, and training standards policies. 


d.  The NCTC leads our Nation’s effort to combat terrorism at home and abroad by 
analyzing the threat, sharing that information with our partners, and integrating all 
instruments of national power to ensure unity of effort. 


For more information, see Appendix E, “Joint Interagency Task Force.” 


e.  The ISE is an approach that facilitates the sharing of terrorism information.  It is a 
trusted partnership among all levels of government in the United States, the private 
sector, and our foreign partners, in order to detect, prevent, disrupt, preempt, and mitigate 
the effects of terrorism against the territory, people, and interests of the United States by 
the effective and efficient sharing of terrorism and HS information.  The ISE aligns and 
leverages existing information sharing policies, business processes, technologies, 
systems, and promotes a culture of information sharing through increased collaboration. 


f.  Special Security Center (SSC).  The SSC exists to assist the DNI, in his dual role 
as head of the IC, and as the Security Executive Agent for USG security clearance 
programs (pursuant to Executive Order 13467).  The SSC assists in the execution of DNI 
responsibility to share and protect national intelligence information throughout the IC, the 
USG, US contractors, state and local officials, and our foreign partners. 


(1)  The SSC’s objectives include: 


(a)  Fostering IC security uniformity and reciprocity. 


(b)  Performing policy review, coordination, and formulation. 


(c)  Promoting uniform application of security policy. 


(d)  Assessing, advising, and reporting to the DNI on the implementation of 
security policies. 


(e)  Enabling IC-wide exchange of critical security data. 


(f)  Providing services of common concern in the areas of security research, 
training and database management. 
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(2)  The SSC also executes DNI’s responsibilities as Security Executive Agent 
to drive efforts to achieve government-wide improvements to clearance process 
timeliness and effectiveness, reciprocal recognition of security clearances and access 
approvals, and to modernize security business practices in the USG.  The SSC hosts a 
joint program management activity (“Joint Team”) to develop and implement reforms 
across the Executive Branch, to include the IC.  Joint Team reform efforts are responsive 
to the direction of the Suitability and Security Clearance Performance Accountability 
Council. 


g.  The National Counterprolification Center (NCPC) was founded to help counter 
the threats caused by proliferation of CBRN weapons.  NCPC works with the IC to 
identify critical holes in our WMD knowledge—resulting from shortfalls in collection, 
analysis, or exploitation—and then develop solutions to reduce or close these gaps.  In 
conjunction with the policy community, NCPC also helps to identify long-term 
proliferation threats and requirements and develops strategies to ensure that the IC is 
positioned to address these over-the-horizon threats. 


h.  The National Intelligence Coordination Center (NIC-C).  The NIC-C was 
established to foster efficient strategic management of the national collection enterprise.  
The NIC-C provides the DNI a mechanism to optimize collection to satisfy the country’s 
most important intelligence priorities.  It accomplishes this by managing collection and 
analysis activities as an integrated enterprise focused on the highest priorities.  Products 
and services include assessments, strategic collection postures, and support to senior 
policy makers. 


5.  Oversight of the Intelligence Community 


a.  The IC is subject to external oversight from the Executive and Legislative 
branches.  Within the Executive, the IC works closely with the NSC.  Other Executive 
organizations involved in oversight include the following organization. 


b.  The President’s Intelligence Advisory Board.  The board is an entity within the 
Executive Office of the President formed “to assess the quality, quantity, and adequacy” 
of intelligence collection, analysis, CI, and other activities of the IC.  It reports directly to 
the President, and provides recommendations for actions to improve and enhance the 
performance of intelligence efforts.  It also examines issues raised by the President or the 
DNI and can make recommendations directly to the DNI. 
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ANNEX Q TO APPENDIX A 
DEPARTMENT OF LABOR 


 
1. The DOL fosters and promotes the welfare of the job seekers, wage earners, and 
retirees of the United States by improving their working conditions, advancing their 
opportunities for profitable employment, protecting their retirement and health care 
benefits, helping employers find workers, strengthening free collective bargaining, and 
tracking changes in employment, prices, and other national economic measurements.  In 
carrying out this mission, the DOL administers a variety of Federal labor laws including 
those that guarantee workers’ rights to safe and healthful working conditions; a minimum 
hourly wage and overtime pay; freedom from employment discrimination; 
unemployment insurance; and other income support.  DOL can provide valuable insight 
through labor statistics, occupational safety and health, office of the inspector general, 
and other agencies that will promote recovery from war or other disasters.  DOD 
contractors at overseas locations are required to comply with DOL regulations.  Bringing 
DOL into the interagency process better ensures quality performance of DOD 
contractors. 
 
2. For purposes of interorganizational coordination, DOD may likely coordinate with 
the Bureau of International Labor Affairs (ILAB) who leads the DOL’s efforts to ensure 
that workers around the world are treated fairly and are able to share in the benefits of the 
global economy.  ILAB’s mission is to use all available international channels to improve 
working conditions, raise living standards, protect workers’ ability to exercise their 
rights, and address the workplace exploitation of children and other vulnerable 
populations.  The ILAB is consists of: 
 
 a.  Office of Trade and Labor Affairs implements trade-related labor policy and 
coordinates international technical cooperation in support of the labor provisions in free 
trade agreements; develops and coordinates DOL positions regarding international 
economic policy issues and to participate in the formulation and implementation of US  
policy on such issues; and provides services, information, expertise, and technical 
cooperation programs that effectively support the international responsibilities of the 
DOL and US  foreign labor policy objectives. 
 
 b.  Office of International Relations represents or facilitates representation of the 
USG in the International Labor Organization and the labor components of international 
organizations; provides expertise, research and advice on labor and employment trends 
and issues in foreign countries; and  helps facilitate the sharing of information between 
specialized DOL agencies and other countries. 
 
 c.  Office of Child Labor, Forced Labor, and Human Trafficking supports USG labor 
and foreign policy objectives and congressional mandates, performs public outreach by 
promoting the elimination of the worst forms of child labor, and increases knowledge and 
information on child labor, forced labor, and human trafficking. 
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ANNEX R TO APPENDIX A 
DEPARTMENT OF HEALTH AND HUMAN SERVICES 


1.  Overview 


DHHS (http://www.hhs.gov) is the USG’s principal agency for protecting the health 
of all Americans and providing essential human services, especially for those who are 
least able to help themselves. 


2.  Organizational Structure 


a.  DHHS comprises staff divisions and operating divisions.  Staff divisions are 
subdivisions of Office of the Secretary that provide direct support to the Secretary’s 
initiatives.  Operating divisions are agencies that perform a wide variety of tasks and 
services, including research, public health, food and drug safety, grants and other 
funding, health insurance, and many others. 


b.  The Office of Assistant Secretary for Preparedness and Response (ASPR) 
(http://www.hhs.gov/aspr) coordinates with the DOS and other federal and international 
public health and medical response agencies on emergency response issues.  The ASPR is 
also responsible for ensuring that DHHS response personnel from its multiple agencies 
are enrolled in programs to be registered, credentialed, organized, trained, equipped, and 
able to deploy as federal public health and medical responders.  ASPR establishes policy, 
assigns responsibilities, and as needed, directs and coordinates DHHS’s efforts to 
prevent, prepare for, respond to, and recover from the public health and medical 
consequences of disaster or emergency.  Under the direction of the Secretary, the ASPR 
may designate and deploy DHHS personnel into a variety of response, support, and 
liaison roles to other response cells.  DHHS international response activities are 
conducted in support of, and as requested by, the DOS, USAID, or DOD. 


(1)  The Assistant Secretary for Preparedness and Response is the primary 
contact for the Secretary and Deputy Secretary of DHHS for international preparedness 
and emergency operations.  ASPR will use the most updated information to make key 
decisions, direct and deploy DHHS resources to support the DOS, USAID, DOD, or the 
UN, and to assist any response to international and public health and medical 
emergencies. 


(2)  The ASPR Office of Medicine, Science, and Public Health (OMSPH) 
serves as the focal point in ASPR for international activities related to public health 
emergency preparedness and response.  The OMSPH International Response 
Coordination and Policy Team partnered closely with the ASPR Office of Preparedness 
and Emergency Operations (OPEO) to develop the DHHS International Emergency 
Response Framework and international pandemic influenza assessment and containment 
plans and exercises.  OMSPH coordinates ASPR’s overall international influenza 
pandemic efforts and works closely with other DHHS components, the DOS, the USDA, 
and the World Health Organization (WHO).  Additionally, OMSPH is the principal 
liaison to the DOS and USG departments and agencies that may seek DHHS assistance in 
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responding to public health and medical emergencies internationally.  The International 
Health Regulations Program within OMSPH coordinates USG implementation of 
International Health Regulations and monitors USG compliance to the regulations.  
OMSPH is also the lead for R&S initiatives within DHHS. 


(a)  DHHS leads all federal public health and medical response to public 
health and medical emergencies and incidents covered by the NRF.  Under the NRF, 
DHHS leads ESF #8, the mechanism for coordinated federal assistance to supplement 
state, tribal, and local resources in response to a public health and medical disaster, 
potential or actual incidents requiring a coordinated federal response, and/or during a 
developing potential health and medical emergency. 


(b)  Under the same authority, ASPR is the principal advisor to the DHHS 
Secretary on all matters related to federal public health and medical preparedness and 
response for public health emergencies or biological incidents (whether natural or 
deliberate) and has strategic, tactical, and operational responsibilities which include (but 
are not limited to) serving as the Incident Manager for ESF #8 during activation; 
responsibility for coordination of preparedness and response planning with DHHS 
operating divisions, with ESF #8-supporting agencies and also with state, local, and 
private sector; managing the National Disaster Medical System (NDMS) and directing 
the deployment, employment, and release of any needed Strategic National Stockpile 
personnel and materiel; mobilization of public health and medical assets at the direction 
of the DHHS Secretary; in response to a directive from DHS/FEMA in accordance with 
the NRF or under a mission assignment issued by FEMA under the Stafford Act; in 
response to designated national security special events; and at ASPR’s own discretion 
when an incident requires coordinated action by two or more DHHS response assets in 
the absence of an emergency declaration. 


(3)  The ASPR OPEO leads and supports domestic and international 
preparedness and emergency operations efforts at the DHHS HQ level.  OPEO ensures 
that ASPR has the plans, procedures, logistical support, systems, and training to support 
domestic and international emergency operations and response needs.  The ASPR/OPEO 
Emergency Management Group is the primary HQ-level element involved in incident 
management, directly supports DHHS’ emergency response activities as part of a 
comprehensive multiagency incident management system.  Domestically ASPR leads 
public health and medical responses under ESF #8 of the NRF.  OPEO also manages the 
NDMS.   


(a) The NDMS is a federally coordinated system that augments the Nation’s 
medical response capability.  The overall purpose of the NDMS is to supplement an 
integrated national medical response capability for assisting state and local authorities in 
dealing with the medical impacts of major peacetime disasters and to provide support to 
the military and the Department of Veterans Affairs medical systems in caring for 
casualties evacuated back to the US from overseas armed conventional conflicts. 


(b)  NDMS temporarily supplements federal, state, local, and tribal 
capabilities by funding, organizing, training, equipping, deploying, and sustaining a 
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specialized and focused range of public health and medical capabilities.  NDMS 
comprises medical response to a disaster area in the form of personnel, teams and 
individuals, supplies, and equipment; patient movement from a disaster site to unaffected 
areas of the Nation; and definitive medical care at participating hospitals in unaffected 
areas. 


(c)  The NRF utilizes the NDMS, as part of the DHHS ASPR, under ESF 
#8, Health and Medical Services, to support federal agencies in the management and 
coordination of the federal medical response to major emergencies and federally declared 
disasters including: natural disasters, major transportation accidents, technological 
disasters, and acts of terrorism including WMD events.  NDMS teams include medical 
assistance, veterinary, mortuary, and international surgical teams.   


(4)  DHHS has the lead responsibility within the USG to protect the civilian 
population against the adverse health effects of CBRN, pandemic influenza, and 
emerging infectious disease threats by providing leadership in research, development, 
acquisition, and deployment of effective medical countermeasures.  The ASPR 
Biomedical Advanced Research and Development Authority provides an integrated, 
systematic approach to the development and purchase of the necessary vaccines, drugs, 
therapies, and diagnostic tools for public health medical emergencies.  It manages Project 
BioShield, which includes the procurement and advanced development of medical 
countermeasures for CBRN agents, as well as the advanced development and 
procurement of medical countermeasures for pandemic influenza and other emerging 
infectious diseases that fall outside the auspices of Project BioShield.  In addition, the 
authority manages the Public Health Emergency Medical Countermeasures Enterprise.  
The enterprise is responsible for defining and prioritizing requirements for public health 
emergency medical countermeasures; focusing research, development, and procurement 
activities on identified requirements; and establishing deployment and use strategies for 
medical countermeasures in the Strategic National Stockpile. 


c.  The Office of Global Health Affairs is the staff division responsible for overall 
policy leadership, development and coordination for DHHS’s engagement with 
multilateral organizations, at which domestic priorities for health, public health and 
science are increasingly central to the global policy dialogue.  It is also responsible for 
the DHHS Secretary’s interaction bilaterally with foreign governments, including 
Ministries of Health and Social Development.  The office represents and protects 
domestic interests within multilateral organizations of which the United States is a 
member state and in areas in which a global component, multilaterally or bilaterally, 
could enhance or contribute to DHHS domestic programs and benefit the people of the 
United States, including at-risk populations.  It engages with foreign governments and 
multilateral organizations on a wide range of policy and programmatic objectives of 
relevance and importance to DHHS domestically. 


d.  The Office of Public Health and Science directed by the Assistant Secretary for 
Health (ASH), is comprised of 12 core public health offices.  The ASH serves as the 
primary advisor to the Secretary of DHHS on matters involving the Nation’s public 
health.  The ASH also provides the executive leadership and policy guidance for the 
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Commissioned Corps of the US Public Health Service (Corps) and is assisted by the 
Office of the Surgeon General and the Office of Commissioned Corps Force 
Management in this activity. 


(1)  The Office of the Surgeon General, under the direction of the Surgeon 
General, oversees the operations of the Corps and provides support for the 
accomplishment of the Surgeon General’s other duties.  The Surgeon General serves as 
America’s chief health educator by providing Americans the best scientific information 
available on how to improve their health and reduce the risk of illness and injury.  The 
Surgeon General provides leadership and management oversight of the Corps’ 
involvement during DHHS emergency preparedness and response activities. 


(2)  The Corps, comprising more than 6,000 health professionals, is one of the 
seven uniformed services.  Corps officers are well-trained, highly qualified public health 
professionals dedicated to delivering the Nation’s public health promotion and disease 
prevention programs and advancing public health science.  Corps officers fill essential 
public health leadership and service roles within USG agencies and programs.  


(a)  Corps officers are assigned to DHHS and other USG agencies to 
include the DOD.  The Corps has engaged with the USN on humanitarian and health 
diplomacy missions and during international emergencies such as the response to the 
tsunami in Indonesia in 2005.  During emergencies, Corps officers may be deployed 
domestically to provide applied public health, mental health, and direct medical support 
to affected regions, states, and localities.  Internationally, Corps officers have worked 
side by side with DOD, for example, as health attachés, consultants on PRTs, and LNOs 
within a geographic combatant command. 


(b)  At the direction of the Surgeon General, the Office of Force Readiness 
and Deployment exercises oversight and management related to training, rostering, and 
response activities of the entire Corps.  It is responsible for facilitating and overseeing all 
Corps deployments to domestic public health emergencies and international humanitarian 
assistance missions.  To do this, the office ensures that Corps officers, and the teams into 
which they are rostered, are appropriately trained, suitably equipped, professionally 
competent, and physically prepared to effectively deploy to provide public health and 
medical care during disasters, terrorist attacks, urgent public health threats, and special 
security events.  In addition, the Office director serves as the Senior Advisor to the 
Surgeon General and the Assistant Secretary for Health on Commissioned Corps 
preparedness and response activities. 


e.  The Centers for Disease Control and Prevention (http://www.cdc.gov) is 
responsible for conducting disease surveillance activities, detecting and investigating 
disease outbreaks and other health conditions, and developing strategies for dealing with 
the public health aspects of domestic and international emergencies.  When requested in 
response to international disease outbreaks, CDC staff, either through relationships 
established at the national level and/or through established relationships in the Global 
Outbreak Alert and Response Network, provide technical assistance to help characterize 
the outbreak, investigate risk and protective factors, and assist in efforts to control the 
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disease.  The CDC’s role in natural disaster response operations has grown in recent 
years.  CDC personnel and supplies, including materiel from the Strategic National 
Stockpile, may be called upon to assist in a public health emergency.  US based units 
must coordinate with state and local public health offices to request CDC Strategic 
National Stockpile support.  Overseas units must have established plans to coordinate 
CDC Strategic National Stockpile support through the GCC to the Office of the Assistant 
Secretary of Defense for Health Affairs. 


(1)  In order to mitigate the risk of importation and spread of communicable 
diseases to or within the United States, CDC quarantine stations are located at 20 US 
ports of entry, covering approximately 85% of all entering and exiting air travel and a 
substantial portion of the southern border land crossings in San Diego and El Paso.  
Central to the quarantine stations’ mission to protect the US from communicable disease 
introduction and spread at ports of entry is the development of strong partnerships with 
state and local health departments and law enforcement to create a public health safety 
network addressing border health issues.  The quarantine program works closely with 
DHS, particularly CBP, Transportation Security Administration, ICE, and USCG, and 
partners with travel industry to plan, prepare, and respond to illnesses in travelers.  The 
quarantine program is responsible for border pandemic planning as the technical lead, in 
collaboration with DHS as the lead agency.  


(2)  DHHS/CDC has more than 300 CDC permanent staff members assigned to 
long-term assignments in 50 countries around the world.  CDC also employs 
approximately 1,400 local staff members (citizens of the HN) to support global programs.  
The staff is a mix of epidemiologists, clinicians, health scientists of many types, 
including laboratory, behavioral, and informatics scientists, operations managers, 
administrative staff, and others.  Approximately 80 percent of these staff work primarily 
on major endemic (nonemergency) diseases such as HIV/AIDS, TB [tuberculosis], and 
malaria.  A smaller number work in areas such as emerging infectious diseases, influenza, 
and training programs in surveillance and outbreak response that are intrinsically focused 
on epidemics and emergency response.  DHHS/CDC offices with long-term staff 
members usually become trusted advisors to local public health officials.  This familiarity 
and resulting long-term trusting relationships are critical assets that help to establish 
access to provide assistance in the context of emergencies. 


(3)  CDC also manages the Laboratory Response Network (LRN).  The LRN is 
a network of more than 160 laboratories affiliated with federal agencies, military 
installations, international partners, and state/local public health departments that provide 
the laboratory infrastructure and capacity to respond to biological and chemical terrorism, 
and other public health emergencies by providing clinical and environmental sample 
testing as well as limited supporting analysis of food samples that may be implicated as 
part of epidemiological investigations associated with incident response to cases of 
human illness. 


f.  The Food and Drug Administration is responsible for protecting the public 
health by assuring the safety, efficacy, and security of human and veterinary drugs, 
biological products, medical devices, the Nation’s food supply, cosmetics, and products 
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that emit radiation.  In response operations, it may be called upon to assist with 
assessments and inspections, and provide subject matter expertise.  It conducts 
inspections of medical products produced overseas.  It has expertise in many areas, and 
experts occasionally assist foreign governments in developing regulatory oversight 
systems. 


g.  The Health Resources and Services Administration supports DHHS’s 
emergency response through its National Health Service Corps Ready Responder 
Program.  The Ready Responders, also Commissioned Corps officers, are primary care 
clinicians delivering quality health care to populations in under-served domestic areas.  
They are trained to respond quickly and effectively in the event of a large-scale regional 
or national emergency and may be potentially deployed internationally. 


h.  The Indian Health Service provides a comprehensive health service delivery 
system to tribal communities, to include personal and public health care, mental health 
issues, environmental health, engineering, dental, pharmaceutical, nursing, laboratory, 
and community health and varied surveillance activities that involve disease outbreaks 
and other health problems during national and international disasters and emergencies.  
They serve as a source of skilled health care professionals who can augment DHHS 
response teams, and can serve as a resource to DOD as advisors for how to support tribal 
communities and cultures, while honoring and protecting the inherent sovereign rights of 
tribes. 


i.  The Administration for Children and Families (http://www.acf.hhs.gov).  In the 
event of a massive evacuation from overseas, DHHS is the LFA responsible for arranging 
through state agencies for the reception, temporary care, and onward transportation to the 
final destination of noncombatant evacuees returned to the US from a foreign country.  
The Repatriation Program within the Office of Refugee Resettlement is responsible for 
the National Emergency Repatriation planning and implementation of the emergency 
plan. 


j.  The Substance Abuse and Mental Health Services Administration provides 
consultation, technical assistance, and grants to state and local entities as part of 
emergency response through NRF ESF #8.  It liaises with state and community 
behavioral health public and private officials and service providers, as well as voluntary 
organizations.  Personnel consult on a variety of behavior health issues including, but not 
limited to, chronic mental and substance abuse disorders, normal reactions to “abnormal” 
situations, grief reactions and treatment, traumatic stress, suicide prevention, public 
anxiety and stress reduction, assistance to emergency responders, psychological factors in 
medical surge, public education, risk communication, grief reactions, and traumatic 
stress.  It also offers technical assistance and consultation to international communities 
when requested and approved by DOS. 


k.  The National Institutes of Health, which consists of 27 institutes and centers, 
plays a key role in public health emergencies through their research and development of 
countermeasures against potential CBRN agents of terrorism.  While many of the 
Institutes conduct and support research that helps provide the evidence base for medical 
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and public health interventions related to bio-defense, the lead institute engaged in such 
research is the National Institute of Allergy and Infectious Diseases.  It plays a key role in 
the research and development of CBRN medical countermeasures.  It works closely with 
DOD biomedical research components that focus on infectious disease and immunology 
research.  In response to public health emergencies, it may be called upon to provide 
subject matter experts and/or to redirect its research efforts to address important scientific 
issues related to the emergency.  Such response is accomplished in coordination with 
DHHS and sister agencies.  The Fogarty International Center provides research grants for 
collaborative research and capacity building projects relevant to low- and middle- income 
nations, as well as Institutional training grants designed to enhance research capacity in 
the developing world, with an emphasis on institutional partnerships and networking.  
The Disease Control Priorities Project develops recommendations on effective health care 
interventions for resource-poor settings.  The Fogarty International Center also conducts 
regional activities and programs in biomedical and behavioral sciences throughout the 
world. 


l.  The Agency for Healthcare Research and Quality is responsible for supporting 
research, preparing models and practices that enhance the preparedness efforts of 
national, state, and local jurisdictions through the development and assessment of 
alternative approaches that ensure health surge capacity for mass casualty events, 
protocols, and technologies to enhance interoperability among health care systems, the 
public health systems, and other organizational participants in the emergency response 
network and training and information needs of health care providers for enhanced 
emergency response. 


m.  The Federal Occupational Health Service provides comprehensive, high-
quality, customer-focused occupational health services in strategic partnership with 
federal agencies nationwide to improve the health, safety, and productivity of the federal 
workforce.  Services include the following: Employee Assistance Services, which 
provides Specialized Behavioral Health Services, and Work/Life Services; the Program 
Support Center Joint Health Services to USAID’s OFDA which includes hazardous 
material and safety training courses, maintaining and deploying hazardous material/safety 
stockpile, conducting safety assessments of disaster zones for federal response teams, and 
designing personal protective clothing kits. 


3.  Interagency Relationships 


a.  DHHS can provide consultation on public health and medical issues that span the 
breadth of expertise within DHHS.  DHHS can provide technical advice and perspective 
on relevant health sector issues. 


b.  Global Disease Detection.  To make early disease detection and containment a 
reality around the world, DHHS/CDC is developing a network of global disease detection 
centers in partnership with ministries of health.  Additional partners include WHO, DOS, 
DOD, USAID, and academic institutions.  Centers currently in place are located in China, 
Egypt, Guatemala, Kenya, Thailand, and Kazakhstan. 







Annex R to Appendix A 


A-R-8 JP 3-08 


c.  Stability Operations 


(1)  DHHS is an active participant in the interagency working groups supporting 
R&S operations, humanitarian assistance and disaster response operations, and other 
civil-military coordinative operations, planning, and exercises. 


(2)  DHHS supports whole-of-government R&S efforts by contributing 
members to the Civilian Reserve Corps.  DHHS is standing up a 5-member active 
component, and 10-member standby component, with expertise in health care service 
delivery and system administration, information management and health education, 
medicine, pharmacy, disease prevention and epidemiology, environmental health and 
safety, immunizations, infection control, reproductive health services, occupational health 
and injury prevention, nursing, veterinary health, noncommunicable diseases, and 
communicable diseases. 


(3)  DHHS can provide regional and country-specific perspective on existing 
health systems’ capabilities and infrastructure.  Health sector issues are of increasing 
importance worldwide and a DHHS civilian or USPHS representative can add valuable 
perspective in collaboration with the command surgeon and USAID representatives. 


d.  Domestic Response.  USPHS officers are assigned to DHHS and other federal 
agencies to include DOD.  During emergencies, USPHS officers are deployed 
domestically to provide applied public health, mental health, and direct medical support 
to affected regions, states, and localities.  DHHS works alongside DOD during domestic 
civil-military response operations.  USPHS officers are involved when there is a Stafford 
Act declaration with domestic public health CS operations. 


e.  International Response 


(1)  DOD and DHHS work alongside each other in support of several programs.  
DHHS supports the following USG interagency partners during international 
emergencies: 


(a)  DHHS is the technical lead for international pandemic influenza 
assessment and containment response supporting DOS in international pandemic 
influenza planning and prevention activities. 


(b)  DHHS appoints representatives to the USG foreign emergency support 
team that is led by the DOS Foreign Consequence Management Program. 


(c)  DHHS supports USAID/OFDA by providing technical assistance and 
support on public health issues such as large disease outbreaks. 


(d)  DHHS provides technical assistance on refugee health and mental 
health issues to the DOS Office of Population, Migration, and Refugees. 


(e)  DOD may request support of DHHS to assist in FHA, as well as 
stability operations.  The ASPR is the primary contact for international preparedness and 







Department of Health and Human Services 


A-R-9 


emergency operations within DHHS.  The ASPR can direct and deploy DHHS resources 
to support the DOS, USAID, DOD, or the UN to assist response to international and 
public health and medical emergencies. 


(2)  USPHS officers work side by side with DOD, for example as health 
attachés, consultants on PRTs, or as LNOs within a geographic combatant command.  
DHHS currently has two full-time LNOs assigned to USNORTHCOM, and is currently 
working towards assigning LNOs to each of the GCCs.  Collectively DHHS has 
personnel either permanently assigned, or deployed, to each of the GCCs’ AORs from its 
component staff and operating divisions. 


f.  Repatriation.  The US Repatriation Program is committed to helping eligible 
repatriates referred from the DOS by providing them with effective and efficient 
temporary assistance necessary for their transition and reestablishment in the United 
States (http://www.acf.hhs.gov/programs/orr/programs/repatriation.htm).  While DHHS 
is responsible for the National Emergency Repatriation planning and implementation of 
the emergency plan, provision relies on state and local governments to carry out 
operational responsibility for the reception, temporary care, and onward transportation for 
the noncombatant evacuee.   


g.  Training and Exercises 


(1)  Operating divisions and staff divisions throughout DHHS may support and 
interrelate with DOD by providing subject matter expertise in training and exercise 
events.  DHHS routinely participates in DOD-led disaster preparedness and response 
training and exercises. 


(2)  The DHHS Office of Force Readiness and Deployment engages with DOD 
and its service components, including but not limited to: USSOUTHCOM, USPACOM, 
USAFRICOM, US Army South, and USAF South, USN 4th and 7th Fleets as 
participants in Continuing Promise, Pacific Partnership, Medical Readiness and Training 
exercises, and other operations and planning missions.   


(3)  The US Army Office of the Surgeon General assigns an LNO to ASPR to 
help facilitate DHHS-DOD coordination and joint planning.  The CDC also has DOD 
liaisons for this same purpose. 


For further information, see National Disaster Medical System (NDMS) Federal Partners 
MOA, NDMS MOA Among the Departments of Homeland Security, Health and Human 
Services, Veterans Affairs, and Defense at http://fhpr.osd.mil/cmm/pdf/NDMS_Partners_ 
MOA_with_sig.pdf, and Interagency Agreement Between the Department of Health and 
Human Services and the Department of Defense for Support of Contingency Medical 
Materiel Requirements at http://usachppm.apgea.army.mil/news/influenzaWebsite/ 
documents/DOD-DHHS_IA_on_SNS_20050505.pdf. 
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APPENDIX B 
INTERGOVERNMENTAL ORGANIZATIONS 


 
 This appendix includes the descriptions of key IGOs. 
 
   Annex A North Atlantic Treaty Organization  
     B United Nations  
     C United Nations Children’s Fund  
     D United Nations Office for the Coordination of  
      Humanitarian Affairs  
     E United Nations Food and Agriculture Organization  
     F United Nations High Commissioner for Refugees  
     G United Nations World Food Programme  
     H United Nations World Health Organization  
     I United Nations Development Programme 
     J United Nations Department of Peacekeeping Operations 
     K European Union 
     L Organization of American States 
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ANNEX A TO APPENDIX B 
NORTH ATLANTIC TREATY ORGANIZATION 


1.  Background and Objectives 


a.  NATO is an alliance of 28 countries from North America and Europe committed 
to fulfilling the goals of the North Atlantic Treaty.  The fundamental role of NATO is to 
safeguard the freedom and security of its member countries by political and military 
means.  NATO is playing an increasingly important role in crisis management and 
peacekeeping.  NATO is currently undergoing a comprehensive reorganization and 
current information can be obtained at:  http://www.nato.int. 


b.  The Alliance performs the following fundamental security tasks. 


(1)  Provide one of the indispensable foundations for stable security in Europe 
based on the growth of democratic institutions and commitment to the peaceful resolution 
of disputes. 


(2)  Seek to create an environment in which no country would be able to 
intimidate or coerce any member nation or to impose hegemony through the threat or use 
of force. 


(3)  Serve as a transatlantic forum for Allied consultations on any issues 
affecting the vital interests of its members, in accordance with Article 4 of the North 
Atlantic Treaty, including developments, which might pose risks to their security. 


(4)  Facilitate appropriate coordination of members’ efforts in fields of common 
concern. 


(5)  Provide deterrence and defense against any form of aggression against the 
territory of any NATO member state. 


(6)  Contribute to effective conflict prevention and engage actively in crisis 
management, including crisis response operations. 


(7)  Promote wide-ranging partnership, cooperation, and dialogue with other 
countries in the Euro-Atlantic area. 


c.  To fulfill these tasks, member nations: 


(1)  Provide continuous consultation and cooperation in political, economic, and 
other nonmilitary fields. 


(2)  Formulate joint plans for the common defense. 


(3)  Establish the infrastructure needed to enable military forces to operate. 


(4)  Arrange joint training programs and exercises. 
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(5)  Coordinate communications needed to facilitate political consultation, C2 of 
military forces, and their logistic support. 


2.  North Atlantic Treaty Organization Organizational Structure 


a.  NATO HQ.  NATO’s HQ in Brussels is the home of the NAC.  It houses 
permanent representatives (PERMREPs) and national delegations, the Secretary General 
and the International Staff, national military representatives, the Chairman of the Military 
Committee and the International Military Staff, and a number of NATO agencies.  
NATO’s civil and military organizational structure is shown in Figure B-A-1.  


NORTH ATLANTIC TREATY ORGANIZATION’S CIVIL
AND MILITARY STRUCTURE
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Figure B-A-1.  North Atlantic Treaty Organization’s Civil and Military Structure 
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b.  NAC.  The supreme authority of the Atlantic Alliance is the NAC, which has 
effective political authority and powers of decision and consists of PERMREPs of the 28 
member countries who meet together at least once a week.  The NAC also meets at 
higher levels involving foreign ministers or heads of government, but it has the same 
authority and powers of decision making and its decisions have the same status and 
validity at whatever level it meets.  The Chairman of the NAC, at both the ministerial and 
PERMREP levels, is the Secretary General.  The presidency, held by the foreign 
ministers of each member country in turn, rotates annually.  The NAC has an important 
public profile and issues declarations and communiques explaining its policies and 
decision to the general public and to governments of countries which are not members of 
the Alliance. 


c.  PERMREPs.  Each member nation is represented on the NAC by an ambassador 
or PERMREP with ambassadorial rank.  Each PERMREP is supported by a national 
delegation composed of advisers and officials who represent their country on different 
NATO committees.  The delegations are similar in many respects to small embassies.  
Their collocation within the same HQ building enables them to maintain formal and 
informal contacts with each other, as well as with NATO’s international staffs, easily and 
without delay. 


d.  Defense Planning Committee (DPC).  The DPC is normally composed of 
PERMREPs, but meets at the level of defense ministers at least twice a year and deals 
with most defense matters and subjects related to collective defense planning.  All 
member countries are represented in this forum.  The DPC provides guidance to NATO’s 
military authorities and, within the area of its responsibilities, has the same function and 
attributes and the same authority as the NAC.  An Executive Working Group is 
responsible to the DPC for the principal aspects of defense and the overall conduct of the 
long-term defense program. 


e.  Nuclear Planning Group.  The Nuclear Planning Group meets at the same level 
and with the same status as the DPC.  It is the principal forum for consultation on all 
matters relating to the role of nuclear forces in NATO’s security policy.  The Nuclear 
Planning Group follows a similar pattern of meeting at the ambassadorial level and at the 
level of ministers of defense and has the same functions and authority for decisions on 
nuclear matters as the NAC and DPC have in their own spheres.  All member countries 
except France participate.  Iceland participates only as an observer. 


f.  Secretary General 


(1)  The Secretary General is a senior international statesman nominated by the 
member nations both as Chairman of the NAC, DPC, Nuclear Planning Group, and of 
other senior committees and as Secretary General of NATO.  The Secretary General also 
acts as principal spokesman of the Organization, both in its external relations and in 
communications and contacts between member governments.  As such, the Secretary 
General is responsible for promoting and directing the process of consultation and 
decision making through the Alliance. 
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(2)  The Secretary General has under his direct control a Private Office and the 
Office of the Secretary General.  The Private Office supports the Secretary General and 
Deputy Secretary General in all aspects of their work.  Its staff includes a legal advisor 
and a special advisor for Central and Eastern European Affairs. 


g.  International Staff.  The work of the NAC and its many committees and 
working groups is supported by an International Staff.  This staff comprises the Office of 
the secretary general, five operational divisions, the Office of Management and the Office 
of the Financial Controller.  Each of the divisions is headed by an Assistant Secretary 
General, who is normally the chairman of the main committee dealing with subjects in 
his field of responsibility. 


h.  National Military Representatives.  The members of the Military Committee 
(Chiefs of Staff) are represented at NATO HQ by senior officers acting as military 
representatives, each supported by a national staff varying in size.  The military 
representatives constitute the Military Committee in Permanent Session.  France is 
represented by a Military Mission to the Military Committee. 


i.  Military Committee 


(1)  The Military Committee is the highest military authority in the Alliance and 
is responsible to the NAC, DPC, and the Nuclear Planning Group for the overall conduct 
of the military affairs of the Alliance.  It provides for the maximum consultation and 
cooperation between member nations on military matters relating to the Treaty and is the 
primary source of military advice to the Secretary General and to the NAC, DPC, and 
Nuclear Planning Group. 


(2)  The Military Committee is composed of the Chiefs of Staff, Chairman of JS, 
or Chiefs of Defense Staff of each member country.  Iceland has no military forces, but 
may be represented by a civilian.  The Chiefs of Staff meet at least twice a year.  At other 
times, member countries are represented by national military representatives appointed 
by the Chiefs of Staff. 


(3)  The Presidency of the Military Committee rotates annually among the 
nations in the order of the English alphabet. 


(4)  The Chairman of the Military Committee chairs both the Chiefs of Staff and 
permanent sessions and is elected by the Chiefs of Staff, normally for a 3-year term.  The 
Chairman is the spokesperson and representative of the Committee, directs its day-to-day 
activities, and represents the Military Committee at meetings of the NAC, DPC, and the 
Nuclear Planning Group, providing advice on military matters.  The Chairman is assisted 
by the Deputy Chairman and by the Director of the International Military Staff.   


j.  International Military Staff 


(1)  The Military Committee is supported by an integrated International Military 
Staff made up of military personnel seconded from national military establishments and 
of supporting civilian personnel.  Members of the International Military Staff have a 
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similar status within the Organization as the International Staff, but come under the 
administrative authority of the Director of the International Military Staff or the head of 
the independent NATO agency within which they are employed.  The national military 
status of personnel transferred from national armed forces is not affected by their 
temporary assignment to NATO. 


(2)  The International Military Staff is headed by a Director of three-star rank 
who is nominated by the member nations and is selected by the Military Committee.  The 
Director must be of a different nationality than the Chairman of the Military Committee. 


(3)  As the executive agent of the Military Committee, the International Military 
Staff is tasked with ensuring that the policies and decisions of the Military Committee are 
implemented as directed.  In addition, the International Military Staff prepares plans, 
initiates studies, and recommends policy on matters of a military nature referred to 
NATO or to the Military Committee by national or NATO authorities, commanders, or 
agencies. 


k.  Integrated Military Structure 


(1)  The integrated military structure remains under political control and 
guidance at the highest level.  It includes a network of major and subordinate military 
commands covering the whole of the North Atlantic area. 


(2)  The strategic area covered by the North Atlantic Treaty is currently divided 
among two Major NATO Commands (European and Transformation) and a Regional 
Planning Group for Canada and the United States.  Two regional commands are within 
Allied Command Europe, and are responsible for the Southern and Northern regions. 


(3)  The Major NATO commanders are responsible for the development of 
defense plans for their respective areas, for the determination of force requirements and 
for the deployment and exercise of the forces under their command.  Their reports and 
recommendations regarding the forces assigned to them and their logistic support are 
referred to the NATO Military Committee.  The Major NATO commanders are also 
responsible for the development and conduct of their military contacts with cooperation 
partners. 


3.  NATO Command Structure 


a.  Strategic Level 


(1)  At the strategic level, there is one command with operational 
responsibilities, Allied Command Operations commanded by Supreme Allied 
Commander, Europe (SACEUR).  SACEUR is dual-hatted as Commander USEUCOM.  
Allied Command Transformation, commanded by the Supreme Allied Commander 
Transformation is responsible for promoting and overseeing the continuing 
transformation of Alliance forces and capabilities. 
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(2)  Allied Command Operations, with its HQ, Supreme Headquarters Allied 
Powers Europe, near Mons, Belgium, is responsible for all Alliance operations.  The 
operational level consists of two standing joint force commands—one in Brunssum, the 
Netherlands, and one in Naples, Italy—which can conduct operations from their static 
locations or provide a land-based combined JTF HQ and a robust but more limited 
standing joint HQ in Lisbon, Portugal, from which a deployable sea-based  combined JTF 
HQ capability can be drawn.  The organizational structure of Allied Command 
Operations is depicted in Figure B-A-2.   


ALLIED COMMAND OPERATIONS
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DCAOC deployable combined air operations 


center


HQ headquarters
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Figure B-A-2.  Allied Command Operations 
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b.  Component/Tactical Level 


(1)  The component or tactical level consists of six joint force component 
commands, which provide Service-specific—land, maritime, or air—expertise to the 
operational level.  Although these component commands will be available for use in any 
operation, they will be subordinated to one of the joint force commands.  For the joint 
force command in Brunssum, there is an air component command at Ramstein, Germany; 
a maritime component command at Northwood in the United Kingdom; and a land 
component command at Heidelberg, Germany.  For the joint force command in Naples, 
there is an air component command at Izmir, Turkey; a maritime component command in 
Naples; and a land component command at Madrid, Spain. 


(2)  In addition to these component commands, there are four static combined air 
operations centers (CAOCs)—in Uedem, Germany; Finderup, Denmark; Poggio 
Renatico, Italy; and Larissa, Greece; and two deployable CAOCs—in Uedem and Poggio 
Renatico.  The deployable CAOCs exercise their capability to mobilize and deploy at the 
current facilities at Torrejon Air Base in Spain.  A small NATO air facility support staff 
is stationed at Torrejon to support this capability. 


c.  Transformation Command 


(1)  Allied Command Transformation, with its HQ in Norfolk, Virginia, 
oversees the transformation of NATO’s military capabilities.  In doing so, it enhances 
training, improves capabilities, tests and develops doctrine, and conducts experiments to 
assess new concepts.  It also facilitates the dissemination and introduction of new 
concepts and promotes interoperability.   


(2)  An Allied Command Transformation Staff Element in Belgium is primarily 
responsible for resource and defense planning issues. 


(3)  Allied Command Transformation includes the Joint Warfare Centre in 
Norway, the Joint Force Training Centre in Poland, and the Joint Analysis and Lessons 
Learned Centre in Portugal.  Allied Command Transformation HQ also supervises the 
Undersea Research Centre in La Spezia, Italy.  There are direct linkages between Allied 
Command Transformation, Alliance schools, and NATO agencies, as well as USJFCOM.  
In addition, a number of nationally- or multinationally-sponsored centers of excellence 
focused on transformation in specific military fields support the command. 


4.  Combined Joint Task Force Concept 


a.  Should a crisis occur, the NAC might consider the formation of a combined JTF 
composed of forces drawn from member states.  A combined JTF is a multinational JTF, 
task organized and formed for the full range of the Alliance’s military missions, which 
the commander, combined JTF, commands from a multinational and joint HQ.  The JTF 
may include elements from non-NATO troop contributing nations.   







Annex A to Appendix B 


B-A-8 JP 3-08 


b.  The purpose of creating an Alliance combined JTF capability is to: 


(1)  Provide the Alliance with flexible and efficient means to generate, at short 
notice, rapidly deployable combined JTFs, with dedicated C2 capability. 


(2)  Facilitate operations in concert with partners and other non-NATO nations 
in situations not related to collective defense. 


(3)  Enable the Alliance, based on the principle of ‘separable but not separate 
capabilities’, to support the development of European Security and Defense Identity 
within the Alliance by the provision of a combined JTF HQ and associated capabilities or 
elements thereof for operations under the political control and strategic direction of the  
EU or as otherwise agreed. 


For additional information on NATO’s combined JTF concept, see AJP-01(C), Allied 
Joint Doctrine. 


5.  Non-Article 5 Operations 


a.  NATO activities falling outside the scope of Article 5 are referred to collectively 
as non-Article 5 crisis response operations (NA5CROs).  One principal difference 
between Article 5 operations and NA5CROs is that there is no formal obligation for 
NATO nations to take part in a NA5CRO while in case of an Article 5 operation, NATO 
nations are formally committed to take the actions they deem necessary to restore and 
maintain the security of the North Atlantic area. 


b.  NA5CROs range from support operations primarily associated with civil agencies 
through operations in support of peace, to Alliance combat operations.  In the framework 
of a NATO-led operation, Alliance forces could additionally conduct extraction 
operations, and tasks in support of disaster relief and humanitarian operations, SAR, or 
support to noncombatant evacuation operations.  Operations that involve the use of 
military force or the threat of force include military action ranging from freedom of 
navigation and overflight enforcement, sanction and embargo enforcement, support to 
stabilization and reconstruction activities, and counter irregular threat operations—to 
military combat operations.  Military Committee 327/2, NATO Military Policy for Non-
Article 5 Crisis Response Operations, establishes the guidance for conducting NA5CROs 
within the Alliance. 


6.  NATO Response Force 


a.  The NATO response force is a joint, trained, and certified force package, held at 
high readiness, that is tailored for an assigned mission.  The NATO response force is 
capable of performing certain missions on its own, as well as participating in an operation 
as part of a larger force, or serving as an initial-entry force that prepares the JOA for 
follow-on forces.  However, the NATO response force is limited in size, composition, 
and capabilities, thus it is not always the solution to emerging crises. 
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b.  To be responsive to rapidly developing crises, the NATO response force relies on 
NATO and national procedures for the political decision-making process and for the 
preparations for employment.  The NATO response force, when alerted by the NAC, can 
start deploying on five days notice and operate as a stand-alone force for up to 30 days 
using embedded logistic capabilities, or longer if resupplied. 
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ANNEX B TO APPENDIX B 
UNITED NATIONS 


1.  Introduction 


The UN (http://www.un.org/en) is a unique international organization of 192 
sovereign states, representing virtually every country in the world.  It was founded 
towards the end of the Second World War.  The member states are bound together by the 
principles of the UN Charter, an international treaty that spells out their rights and duties 
as members of the world community.  


2.  Purpose 


The purposes of the UN, as set forth in the Charter, are to maintain international 
peace and security; to develop friendly relations among nations based on respect for the 
principle of equal rights and self-determination of peoples; to cooperate in solving 
international economic, social, cultural, and humanitarian problems and in promoting 
respect for human rights and fundamental freedoms; and to be a center for harmonizing 
the actions of nations in attaining these ends.  The UN is not a world government and it 
does not make laws.  It does; however, provide the means to help resolve international 
conflicts and formulate policies on matters affecting all of us.  At the UN, all the member 
states—large and small, rich and poor, with differing political views and social systems—
have a voice and a vote in this process. 


3.  United Nations Charter 


The Charter is the constituting instrument of the organization, setting out the rights 
and obligations of member states, and establishing the UN organs and procedures.  There 
are 19 chapters in the UN Charter containing 111 articles, as shown in Figure B-B-1.  
Amendments to the Charter enter into effect when they have been adopted by a two-
thirds vote of the members of the General Assembly and ratified by two-thirds of the 
members of the UN, including all the permanent members of the Security Council.  The 
amendments introduced so far have related to the expansion of two main organs, the 
Security Council and the ECOSOC. 


4.  Organization 


a.  There are six principal organs of the UN:  the General Assembly, the Security 
Council, the ECOSOC, the Trusteeship Council, the International Court of Justice, and 
the Secretariat.  The UN family, however, is much larger, encompassing 15 agencies and 
several programs and bodies.  The UN family of organizations (the “UN system”) 
consists of the UN Secretariat, the UN funds and programs (e.g., UN Children’s Fund 
[UNICEF] and UNDP), the specialized agencies (e.g., WHO), and related organizations.  
The funds and programs are subsidiary bodies of the General Assembly.  The specialized 
agencies are linked to the UN through special agreements and report to the ECOSOC 
and/or the General Assembly.  The related organizations—including IAEA and the World 
Trade Organization—address specialized areas and have their own legislative bodies and 
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budgets.  Together, the organizations of the UN system address all areas of economic and 
social endeavor.  The organization of the UN System showing the other organs, 
operations, specialized agencies, and autonomous organizations that are either part of, or 
affiliated with, the UN can be found at http://www.un.org/aboutun/chart.html. 


b.  General Assembly.  The General Assembly is the chief deliberative, 
policymaking, and representative organ and consists of all the members of the UN, each 
country having one vote and being entitled to be represented at meetings by five 
delegates and five alternates.  It provides a unique forum for multilateral discussion of the 
full spectrum of international issues covered by the Charter.  Decisions on such key 
issues as international peace and security, admitting new members, and the UN budget 
are decided by two-thirds majority.  Other matters are decided by simple majority.  In 


Chapter I Purposes and Principles
Chapter II Membership
Chapter III Organs
Chapter IV The General Assembly
Chapter V The Security Council
Chapter VI Pacific Settlement of Disputes
Chapter VII Action With Respect to Threats to the Peace, Breaches 


of the Peace, and Acts of Aggression
Chapter VIII Regional Arrangements
Chapter IX International Economic and Social Cooperation
Chapter X The Economic and Social Council
Chapter XI Declaration Regarding Non-Self-Governing Territories
Chapter XII International Trusteeship System
Chapter XIII The Trusteeship System
Chapter XIV The International Court of Justice
Chapter XV The Secretariat
Chapter XVI Miscellaneous Provisions
Chapter XVII Transitional Security Arrangements
Chapter XVIII Amendments
Chapter XIX Ratification and Signature


UNITED NATIONS CHARTER


CHAPTER TITLE


 
Figure B-B-1.  United Nations Charter 
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recent years, a special effort has been made to reach decisions through consensus, rather 
than by taking a formal vote.  The Assembly cannot force action by any state, but its 
recommendations are an important indication of world opinion and represent the moral 
authority of the community of nations.  It also plays a significant role in the process of 
standard-setting and the codification of international law.  According to the Charter of the 
UN, the General Assembly may: 


(1)  Consider and make recommendations on the general principles of 
cooperation for maintaining international peace and security, including disarmament. 


(2)  Discuss any question relating to international peace and security and, except 
where a dispute or situation is currently being discussed by the Security Council, make 
recommendations on it. 


(3)  Discuss, with the same exception, and make recommendations on any 
questions within the scope of the Charter or affecting the powers and functions of any 
organ of the UN. 


(4)  Initiate studies and make recommendations to promote international 
political cooperation, the development and codification of international law, the 
realization of human rights and fundamental freedoms, and international collaboration in 
the economic, social, humanitarian, cultural, educational and health fields. 


(5)  Make recommendations for the peaceful settlement of any situation that 
might impair friendly relations among nations. 


(6)  Receive and consider reports from the Security Council and other UN 
organs. 


(7)  Consider and approve the UN budget and establish the financial assessments 
of member states. 


(8)  Elect the nonpermanent members of the Security Council and the members 
of other UN councils and organs and, on the recommendation of the Security Council, 
appoint the SYG. 


(9)  The Assembly may also take action if the Security Council fails to act, 
owing to the negative vote of a permanent member, in a case where there appears to be a 
threat to the peace, breach of the peace, or act of aggression.  The Assembly can consider 
the matter immediately with a view to making recommendations to members for 
collective measures to maintain or restore international peace and security. 


c.  Security Council.  The UN Charter gives the Security Council primary 
responsibility for maintaining international peace and security.  The Security Council 
may convene at any time, whenever peace is threatened.  Under the Charter, all member 
states are obligated to carry out the Security Council’s decisions. 
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(1)  There are 15 Security Council members.  Five of these—China, France, the 
Russian Federation, the United Kingdom, and the United States—are permanent 
members.  The other 10 are elected by the General Assembly for two-year terms.  It is 
organized to function continuously, and a representative of each of its members must be 
present at all times at UN HQ.  Decisions of the Security Council require nine yes votes.  
Except in votes on procedural questions, a decision cannot be taken if there is a no vote, 
or veto, by a permanent member.  The Presidency of the Security Council rotates 
monthly, according to the English alphabetical listing of its member states. 


(2)  Under the Charter, the functions and powers of the Security Council are: 


(a)  To maintain international peace and security in accordance with the  
principles and purposes of the UN;  


(b)  To investigate any dispute or situation which might lead to international 
friction; 


(c)  To recommend methods of adjusting such disputes or the terms of 
settlement;  


(d)  To formulate plans for the establishment of a system to regulate 
armaments;  


(e)  To determine the existence of a threat to the peace or act of aggression 
and to recommend what action should be taken; 


(f)  To call on members to apply economic sanctions and other measures not 
involving the use of force to prevent or stop aggression;  


(g)  To take military action against an aggressor;  


(h)  To recommend the admission of new members;  


(i)  To exercise the trusteeship functions of the UN in “strategic areas;”  and 


(j)  To recommend to the General Assembly the appointment of the SYG 
and, together with the Assembly, elect judges of the International Court of Justice. 


(3)  When a complaint concerning a threat to peace is brought before it, the 
Security Council’s first action is usually to recommend to the parties to try to reach 
agreement by peaceful means.  In some cases, the Security Council itself undertakes 
investigation and mediation.  It may appoint special representatives or request the SYG to 
do so or to use his good offices.  It may set forth principles for a peaceful settlement. 


(4)  When a dispute leads to fighting, the Security Council’s first concern is to 
bring it to an end as soon as possible.  On many occasions, the Security Council has 
issued cease-fire directives which have been instrumental in preventing wider hostilities.  
It also sends UN peacekeeping forces to help reduce tensions in troubled areas, keep 
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opposing forces apart, and create conditions of calm in which peaceful settlements may 
be sought.  The Security Council may decide on enforcement measures, economic 
sanctions (such as trade embargoes), or collective military action. 


(5)  A member state against which preventive or enforcement action has been 
taken by the Security Council may be suspended from the exercise of the rights and 
privileges of membership by the General Assembly on the recommendation of the 
Security Council.  A member state which has persistently violated the principles of the 
Charter may be expelled from the UN by the Assembly on the Security Council’s 
recommendation. 


(6)  A state which is a member of the UN but not of the Security Council may 
participate, without a vote, in its discussions when the Security Council considers that 
that country’s interests are affected.  Both members of the UN and nonmembers, if they 
are parties to a dispute being considered by the Security Council, are invited to take part, 
without a vote, in the Security Council’s discussions; the Council sets the conditions for 
participation by a nonmember state.   


d.  Economic and Social Council.  The ECOSOC, under the overall authority of the 
General Assembly, coordinates the economic and social work of the UN and the UN 
family of organizations.  As the central forum for discussing international economic and 
social issues and for formulating policy recommendations, the ECOSOC plays a key role 
in fostering international cooperation for development.  It also consults with academics, 
business sector representatives, and more than 3,000 registered NGOs, thereby 
maintaining a vital link between the UN and civil society. 


(1)  It is responsible for:  


(a)  Promoting higher standards of living, full employment, and economic 
and social progress;  


(b)  Identifying solutions to international economic, social, and health 
problems;  


(c)  Facilitating international cultural and educational cooperation; and 


(d)  Encouraging universal respect for human rights and fundamental 
freedoms. 


(2)  The ECOSOC’s subsidiary bodies meet regularly and report back to it.  
These bodies focus on such issues as social development, the status of women, crime 
prevention, narcotic drugs, and sustainable development.  Five regional commissions 
promote economic development and cooperation in their respective regions. 


e.  The Trusteeship Council was established to provide international supervision for 
Trust Territories administered by member states.  By 1994, all Trust Territories had 
attained self-government or independence.  Its work completed, the Trusteeship Council 
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now consists of the five permanent members of the Security Council and meets when the 
occasion may require. 


f.  The International Court of Justice, also known as the World Court, is the main 
judicial organ of the UN.  Its 15 judges are elected by the General Assembly and the 
Security Council, voting independently and concurrently.  The World Court was 
established by the UN Charter, which provides that all member states of the UN are ipso 
facto parties to the World Court’s Statute.  The composition and functioning of the World 
Court are organized by this Statute, and by the Rules of the Court, which are drawn up by 
the World Court itself.  The World Court’s role is to settle, in accordance with 
international law, legal disputes submitted to it by states and to give advisory opinions on 
legal questions referred to it by authorized UN organs and specialized agencies.  The 
World Court may entertain two types of cases: legal disputes between states submitted to 
it by them (contentious cases) and requests for advisory opinions on legal questions 
referred to it by UN organs and specialized agencies (advisory proceedings). 


g.  The Secretariat carries out the substantive and administrative work of the UN as 
directed by the General Assembly, the Security Council, and the other organs.  At its 
head is the SYG, who provides overall administrative guidance.  The Secretariat consists 
of departments and offices with a total staff of about 8,100 under the regular budget, 
drawn from some 170 countries.  Duty stations include UN HQ in New York, as well as 
UN offices in Geneva, Vienna, Nairobi, and other locations. 


h.  The UN System.  The International Monetary Fund, the World Bank, and 13 
other independent organizations known as “specialized agencies” are linked to the UN 
through cooperative agreements.  These agencies are autonomous bodies created by 
intergovernmental agreement.  They have wide-ranging international responsibilities in 
the economic, social, cultural, educational, health, and related fields.  Some of them, like 
the International Labour Organization and the Universal Postal Union, are older than the 
UN itself. 


(1)  In addition, a number of UN offices, programs and funds—such as the 
Office of the UN High Commissioner for Refugees (UNHCR), the UNDP, and the 
UNICEF—work to improve the economic and social condition of people around the 
world.  They report to the General Assembly or the ECOSOC. 


(2)  All these organizations have their own governing bodies, budgets, and 
secretariats.  Together with the UN, they are known as the UN family, or the UN system.  
Together, they provide technical assistance and other forms of practical help in virtually 
all economic and social areas. 
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ANNEX C TO APPENDIX B 
UNITED NATIONS CHILDREN’S FUND 


1.  Overview 


UNICEF (http://www.unicef.org) is the driving force that helps build a world where 
the rights of every child are realized.  Nurturing and caring for children are the 
cornerstones of human progress.  UNICEF was created with this purpose in mind – to 
work with others to overcome the obstacles that poverty, violence, disease, and 
discrimination place in a child’s path.  UNICEF advocates for measures to give children 
the best start in life, because proper care at the youngest age forms the strongest 
foundation for a person’s future.  UNICEF promotes girls’ education—ensuring that they 
complete primary education as a minimum—because it benefits all children, both girls 
and boys.  UNICEF acts so that all children are immunized against common childhood 
diseases, and are well nourished, because it is wrong for a child to suffer or die from a 
preventable illness.  UNICEF works to prevent the spread of HIV/AIDS among young 
people because it is right to keep them from harm and enable them to protect others.  
UNICEF helps children and families affected by HIV/AIDS to live their lives with 
dignity.  UNICEF involves everyone in creating protective environments for children.  
UNICEF is present to relieve suffering during emergencies, and wherever children are 
threatened, because no child should be exposed to violence, abuse, or exploitation.  
UNICEF upholds the Convention on the Rights of the Child.  UNICEF works to assure 
equality for those who are discriminated against, girls and women in particular.  UNICEF 
works for the Millennium Development Goals and for the progress promised in the UN 
Charter.  UNICEF strives for peace and security.  UNICEF works to hold everyone 
accountable to the promises made for children.  UNICEF is part of the Global Movement 
for Children – a broad coalition dedicated to improving the life of every child.  UNICEF 
works in 190 countries through country programs and national committees. 


2.  Authority and Responsibilities 


a.  UNICEF is mandated by the UN General Assembly to advocate for the protection 
of children’s rights, to help meet their basic needs, and to expand their opportunities to 
reach their full potential.  


b.  UNICEF is guided by the Convention on the Rights of the Child and strives to 
establish children’s rights as enduring ethical principles and international standards of 
behavior towards children. 


c.  UNICEF insists that the survival, protection, and development of children are 
universal imperatives that are integral to human progress. 


d.  UNICEF mobilizes political will and material resources to help countries, 
particularly developing countries, ensure a “first call” for children, build their capacity to 
form appropriate policies, and deliver services for children and their families. 
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e.  UNICEF is committed to ensuring special protection for the most disadvantaged 
children—victims of war, disasters, extreme poverty, all forms of violence and 
exploitation, and those with disabilities. 


f.  UNICEF responds in emergencies to protect the rights of children.  In 
coordination with UN partners and humanitarian agencies, UNICEF makes its unique 
facilities for rapid response available to its partners to relieve the suffering of children 
and those who provide their care. 


g.  UNICEF is nonpartisan and its cooperation is free of discrimination.  In 
everything it does, the most disadvantaged children and the countries in greatest need 
have priority. 


h.  UNICEF aims, through its country programs, to promote the equal rights of 
women and girls and to support their full participation in the political, social, and 
economic development of their communities. 


i.  UNICEF works with all its partners towards the attainment of the sustainable 
human development goals adopted by the world community and the realization of the 
vision of peace and social progress enshrined in the UN Charter. 


3.  Organizational Structure 


a.  The heart of UNICEF’s work is in the field.  Each country office carries out 
UNICEF’s mission through a unique program of cooperation developed with the host 
government.  This five-year program focuses on practical ways to realize the rights of 
children and women.  Their needs are analyzed in a situation report produced at the 
beginning of the program cycle.  Regional offices guide this work and provide technical 
assistance to country offices as needed.  UNICEF’s work is fully integrated with other 
UN activities in a country.  


b.  Overall management and administration of the organization takes place at the 
UNICEF HQ in New York, where global policy on children is shaped.  Specialized 
offices include the Supply Division, based in Copenhagen, which provides such essential 
items as the majority of life-saving vaccine doses for children in developing countries. 


4.  Capabilities and Core Competencies 


a.  Increasing numbers of children and women are being affected by natural disasters, 
conflict, or other forms of crisis.  In 2003, UNICEF clarified what it would do to protect 
and assist such children and women by revising its Core Commitments for Children in 
Emergencies.  In so doing, it distinguished between those vital, life-saving interventions 
that should be done in the first six to eight weeks of any crisis and the broader spectrum 
of activities that may be added following that initial response. 


b.  Guiding the response of UNICEF in humanitarian situations is the principle that 
children in the midst of armed conflict and natural disasters have the same needs and 
rights as children in stable situations. 
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c.  In the first six to eight weeks following the outbreak of a crisis, and in 
coordination with its national, UN, and NGO partner organizations, UNICEF will 
work to: 


(1)  Assess, monitor, report, and communicate on the situation of children and 
women.  Conduct a rapid assessment, including on severe or systematic abuse, violence, 
or exploitation, and report through the appropriate mechanisms. 


(2)  Provide measles vaccinations, vitamin A, essential drugs, and nutritional 
supplements.  Vaccinate children between 6 months and 14 years of age against measles.  
Provide vitamin A supplementation as required.  Provide essential drugs, basic and 
emergency health kits, oral rehydration, fortified nutritional products, and micronutrient 
supplements.  Provide post-rape-care kits, including post-exposure prophylaxis for HIV, 
where appropriate.  Provide other emergency supplies (e.g., blankets, tarpaulins).  


(3)  Provide child and maternal feeding and nutritional monitoring: with the 
WFP and NGO partners, support infant and young child feeding, therapeutic and 
supplementary feeding.  Introduce nutritional monitoring and surveillance. 


(4)  Provide safe drinking water, sanitation, and hygiene including emergency 
water supply and purification, provision of basic family water kits, safe disposal of feces, 
and hygiene education.  


(5)  Assist in preventing the separation and facilitate the identification, 
registration, and medical screening of children separated from their families.  Ensure 
family tracing systems are put in place and provide care and protection.  Prevent sexual 
abuse and exploitation of children and women. 


(6)  Initiate the resumption of schooling and other child learning opportunities: 
set-up temporary learning spaces and reopen schools; start reintegrating teachers and 
children (with a focus on girls); and organize recreational activities. 


d.  Once this initial emergency response is well established, other activities may be 
introduced to address other elements of the Core Commitments for Children in 
Emergencies, as the situation evolves:   


(1)  Monitoring and advocating on the situation of children: 


(a)  Ensure that information on the situation of children and violations of 
their rights is collected and updated.  


(b)  Make this information available to relevant partners, child rights 
advocates, the public, and the media, as appropriate.  


(c)  Use UNICEF’s voice on behalf of children. 
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(2)  Survival: 


(a)  Expand support to vaccination and preventive health services.  


(b)  Support infant and young child feeding, including breastfeeding and 
complementary feeding and, when necessary, support therapeutic and supplementary 
feeding programs.  


(c)  Establish, improve, and expand safe water and sanitation facilities and 
promote safe hygiene behavior.   


(3)  Organizing Child Protection:  


(a)  Continue to identify and register unaccompanied and orphaned children.  
Support communities to provide for their protection and care.  


(b)  Establish child friendly spaces and provide psychosocial support. 


(c)  Monitor, report on, and advocate against abuse and exploitation of 
children including recruitment of child soldiers and other exploitative forms of child 
labor. 


(d)  Initiate work on the release and reintegration of child combatants. 


(e)  Promote activities that prevent and respond to sexual violence against 
children and women.  


(f)  Lead in the organization of mine risk education.  


(4)  Resuming primary education services:  reestablish and/or sustain primary 
education as well as establishing community services within schools (such as water 
supply and sanitation). 


(5)  Preventing HIV/AIDS:  


(a)  Provide access to relevant information on HIV/AIDS using three 
primary prevention methods. 


(b)  In collaboration with relevant partners, facilitate young people’s access 
to comprehensive HIV prevention services including treatment for sexually transmitted 
infections. 


For more information, refer to UNICEF’s Core Commitments for Children in 
Emergencies.   
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5.  Interagency Relationships 


UNICEF works in collaboration with local and international partners, including 
governments, UN agencies, and civil society.  These partnerships are crucial to ensuring 
comprehensive and effective delivery of humanitarian assistance.  They also permit the 
diverse array of programs necessary to address the full spectrum of children’s rights, a 
fact that is especially important in emergencies, when these rights are most under threat. 
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ANNEX D TO APPENDIX B 
UNITED NATIONS OFFICE FOR THE COORDINATION OF 


HUMANITARIAN AFFAIRS 


1.  Overview 


UNOCHA’s (http://ochaonline.un.org) mission is to mobilize and coordinate 
effective and principled humanitarian action in partnership with national and international 
entities in order to: alleviate human suffering in disasters and emergencies; advocate for 
the rights of people in need; promote preparedness and prevention; and facilitate 
sustainable solutions. 


2.  Authority and Responsibilities 


a.  UNOCHA facilitates the work of operational agencies that deliver humanitarian 
assistance to populations and communities in need.  The UN Humanitarian Coordinator 
has overall responsibility for ensuring coherence of relief efforts in the field.  UNOCHA 
supports the Humanitarian Coordinator in needs assessments, contingency planning, and 
the formulation of humanitarian programs.  UNOCHA also provides response tools, and 
advocacy and information services.  The head of UNOCHA, as the Under Secretary 
General for Humanitarian Affairs/Emergency Relief Coordinator, chairs the Inter-Agency 
Standing Committee (IASC), which comprises all major humanitarian entities, including 
the Red Cross Movement and three NGO consortia.  By developing common policies, 
guidelines and standards, the IASC assures a coherent interagency response to complex 
emergencies and natural and environmental disasters.  UNOCHA also chairs the 
Executive Committee for Humanitarian Affairs (ECHA), which develops common UN 
positions on humanitarian issues. 


b.  IASC  (http://www.humanitarianinfo.org/iasc) is a unique interagency forum for 
coordination, policy development, and decision making involving the key UN and non-
UN humanitarian partners.  IASC serves as the primary mechanism for interagency 
coordination of humanitarian assistance.  Under the leadership of the Emergency Relief 
Coordinator, the IASC develops humanitarian policies, agrees on a clear division of 
responsibility for the various aspects of humanitarian assistance, identifies and addresses 
gaps in response, and advocates for effective application of humanitarian principles.  
Together with ECHA, the IASC forms the key strategic coordination mechanism among 
major humanitarian entities. 


3.  Organizational Structure 


UNOCHA, a department of the UN Secretariat, is headquartered in New York, with 
a small policy staff and an Emergency Liaison Branch divided into geographical sections.  
UNOCHA HQ in New York is concerned with policy decisions about humanitarian 
responses and the coordination of agencies.  UNOCHA’s Geneva office is the operational 
section.  All funding requests and donations are handled by Geneva as are issues of the 
deployment of personnel to humanitarian emergency sites.  UNOCHA’s Disaster 
Mitigation Branch, also in Geneva, is the office that handles natural disaster responses.  
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UNOCHA operates through a network of field offices, which support UN humanitarian 
coordinators and UN country teams.  It also maintains regional support offices and 
regional disaster response advisors in Africa, the Caribbean and Latin America, the 
Middle East, and Asia Pacific. 


4.  Capabilities and Core Competencies 


a.  UNOCHA plays a key role in raising funds for emergencies and disasters. 


(1)  UNOCHA solicits donor support mainly through the Consolidated Appeals 
Process and issues emergency appeals on behalf of countries affected by disasters.  The 
Consolidated Appeals Process, through the consolidated humanitarian action plan, is the 
UN’s foremost tool for coordination and strategic planning during complex emergencies.  
It also provides an opportunity for advocacy.  The UN Resident/Humanitarian 
Coordinator and UN country team are responsible for preparing, implementing, and 
reviewing the Consolidated Appeals Process.  On average, some 15 appeals are launched 
annually to meet the requirements of nearly 40 million people.  In sudden-onset disasters, 
UNOCHA may issue flash appeals for a three to six-month period. 


(2)  In addition, UNOCHA manages the Central Emergency Response Fund 
(CERF), established by the UN to enable agencies to jump-start relief activities and 
ensure more timely and reliable humanitarian assistance to victims of natural disasters 
and armed conflicts.  The CERF is funded by voluntary contributions from around the 
globe from member states of the UN, private businesses, foundations, and individuals.  
The CERF is intended to complement not substitute, existing humanitarian funding 
mechanisms such as the UN Consolidated Appeals. 


b.  In today’s complex emergencies, civilians are often the direct targets of violence.  
UNOCHA works with key stakeholders to develop policies and advocacy strategies 
designed to ensure the protection of civilians in armed conflict and respect for 
international human rights.  It also seeks to draw attention to “neglected crises” that are 
not in the media spotlight.  Finally, UNOCHA works with operational agencies to aid an 
estimated 26 million internally displaced people in the world (almost one percent of the 
world’s 6.7 billion people). 


c.  UNOCHA maintains an in-house emergency response capacity, supported by a 
24-hour monitoring and alert system, to deploy staff at short notice to disaster areas.  In 
addition, UNOCHA supports several “surge capacity” mechanisms and networks that 
enable the humanitarian community, as a whole, to respond quickly to emergencies and 
disasters.  These include: 


(1)  The UNDAC can dispatch teams within 12 to 24 hours of a natural disaster 
or sudden-onset emergency to gather information, assess needs, and coordinate 
international assistance.  


(2)  The OSOCC, run by the UNDAC team, assists local authorities with 
coordinating international response teams during disasters.  In addition, an internet-based 
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virtual OSOCC facilitates information exchange between responding governments and 
organizations throughout the relief operation. 


(3)  The Environment Standby Experts, a joint venture with the UN 
Environment Program, functions in environmental disasters the same way UNDAC does 
in natural disasters.  


(4)  The Civil-Military Coordination Section ensures military resources, when 
available and appropriate, are effectively used to respond to humanitarian emergencies. 


(5)  The International Search and Rescue Advisory Group is a global platform 
for developing standards for urban SAR teams and coordinating international rescue 
operations. 


d.  An important part of UNOCHA’s work is to gather, analyze, and disseminate 
information from the field to key stakeholders.  UNOCHA monitors and issues situation 
reports on natural disasters on a 24-hour basis.  The tools used to collect and share 
information include: 


(1)  http://www.ReliefWeb.int – provides comprehensive information on 
emergencies on natural disasters to the global humanitarian community on a 24-hour 
basis.  


(2)  http://www.IRINnews.org – offers accurate and impartial reporting of 
humanitarian crises in sub-Saharan Africa and Central Asia.  


(3)  http://www.humanitarianinfo.org – the gateway to humanitarian information 
centers and other field-based sources which provide accurate information and data to 
relief workers and decision-makers.  


(4)  http://ochaonline.un.org – a corporate platform for advocacy, information 
sharing, a repository of humanitarian and UNOCHA-related information and a donor 
solicitation platform.  The site includes an online guide to help businesses identify ways 
to support UN emergency relief efforts. 


5.  Interagency Relationships 


a.  UNOCHA has close interagency relationships through a variety of forums, but 
especially through the IASC, the Consolidated Appeals Process, and the ECHA.  
Through the ECHA, UNOCHA maintains close contact with the Department of Political 
Affairs and UNDPKO with regard to security, political and humanitarian dimensions of 
complex emergencies to promote joint policy planning, and coordination.  UNOCHA 
coordinates operational organizations of the UN system (like UNICEF and WFP) and 
other humanitarian agencies.  In the event of a complex emergency, the UN Emergency 
Relief Coordinator, UNOCHA under the SYG, consults with IASC members before 
either confirming the RC as humanitarian coordinator or designating another official to 
perform that function. 
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b.  UNOCHA works closely with NGOs as indispensable implementers of 
emergency programs.  UNOCHA operates under the assumption that NGOs often have 
more detailed knowledge of, and are closer to, affected populations, and should therefore 
be part of the overall coordination effort. 


c.  UNOCHA realizes that the use of military and civil defense assets should be 
employed by humanitarian agencies as a last resort, (i.e., only in the absence of any other 
available civilian alternative to support urgent humanitarian needs in the time required). 


For more information, refer to Guidelines on The Use of Military and Civil Defence 
Assets to Support United Nations Humanitarian Activities in Complex Emergencies and 
Guidelines on the Use of Foreign Military and Civil Defence Assets in Disaster Relief— 
“Oslo Guidelines.” 
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ANNEX E TO APPENDIX B 
UNITED NATIONS FOOD AND AGRICULTURE ORGANIZATION 


1.  Overview 


 The Food and Agriculture Organization (FAO) of the UN 
(http://www.fao.org/index_en.htm) leads international efforts to defeat hunger.  
Achieving food security for all is at the heart of FAO’s efforts—to make sure people 
have regular access to enough high-quality food to lead active, healthy lives.  FAO’s 
mandate is to raise the levels of nutrition, improve agricultural productivity, better the 
lives of rural populations, and contribute to the growth of the world economy.  Serving 
both developed and developing countries, FAO acts as a neutral forum where all nations 
meet as equals to negotiate agreements and debate policy.  FAO is also a source of 
knowledge and information.  FAO helps developing countries and countries in transition 
modernize and improve agriculture, forestry, and fisheries practices and ensure good 
nutrition for all.  Since its founding in 1945, it has focused special attention on 
developing rural areas, home to 70 percent of the world’s poor and hungry people. 


2.  Authority and Responsibilities 


a.  FAO is governed by the Conference of Member Nations, which meets every two 
years to review the work carried out by the FAO and approve a program of work and 
budget for the next biennium.  The Conference of Member Nations elects a council of 49 
member nations to act as an interim governing body. 


b.  FAO provides the kind of behind-the-scenes assistance that helps people and 
nations help themselves.  If a community wants to increase crop yields but lacks the 
technical skills, FAO introduces simple, sustainable tools and techniques.  When a 
country shifts from state to private land ownership, FAO provides the legal advice to 
smooth the way.  When a drought pushes already vulnerable groups to the point of 
famine, FAO mobilizes action.  In a complex world of competing needs, FAO provides a 
neutral meeting place and the background knowledge needed to reach consensus. 


3.  Organizational Structure 


FAO is composed of eight departments: Agriculture and Consumer Protection; 
Economic and Social Development; Fisheries and Aquaculture; Forestry; Human, 
Financial, and Physical Resources; Knowledge and Communication; Natural Resources 
Management, and Environment; and Technical Cooperation. 


4.  Capabilities and Core Competencies 


a.  Putting information within reach.  FAO serves as a knowledge network.  FAO 
uses the expertise of its staff—agronomists, foresters, fisheries and livestock specialists, 
nutritionists, social scientists, economists, statisticians, and other professionals—to 
collect, analyze, and disseminate data that aid development.  A million times a month, 
someone visits the FAO internet site to consult a technical document or read about FAO’s 
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work with farmers.  FAO also publishes hundreds of newsletters, reports, and books; 
distributes several magazines; creates numerous compact disks; and hosts dozens of 
electronic fora. 


b.  Sharing policy expertise.  FAO lends its years of experience to member 
countries in devising agricultural policy, supporting planning, drafting effective 
legislation, and creating national strategies to achieve rural development and hunger 
alleviation goals. 


c.  Providing a meeting place for nations.  On any given day, dozens of policy-
makers and experts from around the globe convene at HQ or in FAO field offices to forge 
agreements on major food and agriculture issues.  As a neutral forum, FAO provides the 
setting where rich and poor nations can come together to build common understanding. 


d.  Bringing knowledge to the field.  FAO’s breadth of knowledge is put to the test 
in thousands of field projects throughout the world.  FAO mobilizes and manages 
millions of dollars provided by industrialized countries, development banks, and other 
sources to make sure the projects achieve their goals.  FAO provides the technical know 
how and in a few cases is a limited source of funds.  In crisis situations, FAO works side-
by-side with the WFP and other humanitarian agencies to protect rural livelihoods and 
help people rebuild their lives.  


5.  Interagency Relationships 


The FAO helps national governments cooperate through regional and subregional 
groupings, such as the Economic Community of West African States, South African 
Development Coordination Conference, Center for Integrated Rural Development in Asia 
and the Pacific, and Organization of Andean Pact Countries.  The FAO cooperates with 
practically all the major multilateral funding institutions, including the World Bank, 
International Fund for Agriculture Development, African Development Bank and Fund, 
Asian Development Bank, Inter-American Development Bank, the UN Capital 
Development Fund, most of the major Arab banks, and subregional institutions.  The 
World Bank is the single most important source of financing for investment projects 
prepared by the FAO. 
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ANNEX F TO APPENDIX B 
UNITED NATIONS HIGH COMMISSIONER FOR REFUGEES 


1.  Overview 


The Office of the UNHCR (http://www.unhcr.org) is the UN Refugee Agency.  
UNHCR is mandated by the UN to lead and coordinate international action for the 
worldwide protection of refugees and the resolution of refugee problems.  UNHCR’s 
primary purpose is to safeguard the rights and well-being of refugees.  In its efforts to 
achieve this objective, UNHCR strives to ensure that everyone can exercise the right to 
seek asylum and find safe refuge in another state, and to return home voluntarily.  By 
assisting refugees to return to their own country or to settle permanently in another 
country, UNHCR also seeks lasting solutions to their plight. 


2.  Authority and Responsibilities 


UNHCR’s efforts are mandated by the organization’s statute, and guided by the 1951 
United Nations Convention relating to the Status of Refugees and its 1967 Protocol.  
International refugee law provides an essential framework of principles for UNHCR’s 
humanitarian activities.  In support of its core activities on behalf of refugees, UNHCR’s 
Executive Committee and the UN General Assembly have authorized the organization’s 
involvement with other groups.  These include former refugees who have returned to 
their homeland; internally displaced people; and people who are stateless or whose 
nationality is disputed. 


3.  Organizational Structure 


UNHCR is headquartered in Geneva.  The UNHCR Branch Office for the United 
States is located in Washington, DC.  UNHCR employs over 6,600 people, including 
short-term staff.  UNHCR, funded almost entirely by voluntary contributions from donor 
governments, has offices in over 111 countries.  UNHCR helps 34.4 million people 
worldwide 


4.  Capabilities and Core Competencies 


a.  UNHCR seeks to reduce situations of forced displacement by encouraging states 
and other institutions to create conditions which are conducive to the protection of human 
rights and the peaceful resolution of disputes.  In pursuit of the same objective, UNHCR 
actively seeks to consolidate the reintegration of returning refugees in their country of 
origin, thereby averting the recurrence of refugee-producing situations. 


b.  UNHCR is an impartial organization, offering protection and assistance to 
refugees and others on the basis of their needs and irrespective of their race, religion, 
political opinion, or gender.  In all of its activities, UNHCR pays particular attention to 
the needs of children and seeks to promote the equal rights of women and girls. 


c.  In its efforts to protect refugees and to promote solutions to their problems, 
UNHCR works in partnership with governments, regional organizations, IGOs, and 
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NGOs.  UNHCR is committed to the principle of participation, believing that refugees 
and others who benefit from the organization’s activities should be consulted over 
decisions, which affect their lives. 


d.  By virtue of its activities on behalf of refugees and displaced people, UNHCR 
also endeavors to promote the purposes and principles of the UN Charter: maintaining 
international peace and security; developing friendly relations among nations; and 
encouraging respect for human rights and fundamental freedoms. 


5.  Interagency Relationships 


a.  From the outset, UNHCR’s work was intended to be undertaken jointly with other 
members of the international community.  As its activities have increased and diversified, 
UNHCR’s relations with other organs and agencies of the UN system, IGOs, and NGOs 
have become increasingly important.  As humanitarian crises have become more 
complex, UNHCR has expanded both the number and type of organizations with which it 
works.  UN sister agencies and offices include the WFP, UNICEF, WHO, UNDP, 
UNOCHA, and the UN High Commissioner for Human Rights. 


b.  When the security situation allows UNHCR to perform its Core Competencies, a 
symbiotic relation can arise between UNHCR and the joint force.  Security in post-
conflict regions often requires joint or coalition military force, but emergency 
humanitarian response and long-term resolution of underlying grievances of refugees and 
displaced persons is often best addressed by the UNHCR and other independent agencies.  
Strategic objectives which cannot be accomplished through military force alone or 
current USG interagency processes may be addressed by UNHCR functions.  Enabling 
the UNHCR to do its job can help accomplish political and national strategic objectives. 
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ANNEX G TO APPENDIX B 
UNITED NATIONS WORLD FOOD PROGRAMME 


1.  Overview 


The WFP (http://www.wfp.org) is the UN frontline agency in the fight against global 
hunger.  It is the world’s largest humanitarian organization.  In emergencies, WFP gets 
food to where it is needed, saving the lives of victims of war, civil conflict, and natural 
disasters.  After the cause of an emergency has passed, WFP uses food to help 
communities rebuild their shattered lives.  WFP’s five objectives are:  save lives and 
protect livelihoods in emergencies; prepare for emergencies; restore and rebuild lives 
after emergencies; reduce chronic hunger and under-nutrition everywhere; and strengthen 
the capacity of countries to reduce hunger.  WFP food assistance reaches an average of 
100 million people in 80 countries every year.  Almost 12,000 people work for the 
organization, most of them in remote areas, directly serving the hungry poor. 


2.  Authority and Responsibilities 


a.  WFP is the food aid arm of the UN system.  Food aid is one of the many 
instruments that can help to promote food security, which is defined as access of all 
people at all times to the food needed for an active and healthy life.  The policies 
governing the use of WFP food aid must be oriented towards the objective of eradicating 
hunger and poverty.  The ultimate objective of food aid should be the elimination of the 
need for food aid. 


b.  Targeted interventions are needed to help to improve the lives of the poorest 
people—people who, either permanently or during crisis periods, are unable to produce 
enough food or do not have the resources to otherwise obtain the food that they and their 
households require for active and healthy lives. 


c.  Consistent with its mandate, which also reflects the principle of universality, WFP 
will continue to: 


(1)  Use food aid to support economic and social development; 


(2)  Meet refugee and other emergency food needs, and the associated logistics 
support; and 


(3)  Promote world food security in accordance with the recommendations of the 
UN and FAO. 


d.  The core policies and strategies that govern WFP activities are to provide food 
aid: 


(1)  To save lives in refugee and other emergency situations;  


(2)  To improve the nutrition and quality of life of the most vulnerable people at 
critical times in their lives; and  
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(3)  To help build assets and promote the self-reliance of poor people and 
communities, particularly through labor-intensive works programs.  


e.  In the first case, food aid is essential for social and humanitarian protection.  It 
will be used in a way that is as developmental as possible, consistent with saving lives.  
To the extent possible, the provision of relief food aid will be coordinated with the relief 
assistance provided by other humanitarian organizations.  In the second case, food aid is a 
pre-investment in human resources.  In the third, it uses poor people’s most abundant 
resource, their own labor, to create employment and income and to build the 
infrastructure necessary for sustained development. 


f.  WFP is well placed to play a major role in the continuum from emergency relief 
to development.  WFP will give priority to supporting disaster prevention, preparedness, 
and mitigation and post-disaster rehabilitation activities as part of development programs.  
Conversely, emergency assistance will be used to the extent possible to serve both relief 
and development purposes.  In both cases, the overall aim is to build self reliance. 


g.  In carrying out its mandate, WFP will concentrate on what it is best suited to do 
with the resources available as cost-effectively as possible.  WFP will focus on those 
aspects of development where food-based interventions are most useful.  It will make all 
necessary efforts to avoid negative effects on local food production, consumption 
patterns, and dependency on food aid.  WFP will continue to play a major and significant 
role in providing transport and logistics expertise and assistance to ensure rapid and 
efficient delivery of humanitarian aid. 


h.  WFP’s multilateral character is one of its greatest strengths.  WFP will exploit its 
capability to operate virtually everywhere in the developing world, without regard to the 
political orientations of governments, and to provide a neutral conduit for assistance in 
situations where many donor countries could not directly provide assistance.  WFP will 
provide services: advice, good offices, logistic support and information, and support to 
countries in establishing and managing their own food assistance programs. 


i.  WFP, on request, will provide bilateral services to donors, UN agencies, and 
NGOs on the basis of full cost recovery.  These will be administered and accounted for 
separately.  Such services will complement WFP’s regular operations to the extent 
possible. 


j.  WFP will concentrate its efforts and resources on the neediest people and 
countries to provide at least 90 percent of WFP’s development assistance to low-income, 
food-deficit countries and at least 50 percent of its development assistance to the least 
developed countries. 


k.  WFP will ensure that its assistance programs are designed and implemented on 
the basis of broad-based participation.  Women in particular are key to change; providing 
food to women puts it in the hands of those who use it for the benefit of the entire 
household, especially the children.  WFP assistance will aim to strengthen their coping 
ability and resilience. 
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l.  To be truly effective, food aid should be fully integrated into the development 
plans and priorities of recipient countries and coordinated with other forms of assistance.  
WFP’s starting point is the national policies, plans, and programs of developing 
countries, including their food security plans.  WFP will pull together its activities in an 
integrated way at the country level so that it can respond to urgent needs as they occur 
while retaining core development objectives.  The country strategy note, where this 
exists, should provide the framework for an integrated response by the UN system.  In 
some special cases, WFP will adopt a multi-country or regional approach, particularly for 
the provision of humanitarian assistance. 


m.  No single agency has either the resources or the capacity to deal with all the 
problems of hunger and underdevelopment.  Hence, the importance WFP attaches to 
collaboration with other agencies, particularly with its parent bodies, the UN, and FAO.  
WFP will continue to work closely with the UNOCHA, UNHCR, other relevant agencies, 
and NGOs in the response to emergencies and humanitarian crises.  WFP will also 
collaborate closely with the Rome-based UN food and agriculture agencies, FAO and 
International Fund for Agricultural Development, especially in using food aid for 
achieving household food security.  WFP will continue to forge effective partnerships of 
action with the World Bank and the International Monetary Fund, regional bodies and 
institutions, bilateral donors, and NGOs in support of economic and social development. 


n.  WFP will play its part as an active member of the UN system to bring the issue of 
hunger to the centre of the international agenda.  In its dialogue with recipient 
governments and the aid community, WFP will advocate policies, strategies, and 
operations that directly benefit the poor and hungry. 


3.  Organizational Structure 


WFP is headquartered in Rome, Italy.  At WFP HQ, the Operations Department has 
six regional bureaus coordinated by three divisions for development, emergencies, and 
transport and logistics.  Operational responsibilities for emergency operations are 
integrated into the regional bureaus, which receive technical support from the Emergency 
Division.  The Transport and Logistics Division has line responsibility for transport, 
logistics, and insurance operations.  Country offices fall under the six regional bureaus.  
WFP is governed by the WFP Executive Board, which consists of 36 member states.  The 
organization has an Executive Director, who is appointed jointly by the UN SYG and the 
Director-General of FAO. 


4.  Capabilities and Core Competencies 


a.  As the UN frontline agency in the fight against hunger, WFP is continually 
responding to emergencies.  It saves lives by getting food to the hungry fast.  In an 
emergency, the hungry look to WFP for an immediate response.  After the local 
government has requested WFP help, this is what happens: 


(1)  First, emergency assessment teams are sent in to ask how much food 
assistance is needed for how many beneficiaries and for how long.  They must also work 
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out how food can best be delivered to the hungry.  Equipped with the answers, WFP 
draws up an Emergency Operation, including a plan of action and a budget.  This lists 
who will receive food assistance, what rations are required, the type of transport WFP 
will use, and which humanitarian corridors lead to the crisis zone. 


(2)  Next, WFP launches an appeal to the international community for funds and 
food aid.  The agency relies entirely on voluntary contributions to finance its operations, 
with donations made in cash, food, or services.  Governments are the biggest single 
source of funding.  As funds and food start to flow, WFP’s logistics team works to bridge 
the gap between the donors and the hungry.   


(3)  Ships carry the largest WFP cargo, their holds filled with tons of grain, cans 
of cooking oil, and tinned food; every day, the agency has 30 ships on the high seas, 
frequently rerouting vessels to get food fast to crisis zones.  In extreme environments, 
WFP also uses the skies to reach the hungry, airlifting, or airdropping food directly into 
disaster zones.   


(4)  Before the aid can reach its country of destination, logistics experts often 
need to upgrade ports and secure warehouses.  Trucks usually make the final link in 
WFP’s food chain—transporting food aid along the rough roads that lead to the hungry.  
Where roads are impassable or simply nonexistent, WFP relies on less conventional 
forms of transport: donkeys in the Andes, speedboats in the Mozambique floods, camels 
in Sudan, and elephants in Nepal. 


(5)  When the food reaches designated distribution sites—refugee camps, 
therapeutic feeding centers, and other emergency shelters—WFP teams up with 
governments and NGOs to deliver food into the hands and mouths of the hungry.  WFP 
works with about 3,000 international and local NGOs to distribute food aid.  At this 
stage, local community leaders work closely with WFP to ensure rations reach the people 
who need it most: women, pregnant mothers, children, and the elderly. 


b.  WFP also works to help the hungry gain food security for the future.  WFP does 
this through programs that use food as a means to build assets, spread knowledge, and 
nurture stronger, more dynamic communities.  Before intervening in a country, the first 
priority for WFP is to analyze the food security situation of the population.  WFP’s food 
security analysis work is commonly known as vulnerability analysis and mapping and is 
carried out by 120 analysts around the world.  Be it an emergency or otherwise, WFP 
needs to answer some critical questions.  Who is hungry or vulnerable?  How many of 
them are there?  Where do they live?  Why are they hungry?  Only when they have these 
answers can WFP experts decide on the scale of intervention, the type of intervention, 
and the most appropriate responses required to save people’s lives and livelihoods. 


c.  To achieve its objectives, WFP has developed expertise in a range of areas 
including food security analysis, nutrition, food procurement, and logistics.  The WFP 
works in the following areas:   


(1)  Have precise information on where the hungry are and how many there are. 
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(2)  Ensure the right sort of food and nutrition is provided for each situation. 


(3)  Buy the right sort of food as near as possible to where it is needed. 


(4)  Organize food transport to the most inaccessible places on earth. 


d.  Thanks to its expertise in all these areas, WFP reaches an average of 100 million 
people a year with food assistance.  WFP currently has operations in 77 countries.  WFP 
has four major types of operations: 


(1)  Emergency operations provide immediate assistance.   


(2)  Relief and rehabilitation operations rebuild after an emergency.   


(3)  Development operations improve food security for communities. 


(4)  Special operations create the specific infrastructure needed for emergency 
operations.   


e.  In places where hunger strikes most often, communication is essential to saving 
lives.  Local communications are at best primitive or at worst unpredictable.  Only when 
communication systems are in place can WFP’s aid workers effectively manage the 
movement, delivery, and monitoring of critical food assistance while ensuring their own 
safety at the same time.  WFP information and communication technology allows staff to 
communicate with field offices and HQ wherever they are—be it the jungles of 
Cambodia, the Angolan bush, or the deserts of Yemen.  WFP information and 
communication technology rapid response teams can be dispatched to emergencies with 
the equipment necessary to get communications up and running within 48 hours.  In 
between crises, the crews travel to WFP’s operations, providing the necessary technical 
support and continuous upgrading of the information and communication technology 
network. 


f.  WFP transports more food than any other international organization.  In 2007 
alone, it distributed 3.3 million metric tons of food by sea, air, river, road, and rail.  
Moving food assistance, a bulk commodity, thousands of miles at a moment’s notice, 
often into some of the world’s most inhospitable places, is a skill, which WFP has turned 
into a fine art.  Ocean transport forms the backbone of WFP’s transportation system, with 
some 90 percent of its food moved by ship.  But as complex as shipping arrangements 
can be, that’s just the easy part.  The hard bit lies in getting the food from the ships to the 
people who need it.  To achieve this, WFP’s transport officers stretch a logistical lifeline 
across deserts, mountains, and rivers deep into the heart of the world’s poorest countries.  
If there are no roads or bridges, WFP builds them.  Where there is no landing space for 
aircraft, it arranges an airdrop.  WFP even rehabilitates entire ports and railways.  Once 
the supply line is secure, WFP brings in its emergency food supplies via wing, wheel, and 
wagon.  It uses whatever means are available: ships, barges, dug-out canoes; trucks and 
trains; planes, helicopters and air drops; even the backs of donkeys, yaks, and elephants. 
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5.  Interagency Relationships 


a.  WFP cooperates with other UN agencies, NGOs, and regional and international 
organizations.  WFP also works with the international financial institutions (especially 
the World Bank) and bilateral agencies. 


b.  WFP collaborates with about 3,000 NGOs in emergencies to get food through to 
the needy.  NGOs are often contracted to transport and distribute food.  Special measures 
have been emphasized to form stronger partnerships with NGOs.  These include more 
formal arrangements in countries where collaboration with NGOs has taken place on an 
ad hoc basis.  The grassroots and technical knowledge of these NGOs is invaluable when 
it comes to assessing how to deliver food to the right people.  Among other things, these 
arrangements cover monitoring, reporting, and financial accountability in the 
implementation of actual food distribution, while also maintaining some flexibility to 
allow freedom of action of partners.  For example, WFP has signed country-specific 
agreements with the Mozambican Red Cross, Cooperative for Assistance and Relief 
Everywhere, World Vision, Oxfam, and Save the Children Federation. 


c.  Particularly close interagency coordination has been established with the 
UNOCHA and with the UNHCR in responding to emergency situations.  WFP actively 
participates in UNOCHA-led meetings, particularly the IASC and the IASC Working 
Group.  WFP also strongly supports UNOCHA through the temporary assignment of 
senior emergency management staff to UNOCHA’s New York and Geneva offices, 
participation in UNOCHA’s Consolidated Appeals Process and in UNOCHA-led 
interagency assessment missions, and the use of UNOCHA’s CERF. 


d.  WFP and UNHCR have working arrangements, which make the former 
responsible for the mobilization of all basic food commodities and the funds for meeting 
transport costs for all UNHCR-managed refugee relief operations.  


e.  The program’s involvement in conflict zones results in greater interaction with 
UN peacekeeping forces around the world.  Such interaction is instrumental in ensuring 
the demining of access routes, a key requirement for the delivery of large amounts of 
relief supplies.  Peacekeeping forces also assist in the delivery of relief aid in 
humanitarian convoys across military lines. 


f.  The WFP is the UN logistics cluster lead  (http://www.logcluster.org). 
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ANNEX H TO APPENDIX B 
UNITED NATIONS WORLD HEALTH ORGANIZATION 


1.  Overview 


WHO (http://www.who.int/en) is the directing and coordinating authority for health 
within the UN system.  It is responsible for providing leadership on global health matters, 
shaping the health research agenda, setting norms and standards, articulating evidence-
based policy options, providing technical support to countries, and monitoring and 
assessing health trends.  In the 21st century, health is a shared responsibility, involving 
equitable access to essential care and collective defense against transnational threats. 


2.  Authority and Responsibilities 


a.  WHO’s objective, as set out in its Constitution, is the attainment by all peoples of 
the highest possible level of health.  The Constitution defines health as a state of 
complete physical, mental, and social well-being and not merely the absence of disease or 
infirmity. 


b.  WHO fulfils its objectives through its core functions: 


(1)  Providing leadership on matters critical to health and engaging in 
partnerships where joint action is needed.  


(2)  Shaping the research agenda and stimulating the generation, translation, and 
dissemination of valuable knowledge. 


(3)  Setting norms and standards and promoting and monitoring their 
implementation.  


(4)  Articulating ethical and evidence-based policy options. 


(5)  Providing technical support, catalyzing change, and building sustainable 
institutional capacity. 


(6)  Monitoring the health situation and assessing health trends.  


3.  Organizational Structure 


a.  WHO is headquartered in Geneva, Switzerland.  It performs its functions through 
three principal bodies:  the World Health Assembly, the Executive Board, and the 
Secretariat.  The WHO Liaison Office to the UN is located in New York City. 


b.  WHO operates in six regions, each consisting of a regional committee and a 
regional office headed by a regional director.  The regional offices are responsible for 
formulating regional policies and for monitoring regional activities.  In 147 countries 
there is a resident WHO representative, who is responsible for WHO’s activities in the 
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country and who supports the government in the planning and management of national 
health programs. 


c.  The six regional offices are: 


(1)  Africa (Regional Office for Africa; Brazzaville, Congo). 


(2)  Americas (Regional Office for the Americas/Pan American Health 
Organization; Washington, DC). 


(3)  South-East Asia (Regional Office for South-East Asia; New Delhi, India). 


(4)  Europe (Regional Office for Europe; Copenhagen, Denmark). 


(5)  Eastern Mediterranean (Regional Office for the Eastern Mediterranean; Nasr 
City, Cairo, Egypt). 


(6)  Western Pacific (Regional Office for the Western Pacific; Manila, 
Philippines). 


4.  Capabilities and Core Competencies 


a.  WHO operates in an increasingly complex and rapidly changing landscape.  The 
boundaries of public health action have become blurred, extending into other sectors that 
influence health opportunities and outcomes.  WHO responds to these challenges using a 
six-point agenda.  The six points address two health objectives, two strategic needs, and 
two operational approaches.  The overall performance of WHO will be measured by the 
impact of its work on women’s health and health in Africa. 


b.  Promoting Development.  During the past decade, health has achieved 
unprecedented prominence as a key driver of socioeconomic progress, and more 
resources than ever are being invested in health.  Yet poverty continues to contribute to 
poor health, and poor health anchors large populations in poverty.  Health development is 
directed by the ethical principle of equity: Access to life-saving or health-promoting 
interventions should not be denied for unfair reasons, including those with economic or 
social roots.  Commitment to this principle ensures that WHO activities aimed at health 
development give priority to health outcomes in poor, disadvantaged, or vulnerable 
groups.  Attainment of the health-related Millennium Development Goals, preventing and 
treating chronic diseases and addressing the neglected tropical diseases is the cornerstone 
of the health and development agenda. 


c.  Fostering Health Security.  Shared vulnerability to health security threats 
demands collective action.  One of the greatest threats to international health security 
arises from outbreaks of emerging and epidemic-prone diseases.  Such outbreaks are 
occurring in increasing numbers, fuelled by such factors as rapid urbanization, 
environmental mismanagement, the way food is produced and traded, and the way 
antibiotics are used and misused.  The world’s ability to defend itself collectively against 
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outbreaks has been strengthened since June 2007, when the revised International Health 
Regulations came into force. 


d.  Strengthening Health Systems.  For health improvement to operate as a poverty-
reduction strategy, health services must reach poor and underserved populations.  Health 
systems in many parts of the world are unable to do so, making the strengthening of 
health systems a high priority for WHO.  Areas being addressed include the provision of 
adequate numbers of appropriately trained staff, sufficient financing, suitable systems for 
collecting vital statistics, and access to appropriate technology including essential drugs. 


e.  Harnessing Research, Information, and Evidence.  Evidence provides the 
foundation for setting priorities, defining strategies, and measuring results.  WHO 
generates authoritative health information, in consultation with leading experts, to set 
norms and standards, articulate evidence-based policy options, and monitor the evolving 
global heath situation. 


f.  Enhancing Partnerships.  WHO carries out its work with the support and 
collaboration of many partners, including UN agencies, other international organizations, 
donors, civil society, and the private sector.  WHO uses the strategic power of evidence 
to encourage partners implementing programs within countries to align their activities 
with the best technical guidelines and practices, as well as with the priorities established 
by countries. 


g.  Improving Performance.  WHO participates in ongoing reforms aimed at 
improving its efficiency and effectiveness, both at the international level and within 
countries.  WHO aims to ensure that its strongest asset—its staff—works in an 
environment that is motivating and rewarding.  WHO plans its budget and activities 
through results-based management, with clear expected results to measure performance at 
country, regional, and international levels. 


5.  Multilateral Relationships 


a.  As a cooperative organization, WHO is the collective expression of the health 
aspirations and actions of the UN membership.  Besides providing technical cooperation 
for individual UN member states, WHO facilitates technical cooperation between 
countries, both developed and developing.  For example, WHO’s Global Programme on 
AIDS works with more than 150 countries to provide financial and technical support.  
WHO’s Action Programme on Essential Drugs collaborates with all countries to ensure 
the regular supply of drugs at the lowest possible cost and the rational use of a select 
number of safe and effective drugs and vaccines of acceptable quality. 


b.  Since WHO has a constitutional requirement to “establish and maintain effective 
collaboration with the UN,” it coordinates its international activities with the UN system 
in the field of health and socio-economic development, working closely with other UN 
organizations, including: 


(1)  UNICEF. 
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(2)  UN Environment Program. 


(3)  IAEA. 


(4)  International Labor Organization.  


(5)  International Programme on Chemical Safety. 


(6)  FAO of the UN and the Joint FAO/WHO Meeting on Pesticide Residues. 


(7)  The Joint WHO/FAO Codex Alimentarius Commission that ensures the 
safety of food moving in trade and provides guidelines for national food control. 


c.  WHO maintains close working relationships with NGOs.  Some 160 NGOs have 
official relations with WHO.  In addition, more than 1,000 leading health-related 
institutions around the world are officially designated as WHO collaborating centers. 
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ANNEX I TO APPENDIX B 
UNITED NATIONS DEVELOPMENT PROGRAMME 


1.  Overview 


The UNDP (http://www.undp.org) is the UN’s global development network, an 
organization advocating for change and connecting countries to knowledge, experience, 
and resources to help people build a better life.  UNDP is on the ground in 166 countries, 
working with them on their own solutions to global and national development challenges.  
As they develop local capacity, they draw on the people of UNDP and a wide range of 
partners. 


2.  Authority and Responsibilities 


The UNDP is an executive board within the UN General Assembly.  The UNDP 
Administrator is the third highest ranking member of the UN after the SYG and Deputy 
Secretary General.   


3.  Organizational Structure 


In each country office, the UNDP resident representative normally also serves as the 
RC of development activities for the UN system as a whole.  Through such coordination, 
UNDP seeks to ensure the most effective use of UN and international aid resources. 


4.  Capabilities and Core Competencies 


a.  Capacity development—the “how” of development—is the overarching 
contribution of UNDP.  Within the framework of national ownership, UNDP efforts 
support program countries in developing national and local capacities for human 
development and achievement of the Millennium Development Goals, characterized by 
effective aid management and South-South solutions.  Capacity development cuts across 
all of the UNDP focus areas. 


b.  Poverty Reduction and Achievement of the Millennium Development Goals.  
While economic growth is essential to human progress, it is not the only important factor 
in achieving the goals.  UNDP supports countries in formulating, implementing, and 
monitoring national development strategies centered on inclusive growth and gender 
equality to ensure equitable, broad-based human development.  UNDP works closely 
with the UN Conference on Trade and Development and other organizations to ensure 
that the globalization process—international trade, investment regime, and development 
finance—is inclusive and supportive of goal achievement.  Reaching the target of halting 
and reversing the spread of HIV/AIDS by 2015 is also critical to achieving the other 
goals, particularly targets related to poverty, education, gender equality, and child and 
maternal mortality.  As a founding co-sponsor of the Joint UN Program on HIV/AIDS, 
UNDP is responding to the multi-sectoral challenges of the HIV/AIDS epidemic and 
contributing to comprehensive UN system action, addressing dimensions of HIV/AIDS 
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relating to development, governance, mainstreaming, legislation, human rights, and 
gender. 


c.  Democratic Governance.  More countries than ever before are working to build 
democratic governance.  Their challenge is to develop institutions and processes that are 
more responsive to the needs of ordinary citizens, including the poor, and that promote 
development.  UNDP helps countries strengthen electoral and legislative systems, 
improve access to justice and public administration, and develop a greater capacity to 
deliver basic services to those most in need.  Through its programs, UNDP brings people 
together within nations and around the world, fostering partnerships and sharing ways to 
promote participation, accountability, and effectiveness at all levels. 


d.  Crisis Prevention and Recovery.  Many countries are increasingly vulnerable to 
violent conflicts or natural disasters that can erase decades of development and further 
entrench poverty and inequality.  Through its global network, UNDP seeks out and shares 
innovative approaches to crisis prevention, early warning, and conflict resolution.  
Because UNDP is on the ground in almost every developing country it can help bridge 
the gap between emergency relief and long-term development when a crisis occurs. 


e.  Environment and Sustainable Development.  The poor are disproportionately 
affected by environmental degradation and lack of access to clean, affordable energy 
services.  UNDP’s goal in this area is to strengthen national capacity to manage the 
environment in a sustainable manner while ensuring adequate protection of the poor.  
Energy and environmental issues are also global, as climate change, loss of biodiversity 
and ozone layer depletion cannot be addressed by countries acting alone.  UNDP, through 
programs such as the Equator Initiative, and the Global Environment Facility—a 
partnership with the UN Environment Program and the World Bank—helps countries 
strengthen their capacity to address these challenges at the global, national, and 
community levels, seeking out and sharing best practices, providing innovative policy 
advice, and linking partners through pilot projects. 


f.  In each of these areas, UNDP advocates for the protection of human rights and 
especially the empowerment of women.  UNDP, through its global network, seeks out 
and share ways to promote gender equality as an essential dimension of ensuring political 
participation and accountability; economic empowerment and effective development 
planning; crisis prevention and conflict resolution; access to clean water, sanitation, and 
energy services; and society-wide mobilization against HIV/AIDS.  


5.  Interagency Relationships 


One of UNDP’s most important roles is to support participatory and accountable 
management of the RC system through enhanced UN system coordination, efficiency, 
and effectiveness, and the strategic integration of development efforts within the context 
of national development priorities.  UNDP, together with its UN and other development 
partners, helps to support the most effective use of UN and international aid resources. 
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ANNEX J TO APPENDIX B 
UNITED NATIONS DEPARTMENT OF PEACEKEEPING OPERATIONS 


1.  Overview 


The UN Department of Peacekeeping Operations (UNDPKO) 
(http://www.un.org/en/peacekeeping) is dedicated to assisting the member states and the 
SYG in their efforts to maintain international peace and security.  The department’s 
mission is to plan, prepare, manage, and direct UN peacekeeping operations so that they 
can effectively fulfill their mandates under the overall authority of the Security Council 
and General Assembly, and under the command vested in the SYG. 


2.  Authority and Responsibilities 


a.  UNDPKO provides political and executive direction to UN peacekeeping 
operations, and maintains contact with the Security Council, troop and financial 
contributors, and parties to the conflict in the implementation of Security Council 
mandates.  The department works to integrate the efforts of UN, governmental and non-
governmental entities in the context of peacekeeping operations.  UNDPKO also provides 
guidance and support on military, police, mine action, and other relevant issues to other 
UN political and peace building missions. 


b.  Each UN peacekeeping operation has a specific set of mandated tasks, but all 
share certain common aims—to alleviate human suffering and create conditions and build 
institutions for self-sustaining peace.  The substantial presence of a UN peacekeeping 
operation on the ground contributes to this aim by introducing the UN as a third party 
with a direct impact on the political process.  In exercise of its tasks, UNDPKO aims to 
minimize the many risks to which peacekeepers may be exposed in the field. 


c.  UN peacekeeping operations may consist of several components, including a 
military component, which may or may not be armed, and various civilian components 
encompassing a broad range of disciplines.  Depending on their mandate, UN 
peacekeeping missions may be required to: 


(1)  Deploy to prevent the outbreak of conflict or the spill-over of conflict across 
borders;  


(2)  Stabilize conflict situations after a cease fire, to create an environment for 
the parties to reach a lasting peace agreement; 


(3)  Assist in implementing comprehensive peace agreements; and 


(4)  Lead states or territories through a transition to stable government, based on 
democratic principles, good governance, and economic development. 


For more information, refer to United Nations Peacekeeping Operations Principles and 
Guidelines and JP 3-07.3, Peace Operations. 
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3.  Chapter VI and Chapter VII Operations 


a.  UN collective security operations span a broad operational spectrum from 
unarmed peace observation to full-fledged combat enforcement missions.  However, most 
UN missions fall between these extremes and have acquired the rather elastic label of 
peacekeeping.  The term “peacekeeping” is not defined anywhere in the Charter.  


b.  Chapter VI—“Peacekeeping.”  Chapter VI of the Charter, titled “Pacific 
Settlement of Disputes,” gives the UN the power to mediate international disputes 
between states and recommend terms of a settlement.  It sets out a series of procedures 
that may be used by the Council in seeking to secure the peaceful settlement of disputes.  
Under Article 34, it may investigate a dispute or situation to see whether it is likely to 
endanger international peace and security.  The Security Council did this, for example, in 
sending commissions to the Balkans in order to investigate disturbances on the Greek 
border, and more recently to investigate tension in the Israeli-occupied territories (1979 
and 1980).  Under Article 35, it may consider any dispute or situation brought to its 
attention by any member.  Under Article 36, the Security Council may recommend 
appropriate procedures or methods of adjustment on any dispute likely to endanger the 
maintenance of international peace and security.  Under Article 37, it may consider a 
dispute which it thinks likely to endanger international peace and security and determine 
whether to “recommend . . . terms of a settlement.”  And it may, under Article 38, make 
such a recommendation at the request of all the parties to a dispute, but no such request 
has ever been made to the Council under Article 38. 


c.  Chapter VII—“Peace Enforcement.”  Chapter VII of the Charter, titled “Action 
with Respect to Threats to the Peace, Breaches of the Peace, and Acts of Aggression,” is 
more powerful, and Article 42 of this chapter gives the UN authority to use the armed 
forces of member states to maintain or restore international peace and security.  It sets out 
the procedures that may be used when a dispute has become a threat to the peace, a 
breach of the peace, or an act of aggression (terms that are never clearly defined in the 
Charter).  Under Article 39, the Security Council is to determine the existence of such a 
state of affairs and decide what recommendations to make.  Under Article 40, it can 
decide to call for certain provisional measures by the parties without prejudice to their 
rights, claims, or position.  A ceasefire or mutual withdrawal from a border might be a 
measure of this kind, and the Council used this Article in ordering a ceasefire in Palestine 
in July 1948.  If this has no effect, the Council can decide to use sanctions of various 
kinds, including the interruption of economic relations or communications (Article 41).  
Finally, if these are inadequate, it can decide to take action by air, sea, or land forces as 
may be necessary to maintain or restore international peace and security.  However, 
because the multilateral agreements for the provision of such forces have never been 
concluded (Article 43), UN peace enforcement operations have always been hastily 
improvised, much like peacekeeping missions.  Although no Security Council force has 
ever been established, Article 42 speaks only of air, sea, or land forces, and does not 
specify that they must be a preexisting or a “standing” UN force.  The reason that Article 
43 has never been used is because of the political difficulties and dangers of making such 
a call on member states that hold widely varying opinions on the merits of every dispute, 
and who are not usually willing to commit themselves to armed action in conflicts in 







United Nations Department of Peacekeeping Operations 


B-J-3 


which they may have no overriding national interest.  This long-recognized difficulty 
facing any collective security system has not yet been overcome by the words of the 
Charter binding members to obey Security Council decisions.  The UN operation in 
Korea (1950-1953) was conducted under purposefully vague Security Council and 
General Assembly resolutions, generally without specific reference to UN Charter 
provisions.  Even the campaign to oust Iraqi forces from Kuwait as part of Operation 
DESERT STORM was not conducted “strictly” under the provisions of Article 42; 
however, the Security Council did cite Chapter VII as the authority to permit the use of 
coercive force in carrying out its resolutions. 


4.  Types of United Nations Peace Operations 


a.  UN PO as they are emerging today are different from those that took place during 
the Cold War. 


b.  Some of these new operations have been of the traditional, largely military type, 
deployed to control unresolved conflicts between states.  Their principal task was to help 
the parties stop fighting and to prevent any resumption of hostilities, thus helping to 
create conditions in which the peacemakers could negotiate a lasting settlement.  But 
most of the new operations have been set up to help implement negotiated settlements of 
long-standing conflicts, as in Namibia, Angola, Cambodia, El Salvador, and 
Mozambique.  Except for Namibia, each of these operations has involved an internal 
conflict, albeit with significant external dimensions, within a sovereign member state of 
the UN.  Another aspect to these new operations is the eruption of savage conflicts in, 
and sometimes between, newly emerging independent states.  The former Yugoslavia has 
become the UN’s largest peacekeeping commitment to date.  Ethnic conflict across 
political borders and the killing of civilians there are similar to the ordeals that UN 
peacekeeping forces faced in the 1960s in the former Congo. 


c.  Although peacekeeping operations still invariably include military personnel, 
since 1988 the emphasis has changed, and these operations now frequently contain 
substantial civilian elements that are playing a more important role.  This is mainly 
because the UN is more often involved in internal conflicts than in inter-state ones.  As 
was proven in the Congo, internal conflicts are risky and complicated affairs in which 
success is hard to achieve and more than military skills are required.  Helping to end a 
civil war is likely to involve a third party in a whole range of civilian activities, which are 
less often required in the inter-state context.  In either case, though, experience has shown 
that there is a greater role for civilian peacekeepers than had been apparent in earlier 
years. 
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ANNEX K TO APPENDIX B 
EUROPEAN UNION 


1.  Overview 


a.  The EU is a regional IGO comprised of 27 European countries (i.e., Austria, 
Belgium, Bulgaria, Cyprus, the Czech Republic, Denmark, Estonia, Finland, France, 
Germany, Greece, Hungary, Italy, Latvia, Lithuania, Luxembourg, Malta, the 
Netherlands, Poland, Portugal, Republic of Ireland, Romania, Slovakia, Slovenia, Spain, 
Sweden, and the United Kingdom).  Current candidate countries are Croatia, Iceland, 
Former Yugoslav Republic of Macedonia, and Turkey.  Albania, Bosnia and 
Herzegovina, Montenegro, and Serbia are officially recognized as potential candidates.  
Kosovo is also listed as a potential candidate but the European Commission does not list 
it as an independent country because not all member states recognize it as an independent 
country separate from Serbia. 


b.  Originally established as an economic union following World War II, it 
developed into the European Economic Community or “common market” in 1957.  In 
1993, the Maastricht Treaty formed the foundation for a political and economic union 
that has become the EU. 


2.  Authority and Responsibilities 


a.  Among the many facets of the EU is a Common Foreign and Security Policy 
which was established by the Maastricht Treaty.  The Maastricht Treaty gives the 
Common Foreign and Security Policy the aims of promoting both the EU’s own interests 
and those of the international community as a whole.  This includes promoting 
international cooperation, respect for human rights, democracy, and the rule of law. 


b.  The Amsterdam Treaty created the office of the High Representative for the 
Common Foreign and Security Policy to coordinate the EU’s foreign policy.  The High 
Representative, in conjunction with the current Presidency, which rotates between 
member states every six months, speaks on behalf of the EU in foreign policy matters.  
The Common Foreign and Security Policy requires unanimity among the now 27 member 
states on the appropriate policy to follow on any particular issue.  The unanimity and 
difficult issues treated under the Common Foreign and Security Policy makes 
disagreements, such as those which occurred over the war in Iraq, not uncommon. 


c.  Member states are responsible for their own territorial defense.  Many EU 
members are also members of NATO although some member states follow policies of 
neutrality.  The Western European Union is a European security organization related to 
the EU.  Elements of the Western European Union are currently being merged into the 
Common Foreign and Security Policy, and the President of the Western European Union 
is currently the EU's foreign policy chief. 
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d.  In order to enable the EU to fully assume its responsibilities for crisis 
management, the European Council (Nice, December 2000) decided to establish 
permanent political and military structures: 


(1)  The Political and Security Committee meets at the ambassadorial level as a 
preparatory body for the Council of the EU.  Its main functions are keeping track of the 
international situation and helping to define policies within the Common Foreign and 
Security Policy, including the European Security and Defense policy 
(http://ue.eu.int/showPage.aspx?id=261&lang=EN).  It prepares a coherent EU response 
to a crisis and exercises its political control and strategic direction. 


(2)  The EU Military Committee is the highest military body set up within the 
Council of the EU.  It is composed of the chiefs of defense of the member states, who are 
regularly represented by their permanent military representatives.  The EU Military 
Committee provides the Political and Security Committee with advice and 
recommendations on all military matters within the EU. 


(3)  In parallel with the EU Military Committee, the Political and Security 
Committee is advised by a Committee for Civilian Aspects of Crisis Management.  This 
committee provides information, drafts recommendations, and gives its opinion to the 
Political and Security Committee on civilian aspects of crisis management. 


(4)  The EU Military Staff composed of military and civilian experts seconded 
to the Council Secretariat by the member states. 


(5)  The Civilian Planning and Conduct Capability, which is part of the Council 
Secretariat, is the permanent structure responsible for an autonomous operational conduct 
of civilian European Security and Defense Policy operations.  Under the political control 
and strategic direction of the Political and Security Committee and the overall authority 
of the High Representative, the Civilian Planning and Conduct Capability ensures the 
effective planning and conduct of civilian European Security and Defense Policy crisis 
management operations, as well as the proper implementation of all mission-related 
tasks. 


e.  Following the Kosovo War in 1999, the European Council agreed that “the Union 
must have the capacity for autonomous action, backed by credible military forces, the 
means to decide to use them, and the readiness to do so, in order to respond to 
international crises without prejudice to actions by NATO.”  To that end, a number of 
efforts were made to increase the EU’s military capability.  The most concrete result was 
the EU Battlegroups initiative, each of which is planned to be able to deploy quickly 
about 1,500 men.  EU forces have been deployed on peacekeeping missions from Africa 
to the former Yugoslavia and the Middle East.  EU military operations are supported by a 
number of bodies, including the European Defense Agency, satellite center and the 
military staff. 
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f.  Members of the EU are increasingly involved in peacekeeping (Kosovo) and are 
playing an important role in the full range of development activities.  In post-conflict or 
peacekeeping missions, the EU activities may be coordinated by an EU Special 
representative, whose office would include the various EU elements contributing to the 
mission.  The various offices of the EU Special representative would be the primary 
participants in any intergovernmental coordination efforts. 


For more information, refer to Europa Online (http://europa.eu/index_en.htm). 
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ANNEX L TO APPENDIX B 
ORGANIZATION OF AMERICAN STATES 


1.  Overview 


The OAS (http://www.oas.org/en/default.asp) brings together nations of the Western 
Hemisphere to strengthen cooperation on democratic values, defend common interests, 
and debate the major issues facing the region and the world.  The OAS is the region’s 
principal multilateral forum for strengthening democracy, promoting human rights, and 
confronting shared problems such as poverty, terrorism, illegal drugs, and corruption.  It 
plays a leading role in carrying out mandates established by the hemisphere’s leaders 
through the Summits of the Americas.  All 35 independent countries of the Americas 
have ratified the OAS Charter and belong to OAS  (i.e., Antigua and Barbuda; Argentina; 
Barbados; Belize; Bolivarian Republic of Venezuela; Bolivia; Brazil; Canada; Chile; 
Colombia; Commonwealth of the Bahamas; Costa Rica; Cuba; Dominica; Dominican 
Republic; Ecuador; El Salvador; Grenada; Guatemala; Guyana; Haiti; Honduras; 
Jamaica; Mexico; Nicaragua; Panama; Paraguay; Peru; Saint Lucia; Saint Vincent and 
the Grenadines; St. Kitts & Nevis; Suriname; Trinidad and Tobago; United States of 
America; and Uruguay). 


2.  Authority and Responsibilities 


The member countries set major policies and goals through the General Assembly, 
which gathers the hemisphere’s ministers of foreign affairs once a year in regular session.  
Ongoing actions are guided by the Permanent Council, made up of ambassadors 
appointed by the member states. 


3.  Organizational Structure 


The OAS General Secretariat carries out the programs and policies set by the 
political bodies.  Four specialized secretariats coordinate OAS efforts in several broad 
areas: 


a.  Secretariat for Multidimensional Security.  Coordinates OAS actions against 
terrorism, illegal drugs, and other threats to public security. 


b.  Secretariat for Political Affairs.  Directs efforts to promote democracy, 
strengthen democratic governance, and prevent democratic crises. 


c.  Executive Secretariat for Integral Development.  Includes departments that 
promote social development, sustainable development, trade and tourism, and education, 
culture, science, and technology.  Also handles follow-up actions from the region’s 
ministerial meetings. 


d.  Secretariat for Administration and Finance.  Provides support services to the 
General Secretariat, in areas that include human resources, information and technology, 
and budgetary affairs.  
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e.  Department of International Legal Affairs.  Promotes legal cooperation among 
the member states by helping to develop and implement international treaties. 


4.  Inter-American Defense Board 


a.  The Inter-American Defense Board is an international committee of nationally 
appointed defense officials who develop collaborative approaches on common defense 
and security issues facing the Americas. 


b.  The organization is an international forum consisting of civilian and military 
representatives appointed by the member states, that provides technical, consultative, and 
educational advisory services in military and hemispheric defense related matters 
consistent with the mandates of the OAS General Assembly, the Meeting of Consultation 
of Ministers of Foreign Relations, and the OAS Permanent Council in their respective 
areas of jurisdiction. 


c.  The Inter-American Defense Board comprises the following entities: the Council 
of Delegates; the Secretariat, and the Inter-American Defense College. 


d.  Current programs include humanitarian demining in Central America, reporting 
on confidence and security building measures, and developing educational programs on 
regional security. 
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APPENDIX C 
NONGOVERNMENTAL ORGANIZATIONS 


 
  Annex A International Red Cross and Red Crescent Movement 
    B International Committee of the Red Cross  
    C International Federation of Red Cross and Red Crescent Societies 
    D American Red Cross 
 
1.  Overview 


a.  An NGO is a private, self-governing, not-for-profit organization dedicated to 
alleviating human suffering; and/or promoting education, health care, economic 
development, environmental protection, human rights, and conflict resolution; and/or 
encouraging the establishment of democratic institutions and civil society.  It may be 
local, national, or transnational; employ thousands of individuals or just a handful; and 
utilize a large management structure or no formal structure at all.  Although listed in this 
appendix, the International Committee of the Red Cross (ICRC) is neither an IGO, nor 
NGO, but an organization with a hybrid nature.   


b.  DOD uses the term NGO along with USG agencies and IGOs; however there is 
no consistent definition within the USG and among IGOs.  As a point of reference, 
USAID uses the terms private voluntary organization and public international 
organizations along with NGOs. 


c.  There are thousands of NGOs.  The JFC, through his legal counsel, must verify 
that US persons are not prohibited from dealing with a particular organization by virtue 
of its inclusion on the list of individuals and entities subject to the various economic 
sanctions programs administered by the TREAS Office of Foreign Assets Control.  A list 
is located at http://www.treas.gov/offices/enforcement. 


2.  Sources of Information 


a.  JFCs should be aware of all NGOs within their operational area.  NGOs operate 
both domestically inside the United States and in most foreign countries.  Overseas, the 
country team should already have good situational awareness of all NGOs that are 
present.  Country desk officers on JS, GCCs, and IC agencies can also be a good source 
of information.  The USAID mission, if present, will have developed relationships with 
NGOs.  The office of the UN mission/UN RC/UNDP Resident Representative will have 
good visibility of NGOs working in that country. 


b.  InterAction (http://www.interaction.org) is the largest coalition of US based 
international NGOs focused on the world’s poor and most vulnerable people.  
Collectively, InterAction’s over 180 members work in every developing country.  
Members assist in expanding opportunities and supporting gender equality in education, 
health care, agriculture, small business, and other areas. 
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c.  The International Council of Voluntary Agencies (http://www.icva.ch) is a 
global network that brings together humanitarian and human rights NGOs as an advocacy 
alliance for humanitarian action.  ICVA is a nonprofit global association of NGOs that 
works as a collective body, to promote, and advocate for, human rights and a 
humanitarian perspective in global debates and responses.  The heart of the ICVA 
mission is to support NGOs to protect and assist people in need, to address the causes of 
their plight, and to act as a channel for translating patterns and trends into advocacy.  
Focusing on humanitarian and refugee policy issues, ICVA draws upon the work of its 
members at the field level and brings their experiences to international decision-making 
forums.  ICVA provides a means for the collective body of its members to work together 
to effect change, and also assists members to improve their own work through access to 
initiatives and tools that help to increase quality and accountability.  Through its 
cooperative and catalytic nature, it gathers and exchanges information and raises 
awareness on the most vital matters of humanitarian concern before policy-making 
bodies. 


d.  The Union of International Associations (http://www.uia.be) is a research 
institute and documentation center, based in Brussels.  Nonprofit, apolitical, independent, 
and nongovernmental in nature, the union has been a pioneer in the research, monitoring, 
and provision of information on international organizations, international associations, 
and their global challenges.  Its Yearbook of International Organizations provides the 
most extensive coverage of nonprofit international organizations available today.  
Directly reflecting a dynamic international arena, it contains entries on 60,000 civil 
society organizations in 300 countries and territories, in every field of human endeavor. 


e.  The Steering Committee for Humanitarian Response 
(http://www.humanitarianinfo.org/iasc/pageloader.aspx?page=content-about-schr) is an 
alliance for voluntary action of eight major international humanitarian organizations and 
networks.  The committee’s mission is to bring together the major international 
humanitarian networks with common values to make this vision reality.  Its members 
pool experience and use their collective weight to carry out effective humanitarian action. 


f.  The World Association of Non-Governmental Organizations (WANGO) 
(http://www.wango.org) is a global organization whose mission is to serve its member 
organizations, strengthen and encourage the nongovernmental sector as a whole, increase 
public understanding of the nongovernmental community, and provide the mechanism 
and support needed for NGOs to connect, partner, and multiply their contributions to 
solve humanity’s basic problems.  WANGO unites NGOs worldwide in the cause of 
advancing peace and global well being.  WANGO helps to provide the mechanism and 
support needed for NGOs to connect, partner, share, inspire, and multiply their 
contributions to solve humanity’s basic problems.  WANGO publishes the NGO 
Handbook (http://www.ngohandbook.org) which is designed to provide leaders of NGOs 
an ever-expanding resource.  Emphasis in particular is placed on practical information of 
relevance for the success of NGOs.  


g.  The Alliance for Peacebuilding (http://www.allianceforpeacebuilding.org) is a 
coalition of diverse organizations working together to build sustainable peace and 
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security worldwide.  Its members are directly engaged in applied conflict prevention and 
resolution.  They provide negotiation and mediation services, train negotiators, facilitate 
communication to break down barriers, and help find solutions to the issues and pressures 
that otherwise drive groups and nations to achieve their objectives through violent force.  
Members also conduct research and provide evaluation and education.  The role of the 
alliance is to bring these organizations together for collaborative peacebuilding. 


h.  National Voluntary Organizations Active in Disaster (http://www.nvoad.org) 
members form a coalition of nonprofit organizations that respond to disasters as part of 
their overall mission.  Together they foster more effective service through the four C’s—
communication, coordination, cooperation, and collaboration—by providing convening 
mechanisms and outreach for all people and organizations involved in disasters.  It is an 
organization acknowledged as the leader in the Nation when it comes to integrating the 
efforts of nonprofit voluntary agencies for the purpose of enhancing their services to 
disaster survivors.  This is accomplished through the national members as well as local 
and state affiliates.  The mission is realized through the creation of trust, knowledge, 
shared information, standards, plans, and forums.  Its vision has been one that seeks to 
maximize the effectiveness of the voluntary agencies as they work together toward their 
common goal of bringing help to disaster impacted communities across the country.   


3.  Building Unity of Effort 


The following factors may assist in building unity of effort among NGOs and JFCs. 


a.  Increase awareness and encourage contact between the military and NGOs 
through symposia, meetings, briefings, and joint planning sessions. 


b.  Incorporate selected NGO training into Service and joint training and exercise 
programs; and conversely, incorporate interaction with military units and personnel into 
NGO training. 


c.  Review lessons learned as recorded in both the joint and Services’ lessons 
learned databases. 


d.  Clearly articulate the role of the military to the NGOs.  It is imperative that 
these organizations understand the military mission, the level of support it can provide, 
and the process to receive support.  Explain what NGOs may be able to receive from 
DOD forces (e.g., medical care, FP, transportation).  Explain who determines what 
priority NGO personnel and equipment will be moved.  NGOs desire transparency; which 
implies openness, communication, and accountability; when dealing with the military.  
Assets such as the crisis action team, HOC, HACC, CMOC, and LNOs can be used to 
provide such information. 


e.  Ensure the joint force understands their support role.  While UN and NGO 
guidelines provide that requesting assistance from the military is a last resort, some 
NGOs may assume the military has an inexhaustible resource reservoir and inundate 
the JFC with requests for various types of support.  Members of the joint force must have 
a clear understanding of the nature and amount of support they will be authorized to 
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provide.  Normally, requests from NGOs should come to DOD through the DOS at the 
EXECSEC level.  When the JFC has been delegated authority to fill certain types of 
requests from these organizations, the granting of that authority, and guidance on its use, 
should be included in the execute order (or a modification thereto).  Keep in mind that 
equivocal responses, such as “we’ll try,” can be interpreted as an affirmative 
response, and establish unrealistic expectations.  Failure to meet expectations (real or 
not) can adversely affect relationships in both current and future operations. 


f.  Be aware that not all NGOs appreciate military assistance or intervention.  
Some NGO charters do not allow them to collaborate with armed forces based on 
political mandate, neutrality, religious, or impartiality concerns.  JFCs need to honor this 
fact, while still striving for unity of effort. 


(1)  Most NGOs follow humanitarian principles when giving aid; all aid is based 
on need alone.  Military aid does not follow the principles of humanitarian aid 
(impartiality, independence, humanitarianism, and neutrality), is politically motivated, 
and conditional.  Therefore, NGOs do not see military aid—even aid in the form of 
humanitarian assistance—as “humanitarian aid.” 


(2)  The USG and NGOs may not share common objectives. 


(3)  CDRs may find it beneficial to use a third party to establish liaison with 
NGOs reluctant to establish direct contact with military organizations.  USAID is critical 
to this effort. 


g.  Be cognizant of legal requirements and regulations that apply to relationships 
between the military and NGOs. 


h.  Ensure that agreements and MOUs fully address funding considerations, 
delineate authority, and define negotiation channels.  Agreements may include air and 
surface transportation, petroleum products, telecommunications, labor, security, facilities, 
contracting, engineer support, supplies, services, and medical support. 


i.  Exchange NGO and military unit operating procedures and capabilities. 


j.  Exercise due diligence in dealing with NGOs that do not adhere to accepted 
professional standards.  Most NGOs follow the UN Principles of Humanitarian 
Assistance and the Code of Conduct for the International Red Cross and Red Crescent 
Movement and NGOs in Disaster Relief.  Disaster-affected communities have a right to 
expect those who seek to assist them to measure up to these standards.  In maintaining 
these standards, it is important that CMOC officers are not perceived as favoring a 
particular relief organization, particularly at the expense of other organizations. 


k.  Seek the assistance of an individual from the NGO community to serve on the US 
force staff as an LNO to the NGO community.  Such an LNO can perform duties such as 
initial collaboration activities with the humanitarian relief community prior to 
deployment, representation of the humanitarian relief perspective during planning, and 
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advice to the joint force through membership in the CMOC or other coordinating 
mechanisms during operations. 


l.  Post information on the UN’s ReliefWeb Internet site.  ReliefWeb is a global hub 
for time-critical humanitarian information on complex emergencies and natural disasters.  
ReliefWeb is widely used by NGOs and other participants in humanitarian assistance 
operations to share and coordinate information.  The humanitarian information center 
(HIC), if established, is also a site for information, as are the NGO websites themselves, 
and bulletin boards at the OSOCC or HOCC location. 


m.  Share information with NGOs to the greatest extent possible, especially 
regarding the security environment.  Using information and communications technology 
will allow NGOs to plan their response with up to date and accurate information and to 
integrate into the overall response more efficiently. 


n.  When working with NGOs in an uncertain or hostile operational environment, 
guidelines found in the United States Institute of Peace Guidelines for Relations Between 
US Armed Forces and Non-Governmental Humanitarian Organizations in Hostile or 
Potentially Hostile Environments, will help mitigate friction between military and NGO 
personnel.   


See Appendix J, “Example Guidelines for Relations Between the Armed Forces of the 
United States and Other Organizations,” for more information.   


o.  Identify and collaborate with the first responders to a disaster.  While the US 
military may be the largest single organization on the ground in a disaster area, it is 
critical to understand that the US military will not be the first one on the ground.  The 
NGOs that normally operate in the disaster region or those that can respond quickly to a 
disaster will be present prior to the US military arrival on the ground.  


4.  Consultative Status with the United Nations 


a.  NGOs take a role in formal UN deliberations through the ECOSOC 
(http://www.un.org/esa/coordination/ngo).  Nearly 3,200 NGOs today have consultative 
status.  The consultative relationship includes:  eligibility requirements for consultative 
status; rights and obligations of NGOs in consultative status; procedures for the 
withdrawal or suspension of consultative status; the role and functions of the ECOSOC 
Committee on NGOs; and the responsibilities of the UN Secretariat in supporting the 
consultative relationship.  ECOSOC grants consultative status upon recommendation of 
the ECOSOC Committee on NGOs, which is comprised of 19 member states. 


b.  Consultative relationships may be established with international, regional, sub 
regional and national nongovernmental, nonprofit public, or voluntary organizations.  
NGOs affiliated to an international organization already in status may be admitted 
provided that they can demonstrate that their program of work is of direct relevance to 
the aims and purposes of the UN.   
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c.  To be eligible for consultative status, an NGO must have been in existence 
(officially registered with the appropriate government authorities as an NGO/nonprofit) 
for at least two years, must have an established HQ, a democratically adopted 
constitution, authority to speak for its members, a representative structure, appropriate 
mechanisms of accountability, and democratic and transparent decision-making 
processes.  The basic resources of the organization must be derived in the main part from 
contributions of the national affiliates or other components or from individual members. 


5.  Faith-Based Nongovernmental Organizations 


The USG supports faith-based organizations, but USG policy strictly states that USG 
assistance must be distributed based on need, not based on religious affiliation or for the 
purpose of influencing the religious beliefs of a population.  Reports of USG assistance 
being distributed in violation of this policy should be reported to the embassy, DOS, 
and/or USAID.   


6.  Terrorist and Insurgent Abuse of Charities 


a.  Protecting charities from terrorist abuse is a critical component of the global fight 
against terrorism.  Charities provide essential services, comfort, and hope to those in need 
around the world.  Unfortunately, terrorists have exploited the charitable sector to raise 
and move funds, provide logistical support, encourage terrorist recruitment, or otherwise 
support terrorist organizations and operations.  This abuse threatens to undermine donor 
confidence and jeopardizes the integrity of the charitable sector, whose services are 
indispensable to the world community.  The government and the charitable sector share 
fundamental interests in promoting and protecting charitable giving.  Through active 
engagement, the government and private sector can identify terrorist financing risks, 
clarify obligations and best practices, facilitate compliance with US law, and help 
promote charitable giving while reducing the threats of terrorist abuse.  Since the terrorist 
attacks of September 11, 2001, the USG has conducted a comprehensive campaign 
against terrorists and their support networks, including the sources and conduits of 
terrorist financing.  Investigations carried out during this campaign have revealed 
consistent terrorist abuse of the charitable sector through the diversion of charitable funds 
and services to terrorist organizations such as al Qaeda and Hamas.  The United States 
has designated several charities worldwide as supporting terrorist activity.  A list of these 
charities can be found at http://www.treas.gov/offices/enforcement.  In addition, the 
United States has designated several organizations that have operated under various 
names that appear as potential fundraising front organizations for terrorist activity. 


b.  Terrorist and insurgent abuse of the charitable sector can take many forms, 
including: 


(1)  Establishing front organizations or using charities to raise funds in support 
of terrorist organizations. 


(2)  Establishing or using charities to transfer funds, other resources, and 
operatives across geographical boundaries. 
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(3)  Defrauding charities through branch offices or aid workers to divert funds to 
support terrorist organizations. 


(4)  Leveraging charitable funds, resources, and services to recruit members and 
foster support for terrorist organizations and their ideology. 


c.  A small number of NGOs have been co-opted in funding and facilitating the 
travel of terrorist elements.  While this is not the norm, it is an issue that merits 
consideration in the interagency, IGO, and NGO operations environment. 
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ANNEX A TO APPENDIX C 
INTERNATIONAL RED CROSS AND RED CRESCENT MOVEMENT 


1.  Overview 


a.  The International Red Cross and Red Crescent Movement (http://www.redcross.int) 
is a term covering two international institutions with HQ in Geneva and national societies in 
186 countries.  The two institutions are the ICRC and the International Federation of Red 
Cross and Red Crescent Societies (IFRC).  The National Societies comprise most of the 
more than 97 million Red Cross workers—the world’s biggest volunteer force.  The ICRC, 
the IFRC, and the National Societies are independent bodies.  Each has its own individual 
status and exercises no authority over the others. 


b.  With the advent of more and more complex humanitarian emergencies, the work of 
both institutions can require response to certain crises.  When this is the case, the work of 
both is governed by an agreement signed in Spain in November of 1997, known as “the 
Seville Agreement”—it establishes one of the institutions, or a National Society, as the ‘lead 
agency’ responsible for spearheading the International Red Cross and Red Crescent 
Movement’s work overall. 


c.  The International Red Cross and Red Crescent Movement is guided by the same 
seven fundamental principles: humanity, impartiality, neutrality, independence, voluntary 
service, unity, and universality.  Likewise, all Red Cross and Red Crescent activities have a 
central purpose—to help those who suffer without discrimination and thus contribute to 
peace in the world. 


2.  The International Committee of the Red Cross 


The ICRC is an impartial, neutral, and independent organization with an exclusively 
humanitarian mission to protect the lives and dignity of victims of armed conflict and 
internal violence or tensions and to provide them with assistance.  It directs and coordinates 
in situations of conflict the International Movement.  It also endeavors to prevent suffering 
by promoting and strengthening humanitarian aspects of international law.  Established in 
1863, the ICRC is at the origin of the International Red Cross and Red Crescent Movement.   


3.  The International Federation of Red Cross and Red Crescent Societies 


The IFRC works on the basis of the Principles of the Red Cross and Red Crescent 
Movement to inspire, facilitate, and promote all humanitarian activities carried out by its 
member National Societies to improve the situation of the most vulnerable people.  The 
IFRC directs and coordinates international assistance of the Movement to victims of natural 
and technological disasters, to refugees, and in health emergencies.  It acts as the official 
representative of its member societies in the international field.  It promotes cooperation 
between National Societies, and works to strengthen their capacity to carry out effective 
disaster preparedness, health, and social programs. 
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4.  The National Red Cross and Red Crescent Societies 


National Red Cross and Red Crescent Societies embody the work and principles of the 
International Red Cross and Red Crescent Movement in 186 countries.  National Societies 
act as auxiliaries to the public authorities of their own countries in the humanitarian field and 
provide a range of services including disaster relief, health, and social programs.  During 
wartime, National Societies assist the affected civilian population and support the army 
medical services where appropriate. 


5.  The Emblems 


a.  The Red Cross,  Red Crescent, and Red Crystal emblems (see Figure C-A-1) are 
symbols of protection in times of armed conflict and may be used as a protective device 
only by: 


(1)  Armed forces medical services; 


(2)  National Red Cross and Red Crescent Societies duly recognized and authorized 
by their governments to lend assistance to the medical services of armed forces; the National 
Societies may use the emblem for protective purposes only for those of their personnel and 
equipment assisting official medical services in wartime, provided that those personnel and 
equipment perform the same functions and only those functions and are subject to military 
law and regulations; 


 
Figure C-A-1.  The Emblems of the International Red Cross and Red Crescent Movement 
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(3)  Civilian hospitals and other medical facilities recognized as such by the 
government and authorized to display the emblem for protective purposes (e.g., first-aid 
posts, ambulances); and  


(4)  Other voluntary relief agencies subject to the same conditions as National 
Societies: they must have government recognition and authorization, may use the emblem 
only for personnel and equipment allocated exclusively to medical services, and must be 
subject to military law and regulations. 


b.  Each state party to the Geneva Conventions is required to take steps to prevent and 
punish misuse of the emblem in wartime and peacetime alike, and to enact a law on the 
protection of the emblem. 


c.  Use of the emblem 


(1)  Use of the emblem for protective purposes is a visible manifestation of the 
protection accorded by the Geneva Conventions to medical personnel, units, and transports. 


(2)  Use of the emblem for indicative purposes in wartime or in times of peace 
shows that a person or item of property has a link with the International Red Cross and Red 
Crescent Movement. 


(3)  The ICRC is entitled at all times to use the emblem for both protective and 
indicative purposes. 


d.  Misuse of the emblem.  Any use not expressly authorized constitutes a misuse of the 
emblem.  There are three types of misuse. 


(1)  Imitation is the use of a sign, which, by its shape and/or color, may cause 
confusion with the emblem. 


(2)  Usurpation is the use of the emblem by bodies or persons not entitled to do so 
(e.g., commercial enterprises, pharmacists, private doctors, NGOs, and ordinary individuals).  
If persons normally authorized to use the emblem fail to do so in accordance with the rules in 
the Conventions and Protocols, this also constitutes usurpation. 


(3)  Perfidy is the making use of the emblem in time of conflict to protect 
combatants or military equipment.  Perfidy is a violation of the law of war. 


e.  Misuse of the emblem for protective purposes in time of war jeopardizes the system 
of protection set up by the Geneva Conventions.  Misuse of the emblem for indicative 
purposes undermines its image in the eyes of the public and consequently reduces its 
protective power in time of war.  The states, party to the Geneva Conventions, have 
undertaken to introduce penal measures for preventing and repressing misuse of the emblem 
in wartime and peacetime alike. 
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6.  The Seven Fundamental Principles 


a.  Proclaimed in Vienna in 1965, the seven fundamental principles bond together the 
National Red Cross and Red Crescent Societies, the ICRC, and the IFRC.  They guarantee 
the continuity of the Red Cross Red Crescent Movement and its humanitarian work. 


b.  Humanity.  The International Red Cross and Red Crescent Movement, born of a 
desire to bring assistance without discrimination to the wounded on the battlefield, 
endeavors, in its international and national capacity, to prevent and alleviate human suffering 
wherever it may be found.  Its purpose is to protect life and health and to ensure respect for 
the human being.  It promotes mutual understanding, friendship, cooperation, and lasting 
peace among all peoples. 


c.  Impartiality.  It makes no discrimination as to nationality, race, religious beliefs, 
class, or political opinions.  It endeavors to relieve the suffering of individuals, being guided 
solely by their needs, and to give priority to the most urgent cases of distress. 


d.  Neutrality.  In order to continue to enjoy the confidence of all, the International Red 
Cross and Red Crescent Movement may not take sides in hostilities or engage at any time in 
controversies of a political, racial, religious, or ideological nature.  


e.  Independence.  The International Red Cross and Red Crescent Movement is 
independent.  The National Societies, while auxiliaries in the humanitarian services of their 
governments and subject to the laws of their respective countries, must always maintain their 
autonomy so that they may be able at all times to act in accordance with the principles of the 
International Red Cross and Red Crescent Movement. 


f.  Voluntary Service.  It is a voluntary relief movement not prompted in any manner by 
desire for gain.  


g.  Unity.  There can be only one Red Cross or one Red Crescent Society in any one 
country.  It must be open to all.  It must carry on its humanitarian work throughout its 
territory.  


h.  Universality.  The International Red Cross and Red Crescent Movement, in which 
all societies have equal status and share equal responsibilities and duties in helping each 
other, is worldwide.  
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ANNEX B TO APPENDIX C 
INTERNATIONAL COMMITTEE OF THE RED CROSS 


1.  Overview 


The ICRC (http://www.icrc.org/eng) is an impartial, neutral, and independent 
organization with an exclusively humanitarian mission to protect the lives and dignity of 
victims of armed conflict and other situations of violence and to provide them with 
assistance.  It directs and coordinates in situations of conflict the International Movement.  
It also endeavors to prevent suffering by promoting and strengthening humanitarian 
aspects of international law and universal humanitarian principles.  Established in 1863, 
the ICRC is at the origin of the International Red Cross and Red Crescent Movement. 


2.  Authority and Responsibilities 


a.  The ICRC has a legal mandate from the international community.  That mandate 
has two sources:  


(1)  The Geneva Conventions, which task the ICRC with visiting prisoners, 
organizing relief operations, reuniting separated families, and similar humanitarian 
activities during armed conflicts. 


(2)  The ICRC statutes, which encourage it to undertake similar work in 
situations of internal violence, where the Geneva Conventions do not apply. 


b.  The Geneva Conventions are binding instruments of international law, applicable 
worldwide.  The ICRC statutes are adopted at the International Conference of the Red 
Cross and Red Crescent, which takes place every four years, and at which states that are 
party to the Geneva Conventions take part. 


c.  The ICRC receives its funding from voluntary contributions from governments, 
supranational organizations, national Red Cross and Red Crescent Societies, and private 
sources. 


d.  The 1949 Geneva Conventions and their 1977 Protocols confer on the ICRC the 
right to take action (e.g., to visit prisoners of war) and to make proposals to states (e.g., to 
offer its services).  Additionally, the International Red Cross and Red Crescent 
Movement’s statutes recognize that the ICRC has a right of humanitarian initiative in 
situations not covered by the Geneva Conventions or their protocols.  All of these 
“rights” constitute the permanent mandate conferred on the ICRC by much of the 
international community.  This specific mandate distinguishes it from other humanitarian 
organizations.  However, while the ICRC may argue that the 1977 Protocols to the 
Geneva Conventions of 1949 have gained universal application through the formative 
custom of international law, the United States does not agree.  The United States has not 
ratified the 1977 Protocols and may not always agree with nor recognize as authoritative 
ICRC actions based on the Protocols.  Other nations that have acceded to these Protocols 
are bound to them.  This leads to a major problem for the legal counsel in the 







Annex B to Appendix C 


C-B-2 JP 3-08 


international arena; not all participants accept that they are similarly bound to 
international law on very basic matters.  There are numerous conventions of wide but not 
universal application.  Adherence or non-adherence can make a mismatch of potential 
partners in humanitarian ventures.  


e.  The ICRC is the guardian of the International Red Cross and Red Crescent 
Movement’s seven fundamental principles:  humanity, impartiality, neutrality, 
independence, voluntary service, unity, and universality. 


3.  Organizational Structure 


a.  The ICRC is the founding institution of the International Red Cross and Red 
Crescent Movement.  Founded in 1863, the ICRC is headquartered in Geneva, 
Switzerland.  This neutral Swiss association, with international influence, applies the 
provisions of humanitarian aspects of international law in armed conflicts.  It undertakes 
its tasks and derives its mandate from the Geneva Conventions of 1949 and the two 
additional Protocols of 1977. 


b.  The ICRC is sometimes referred to as a NGO.  In fact, it is not – but neither is it 
an IGO.  The ICRC has a hybrid nature.  As a private association formed under the Swiss 
Civil Code, its existence is not in itself mandated by governments.  Yet its functions and 
activities—to provide protection and assistance to victims of conflict—are mandated by 
the international community of states and are founded on international law, specifically 
the Geneva Conventions, which are among the most widely ratified treaties in the world. 


(1)  Because of this the ICRC, like any IGO, is recognized as having an 
“international legal personality” or status of its own.  It enjoys working facilities 
(privileges and immunities) comparable to those of the UN, its agencies, and other IGOs.  
Examples of these facilities include exemption from taxes and customs duties, 
inviolability of premises and documents, and immunity from judicial process. 


(2)  The ICRC can only do its job of providing protection and assistance to 
conflict victims if its working principles of impartiality, independence, and neutrality are 
respected.  It is through recognition of the ICRC’s privileges and immunities that states 
and international organizations acknowledge their respect for those principles.  Thus, in 
line with its international legal mandate, the ICRC’s privileges and immunities are widely 
recognized by governments, by the UN and by other organizations.  This means that the 
ICRC is not treated as a private entity or an NGO, but as an IGO for the work it does 
under its international mandate. 


NOTE:  The US is signatory to the Geneva Conventions of 1949, but the 
US is not signatory to the two additional Protocols of 1977.  The US 
recognizes the law of war. 
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(3)  In the nearly 80 countries in which the ICRC carries out significant 
operations, its international legal personality, judicial immunity, and testimonial privilege 
(right not to be called as a witness) is recognized either by treaty or by legislation. 


4.  Capabilities and Core Competencies 


ICRC’s tasks include the following: 


a.  Visits and interviews, without witness, to prisoners of war and detained or 
interned civilians;   


b.  Search for missing persons;  


c.  Transmit messages between family members separated by conflict, including 
from prisoners of war and detained civilians; 


d.  Reunification of dispersed families; 


e.  Provision of basic-health care services; 


f.  Provision of urgently needed food, water, sanitation, and shelter to civilians 
without access to these basic necessities; 


g.  Monitor compliance with and contribute to the development of humanitarian 
aspects of international law; and 


h.  Spreading knowledge of humanitarian aspects of international law. 


5.  Interagency Relationships 


a.  The ICRC and the IFRC keep each other informed of their respective activities 
and consult with each other regularly on the coordination and distribution of their work 
and on all matters of interest to the International Red Cross and Red Crescent Movement.  
The ICRC has been granted permanent observer status at the UN General Assembly since 
1991 and enjoys similar status with IGOs. 


b.  The terms neutrality and independence acquire a specific meaning when related to 
the activities of the ICRC.  The ICRC applies almost exclusively to armed conflicts, 
disturbances, and tensions.  It strictly avoids any involvement in hostilities or in 
controversies of a political, racial, religious, or ideological nature as an imperative for 
humanitarian action.  This strict and specific neutrality that fosters and maintains 
universal trust also requires the ICRC to act openly and in good faith toward the nations 
and parties to the conflict.  To discharge the mandate conferred by the Geneva 
Conventions and to take the humanitarian initiatives fundamental to its role as neutral 
intermediary, the ICRC must remain independent.  Therefore, the ICRC adopts a special 
structure that allows it to resist political, economic, and other pressures and to maintain 
its credibility in the eyes of the governments and the public that support its activities. 
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c.  In terms of civil-military relations, ICRC’s humanitarian activities aim to protect 
human dignity and lives.  ICRC humanitarian activities cannot be subordinated to 
political or military objectives.  The ICRC must maintain a role independent of such 
influence or association. 
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ANNEX C TO APPENDIX C 
INTERNATIONAL FEDERATION OF RED CROSS AND 


RED CRESCENT SOCIETIES 


1.  Overview 


a.  The IFRC (http://www.ifrc.org) is the world’s largest humanitarian organization, 
providing assistance without discrimination as to nationality, race, religious beliefs, class, 
or political opinions.  As part of the International Red Cross and Red Crescent 
Movement, its work is guided by seven fundamental principles: humanity, impartiality, 
neutrality, independence, voluntary service, unity, and universality. 


b.  Founded in 1919, the IFRC comprises 186 member Red Cross and Red Crescent 
societies, a Secretariat in Geneva, and more than 60 delegations strategically located to 
support activities around the world.  There are more societies in formation.  The Red 
Crescent is used in place of the Red Cross in many Islamic countries. 


c.  The IFRC’s mission is to improve the lives of vulnerable people by mobilizing 
the power of humanity.  Vulnerable people are those who are at greatest risk from 
situations that threaten their survival, or their capacity to live with an acceptable level of 
social and economic security and human dignity.  Often, these are victims of natural 
disasters, poverty brought about by socio-economic crises, refugees, and victims of health 
emergencies. 


2.  Authority and Responsibilities 


a.  The IFRC carries out relief operations to assist victims of disasters and combines 
this with development work to strengthen the capacities of its member National Societies.  
The IFRC’s work focuses on four core areas: promoting humanitarian values, disaster 
response, disaster preparedness, and health and community care. 


b.  The unique network of National Societies—which covers almost every country in 
the world—is the IFRC’s principal strength.  Cooperation between National Societies 
gives the IFRC greater potential to develop capacities and assist those most in need.  At a 
local level, the network enables the IFRC to reach individual communities. 


3.  Organizational Structure 


a.  The role of the Secretariat in Geneva is to coordinate and mobilize relief 
assistance for international emergencies, promote cooperation between National 
Societies, and represent these National Societies in the international field. 


b.  The role of the field delegations is to assist and advise National Societies with 
relief operations and development programs, and encourage regional cooperation. 
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4.  Capabilities and Core Competencies 


a.  The IFRC’s programs are grouped into four main core areas: promoting 
humanitarian principles and values; disaster response; disaster preparedness; and health 
and care in the community. 


b.  The IFRC promotes individual and community humanitarian values which 
encourage respect for other human beings and a willingness to work together to find 
solutions to problems.  From the seven fundamental principles to the “power of 
humanity” slogan, the aim is to influence the behavior of the people the IFRC works 
with. 


c.  Disaster response continues to represent the largest portion of the  IFRC’s work, 
with assistance to around 30 million people annually from refugees to victims of natural 
disasters.  This includes emergency response units and issues relating to humanitarian 
policies as the IFRC strives to improve the quality of its immediate response and long-
term rehabilitation work. 


d.  The sharp increase in the number of natural disasters worldwide in recent years 
has prompted the IFRC to devote more attention to disaster preparedness activities.  
These aim to make National Societies and communities more aware of the risks they 
face, how to reduce their vulnerability, and how to cope when disaster strikes. 


e.  Too many people die as a result of no access to even the most basic health 
services and elementary health education.  Health and community care has become a 
cornerstone of humanitarian assistance, and accounts for a large part of Red Cross and 
Red Crescent spending.  Through these programs, the IFRC aims to enable communities 
to reduce their vulnerability to disease, and prepare for and respond to public health 
crises.  Guiding and supporting the development of its member National Societies is one 
of the IFRC’s fundamental tasks, and runs through these four core areas and other 
programs.  Capacity building programs include management and volunteer training, 
branch structures, planning, fund-raising, and gender equality.  Creating the opportunity 
for National Societies to network and work together is one of the IFRC’s key roles. 


5.  Interagency Relationships 


The IFRC Secretariat in Geneva is at the heart of a global network that helps national 
societies to develop and to coordinate their work at the international level.  Through its 
regional delegations and its many country delegations, the Secretariat is in regular contact 
with the national societies and keeps abreast of current field conditions.  It enjoys 
consultative status (Category I) with the ECOSOC of the UN.  In 1994, the UN General 
Assembly invited the IFRC to become a permanent observer and participate in the work 
of the Assembly.  Through its many delegations, the IFRC maintains permanent contact, 
both in Geneva and in the field, with UN agencies, governments, the EU (especially the 
Humanitarian Office), and other NGOs.  The IFRC has a delegation in New York City to 
maintain relations with UN agencies and diplomatic missions.  In the field, IFRC 
delegates maintain very close contact with other humanitarian agencies, particularly with 
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the ICRC, that are engaged in operations complementary to those of the IFRC.  The 
IFRC, funded by annual contributions from all member national societies, represents the 
Societies at the international level. 


6.  Code of Conduct 


The Code of Conduct for the International Red Cross and Red Crescent Movement 
and NGOs in Disaster Relief is being used by the IFRC to monitor its own standards of 
relief delivery and to encourage other agencies to set similar standards.  The Code of 
Conduct is voluntary and applicable to any NGO; and lays down 10 points of principle 
which all NGOs should adhere to in their disaster response work, and goes on to describe 
the relationships agencies, working in disasters, should seek with donor governments, 
host governments, and the UN system. 


Code of Conduct for The International Red Cross and Red Crescent 
Movement and nongovernmental organizations in disaster relief. 


Principle Commitments: 


1.  The humanitarian imperative comes first. 


2.  Aid is given regardless of the race, creed or nationality of the recipients and 
without adverse distinction of any kind.  Aid priorities are calculated on the 
basis of need alone. 


3.  Aid will not be used to further a particular political or religious standpoint. 


4.  We shall endeavor not to act as instruments of government foreign policy. 


5.  We shall respect culture and custom. 


6.  We shall attempt to build disaster response on local capacities. 


7.  Ways shall be found to involve program beneficiaries in the management of 
relief aid. 


8.  Relief aid must strive to reduce future vulnerabilities to disaster as well as 
meeting basic needs. 


9.  We hold ourselves accountable to both those we seek to assist and those 
from whom we accept resources. 


10.  In our information, publicity and advertising activities, we shall recognize 
disaster victims as dignified human beings, not hopeless objects. 
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ANNEX D TO APPENDIX C 
AMERICAN RED CROSS 


1.  Overview 


a.  The National Society in the United States is the ARC (http://www.redcross.org).  
Since its founding in 1881 by visionary leader Clara Barton, the ARC has been the Nation’s 
premier emergency response organization.  As part of a worldwide movement that offers 
neutral humanitarian care to the victims of war, the ARC distinguishes itself by also aiding 
victims of devastating natural disasters.  Over the years, the organization has expanded its 
services, always with the aim of preventing and relieving suffering. 


b.  Today, in addition to domestic disaster relief, the ARC offers compassionate services 
in five other areas: community services that help the needy; support and comfort for military 
members and their families; the collection, processing, and distribution of lifesaving blood 
and blood products; educational programs that promote health and safety; and international 
relief and development programs. 


c.  The ARC is where people mobilize to help their neighbors—across the street, across 
the country, and across the world—in emergencies.  Each year, in communities large and 
small, victims of some 70,000 disasters turn to neighbors familiar and new—the more than 
half a million volunteers and 35,000 employees of the ARC.  Through over 700 locally 
supported chapters, more than 15 million people gain the skills they need to prepare for and 
respond to emergencies in their homes, communities, and world. 


d.  Some four million people give blood through the ARC, making it the largest supplier 
of blood and blood products in the United States.  The ARC helps thousands of US Service 
members separated from their families by military duty stay connected.  As part of the 
International Red Cross and Red Crescent Movement, a global network of 186 national 
societies, the ARC helps restore hope and dignity to the world’s most vulnerable people. 


2.  Mission Statement and Charter 


a.  The ARC, a humanitarian organization led by volunteers and guided by its 
Congressional Charter and the Fundamental Principles of the International Red Cross 
Movement, will provide relief to victims of disaster and help people prevent, prepare for, and 
respond to emergencies. 


b.  The purposes of the ARC, as stated in its Congressional Charter are: 


(1)  To provide volunteer aid in time of war to the sick and wounded of the Armed 
Forces, in accordance with the spirit and conditions of the conference of Geneva of October 
1863; the treaties of the Red Cross, or the treaties of Geneva, August 22, 1864, July 27, 
1929, and August 12, 1949, to which the United States of America has given its adhesion; 
and any other treaty, convention, or protocol similar in purpose to which the United States of 
America has given or may give its adhesion; 
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(2)  To perform all the duties devolved on a national society by each nation that has 
acceded to any of those treaties, conventions, or protocols; 


(3)  To act in matters of voluntary relief and in accordance with the military 
authorities as a medium of communication between the people of the United States and the 
Armed Forces of the United States and to act in those matters between similar national 
societies of governments of other countries through the ICRC and the USG, the people, and 
the Armed Forces of the United States; and 


(4)  To carry out a system of national and international relief in time of peace, and 
to apply that system in mitigating the suffering caused by pestilence, famine, fire, floods, and 
other great national calamities, and to devise and carry out measures for preventing those 
calamities. 


3.  Responsibilities 


The ARC’s role as the Nation’s largest mass care service provider is separate and 
distinct from its role in the NRF.  As the United States’ largest mass care service provider, 
the ARC provides sheltering, feeding, bulk distribution of needed items, basic first aid, 
welfare information, and casework, among other services, at the local level as needed.  In its 
role as a service provider, the ARC works closely with local, tribal, and state governments to 
provide mass care services to victims of every disaster, large and small, in an affected area.  
In providing these services, the ARC fulfills its humanitarian mission, acting on its own 
behalf and not on behalf of the USG or any other governmental entity. 
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APPENDIX D 
JOINT INTERAGENCY COORDINATION GROUP 


1.  Introduction and Overview 


a.  This appendix presents major aspects of enhancing interagency coordination at 
the strategic and operational levels through the JIACG (or equivalent organization) at the 
combatant commands.  It is intended to provide sufficient detail to help CCDRs, 
subordinate JFCs, their staffs, and interagency partners understand the JIACG (or 
equivalent organization) as a capability to enable the coordination of all instruments of 
national power with joint operations.   


Refer to the Commander’s Handbook for the Joint Interagency Coordination Group for 
more information. For JEL: http://www.dtic.mil/doctrine/doctrine/jwfc_pam.htm.  For 
JDEIS: https://jdeis.js.mil/jdeis/index.jsp. 


b.  A JIACG is an interagency staff group that establishes regular, timely, and 
collaborative working relationships between civilian and military operational planners.  
Composed of USG civilian and military experts accredited to the CCDR and tailored to 
meet the requirements of a supported combatant command, the JIACG (or equivalent 
organization) provides the CCDR with the capability to collaborate at the operational 
level with other USG civilian agencies and departments.  One size does not fit all.  Each 
combatant command has implemented and tailored their JIACG (or equivalent 
organization) based on their unique requirements, AORs, and missions to include titles 
and organizational schemes, to suit their needs (e.g., interagency partnering directorate, 
commander’s interagency engagement group, commander’s JIACG.) 


c.  Faced with challenges to national interests, the United States, along with its 
multinational partners, can respond by using the capabilities resident in one or more of 
the instruments of national power (diplomatic, informational, military, and economic).  A 
strategic, top-down approach aligns and harmonizes a variety of ways and means with a 
set of desired strategic ends.  These ends provide the fundamental purpose and context 
for committing the military and other instruments of national power.  Figure D-1 
identifies those USG agencies with which CCDRs have frequent interaction or that a 
deployed joint force may encounter across the full range of military operations. 


d.  Joint and multinational operations against contemporary adversaries or supporting 
civil authorities during catastrophic disasters require unified action in planning and 
execution with interagency and multinational partners who are not under US military 
command authority.  This effort depends on building and sharing a common 
understanding of the strategic purpose and end state; developing relevant objectives; a 
common understanding of the operational environment; and harmonization of the actions 
required to resolve the problem. 


e.  Increased and efficient organizational cooperation between and among the myriad 
organizations performing their roles to achieve national strategic objectives is essential.  
Challenges to effective interagency coordination caused by partners having conflicting 
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policies and procedures further complicates efforts at achieving unity of effort.  
Typically, each agency develops its own agency-specific plans at varying levels of detail 
in response to an issue or event.  The challenge to the interagency community is to take 
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Figure D-1.  Integrating the Interagency Community 
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single agency planning efforts and meld them into a collaborative, multiagency planning 
process that exploits the core competencies of all the interagency partners.  Figure D-2 
shows the complexities of multiagency planning versus single agency planning. 


f.  The JIACG (or equivalent organization), with its tools, processes, and procedures, 
is an important organization supporting the overall DOD effort to strengthen its capability 
to conduct joint operations.  The JIACG (or equivalent organization) supports the entire 
range of military operations.  Representing USG agencies at the combatant command 
HQ, the JIACG (or equivalent organization) is a multifunctional, advisory element that 
facilitates information sharing across the interagency community.  JIACG (or equivalent 
organization) members provide two-way links back to their parent organizations to help 
synchronize joint force operations with the efforts of USG agencies and departments.  
The JIACG (or equivalent organization) can significantly improve security cooperation, 
deliberate planning and CAP, and recovery and reconstitution.  The JIACG (or equivalent 
organization) provides each CCDR with a standing capability to enhance situational 
awareness of interagency activities and keep the military and other USG agencies and 
departments informed of each other’s efforts to prevent undesired consequences and 
uncoordinated USG activities. 
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Figure D-2.  United States Government Operational Level Planning 
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2.  Purpose 


a.  The JIACG (or equivalent organization) is the CCDR’s lead organization for 
interagency coordination, providing guidance, facilitation, coordination, and 
synchronization of interagency activities.  The JIACG (or equivalent organization) 
interacts with DOS, which has primary responsibility for IGOs; USAID, which is the 
USG agency that maintains the most direct relationship with NGOs (many of which 
receive USAID funding to carry out programs); and other USG departments and 
agencies.  For combatant commands who have US domestic missions, the JIACG (or 
equivalent organization) interacts with DHS and its NRF ESF coordinator agencies (e.g., 
DOT, EPA, DOJ) for the 15 different ESFs, as well as state, tribal, local government, 
private sector, and NGOs playing key parts in HS and HD.  The JIACG (or equivalent 
organization) will help the CCDRs and staffs gain a common picture and shared 
understanding of the operational environment that promotes unified action with all 
interagency partners. 


b.  Unlike the military, most USG agencies are not equipped and organized to create 
separate staffs at all levels of war.  The military coordinates at the strategic-national level 
(OSD and JS), strategic-theater level (combatant command), operational level (combatant 
command and JTF), and at the tactical level of war.  Most USG agencies operate at the 
strategic-national level (Washington, DC home offices) and field level (country team).  
For example, although some regional coordination and projects occur within the bureaus 
of DOS and USAID, detailed regional operational level planning is less common as it 
relates to foreign missions.  For domestic missions, most agencies (e.g., DHS, FEMA, 
EPA) have regional staffs involved in operations and planning.  Consequently, combatant 
command and JTF staffs may find themselves interacting with USG agency 
representatives who are coordinating their organizations’ activities at multiple levels.  
The JIACG (or equivalent organization) at the operational level can potentially mitigate 
the effects of this problem. 


c.  JIACGs (or equivalent organization) are maturing as collaboratively-enabled, 
multi-disciplined teams that coordinate support across the range of military operations.  
The JIACG (or equivalent organization) is an advisory element on the CCDR’s staff that 
facilitates information sharing and coordinated action across the interagency community.  
The JIACG (or equivalent organization) does not make policy or task interagency 
elements; nor is it designed to alter existing lines of authority or reporting.  However, 
when properly staffed and collaboratively-enabled, it provides a powerful tool to improve 
awareness and better integrate planning and coordination between the CCDR and the 
larger interagency community. 


d.  The JIACG (or equivalent organization) effort is focused on acquiring, vetting, 
and managing the flow of information to enhance joint operation planning by offering a 
broader decision-making context that includes other USG agencies both in Washington, 
DC, and in the AOR.  The JIACG (or equivalent organization) should interact with the 
command group and the combatant command staff directorates on a daily basis to stay 
abreast of changing issues.  It draws on the command’s planning and operations expertise 
within the HQ to ensure relevant and timely connections are made with USG agencies 
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and activities.  It leverages the experience, expertise, and core competencies of members 
by having selective USG agency representatives permanently assigned to the JIACG (or 
equivalent organization).  The result is a fusing of USG agency operational intentions and 
capabilities with military planning and operations to support unity of effort. 


3.  Organization 


a.  Roles and Responsibilities.  The JIACG (or equivalent organization) provides 
the CCDR with the primary and readily available integration venue for coordinating 
interagency efforts with joint force actions at theater strategic and operational levels.  Its 
role is to enhance the interchange among USG agencies and military organizations.  
Accordingly, the JIACG (or equivalent organization): 


(1)  Participates in combatant command theater campaign and joint operation 
planning and assessment. 


(2)  Advises the CCDR on USG policies, positions, and strategic planning 
efforts, as appropriate.  JIACG (or equivalent organization) members provide information 
to combatant command planners on their parent agencies’ current policies, positions on 
developing policies, and potential resources and assets that may be useful. 


(3)  Provides interagency planning perspective during joint operations.  


(4)  Informs the combatant command of interagency approaches, support 
requirements, capabilities, and limitations. 


(5)  Establishes habitual relationships and collaborative links to planners within 
USG agencies. 


(6)  Arranges interfaces for planning and rehearsal exercises and other joint 
operation planning activities. 


(7)  Facilitates communications with JTF staff and component planners 
regarding interagency issues. 


(8)  For foreign missions, supports the deployment and employment of DOS, 
USAID, and other USG teams (e.g., integration planning cell, FACT, DART) within the 
AOR.  For domestic HS/CS missions, an approved mission assignment is required in 
most cases (except for immediate response actions) to facilitate and support key domestic 
partners (e.g., DHS, DOJ).   


b.  Combatant Command Staff and JIACG (or equivalent organization) 
Relationships 


(1)  Within the staff, the JIACG (or equivalent organization) can provide the 
greatest value-added when authorized to operate across a CCDR’s staff and components.  
The greatest efficacy of the JIACG (or equivalent organization) is as a separate staff 
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element reporting directly to the deputy commander or the chief of staff on behalf of the 
CCDR. 


(2)  The JIACG (or equivalent organization) should be task-organized to support 
the entire combatant command staff and should be prepared to contribute staff members 
to participate in appropriate boards, centers, bureaus, cells, and working groups 
established and operating within the command’s battle rhythm.  The closest possible 
working relationship between the JIACG (or equivalent organization) and staff 
directorates should be established and nurtured.  As an operation progresses, planning 
generally occurs in three distinct but overlapping planning horizons:  future plans, future 
operations, and current operations.  The JIACG (or equivalent organization) must be 
engaged in all three planning horizons.  The JIACG (or equivalent organization) should 
have functional relationships with multiple staff elements, to include: 


(a)  JIACG (or equivalent organization) planners should be fully engaged 
with joint operation planners to ensure, among other issues, that operational level plans 
under development are synchronized and fully supportive of broader interagency goals.  
JIACG (or equivalent organization) planners can assist in harmonizing military plans 
with US embassy mission strategic plans and USAID country strategic plans or with 
DHS domestic response plans and operations. 


(b)  Habitual interaction with home departments and agencies will enable 
JIACG (or equivalent organization) planners to facilitate the development of combatant 
command strategic plans and policies and enhance the timeliness of ongoing POLMIL or 
domestic response planning.  Commands employing a systems perspective of the 
operational environment to support joint operation planning and JIPOE should coordinate 
with JIACG (or equivalent organization) planners for confirmation of underlying 
assumptions and analyses.  A systems perspective can support the principle of achieving 
unity of effort in any operation by providing a common frame of reference for planning 
with USG agencies that represent other instruments of national power.  This view can 
facilitate the combatant command staff collaboration with counterparts from USG 
agencies to determine and coordinate necessary actions that are beyond the CCDR’s 
command authority. 


(c)  Senior Policy Advisors 


1.  The unique and highly individualized relationship between the 
CCDR and the POLAD can be enhanced by the JIACG (or equivalent organization)’s 
habitual interaction with Washington, DC-based agencies and field offices in the AOR.  
JIACG (or equivalent organization) support to this relationship should remain highly 
flexible and responsive to combatant command requirements.  Ultimately, the 
organizational relationship of the JIACG (or equivalent organization) with the POLAD is 
at the discretion of the CCDR. 


2.  Senior DHS Representative.  GCCs with HD and CS missions (i.e., 
USNORTHCOM, USPACOM) have a Senior Executive Service level senior DHS 
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representative assigned to the command to help facilitate operational and planning 
coordination and collaboration in regards to domestic missions and issues. 


(d)  The JIACG (or equivalent organization) provides a conduit for 
interagency inputs to the standing joint force headquarters (SJFHQ), assists in identifying 
and facilitating access to non-DOD centers of excellence for SJFHQ analysts, and 
contributes to joint operation planning.  The POLMIL planner on the SJFHQ staff is the 
primary linkage between the SJFHQ and the JIACG (or equivalent organization). 


c.  Management 


(1)  The JIACG (or equivalent organization) should be a permanent part of the 
command staff, including specification of roles, missions, and promulgation of 
appropriate guidance or regulations for the AOR. 


(2)  CCDRs should provide their intent and oversight for JIACG (or equivalent 
organization) operations.  The staff should develop and refine the following for the 
JIACG (or equivalent organization): 


(a)  Quality assurance/quality control procedures; 


(b)  Standard operating procedures; 


(c)  Assessment measures; 


(d)  Feedback systems; 


(e)  Selection process and qualifications for members; 


DEPARTMENT OF STATE POLITICAL ADVISOR AND THE 
JOINT INTERAGENCY COORDINATION GROUP 


The political-advisor (POLAD) engaged the “full spectrum” Joint 
Interagency Coordination Group (JIACG) continually throughout the 
exercise, facilitating the exchange of information and expert opinion on 
strategic and operational matters of concern to the combatant command. 
The productive and collaborative relationship the JIACG established with 
the POLAD was extraordinary - a clear demonstration that a JIACG could 
work constructively and effectively with the POLAD.  Two specific 
examples where the POLAD and the JIACG successfully worked together 
were: 


Developed the mission statement for the combatant command; and 


Developed the political-military plan for the combatant command that 
maps US strategic goals and objectives as well as provides guidance to 
civilian agencies for their planning of program activities. 


SOURCE: US Southern Command Exercise BLUE ADVANCE ‘04 
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(f)  Continuing education requirements for members; and 


(g)  Individual and collective training requirements. 


(3)  The CCDR should engage relevant members of the interagency community, 
in coordination with the Under Secretary of Defense for Policy, in support of JIACG (or 
equivalent organization) sustainment. 


(4)  The JIACG (or equivalent organization) should be included in the 
command’s joint training plan. 


(5)  The JIACG (or equivalent organization) should be included in existing 
command readiness evaluations. 


4.  Structure 


a.  Design.  When joint strategic planning—and its subsets of security cooperation 
planning, joint operation planning, and force planning—is required, the degree to which 
military and USG agencies are integrated and harmonized will bear directly on efficiency 
and success.  Joint operation planning should include key participants from the outset.  
The CCDR, through the strategic concept, builds interagency activities into annex V 
(Interagency Coordination), of the joint OPLAN.  Annex V is required for all CJCS 
approved OPLANs and provides a single source reference for the CCDR to request 
interagency activities and to lay the groundwork for interagency coordination.  For 
domestic operations, military planners should coordinate and collaborate with their 
civilian counterparts at DHS and partner USG agencies regarding combatant command 
implications related to DHS OPLANs and CONPLANs.  Plans developed under the IPS 
may identify requirements for DOD support which also may impact on DOD’s missions 
and resources.  These impacts must be resolved during the earliest steps in the planning 
process.  Subordinate JFCs and components should also build interagency participation 
into their operations.  Within the AOR, appropriate decision-making structures are 
established at combatant command, JTF HQ, and tactical levels to coordinate and resolve 
military, political, humanitarian, and other issues.  The JIACG (or equivalent 
organization) provides the CCDR the means for organizing for successful interagency 
coordination focused at the operational level and below. 


(1)  The JIACG (or equivalent organization) is fully integrated into the 
combatant command staff and is a primary participant in the planning process.  It 
provides the CCDR with a standing capability to enhance situational awareness of USG 
agency activities and to keep all engaged USG agencies informed of each other’s efforts 
to prevent the undesired consequences of uncoordinated and redundant activity. 


(2)  A full-time, fully resourced operational JIACG (or equivalent organization) 
broadens the CCDR’s understanding of the operational environment and the range and 
availability of response options.  If the decision is made to employ joint forces, the 
CCDR may retain the JIACG (or equivalent organization) in-place at the combatant 
command HQ and integrate selected members of the JIACG (or equivalent organization) 
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into the JTF.  Individual agency considerations must be taken into account before 
deploying non-DOD USG civilians. 


b.  Collaboration 


(1)  Effective C2 requires that commanders, their staffs, and the JIACG (or 
equivalent organization) collaborate in developing, understanding, and communicating 
the CCDR’s intent and determining the mission, operational objectives, desired effects, 
and tasks.  In addition, the CCDR and staff must synchronize execution across all 
domains and the information environment by coordinating with USG agencies, IGOs, 
NGOs, multinational partners, and the private sector and continually assess the 
operational environment.  Capabilities that improve long distance collaboration among 
dispersed agencies and organizations can enhance both planning and execution of joint 
operations.  Information management can be more effective within a collaborative 
environment that integrates JIACG (or equivalent organization) participation with the 
combatant command staff. 


(2)  Collaboration enables military and JIACG (or equivalent organization) 
planners to build interagency plans in discrete parts concurrently rather than sequentially, 
and integrate the results into OPLANs.  Collaboration also provides planners with a view 
of the whole planning process as they work on various sections of the OPLAN, which 
helps them identify and resolve planning shortfalls and conflicts early. 


(3)  The JIACG (or equivalent organization) develops and maintains 
relationships through collaboration with key USG agencies and departments that can 
provide specific expertise.  The effective integration of the JIACG (or equivalent 
organization) into the collaborative environment will result in an improved understanding 
of the CCDR’s intent, objectives, effects, and required tasks, and, if properly managed, 
contribute to more effective interagency coordination and planning and increased 
execution efficiency. 


c.  Notional JIACG (or equivalent organization) Structure.  To effectively bring all 
instruments of national power to bear on theater and regional strategies as well as 
campaign and OPLANs, CCDRs are augmented with representatives from USG agencies 
that may be assigned to the combatant command’s JIACG (or equivalent organization). 


(1)  Each combatant command has assigned missions and, as such, each JIACG 
(or equivalent organization) is structured with the requisite capabilities to support them.  
Figure D-3 offers a baseline organizational structure for a JIACG (or equivalent 
organization) at the combatant command.  This structure can be augmented as the 
combatant command transitions from planning to execution and to an even more robust 
capability when engaged in stability operations.  However, regardless of structure, the 
JIACG (or equivalent organization) must provide regular, timely, and collaborative day-
to-day support for planning, coordination, preparation, and implementation of 
interagency activities.  Specific objectives of this organizational structure are to: 
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NOTIONAL JOINT INTERAGENCY
COORDINATION GROUP STRUCTURE


Combatant 
Commander


Staff Directorates


Joint Interagency 
Coordination Group 


Core Element


Mission Augmentation
(as needed)


International and 
Regional Planners


Washington Agency 
Planners


Commander, Joint
Task Force (JTF),


JTF Staff


US Ambassador 
Country Team


Integration 
Planning Cell


Virtual


Group Functions
l
l
l
l
l
l
l


Participate in combatant command engagement, deliberate, crisis, and transition planning.
Advise on civilian agency planning efforts.
Work military-civilian operational issues.
Present civilian agency perspectives, approaches, capabilities, and limitations.
Provide communication links to Washington and regional planners.
Arrange interface on interagency activities.
Coordinate with regional players.


Notional Core Staffing
Director Senior Civilian
Deputy Military
Department of State Regional Expert Civilian
Department of State Functional Expert Civilian
US Agency for International Development Officer Civilian
Department of Justice Civilian
Department of Transportation Civilian
Department of Homeland Security Civilian
Department of Defense Civilian
Department of Defense Civilian
Executive Officer Military
Administration Military


habitual links


 
Figure D-3.  Notional Joint Interagency Coordination Group Structure 
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(a)  Improve combatant command interagency joint operation planning and 
execution.   


(b)  Exercise secure collaboration processes and procedures. 


(c)  Promote habitual relationships among the combatant command and 
interagency partners. 


(2)  USG agencies may assign liaison personnel to combatant command staffs to 
improve interagency coordination.  For example, LNOs may be assigned to combatant 
command staffs to facilitate intelligence and antiterrorism support.  These liaison 
personnel should be used to augment the core JIACG (or equivalent organization) staff. 


d.  Manning.  The JIACG (or equivalent organization) is viewed as a relatively 
small, full-time core element consisting primarily of civilian personnel with extensive 
interagency coordination experience.  The JIACG (or equivalent organization) is 
typically led by a full-time Senior Executive Service level civilian director.  The core 
element is responsible for providing guidance, facilitation, coordination, and 
synchronization of interagency activities within the AOR.  As a staff directorate of 
approximately 12 personnel within the HQ of the combatant command, it can be 
augmented with virtual or additional colocated members, as required. 


5.  Key Interagency Participants at the Combatant Command 


In addition to the JIACG (or equivalent organization), it is important to understand 
the roles and functions of other interagency participants in the AOR. 


a.  US Mission and Country Team.  It is imperative that JIACG (or equivalent 
organization) members identify their counterparts within the mission and country team 
and establish the procedures necessary to conduct efficient and effective coordination.  
This should be in coordination with the combatant command’s country desk officers. 


b.  Interagency Executive Steering Group 


(1)  JIACG (or equivalent organization) and interagency integration is 
emphasized within the combatant command staff by the establishment of an interagency 
ESG.  The ESG is usually co-chaired by the deputy commander and the POLAD or 
Senior DHS representative and attended by the chief of staff, JIACG (or equivalent 
organization) director, special staff, and JTF or components, as required.  In addition, 
there may be US embassy country team representatives, as required, and multinational 
representatives when appropriate.  The JIACG (or equivalent organization) director may 
serve in a dual capacity as both a member and EXECSEC of the ESG. 


(2)  The ESG provides JIACG (or equivalent organization) oversight and will 
meet periodically to review interagency posture, operations, and plans, and offers a forum 
to identify, discuss, and determine the way ahead and an office of primary responsibility.  
The ESG provides face-to-face interaction between senior interagency operational leaders 
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that can overcome some bureaucratic obstacles to cooperation and further develop a 
reservoir of understanding before a crisis develops.   


c.  The JIACG (or equivalent organization) must be prepared to facilitate and support 
the link between the combatant command staff and S/CRS teams and other civilian 
contingency teams.  S/CRS teams may include:  the CRSG, integration planning cell, and 
ACT.  


d.  The JIACG (or equivalent organization) must be prepared to facilitate and support 
the link between the combatant command staff and DHS organizations under the NRF.    


e.  JIACG (or equivalent organization) members may need to develop relationships 
with multiple agency counterparts.  Members should know who their counterparts are 
that support the MOTR Plan, the maritime interdiction process, and have an 
understanding of their roles and responsibilities in support of maritime security.)  JIACG 
(or equivalent organization) members who understand their agency’s roles in these 
important processes will enhance the CCDR’s understanding and situational awareness. 


6.  Strategic Communication 


a.  The JIACG (or equivalent organization) can assist in the CCDR’s implementation 
of SC-directed effort by ensuring planning for IO, PA, DSPD, and military-to-military 
actions are consistent with overall USG SC objectives.  CCDRs should consider 
including their JIACG (or equivalent organization) in processes to support SC-directed 
planning and actions that are directly related to the CCDR’s intent.  The JIACG (or 
equivalent organization) can facilitate coordination and synchronization among 
interagency partners to ensure consistent themes and messages facilitate unity of effort.  
Although IO is not its primary duty, JIACG (or equivalent organization) connectivity to 
the Washington, DC, interagency community is an important enabler during development 
of the SC annex (Y). 


b.  USG agencies and departments may have a role in planning and executing IO that 
supports SC.  The expertise, programs, and activities of a wide variety of USG agencies 
should be considered as part of IO planning, when appropriate.  CCDRs establish staff 
procedures specific to their AORs for requesting interagency support and coordination of 
various aspects of joint operations.  The JIACG (or equivalent organization) is well 
positioned to help the CCDR and IO planners coordinate a “single voice.” 


7.  Interagency Connectivity 


a.  The JIACG (or equivalent organization) develops and maintains habitual 
relationships with key civilian individuals, organizations, and agencies.  These 
relationships are established through collaboration early in the planning process and 
become the basis for expanding the JIACG’s (or equivalent organization’s) core 
capabilities and situational awareness as a crisis develops.  A robust, established two-way 
communication and reachback capability allows the JIACG (or equivalent organization) 
to maintain these relationships during operations.  JIACG (or equivalent organization) 
connectivity should include, but not be limited to: 
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(1)  The operational and planning environment in the CCDR’s JOC, operations 
planning group, crisis action center, joint planning group, the joint intelligence operations 
center, and the SJFHQ.  The JIACG (or equivalent organization) closely monitors these 
organizations but does not duplicate their efforts. 


(2)  USG agencies and departments and for domestic missions, select state, 
tribal, and local associations (e.g., National Emergency Managers Association, National 
Governor’s Association).  


(3)  Combatant command Service components. 


(4)  USG offices and missions located within the AOR. 


(5)  Centers of excellence, which may include organizations or institutions such 
as NGOs, academia, and industry and private sector organizations that have particular 
expertise in areas such as governance.  Examples include the National Defense 
University, FSI, the Institute for Defense Analysis, the various IASCs, and the Kennedy 
School of Government.  However, the inclusion of centers of excellence may present 
challenges to the JIACG (or equivalent organization) relative to security classification 
and limitations related to the sharing of operational information. 


b.  The inclusion of USG civilian agency personnel into the JIACG (or equivalent 
organization) allows for the integration of expertise into command planning and enhances 
information sharing between USG agencies and the military.  The responsibilities of USG 
agency representatives in the JIACG (or equivalent organization) do not alter current 
civilian agency relationships.  Agency involvement in the JIACG (or equivalent 
organization) does not: 


(1)  Replace any USG civilian agency staff officer currently assigned to the 
CCDR’s staff or bypass any existing USG agency lines of authority and communications. 


(2)  Provide USG agency concurrence with internal DOD staffing actions. 


(3)  Interfere with existing MOU for requests for assistance and other formal 
interagency request process. 


(4)  Challenge or replace the statutory and President-directed relationships for 
developing, implementing, or executing US national security and foreign policy. 


(5)  Create policy. 


(6)  Task personnel or USG agency elements. 


(7)  Unilaterally commit USG agency resources. 
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8.  Planning 


a.  Security Cooperation Planning.  The JIACG (or equivalent organization) 
maintains an understanding of the AOR, allowing it to make major contributions to the 
CCDR’s security cooperation portion of the global or theater campaign plan.  Guided by 
the plan, the JIACG (or equivalent organization), in concert with the POLAD’s linkage to 
the DOS regional bureau and US ambassadors and COMs in the AOR, ensures the intent 
of other Washington, DC, agencies is identified and integrated into the work of the 
combatant command staff.  The goal is to establish an enhanced level of interagency 
cooperation in the combatant command to prevent a crisis or mitigate its effect.  
Collaboration and close coordination with USG agencies that represent other instruments 
of national power, particularly with the ambassadors/COMs in the GCCs’ AOR is 
essential.   


b.  Joint Operation Planning.  Joint operation planning includes all activities that 
must be accomplished to plan for an anticipated operation—the mobilization, 
deployment, employment, sustainment, redeployment, and demobilization of forces.  
Planners recommend and commanders define criteria for the termination of joint 
operations and link these criteria to the transition to stabilization and achievement of the 
end state. 


(1)  Deliberate Planning.  The JIACG (or equivalent organization) core element 
maintains a comprehensive understanding of potential crisis regions in the AOR.  JIACG 
(or equivalent organization) planners will be key participants in developing and updating 
contingency plans.  Their expertise will be a crucial backstop against which combatant 
command planners can clarify and confirm strategic guidance, planning assumptions, and 
engaged USG agency roles and missions.  Their expertise will be particularly useful 
during transition operations, plan congruence and support to US embassy mission 
strategic plans, USAID mission strategic plans, and USG agency regional planning goals.  
For domestic missions, a similar tie-in to key NRF agencies (e.g., DHS, DOJ, EPA) as 
well as state, tribal, and local leadership is equally important. 


(a)  JIACG (or equivalent organization) planners should be closely involved 
with the combatant command planners’ efforts to update existing plans and interagency 
coordination annexes (annex V), as well as developing new plans for crisis response and 
deterrence.  Typically the emphasis of the future plans effort is on planning the next 
phase of operations or sequels to the current operation.  In a campaign, this could be 
planning the next major operation (the next phase of the campaign). 


(b)  Each instrument of national power has a finite capacity.  Interagency 
activities must be planned in a synchronized manner to maximize and focus the efforts of 
multiple USG agencies toward the desired end state.  The JIACG (or equivalent 
organization) role in advising the CCDR of interagency priorities and actions is important 
in setting the stage for handoff from the preponderant military phases of the operation to 
the USG civilian agency dominated phases. 
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(2)  Crisis Action Planning 


(a)  Pre-Crisis 


1.  Designated members of the JIACG (or equivalent organization) 
monitor events in the AOR as part of their daily activities.  They are responsible for 
enhancing the CCDR and the combatant command staff’s understanding of USG agency 
activities, both in the AOR and in Washington, DC, that impact current and future 
operations. 


2.  JIACG (or equivalent organization) members augment and are 
integrated into the combatant command prior to and during operations.  The number and 
assignment of JIACG (or equivalent organization) members are mission and event 
dependent, particularly in planning and execution efforts that require interagency 
coordination.  The JIACG (or equivalent organization) tracks and recommends 
adjustments to the military tasks in collaboration and coordination with engaged USG 
agencies and multinational partners to create and reinforce unified action across all 
mission areas. 


3.  In a developing crisis, the JIACG’s (or equivalent organization’s) 
knowledge and understanding of the planning and policy objectives at the national level 
assist the combatant command staff in developing and recommending an OPLAN that 
harmonizes military and civilian operational response actions.  The JIACG (or equivalent 
organization) is the one mechanism that collectively frames the plan with the CCDR’s 
staff for interagency coordination.  The daily roles and responsibilities of the JIACG (or 
equivalent organization) shift to focus on the potential crisis and expand to become an 
integral part of the overall crisis resolution effort. 


4.


(b)  Crisis 


  The JIACG (or equivalent organization), through its continuing 
coordination with external USG civilian agencies, refines its collaboration by aligning the 
right membership to support the developing OPLANs and OPORDs.  JIACG (or 
equivalent organization) crisis response activities and actions facilitate the initial 
situational awareness of the crisis action team and operations planning group, support 
FDO and force enhancement execution, and make preparations to deploy designated 
member(s) to the crisis area or forward HQ, as required. 


1.  When a crisis occurs, the JIACG (or equivalent organization) 
continues to monitor the evolving situation by maintaining a physical and/or virtual 
presence in the CCDR’s JOC, joint planning group, and joint intelligence operations 
center.  The JIACG (or equivalent organization) augments these centers, as required.  
Once a situation is identified as a crisis, JIACG (or equivalent organization) members are 
integrated into the combatant command staff as prescribed in local instructions and 
directives.  In the case where a R&S event necessitates the employment of the IMS, and 
an integration planning cell is deployed to a geographic combatant command, the JIACG 
(or equivalent organization) provides support necessary for the integration planning cell 
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to integrate into the geographic combatant command to synchronize and coordinate 
national level planning with the military plan.  The JIACG (or equivalent organization) 
assists the SJFHQ and the JTF, when formed, to provide interagency connectivity by 
either deploying or providing reachback.  Some combatant commands may stand up an 
interagency coordination cell or group as the 24/7 planning cell for the JIACG (or 
equivalent organization).  This interagency coordination cell or group consists of resident 
and augmented agency representatives, command LNOs, and interagency subject matter 
experts positioned together to enhance two-way information flow, coordination, and 
collaboration between the CCDR, staff and components, interagency partners, IGOs, 
NGOs, and the private sector.  The JIACG (or equivalent organization) becomes the 
responsible staff element for integrating information and understanding of USG agency 
activities.  Its members respond to and assist in answering information requirements that 
fill critical gaps in the CAP effort. 


2.  JIACG (or equivalent organization) actions are generally most 
dynamic during the stabilize and transfer to civil authority phases.  Its virtual network 
builds on the previous collaborative planning efforts and adjusts to changing mission 
tasks.  This underscores the need to identify the right interagency participants, engage 
them in the military plan, surface issues and discontinuities, and get agreement on task 
responsibility early in the process.  The JIACG (or equivalent organization) continually 
reviews the specific objectives within the lines of operation/lines of effort and validates 
assessment measures so that interagency objectives are jointly achieved. 


3.  Planning also occurs for branches to current operations (future 
operations planning). 


4.


(c)  Post-Crisis 


  As the transition process continues, the roles of USG agencies will 
likely evolve as intermediate military objectives are achieved.  These role adjustments 
will include the transfer of responsibilities and relationships among military and USG 
agencies.  JIACG (or equivalent organization) collaboration and coordination with USG 
agencies assists the operations team in sorting accountability among the participants at 
the operational level for execution of multi-functional tasks. 


1.  Post-crisis recovery and reconstitution implementation, like 
transition, build on the OPLAN and/or OPORD and adjust to events on the ground.  
Moreover, the tasks and accountability among various agencies and donors will likely 
change over time.  These adjustments may modify supported and supporting roles among 
military and civilian, IGOs, NGOs, and private sector organizations.  JIACG (or 
equivalent organization) habitual relationships and collaboration with USG agencies can 
assist the CCDR in adapting to the changing roles and responsibilities among the 
participants. 


2.  When preplanned conditions are met, the recovery and 
reconstitution authority will transfer to civilian leadership.  This civilian authority should 
have immediate access to the JFC and consultations on interagency planning and 
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execution.  The JIACG (or equivalent organization) role as an interlocutor is substantial.  
The expanding number of civilian organizations and agencies that will have actual or 
perceived equities in post-crisis operations may need immediate access to military 
planning and/or resources for coordinating support requirements. 


c.  Force Planning.  The JIACG (or equivalent organization) should be involved in 
the force planning process due to the potential for competition for scarce resources and 
footprint among USG agencies.  The amount of personnel, spares, resources, and 
capabilities physically present and occupying space at a deployed location comprise the 
footprint of the force.  The scale of any operation determines the footprint, but the proper 
balance of people and equipment and using reachback can minimize the impact of 
deployed forces.  Increases in footprint size require more support for those forces.  
Diplomatic restrictions may affect the size of a footprint.  A HN may limit the number of 
foreign personnel on its soil, making the need for reachback support even more crucial. 


9.  Employment 


a.  The JIACG (or equivalent organization) serves as the locus for facilitating the 
synchronization of interagency efforts in joint strategic planning.  As a fully integrated 
element of the combatant command staff, it facilitates the implementation of DOD 
external POLMIL relationships in the AOR.  The JIACG (or equivalent organization) 
concentrates its efforts in five primary areas: 


(1)  Maintain continuous connectivity with USG agencies and departments, 
IGOs, and NGOs, and the private sector; 


(2)  Assist in security cooperation planning; 


(3)  Collaborate in joint operation planning; 


(4)  Support joint operations; and 


(5)  Participate in training and exercises. 


b.  In joint operations, interagency coordination will normally occur within the 
NSC/HSC.  During lesser operations and operations not involving armed conflict, the 
GCC’s staff or JIACG (or equivalent organization) may deal directly with a COM or 
members of the country team regarding issues that do not transcend the boundaries of the 
HN.  In some operations, a special envoy of the President or an SRSG may be involved. 


c.  The JIACG (or equivalent organization) establishes regular, timely, and 
collaborative working relationships between civilian and military operational planners in 
the AOR.  Composed of USG civilian and military experts and tailored to meet the 
requirements of a supported GCC, the JIACG (or equivalent organization) provides the 
commander with the capability to collaborate with USG civilian agencies and 
departments.  JIACGs (or equivalent organization) complement the interagency 
coordination that takes place at the strategic level through the NSC/HSC.  Members 
participate in contingency, crisis, and transfer to civil authority planning and provide 
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links back to their parent civilian agencies to help synchronize operations with them.  The 
JIACG (or equivalent organization) can aid military planners at all levels by focusing on 
the following: 


(1)  Identify interagency partners that are or should be involved in the operation.  
In most cases, initial planning and coordination with other USG agencies will have 
occurred in the NSC/HSC, DOD, JS, and Services. 


(2)  Understand and clarify, if required, the interagency relationships.  Draft an 
authoritative interagency hierarchy diagram, including the lead USG agency having 
primary responsibility, so that relational lines and decision pathways can be easily 
identified. 


(3)  Clarify the objectives of the response that should be outlined in the 
statement of conclusions from the relevant NSC/HSC, NSC/PC, or NSC/DC meetings 
that authorized the overall USG participation. 


(4)  Review COAs for the assigned military tasks and determine the operational 
compatibility with USG agencies. 


(5)  Cooperate with each interagency participant and obtain a clear definition of 
the role that each plays.  In some situations, they may not have representatives either in 
theater or be colocated with the combatant command’s staff.  The JIACG (or equivalent 
organization) can advise and recommend that the GCC request temporary assignment of 
LNOs from the participating agencies and departments.  Given limited staff in civilian 
agencies; however, placement of temporary liaisons may be difficult. 


(6)  Identify potential obstacles arising from conflicting priorities.  Early 
identification of potential obstacles and concurrence to solutions by all participants is the 
first step toward resolution.  Often these obstacles are assumed to have been addressed by 
another agency or department.  If the obstacles cannot be resolved by the JIACG (or 
equivalent organization), they may be forwarded up to the appropriate level for 
resolution. 


(7)  Identify resources relevant to the situation.  Determine which interagency 
participants are committed to provide these resources to reduce duplication, increase 
coherence in the collective effort, and identify what additional resources are needed. 


(8)  Assist military planners in defining the appropriate military end state, plan 
for the transfer to civil authority, and recommend redeployment considerations. 


(9)  Recommend the ways and means to optimize the varied and extensive 
resources available to complement and support the broader, long-term objectives during 
and after the response to a crisis. 


(10)  Coordinate the establishment of interagency assessment teams that can 
rapidly deploy to the area to evaluate the situation. 
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(11)  Participate and contribute to CAP for incidents or situations involving a 
threat to the United States, its territories, citizens, and military forces or vital interests 
that may require interagency coordination to achieve US objectives. 


d.  For domestic interagency coordination where DOD does not have the lead, the 
JIACG (or equivalent organization) acts as the focal point for collectively assisting in 
coordination and unification of the campaign plan between the primary agency and DOD 
so that senior national agency and military officials at the strategic level can possess a 
working architecture which achieves objectives.  Architecture similar to that in the 
DHS/FEMA Annual National Hurricane OPLANs/CONPLANs, with lines of operations 
for both military and governmental agencies must be developed. 


10.  Training and Exercises 


a.  Integration of the JIACG (or equivalent organization) and linkage to interagency 
partners with the combatant command staff provides an opportunity to train together and 
develop working relationships essential to efficient staff work and successful joint 
operations.  Training opportunities include: 


(1)  Training JIACG (or equivalent organization) members on processes and 
procedures for joint operation planning, their responsibilities, staff relationships, 
collaborative tools, and interagency coordination and integration with military operations.  
JIACG (or equivalent organization) training is available on Joint Knowledge Online 
(http://jko.cmil.org). 


(2)  Training selected personnel external to the JIACG (or equivalent 
organization) on the use of communication and collaboration tools to optimize mutually 
supportive decision-support systems of participating USG agencies and departments. 


(3)  Training USG agency partners that would potentially augment JIACG (or 
equivalent organization) planning and operations.  This augmentation may be on-site, 
virtual, or deployed.  The training is aimed at developing a coherent team requiring 
minimum predeployment training with emphasis on the CCDR’s contingency planning 
and implementation processes. 


b.  During the initial stages of a developing crisis, the CCDR may direct the staff to 
coordinate and participate in crisis-specific training.  The JIACG (or equivalent 
organization) is an integral element of this training.  This training may range from a small 
internal staff training exercise to training with a potential JTF and components.  The 
JIACG (or equivalent organization) is responsible for identifying the appropriate USG 
agency participants, surfacing the relevant issues, and coordinating the necessary 
training.  Depending on the timeline and venue, this training may be onsite or virtual.  
Finally, the JIACG (or equivalent organization) continues to conduct internal training as 
required for individual replacements and augmentation personnel to maintain core skills 
proficiency. 
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c.  JIACG (or equivalent organization) planners should ensure that interagency 
concerns, priorities, and requirements are a part of any exercise or training plan.  
Consideration should be given to drafting a comprehensive listing of master scenario 
events that contains both routine events and, when possible, scenario-specific events to 
stress the interagency linkages with combatant command operations. 
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APPENDIX E 
JOINT INTERAGENCY TASK FORCE 


1.  Introduction and Overview 


a.  The joint interagency task force (JIATF) is a force multiplier that uses a unique 
organizational structure to focus on a single mission.  A JIATF is typically formed for a 
specific task and purpose as are most task forces.  JIATFs are formal organizations 
usually chartered by the DOD and one or more civilian agencies and guided by a MOA or 
other founding legal documents that define the roles, responsibilities, and relationships of 
the JIATF’s members.  The JIATF is staffed and led by personnel from multiple agencies 
under a single commander or director.   


b.  Forming a national level JIATF takes a national charter that lays out authorities 
and mandates membership and resourcing.  An executive order, national level directive, 
or mandate from the NSC/HSC that directs all agencies involved to support the JIATF 
with actual resources may be required.  SecDef may, in cooperation with other Cabinet 
members, form a JIATF through the establishment of detailed memoranda of agreement.  
JFCs can form JIATFs with one or more USG agencies based on mutual cooperation and 
agreement.  


c.  The establishment of functional and enduring JIATFs transcends the internal 
capabilities and authorities of combatant commands and JTFs.  Based upon the analysis 
and the desire to establish JIATFs, the JIACG (or equivalent organization) or another 
designated staff entity should document the requirements for formal submission through 
command channels to JS and OSD for approval and pursuit through the NSC or HSC 
system.  Success would be manifest in interagency consensus, commitment, and MOAs 
or MOUs that infuse JIATFs with supporting policy, legitimacy, defined purpose, 
authorities, leadership parameters, functional protocols, and resources. 


d.  Coordinating authorities, channels, and terms of reference must be carefully 
established and documented for JIATFs, with the aim of facilitating their missions and 
flexibility while not promoting duplication of effort and confusion.  Such authorities 
constitute the rules of the road for JIATFs, and they must contribute to unity of effort and 
common situational awareness. 


e.  Increasingly, JIATFs are being formed to achieve unity of effort and bring all 
instruments of national power to bear on  asymmetric threats.  JIATFs are often created to 
address problems such as militias, “bad neighbors,” and foreign fighters, all of which 
complicate the security environment.  JIATFs may be separate elements under the JFC, 
or they may be subordinate to a functional component command, a joint special 
operations task force, or a staff section such as the J-3.  JIATF members can coordinate 
with the country team, their home agencies, JIACGs (or equivalent organization) in the 
area of interest, and other JIATFs in order to defeat complex hostile networks.  Because 
they use more than the military instrument of national power, JIATFs are generally not a 
lethal asset, but rather develop and drive creative nonlethal solutions and policy actions to 
accomplish their mission. 
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2.  Joint Interagency Task Force South 


a.  Located in Key West, Florida, JIATF South serves as the catalyst for integrated 
and synchronized interagency counterdrug operations and is responsible for the detection 
and monitoring of suspect air and maritime drug activity in the Caribbean Sea, Gulf of 
Mexico, and the eastern Pacific.  JIATF South also collects, processes, and disseminates 
counterdrug information for interagency and partner nation operations.  JIATF South 
conducts counter illicit trafficking operations, intelligence fusion, and multi-sensor 
correlation to detect, monitor, and handoff suspected illicit trafficking targets; promotes 
security cooperation; and coordinates country team and partner nation initiatives in order 
to defeat the flow of illicit traffic.  JIATF South is USSOUTHCOM’s executive agent for 
DOD support to counterdrug initiatives in the USSOUTHCOM AOR. 


b.  The White House Office of National Drug Control Policy produces the National 
Drug Control Strategy which directs the Nation’s anti-drug efforts and establishes a 
program, a budget, and guidelines for cooperation among federal, state, and local entities.  
The office also evaluates, coordinates, and oversees both the international and domestic 
anti-drug efforts of executive branch agencies and ensures that such efforts sustain and 
complement state and local anti-drug activities. 


c.  While traditional joint operations focus on efforts among the Services, JIATF 
South has gone past these traditional boundaries, becoming a fully integrated interagency 
command.  Whereas most organizations count on LNOs to represent them, JIATF South 
takes this concept much further.  The top command structure demonstrates total 
integration, with the Director being a USCG rear admiral and the Vice Director coming 
from CBP.  Integration also exists through the lower levels of the command: both the 
Directors for Intelligence and Operations are military officers, but their Deputies are from 
the DEA and CBP.  Intelligence analysts from the DEA, CBP, and FBI are located in the 
Joint Intelligence Operations Center to ensure that LEAs are involved in daily operations 
and that information is not stovepiped. 


d.  JIATF South incorporates a wide range of governmental and international 
organizations in addition to those previously mentioned.  The NGA, DIA, CIA, and 
LNOs from the United Kingdom, France, the Netherlands, Spain, and a host of Latin 
American countries all play an important role in intelligence, operations, and planning.  
The United Kingdom, France, and the Netherlands provide ships and aircraft to the task 
force; and the Flag officer of the Netherlands Forces Caribbean commands one task 
group in the task force. 


e.  The focus of the command is a Joint Operations Command Center where 
intelligence and operations functions are fused in a state of the art command, control, 
communications, and intelligence facility.  The JIATF coordinates the employment of 
USN and USCG ships and aircraft, USAF aircraft, and aircraft and ships from allied 
nations and LEAs—a complete integration of sophisticated multi-agency forces 
committed to the cause of interdicting the flow of illicit drugs. 
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3.  Joint Interagency Task Force West 


JIATF West combats drug-related transnational organized crime to reduce threats in 
the Asia-Pacific region in order to protect national security interests and promote regional 
stability.  To accomplish this mission, JIATF West provides US and foreign law 
enforcement with fused interagency information and intelligence analysis, and with 
counterdrug training and infrastructure development support.  The JIATF West staff 
consists of uniformed and civilian members of all five military Services as well as 
representatives from the national IC and US federal LEAs.  Law enforcement 
representatives include the DEA, FBI, and ICE.  JIATF West is Commander 
USPACOM’s executive agent for DOD support to counterdrug initiatives in the 
USPACOM AOR.  JIATF West is closely aligned with USPACOM’s Theater Security 
Cooperation, War on Terrorism, and Maritime Security priorities in planning, developing, 
and implementing counterdrug programs in Asia and the Pacific. 


4.  National Counterterrorism Center 


a.  The NCTC leads the USG efforts to combat terrorism at home and abroad by 
analyzing the threat, sharing that information with NCTC partners, and integrating all 
instruments of national power to ensure unity of effort. 


b.  NCTC was established by Presidential Executive Order 13354 and codified by the 
Intelligence Reform and Terrorism Prevention Act of 2004.  NCTC implements a key 
recommendation of the 9/11 Commission: “Breaking the older mold of national 
government organizations, this NCTC should be a center for joint operational planning 
and joint intelligence, staffed by personnel from the various agencies.” 


c.  The Director of NCTC is a Deputy Secretary-equivalent with a unique, dual line 
of reporting: to the President regarding Executive branch-wide CT planning, and to the 
DNI regarding intelligence matters.  NCTC follows the policy direction of the President, 
and NSC/HSC. 


d.  NCTC is staffed by more than 500 personnel from more than 16 departments and 
agencies (approximately 60 percent of whom are detailed to NCTC).  NCTC is 
organizationally part of the ODNI. 


e.  NCTC serves as the primary organization in the USG for integrating and 
analyzing all intelligence pertaining to CT (except for information pertaining exclusively 
to domestic terrorism). 


f.  NCTC serves as the USG’s central and shared knowledge bank on known and 
suspected terrorists and international terrorist groups.  NCTC also provides USG agencies 
with the terrorism intelligence analysis and other information they need to fulfill their 
missions.  NCTC houses more than 30 intelligence, military, law enforcement, and HS 
networks under one roof to facilitate robust information sharing.  NCTC is a model of 
interagency information sharing. 
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g.  NCTC conducts strategic operational planning for CT activities across the USG, 
integrating all instruments of national power, including diplomatic, financial, military, 
intelligence, HS, and law enforcement to ensure unity of effort.  NCTC ensures effective 
integration of CT plans and synchronization of operations across more than 20 
government departments and agencies engaged in the war on terrorism, through a single 
and truly joint planning process. 


5.  National Joint Terrorism Task Force 


a.  The National Joint Terrorism Task Force (NJTTF) acts as a liaison and conduit 
for information on threats and leads from FBI HQ to local joint terrorism task forces and 
to participating agencies.   


b.  The NJTTF is located in the multi-agency NCTC, where it performs its mission 
while also working with NCTC personnel to exchange information, analyze data, and 
plan antiterrorism strategies. 


c.  A vital aspect of the NJTTF’s mission is sharing information among its 80 
members—officers, agents, and analysts—who then pass the information onto the 48 
different agencies they represent.  Those agencies—from the law enforcement, 
intelligence, HS, defense, diplomatic, and public safety sectors—include the DHS, the 
US military, and federal, state, and local partners.  Men and women from the US Secret 
Service, Federal Air Marshals, New York City Police Department, Naval Criminal 
Investigative Service, Federal Bureau of Prisons, Amtrak Police, and dozens of other 
organizations work together every day in the global war on terrorism. 


6.  Joint Interagency Homeland Security Task Force 


The Secretary of Homeland Security, under Title 6, USC, Section 465, may establish 
and operate a permanent Joint Interagency Homeland Security Task Force composed of 
representatives from military and civilian agencies of the USG for the purposes of 
anticipating terrorist threats against the United States and taking appropriate actions to 
prevent harm to the United States. 


7.  United States Special Operations Command Interagency Task Force 


USSOCOM has established an interagency Task Force with liaison personnel from 
11 different DOD and non-DOD agencies. 


8.  Considerations for Establishing a Joint Interagency Task Force 


a.  Resolve the dual civilian and military chains of command to ensure both fall 
under the same directive authority, which ensures all departments and agencies work 
together. 


b.  The JIATF must be empowered, within the missions specified, to be the USG 
national authority to direct departments and agencies to collaborate, coordinate, plan, 
prioritize, and integrate resources provided from the USG and willing multinational and 
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multilateral partners.  Some operational level JIATFs utilize a more collaborative 
approach with less clearly defined C2 to great effect. 


c.  Establish operating procedures and protocols that are simple, general, and open to 
review and modification to accommodate the authorities that participating agencies bring 
with them.  The authorities establishing the organization must also clearly define the role, 
responsibilities, and authorities of the HN on whose territory it operates. 


d.  Although agency requirements can serve as the basis for JIATF procedures and 
formats, reporting procedures and doctrinal nomenclature must be developed and evolved 
to support the mission rather than individual agency requirements. 


e.  Ideally, commanders of JIATF and agency representative equivalents must have 
control (OPCON, TACON, or another arrangement) to commit dedicated resources to 
operations and mission outcomes, likely requiring an Executive Branch mandate and 
relief from restrictions on application of resources, and cabinet level agreement and/or 
MOAs/MOUs among agencies.  Operational level commanders of JIATFs often do not 
have the authority to commit resources but use reachback and networking to attain 
necessary assets and guidance when needed. 


f.  The JIATF must establish operating procedures to “make space” for an 
empowered coordination node and direct that certain, specified coordination processes 
run through the organization.  The authority must specify how internal processes will be 
structured to make them effective and adaptable to accommodate the participation of a 
wide variety of agencies and nations. 


g.  The JIATF should adapt existing authorities and process models, as appropriate to 
the mission, of other JIATFs.  


h.  JIATF must have specified, appropriate staff analysis and decision-making 
processes (internal, higher authorities, or delegated) depending on the line of operation or 
mission assigned. 


i.  The establishing authority should consider the types of missions and lines of 
operation that the JIATF will be assigned and ensure that staff analysis and decision-
making processes are either in place or will be developed to ensure the success of the 
organization. 


j.  Specify the least cumbersome and restrictive system for information sharing 
among USG and multinational partners. 


k.  Consult with participating agencies and nations to establish a set of metrics which 
are appropriate to the mission or lines of operation assigned to the new organization. 


l.  A JIATF should be a truly interagency staff and leadership body, with cross-
trained interagency staff and senior representatives who have the authorities to commit 
resources.  The leadership of the organization should be balanced, have the authority to 
direct actions within the staff and field elements operating for the organization, regardless 
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of home agency (e.g., civilian deputies, watch officers can direct military units, and 
military officers can direct civilian organizations, in the name of the JIATF-like entity 
and its authorities). 


m.  A JIATF should have the internal organizational capability to administratively 
support LNOs to leverage their expertise. 


n.  The JIATF should be an operational HQ, (not a staff element) with an interagency 
operations center that plans, prioritizes, synchronizes, integrates, executes, and assesses 
operations on a continuous basis. 


o.  The JIATF must have access to national intelligence assets and products as a 
routine input to their own intelligence fusion requirements and capabilities. 


p.  Whatever mission or line(s) of operation are assigned to a JIATF, dedicated 
resources to be provided from each participating agency and/or nation should be specified 
in advance, with the authority to employ those resources assigned to the JIATF.  When 
this authority does not reside in a JIATF, reachback and networking can serve this 
purpose. 


q.  Establishment and operation of a JIATF should be a separate, additional line item 
of funding for the establishing authorities.  Costs should be allocated on an equitable 
basis.  The JIATF should have its own resource management capability and 
administrative capability. 
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APPENDIX F 
PROVINCIAL RECONSTRUCTION TEAM 


1.  Introduction and Overview 


a.  The focus of the PRT is on the provincial government and local infrastructure in 
the area assigned.  Normally, PRTs are assigned by province, but may be assigned to 
local governments within a province or to more than one province.  Both the 
effectiveness and legitimacy of provincial governments will vary widely from country to 
country and even from province to province within a country.  As such, the focus of the 
PRT’s effort will largely depend on the needs of the government in place.  In an area 
where the government lacks legitimacy (possibly because it has not existed previously or 
is perceived as corrupt and ineffective), it may be necessary for the PRT to take on initial 
stabilization activities without the presence of the HN government until initial trust can 
be established and relationships built that will help enhance the legitimacy of the 
provincial government as progress continues.  In another area where the government 
enjoys some measure of legitimacy but is largely ineffective (and therefore in danger of 
losing legitimacy as well), the PRT will focus on helping HN government institutions 
develop the capacity to govern. 


b.  USG PRTs exemplify the nature of a true joint, interagency, intergovernmental, 
and multinational operational environment:  Potential compositions of PRTs mandate 
interoperability and interdependence of the military and interagency components.  Even 
though the mission sets of PRTs vary, their objectives are tactical with a strategic focus.  
Subject matter expert and critical skills provide the foundation for the PRT to function.  
Manning these skill sets requires contributions from the various Services, interagency 
partners, private sector/academia, and contractor capabilities.  The most valued lesson 
learned within PRTs is the ability to train and work together as a team. 


2.  Organization 


a.  The organization and size of the PRT will vary largely depending on the 
operational environment and required tasks.  In addition to organization and size, PRTs 
differ in roles, interagency participation, contractor staffing, capabilities, capacities, 
funding, and chain of command.  Military participation is often the driving factor in PRT 
size.    


b.  The PRT leader is normally a DOS official with a DOD deputy; however, a 
military officer may lead the PRT with a DOS official as deputy.  Personnel serving in a 
PRT continue to work for their parent agency and are subject to operating guidelines of 
their original chain of command for performance and discipline, but are expected to 
follow the PRT leadership team’s directions, rules, policies, and procedures.  Although 
the agency providing the PRT leader may differ from one PRT to the next, the DOD, 
DOS, and USAID senior members generally form a command group/senior management 
team.  Maintaining consensus within this command group is key to the integration of all 
the organization’s elements. 
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c.  Functional groups within the PRT will also vary, but are generally similar to JTF 
directorates (e.g., operations, logistics, plans).  The operations group (or groups) may be 
organized by lines of operations/lines of effort (e.g., rule of law, economic development), 
by capabilities (e.g., engineer, USAID office, security), or by a combination thereof.  
When multinational partners are included in a PRT, they may function as a distinct 
organization within the PRT.  The PRT organization typically includes a CMOC to 
coordinate and share information with other CA teams, NGOs, and IGOs operating in the 
area. 


d.  Agencies participating in addition to DOD, DOS, and USAID may include, but 
are not limited to, USDA, DOJ, DHHS, and DOC as well as HN national government 
agencies (such as the Interior Ministry or multinational equivalent).  Interagency (and 
possibly international) MOAs may be required in the establishment of PRTs to define 
roles, responsibilities, command relationships, and funding lines.  When possible, PRT 
command team/senior leadership team and members should receive their training as a 
unit prior to deployment to facilitate team building and unity of effort upon arrival in 
country. 


e.  Military support to a PRT normally includes CA representation and other forces 
for CMO.  Additionally, the military may provide a security element as well as a quick 
reaction force.  Military support may also include, but is not limited to, mobility, 
sustainment, engineering, administrative, and communication.  The PRT may contract for 
many of these functions, including security, rather than drawing on direct military 
support.  This will be most prevalent as the security environment becomes more stable.  
Alternatively, when the security environment dictates the location of the PRT on a 
forward operating base, the local military commander may provide some of these support 
capabilities. 


3.  Command and Control 


a.  The nature of command and coordinating relationship is complex and should be 
addressed early and continuously.  Direction and coordination of PRTs can be conducted 
by a national level interagency steering committee, under the supervision of the COM, a 
multinational executive committee, or JFC. 


b.  Funding is perhaps the most difficult issue for PRT management.  Funding will 
come from several different sources (e.g., multinational, USG, and HN), even within a 
single executive department.  PRT leaders should carefully track and understand sources 
of funding lines and legal restrictions on their use.  The success of interagency 
coordination at the highest levels will be reflected in the ability of the PRT to coordinate 
interagency funding lines in the field. 


4.  Employment 


a.  Participation in planning by the core PRT staff should begin as early as possible 
to build coordinating relationships.  Although PRTs are employed primarily for the 
purpose of stability operations (which can occur in each phase), PRTs typically focus 
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their efforts on achieving objectives in the stabilize phase of a joint operation, facilitating 
the transition to enable the civil authority phase.  It should be noted that the stabilize 
phase may come at different times for different provinces or operational areas based on 
the design and/or progress of the operation.  Normally, the PRT should enter the 
operational area before the joint force begins the transition from dominate to stabilize. 


b.  As HN civil authority is established and the environment is stabilized, military 
support generally decreases.  Eventually the PRT will transition to a DOS ACT or FACT 
team, another international organization/entity, or HN; the other components of the PRT 
may transition to more traditional means of providing development assistance. 


c.  Governance.  The primary focus of a PRT in any area of operations is to improve 
the provincial government’s ability to provide democratic governance and essential 
services, and linking central government with the population. 


(1)  Assistance Specialists.  The USAID typically contracts a three-person team 
of civilian specialists to provide training and technical assistance programs for PRTs.  
The program aims to improve the efficiency of provincial governments by providing 
policy analysis, training, and technical assistance to national ministries, their provincial 
representatives, provincial governors, and provincial councils.  The team of civilian 
specialists works directly with provincial officials to increase competence and efficiency.  
For example, they assist provincial council and provincial development committee 
members with the conduct of meetings, budget development, and oversight of provincial 
government activities.  The team also encourages transparency and popular participation 
by working with citizens and community organizations, hosting conferences, and 
promoting public forums.  However, DOD must be prepared to execute this function, via 
CA functional specialty teams, in the absence of USAID and/or HN specialists. 


(2)  Other Expertise.  The USAID team contains members with expertise in 
local government, financial management, and municipal planning.  Up to seventy percent 
of the contracted staff members come from regional countries and include local 
professionals.  Additional contracted experts are on call from regional offices.  The 
USAID requires contract advisors speak the HN language and possess extensive 
professional experience.  USAID-trained instructors present training programs based on 
professionally developed modules in the HN language.  The training and technical 
assistance programs emphasize practical application with focus areas in computers, 
planning, public administration, and provision of public services. 


d.  Security.  The absence of security impacts the effectiveness of PRT operations 
and efforts to develop effective local governments. 


(1)  Security Impacts.  Provincial governors and other senior officials may be 
intimidated, threatened, and assassinated in limited or unsecure areas.  Provincial 
councils may potentially reduce or eliminate regular meetings if security deteriorates.  
Additionally, provincial-level ministry representatives could become reluctant to attend 
work because of security concerns.  PRT personnel and local officials may lose the 
ability to meet openly or visit provincial government centers and US military installations 
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in limited security environments.  During security alerts, PRT civilian personnel may be 
restricted to base, preventing interaction with HN counterparts.  Unstable security 
situations limit PRT personnel from promoting economic development by counseling 
local officials, encouraging local leaders and business owners, and motivating outside 
investors.    


(2)  Secure Movement and Presence.  The movement of PRT personnel with 
heavily armed military escorts contributes to the overall security presence and reassures 
citizens in the areas where they operate.  However, the PRT does not normally conduct 
military operations, nor do they assist HN military forces.  However, PRTs must be 
prepared to conduct defensive military operations when under attack.  The only security 
role assigned to a PRT is FP by providing armored vehicles and an advisor to escort PRT 
personnel to meetings with local officials.  US military assigned to escort civilian PRT 
members receive training in providing PRT civilian personnel protection under an 
agreement with the DOS.  The training is designed to reinforce understanding of escort 
responsibilities and to prevent endangerment to PRT civilian personnel.  US military 
escorting PRT personnel should not combine this responsibility with other missions.  The 
problem of providing PRT civilian personnel with security is compounded by competing 
protection priorities preventing dedicated security teams in most situations limiting 
security teams to available personnel. 


e.  Reconstruction.  The USAID representative of the PRT has the primary 
responsibility for developing the PRT economic development work plan including its 
assistance projects.  The PRT partners with the HN to develop their capacity which 
results in the development of infrastructure including schools, clinics, community 
centers, and government buildings.  The PRT also focuses on developing human capacity 
through training and advisory programs.    


5.  Fundamental Guidelines 


a.  Objective.  The mission of a PRT is to stabilize the operational environment, 
creating conditions for development, laying the foundations for long-term stability, and 
enabling the civil authorities.  PRT planners for a particular area must define decisive and 
achievable goals for that province that meet the objective of stability, giving direction to 
all PRT operations.  These goals will define the lifespan of the PRT, facilitating its 
transition to more traditional development mechanisms.    


b.  Unity of Effort.  The success of the PRT depends on its ability to operate as a 
composite unit.  Unity of effort is the goal and members must lay aside interagency 
differences to focus on the common objective.  Additionally, members of the PRT must 
ensure higher agency organizations understand and support the unified effort required.  
PRT development and capacity building activities should be coordinated with the military 
commander responsible for security in the area the PRTs is operating. Beyond 
interagency integration, the PRT must also work with IGOs and NGOs in the area to 
share information, reduce duplication of work (or counterproductive efforts), and 
communicate about civil-military sensitivities. 
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c.  Promotion of Legitimacy and Effectiveness.  The key to achieving long-term 
stability and development is the establishment of the local government as the legitimate 
and effective governing authority.  To achieve this, the PRT will often need to “lead from 
behind and underneath,” building capacity and working behind the scenes to ensure HN 
ownership and promoting HN primacy and legitimacy.  This will often mean accepting 
local government solutions rather than imposing expertise.  Legitimacy may be partly 
achieved by facilitating the visibility of HN presence in the province by assisting official 
visits to remote districts and villages (e.g., transportation, communications).  Another key 
element will be the engagement of HN officials, the local communities, and the 
population through established and traditional bodies. 


d.  Restraint.  PRTs establish realistic objectives and balance the tempo of 
operations to maintain the primacy of HN legitimacy and effectiveness.  SC efforts must 
be aimed at managing expectations—promising only what can be delivered.  Planning for 
all programs and projects must include long-term sustainability.  Additionally, efforts at 
the local level must be coordinated with national level processes to ensure the legitimacy 
and effectiveness of the entire HN government. 
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APPENDIX G 
THE INTERAGENCY MANAGEMENT SYSTEM FOR  


RECONSTRUCTION AND STABILIZATION 


1.  Introduction and Overview 


a.  The Secretary of State may direct the Coordinator for Reconstruction and 
Stabilization to coordinate integrated USG efforts to prepare, plan for, and conduct R&S 
activities, including ensuring harmonization with any planned or ongoing military 
operations, and by convoking an IMS response to a crisis. 


b.  The IMS for R&S is designed to assist Washington, DC, policymakers, COMs, 
and military commanders manage complex R&S engagements by ensuring coordination 
among all USG stakeholders at the strategic, operational, and tactical/field levels.  The 
lessons learned from Iraq, Afghanistan, Bosnia, and Kosovo demonstrate that the US 
must employ an approach in these types of engagements that draws upon the full range of 
diplomatic, development, defense, intelligence, and economic resources available to the 
USG. 


c.  The IMS is designed for highly complex crises and operations, which are national 
or security priorities, involve widespread instability, may require military operations, and 
where multiple US agencies will be engaged in the policy and programmatic response.  It 
is not intended to respond to the political and humanitarian crises that are regularly and 
effectively handled through the current Washington, DC, and embassy systems. 


d.  The system is designed to provide policymakers in Washington, DC, COMs, and 
military commanders with flexible tools to ensure unity of effort as laid out through 
whole-of-government strategic and implementation planning for R&S.  The system is 
intended to facilitate and support:   


(1)  Integrated planning processes for unified USG strategic and implementation 
plans, including funding requests;  


(2)  Joint interagency deployments; and 


(3)  A joint civilian operations capability including shared communications and 
information management.  


e.  This system is a crisis response mechanism.  It does not preclude interagency 
scenario-based prevention or contingency planning, which may occur independently.  
The system will draw upon such plans when they exist.  


f.  When a significant crisis occurs or begins to emerge, the Secretary of State may 
decide to convoke an IMS response, with input from regional bureaus, ambassadors, and 
other relevant USG leadership and possibly at the request of NSC/PC and NSC/DC.  


g.  The IMS consists of the following:   
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(1)  Country Reconstruction and Stabilization Group.  A Washington, DC-
based secretariat to support an IPC or another interagency decision-making body 
established to manage a crisis; 


(2)  Integration Planning Cell.  A civilian planning cell integrated with 
relevant GCC(s) or with equivalent multinational HQ; and 


(3)  Advance Civilian Team.  One or more interagency field management and 
coordination teams to support COMs in the field. 


h.  These structures are flexible in size and composition to meet the particular 
requirements of the situation and integrate personnel from all relevant agencies.  
Recruitment of personnel may require additional flexible hiring authorities, training, and 
resources not presently available.  International partners may also be represented.  Each 
team is designed to support and augment, not replace, existing structures in Washington, 
DC, at the GCC, and in the field.  The DOS’s Executive Secretariat will continue to 
establish and manage interagency task forces, monitor crises worldwide, promote 
contingency planning and emergency preparedness, and support overseas evacuations. 


2.  Components 


a.  The IMS consists of the following components: 


(1)  Washington, DC 


(a)  The CRSG serves as a secretariat to the central interagency coordinating 
body for the USG effort, such as a crisis-specific NSC/IPC co-chaired by the regional 
assistant secretary, the Coordinator for Reconstruction and Stabilization, and the relevant 
NSC director.  This NSC/IPC would cover any country-specific concerns related to the 
R&S operation.  It would augment any existing regional or country-specific NSC/IPC for 
the purposes of the crisis response. 


(b)  The group prepares the whole-of-government strategic plan.  The plan 
will include a common USG strategic goal, a CONOPS, the major essential tasks the 
USG must undertake, including with international partners, and resource requirements to 
achieve stability.  This can build off of earlier interagency scenario-based planning.  The 
CRSG manages the interagency process that prepares and forwards strategic guidance 
recommendations for decision by the crisis-specific NSC/IPC, NSC/DC, and, as 
appropriate, the NSC/PC to ensure USG guidance.  This plan can be coordinated and 
synchronized with the development of military planning with the GCC’s HQ and JTF HQ 
through an IPC and ACT, respectively.  


(c)  Once the USG integrated strategic plan is approved, the CRSG may 
facilitate preparation and integration of interagency implementation planning.  It also 
facilitates operations support, information management, international/coalition 
partnership development, and resource mobilization. 
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(2)  GCC’s HQ (or equivalent multinational HQ).  An integration planning cell 
can be deployed to a GCC’s HQ.  The CRSG may establish and deploy an integration 
planning cell at the request of the GCC through DOD.  The integration planning cell 
assists in harmonizing the civilian and military planning processes and operations.  If 
DOD issues a warning/planning order to the GCC, the CRSG sends to the command an 
integration planning cell made up of relevant interagency planners, and regional and 
sectoral experts.  The integration planning cell supports the commander in harmonizing 
military plans with USG civilian strategic and implementation plans.  In the case of a 
multinational led mission, an integration planning cell could also be deployed to its HQ 
to advise and support as appropriate. 


(3)  Embassy/US Field Presence 


(a)  To support existing field operations and/or establish new operations, the 
CRSG may deploy an ACT at the request of the COM and approval of the interagency 
crisis decision-making body (e.g., NSC/IPC).  The ACT forms the R&S interagency 
general staff under COM authority to coordinate and support execution of US R&S plans.  
The team can operate with or without US military involvement.  Under any 
circumstances, all US civilian field operations are conducted under the COM’s authority, 
and the COM bears ultimate responsibility for implementation of the USG R&S strategic 
plan.  


(b)  The ACT and its operations will be integrated with existing embassy 
and USAID mission structures and personnel as appropriate to support the COM’s 
implementation of the USG R&S strategic plan.  In the absence of an existing USG 
civilian presence, the senior member of an ACT will act as COM, which will have the 
additional task of standing up a more permanent, formal USG presence. 


(c)  If the COM determines field units are necessary, the ACT can deploy a 
number of FACTs, which provide the COM with maximum capacity to implement R&S 
programs at the provincial or local level.  When required, FACTs will integrate with US 
or other military forces to achieve optimal USG/coalition unity of effort.  


b.  This system participants at all levels have similar visibility in the provinces, 
providing a foundation for a COP, that the COM has a coherent framework for R&S 
decision making, and that all agency activities are synchronized in time, space, and 
purpose, limiting duplication of effort.  The current roles and responsibilities of each of 
these components are outlined below.  Guides are under development that will further 
clarify the roles and structures of the IMS. 


3.  Washington, DC:  Country Reconstruction and Stabilization Group 


a.  The CRSG is an interagency planning, operations, and coordination staff that acts 
as a secretariat to the lead interagency crisis response body (NSC/IPC). The CRSG is 
drawn from interagency participants as necessary to provide expertise in strategic 
assessment and planning, operations support, knowledge sharing, resource mobilization, 
and strategic monitoring, as well as field team support and partner coordination.  
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b.  The CRSG assists interagency leadership (e.g., NSC/IPC) with the following 
tasks: 


(1)  Informs and Presents Options.  Channels interagency input and provides 
recommendations to NSC/PC and NSC/DC in the form of a country-specific R&S 
strategic plan; ensures that NSC/PC and NSC/DC understand the full range of 
interagency consensus, interests or divergence of opinion;  


(2)  Unifies Effort.  Integrates all relevant regional and functional capabilities 
across the USG into one focused process for planning and implementation;  


(3)  Identifies and Mobilizes Resources.  Uses integrated planning to identify, 
mobilize, and coordinate human resources and funding as well as additional resource 
requirements to meet the needs of the evolving mission.  Works closely with the Director 
of Foreign Assistance country core team, which currently serves as the focal point for all 
foreign assistance prioritizing and programming for a given country as well as other 
agencies which do not fall under Director of Foreign Assistance.  Works also with agency 
budget, legal, Congressional, and human resources offices to facilitate any necessary 
flexible personnel authorities, supplemental requests, or legislation; 


(4)  Manages Strategy.  Ensures that the range of diplomatic, development, 
defense, economic and trade strategies, Congressional consultations, resources decisions, 
and PA strategies are integrated and managed as part of overall engagement efforts;  


(5)  Drives Implementation.  Drives implementation of policy decisions by 
NSC/PC and NSC/DC through appropriate interagency entities in close coordination with 
the COM and military commanders;  


(6)  Resolves Disputes.  As needed, resolves disputes among interagency 
partners or raises disputes to higher decision-making authority, (i.e., NSC/PC, NSC/DC); 
and 


(7)  Monitors Security.  Working closely with the COM, assesses evolving 
security environment, assists the DOS’s Diplomatic Security to alter security 
requirements/support and review safety of civilians on the ground in coordination with 
Diplomatic Security, and the regional security officer, taking into account any military 
assessments. 


c.  A CRSG does not direct field operations.  The COM retains control of all USG 
activities in country not under the GCC.  


d.  The CRSG Secretariat 


(1)  Plans.  Develops with the interagency community, for senior decision, an 
overall US R&S strategic plan.  This plan lays out policy goals, program requirements, 
institutional responsibilities, base funding requirements, and supporting plans for 
diplomatic engagement (including public diplomacy) and intelligence support.  From the 
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strategic plan, the CRSG secretariat staff may work with agency planners and the COM 
to develop and update a US interagency R&S implementation plans. 


(2)  Informs.  Ensures widespread situational awareness within USG of all 
agencies’ activities and of the field perspective, coordinating assessments, and 
disseminating information (including situation and progress reports) through the 
Washington, DC, community, Congress, and the field.  


(3)  Supports the NSC/IPC.  Supports decision making and activities of the 
CRSG through organizational support (e.g., agendas, papers, records, paper preparation, 
clearance), NSC/PC or NSC/DC meeting preparation, management of sub-NSC/IPCs and 
teams charged with developing the strategic plan’s major mission elements (i.e., strategic 
objectives), and dissemination of information.  


(4)  Supports Operations.  Supports mobilization, activities, and policy 
requirements of integration planning cells and USG field elements.  Provides support for 
these teams in information management, incorporating best practices, policy review and 
guidance, and logistical support. 


(5)  Facilitates Partnerships.  Facilitates international relationships and partner 
coordination. 


(6)  Monitors and Evaluates.  Establishes and tracks strategic-level metrics, 
assumptions, and other trend indicators to assess progress. 


e.  Structure of the CRSG Secretariat.  In order to perform these tasks, the 
Secretariat may form the following groups, drawing on personnel from across 
interagency participants. 


(1)  Strategic Planning.  An interagency team which develops the integrated 
strategic plan, as well as any required budget proposals outside the regular Director of 
Foreign Assistance/Resource Management and Office of Management and Budget cycles 
for the NSC/IPC, NSC/DC, and Congress. 


(2)  Planning Integration.  While most specific implementation planning will 
occur within individual agencies, this group will coordinate with the strategic planners 
and work closely with the COM to integrate these programs and operations into a single 
US R&S implementation plan, which will include the scope and requirements for 
deploying integration planning cells and ACTs. 


(3)  Operations Support/Information Management.  This group is responsible 
for coordinating with agency operations centers to ensure the CRSG has a single COP 
and civilians in the field receive the required operations support.  It also monitors and 
reports strategic-level metrics. 


(4)  Resource Mobilization.  A resource management team that coordinates 
resource planning; expedites recruitment, flexible hiring waivers and authorities, 
mobilization, and deployment; facilitates interagency logistics; and informs budget and 
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legislation development.  A supply chain management team that identifies key 
reconstruction material requirements, facilitates relationships with global suppliers, and 
promotes efficient logistic networks. 


(5)  Partner Development.  A team, which works to establish or leverage 
partnerships for R&S with multinational, multilateral, bilateral partners, international 
financial institutions, and the UN.  


f.  The DOS Executive Secretariat and Operations Center, as well as agency watch 
centers, will continue to function as necessary by their guidelines and to stand up short-
term task forces and/or monitoring groups as needed.  The CRSG Secretariat coordinates 
closely with and draws upon the DOS’s Operations Center staff and expertise; the two 
could be located in close proximity in some instances.  


g.  Staffing of the crisis-specific NSC/IPC.  Co-chairs will include the appropriate 
DOS Regional Assistant Secretary and/or Special Envoy, S/CRS Coordinator, and NSC 
Director.  All agencies with involvement in programs or policy relating to the crisis 
should be represented on the CRSG at the Assistant Secretary-level including DOD, 
USAID, DOS, DOJ, and other agencies as appropriate.  Agency representatives to the 
CRSG must be able to speak authoritatively on behalf of their agencies or bring issues for 
decision to their leadership. 


h.  CRSG Secretariat.  The secretariat may be managed by a policy director (DOS 
regional bureau) or a chief operations officer (S/CRS) or jointly by both.  The NSC/IPC 
will ultimately approve CRSG leadership proposed by itself or by S/CRS.  Interagency 
staff for the Secretariat should include: 


(1)  Regional experts (ideally the desk officer or agency equivalent) from all 
participating agencies.  The DOS country desk officer is considered the COM’s 
representative on the CRSG Secretariat, except when other officers are designated; 


(2)  S/CRS planning and operations staff;  


(3)  Agency planners, sectoral and resource experts including DOS’s Director of 
Foreign Assistance and Diplomatic Security staff, DOD, USAID, DOJ, and others;  


(4)  Additional full-time and part-time staff, including interagency technical 
experts provided as the situation requires; and 


(5)  Interagency team members to be deployed in the integration planning cell or 
ACT, as necessary, prior to deployment. 


i.  The CRSG will seek members with recent experience in the affected country, 
taking advantage of USG personnel who may have been evacuated from the country.  In 
some cases staff working part- or full-time on a CRSG may continue to reside in their 
regular offices and contribute to the interagency process and products as agreed with each 
agency.  
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j.  The Secretariat can be located in an expanded country desk or elsewhere within 
DOS.  It will be operational as required during low-intensity periods, ramping up to 24 
hours a day and 7 days a week if required.  The staffing schedules and procedures for 
after-hours coverage will be worked out and communicated in advance.  


k.  Activation of the CRSG.  Interagency planning is necessary for effective conflict 
or crisis response.  Therefore, in the case of an emerging crisis, even if a CRSG is not yet 
established, the core Secretariat planning staff must be immediately identified with clear 
lines of communications and guidance.  With the concurrence of the relevant DOS 
regional assistant secretary or more senior DOS leadership, S/CRS may decide in 
advance of and in expectation of a formal decision, to establish the core secretariat 
planning staff.  A CRSG should be established as soon as possible while follow-on 
staffing arrangements are made.  


l.  Establishing a CRSG must take into account any international or political 
sensitivity surrounding prospective interventions and steps must be taken to minimize 
any potential negative implications of public knowledge of the effort.  


m.  A CRSG does not necessarily need to remain in place throughout the entire US 
engagement; rather, it should be in place for coordination during the intensive phases of 
planning and early implementation, allowing for downsizing or transition to a traditional 
NSC/IPC.  


n.  Generally, a CRSG Secretariat could be disbanded by the NSC when US 
involvement has ‘normalized’ such that:  agencies are focusing on longer term program 
and policy implementation; standing US institutions have sufficient management or 
resources capacity for the effort; and program resources are integrated into regular 
budgeting processes.  A NSC/IPC-level body should oversee completion of the plan and 
any follow-on activities.  Regular budget planning will continue so that essential 
programs will be resourced as the strategic R&S plan phases out. 


4.  Integration Planning Cell in Support of a Geographic Combatant Command 


a.  The integration planning cell is an interagency team of R&S specialists; 
empowered by the Washington, DC-based strategic planning process and the CRSG, it 
can deploy to support integration of civilian and military planning at a GCC, or at an 
equivalent multinational HQ.  The size and composition can be adjusted to the 
circumstances.  The purpose of the integration planning cell is to harmonize civilian and 
military R&S efforts. 


b.  An integration planning cell may be established in response to an emerging crisis 
potentially requiring military intervention or support, a DOD RFA with R&S planning, or 
a request from an equivalent multinational HQ.   


c.  The integration planning cell should also ensure planning integration and ongoing 
communication between civilian and military R&S implementation planning teams.  This 
mechanism is not designed to create a USG civilian R&S operations/tactical plan.  R&S 
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operations that do not involve significant military engagement may not require the 
establishment of an integration planning cell.  


d.  The integration planning cell provides: 


(1)  Country-specific expertise and analysis;  


(2)  R&S functional expertise;  


(3)  Insight on policy guidance and assumptions;  


(4)  Liaison with Washington, DC, agencies and civilian field elements; and 


(5)  Assistance drafting relevant aspects of the military plan.  


e.  If the crisis does not involve the US military, but does involve a multinational 
military or peacekeeping force, the integration planning cell can help coordinate 
planning. 


f.  The team assigned to the integration planning cell should have appropriate 
sectoral and regional experts empowered to represent their agencies.  If agencies are not 
able to provide requested personnel to the integration planning cell, they should designate 
a member of the integration planning cell to represent their interests and act as liaison.  


g.  Organization of the Integration Planning Cell.  The size and composition of 
the integration planning cell can be determined and adjusted with the approval of the 
CRSG and participating agencies as requirements dictate.  IPCs can consist of a single 
official or as many as 50 officials.  A robust team will focus on the following functions: 


(1)  Leadership.  Senior level officer responsible for setting priorities and 
communicating with the CRSG and COM.  This officer normally should have direct 
access to the CCDR; 


(2)  Operations and Information Management.  Management of the 
integration planning cell, information flow, and coordination with the host HQ’s staff; 
ensure integration planning cell’s integration with host networks; 


(3)  Plans.  Coordinates interaction with all relevant planning teams, boards, 
working groups, or cells; 


(4)  Support.  Management of administrative functions for the team to include 
coordination of travel, billeting, meals, transportation, office space, supplies, and 
communications; and 


(5)  Provision of Sectoral and Regional Expertise. 


h.  The integration planning cell leadership should be of an appropriate civilian rank 
that allows peer interaction with the commander or leader of the organization with which 







The Interagency Management System for Reconstruction and Stabilization 


G-9 


the integration planning cell intends to integrate and plan.  The experts may include 
specialists in the country/foreign policy, transitional security/policing, rule of law, 
governance, economic stabilization, administration and logistics, communications, 
education, health, SC, migration and internally displaced persons, infrastructure, urban 
planning, finance and banking, diplomatic security, and legal issues. 


i.  S/CRS maintains rosters of potential team members and develops supporting 
MOUs with appropriate DOS bureaus and other federal agencies.  When possible, US 
personnel with recent experience in the country in question (such as those 
evacuated/drawn down from a US embassy) will be attached to the integration planning 
cell to provide country-specific expertise.  The integration planning cell team members’ 
agencies may be responsible for providing funds for appropriate housing, transportation, 
and per diem when the integration planning cell is deployed. 


j.  Authorities of the Integration Planning Cell.  The integration planning cell 
reports to the CRSG.  It has neither oversight of nor control over USG field operations.  
The integration planning cell will have a coordinating relationship with the relevant ACT 
and embassy.  


k.  If deployed to a foreign country with the GCC’s HQ or equivalent multinational 
HQ, the integration planning cell will fall under COM authority in the country of 
deployment.  


l.  Establishment of an Integration Planning Cell.  The CRSG, or in the absence of 
it, the Coordinator for Reconstruction and Stabilization identifies the necessary 
capabilities for the integration planning cell in consultation with the GCC’s HQ, 
embassy, and other relevant agencies and bureaus with required knowledge and expertise 
appropriate for the developing crisis.  


m.  The integration planning cell will work closely with the GCC’s HQ, JIACG (or 
equivalent organization), and the POLAD to ensure coordination and unity of purpose.  
The JIACG (or equivalent organization) and POLAD facilitate the coordination of 
integration planning cell efforts with the GCC’s HQ.  The IPC maintains a distinct 
identity, independent chain of command (to the IPC leader and CRSG), and purpose from 
its interlocutors at the GCC’s HQ. 


n.  Deployment of an Integration Planning Cell.  Integration planning cell 
members should prepare to deploy to the GCC’s HQ as long as necessary to complete 
initial planning integration.  Estimates range from one to six months, depending on the 
scale and complexity of the crisis and associated planning. 


o.  The integration planning cell leadership should continuously evaluate the size and 
composition of the team in the context of the host HQ’s requirements and integration 
planning cell needs.  The integration planning cell will maintain the intensity of its efforts 
until the locus of planning shifts to field-level management (subordinate HQ) and the 
normal (steady state) functions can be fully supported by existing structures. 
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p.  As necessary, DOS will develop an MOU with each GCC’s HQ or multinational 
HQ to ensure effective and timely attachment of the integration planning cell to the HQ 
as well as MOUs between DOS and supporting departments and agencies to identify 
security requirements expected by each agency.  In the case of an international 
deployment, specific security arrangements will be identified.  While deployed, members 
will fall under the security rules of the appropriate host HQ based on the signed MOUs, 
but will otherwise fall under the authority of the COM in country of deployment.  


q.  When major planning is accomplished, individual team members may either:   


(1)  Return to Washington, DC;  


(2)  Deploy to join the ACT staff, with COM approval; or 


(3)  Remain at the host HQ to continue advising planning cells and boards on 
ACT activities, inform HQ elements of other agency plans, modify planning, and 
otherwise assist the host HQ mission. 


r.  The integration planning cell will deploy with as complete an understanding of the 
approved USG strategic plan and resources available to implement it as possible.  It will 
maintain a situational awareness of changes in USG strategic planning as plans evolve 
and share new developments with military counterparts.  Ideally, this will include a 
national policy goal and major mission elements (i.e., strategic objectives), and 
performance indicators, based on an assessment of conflict drivers.  


s.  In the absence of an approved plan or plan in progress, the integration planning 
cell will identify potential policy issues and make recommendations for major mission 
elements (i.e., strategic objectives) of the strategic plan to the CRSG, in consultation with 
the host HQ leadership.  These recommendations will take into account military and 
agency objectives, and resource capabilities.  Key to achieving success in this process is 
working from a common interagency planning framework. 


t.  To fulfill these functions effectively, integration planning cell members ideally 
should participate in Washington, DC-based strategic planning processes prior to 
deploying to the military command or multinational agency HQ.  


u.  Coordination of the Integration Planning Cell.  The integration planning cell 
leadership will have frequent communications with and seek guidance from the ACT and 
CRSG regarding:   


(1)  The strategic plan and its integration with the military operational plan;  


(2)  Identifying and addressing gaps and deficiencies between the civilian and 
military plans;  


(3)  Identifying impacts of planned military operations on future R&S efforts; 
and 
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(4)  Recommending processes and criteria to ensure a smooth transfer of 
military to civilian lead, if appropriate, by function and region as the environment is 
stabilized.  


v.  The integration planning cell leadership will keep the host HQ leadership 
apprised of communications with the CRSG.  The integration planning cell and DOD 
representatives on the CRSG keep the CRSG informed of military planning and 
operations so that the planning process can take into account the military operations and 
their potential effects.  The integration planning cell will also coordinate with the ACT.  
Coordination between the integration planning cell and CRSG does not obviate the 
defense policy guidance and plan approval process as established by DOD procedures. 


w.  The integration planning cell may require frequent coordination with and 
guidance from key implementing agencies.  Ideally, such communication should be 
channeled through the CRSG to implementing agencies in order to facilitate the 
development of timely, field-informed recommendations for program development, and 
supplemental budget requests.  Recommendations should be based on an understanding 
of the host HQ plans, field-identified R&S conditions and requirements.  If necessary, 
disputes among interagency partners within the integration planning cell or between the 
integration planning cell and the host HQ can be referred to the CRSG. 


x.  Integration planning cell leadership will determine which information and policy 
guidance requests from the host HQ have sufficient importance or interagency 
implications that they should be channeled through the CRSG.  The integration planning 
cell will maintain regular communication with the ACT to ensure the host HQ leadership 
is informed of field assessments, program status, new requirements, and other related 
R&S issues.   


y.  Training the Integration Planning Cell.  It is essential that core integration 
planning cell staff develop planning expertise through professional training and regular 
exercise participation with military commands, and multinational equivalents as 
appropriate.  S/CRS offers a basic and intermediate R&S curriculum and provide 
opportunities for potential integration planning cell members to participate in planning 
seminars/workshops, iterative planning exchanges, and selected military exercises to 
refine integration planning cell procedures, hone civilian-military planning processes, 
become familiar with military planning templates, and develop habitual relationships 
with the GCCs. Integration planning cell members must also be familiar with the 
capabilities of their own agency as well as other USG capacity in their field of expertise 
in relation to R&S operations. 


5.  Advance Civilian Teams 


a.  ACTs are rapidly deployable, cross-functional interagency teams that are flexible 
in size and composition.  ACTs are formed to quickly set up, coordinate, and conduct 
field R&S operations, in conjunction with country teams where extant.  This can include 
performing assessments, and coordinating and conducting USG operations in uncertain 
and hostile environments.  They serve under COM authority and can operate with or 
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without US military deployment.  An ACT may deploy alone or with one or more 
FACTs, which can assess, coordinate, and conduct USG operations from provincial and 
local levels (field/tactical). 


b.  For unity of effort, ACTs integrate and coordinate the execution of the US R&S 
Implementation Plan with existing USG civilian and military operations.  ACTs fill gaps 
in existing civilian operations.  ACTs provide core R&S implementation planning and 
operations expertise to COMs and military commanders.  They also may extend the 
USG’s civilian presence via FACTs reporting to the ACT HQ.  ACTs will work to ensure 
that US efforts focus on supporting joint USG and HN’s goals and interests.  


c.  FACTs are usually deployed to establish a US presence, provide direct 
information about conditions on the ground, and support those R&S operations conducted 
at a provincial and local level.  In this regard, FACTs build upon the lessons learned from 
PRTs and provide assessments, first-response, and management of the full range of R&S 
operations.  They are equipped and trained to perform their tasks in hostile environments, 
including combat environments.  While remaining under COM authority, FACTs may 
integrate with US or foreign military forces when appropriate to maintain maximum 
US/coalition unity of effort.  As required, they may coordinate the field execution of 
projects that involve USG resources.  They will also coordinate with UN, other IGOs, 
NGOs, or HN entities to execute projects as appropriate. 


d.  Tasks of the ACT.  The ACT, located at the embassy, JTF HQ, or alternate site, 
serves as the COM’s general R&S staff, supporting the COM, as he or she deems 
appropriate, in executing the USG interagency R&S implementation plan.  The ACT is 
strategic and operational in nature, assisting the COM to direct R&S planning and 
operations.  As directed by the COM, primary tasks may include:   


(1)  Coordinate and Conduct R&S Operations.  Working with embassy staff 
and as directed by the COM, coordinates and conducts nation-wide US R&S operations 
with all US elements, HN, and international officials based in country (e.g., NGOs, other 
donors, the UN); 


(2)  Field-HQ Direction.  In support of the COM, directs and synchronizes the 
activities of the FACTs and/or other national and local level USG civilian and military 
R&S units in time, space, and purpose;  


(3)  Knowledge Sharing.  Consolidates and transmits regular ACT/FACT 
reporting, including planning and programming recommendations, to the embassy, 
military JTF, integration planning cell, and CRSG; and 


(4)  Progress Monitoring.  Performs monitoring and evaluation and 
recommends program adjustments as necessary to support implementation of the US 
interagency strategic plans. 


e.  In the absence of a functioning HN government, the ACT supports the 
management of transitional administration and governance with the objective of rapidly 
developing legitimate local capacity.  Additionally, ACTs may be provided to support 
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multinational operations.  In this instance, the COM will provide guidance regarding the 
ACT’s relationship with the COM in that country. 


f.  In the absence of an existing COM, the individual designated as COM is dual-
hatted as ACT leader, and establishes a platform for diplomatic and R&S operations as 
directed by the Secretary of State. 


g.  Tasks of the Field ACTs.  Acting under the authority of the COM, FACTs’ 
primary tasks may include, but are not limited to: 


(1)  Direction of R&S activities.  Based on the plan, synchronizing, integrating, 
conducting, and advising on US civilian and military R&S operations in its operational 
area, in coordination with HN authorities, IGOs, NGOs, other donors;  


(2)  Assessments.  Assessing conditions for implementing the US R&S country 
strategy and monitoring existing plans and programs to ensure that they are consistent 
with US strategy and reflect ground realities; 


(3)  Negotiations and Support to Local Governance.  Based on COM 
guidance, leading negotiations or political discussions with local leaders to advance R&S 
operations and support/develop local governance capacities; and 


(4)  Information.  Providing situation reports directly to the ACT, and 
responding to ACT guidance and requests for information. 


h.  ACTs may also be deployed in support of an international mission or in regional 
operations covering more than one country.  These missions have additional requirements 
for authorities, logistics, security, and guidance beyond the scope of operations described 
above.  These requirements will be developed as needed following further consultation.  


i.  ACT/FACT Staffing.  The ACT/FACT structure and composition should be 
adapted to conditions on the ground in order to meet objectives of USG R&S plans.  
ACT/FACT personnel may be drawn from DOS, USAID, other USG agencies as 
required, military personnel, members of a civilian reserve (if formed), and contractors, 
as well as international and HN personnel when appropriate.  ACT/FACT deployment 
may require additional flexible hiring authorities, training, and resources not presently 
available. 


j.  Although an ACT or FACT may be composed of a single individual, larger 
deployments will organize themselves in similar structures.  Both should have a staff 
covering the following functions: 


(1)  Leadership.  Providing a leader and a deputy; 


(2)  Sectoral Expertise.  Providing expertise to manage the implementation of 
major mission elements (strategic objectives) of the US R&S plan; 


(3)  Operations.  Conducting and coordinating current ACT/FACT operations; 
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(4)  Plans/Evaluation.  Maintaining and revising the R&S implementation plan 
as appropriate, and monitoring and reporting on implementation;  


(5)  Support.  Managing logistics, information technology, contracting, and 
administration; 


(6)  Knowledge Sharing.  Maintaining and disseminating a COP throughout the 
ACT/FACT; 


(7)  SC.  Supporting PA, DSPD, and IO associated with R&S operations; and 


(8)  Security.  Managing safety and security of ACT/FACT personnel and 
resources. 


k.  Staff functions should be performed by trained and qualified personnel from 
appropriate US agencies (including the US military) to augment existing embassy staff.  
Depending on the magnitude of the operation and resources available, these tasks could 
be divided among a few officers in a small organization, or each could be a separate staff 
office with multiple personnel in a very large organization.   


l.  ACT/FACT Structure.  With COM guidance, ACTs/FACTs may augment 
existing embassy structures and working groups or create new structures based on major 
mission elements (strategic objectives), rather than by individual separate agencies.  Each 
objective should have a single team coordinator selected from any one of the 
participating agencies.  This integrated structure supports unity of effort in operations, 
while simplifying integration of operations with military, international, and HN 
organizations working to achieve similar objectives. 


m.  As an example, the hypothetical strategic objective “Increased internal security 
and consolidated territorial control,” might assign various US implementation tasks to the 
DOS regional bureau, DOS’s Bureau of International Narcotics and Law Enforcement, 
USAID, DOD, DHS, and DOJ.  All of these agencies and bureaus may assign personnel 
to the ACT and its FACTs to execute or oversee their particular tasks as defined in the 
R&S strategic plan.  The Plan will identify one lead agency for each strategic objective.  
The lead agency will select a representative to ensure program coordination and unity of 
effort for achieving the strategic objective within the appropriate ACT or FACT. 


n.  ACT/FACT Authorities.  The COM is responsible for the execution of all 
elements of the US R&S implementation plan tasked to agencies operating under COM 
authority.  The ACT works under COM authority to support and enhance the COM’s 
effort.  The ACT both conducts R&S operations and synchronizes and integrates 
operations conducted by its members, the participating agencies. 


o.  COM Authority and the ACT.  Because of the centrality of the COM’s role in 
the execution of US policy, in countries without an existing US presence the ACT will 
take direction from an individual designated by DOS.  In such conditions, the individual 
designated as COM will also hold the position of ACT leader until a more normal 
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mission structure is established.  Under any circumstances, the COM is responsible for 
the safety and security of all ACT/FACT personnel. 


p.  The ACT deployment derives its authority by being the COM’s R&S general 
staff.  It assists him/her in implementing R&S plans by organizing interagency operations 
around the strategic objectives, and synchronizes and integrates the field implementation 
of interagency programs through the FACTs.  The ACT also serves as the mechanism by 
which the COM, integration planning cell, and CRSG can be informed of the progress of 
plan implementation, or of any changes required to the plans. 


q.  The COM determines the ACT command structure.  Notionally, an ACT leader 
could report through the DCM to the COM.  FACT leaders, regardless of agency 
affiliation, report to the ACT and through it to embassy leadership.  ACT and FACT 
members are under the OPCON of the ACT/FACT leader, though they may remain in 
contact with their parent agencies and may still be rated/evaluated by their parent 
agencies, with input from the ACT/FACT leader.  Alternately, if agreed in advance, 
ACT/FACT members may be rated directly by the ACT/FACT leadership and reviewed 
by their parent agency. 


r.  Operational Control.  As an interagency body, the ACT leader, as directed by 
the COM, exercises authority over interagency personnel assigned or attached to it.  The 
COM’s authority in no way denies or alters any military team member’s right and duty to 
remain in communication with his/her parent agency, to exchange information and 
recommendations with that agency, and to appeal to more senior parent agency 
representatives when necessary.  While formal R&S guidance, decision making, and 
reporting will move through the CRSG-embassy/ACT FACT chain, informal 
communications are essential for rapid implementation and reporting on R&S operations.  


s.  A COM may delegate, in writing, specific authorities as appropriate to FACT 
leaders within their geographic areas of operation.  FACT leaders are most effective 
when viewed as field directors for R&S operations within their operational area, 
reporting to the COM through the ACT leader and DCM.  


t.  Optimally, a COM may designate a well-resourced ACT to coordinate all US 
R&S operations in country, including FACTs, to maintain unity of effort.  In this manner, 
challenges requiring interagency resolution can be identified and resolved.  Every agency 
involved in the R&S operation should have the capability to keep informed of and control 
field-level operations within their sectoral responsibility, while keeping those operations 
coordinated within the overall US effort.  


u.  In supporting the COM in the execution of the R&S plan, all agencies and 
programs retain their existing legal authorities and responsibilities for the commitment of 
the funds controlled by that agency and the implementation of that agency’s programs.  
Existing US funds and programs, as well as those created under the aegis of a particular 
agency to execute the implementation plan, will be managed by officers of the 
responsible agencies assigned/attached to the ACT or FACTs, in accordance with 
appropriate agency procedures and regulations.  
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v.  Within the operational area of an ACT and its FACTs, control of resources and 
programs is the responsibility of the implementing agencies.  Depending on R&S 
program requirements, agencies may conduct activities centrally from the ACT (with 
FACT personnel handling monitoring and evaluation), or may delegate implementation 
authority to their representatives on the FACTs.  


w.  It is an agency’s responsibility to ensure it has sufficient personnel to implement, 
monitor, and/or oversee agency projects.  Failing this, agencies need to consider what 
other FACT personnel may have the most appropriate qualifications to implement, 
monitor, and/or oversee an agency’s operations on its behalf.  For example, when a 
FACT officer from Agency A has an additional task of monitoring a project 
funded/implemented by Agency B, that officer receives his/her guidance regarding that 
project’s implementation from an officer designated by Agency B at the ACT /embassy.  
Within the approved R&S plan, responsibility for implementing individual programs lies 
with the agency funding the program. 


x.  Formation of ACTs.  Although interagency teams may deploy under a variety of 
circumstances with ACT-like roles and responsibilities, an ACT requires that a CRSG 
has been formed in Washington, DC, to develop interagency strategic and 
implementation plans, and that the CRSG has concluded that an ACT will be required for 
the implementation of R&S plans.  Establishment of an integration planning cell is not a 
prerequisite to the formation of an ACT and may not be required if the ACT is deployed 
without a military presence.  The strategic planning process will task agencies with 
personnel requirements and establish mission-specific roles, responsibilities, and 
relationships. 


y.  Considerations for ACT formation may include: 


(1)  Mandate.  The USG has determined that an enhanced R&S effort is in the 
national interest; 


(2)  Plans.  The CRSG has developed a comprehensive R&S strategic plan and 
R&S implementation plan (or is in the process of developing one), which assesses that 
field platforms for R&S activities will increase the effectiveness of US efforts to achieve 
stability and begin reconstruction; 


(3)  Deployment Mechanism.  The plans have determined that field platforms 
for R&S activities will facilitate coordination with multinational operations; and 


(4)  HN Support.  The host government (when appropriate) supports the plan. 


z.  ACTs and FACTs deploying into a country to work with military units should 
join those units at their home base whenever possible prior to deployment for orientation, 
integration, and mission planning.  Given differing tours of duty and the desirability of 
maintaining strong, consistent relationships with HN governments, deploying with a 
military unit does not necessarily imply redeploying with that unit. 
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aa.  Operations In-Country.  The COM has ultimate responsibility for the effective 
allocation of personnel for the accomplishment of those elements of the R&S plans under 
COM authority.  In consultation with the COM, the ACT leader reviews the R&S plans 
and recommends what, if any, allocation or exchange of personnel may be necessary 
between the ACT and other sections/agencies of the embassy.  Ideally, many of these 
issues may be decided during predeployment planning.  While this will be very mission-
specific, and the COM ultimately decides upon whatever ACT roles, responsibilities, and 
structures the COM deems desirable, the following notional guidelines may be useful: 


(1)  Reporting.  An ACT leader may report through the DCM to the COM.  The 
ACT should be represented on the country team. 


(a)  Where a country team lacks a representative from an agency now 
participating in the R&S operation, the ACT’s representative from that agency may, in 
addition to their responsibilities to achieve their specific strategic objective, be dual-
hatted as their agency’s senior representative in-country, reporting directly to the COM in 
this capacity;  


(b)  Conversely, where an embassy already has an agency representative, 
that agency’s officer/s on the ACT (if required) may focus their efforts on 
implementation; 


(c)  When appropriate, previously evacuated, or drawn-down embassy 
personnel may be attached to the ACT as it deploys into country;  


(d)  Existing embassy personnel with appropriate skills may be designated 
the lead for specific strategic objectives; and 


(e)  Where an ACT requires more area expertise, an embassy may attach 
officers or local hires to support the ACT or FACTs, as needed. 


(2)  Other Deployed Elements.  Where there are other US civilian and military 
field teams in operation, the COM may authorize the ACT or FACTs to synchronize the 
operations of those teams in time, space, and purpose in support of the R&S plans.  This 
requires careful consideration as to whether these other teams are conducting operations 
related to implementation of the R&S plans. 


bb.  Military/ACT Integration.  When operating with military forces, ACT 
/embassy and FACT delineated operational areas should mirror those of the military 
forces deployed, so that each operational area has a dual US civilian and military 
leadership structure, starting at the COM-JFC level and working to the lowest tactical 
level feasible/necessary.  


cc.  When appropriate, US civilian and military HQ at each level should be co-
located for maximum coordination and effectiveness.  ACT personnel will remain under 
COM authority throughout their deployment. 
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dd.  Specific leadership relationships between civilian and military organizations will 
be established initially in the planning process based on the requirements of the particular 
mission.  Regardless of the particular relationship, it is essential that civilian leaders and 
military commanders at the ACT, FACTs, and their corresponding military units 
exchange LNOs.  The function of LNOs is to maintain the intercommunication between 
elements of military forces or other agencies to ensure mutual understanding and unity of 
purpose and action.  Additionally, they should come equipped with the full range of 
communications capabilities required to maintain contact with their parent organization.  
When colocated with military operations, agreements should be made to share basic 
communications infrastructure. 


ee.  When necessary to support implementation of the R&S plan, ACT personnel 
may be attached directly to military units, and military units or personnel may be attached 
to the ACT, at the discretion of the appropriate level of civilian-military leadership. 


ff.  Coordination with Host Nation.  The primary objective in any R&S operation 
is to identify and work to reduce drivers of conflict and instability and build HN 
government capacity sufficient to put the country on a path towards sustainable peace.  
Although specific ACT and FACT operations could range from direct governance to 
advisory missions to reporting and program-implementation functions, all ACT and 
FACT operations should be conducted with a view towards creating local host 
government capabilities to sustain stable and functional governance. 


gg.  Operational Tempo.  The pace of R&S operations, particularly in the initial 
weeks and months and when operating with military forces, far exceeds that of 
conventional US overseas operations.  It is incumbent on ACT and FACT leaders to 
balance activities to meet planning and reporting requirements, while also providing for 
adequate rest. 


hh.  Interagency “Contingency Fund” Programming.  When available and 
authorized, program funds may be directly managed by an ACT/FACT, or by an agency 
participating in an ACT/FACT for small-scale local programs to enhance R&S efforts.  
For the purpose of this appendix, these funds will be termed “contingency funds.”  These 
funds would be distinct from operating funds the ACT/FACT may have for internal 
operations and management.  They would also be distinct from program funds for 
centrally managed programs, which FACTs may evaluate or monitor, but not directly 
control. 


ii.  Any ACT/FACT allotted contingency funds for use within its operational area 
allocates such funds through a consultative process involving representation from all 
agencies involved in the ACT/FACT.  


jj.  The ACT/FACT regularly reviews the progress of ongoing projects, and review 
project proposals for use of contingency funds under their direct control.  By doing so, 
ACTs/FACTs can synchronize the activities of disparate funding streams, draw upon the 
knowledge of team personnel who have relevant expertise but not direct funding of their 
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own, and ensure that all projects are synchronized in time, space, and purpose to execute 
the implementation plan.  


kk.  Decisions to use contingency funds should be consensus-based, relying on a 
shared understanding of the COP, the R&S plans, and the military operational plan.  All 
decisions and disputes should be put in writing and can be raised to higher levels for 
resolution as required.  To ensure rapid program implementation, ACTs/FACTs, in 
coordination with appropriate military units, may agree to set parameters or thresholds on 
programming contingency funds, such as: 


(1)  Dollar Thresholds.  Only programs exceeding a certain agreed amount 
should be consulted on; 


(2)  Timing.  Projects need not be referred to the ACT in the first 30 days (for 
example); or 


(3)  Key Priority.  A certain issue is so time-sensitive that projects directed to 
addressing it need not be referred to the ACT for approval (this does not imply the 
projects should not be reported or scrutinized to ACT/embassy). 


ll.  The ACT/FACT reviews projects and resources to determine which type of 
available contingency funds would best fill the gap.  The ACT/FACT may identify which 
agency may be the most appropriate to fund and perform a particular project.  In any 
case, agencies retain their own program and financial authorities. 


mm.  Phase-out.  ACTs are organized to assist the COM in implementing the US 
R&S plans.  Planning should anticipate some level of ACT/FACT involvement in the 
country over this time period, or until the crisis subsides or efforts are effectively manned 
through regular USG staff assignments.  This presence may, if appropriate, transition into 
a more traditional US presence.  Factors to influence the phase-out of ACTs/FACTs may 
include: 


(1)  Achieving benchmarks set in the R&S plan which justify phasing out 
relevant elements of the ACTs/FACTs; and 


(2)  An improved security or transportation environment allows the embassy or 
other capital-based US presence to visit and/or influence a local area on a sufficiently 
regular basis as to render a field presence there unnecessary. 


nn.  In addition, the COM or appropriate DOS Regional Assistant Secretary may 
recommend that the ACT/FACTs should be phased out and responsibility for 
implementing the R&S plans transferred to regular embassy staff. 


oo.  It is essential that steady state country planning continue in order to ensure the 
conventional budget process be ready to support normal operations.  


pp.  Additional work is required to determine how ACTs will operate in conjunction 
with multinational operations and for regional deployments. 
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6.  Civilian Response Corps 


a.  The CRC provides the USG with a pool of qualified, trained, and ready to deploy 
civilian professionals to support overseas R&S operations.  Additionally, the CRC 
reinforces regular standing staff in Washington, DC, and overseas in support of R&S 
operations in countries or regions that are at risk of, in, or are in transition from conflict 
or civil strife.  The CRC consists of three complementary components: 


(1)  Active Component officers are full-time USG employees whose specific job 
is to train for, prepare, and staff reconstruction, stabilization, and conflict prevention 
efforts.  They are able to deploy within 48 hours and focus on critical initial interagency 
functions such as assessment, planning, management, administrative, logistical, and 
resource mobilization.  


(2)  Standby Component officers are full-time employees of their departments 
who have specialized expertise useful in R&S operations and are available to deploy 
within 30 days in the event of a reconstruction and/or stabilization operation.  


(3)  Reserve Component officers are US citizens who have committed to be 
available within 45-60 days of call-up to serve as USG temporary employees in support 
of overseas R&S operations.  Reserve officers are critical to efforts to bring “normalcy” 
to countries by filling capabilities career USG employees simply cannot match in 
expertise or in number.   


b.  Because no single USG entity has all of the relevant expertise to deal with these 
threats, the CRS is a partnership of seven departments and agencies: DOS, USAID, 
USDA, DOC, DHHS, DHS, and DOJ. 
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APPENDIX H 
THE INTERAGENCY CONFLICT ASSESSMENT FRAMEWORK 


1.  Overview 


a.  Addressing the causes and consequences of weak and failed states has become an 
urgent priority for the USG.  Conflict both contributes to and results from state fragility.  
To effectively prevent or resolve violent conflict, the USG needs tools and approaches 
that enable coordination of US diplomatic, development, and military efforts in support 
of local institutions and organizations/individuals seeking to resolve their disputes 
peacefully. 


b.  A first step toward a more effective and coordinated response to help states 
prevent, mitigate, and recover from violent conflict is the development of shared 
understanding among USG agencies about the sources of violent conflict or civil strife.  
Achieving this shared understanding of the dynamics of a particular crisis requires both a 
joint interagency process for conducting the assessment and a common conceptual 
framework to guide the collection and analysis of information.  The ICAF is a tool that 
enables an interagency team to assess conflict situations systematically and 
collaboratively.  It supports USG interagency planning for conflict prevention, 
mitigation, and stabilization. 


2.  Purpose 


a.  Using the ICAF can facilitate a shared understanding across relevant USG 
departments and agencies of the dynamics driving and mitigating violent conflict within a 
country that informs US policy and planning decisions. (Note:  agencies will be used in 
this appendix in place of departments and agencies.)  It may also include steps to 
establish a strategic baseline against which USG engagement can be evaluated.  It is 
available for use by any USG agency to supplement interagency planning. 


b.  The ICAF draws on existing methodologies for assessing conflict currently in use 
by various USG agencies as well as IGOs and NGOs.  It is not intended to duplicate 
existing independent analytical processes, such as those conducted within the IC.  Rather, 
it builds upon those and other analytical efforts to provide a common framework through 
which USG agencies can leverage and share the knowledge from their own assessments 
to establish a common interagency perspective.   


c.  The ICAF is distinct from early warning and other forecasting tools that identify 
countries at risk of instability or collapse and describe conditions that lead to outbreaks of 
instability or violent conflict.  The ICAF builds upon their results by assisting an 
interagency team to understand why such conditions may exist and how to best engage to 
transform them.  The ICAF draws on social science expertise to lay out a process by 
which an interagency team will identify societal and situational dynamics known to 
increase or decrease the likelihood of violent conflict.  In addition, the ICAF provides a 
shared, strategic snapshot of the conflict against which future progress can be measured.   
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3.  When to Use the Interagency Conflict Assessment Framework 


a.  An ICAF should be part of the first step in any interagency planning process.  It 
can help to inform the establishment of USG goals, design or reshape activities, 
implement or revise programs, or reallocate resources.  The interagency planning process 
within which an ICAF is performed determines who initiates and participates in an ICAF, 
the time and place for conducting an ICAF, the type of product needed and how the 
product will be used, and the level of classification required. 


b.  Whenever the ICAF is used, all of its analytical steps should be completed.  
However, the nature and scope of the information collected and assessed may be 
constrained by time, security classification, or access to the field. 


c.  The ICAF is a flexible, scalable interagency tool suitable for use in: 


(1)  Engagement and conflict prevention planning. 


(2)  USG R&S contingency planning. 


(3)  USG R&S crisis response planning. 


d.  Engagement/conflict prevention planning may include, but is not limited to:  
embassy preparation for National Defense Authorization Act (NDAA) Section 1207 
funding; request by an embassy or combatant command for interagency assistance in 
understanding and planning to leverage US interests in fragile or at-risk countries; 
development of the CCDRs’ TCP; development of country assistance strategies or 
mission strategic plans; designing interagency prevention efforts for countries listed on 
State Failure Watchlists and Early Warning Systems.  In an engagement or conflict 
prevention effort, there normally will be sufficient time and a sufficiently permissive 
environment to allow a full-scale assessment such as a several day Washington, DC-
based tabletop and several weeks of an in-country verification assessment. 


e.  Reconstruction and Stabilization Contingency Planning.  The ICAF provides 
relevant background concerning existing dynamics that could trigger, exacerbate, or 
mitigate violent conflict.  The ICAF should be a robust element of contingency planning 
by providing critical information for the situation analysis.  A several-day-long 
Washington, DC-based tabletop and/or an in-country verification assessment might prove 
useful when conducting an ICAF as part of this planning process.  Additional information 
on R&S contingency planning can be found in the following S/CRS documents: 
Triggering Mechanisms for ‘Whole-of-Government’ Planning for Reconstruction, 
Stabilization and Conflict Transformation and Principles of the USG Planning 
Framework for Reconstruction, Stabilization and Conflict Transformation. 


f.  Reconstruction and Stabilization Crisis Response Planning.  The ICAF 
provides critical information for the initial step of whole-of-government planning, the 
situation analysis.  The ICAF may be updated as more information and better access 
become available to inform the policy formulation, strategy development, and 
interagency implementation planning steps of the ICAF.  When used for crisis response, 
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the ICAF might be a Washington, DC-based tabletop assessment that could be 
accomplished in as little as one and one-half days or, with longer lead-times to the crisis, 
could take place over several weeks with conversations back and forth between 
Washington and any USG field presence.  For additional information on R&S crisis 
response planning, see Triggering Mechanisms for ‘Whole-of-Government’ Planning for 
Reconstruction, Stabilization and Conflict Transformation and Principles of the USG 
Planning Framework for Reconstruction, Stabilization and Conflict Transformation. 


4.  Roles and Responsibilities 


a.  The process within which an ICAF is used determines which agencies and 
individuals should serve on the team and in what capacities they should serve.  For 
example, an established country team may use the ICAF to inform country assistance 
strategy development, or USAID and S/CRS may co-lead an interagency team to assist in 
developing a NDAA Section 1207 request.  In whole-of-government crisis response 
under the IMS for R&S, an ICAF normally will be part of the strategic planning process 
led by the CRSG Secretariat.  The ICAF might also be used with a key bilateral partner as 
part of collaborative planning.  The agency/individual responsible for managing the 
overall planning process is responsible for proposing the ICAF and requesting necessary 
agency participation. 


b.  Participants in an ICAF assessment should include the broadest possible 
representation of USG agencies with expertise and/or interest in a given situation.  An 
ideal interagency field team would represent diverse skill sets and bring together the 
collective knowledge of USG agencies.  Participants would at a minimum include 
relevant: regional bureaus, sectoral experts, intelligence analysts, and social science or 
conflict specialists.  When used as part of the planning processes outlined in Principles of 
the USG Planning Framework, the team will normally include members of the strategic 
planning team.  This team could be expanded as needed to include local stakeholders and 
international partner representatives. 


c.  Members of the interagency team are responsible for providing all relevant 
information held by their respective agencies to the team for inclusion in the analysis, 
including past assessments and related analyses.  These representatives should also be 
able to reach back to their agencies to seek further information to fill critical information 
gaps identified by the ICAF.   


5.  The Elements of the Interagency Conflict Assessment Framework 


a.  The ICAF can be used by the full range of USG agencies at any planning level.  
Conducting an ICAF might be an iterative process with initial results built upon as the 
USG engagement expands.  For example, an ICAF done in Washington at the start of a 
crisis might be enhanced later by a more in-depth examination in-country.  The level of 
detail into which the ICAF goes will depend upon the conflict and type of USG 
engagement. 
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b.  The two major components of the ICAF are the conflict diagnosis and the segue 
into planning.   


6.  Conflict Diagnosis 


a.  Using the conceptual framework for diagnosing a conflict (see Figure H-1), the 
interagency team will deliver a product that describes the  context; core grievances and 
social/institutional resilience; drivers/mitigators of conflict; and opportunities for 
increasing or decreasing conflict. 


(1)  Context.  The team should evaluate and outline key contextual issues of the 
conflict environment.  Context does not cause conflict but describes often long-standing 
conditions resistant to change.  Context may create preconditions for conflict by 
reinforcing fault lines between communities or contribute to pressures making violence 
appear as a more attractive means for advancing one’s interests.  Context can shape 
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Figure H-1.  Conceptual Framework for Diagnosing a Conflict 
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perceptions of identity groups and be used to manipulate and mobilize constituencies.  
Context may include environmental conditions, poverty, recent history of conflict, youth 
bulge, or conflict-ridden region. 


(2)  Core Grievances and Sources of Social/Institutional Resilience.  The 
team should understand, agree upon, and communicate the concepts of core grievance 
and sources of social/institutional resilience and describe them within the specific 
situation being assessed. 


(a)  Core Grievance.  The perception, by various groups in a society, that 
their needs for physical security, livelihood, interests, or values are threatened by one or 
more other groups and/or social institutions. 


(b)  Sources of Social/Institutional Resilience.  The perception, by various 
groups in a society, that social relationships, structures, or processes are in place and able 
to provide dispute resolution and meet basic needs through nonviolent means. 


(3)  Drivers of Conflict and Mitigating Factors.  The team should understand 
and outline drivers of conflict and mitigating factors, and enumerate those identified 
within the specific situation being assessed.   


(a)  Drivers of conflict refers to the dynamic situation resulting from the 
mobilization of social groups around core grievances.  Core grievances can be understood 
as the potential energy of conflict.  Key individuals translate that potential energy into 
active drivers of conflict. 


(b)  Mitigating factors describe the dynamic situation resulting from the 
mobilization of social groups around sources of social/institutional resilience.  Mitigating 
factors can be understood as the actions produced when key individuals mobilize the 
potential energy of social and institutional resilience. 


(4)  Windows of Vulnerability and Windows of Opportunity.  The team 
should specify opportunities for increasing and decreasing conflict as defined here and 
describe those expected in the near-term, and where possible, in the longer-term. 


(a)  Windows of vulnerability are moments when events threaten to rapidly 
and fundamentally change the balance of political or economic power.  Elections, 
devolution of power, and legislative changes are examples of possible windows of 
vulnerability.  Key individuals/organizations may seize on these moments to magnify the 
drivers of conflict. 


(b)  Windows of opportunity are moments when over-arching identities 
become more important than sub-group identities, for example, when a natural disaster 
impacts multiple groups and requires a unified response.  These occasions may present 
openings for USG efforts to provide additional support for a conflict’s mitigating factors. 
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b.  Conflict Diagnosis Steps.  To determine the preceding elements of the conflict 
dynamic, the designated interagency conflict assessment team (ICAT) should follow a 
series of analytical steps. 


(1)  Step 1:  Establish Context.  All ICAF steps begin with acknowledging the 
context within which the conflict arises.  This is depicted (see Figure H-1) by placing 
each analytical task within a larger circle labeled “Context.”  The arrows going in and out 
of the concentric circles, the rectangle, and the triangle remind the analyst that context 
affects and is affected by each of the other components. 


(2)  Step 2: Understand Core Grievances and Sources of Social and 
Institutional Resilience.  Interacting with Context in Step 1 are the concentric circles 
labeled “Identity Groups,” “Societal Patterns” and “Institutional Performance” (see 
Figure H-1).  In Step 2, the ICAT: 


(a)  Describes identity groups that believe others threaten their identity, 
security, or livelihood.  Identity groups are groups of people that identify with each other, 
often on the basis of characteristics used by outsiders to describe them (e.g., ethnicity, 
race, nationality, religion, political affiliation, age, gender, economic activity, or socio-
economic status). Identity groups are inclined to conflict when they perceive that other 
groups’ interests, needs, and aspirations compete with and jeopardize their identity, 
security, or other fundamental interests. 


(b)  Articulates how societal patterns reinforce perceived deprivation, 
blame, and intergroup cleavages and/or how they promote comity and peaceful resolution 
of intergroup disputes.  Societal patterns associated with conflict reinforce group 
cleavages, for example: elitism, exclusion, corruption/rent-seeking, chronic state capacity 
deficits (e.g., systematic economic stagnation, scarcity of necessary resources, 
ungoverned space), and unmet expectations (e.g., lack of a peace dividend, land tenure 
issues, disillusionment, and alienation).  Impacts of societal patterns often include 
negative economic consequences for disadvantaged groups. 


(c)  Explains how poor or good institutional performance aggravates or 
contributes to the resolution of conflict.  Institutional performance considers formal (e.g., 
governments, legal systems, religious organizations, public schools, security forces, 
banks and economic institutions) and informal (e.g., traditional mechanisms for resolving 
disputes, family, clan/tribe, armed groups, and patrimonialism) social structures to see 
whether they are performing poorly or well and whether they contribute to conflict and 
instability or manage or mitigate it.  In assessing institutional performance, it is important 
to distinguish between outcomes and perceptions.  Institutional outcomes are results that 
can be measured objectively; perceptions are the evaluative judgments of those outcomes.  
Understanding how outcomes are perceived by various groups within a society, 
especially in terms of their perceived effectiveness and legitimacy, is an important 
component of conflict diagnosis. 


(d)  The ICAT completes Step 2 by listing Core Grievances and Sources 
of Social and Institutional Resilience. 
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(3)  Step 3:  Identify Drivers of Conflict and Mitigating Factors.  In Step 3 of 
the analysis, the ICAT identifies key individuals/groups that are central to producing, 
perpetuating, or profoundly changing the societal patterns or institutional performance 
identified in Step 2.  The ICAT should identify whether they are motivated to mobilize 
constituencies toward inflaming or mitigating violent conflict and what means are at their 
disposal.  To perform the analysis in Step 3, the ICAT: 


(a)  Identifies: 


1.  WHO.  People, organizations, or groups who, because of their 
leadership abilities and/or power (e.g., political position, moral authority, charisma, 
money, weapons): 


a.  Have an impact on societal patterns/institutional performance. 


b.  Are able to shape perceptions and actions and mobilize people 
around core grievances or social and institutional resilience.   


c.  Are able to provide the means (money, weapons, information) 
to support others who are mobilizing people around core grievances or social and 
institutional resilience. 


2.  WHERE.  Look for key individuals in leadership positions in 
governing, social or professional organizations or networks (either within or external to a 
state or territory), including private business, religious organizations, government 
positions (including police forces, judicial system, and military), informal and illicit 
power structures, media, and academic institutions.   


3.  WHAT and HOW.  Understand key individuals’ motivations and 
means by describing: 


a.  What motivates them to exert influence on each of the political, 
economic, social and security systems in a country or area.  


b.


(b)  Determines key individuals’: 


  How they exert influence (e.g., leadership capacity, moral 
authority, personal charisma, money, access to resources or weapons, networks or 
connections). 


1.  Objectives that promote violence or promote peaceful alternatives. 


2.  Means and resources available to accomplish those objectives, 
including: 


a.  Capacity for violence/intimidation. 
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b.  Financial resources (including taxes, “protection” fees, support 
from external individuals/groups). 


c.  Valuable primary commodities (e.g., labor, information, forest 
products, minerals, high value crops). 


d.  Control of media outlets. 


e.


(c)  Using the information generated on key individuals/groups, the ICAT 
draft brief narrative statements describing “why” and “how” they mobilize constituencies 
around core grievances and, separately, around sources of social and institutional 
resilience.  Each statement relating to core grievances becomes an entry in the list of 
drivers of conflict, and each relating to sources of social and institutional resilience 
becomes an entry in the list of mitigating factors. 


  Mass support. 


(d)  The ICAT completes Step 3 of the analysis by listing the drivers of 
conflict and, separately, the mitigating factors by the strength of their impact on the 
conflict.   


(4)  Step 4:  Describe Windows of Vulnerability and Windows of 
Opportunity.  “Windows” are moments in time when events or occasions provoke 
negative or positive changes in the status quo.  In Step 4, the ICAT: 


(a)  Identifies potential situations that could contribute to an increase in 
violent conflict.  Windows of vulnerability are potential situations that could trigger 
escalation of conflict (e.g., by contributing to confirmation of the perceptions underlying 
core grievances) and often result from large-scale responses to  an increase of uncertainty 
during elections or following an assassination, an exclusion of parties from important 
events such as negotiations or elections, or attempts to marginalize disgruntled followers. 


(b)  Identifies potential situations that might offer opportunities for 
mitigating violent conflict and promoting stability.  Windows of opportunity describe 
the potential situations that could enable significant progress toward stable peace (e.g., 
through conditions where core grievances can be reconciled and sources of social and 
institutional resilience can be bolstered) such as those where overarching identities 
become important to disputing groups, where natural disasters impact multiple identity 
groups and externalities require a unified response or a key leader driving the conflict is 
killed. 


(c)  The ICAT completes Step 4 by considering windows of vulnerability 
and windows of opportunity and prioritizing drivers and mitigating factors identified 
in Step 3.  The ICAT uses the list of prioritized drivers and mitigating factors as the basis 
for its findings whether those findings are:  priorities for the whole-of-government 
assistance working group setting parameters for a DOS Office of Foreign Assistance 
country assistance strategy; recommendations to a country team preparing an application 
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for NDAA Section 1207 funding; or recommendations to a whole-of-government R&S 
crisis response planning or R&S contingency planning team. 


7.  Segue into Planning 


a.  When an ICAF is undertaken to support R&S crisis response planning or R&S 
contingency planning, the findings of the conflict diagnosis feed into situation analysis 
and policy formulation steps of the planning process in Principles of the USG Planning 
Framework for Reconstruction, Stabilization and Conflict Transformation. 


b.  When an ICAF is undertaken to support interagency engagement or conflict 
prevention planning, after completing the diagnosis, the ICAT begins preplanning 
activities.  During the segue into these types of planning, the ICAT maps existing 
diplomatic and programmatic activities against the prioritized lists of drivers of conflict 
and mitigating factors to identify gaps in current efforts as they relate to conflict 
dynamics, it is not intended as an evaluation of the overall impact or value of any 
program or initiative. The ICAT uses these findings as a basis for making 
recommendations to planners on potential entry points for USG activities.   


c.  Steps for Engagement and Conflict Prevention Planning 


(1)  Specify current USG activities (listing USG agencies present in the country 
and the nature and scope of their efforts).   


(a)  Identify the impact of these efforts on drivers of conflict and mitigating 
factors.   


(b)  Identify efforts that target similar outcomes and coordination 
mechanisms in place.   


(2)  Specify current efforts of non-USG participants, including bilateral 
agencies, multi-lateral agencies, NGOs, the private sector, and local entities.   


(a)  Identify the impact of the efforts on the drivers of conflict and 
mitigating factors.   


(b)  Identify efforts that target similar outcomes (including USG efforts) and 
coordinating mechanisms in place.   


(3)  Identify drivers of conflict and mitigating factors not sufficiently addressed 
by existing efforts (i.e., gaps).   


(4)  Specify challenges to addressing the gaps.   


(5)  Referring to windows of vulnerability, describe risks associated with failure 
to address the gaps.   
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(6)  Referring to windows of opportunity, describe opportunities to address the 
gaps.   


d.  The ICAT draws on the information generated in segue into planning to 
determine potential entry points for USG efforts.  The description of these entry points 
should explain how the dynamics outlined in the ICAF diagnosis may be susceptible to 
outside influence.   
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APPENDIX J 
EXAMPLE GUIDELINES FOR RELATIONS BETWEEN THE  


ARMED FORCES OF THE UNITED STATES AND OTHER ORGANIZATIONS 
 


The US Institute of Peace facilitated the development of the following guidelines 
with the participation of the Armed Forces of the United States, DOS, USAID, and the 
NGO community. 


GUIDELINES FOR RELATIONS BETWEEN US ARMED FORCES AND 
NON-GOVERNMENTAL HUMANITARIAN ORGANIZATIONS 


On March 8, 2005, the heads of major US humanitarian organizations and 
US civilian and military leaders met at the US Institute of Peace (USIP) to 
launch a discussion on the challenges posed by operations in combat 
and other nonpermissive environments.  The Working Group on Civil-
Military Relations in Nonpermissive Environments, facilitated by USIP, 
was created as a result of this meeting. 


InterAction, the umbrella organization for many US nongovernmental 
organizations (NGOs), has coordinated the non-governmental delegation.  
Representatives from the Department of Defense (DOD), the Joint Chiefs 
of Staff, the State Department, and the US Agency for International 
Development have participated on behalf of the US Government.   


1  Recommended Guidelines 


The following guidelines should facilitate interaction between US Armed 
Forces and Non-Governmental Organizations (see Key Terms) belonging 
to InterAction that are engaged in humanitarian relief efforts in hostile or 
potentially hostile environments.  (For the purposes of these guidelines, 
such organizations will henceforth be referred to as Non-Governmental 
Humanitarian Organizations, or NGHOs.)  While the guidelines were 
developed between the DOD and InterAction, DOD intends to observe 
these guidelines in its dealings with the broader humanitarian assistance 
community.  These guidelines are not intended to constitute advance 
endorsement or approval by either party of particular missions of the 
other but are premised on a de facto recognition that US Armed Forces 
and NGHOs have often occupied the same operational space in the past 
and will undoubtedly do so in the future.  When this does occur, both 
sides will make best efforts to observe these guidelines, recognizing that 
operational necessity may require deviation from them.  When breaks with 
the guidelines occur, every effort should be made to explain what 
prompted the deviation in order to promote transparency and avoid 
distraction from the critical task of providing essential relief to a 
population in need. 


 A.  For the US Armed Forces, the following guidelines should be 
observed consistent with military force protection, mission 
accomplishment, and operational requirements: 
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  1.  When conducting relief activities, military personnel should 
wear uniforms or other distinctive clothing to avoid being mistaken for 
NGHO representatives.  US Armed Forces personnel and units should not 
display NGHO logos on any military clothing, vehicles, or equipment.  
This does not preclude the appropriate use of symbols recognized under 
the law of war, such as a red cross, when appropriate.  US Armed Forces 
may use such symbols on military clothing, vehicles, and equipment in 
appropriate situations. 


  2.  Visits by US Armed Forces personnel to NGHO sites should be 
by prior arrangement. 


  3.  US Armed Forces should respect NGHO views on the bearing 
of arms within NGHO sites. 


  4.  US Armed Forces should give NGHOs the option of meeting 
with US Armed Forces personnel outside military installations for 
information exchanges. 


  5.  US Armed Forces should not describe NGHOs as “force 
multipliers” or “partners” of the military, or in any other fashion that could 
compromise their independence and their goal to be perceived by the 
population as independent. 


  6.  US Armed Forces personnel and units should avoid interfering 
with NGHO relief efforts directed toward segments of the civilian 
population that the military may regard as unfriendly.   


  7.  US Armed Forces personnel and units should respect the 
desire of NGHOs not to serve as implementing partners for the military in 
conducting relief activities.  However, individual NGOs may seek to 
cooperate with the military, in which case such cooperation will be carried 
out with due regard to avoiding compromise of the security, safety, and 
independence of the NGHO community at large, NGHO representatives, or 
public perceptions of their independence. 


 B.  For NGHOs, the following guidelines should be observed: 


  1.  NGHO personnel should not wear military-style clothing.  This 
is not meant to preclude NGHO personnel from wearing protective gear, 
such as helmets and protective vests, provided that such items are 
distinguishable in color/appearance from US Armed Forces issue items. 


  2.  NGHO travel in US Armed Forces vehicles should be limited to 
liaison personnel to the extent practical. 


  3.  NGHOs should not have facilities co-located with facilities 
inhabited by US Armed Forces personnel. 


  4.  NGHOs should use their own logos on clothing, vehicles, and 
buildings when security conditions permit. 
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  5.  NGHO personnel’s visits to military facilities/sites should be 
by prior arrangement. 


  6.  Except for liaison arrangements detailed in the sections that 
follow, NGHOs should minimize their activities at military bases and with 
US Armed Forces personnel of a nature that might compromise their 
independence. 


  7.  NGHOs may, as a last resort, request military protection for 
convoys delivering humanitarian assistance, take advantage of essential 
logistics support available only from the military, or accept evacuation 
assistance for medical treatment or to evacuate from a hostile 
environment.  Provision of such military support to NGHOs rests solely 
within the discretion of the military forces and will not be undertaken if it 
interferes with higher priority military activities.  Support generally will be 
provided on a reimbursable basis in accordance with applicable US law. 


 C.  Recommendations on forms of coordination, to the extent 
feasible, that will minimize the risk of confusion between military and 
NGHO roles in hostile or potentially hostile environments, subject to 
military force protection, mission accomplishment, and operational 
requirements are: 


  1.  NGHO liaison officer participation in unclassified security 
briefings conducted by the US Armed Forces. 


  2.  Unclassified information sharing with the NGHO liaison officer 
on security conditions, operational sites, location of mines and 
unexploded ordnance, humanitarian activities, and population 
movements, insofar as such unclassified information sharing is for the 
purpose of facilitating humanitarian operations and the security of staff 
and local personnel engaged in these operations. 


  3.  Liaison arrangements with military commands prior to and 
during military operations to deconflict military and relief activities, 
including for the purpose of protection of humanitarian installations and 
personnel and to inform military personnel of humanitarian relief 
objectives, modalities of operation, and the extent of prospective or 
ongoing civilian humanitarian relief efforts. 


  4.  Military provision of assistance to NGHOs for humanitarian 
relief activities in extremis when civilian providers are unavailable or 
unable to do so.  Such assistance will not be provided if it interferes with 
higher priority military activities. 


2  Recommended Processes 


 A.  Procedures for NGHO/military dialogue during contingency 
planning for DOD relief operations in a hostile or potentially hostile 
environment: 
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  1.  NGHOs engaged in humanitarian relief send a small number of 
liaison officers to the relevant combatant command for discussions with 
the contingency planners responsible for designing relief operations. 


  2.  NGHOs engaged in humanitarian relief assign a small number 
of liaison officers to the relevant combatant command (e.g., one liaison 
was stationed at United States Central Command  for 6 of the first 12 
months of the war in Afghanistan, and one was in Kuwait City before US 
forces entered Iraq in 2003). 


  3.  The relevant military planners, including but not limited to the 
Civil Affairs representatives of the relevant commander, meet with 
humanitarian relief NGHO liaison officers at a mutually agreed location. 


 B.  Procedures for NGHOs and the military to access assessments of 
humanitarian needs.  US military and NGHO representatives should 
explore the following:   


  1.  Access to NGHO and military assessments directly from a 
DOD or other US Government Web site. 


  2.  Access to NGHO and military assessments through an NGO 
serving in a coordination role and identifying a common Web site. 


  3.  Access to NGHO and military assessments through a US 
Government or United Nations (UN) Web site. 


 C.  Procedures for NGHO liaison relationships with combatant 
commands that are engaged in planning for military operations in hostile 
or potentially hostile environments.  (NGHO liaison personnel are 
provided by the NGHO community): 


  1.  The NGHO liaison officer should not be physically located 
within the military headquarters, but if feasible should be close to it in 
order to allow for daily contact. 


  2.  The NGHO liaison officer should have appropriate access to 
senior-level officers within the combatant commands and be permitted to 
meet with them as necessary and feasible.   


  3.  There should be a two-way information flow.  The NGHO 
liaison officer should provide details on NGHO capabilities, infrastructure 
if any, plans, concerns, etc.  The military should provide appropriate 
details regarding minefields, unexploded ordnance, other hazards to 
NGHOs, access to medical facilities, evacuation plans, etc. 


  4.  The NGHO liaison officer should have the opportunity to brief 
military commanders on NGHO objectives, the Code of Conduct of the 
International Federation of Red Cross and Red Crescent Societies (IFRC) 
and NGOs Engaged in Disaster Relief, the United Nations Inter-Agency 
Standing Committee (IASC) Guidelines, country-specific guidelines based 
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on the IASC Guidelines, and, if desired, The Sphere Project Humanitarian 
Charter and Minimum Standards in Disaster Response.  US Armed Forces 
personnel should have the opportunity to brief NGHOs, to the extent 
appropriate, on US Government and coalition goals and policies, 
monitoring principles, applicable laws, and rules of engagement, etc. 


  5.  The NGHO liaison officer could continue as a liaison at higher 
headquarters even after a Civil-Military Operations Center (CMOC) or 
similar mechanism is established in-country.  Once this occurs, liaison 
officers of individual NGHOs could begin coordination in-country through 
the CMOC for civil–military liaison. 


 D.  Possible organizations that could serve as a bridge between 
NGHOs and US Armed Forces in the field2, e.g., US Agency for 
International Development’s (USAID’s) Office of Military Affairs, State 
Department’s Office of the Coordinator for Reconstruction and 
Stabilization (S/CRS), and the UN’s Humanitarian Coordinator: 


  1.  If the US Agency for International Development or the State 
Department’s Office of the Coordinator for Reconstruction and 
Stabilization agree to serve a liaison function, they should be prepared to 
work with the broader NGHO community in addition to US Government 
implementing partners.   


  2.  The UN’s Humanitarian Coordinator or his/her representative 
could be a strong candidate to serve as liaison because he/she normally 
would be responsible for working with all NGHOs and maintaining contact 
with the host government or a successor regime. 


Key Terms 


Non-Governmental Organizations (NGOs): In wider usage, the term NGO 
can be applied to any nonprofit organization that is independent from 
government.  However, for the purposes of these guidelines, the term 
NGO refers to a private, self-governing, not-for-profit organization 
dedicated to alleviating human suffering; and/or promoting education, 
health care, economic development, environmental protection, human 
rights, and conflict resolution; and/or encouraging the establishment of 
democratic institutions and civil society.  (JP 3-08/JP 1-02) 


Non-Governmental Humanitarian Organizations (NGHOs): For the 
purposes of these guidelines, NGHOs are organizations belonging to 
InterAction that are engaged in humanitarian relief efforts in hostile or 
potentially hostile environments.  NGHOs are a subset of the broader 
NGO community. 


Independence for NGHOs: Independence is defined in the same way as it 
is in the Code of Conduct of the International Federation of Red Cross and 
Red Crescent Societies (IFRC) and NGOs Engaged in Disaster Relief; 
independence is defined as not acting as an instrument of government 
foreign policy.  NGHOs are agencies that act independently from 
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governments.  NGHOs, therefore, formulate their own policies and 
implementation strategies and do not seek to implement the policy of any 
government, except insofar as it coincides with their own independent 
policies.  To maintain independence, NGHOs will never knowingly—or 
through negligence—allow themselves, or their employees, to be used to 
gather information of a political, military, or economically sensitive nature 
for governments or other bodies that may serve purposes other than 
those that are strictly humanitarian, nor will they act as instruments of 
foreign policy of donor governments. 


InterAction:  InterAction is the largest coalition of US-based international 
development and humanitarian nongovernmental organizations.  With 
over 165 members operating in every developing country, InterAction 
works to overcome poverty, exclusion, and suffering by advancing basic 
dignity for all. 


1 The InterAction delegation includes CARE, Catholic Relief Services, the 
International Medical Corps, the International Rescue Committee, Mercy 
Corps, Refugees International, Save the Children, and World Vision. 


2 In situations in which there is no actor to serve as a bridge, a US military 
Civil Affairs cell could serve as a temporary point-of-contact between 
NGHOs and other elements of the US Armed Forces. 


SOURCE:  US Institute of Peace 
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APPENDIX K 
UNITED STATES AGENCY FOR INTERNATIONAL DEVELOPMENT 


CIVILIAN-MILITARY COOPERATION POLICY 
 


Interaction between the civilian and military sides of the USG has received renewed 
attention during recent operations.  Those in the developing world who do not have 
access to suitable economic activities may turn to violent extremist organizations, which 
sometimes offer basic economic necessities and community infrastructure such as 
schools, medical clinics, and utilities.  These groups can also offer a sense of belonging.  
Development is the traditional method of creating economic opportunity in these regions.  
However, as home to extremist organizations, these areas are often dangerous, making 
development work difficult, if not impossible.  The military can secure these areas, but 
without proper development assistance, this security is unsustainable.  Civilian-military 
cooperation resolves this dilemma by giving military and development activities equal 
standing in a single, coordinated effort.   


UNITED STATES AGENCY FOR INTERNATIONAL DEVELOPMENT 
CIVILIAN-MILITARY COOPERATION POLICY 


 
1.  PURPOSE 
 
This policy establishes the foundation for the United States Agency for 
International Development (USAID) cooperation with the United States 
Department of Defense (DOD) in the areas of joint planning, assessment 
and evaluation, training, implementation, and strategic communication.  
This cooperation is designed to facilitate a whole-of-government 
approach in which US Government (USG) agencies work within their 
mandated areas of responsibility in a more coherent way to provide a 
coordinated, consistent response in pursuit of shared policy goals to 
include, inter alia, humanitarian relief efforts, counter-terrorism initiatives, 
civil affairs programs, and reconstruction and stabilization efforts.   
 
Such improved cooperation is a critical element of stabilization efforts in 
fragile states, particularly in pre- and post-conflict environments.  This 
paper clarifies, formalizes, and defines the parameters of USAID’s 
interaction with DOD.  It complements the efforts of the Department of 
State, Office of the Coordinator for Reconstruction and Stabilization 
(S/CRS), to define a broader civilian interagency engagement with DOD.  
DOD representatives in the field and in Washington do not seek to 
supplant USAID’s role, but rather look to the Agency for guidance in 
identifying how the military can play a more supportive role in USAID’s 
development activities. 
 
The companion internal document, Civilian-Military Cooperation 
Implementation Guidelines, further details functional areas for USAID 
DOD cooperation and provides legal guidance on operational issues and 
illustrative approaches for implementing this policy framework.   
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 The present policy is not intended to modify or supplant existing USAID 
policies regarding disaster response activities.  Standard operating 
procedures of the Office of US Foreign Disaster Assistance (OFDA), 
Bureau for Democracy, Conflict, and Humanitarian Assistance (DCHA), 
will continue to be used in these situations. 


 
KEY TERMS 


 
SSTRO: Stability, Security, Transition, and Reconstruction 
Operations.  A term employed, primarily by the military community, to 
refer to the complex non-lethal activities that may precede, 
accompany, or follow a conflict.  The DOD defines Stability 
Operations as “military and civilian activities conducted across the 
spectrum from peace to conflict to establish or maintain order in 
States and regions.” 
 
Three-D Approach: A policy that recognizes the importance of 
Defense, Diplomacy, and Development as partners in the conduct of 
foreign operations, particularly in the developing world. 


 
2.  BACKGROUND 
 
Development is a cornerstone of national security, along with diplomacy 
and defense.  Development is also recognized as a key element of any 
successful whole-of-government counterterrorism and counter-
insurgency effort.  The Departments of State and Defense have issued 
policy guidance and directions to guide their organizations in support of 
the National Security Strategy.  The policy defined herein is designed to 
complement those efforts and clarify the role of USAID as a key part of the 
interagency process.  It places stabilization efforts as a key element of 
USAID’s development mission.  The 2006 National Security Strategy (NSS) 
acknowledges that weak and impoverished states and ungoverned areas 
are not only a threat to their people and a burden on regional economies, 
but are also susceptible to exploitation by terrorists, tyrants, and 
international criminals.  The relationship between poverty and insecurity 
is complex, and not reducible to a simple formula, but many of the 
indicators of instability and insecurity are associated with poverty and 
inadequate governance.  Accordingly, the NSS pledges that the United 
States will work to bolster threatened states, provide relief in times of 
crisis, and build capacity in developing states to increase their ability to 
govern and provide basic services.  Foreign policy institutions, including 
USAID, must therefore address the challenges and opportunities of the 
twenty-first century.  The realities of the twenty-first century campaign 
against terrorism and the need to prevent violent extremism and its 
underlying causes have highlighted the need to adapt the DOD and 
civilian structures to work more effectively together. 
 
Department of Defense Directive (DODD) 3000.05 (November 2005) 
indicates that stability operations are a core US military mission that the 
DOD shall be prepared to conduct and support.  They shall be given 
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priority comparable to combat operations and be explicitly addressed and 
integrated across all DOD activities.  The Directive acknowledges that 
many of the tasks and responsibilities associated with reconstruction and 
stabilization operations are not ones for which the military is necessarily 
best suited.  However, in the absence of civilian capacity to carry out 
these tasks, the capabilities will be developed within the military.  
Manifestations of this Directive are appearing in new DOD guidance and 
doctrine documents across the spectrum of DOD activity. 
 
National Security Presidential Directive 44, issued in December 2005, 
empowers the Secretary of State to improve coordination, planning, and 
implementation for reconstruction and stabilization (R&S) assistance for 
foreign states and regions at risk of, in, or in transition from conflict or 
civil strife.  The Presidential Directive establishes that the Secretary of 
State, supported by a Coordinator for Reconstruction and Stabilization 
(S/CRS), shall coordinate and lead integrated United States Government 
efforts, involving all US Departments and Agencies with relevant 
capabilities, to prepare, plan for, and conduct stabilization and 
reconstruction activities.  When the US military is involved, the Secretary 
of State is responsible for coordinating with the Secretary of Defense to 
ensure harmonization with any planned or ongoing US military operations 
across the spectrum of conflict.  
 
Peace and Security is one of the five objectives outlined in the Framework 
for US Foreign Assistance (2006).  International development increasingly 
benefits from—and requires—close cooperation between civilians and the 
military.  In unstable areas in which USAID frequently works, development 
and security are intertwined and interdependent.  The absence of a stable 
and secure environment constrains the provision of development 
assistance, and without development assistance, security will remain 
unsustainable.  In humanitarian, stabilization, and reconstruction 
operations, US and international armed forces have long made invaluable 
contributions in logistics, planning, and implementation to save lives, 
build infrastructure, transport materials, and other efforts that benefit 
development.  DOD acknowledges that USAID’s expertise in building the 
capacity of local institutions is key to stability and reconstruction.  Close 
cooperation will enhance the likelihood that Defense funded programs are 
consistent with development principles, while ensuring the achievement 
of overall national security objectives. 
 
3.  POLICY STATEMENT 
 
It is USAID’s policy for all operating units to cooperate with DOD in joint 
planning, assessment and evaluation, training, implementation, and 
communication in all aspects of foreign assistance activities where both 
organizations are operating, and where civilian-military cooperation will 
advance USG foreign policy.  Cooperation by all relevant operating units, 
whether in Washington or in the field, will strengthen coordination, 
planning, and implementation of assistance to states and regions at risk 
of, in, or in transition from violent conflict or civil strife.  USAID is 
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committed to a comprehensive, coherent whole-of-government approach 
and will partner with other USG entities to strengthen efforts to prepare, 
plan for, and conduct conflict mitigation, management, and stabilization 
assistance. 
 
4.  GUIDING PRINCIPLES 
 
4.1(a) Cooperation with the DOD will not divert USAID resources away 
from its development mission or the principles of effective development 
assistance.  USAID is the lead US government agency for US foreign 
assistance planning and programming.  It works in fragile states and post-
conflict environments which often require program adjustments without 
compromise of its overarching mission to improve the capacity of local 
institutions, improve the host country’s ability to assure stability, and 
achieve sustainable development. 
 
4.1(b) In order to maximize the chance for successful outcomes, USAID 
will strive to ensure that solutions for short term objectives are consistent 
with long-term goals.  USAID recognizes that conflicts often produce a 
need for immediate stabilization and reconstruction programs.  Short-
term stabilization activities, once completed, become the foundation upon 
which the longer-term development agenda can grow. 
 
4.2 USAID will continue to maintain its long-standing relationships and 
work with a variety of partners.  Since the USG’s primary expertise in 
international development resides at USAID, it will continue to lead and 
serve as principal advisor on development issues.  Soliciting and 
maintaining the support of local populations and host governments, 
including the long-standing USAID practice of hiring and training Foreign 
Service Nationals (FSN), is critical to the success of joint USAID DOD 
efforts. 
 
5.  USAID ROLE AND RESPONSIBILITIES 
 
5.1 As the USG’s primary resource for expertise in international 
development, USAID seeks to influence the development dimensions of 
DOD strategic plans and implementation activities.  Within the USG, 
USAID offers the comparative advantage of its field presence and its pool 
of skilled, experienced development and humanitarian assistance 
professionals.  These assets must be better utilized in tandem with DOD 
to help further the overall national security objectives of the US. 
 
5.2 USAID will strengthen its planning, training, and implementation 
capacity to contribute to interagency security, stability, transition, and 
reconstruction operations.  This recognizes the need to reduce the long-
standing imbalance between the military and civilian components of the 
USG whole-of-government response to unstable, conflict-prone, and post- 
conflict states. 
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5.3 Opportunities for civil-military cooperation will take place at many 
levels and will depend upon the context and USG objectives.  At the 
regional level, USAID will exchange officers with all appropriate 
Geographic Combatant Commands and place Senior Development 
Advisors within the Combatant Commands to improve coordination and 
communication and to promote program synchronization and 
effectiveness.  In the field, USAID staff collaborate with US military 
officials at post to develop integrated approaches to country-specific 
security and development challenges.  At headquarters, USAID will 
coordinate with DOD representatives through Principals’ Committees, 
Deputies’ Committees, or other regional and functional Policy 
Coordinating Committees, and among other fora. 
 
5.4 USAID will seek to improve the preparedness of its personnel to 
operate in coordination with DOD, through improved pre-deployment 
training; recruiting and retaining personnel with military experience as 
appropriate; emphasizing the career enhancing nature of interagency and 
civilian-military assignments; training FSN personnel in effective civilian-
military cooperation; developing exchange and fellowship programs with 
the DOD; and while maintaining USAID’s priorities, ensuring training and 
tour schedules can be adapted to synchronize with those of counterpart 
military units.   
 
5.5 DOD clearly recognizes the critical role of civilian involvement and 
expertise in addressing today’s challenges and opportunities, and seeks 
input on how it cooperates with and complements broader efforts led by 
USAID and other USG departments and agencies.  USAID believes that the 
most significant contribution of DOD to the achievement of development 
goals is through long-term, strategic military-to-military engagement.  
USAID looks to DOD to lead, coordinate, and communicate the in-theater 
DOD response for security cooperation.  This policy recognizes that 
coordination with the DOD is one aspect of our vital role in US national 
security, but it also reiterates that DOD should not substitute for civilian 
capabilities. 


 
SOURCE:  United States Agency for International Development, July 2008 
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APPENDIX L 
JOINT FORCE HEADQUARTERS-STATE 


1.  General 


a.  The National Guard is “forward-based” in 3,200 communities throughout the United 
States; the territories of Guam, Virgin Islands, and Puerto Rico; and the District of 
Columbia.  The National Guard is readily available to conduct domestic operations, 
including HD and CS activities.  The National Guard routinely interacts with local law 
enforcement, first responders, and Title 10, USC, forces and is experienced in supporting 
neighboring communities in times of crisis.  The National Guard has both federal and state 
responsibilities (specified in the Constitution of the United States, Title 10, USC, and Title 
32, USC, and applicable state constitutional provisions and statutes).  The National Guard 
operates not only as reserve components of the Army and the Air Force supporting the 
President in time of war and in national contingencies, but also as an organized militia 
supporting governors in domestic contingencies.  Other Service/component commanders and 
staffs should bear in mind that the statutory roles and authorities of National Guard forces, 
when acting under state control, will vary from state to state. 


b.  The non-federalized National Guard is commanded and controlled by the governor 
and through TAG of each state or in the case of the District of Columbia, by SecDef through 
the commanding general of the District of Columbia National Guard.  TAG exercises C2 
through an NG JFHQ-State, which is comprised of ARNG and ANG members of that state.  
Additionally, some states maintain organized militias, generally referred to as state defense 
forces, which are generally integrated as additional forces under the command of the 
governor through TAG.  Such forces may be integrated with Army and ANG forces during 
emergency response.  Such forces remain under state control at all times and are not subject 
to DOD direction, regulations, or policy in any circumstances.  The NG JFHQ-State is 
designed to correspond to the HQ staff of a combatant command in order to facilitate a joint 
approach to plans, operations, and military-to-military coordination (Figure L-1).  The model 
depicted below may be tailored according to state resources and requirements. 


c.  NG JFHQ-State gives DOD a focused communications channel through NGB 
between OSD, JS and CCDRs (e.g., CDRUSNORTHCOM, CDRUSPACOM), and the non-
federalized National Guard; joint C2 for non-federalized National Guard operations; and a 
joint C2 capability in each state for Title 10, USC, (federal) HD, CS, and other related 
operations.  In this respect, NG JFHQ-State is able to bridge the state and federal 
components of government and also bridge the active and reserve components of the US 
military in a way that complements the constitutional roles and authorities of the state and 
federal governments.  In addition, NG JFHQ-State: 


(1)  Provides specific C2 and integration capabilities derived from the DOD strategy 
for HD and CS.  The focus is shared situation awareness and unity/continuity of effort under 
frequently complex command relationships and overlapping authorities. 
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(2)  Facilitates integration of DOD joint capabilities with local, state, and federal 
agencies throughout the HD, CS, and emergency preparedness operational spectrums. 


(3)  Improves unity of effort among military organizations of all services and 
components.  


(4)  Creates synergy in many states where TAG is also the state HS and/or 
emergency operations director. 


 
Figure L-1.  Example of National Guard Joint Force Headquarters-State  


Organization Model 


EXAMPLE OF NATIONAL GUARD JOINT FORCE 
HEADQUARTERS – STATE ORGANIZATION MODEL


LEGEND


USPFO


Special
Staff


TAG


DJS/Chief,
Joint Staff


Personal
Staff


Land
Component


Air
Component A-StaffG-Staff


J-1 J-2


Air Force Army Joint


J-3 J-4 J-5 J-6 J-7


A-Staff Air component general staff
DJS director joint staff
G-Staff Army component general staff
J-1 manpower and personnel directorate 


of a joint staff
J-2 intelligence directorate of a joint staff
J-3 operations directorate of a joint staff
J-4 logistics directorate of a joint staff


J-5 plans directorate of a joint staff
J-6 communications system directorate 


of a joint staff
J-7 training and force development 


directorate of a joint staff
TAG The adjutant general
USPFO US Property and Fiscal Officer







 Joint Force Headquarters-State 


L-3 


(5)  Enhances states’ ability to plan and operate in joint, interagency, and 
intergovernmental environments. 


(6)  Plans, monitors, assesses, and guides the execution of TAG/commander 
decisions while maintaining and promoting situational awareness by all partners. 


(7)  Maintains a deployable communications element.  NG JFHQ-State may have 
joint incident site communications capability available for HD and CS operations. 


2.  National Guard Joint Force Headquarters-State 


The NG JFHQ-State maintains trained and equipped forces as reserve components of the 
Army and Air Force and performs missions as directed by the governor of that state or, when 
federalized, by the President or appropriate federal authorities.  The NG JFHQ-State 
exercises C2 of all ARNG and ANG forces and any ARNG or ANG forces of other states 
that are operating in that state under EMACs.  In accordance with policies and procedures 
established by SecDef, Secretary of the Army, and Secretary of the Air Force, the NG JFHQ-
State is prepared to provide one or more JTF command elements; provides expertise and 
situational awareness to DOD authorities to facilitate integration of federal and state 
activities; participates in federal domestic preparedness planning, training, and exercises; and 
develops plans coordinated with local, state, and federal authorities and agencies.   


3.  National Guard Bureau Joint Coordination Center 


The NGB Joint Coordination Center provides 24/7/365 support for data fusion between 
state JOCs, interstate collaboration, and situational awareness/information sharing between 
USNORTHCOM, USPACOM and, through the DOD, to other federal agencies in support of 
domestic operations.  It enables CNGB’s SecDef-directed responsibility as the channel of 
communication between DOD components and the National Guard. 


4.  National Guard Joint Force Headquarters-State Joint Operations Center 


The NG JFHQ-State JOC is the fusion center for all state (territory) military operations.  
As the focal point for all domestic operational matters, its primary tasks are to initiate, 
monitor, alert, notify, and report on all activities ranging from natural or man-made disasters, 
terrorist attacks, or any civil-military related incidents in the state or territory.  The NG 
JFHQ-State JOC monitors, plans, assesses, and assists the civil authorities; maintains and 
promotes situational awareness by all mission partners and agencies; and keeps the NGB 
aware of its actions and need for assistance. 


5.  Joint Task Force-State 


a.  Each state and territory is capable of fielding one or more JTF command element(s) 
to provide C2 for operations within the state.  The JTF-State may be formed around an 
existing ARNG or ANG unit within the state, or may be formed as a sub-organization of an 
NG JFHQ-State.  This JTF-State may function under the control of the governor (i.e., in state 
active duty or Title 32, USC, status) or when federalized under federal control (i.e., Title 10, 
USC, status). 
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b.  As depicted in Figure L-2, the JTF-State commander interacts with multiple outside 
elements in working to achieve unity of effort in support of domestic operations.  C2 always 
remains vested in the governor and TAG of that state, unless the forces and HQ in question 
have been federalized under Title 10, USC. 


 


 
Figure L-2.  National Guard Unified Action 


NATIONAL GUARD UNIFIED ACTION


LEGEND


Joint
Operations


Multinational
Operations


Multi-Component
Operations


US Government
Agencies


Nongovernmental
Organizations


Private Sector-
Critical


Infrastructure
Local


Government


State
Agencies


Intergovernmental
Organizations


Military


NG JFHQ-State/
JTF- State


JFHQ joint force headquarters
JTF joint task force


NG National Guard
US United States







M-1 


APPENDIX M 
REFERENCES 


The development of JP 3-08 is based upon the following primary references. 


1.  Statutes, National Policy, and Strategy 


a.  Civil Disturbance Statutes (Title 10, USC, Sections 331-335). 


b.  The Foreign Assistance Act (Title 22, USC, Sections 2151- 2431k). 


c.  Military Support for Civilian Law Enforcement Agencies (Title 10, USC, 
Sections 371-382). 


d.  National Narcotics Leadership Act (Title 21, USC, Sections 1521-1524). 


e.  Posse Comitatus Act (Title 18, USC, Section 1385). 


f.  Stafford Disaster Relief and Emergency Assistance Act (Title 42, USC, Sections 
5121-5207). 


g.  DOD’s Humanitarian Assistance and Disaster Relief Authorities (Title 10, USC, 
Sections 401-407, 2557, 2561). 


h.  Presidential Policy Directive-1, Organization of the National Security Council 
System. 


i.  National Response Framework. 


j.  National Military Strategy of the United States of America. 


k.  National Strategy for Homeland Security. 


l.  National Strategy for Physical Protection of Critical Infrastructure and Key 
Assets. 


m.  National Strategy for Combating Terrorism. 


n.  National Strategy to Combat Weapons of Mass Destruction. 


o.  National Strategy for the Development of Security Professionals. 


p.  The Integrated Planning System. 


q.  US National Strategy for Public Diplomacy and Strategic Communication. 
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2.  Department of Defense Issuances 


a.  DOD Directive (DODD) 1100.20, Support and Services for Eligible 
Organizations and Activities Outside the Department of Defense. 


b.  DODD 2000.13, Civil Affairs. 


c.  DODD 3000.07, Irregular Warfare (IW). 


d.  DODD 3020.40, DOD Policy and Responsibilities for Critical Infrastructure. 


e.  DODD 3025.1, Military Support to Civil Authorities. 


f.  DODD 3025.12, Military Assistance for Civil Disturbances. 


g.  DODD 3025.15, Military Assistance to Civil Authorities. 


h.  DODD 5100.1, Functions of the Department of Defense and Its Major 
Components. 


i.  DODD 5100.46, Foreign Disaster Relief. 


j.  DODD 5105.75, Department of Defense Operations at US Embassies. 


k.  DODD 5105.77, National Guard Bureau.  


l.  DODD 5158.04, United States Transportation Command (USTRANSCOM). 


m.  DODD 5525.5, DOD Cooperation with Civilian Law Enforcement Officials. 


n.  DOD Instruction (DODI) 1000.17,  Detail of DOD Personnel to Duty Outside the 
Department of Defense.  


o.  DODI 3000.05, Stability Operations. 


p.  DODI 4000.19, Interservice and Intragovernmental Support. 


q.  DODI  C-5105.81, Implementing Instructions for DOD Operations at US 
Embassies (U). 


r.  DODI 8110.1, Multinational Information Sharing Networks Implementation. 


s.  DODI 8220.02, Information and Communications Technology (ICT) Capabilities 
for Support of Stabilization and Reconstruction, Disaster Relief, and Humanitarian and 
Civic Assistance Operations. 







References 


M-3 


3.  Chairman of the Joint Chiefs of Staff Directives 


a.  CJCSI 3121.01B, Standing Rules of Engagement/Standing Rules for the Use of 
Force for US Forces. 


b.  CJCSI 3125.01B, Defense Support Of Civil Authorities (DSCA) for Domestic 
Consequence Management (CM) Operations in Response to a Chemical, Biological, 
Radiological, Nuclear, or High-Yield Explosive (CBRNE) Incident. 


c.  CJCSI 3214.01C, Military Support to Foreign Consequence Management 
Operations for Chemical, Biological, Radiological, Nuclear Incidents.  


d.  CJCSI 3710.01B, DOD Counterdrug Support. 


e.  CJCSI 5130.01D, Relationships Between Commanders of Combatant Commands 
and International Commands and Organizations (U). 


f.  CJCSI 5205.01B, Implementing Instructions for Defense Attaché Offices and 
Security Assistance Organizations (U). 


g.  CJCSI 5715.01B, Joint Staff Participation in Interagency Affairs. 


h.  CJCSM 3122.03C, Joint Operation Planning and Execution System (JOPES), 
Volume II, Planning Formats. 


4.  Joint Publications 


a.  JP 1, Doctrine for the Armed Forces of the United States. 


b.  JP 2-0, Joint Intelligence. 


c.  JP 2-01, Joint and National Intelligence Support to Military Operations. 


d.  JP 2-01.3, Joint Intelligence Preparation of the Operational Environment. 


e.  JP 2-03, Geospatial Intelligence Support to Joint Operations. 


f.  JP 3-0, Joint Operations. 


g.  JP 3-05, Doctrine for Joint Special Operations. 


h.  JP 3-07.2, Antiterrorism. 


i.  JP 3-07.3, Peace Operations. 


j.  JP 3-07.4, Joint Counterdrug Operations. 


k.  JP 3-11, Operations in Chemical, Biological, Radiological, and Nuclear (CBRN) 
Environments.  
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l.  JP 3-13, Information Operations. 


m.  JP 3-16, Multinational Operations. 


n.  JP 3-22, Foreign Internal Defense. 


o.  JP 3-27, Homeland Defense. 


p.  JP 3-28, Civil Support. 


q.  JP 3-29, Foreign Humanitarian Assistance. 


r.  JP 3-57, Civil-Military Operations. 


s.  JP 3-61, Public Affairs. 


t.  JP 3-68, Noncombatant Evacuation Operations. 


u.  JP 4-0, Joint Logistics. 


v.  JP 4-01, Joint Doctrine for the Defense Transportation System. 


w.  JP 4-02, Health Service Support. 


x.  JP 4-05, Joint Mobilization Planning. 


y.  JP 5-0, Joint Operation Planning. 


4.  Other Documents 


a.  Charter of the United Nations and Statute of the International Court of Justice. 


b.  A Guide to NGOs:  A primer about private, voluntary, non-governmental 
organizations that operate in humanitarian emergencies globally, Center for Disaster and 
Humanitarian Assistance Medicine. 


c.  Civil-Military Coordination Officer Field Handbook, UN Office for the 
Coordination of Humanitarian Affairs. 


d.  Civil-Military Guidelines and Reference for Complex Emergencies, UN Office for 
the Coordination of Humanitarian Affairs. 


e.  Commander’s Handbook for the Joint Interagency Coordination Group, Joint 
Warfighting Center. 


f.  Commander’s Handbook for Strategic Communication, Joint Warfighting Center. 


g.  Convention on the Safety of United Nations and Associated Personnel. 
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h.  Department of Defense Information Sharing Strategy. 


i.  General guidance for interaction between United Nations personnel and military 
and other representatives of the belligerent parties in the context of the crisis in Iraq, UN 
Office for the Coordination of Humanitarian Affairs. 


j.  Guidelines for Humanitarian Organisations on Interacting with Military and 
Other Security Actors in Iraq, UN Assistance Mission for Iraq. 


k.  Guidelines for the Interaction and Coordination of Humanitarian Actors and 
Military Actors in Afghanistan, UN Assistance Mission for Afghanistan. 


l.  Guidelines on the Use of Military and Civil Defence Assets in Disaster Relief—
“Oslo Guidelines,” UN Office for the Coordination of Humanitarian Affairs. 


m.  Interagency, Intergovernmental, Nongovernmental and Private Sector 
Coordination (A Joint Force Operational Perspective) Focus Paper #3 (2nd Edition), 
Joint Warfighting Center. 


n.  Interagency Management of Complex Crisis Operations Handbook, National 
Defense University.   


o.  Joint Operations Insights and Best Practices, 2nd edition, Joint Warfighting 
Center. 


p.  Montreux Document on Pertinent International Legal Obligations and Good 
Practices for States Related to Operations of Private Military and Security Companies 
during Armed Conflict. 


q.  NATO Handbook. 


r.  Principles of the Interagency Conflict Assessment Framework. 


s.  Special Operations Forces Interagency Counterterrorism Reference Manual, 
Joint Special Operations University. 


t.  US Department of State Foreign Affairs Manual. 


u.  United Nations Humanitarian Civil-Military Coordination Concept.  


v.  USAID Primer: What We Do and How We Do It. 
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APPENDIX N 
ADMINISTRATIVE INSTRUCTIONS 


1.  User Comments 


Users in the field are highly encouraged to submit comments on this publication to: 
CDR, USJFCOM, Joint Warfighting Center, ATTN: Doctrine and Education Group, 116 
Lake View Parkway, Suffolk, VA 23435-2697.  These comments should address content 
(accuracy, usefulness, consistency, and organization), writing, and appearance. 


2.  Authorship 


The lead agent for this publication is USJFCOM.  The Joint Staff doctrine sponsor 
for this publication is the Director for Strategic Plans and Policy (J-5). 


3.  Supersession 


This publication supersedes JP 3-08, 17 March 2006, Interagency, 
Intergovernmental Organization, and Nongovernmental Organization Coordination 
During Joint Operations, Volume I and Volume II. 


4.  Change Recommendations 


a.  Recommendations for urgent changes to this publication should be submitted 
electronically to the Lead Agent, with information copies sent to the Joint Staff J-7 Joint 
Doctrine and Education Division and to the USJFCOM Joint Warfighting Center, 
Doctrine and Education Group. 


b.  Routine changes should be submitted electronically to the USJFCOM Joint 
Warfighting Center, Doctrine and Education Group, and info the Lead Agent and the 
Joint Staff J-7 Joint Doctrine and Education Division. 


c.  When a Joint Staff directorate submits a proposal to the Chairman of the Joint 
Chiefs of Staff that would change source document information reflected in this 
publication, that directorate will include a proposed change to this publication as an 
enclosure to its proposal.  The Military Services and other organizations are requested to 
notify the Joint Staff J-7 when changes to source documents reflected in this publication 
are initiated.   


d.  Record of Changes: 


CHANGE  COPY   DATE OF  DATE   POSTED  
NUMBER NUMBER  CHANGE   ENTERED  BY    REMARKS 
________________________________________________________________________
________________________________________________________________________ 
________________________________________________________________________ 
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5.  Distribution of Publications 


Local reproduction is authorized and access to unclassified publications is 
unrestricted.  However, access to and reproduction authorization for classified joint 
publications must be in accordance with DOD 5200.1-R, Information Security Program. 


6.  Distribution of Electronic Publications 


a.  Joint Staff J-7 will not print copies of JPs for distribution.  Electronic versions are 
available on JDEIS at https://jdeis.js.mil (NIPRNET), and https://jdeis.js.smil.mil 
(SIPRNET) and on the JEL at http://www.dtic.mil/doctrine (NIPRNET). 


b.  Only approved joint publications and joint test publications are releasable outside 
the combatant commands, Services, and Joint Staff.  Release of any classified joint 
publication to foreign governments or foreign nationals must be requested through the 
local embassy (Defense Attaché Office) to DIA, Defense Foreign Liaison/IE-3, 200 
McDill Blvd., Bolling AFB, Washington, DC 20340-5100. 


c.  CD-ROM.  Upon request of a JDDC member, the Joint Staff J-7 will produce and 
deliver one CD-ROM with current joint publications. 
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GLOSSARY 
PART I—ABBREVIATIONS AND ACRONYMS 


ACT advance civilian team 
AIDS acquired immunodeficiency syndrome 
AJP allied joint publication 
ANG Air National Guard 
AOR area of responsibility 
ARC American Red Cross 
ARNG Army National Guard 
ASD(HD&ASA) Assistant Secretary of Defense (Homeland Defense and  
  Americas’ Security Affairs) 
ASD(PA) Assistant Secretary of Defense (Public Affairs) 
ASD(RA) Assistant Secretary of Defense (Reserve Affairs) 
ASD(SO/LIC&IC) Assistant Secretary of Defense for Special Operations and  
  Low-Intensity Conflict and Interdependent Capabilities 
ASH Assistant Secretary for Health (DHHS) 
ASPR Office of Assistant Secretary for Preparedness and  
  Response (DHHS) 
ATF Bureau of Alcohol, Tobacco, Firearms, and Explosives (DOJ) 
 
BSRP bureau strategic resource plan 
 
C2 command and control 
CA civil affairs 
CAOC combined air operations center 
CAP crisis action planning 
CBP Customs and Border Protection (DHS) 
CBRN chemical, biological, radiological, and nuclear 
CCDR combatant commander 
CDC Centers for Disease Control and Prevention 
CDRNORAD Commander, North American Aerospace Defense  
  Command 
CDRUSJFCOM Commander, United States Joint Forces Command 
CDRUSNORTHCOM Commander, Unites States Northern Command 
CDRUSPACOM Commander, United States Pacific Command 
CERF Central Emergency Revolving Fund (UN) 
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PART II—TERMS AND DEFINITIONS 


chancery.  None.  (Approved for removal from JP 1-02.) 


civil affairs activities.  None.  (Approved for removal from JP 1-02.) 


complex contingency operations.  None.  (Approved for removal from JP 1-02.) 


development assistance.  Programs, projects, and activities carried out by the United States 
Agency for International Development that improve the lives of the citizens of developing 
countries while furthering United States foreign policy interests in expanding democracy 
and promoting free market economic growth.  (Approved for inclusion in JP 1-02.) 


developmental assistance.  None.  (Approved for removal from JP 1-02.) 


disaster assistance response team.  A team of specialists, trained in a variety of disaster relief 
skills, rapidly deployed to assist US embassies and United States Agency for International 
Development missions with the management of US Government response to disasters.  
Also called DART.  (Approved for incorporation into JP 1-02.) 


domestic intelligence.  Intelligence relating to activities or conditions within the United States 
that threaten internal security and that might require the employment of troops; and 
intelligence relating to activities of individuals or agencies potentially or actually 
dangerous to the security of the Department of Defense.  (Approved for incorporation into 
JP 1-02 with JP 3-08 as the source JP.) 


downgrade.  To determine that classified information requires, in the interests of national 
security, a lower degree of protection against unauthorized disclosure than currently 
provided, coupled with a changing of the classification designation to reflect such a lower 
degree.  (Approved for incorporation into JP 1-02 with JP 3-08 as the source JP.) 


interagency.  Of or pertaining to United States Government agencies and departments, 
including the Department of Defense.  (Approved for incorporation into JP 1-02) 


intergovernmental organization.  An organization created by a formal agreement between 
two or more governments on a global, regional, or functional basis to protect and promote 
national interests shared by member states.  Also called IGO.  (Approved for incorporation 
into JP 1-02.) 


internal security.  The state of law and order prevailing within a nation.  (Approved for 
incorporation into JP 1-02 with JP 3-08 as the source JP.) 


interorganizational coordination.  The interaction that occurs among elements of the 
Department of Defense; engaged United States Government agencies; state, territorial, 
local, and tribal agencies; foreign military forces and government agencies; 
intergovernmental organizations; nongovernmental organizations; and the private sector.  
(Approved for inclusion in JP 1-02.) 
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joint interagency coordination group.  A staff group that establishes regular, timely, and 
collaborative working relationships between civilian and military operational planners.  
Also called JIACG.  (Approved for incorporation into JP 1-02.) 


lead agency.  The US Government agency designated to coordinate the interagency oversight 
of the day-to-day conduct of an ongoing operation.  (Approved for incorporation into JP 1-
02.) 


liaison.  That contact or intercommunication maintained between elements of military forces or 
other agencies to ensure mutual understanding and unity of purpose and action.  (JP 1-02. 
SOURCE: JP 3-08) 


nongovernmental organization.  A private, self-governing, not-for-profit organization 
dedicated to alleviating human suffering; and/or promoting education, health care, 
economic development, environmental protection, human rights, and conflict resolution; 
and/or encouraging the establishment of democratic institutions and civil society.  Also 
called NGO.  (JP 1-02. SOURCE: JP 3-08) 


principal officer.  The officer in charge of a diplomatic mission, consular office, or other 
Foreign Service post, such as a United States liaison office.  (Approved for incorporation 
into JP 1-02.) 


resolution.  None.  (Approved for removal from JP 1-02.) 


subversive activity.  None.  (Approved for removal from JP 1-02.) 


US Defense Representative.  None.  (Approved for removal from JP 1-02.) 
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PREFACE 


1.  Scope 


This publication provides doctrine for the Armed Forces of the United States when they 
operate as part of a multinational force.  It addresses operational considerations that the 
commander and staff should consider during the planning and execution of multinational 
operations. 


2.  Purpose 


This publication has been prepared under the direction of the Chairman of the Joint 
Chiefs of Staff (CJCS).  It sets forth joint doctrine to govern the activities and performance 
of the Armed Forces of the United States in joint operations and provides the doctrinal basis 
for US military coordination with other US Government departments and agencies during 
operations and for US military involvement in multinational operations.  It provides military 
guidance for the exercise of authority by combatant commanders and other joint force 
commanders (JFCs) and prescribes joint doctrine for operations and training.  It provides 
military guidance for use by the Armed Forces in preparing their appropriate plans.  It is not 
the intent of this publication to restrict the authority of the JFC from organizing the force and 
executing the mission in a manner the JFC deems most appropriate to ensure unity of effort 
in the accomplishment of the overall objective. 


3.  Application 


a.  Joint doctrine established in this publication applies to the Joint Staff, commanders of 
combatant commands, subunified commands, joint task forces, subordinate components of 
these commands, and the Services.   


b.  The guidance in this publication is authoritative; as such, this doctrine will be 
followed except when, in the judgment of the commander, exceptional circumstances dictate 
otherwise.  If conflicts arise between the contents of this publication and the contents of 
Service publications, this publication will take precedence unless the CJCS, normally in 
coordination with the other members of the Joint Chiefs of Staff, has provided more current 
and specific guidance.  Commanders of forces operating as part of a multinational (alliance 
or coalition) military command should follow multinational doctrine and procedures ratified 
by the United States.  For doctrine and procedures not ratified by the United States, 
commanders should evaluate and follow the multinational command’s doctrine and 
procedures, where applicable and consistent with US law, regulations, and doctrine. 


For the Chairman of the Joint Chiefs of Staff: 


CURTIS M. SCAPARROTTI 
Lieutenant General, U.S. Army 
Director, Joint Staff 
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SUMMARY OF CHANGES 
REVISION OF JOINT PUBLICATION 3-16 


DATED 07 MARCH 2007 


• Updates discussion on security cooperation to align with proponent Joint 
Publication (JP) 3-22, Foreign Internal Defense, and JP 1-02, DOD Dictionary of 
Military and Associated Terms. 


• Removes and replaces the term “strategic communications” and/or “SC” with 
“communication synchronization” throughout the JP. 


• Utilizes the term “multinational” throughout the document to represent the 
myriad of terms that could be used to describe the force. 


• Deletes the National Security Structure section at the beginning of Chapter II, 
“Command and Coordination Relationships.” 


• Replaces the term “psychological operations” throughout the publication with the 
term “military information support operations” as appropriate, which more 
accurately reflects and coveys the nature of planned peacetime or combat 
operations activities, per Secretary of Defense Memorandum dated 3 December 
2010. 


• Deletes the Strategic Communications section. 


• Updates and cleans up graphics and diagrams throughout the JP. 


• Removes old Appendix C, “United Nations and Other Intergovernmental 
Organizations Considerations.” 


• Adds new Appendix C, “Multinational Interoperability Council.” 
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EXECUTIVE SUMMARY 
COMMANDER’S OVERVIEW 


• Presents Fundamentals of Multinational Operations 


• Identifies Command and Coordination Relationships 


• Describes Planning and Execution Considerations 


Fundamentals of Multinational Operations 


Multinational Operations 
Overview 


Multinational operations are operations conducted by 
forces of two or more nations, usually undertaken within 
the structure of a coalition or alliance. Other possible 
arrangements include supervision by an intergovernmental 
organization (IGO) such as the United Nations (UN), the 
North Atlantic Treaty Organization (NATO), or the 
Organization for Security and Cooperation in Europe. 
Two primary forms of multinational partnership that the 
joint force commander (JFC) will encounter are an 
alliance or a coalition. An alliance is the relationship that 
results from a formal agreement between two or more 
nations for broad, long-term objectives that further the 
common interests of the members. A coalition is an 
arrangement between two or more nations for common 
action. 


Strategic Context Nations form partnerships in both regional and worldwide 
patterns as they seek opportunities to promote their mutual 
national interests, ensure mutual security against real and 
perceived threats, conduct foreign humanitarian assistance 
and disaster relief operations, and engage in peace 
operations. US commanders should expect to conduct 
military operations as part of a multinational force (MNF).


Nature of Multinational 
Operations 


While the tenets [of multinational operations] cannot 
guarantee success, ignoring them may lead to mission 
failure due to a lack of unity of effort. The tenets are 
respect, rapport, knowledge of partners, patience, mission 
focus, and trust and confidence. 


Security Cooperation Security cooperation (SC) involves all Department of 
Defense (DOD) interactions with foreign defense 
establishments to build defense relationships that promote 
specific US security interests, develop allied and friendly 
military capabilities for self-defense and multinational 
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operations, and provide US forces with peacetime and 
contingency access to a host nation (HN). Geographic 
combatant commanders (GCCs) shape their areas of 
responsibility through SC activities by continually 
employing military forces to complement and reinforce 
other instruments of national power. Examples of SC 
include the National Guard’s State Partnership Program, 
foreign internal defense, and security force assistance.  


Rationalization, 
Standardization, and 
Interoperability 


International rationalization, standardization, and 
interoperability with friendly nations is important for 
achieving practical cooperation; efficient use of research, 
development, procurement, support, and production 
resources; and effective multinational capability without 
sacrificing US capabilities. Rationalization refers to any 
action that increases the effectiveness of MNFs through 
more efficient or effective use of defense resources 
committed to the MNF. The basic purpose of 
standardization programs is to achieve the closest 
practical cooperation among multinational partners 
through the efficient use of resources and the reduction of 
operational, logistic, communications, technical, and 
procedural obstacles in multinational military operations. 
Interoperability greatly enhances multinational 
operations. Nations whose forces are interoperable across 
material and nonmaterial capabilities can operate together 
effectively in numerous ways. 


Command and Coordination Relationships 


Command and Control of 
United States Forces in 
Multinational Operations 
 
 
National command includes 
the authority and 
responsibility for 
organizing, directing, 
coordinating, controlling, 
planning employment of, 
and protecting military 
forces. 


Although nations will often participate in multinational 
operations, they rarely, if ever, relinquish national 
command of their forces. As such, forces participating in a 
multinational operation will always have at least two 
distinct chains of command: a national chain of command 
and a multinational chain of command. As Commander 
in Chief, the President always retains and cannot 
relinquish national command authority over US forces. 
Command authority for a multinational force commander 
(MNFC) is normally negotiated between the participating 
nations and can vary from nation to nation. In making a 
decision regarding an appropriate command relationship 
for a multinational military operation, national leaders 
should carefully consider such factors as mission, nature 
of the operational environment (OE), size of the proposed 
US force, risks involved, anticipated duration, and rules of 
engagement (ROE). 
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Unified Action In a multinational environment, unified action 
synchronizes, coordinates, and/or integrates multinational 
operations with the operations of other HN and national 
government agencies, IGOs (e.g., UN), nongovernmental 
organizations (NGOs), and the private sector in an attempt 
to achieve unity of effort in the operational area (OA). 
When working with NATO forces, it can also be referred 
to as a comprehensive approach. 


Multinational Force and 
Multinational Force 
Commander 


MNFC is a generic term applied to a commander who 
exercises command authority over a military force 
composed of elements from two or more nations. The 
extent of the MNFC’s command authority is determined 
by the participating nations or elements. The MNFC’s 
primary duty is to unify the efforts of the MNF toward 
common objectives. 


Overview of Multinational 
Command Structures 


The basic structures for multinational operations fall into 
one of three types: integrated, lead nation (LN), or parallel 
command. A good example of an integrated command 
structure is found in NATO where a strategic commander 
is designated from a member nation, but the strategic 
command staff and the commanders and staffs of 
subordinate commands are of multinational makeup. An 
LN structure exists when all member nations place their 
forces under the control of one nation. The LN command 
structure can be distinguished by a dominant LN 
command and staff arrangement with subordinate 
elements retaining strict national integrity. Under a 
parallel command structure, no single force commander 
is designated. The coalition leadership must develop a 
means for coordination among the participants to attain 
unity of effort. This can be accomplished through the use 
of coordination centers. 


Multinational Coordination There are two key structural enhancements that should 
improve the coordination of MNFs: a liaison network and 
coordination centers. During multinational operations, US 
forces should establish liaison early with forces of each 
nation, fostering a better understanding of mission and 
tactics, facilitating the ability to integrate and synchronize 
operations, assisting in the transfer of vital information, 
enhancing mutual trust, and developing an increased level 
of teamwork. Another means of increasing MNF 
coordination is the use of a multinational coordination 
center. It is a proven means of integrating the participating 
nations’ military forces into the multinational planning 
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and operations processes, enhancing coordination and 
cooperation, and supporting an open and full interaction 
within the MNF structure. 


Control of Multinational 
Operations 


The degree of control exercised in an MNF is dictated by 
the MNF structure and the command relationships 
between members of the MNF. In general, the more 
centralized the command structure, the greater the MNF’s 
ability to achieve unity of effort. 


Interorganizational 
Coordination 


In many operating environments, the MNF interacts with a 
variety of entities requiring unified actions by the MNFC, 
including nonmilitary governmental departments and 
agencies, IGOs, and NGOs. Civil affairs or NATO civil-
military cooperation forces enhance interorganizational 
coordination through the establishment of a civil-military 
operations center. 


Planning and Execution Considerations 


Diplomatic and Military 
Considerations 


Any number of different situations could generate the 
need for a multinational response, from man-made actions 
(such as interstate aggression) to natural disasters (like an 
earthquake). In responding to such situations, nations 
weigh their national interests and then determine if, when, 
and where they will expend their nation’s resources. 
Nations also choose the manner and extent of their foreign 
involvement for reasons both known and unknown to 
other nations. The composition of an MNF may change as 
partners enter and leave when their respective national 
objectives change or force contributions reach the limits 
of their nation’s ability to sustain them. 


Building and Maintaining 
a Multinational Force 


Building an MNF starts with the political decisions and 
diplomatic efforts to create a coalition or spur an alliance 
into action. Discussion and coordination between potential 
participants will initially seek to sort out basic questions at 
the national strategic level. The result of these discussions 
should determine the nature and limits of the response; the 
command structure of the response force; and the essential 
strategic guidance for the response force to include 
military objectives and the desired end states. 


Mission Analysis and 
Assignment of Tasks 


Before the multinational task force (MNTF) staff can 
develop proposed courses of action, the MNFC must 
conduct an estimate of the situation. This will allow the 
MNFC to analyze, in an organized manner, the many 
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factors that will affect the accomplishment of the assigned 
mission(s). This estimate should address the respective 
capabilities, political will, and national interests of the 
MNTF components. Based upon these national 
contributions, and after determining the tasks necessary to 
achieve the objectives that support mission 
accomplishment, the MNFC should assign specific tasks 
to the elements of the MNTF most capable of completing 
those tasks. 


Language, Culture, and 
Sovereignty 


Differing languages within an MNF can present a real 
challenge to command and control, efficient 
communications, and unity of effort. Wherever and 
whenever possible, exchange or liaison officers or 
nonmilitary translators should be used to facilitate 
interaction and coordination with HN forces. Commanders 
should strive to accommodate religious holidays, prayer 
calls, and other unique cultural traditions important to 
allies and coalition members, consistent with the situation. 
Sovereignty issues will be among the most difficult 
problems the MNFC may be required to mitigate. Often, 
the MNFC will be required to accomplish the mission 
through coordination, communication, and consensus, in 
addition to traditional command concepts. Political 
sensitivities must be recognized and acknowledged. 


Legal Commanders must ensure that MNTF forces comply with 
applicable national and international laws during the 
conduct of all military operations. US forces will comply 
with the law of war (also referred to as the law of armed 
conflict) during all armed conflicts and in all other 
military operations. International agreements are the 
primary source of rules of international law applicable to 
US, multinational, and HN forces. The most 
comprehensive are status-of-forces agreements (SOFAs); 
however, these may be modified or become inapplicable 
in time of armed conflict. 


Doctrine and Training When the Armed Forces of the United States participate in 
multinational operations, US commanders should follow 
multinational doctrine and procedures that have been 
ratified by the US. For multinational doctrine and 
procedures not ratified by the US, commanders should 
evaluate and follow the multinational command’s doctrine 
and procedures where applicable and consistent with US 
law, policy, and guidance. When the situation permits, 
MNFCs at all levels should seek opportunities to improve 







Executive Summary 


xiv JP 3-16 


the contributions of member nation forces through training 
assistance and resource sharing consistent with 
agreements between MNF members. 


Protection of Personnel, 
Information, and Critical 
Assets 


Commanders must understand that other nations do not 
necessarily execute force protection in the same way as 
the US Armed Forces. US commanders, whether under 
US control or under a command relationship to an MNF, 
must continuously assess threats and vulnerabilities while 
implementing appropriate force protection 
countermeasures in accordance with published GCC 
directives. 


Rules of Engagement Obtaining concurrence for ROE from national authorities 
may be time-consuming but is essential and should begin 
early in the planning process. Even though the participants 
may have similar political mandates, ROE may differ 
among the nations represented. The MNFC should 
reconcile differences as much as possible to develop and 
implement simple ROE that can be tailored by member 
forces to their national policies and law. Complete 
consensus or standardization of ROE should be sought but 
may not be achievable. 


Combat Identification and 
Friendly Fire Prevention 


Tragically, “fog-of-war” situations can lead to friendly 
fire incidents. A key survivability enabler, to mitigate 
friendly fire incidents, is the rapid, reliable identification 
of friends, foes, and neutrals, also known as combat 
identification. MNFCs must make every effort to reduce 
the potential for the unintentional killing or wounding of 
friendly personnel (to include civilians) by friendly fire. 


Intelligence In most multinational operations, the JFC will be required 
to share intelligence with foreign military forces and to 
coordinate receiving intelligence from those forces. A 
multinational intelligence center is necessary for merging 
and prioritizing the intelligence requirements from each 
participating nation and for acquiring and fusing all the 
nations’ intelligence contributions. 


Information Sharing The release of classified information to multinational 
partners is governed by national disclosure policy (NDP). 
However, the senior US officer needs to become 
personally concerned with the issues of intelligence 
sharing and releasing of information early in the process 
and clearly state the commander’s requirements. 
Commanders should establish and promulgate clear NDP-
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compliant guidance to subordinate elements that permit 
flexibility to share information where and when it is 
needed. 


Communications Planning considerations include frequency management, 
equipment compatibility, procedural compatibility, 
cryptographic and information security, identification 
friend or foe, and data-link protocols. The MNFC should 
address the need for integrated communications among all 
participating forces early in the planning phase of the 
operation. MNF planning and technical communications 
systems control centers should be established as soon as 
possible to coordinate all communications. 


Operational Environment Land Operations. The MNFC may assign the 
responsibility for land operations to an overall MNF land 
component commander or a task force (TF) within the 
MNF command structure. Such TFs may include elements 
from a single nation or multiple nations depending on the 
situation and the interoperability factors of the nations 
involved.  


 Maritime Operations. In a multinational environment, an 
operational aim for maritime forces is to exercise sea 
control or project power ashore; synchronize maritime 
operations with the other major MNF operational 
functions of land forces, air forces, and special operations 
forces (SOF); and support the MNFC’s intent and 
guidance in achieving the MNF mission. Maritime forces 
are primarily navies; however, they may include 
maritime-focused air forces, amphibious forces, or other 
government departments and agencies charged with 
sovereignty, security, or constabulary functions at sea. 
Maritime operational responsibility may be assigned to an 
MNF maritime component commander or a designated 
TF. 


 Air Operations. Air operations provide the MNFC with a 
responsive and flexible means of operational reach. The 
MNFC can execute deep operations rapidly, striking at 
decisive points and attacking centers of gravity. Overall 
MNF air operations will normally be assigned to a 
multinational force air component commander 
(MNFACC) (the designation will be based on the type of 
multinational configuration used in the operation). 
MNFACC responsibilities include the planning, 
coordinating, allocating, and tasking of air 
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capabilities/force made available based on the MNFC’s air 
apportionment decision. 


Special Operations SOF can provide specific assistance in the area of 
assessment, liaison, and training of host country forces 
within the MNTF OA. Special operations responsibility 
will normally be assigned to an MNF special operations 
component commander or to a TF within the MNF 
command structure. 


Joint Fires Effective fire support coordination in multinational 
operations may require additional efforts due to differing 
national priorities and the risk of friendly fire, civilian 
casualties, and collateral damage.  To maximize the fires 
of the MNF and to minimize the possibility of friendly 
fire, the MNFC should ensure that fire support 
coordination throughout the MNF is developed. 


Multinational 
Communications 
Integration 


Multinational communications integration (MCI) is the 
MNFs’ coordination and employment of actions, images, 
and words to support the achievement of participating 
nations’ overall strategic objectives and end state.  MCI 
consists of coordinated programs, plans, themes, 
messages, and products synchronized with the actions of 
all instruments of national power in an MNF at the 
strategic, operational, and tactical levels. 


Multinational Logistics Successful multinational logistic operations are governed 
by several unique principles. First, multinational logistic 
operations are a collective responsibility of participating 
nations and the MNFC, although nations are inherently 
responsible for supporting their forces. A second principle 
is that MNFCs should be given sufficient authority over 
logistic resources to ensure that the force is supported in 
the most efficient and effective manner. Third, 
cooperation and coordination are necessary among 
participating nations and forces, which should make use of 
multinational logistic support arrangements in order to 
reduce the logistic footprint in the OA. Finally, synergy 
results from the use of multinational integrated logistic 
support; to ensure this, the MNFC must have visibility of 
the logistic activity during the operation. 


Counterdrug Operations  Counterdrug (CD) operations are inherently interagency 
and/or multinational in nature. DOD supports the US 
Government lead agencies for both domestic and 
international CD operations, so military planning requires 
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coordination and collaboration with relevant agencies and 
multinational partners. 


Personnel Recovery Personnel recovery (PR) is the sum of military, 
diplomatic, and civil efforts to prepare for and execute the 
recovery and reintegration of isolated personnel. PR may 
occur through three options (diplomatic, civil, or military) 
or through any combination of these options. In 
multinational operations, PR does not include 
noncombatant evacuation operations (NEOs), peacetime 
search and rescue, or salvage operations. 


Host-Nation Support Host-nation support (HNS) will often be critical to the 
success of a multinational operation. In general, 
centralized coordination of HNS planning and execution 
will help ensure that HNS resources are allocated most 
effectively to support the MNF’s priorities. To assist the 
MNFC in HNS coordination activities, an HNS 
coordination cell may be established. 


Health Services The medical assets committed in support of multinational 
operations consist of health service delivery and force 
health protection capabilities that span the OE from point 
of injury/illness to the appropriate role of care. To qualify 
to participate in the MNF (and for subsequent 
multinational resourced medical treatment, patient 
movement, and personal disability compensation), 
national contingents and individuals allocated or 
contracted to multinational operations must meet the basic 
standards of individual health and physical fitness laid 
down by the surgeon and/or the staff chief medical officer.


Noncombatant Evacuation 
Operations 


NEOs are principally conducted by US forces to evacuate 
US citizens, but they may be expanded to include citizens 
from the HN as well as citizens from other countries. In 
planning for a NEO, the chief of mission, GCC, and JFC 
may consider the possibility of operating with MNFs. 
However, the approval for US participation in a 
multinational NEO will come only from the US President.


Personnel Support Personnel support for multinational operations remains a 
national responsibility; however, combatant commanders 
and subordinate JFCs operating as part of an MNF should 
establish a SOFA, memorandum of agreement, and/or 
memorandum of understanding regarding personnel 
support between members of any alliance and/or coalition 
prior to the onset of operations that clearly define JFC 
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command authority (operational control, tactical control, 
etc.) over MNF personnel, command relationships, and 
reporting channels. 


CONCLUSION 


 This publication provides doctrine for the Armed Forces 
of the United States when they operate as part of an MNF. 
It addresses operational considerations that the 
commander and staff should consider during the planning 
and execution of multinational operations. 
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CHAPTER I 
FUNDAMENTALS OF MULTINATIONAL OPERATIONS 


1.  Multinational Operations Overview 


Multinational operations are operations conducted by forces of two or more nations, 
usually undertaken within the structure of a coalition or alliance.  Other possible 
arrangements include supervision by an intergovernmental organization (IGO) such as the 
United Nations (UN), the North Atlantic Treaty Organization (NATO), or the Organization 
for Security and Cooperation in Europe.  Commonly used terms under the multinational 
rubric include allied, bilateral, coalition, combined, or multilateral.  However, within this 
publication, the term multinational will be used to describe these actions.  There are two 
primary forms of multinational partnership that the joint force commander (JFC) will 
encounter: 


a.  An alliance is the relationship that results from a formal agreement between two or 
more nations for broad, long-term objectives that further the common interests of the 
members.   


b.  A coalition is an arrangement between two or more nations for common action.  
Coalitions are typically ad hoc, formed by different nations, often with different objectives, 
usually for a single event or for a longer period while addressing a narrow sector of common 
interest.  Operations conducted with units from two or more coalition members are 
referred to as coalition operations. 


2.  Strategic Context 


a.  Nations form partnerships in both regional and worldwide patterns as they seek 
opportunities to promote their mutual national interests, ensure mutual security against real 
and perceived threats, conduct foreign humanitarian assistance (FHA) and disaster relief 
operations, and engage in peace operations (PO).  Cultural, diplomatic, psychological, 
economic, technological, and informational factors all influence multinational operations and 
participation.  However, a nation’s decision to employ military capabilities is always a 
political decision. 


b.  US commanders should expect to conduct military operations as part of a 
multinational force (MNF).  These operations could span the range of military operations and 
require coordination with a variety of US Government (USG) departments and agencies, 


“Alliances are force multipliers: through multinational cooperation and coordination, 
the sum of our actions is always greater than if we act alone.  We will continue to 
maintain the capacity to defend our allies against old and new threats.  We will 
also continue to closely consult with our allies as well as newly emerging partners 
and organizations so that we revitalize and expand our cooperation to achieve 
common objectives.  And we will continue to mutually benefit from the collective 
security provided by strong alliances.” 


2010 National Security Strategy 
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foreign military forces, local authorities, IGOs, and nongovernmental organizations (NGOs).  
The move to a more comprehensive approach toward problem solving, particularly in regard 
to counterinsurgency or stability operations, increases the need for coordination and 
synchronization among military and nonmilitary entities. 


For more information on counterinsurgency and stability operations, see Joint Publication 
(JP) 3-24, Counterinsurgency Operations, and JP 3-07, Stability Operations. 


c.  Much of the information and guidance provided for unified action and joint 
operations remains applicable to multinational operations.  However, commanders and staffs 
should account for differences in partners’ laws, doctrine, organization, weapons, equipment, 
terminology, culture, politics, religion, language, and objectives.  There is no “standard 
template” and each alliance or coalition normally develops its own protocols and operation 
plans (OPLANs) to guide multinational action.  However, NATO does have a significant 
standardization process, in which the US participates, for doctrine and tactics, techniques, 
and procedures (TTP).  Thus US forces operating as an element of a NATO force will 
comply with NATO Allied joint doctrine ratified by the US. 


d.  While most partner nations recognize a range of military operations construct similar 
to that presented in JP 3-0, Joint Operations (see Figure I-1), terminology, authorities, level 
of commitment, and imposed constraints and restraints may not mirror those of US forces.  
Therefore, JFCs should establish early and continuous liaison to enhance mutual 
understanding of each MNF’s commitment and military limitations (as prescribed by its 
national law and policy) to facilitate planning and optimize use of each contributing nation’s 
forces. 


 
Figure I-1.  Range of Military Operations 


Range of Military Operations


Major Operations and Campaigns


Military Engagement, Security Cooperation, and Deterrence


Crisis Response and Limited Contingency Operations
Range of 
Military 
Operations


Our national leaders can use the military instrument of national power across the conflict 
continuum in a wide variety of operations that are commonly characterized in three groups as 
this figure depicts.


Peace Conflict Continuum War
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3.  Nature of Multinational Operations 


After World War II, General Dwight D. Eisenhower noted that “mutual confidence” is 
the “one basic thing that will make allied commands work.”  While the tenets discussed 
below cannot guarantee success, ignoring them may lead to mission failure due to a lack of 
unity of effort. 


a.  Respect.  In assigning missions and tasks, the commander should consider that 
national honor and prestige may be as important to a contributing nation as combat 
capability.  All partners must be included in the planning process, and their opinions must be 
sought in mission assignment.  Understanding, discussion, and consideration of partner ideas 
are essential to building effective relationships, as are respect for each partner’s culture, 
customs, history, and values.  Junior officers or even senior enlisted personnel in command 
of small national contingents may be the senior representatives of their government within 
the MNF and, as such, should be treated with the courtesy and respect afforded the 
commanders of other troop contributing nations.  Without genuine respect of others, rapport 
and mutual confidence cannot exist. 


b.  Rapport.  US commanders and staffs should establish rapport with their counterparts 
from partner countries, as well as the multinational force commander (MNFC).  This 
requires personal, direct relationships that only they can develop.  When interacting with 
non-English speakers, knowing at least a few phrases and greetings will help establish a 
relationship.  It is important to remember that eye contact and good listening skills are 
essential in building rapport.  Therefore, when using an interpreter, focus on the person to 
whom the message is being conveyed.  Good rapport between leaders will improve 
teamwork among their staffs and subordinate commanders and overall unity of effort.  The 
use of liaisons can facilitate the development of rapport by assisting in the staffing of issues 
to the correct group and in monitoring responses. 


c.  Knowledge of Partners.  US commanders and their staffs should have an 
understanding of each member of the MNF.  Much time and effort is spent learning about the 
enemy; a similar effort is required to understand the doctrine, capabilities, strategic goals, 
culture, customs, history, and values of each partner.  This will facilitate the effective 
integration of multinational partners into the operation and enhance the synergistic effect of 
their forces. 


d.  Patience.  Effective partnerships take time and attention to develop.  Diligent pursuit 
of a trusting, mutually beneficial relationship with multinational partners requires untiring, 
evenhanded patience.  This is more difficult to accomplish within coalitions than within 
alliances; however, it is just as necessary.  It is therefore imperative that US commanders and 
their staffs apply appropriate resources, travel, staffing, and time not only to maintain, but 
also to expand and cultivate multinational relationships.  Without patience and continued 
engagement, established partnerships can easily dissolve. 


e.  Mission Focus.  When dealing with other nations, US forces should temper the need 
for respect, rapport, knowledge, and patience with the requirement to ensure that the 
necessary tasks are accomplished by those with the capabilities and authorities to accomplish 
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those tasks. This is especially critical in the security line of operation, where failure could 
prove to have catastrophic results.  If operational necessity requires tasks being assigned to 
personnel who are not proficient in accomplishing those tasks, then the MNF commander 
must recognize the risks and apply appropriate mitigating measures (e.g., a higher alert level 
to potential threats). 


f.  Trust and Confidence.  Commanders should engage other leaders of the MNF to 
build personal relationships and develop trust and confidence.  Developing these 
relationships is a conscious collaborative act rather than something that just happens.  
Commanders build trust through words and actions.  Trust and confidence are essential to 
synergy and harmony, both within the joint force and also with our multinational partners.  
Coordination and cooperation among organizations are based on trust.  Trust is based on 
personal integrity (sincerity, honesty, and candor).  Trust is hard to establish and easy to lose.  
There can be no unity of effort in the final analysis without mutual trust and confidence.  
Accordingly, the ability to inspire trust and confidence across national lines is a personal 
leadership quality to be cultivated.  Saying what you mean and doing what you say are 
fundamental to establishing trust and confidence in a MNF. 


4.  Security Cooperation 


a.  Security cooperation (SC) is a key element of global and theater shaping operations 
and is the means by which the Department of Defense (DOD) encourages and enables 
countries and organizations to work with the United States to achieve strategic objectives.  
SC involves all DOD interactions with foreign defense establishments to build defense 
relationships that promote specific US security interests, develop allied and friendly military 
capabilities for self-defense and multinational operations, and provide US forces with 
peacetime and contingency access to a host nation (HN).   


b.  The Guidance for Employment of the Force (GEF) provides the foundation for all 
DOD interactions with foreign defense establishments and supports the President’s National 
Security Strategy.  With respect to SC, the GEF provides guidance on building partner 
capacity and capability, relationships, and facilitating access (under the premise that the 
primary entity of foreign engagement is the nation state and the means which geographic 
combatant commanders [GCCs] influence nation states is through their defense 
establishments).  The GEF outlines SC activities that aim to build partner capacity in the 
following focus areas: Sustain defense through a partner’s human capacity, operational 
capacity, institutional capacity, civil sector capacity, combined operations capacity, 
operational access, intelligence sharing, and assuring regional confidence and international 
collaboration.  Additionally, the GEF established processes for assignment, allocation, and 
apportionment of forces to the GCCs. 


c.  GCCs shape their areas of responsibility through SC activities by continually 
employing military forces to complement and reinforce other instruments of national power.  
The GCC’s SC provides a framework within which combatant commands (CCMDs) engage 
regional partners in cooperative military activities and development.  Ideally, SC activities 
lessen the causes of a potential crisis before a situation deteriorates and requires coercive US 
military intervention. 
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d.  The GCC’s theater campaign plan (TCP) is the primary document that focuses on 
each command’s activities designed to achieve theater strategic end states.  The GEF and 
Joint Strategic Capabilities Plan (JSCP) provide regional focus and SC priorities to the 
combatant commanders (CCDRs).   


e.  DOD components develop campaign support plans that focus on activities conducted 
to support the execution of the GCC’s TCP, and on their own SC activities that directly 
contribute to the campaign end states and/or DOD component programs in support of 
broader Title 10, United States Code, responsibilities. 


For additional information on SC, see Department of Defense Directive (DODD) 5132.03, 
Department of Defense Policy and Responsibilities Relating to Security Cooperation, the 
GEF, and the JSCP. 


f.  The National Guard’s State Partnership Program (SPP) establishes enduring 
relationships between emerging partner nations of strategic value and individual US states 
and territories.  The SPP is an important contribution to the DOD SC programs conducted by 
the GCCs in conjunction with the National Security Strategy, National Military Strategy, 
Department of State (DOS), campaign plans, and theater SC cooperation guidance to 
promote national and CCDR objectives, stability, and partner capacity. 


For more detailed discussion on the National Guard SPP, see JP 3-29, Foreign 
Humanitarian Assistance. 


5.  Security Cooperation Considerations 


a.  Foreign internal defense (FID) is the participation by civilian and military agencies of 
a government in any of the action programs taken by another government or other designated 
organization, to free and protect its society from subversion, lawlessness, insurgency, 
terrorism, and other threats to their security.  The focus of US FID efforts is to support the 
HN’s internal defense and development, which can be described as the full range of 
measures taken by a nation to promote its growth and protect itself from the security threats. 


b.  US military support to FID should focus on assisting an HN in anticipating, 
precluding, and countering threats or potential threats and addressing the root causes of 
instability.  DOD employs a number of FID tools that interact with foreign defense 
establishments to build defense relationships that promote specific US security interests, 
support civil administration, provide nation assistance, develop allied and friendly military 
capabilities for self-defense and multinational operations, and provide US forces with 
peacetime and contingency access to an HN.  FID typically involves conventional and 
special forces from multiple Services.  Special forces, military information support forces, 
and civil affairs (CA) personnel are particularly well suited to conduct or support FID. 


For additional discussion of FID, see JP 3-22, Foreign Internal Defense. 


c.  Security force assistance (SFA) is DOD’s activities that contribute to a unified action 
by the USG to support the development of the capacity and capability of foreign security 
forces (FSF) and their supporting institutions.  The US military engages in activities to 
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enhance the capabilities and capacities of a partner nation (or regional security organization) 
by providing training, equipment, advice, and assistance to those FSF organized under the 
national ministry of defense (or equivalent regional military or paramilitary forces), while 
other USG departments and agencies focus on those forces assigned to other ministries (or 
their equivalents) such as interior, justice, or intelligence services. 


d.  Successful SFA operations require planning and execution consistent with the 
following imperatives: 


(1)  Understand the Operational Environment (OE).  This includes an awareness 
of the relationships between the stakeholders within the unified action framework, the HN 
population, and threats. 


(2)  Provide Effective Leadership.  Both MNF and HN leadership must fully 
comprehend the OE and be prepared, engaged, and supportive in order for the SFA effort to 
succeed. 


(3)  Build Legitimacy.  The ultimate goal of SFA is to develop security forces that 
contribute to the legitimate governance of the HN population. 


(4)  Manage Information.  This encompasses the collection, preparation, analysis, 
management, application, and dissemination of information. 


(5)  Ensure Unity of Effort/Unity of Purpose.  The command relationships must 
be clearly delineated and understood. Supported and supporting relationships will change 
over time.  Achieving national strategic objectives requires the effective and efficient use of 
diplomatic, informational, military, and economic instruments of national power supported 
by interorganizational coordination.  A whole-of-government approach integrates the 
collaborative efforts of the departments and agencies of the USG to achieve unity of effort. 


(6)  Sustain the Effort.  This includes two major efforts: the ability of the US/MNF 
to sustain the SFA effort throughout the campaign, and the ability of the HN security forces 
to ultimately sustain their operations independently. 


For additional discussion of SFA, see JP 3-22, Foreign Internal Defense. 


6.  Rationalization, Standardization, and Interoperability 


a.  International rationalization, standardization, and interoperability (RSI) with friendly 
nations is important for achieving practical cooperation; efficient use of research, 
development, procurement, support, and production resources; and effective multinational 
capability without sacrificing US capabilities. 


b.  RSI should be directed at providing capabilities for MNFs to: 


(1)  Efficiently integrate and synchronize operations using common or compatible 
doctrine. 







Fundamentals of Multinational Operations 


I-7 


(2)  Communicate and collaborate at anticipated levels of MNF operations, 
particularly to prevent friendly fire and protect the exchange of data, information, and 
intelligence via either printed or electronic media in accordance with (IAW) appropriate 
security guidelines. 


(3)  Share consumables consistent with relevant agreements and applicable law. 


(4)  Care for casualties consistent with relevant agreements and applicable law. 


(5)  Enhance military effectiveness by harmonizing capabilities of military 
equipment. 


(6)  Increase military efficiency through common or compatible Service support and 
logistics. 


(7)  Establish overflight and access to foreign territory through streamlined 
clearance procedures for diplomatic and nondiplomatic personnel. 


(8)  Assure technical compatibility by developing standards for equipment design, 
employment, maintenance, and updating so that those nations that are likely to participate are 
prepared.  Extra equipment may be necessary so that non-equipped nations are not excluded.  
Such compatibility should include secure and nonsecure communications equipment and 
should address other equipment areas to include (but not limited to):  ammunition 
specifications, truck components, supply parts, and data transmission streams. 


Detailed guidance on RSI may be found in Chairman of the Joint Chiefs of Staff Instruction 
(CJCSI) 2700.01, International Military Agreements for Rationalization, Standardization, 
and Interoperability (RSI) Between the United States, Its Allies and Other Friendly Nations. 


c.  Rationalization.  In the RSI construct, rationalization refers to any action that 
increases the effectiveness of MNFs through more efficient or effective use of defense 
resources committed to the MNF.  Rationalization includes consolidation, reassignment of 
national priorities to higher multinational needs, standardization, specialization, mutual 
support or improved interoperability, and greater cooperation.  Rationalization applies to 
both weapons and materiel resources and non-weapons military matters. 


d.  Standardization.  Unity of effort is greatly enhanced through standardization.  The 
basic purpose of standardization programs is to achieve the closest practical cooperation 
among multinational partners through the efficient use of resources and the reduction of 
operational, logistic, communications, technical, and procedural obstacles in multinational 
military operations. 


(1)  Standardization is a four-level process beginning with efforts for compatibility, 
continuing with interoperability and interchangeability measures, and culminating with 
commonality.  DOD is actively involved in several multinational standardization programs, 
including NATO’s main standardization fora; the five-nation (US, Australia, Canada, United 
Kingdom, and New Zealand) Air and Space Interoperability Council (ASIC); the American, 
British, Canadian, Australian, and New Zealand (ABCA) Armies’ Program; and the seven-
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nation (Australia, Canada, France, Germany, Italy, United Kingdom, and US) Multinational 
Interoperability Council (MIC).  The US also participates in the five-nation (Australian, 
Canadian, New Zealand, United Kingdom, and US) Combined Communications-Electronics 
Board (CCEB) that enables strategic and deployed force headquarters (HQ) information and 
data exchange, and interoperability of communications-electronics systems above the tactical 
level of command, and the Australian, Canadian, New Zealand, United Kingdom, United 
States (AUSCANNZUKUS) Naval command, control, communications, and computers 
organization working to achieve standardization and interoperability in communications 
systems. 


(2)  Alliances provide a forum to work toward standardization of national 
equipment, doctrine, and TTP.  Standardization is not an end in itself, but it does provide a 
useful framework for commanders and their staffs.  Coalitions, however, are by definition 
created for a single purpose and usually (but not always) for a finite length of time and, as 
such, are ad hoc arrangements.  They may not provide commanders with the same 
commonality of aim or degree of organizational maturity as alliances. 


(3)  Alliances usually have developed a degree of standardization with regard to 
administrative, logistic, and operational procedures.  The mechanisms for this 
standardization are international standardization agreements (ISAs).  ISAs can be materiel or 
nonmateriel in nature.  Nonmateriel related ISAs should already be incorporated into US 
joint and Service doctrine and TTP.  The five paragraph operation order is one common 
example.  Materiel ISAs are implemented into the equipment design, development, or 
adaptation processes to facilitate standardization.  In NATO, ISAs are known as 
standardization agreements (STANAGs) and allied publications (APs) and are instruments 
that are used to establish commonality in procedures and equipment.  The ABCA Standards 
are another type of ISA.  The existence of these ISAs does not mean that they will be 
automatically used during an alliance’s multinational operation.  Their use should be clearly 
specified in the OPLAN or operation order.  In addition, these ISAs cannot be used as 
vehicles for obligating financial resources or transferring resources. 


(4)  Multinational publications (MPs) are a series of unclassified ISAs specifically 
developed by NATO.  MPs provide signatory nations with common doctrine, TTP, and 
information for planning and conducting operations.  These publications are available to all 
nations through a NATO sponsor. 


(5)  Standardization agreements like APs, MPs, STANAGs, and ABCA Standards 
provide a baseline for cooperation within a coalition.  In many parts of the world, these 
multilateral and other bilateral agreements for standardization between potential coalition 
members may be in place prior to the formation of the coalition.  However, participants may 
not be immediately familiar with such agreements.  The MNFC disseminates ISAs among 
the MNF or relies on existing standing operating procedures (SOPs) and clearly written, 
uncomplicated orders.  MNFCs should identify where they can best standardize the force and 
achieve interoperability within the force.  This is more difficult to accomplish in coalition 
operations since participants have not normally been associated prior to the particular 
contingency.  The same considerations apply when non-alliance members participate in an 
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alliance operation.  However, ISAs should be used where possible to standardize procedures 
and processes. 


(6)  MNF SOPs provide for standardization of processes and procedures for 
multinational operations.  For example, the Multinational Planning Augmentation Team 
(MPAT) program developed an MNF SOP with the 31 MPAT nations, has used it within 
real-world contingencies, and routinely uses it in exercises and training throughout the Asia-
Pacific region. 


e.  Interoperability.  Interoperability greatly enhances multinational operations.  
Nations whose forces are interoperable across material and nonmaterial capabilities can 
operate together effectively in numerous ways.  Although frequently identified with 
technology, important areas of interoperability may include doctrine, procedures, 
communications, and training. 


(1)  Factors that enhance interoperability start with understanding the nature of 
multinational operations as described in paragraph 3, “Nature of Multinational Operations.”  
Additional factors include planning for interoperability and sharing information, the 
personalities of the commander and staff, visits to assess multinational capabilities, a 
command atmosphere permitting positive criticism and rewarding the sharing of information, 
liaison teams, multinational training exercises, and a constant effort to eliminate sources of 
confusion and misunderstanding.  The establishment of standards for assessing the logistic 
capability of expected participants in a multinational operation should be the first step in 
achieving logistic interoperability among participants.  Such standards should already be 
established for alliance members. 


(2)  Factors that inhibit interoperability include restricted access to national 
proprietary defense information; time available; any refusal to cooperate with partners; 
differences in military organization, security, language, doctrine, and equipment; level of 
experience; and conflicting personalities. 
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CHAPTER II 
COMMAND AND COORDINATION RELATIONSHIPS 


1.  Command and Control of United States Forces in Multinational Operations 


Although nations will often participate in multinational operations, they rarely, if ever, 
relinquish national command of their forces.  As such, forces participating in a multinational 
operation will always have at least two distinct chains of command: a national chain of 
command and a multinational chain of command (see Figure II-1). 


a.  National Command.  As Commander in Chief, the President always retains and 
cannot relinquish national command authority over US forces.  National command includes 
the authority and responsibility for organizing, directing, coordinating, controlling, planning 


“Even the soldiers of a Democracy cannot always understand the reasons back of 
strategic situations.  Political and military reasons are worked out in cabinets and 
general staffs and soldiers obey orders.” 


Newton D. Baker, Secretary of State under President Woodrow Wilson 


 
Figure II-1.  Notional Multinational Command Structure 


Notional Multinational Command Structure


*Examples include United Nations, alliances, treaties, or coalition agreements.


Legend


national command
command authority delegated to multinational force commander by participating nations
nation-to-nation communications


United States 
President 


and 
Secretary of Defense


National 
Government


Combatant 
Commanders


Legitimizing 
Authority*


National 
Government


Multinational Force 
Commander


US National Force National ForceNational Force







Chapter II 


II-2 JP 3-16 


employment of, and protecting military forces.  The President also has the authority to 
terminate US participation in multinational operations at any time.   


b.  Multinational Command.  Command authority for an MNFC is normally negotiated 
between the participating nations and can vary from nation to nation.  In making a decision 
regarding an appropriate command relationship for a multinational military operation, 
national leaders should carefully consider such factors as mission, nature of the OE, size of 
the proposed US force, risks involved, anticipated duration, and rules of engagement (ROE).  
US commanders will maintain the capability to report to higher US military authorities in 
addition to foreign commanders.  For matters that are potentially outside the mandate of the 
mission to which the President has agreed or illegal under US or international law, US 
commanders will normally first attempt resolution with the appropriate foreign commander.  
If issues remain unresolved, the US commanders refer the matters to higher US authorities. 


2.  Unified Action 


a.  Unified action during multinational operations involves the synergistic 
application of all instruments of national and multinational power; it includes the 
actions of nonmilitary organizations as well as military forces.  This concept is applicable at 
all levels of command.  In a multinational environment, unified action synchronizes, 
coordinates, and/or integrates multinational operations with the operations of other HN and 
national government agencies, IGOs (e.g., UN), NGOs, and the private sector in an attempt 
to achieve unity of effort in the operational area (OA).  When working with NATO forces, it 
can also be referred to as a comprehensive approach. 


b.  Nations do not relinquish their national interests by participating in 
multinational operations.  This is one of the major characteristics of operating in the 
multinational environment.  Commanders should be prepared to address issues related to 
legality, mission mandate, and prudence early in the planning process.  In multinational 
operations, consensus often stems from compromise. 


COMBINED TASK FORCE (CTF) 151 


CTF 151, a multinational task force established to conduct counter-piracy 
operations in the Gulf of Aden and Somali Basin, operates under a mission-
based United Nations Security Council Resolution mandate throughout the 
Combined Maritime Forces area of operations to actively deter, disrupt and 
suppress piracy in order to protect global maritime security and secure 
freedom of navigation for the benefit of all nations.  Contributing nations 
have included ships from Australia, the Republic of Korea, Pakistan, 
Thailand, Turkey, and the US.  In conjunction with the North Atlantic Treaty 
Organization and European Union Naval Force, ships from CTF 151 patrol in 
the Somali Basin and the Internationally Recommended Transit Corridor in 
the Gulf of Aden.  CTF 151 also coordinates anti-piracy operations with naval 
forces from China, Russia, and India. 


Various Sources 
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3.  Multinational Force and Multinational Force Commander 


a.  MNFC is a generic term applied to a commander who exercises command authority 
over a military force composed of elements from two or more nations.  The extent of the 
MNFC’s command authority is determined by the participating nations or elements.  
This authority can vary widely and may be limited by national caveats of those nations 
participating in the operation.  The MNFC’s primary duty is to unify the efforts of the 
MNF toward common objectives.  An operation could have numerous MNFCs. 


(1)  MNFCs at the strategic level are analogous to the US GCC level. 


(2)  MNFCs at the operational level may be referred to as subordinate MNFCs or a 
multinational task force (MNTF).  This level of command is roughly equivalent to the US 
commander of a subordinate unified command or joint task force (JTF) and is the 
operational-level portion of the respective MNF.  Integrated MNTFs, such as the NATO-led 
International Security Assistance Force (ISAF), will have embedded MNTF personnel 
throughout the HQ.  Lead nation (LN) MNTF HQ, like Multinational Force–Iraq, will be 
staffed primarily by LN personnel and augmented by personnel from other MNTF countries.  
Some integration in staff functions is possible but the bulk of the work will be handled 
within the LN structure.  Figure II-2 illustrates an example of the various command levels. 


Figure II-2.  Notional Coalition Command and Control Structure 
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b.  MNFCs should integrate and synchronize their operations directly with the activities 
and operations of other military forces and nonmilitary organizations in the OA.  All MNTF 
commanders are responsible to plan and conduct unified actions IAW the guidance and 
direction received from the national commands, alliance or coalition leadership, and superior 
commanders. 


c.  The MNF will attempt to align its operations, actions, and activities with NGOs 
operating in a country or region.  NGOs may be precluded from coordinating and integrating 
their activities with those of an MNF in order to maintain their neutrality. 


d.  Training of forces within the MNTF command for specific mission standards 
enhances unified action.  The MNFC should consider establishing common training modules 
or certification training for assigned forces.  Such training and certification of forces can 
occur either prior to or after deployment to the MNTF OA.  Certification of forces should be 
accomplished by a team composed of members from all nations providing military forces to 
the MNFC. 


e.  Nations do not relinquish their national interests by participating in 
multinational operations.  This is one of the major characteristics of operating in the 
multinational environment.  Commanders should be prepared to address issues related to 
legality, mission mandate, and prudence early in the planning process.  In multinational 
operations, consensus often stems from compromise.   


4.  Overview of Multinational Command Structures 


No single command structure meets the needs of every multinational command, 
but there is one absolute: political considerations will heavily influence the ultimate 
shape of the command structure.  However, participating nations should strive to achieve 
unity of command for the operation to the maximum extent possible, with missions, tasks, 
responsibilities, and authorities clearly defined and understood by all participants.  While 
command relationships are fairly well defined in US doctrine, they are not necessarily part of 
the doctrinal lexicon of nations with which the US may operate in multinational operations. 


a.  Organizational Structure.  The basic structures for multinational operations fall into 
one of three types: integrated, LN, or parallel command.   


(1)  Integrated Command Structure.  A good example of this command structure 
(see Figure II-3) is found in NATO where a strategic commander is designated from a 
member nation, but the strategic command staff and the commanders and staffs of 
subordinate commands are of multinational makeup.  The key factors in an integrated 
command are: 


(a)  A designated single commander. 


(b)  A staff composed of representatives from all member nations. 


(c)  Subordinate commands and staffs integrated into the lowest echelon 
necessary to accomplish the mission. 
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(2)  LN Command Structure.  An LN structure exists when all member nations 
place their forces under the control of one nation (see Figure II-4).  The LN command 
structure can be distinguished by a dominant LN command and staff arrangement with 
subordinate elements retaining strict national integrity.  A good example of the LN structure 
is Multinational Force–Iraq, wherein a US-led HQ provided overall military command and 
control (C2) over US and multinational subordinate commands. 


 
Figure II-3.  Integrated Command Structure 
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Figure II-4.  Lead Nation Command Structure 
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(a)  An LN command structure may also be characterized by an integrated staff 
and multinational subordinate forces.  Integrating the staff allows the commander to draw 
upon the expertise of multinational partners in areas where the LN may have less experience. 


(b)  Rotational command, a variation of LN command sometimes found in 
combined commands, allows each participating nation to be the LN in turn.  To be effective, 
command tour lengths should be adjusted so that participating nations may alternate 
exercising the authority of the LN.  An example of this type of command is the ISAF, which 
has 12- to 24-month command tours that rotate between the participants. 


(3)  Parallel Command Structures.  Under a parallel command structure, no single 
force commander is designated (see Figure II-5).  The coalition leadership must develop a 
means for coordination among the participants to attain unity of effort.  This can be 
accomplished through the use of coordination centers (see paragraph 8c, “Coordination 
Centers”).  Nonetheless, because of the absence of a single commander, the use of a parallel 
command structure should be avoided if at all possible. 


b.  Regardless of how the MNF is organized operationally, each nation furnishing forces 
normally establishes a national component, often called a national command element, to 
effectively administer its forces.  The national component provides a means to administer 
and support the national forces, coordinate communication to the parent nation, tender 
national military views and recommendations directly to the multinational commander, and 
facilitate the assignment and reassignment of national forces to subordinate operational 
multinational organizations.  In an administrative role, these national components are similar 
to a Service component command at the unified command level in a US joint organization.  
The logistic support element of this component is also referred to as the national support 


 
Figure II-5.  Parallel Command Structure 
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element.  A national support element may provide common-user logistics support to MNFs 
as well as national forces.  It is also possible that in some operations, selected common-user 
logistics would be arranged by the multinational joint logistics center (or equivalent), thereby 
reducing the role of the national support element in providing such logistics. 


For additional information on multinational logistic support, see JP 4-08, Logistics in 
Support of Multinational Operations. 


5.  Multinational Command Structures 


a.  In multinational commands, national political objectives are addressed and generally 
subsumed within MNF objectives at the alliance treaty level.  Typically, alliance command 
structures have been carefully developed over extended periods of time and have a high 
degree of stability and consensus; doctrine and standardization characterize alliances.  
Established command structures may be modified or tailored for particular operations, 
especially when combined operations include non-allied members.   


b.  Multinational command relationships often reflect either an integrated command 
structure or an LN command structure.  Alliances typically have established command 
structures, support systems, and standardized procedures.  In combined operations, such 
structures should be used to the maximum practical extent.  Combined command and force 
structures often mirror the degree of allied member participation.  Subordinate commands are 
often led by senior military officers from member nations.  Effective operations within an 
alliance require that the senior political and military authorities be in agreement on the type 
of command relationships that will govern the operations of the forces.  Notwithstanding 
peacetime command relationships, the political sensitivities associated with actual operations 
will impact command relationships and operating procedures. 


c.  Coalitions often form in response to crises that occur outside the area or scope of an 
established alliance or when the response requires more than an alliance can handle.  
Coalition command relationships, which evolve as a coalition develops, are most often 
characterized by one of two basic structures: LN or parallel.  In coalition operations, member 
nations may initially desire to retain even more control of their own national forces than is 
generally associated with combined operations.  At the outset of a coalition, nations are often 
reluctant to grant extensive control over their forces to one LN.  Coalition counterparts are 
also sensitive to actions that might be construed as preferential to the LN’s interests.   


d.  One means of ensuring that the HQ is representative of the entire coalition is to 
augment the HQ staff with representatives from the participating coalition members, such as 
designated deputies or assistant commanders, planners, and logisticians.  This provides the 
coalition commander with representative leadership and a ready source of expertise on the 
capabilities of the respective coalition members, and facilitates the planning process. 


e.  During formation of the coalition, the early integration of the multinational national 
command elements into the coalition planning process can greatly accelerate building of 
unity of effort and reinforce the tenets of multinational operations.  National command 
elements represent the national command channels from each individual nation within the 
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multinational command.  Meetings with the MNFC provide the setting for open, candid input 
from participating nations. 


f.  LN and parallel command structures can exist simultaneously within a coalition.  This 
situation occurs when two or more nations or organizations serve as controlling elements for 
a mix of international forces.  The command arrangement used by the Gulf War coalition 
(see Figure II-6) provides a good example of the intricate web of command structures 
possible. In that case, the US performed as the LN for a coalition of non-Arab countries 
while Saudi Arabia functioned as the LN for the Arab coalition members.  A friendly forces 
coordinating council (since renamed to coalition coordination center [CCC]) provided the 
coordination conduit between the non-Arab (US-led) forces and the Arab/Islamic (Saudi-led) 
command structures.  Terms in the figure reflect the terminology used in the operation. 


g.  Figures II-7 through II-10 show examples of coalition command structures from 
Afghanistan ISAF (Figures II-7 and II-8), the NATO Balkans Stabilization Force (Figure II-
9), and the Balkans European Force Command (Figure II-10).  In the Balkans, when the 
European Union (EU) assumed the mission from NATO, NATO continued to maintain a 
military HQ and a place in the command chain as well, with a continued US presence in the 
country.  These diagrams highlight the evolution of multinational command structures, 
especially those involving IGO such as NATO, the EU, or the UN.  These organizations add 
a layer of complexity to the command structure as nations have to answer to both the IGO 
chain of command as well as their national political leadership. 


6.  Multinational Coordination 


There are two key structural enhancements that should improve the coordination of 
MNFs: a liaison network and coordination centers.   


a.  Liaison Network.  Effective liaison is vital in any MNF.  Differences in doctrine, 
organization, equipment, training, and national law demand a robust liaison structure to 
facilitate operations.  Not only is the use of liaison an invaluable confidence-building tool, 
but it is also a significant source of information for the MNFC.  During multinational 
operations, US forces should establish liaison early with forces of each nation, fostering a 
better understanding of mission and tactics, facilitating the ability to integrate and 
synchronize operations, assisting in the transfer of vital information, enhancing mutual trust, 
and developing an increased level of teamwork. 


(1)  Liaison is often accomplished through the use of liaison teams.  These teams 
should be knowledgeable about the structure, capabilities, weapons systems, logistics, 
communication systems, and planning methods that are employed within their commands.  
Liaison requirements for US forces participating in multinational operations are usually 
greater than anticipated or staffed.  Personnel liaison requirements should be identified early 
during the planning process and staffed accordingly.  Team members should be language 
qualified or provided linguist support.  Although professional knowledge and functional 
expertise are key factors to successful liaison operations, understanding language and culture 
are equally important and influential.   
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Figure II-6.  Coalition Command Relationships for Operation DESERT STORM 
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Figure II-7.  International Security Assistance Force Coalition Command Relationships 
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Figure II-8.  International Security Assistance Force Afghanistan  


Coalition Command Relationships 
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(2)  The US Army’s digital liaison detachments (DLDs) have been in existence 
since Operation DESERT STORM and were used extensively during Operation  
ENDURING FREEDOM and Operation IRAQI FREEDOM.  DLDs are specifically 
designed to provide US staffs with liaison teams composed of individuals with professional 
knowledge and functional expertise in associated Army battle command systems to enable 
interface with multinational units. 


For additional information on DLDs, see Army Tactics, Techniques, and Procedures 3-93.2, 
Digital Liaison Detachments. 


(3)  Special operations forces (SOF), in conjunction with conventional forces, have 
proven particularly effective in integrating MNFs.  Their language capabilities, regional 
expertise, cultural awareness, and experience in working and training with other countries’ 


 
Figure II-9.  Stabilization Force Coalition Command Relationships 
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militaries typically allow them to improve coordination and minimize misunderstanding 
during MNF operations.  Specifically, SOF can assist the MNFC to: 


(a)  Facilitate the transfer of US defense articles and services under the security 
assistance program to eligible foreign government military units engaged in internal defense 
and development operations. 


(b)  Assess foreign military force capabilities and provide direction or 
recommendations toward improving HN air-, land-, and sea-power special operations 
employment and sustainment methods. 


(c)  Educate foreign military force senior officers and civilians in how to 
appropriately use special operations military power. 


(d)  Train foreign military forces to operate and sustain indigenous air/land/sea 
special operations resources and capabilities. 


 
Figure II-10.  European Forces Coalition Command Relationships 
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(e)  Advise foreign military forces and governmental agencies on how to 
employ air/land/sea forces in specific operation situations.  


(f)  Facilitate force integration for multinational operations. 


(g)  Provide direct support to host countries by using air/land/sea resources to 
provide intelligence, communications capability, and air or aviation support. 


b.  Coordination Centers.  Another means of increasing MNF coordination is the use 
of a multinational coordination center (MNCC).  US commanders should routinely advocate 
creation of such a center in the early stages of any multinational effort, especially one that is 
operating under a parallel command structure.  It is a proven means of integrating the 
participating nations’ military forces into the multinational planning and operations 
processes, enhancing coordination and cooperation, and supporting an open and full 
interaction within the MNF structure.  Normally, the MNCC is focused upon coordination of 
MNF operations, which will most likely involve classified information.  The addition of a 
civil-military operations center (CMOC) is recommended for coordination with the 
international humanitarian community (IHC).  Additional coordination centers may be 
established to coordinate multinational logistics, functional areas, and media affairs. 


(1)  Initially, a coordination center can be the focal point for support issues such as 
force sustainment, alert and warning, host-nation support (HNS), movement control, and 
training.  However, as an MNF matures, the role of the coordination center can be expanded 
to include command activities. 


(2)  When a coordination center is activated, member nations provide a staff 
element to the center that is comprised of action officers who are familiar with support 
activities such as those listed above.  MNF nations should be encouraged to augment this 


144TH ARMY LIAISON TEAM DURING OPERATION ENDURING FREEDOM  


The 144th Army Liaison Team (ALT) was the third liaison team in this theater 
of operations.  In this theater, the ALT provided liaison to the International 
Security Assistance Force (ISAF). In accordance with the Bonn Accord, the 
North Atlantic Treaty Organization (NATO) organized ISAF to support 
Afghanistan with security and stabilization operations.  The 144th ALT 
arrived in theater and was assigned to Combined Forces Command-
Afghanistan at ISAF headquarters.  The ALT also provided liaison services 
primarily for the combined joint operations directorate and the combined 
joint intelligence directorate, but expanded mission requirements to provide 
service for all staff sections within the command as required.  The 144th ALT 
provided “air gap” bridging capability for the US SECRET Internet Protocol 
Router Network, ISAF Secret, the NATO SECRET Crisis Response 
Operations in NATO Operating Systems, and the Combined Enterprise 
Regional Information Exchange System (CENTRIXS) which was the coalition 
network solution. Information security standardization delayed CENTRIXS 
implementation, as nations were reluctant to share information. 


Various Sources 
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staff with linguists and requisite communications capabilities to maintain contact with their 
parent HQ.  Apart from a central MNCC such as the CCC, a number of functional 
coordination centers may also be established within an overall combined logistics 
coordination or support command for a multinational operation.  Activities centrally 
coordinated or controlled by such centers would include movement control, centralized 
operational contract support, theater-level logistic support operations, overall medical 
support, and infrastructure engineering.  One key to the success of such centers is the early 
establishment and staffing with functionally skilled personnel to exercise appropriate control 
of designated activities. 


For additional guidance on organizing and manning an MNCC, refer to the Multinational 
Planning Augmentation Team (MPAT) Multinational Force (MNF) Standing Operating 
Procedures (SOP).  The MNF SOP can be viewed and downloaded from: 
https://community.apan.org/mpat/p/sop.aspx. 


7.  Control of Multinational Operations 


The degree of control exercised in an MNF is dictated by the MNF structure and the 
command relationships between members of the MNF.  In general, the more centralized the 
command structure, the greater the MNF’s ability to achieve unity of effort.  Integrated 
command structures, operating within their alliance framework, afford the greatest degree of 
control.  A parallel structure, with its separate lines of command, typically offers the least 
control and ability to achieve unity of effort.  LN structures can exhibit a wide range of 
control depending on the command relationships assigned. 


8.  Interorganizational Coordination 


a.  In many operating environments, the MNF interacts with a variety of entities 
requiring unified actions by the MNFC, including nonmilitary governmental departments 
and agencies, IGOs, and NGOs.  These groups play an important role in providing support to 
HNs.  Additionally, the MNF should be aware of private sector firms (e.g., businesses, 
contractors working for the military) operating in the OA.  Though differences may exist 
between military forces and civilian agencies, short-term objectives are frequently very 
similar.  CA or NATO civil-military cooperation (CIMIC) forces enhance interorganizational 
coordination through the establishment of a CMOC. 


b.  Relationships.  The MNFC’s relationship with these organizations will vary 
depending on the nature of the contingency and the particular type of organization involved. 


(1)  Relationships with other governmental agencies (US and multinational 
partners) and IGOs should be clearly defined in order to achieve coherent coordination.  It is 
important that interorganizational relationships be clearly defined with respect to required 
military support before commencement of operations, if possible.  In some cases, other 
agencies may be lead agent for operations with military forces providing support.  In other 
cases, the lead agency is prescribed by law or regulation, or by agreement between allied and 
coalition forces and the agencies involved.  The President, normally through the Secretary of 
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Defense (SecDef), should provide clear guidance regarding the relationships between US 
military commanders and USG departments and agencies. 


(2)  To achieve the greatest unity of effort, the roles, missions, efforts, and activities 
of the IHC within the MNF OA should be factored into the commander’s mission analysis.  
The MNFC should use coordination tools and appropriate agency/command representatives 
to enhance planning.  Every effort should be made to formally include interorganizational 
coordination factors and requirements in MNF OPLANs.   


(3)  In addition, the OPLAN should provide guidance to the MNFC regarding 
relationships with and support to NGOs and IGOs operating within the OA.  Because these 
organizations do not operate within the military or governmental hierarchy, the relationship 
between an MNFC, NGOs, and IGOs is neither supported nor supporting.  An association or 
partnership may more accurately describe the relationship that exists between them.  
Communicating clearly, recognizing each other’s limitations, and building consensus and 
cooperation are critical stepping stones to achieving a unified effort.  A transition plan is 
essential when relieving, replacing, or relinquishing control to NGOs and IGOs.  This must 
begin as early as possible in the planning cycle for such operations.  Civil-military operations 
(CMO) planners should include IGO/NGO capabilities, limitations, and operations within the 
MNF’s plan whenever possible. 


c.  Coordination Centers.  MNFCs can achieve significant positive results in 
accomplishing their missions and shaping better conditions by finding positive ways to 
interact with these organizations.  One means of enhancing the working relationship between 
NGOs/IGOs when there is no command relationship is through their integration with existing 
coordination centers, as described in subparagraph 6b, “Coordination Centers.”  It is possible 
to operate through a process of cooperation, communication, consensus, collaboration, and 
coordination to achieve mutual interests.  The CMOC can be useful in deconflicting and 
coordinating operations among these groups, ensuring unity of effort. 


For additional information, see JP 3-57, Civil-Military Operations. 


d.  Agreements.  The US DOS leads USG negotiations with IGOs and other nations’ 
agencies.  Although Congress has tightly restricted the delegation of authority to negotiate 
and sign agreements with foreign nations, forces, and agencies to DOS, the interagency 
environment permits establishing formal agreements between the US military and US 
civilian government agencies.  Such agreements can take the form of memoranda of 
understanding (MOUs) or terms of reference.  When appropriate, heads of agencies and 
military commanders negotiate and cosign plans.  Concluding these negotiations prior to the 
commencement of operations offers the best chance for success.  There are regulatory and 
statutory fiscal constraints involving agreements between the Armed Forces of the United 
States and other US governmental and nongovernmental departments and agencies.  A staff 
judge advocate (SJA) should be consulted before negotiating or entering into any agreements 
outside DOD.   


For more detailed information on interagency coordination and on agencies expected to be 
involved, see JP 3-08, Interorganizational Coordination During Joint Operations. 
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For more information on multinational operations associated with homeland defense and 
civil support, see JP 3-27, Homeland Defense, and JP 3-28, Defense Support of Civil 
Authorities. 


Presidential Policy Directive-1, Organization of the National Security Council System, 
provides that the management of the development and implementation of national security 
policies by multiple agencies of the USG shall usually be accomplished by National Security 
Council Interagency Policy Committees. 


National Security Presidential Directive (NSPD)-44, Management of Interagency Efforts 
Concerning Reconstruction and Stabilization, establishes that the Secretary of State “shall 
coordinate and lead integrated United States Government efforts, involving all US 
departments and agencies with relevant capabilities, to prepare, plan for, and conduct 
stabilization and reconstruction efforts.” 
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CHAPTER III 
PLANNING AND EXECUTION CONSIDERATIONS 


SECTION A.  GENERAL CONSIDERATIONS 


1.  Diplomatic and Military Considerations 


a.  Any number of different situations could generate the need for a multinational 
response, from man-made actions (such as interstate aggression) to natural disasters (like an 
earthquake).  In responding to such situations, nations weigh their national interests and then 
determine if, when, and where they will expend their nation’s resources.  Nations also 
choose the manner and extent of their foreign involvement for reasons both known and 
unknown to other nations.  The composition of an MNF may change as partners enter and 
leave when their respective national objectives change or force contributions reach the limits 
of their nation’s ability to sustain them.  Some nations may even be asked to integrate their 
forces with those of another, so that a contribution may, for example, consist of an infantry 
company containing platoons from different countries.  The only constant is that a decision 
to “join in” is, in every case, a calculated diplomatic decision by each potential member 
of a coalition or alliance.  The nature of their national decisions, in turn, influences the 
MNTF’s command structure.  In a parallel command structure, national forces essentially 
operate under their own doctrine and procedures within the guidelines determined by the 
strategic national guidance and are not significantly impacted by multinational influences.  
Under the integrated and LN command structures, more multinational involvement and 
interaction occurs.  As such, this chapter will primarily focus on issues affecting the latter 
two structures. 


b.  Capabilities.  As shown in Figure III-1, numerous factors influence the military 
capabilities of nations.  The operational-level commander must be aware of the specific 
constraints and capabilities of the forces of participating nations, and consider these 
differences when assigning missions and conducting operations.  MNTF commanders 
(similar to JTF commanders) at all levels may be required to spend considerable time 
consulting and negotiating with diplomats, HN officials, local leaders, and others; their role 
as diplomats should not be underestimated.  MNTF commanders will routinely work directly 
with political authorities in the region.  Even within their own command, political limitations 
and constraints on the employment of the forces can significantly influence daily operations. 


c.  Integration.  The fundamental challenge in multinational operations is the effective 
integration and synchronization of available assets toward the achievement of common 
objectives.  This goal may be achieved through unity of effort despite disparate (and 
occasionally incompatible) capabilities, ROE, equipment, and procedures.  To reduce 
disparities among participating forces, minimum capability standards should be established 
and a certification process developed by the MNFC.  Identified shortcomings should be 


“There is only one thing worse than fighting with allies and that is fighting without 
them.” 


Sir Winston Churchill, 1 April 1945 
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satisfied by either bilateral or multilateral support agreements (formal or informal) prior to 
the deployment of forces to the OA.  This process relies heavily upon detailed coordination 
between national leadership, prospective forces, and the MNFC.  The degree of involvement 
of each participant is likely to be primarily a political decision and commanders at all levels 
must be cognizant of national mandates placed on individual units. 


d.  Preparation.  In addition to planning and preparing for contingency operations in a 
multinational environment, CCDRs are responsible to pursue national strategic end states as 
they develop their theater or functional strategies.  This translates into an integrated set of 
shaping actions and activities by means of an operation or campaign plan. 


(1)  SC activities are long-term and designed to promote an acceptable state of 
peace and security in a country or region and preclude or mitigate crises by mobilizing 
cooperation and building relationships to enhance an HN’s or region’s security.  A 
multinational operation can be designed to support a CCMD’s operation or campaign plan, 
or a contingency operation. 


(2)  SC activities are undertaken well in advance of any crisis-precipitating event.  
The military contribution to these efforts focuses on mobilizing cooperation and building and 
sustaining relationships to enhance regional security. 


(3)  A representative listing of SC activities might include: 


(a)  Provide training, education, and equipment to build the capacity and 
capability of partner nations and organizations; 


 
Figure III-1.  Factors Affecting the Military Capabilities of Nations 
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(b)  Conduct activities with partner nations to confront threats and challenges 
before they mature into a crisis; 


(c)  Conduct military-to-military senior leader and staff talks and exchanges; 


(d)  Promote regional cooperation to meet shared challenges as well as decrease 
tension and rivalries; 


(e)  Conduct bilateral and multilateral exercises; and 


(f)  Conclude formal arrangements for the use of facilities, basing, or transit of 
military forces. 


e.  Employment.  In most multinational operations, the differing degrees of national 
interest result in varying levels of commitment by partner nations.  While some countries 
might authorize the full range of employment, other countries may limit their forces to 
strictly defensive or combat service support roles.  Some examples of partner nation 
contributions can be seen in Figure III-2.  However, offers of national support should not be 
declined outright.  Instead, every offer should be vetted through the MNFC and multinational 
partners, and recognized as support to the operation or campaign.  This process helps 
maintain the support of allies, friends, and partners and enhances the relationship.  
Additionally, multinational support will help increase the perceived legitimacy of operations 
domestically as well as internationally. 


For additional information regarding legitimacy, see JP 3-0, Joint Operations.  For NATO 
operations, see Allied Joint Publication (AJP)-3, Allied Joint Doctrine for the Conduct of 
Operations. 


2.  Building and Maintaining a Multinational Force 


a.  Building an MNF starts with the political decisions and diplomatic efforts to create a 
coalition or spur an alliance into action.  Discussion and coordination between potential 
participants will initially seek to sort out basic questions at the national strategic level.  These 
senior-level discussions could include organizations like the UN or NATO, existing 
coalitions or alliances, or individual nations.  The result of these discussions should 
determine: 


(1)  The nature and limits of the response. 


(2)  The command structure of the response force. 


(3)  The essential strategic guidance for the response force to include military 
objectives and the desired end states. 


b.  Command Issues.  When the response force is resident within an alliance, the 
procedures and structure of the alliance will normally determine operational-level leadership 
for the response force.  When the response force is based in a coalition (or an LN structure in 
an alliance), the designated LN will normally select the operational-level leadership.  The 
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MIC’s Coalition Building Guide, which describes the LN construct, could be used by an LN 
and potential partners as a starting point to address the coalition building process as it applies 
to multinational military operations, particularly at the strategic level. 


c.  These designated military leaders will coordinate military requirements and actions 
between participating nations.  In an alliance such as NATO, this would normally be the 
alliance’s military commander.  The MNFC promulgates essential guidance to all members 
that should contain the following information: 


(1)  Purpose of the multinational operation. 


(2)  Mission statement for the MNTF. 


(3)  Strategic end state and military end state for the MNTF. 


 
Figure III-2.  Partner Nation Contributions 
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(4)  Strategic objectives and broad tasks for the MNTF with guidance for 
termination or transition. 


(5)  Participating nations and expected initial contributions. 


(6)  Designated LN and supporting guidance. 


(7)  Common security interests. 


(8)  Multinational communications strategy.  


(9)  Specific diplomatic, economic, and informational guidance and national 
limitations, concerns, or sensitivities.  


d.  When dealing with partner nations, sensitivities and cultural differences must be 
recognized and acknowledged and procedures developed to mitigate or minimize additional 
conflict between nations.  Some planning considerations for multinational operations may 
include culture, diet, alcohol consumption policies, male/female cohabitation policies, work 
hours, leave, and other duty limitations. 


e.  Maintaining a cohesive MNF may require the MNF commander’s continual attention 
as nearly every action or event may impact national military and political interests and may 
compete for primacy with the MNF’s objective and end state.  In some cases, national 
restrictions may seem wholly out of line with national contributions.  This tension between 
national elements is not new, and commanders at all levels should be prepared to deal with it.  
As discussed earlier, nations join multinational efforts for a variety of reasons, both known 
and unknown.  National will, popular support, and the perceived achievement of stated 
objectives are just some of the factors that might influence continued national participation.  
However, thorough pre-mission preparation and planning can pay significant dividends later 
as the MNFC faces the challenge of maintaining a stable MNF. 


3.  Mission Analysis and Assignment of Tasks 


a.  The MNFC’s staff should conduct a detailed mission analysis.  This is one of the 
most important tasks in planning multinational operations and should result in a revised 
mission statement, commander’s intent, and the MNFC’s planning guidance.  As part of the 
mission analysis, force requirements should be identified; standards for participation 
published (e.g., training-level competence and logistics, including deployment, sustainment, 
and redeployment capabilities); and funding requests, certification procedures, and force 
commitments solicited from an alliance or likely coalition partners.  


b.  Before the MNTF staff can develop proposed courses of action (COAs), the MNFC 
must conduct an estimate of the situation.  This will allow the MNFC to analyze, in an 
organized manner, the many factors that will affect the accomplishment of the assigned 
mission(s).  This estimate should address the respective capabilities, political will, and 
national interests of the MNTF components.  Additionally, expected interagency 
contributions and involvement of each nation should be addressed.  This is a critical step as 
each nation determines its contribution to the operation.  National force commitments, even 
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in an established alliance, are not automatic.  For example, a NATO non-Article 5 crisis 
response operation is one such case where nations can opt in or out based on their national 
interests.  Based upon these national contributions, and after determining the tasks necessary 
to achieve the objectives that support mission accomplishment, the MNFC should assign 
specific tasks to the elements of the MNTF most capable of completing those tasks.  If there 
are several different national elements that can complete a particular task, the MNFC should 
consider assigning that task in a manner that allows each troop contributing nation to make 
meaningful contributions to the end state. 


4.  Language, Culture, and Sovereignty 


a.  Language.  Differing languages within an MNF can present a real challenge to 
C2, efficient communications, and unity of effort.  US forces cannot assume that the 
predominant language will automatically be English, and specifying an official language for 
the MNF can be a sensitive issue.  Therefore, US forces should make every effort to 
overcome language barriers.  Wherever and whenever possible, exchange officers or liaison 
officers (LNOs) or nonmilitary translators should be used to facilitate interaction and 
coordination with HN forces.  Communication is conveyed through both verbal and 
nonverbal means, with information loss, miscommunications, and misunderstandings having 
a negative impact on operations.  The additional time required to receive information, 
process it, develop plans from it, translate the plans, and distribute them to multinational 
partners can adversely impact the speed and tempo of operations.  Commanders may lessen 
these difficulties by early identification of linguist support.  They should assess the 
capabilities of US personnel to communicate with and to understand partners and use 
properly trained multilingual personnel as appropriate.  Capability gaps may be mitigated 
through the use of contractor support for interpreters and translators and should be addressed 
during the planning phase.  HN resources may serve an especially important role in this 
capacity, particularly if available during the initial stages of the deployment.  In addition, the 
importance of staffing the HQ with qualified liaison personnel cannot be minimized.  This 
will usually place additional demands upon US commanders for liaison personnel, but they 
are critical to the success of any multinational mission.   


b.  Linguists and Area Experts.  To assist with cultural and language challenges, the 
MNTF employs linguists and area experts, often available within and through the Service 
components or from other governmental agencies.  In some instances, members of Service 
forces may be especially familiar with the OA, its cultures, and languages as a result of 
special training (e.g., foreign area officers), previous assignments, or heritage.  The use of 
such abilities should be maximized to facilitate understanding and communications.  
Contract linguists should be screened for security purposes and vetted to verify their abilities. 


c.  Culture.  Each partner in multinational operations possesses a unique cultural 
identity—the result of their physical environment, economic, political, and social outlook, as 
well as the values, beliefs, and symbols that comprise their culture.  Even seemingly minor 
differences, such as dietary restrictions, can have great impact.  Commanders should strive to 
accommodate religious holidays, prayer calls, and other unique cultural traditions important 
to allies and coalition members, consistent with the situation. 
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(1)  There are a number of tools that can aid commanders and joint forces in 
identifying and becoming familiar with troop contributing nations’ cultural tendencies and 
provide insights into other cultures (HN, neighboring countries, potential adversaries, and 
supporters).  This may allow commanders to be more effective when interacting with their 
other MNF leaders and the local populace.  These tools can potentially assist commanders in 
making more timely assessments of potential cultural impacts and minimize any detrimental 
impact on operations and allow for a more cohesive relationship with our multinational 
partners and friends.   


(2)  Some tools that provide analytical methodology for cultural evaluation include: 


(a)  Joint Knowledge Online Culture and Language at 
https://www.us.army.mil/suite/designer.  


(b)  Defense Language Institute/Foreign Language Center at 
http://www.dliflc.edu/products.html.  


(c)  US Air Force Language, Region, and Culture Program at 
http://www.culture.af.mil/. 


(d)  US Army Training and Doctrine Command Culture Center at 
https://ikn.army.mil/apps/tccv2.  


(e)  US Navy Center for Language, Regional Expertise and Culture. 


(f)  US Marine Corps Intelligence Activity at 
http://www.quantico.usmc.mil/activities/?Section=MCIA or https://www.intelink.gov/mcia/. 


(g)  SOF global assessments conducted by United States Special Operations 
Command. 


(h)  Marine Corps Center for Advanced Operational Culture Learning 
https://www.tecom.usmc.mil/caocl/SitePages/Home.aspx. 


d.  Sovereignty Issues.  Sovereignty issues will be among the most difficult problems 
the MNFC may be required to mitigate.  Often, the MNFC will be required to accomplish the 
mission through coordination, communication, and consensus, in addition to traditional 
command concepts.  Political sensitivities must be recognized and acknowledged.  


(1)  The US commander, as part of the MNF, should coordinate with DOS, country 
teams, and the ambassador/chief of mission to the respective HN, if available, on any 
sovereignty issues which cannot be resolved at the MNFC level.  Examples of sovereignty 
issues include basing, civil or criminal jurisdiction over military and contract personnel, 
immigration, customs, claims, ground movement, overflight rights, aerial ports of 
debarkation, seaports of debarkation, railheads, border crossings, frequency management, 
and operations in the territorial sea. 
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(a)  Normally, such issues will be formally resolved with HNs through the 
development of appropriate technical agreements to augment existing or recently developed 
status-of-forces agreements (SOFAs) or status of mission agreements.  These agreements, 
negotiated between the HN and the sponsoring organization on behalf of the participating 
countries, establish the detailed legal status of MNFs.  


(b)  Authority to negotiate a SOFA is held at the national level.  For US forces, 
some specified portions of that authority have been delegated to the Joint Staff and CCDRs.  
Neither the MNFC nor the staff has such authority without specific approval or delegation 
from higher authority.  Before any negotiations or agreement with another nation, the SJA or 
appropriate legal authorities should be consulted.  US forces remain subject to the Uniform 
Code of Military Justice, which will be administered by the appropriate US commander. 


(2)  The commander may also create structures such as committees to address 
sovereignty issues.  These committees may be chaired by military or nonmilitary 
representatives of the HN to facilitate cooperation and build trust.  These organizations could 
facilitate operations by reducing sensitivities and misunderstandings and removing 
impediments.  In many cases, SC organizations, NGOs, and IGOs resident in the HN can 
help establish good will with the HN.  In some cases, these organizations may also be called 
upon to assist in the conduct of operations or in establishing a congenial relationship in the 
HN. 


5.  Legal  


a.  Commanders must ensure that MNTF forces comply with applicable national and 
international laws during the conduct of all military operations.  Participating nations should 
provide commanders with access to legal advice throughout the operation to facilitate a 
comprehensive understanding of any national differences.  In operations under the authority 
of NATO, relevant alliance documents will be applicable. 


b.  US forces will comply with the law of war (also referred to as the law of armed 
conflict [LOAC]) during all armed conflicts and in all other military operations.  
Additionally, US forces will be trained in the law of war.  US forces will report all possible, 
suspected, or alleged violations of the law of war (for which there is credible information or 
conduct during military operations that would constitute a violation of the law of war if it 
occurred during an armed conflict) through command channels. 


Refer to DODD 2311.01E, DOD Law of War Program, and CJCSI 5810.01D, 
Implementation of the DOD Law of War Program.   


c.  International Agreements.  The Armed Forces of the United States are committed 
to conducting joint and multinational operations according to the applicable provisions of the 
LOAC, including those of The Hague and Geneva Conventions.  International agreements 
are the primary source of rules of international law applicable to US, multinational, and HN 
forces.  The most comprehensive are SOFAs; however, these may be modified or become 
inapplicable in time of armed conflict.  They prescribe most of the reciprocal rights, powers, 
duties, privileges, and immunities of the US forces to include DOD civilians and contractor 
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personnel stationed abroad and of the governments of the host and partner nations and their 
respective armed forces. Other important types of international agreements concern security 
assistance and HN support agreements.  For specific information on HN support agreements 
(e.g., acquisition and cross-servicing agreements [ACSAs]) and international agreements 
(e.g., defense cooperation agreements), contact the US embassy military senior defense 
official or GCC’s legal advisor. 


d.  Treatment of Detainees.  During the conduct of military operations, MNF personnel 
must be prepared to detain a wide variety of individuals who fall into different categories 
under the law of war.  Regardless of the category or status of a detainee, MNFs are required 
to properly control, maintain, protect, and account for all detainees IAW applicable domestic 
law, international law, and policy.  Additionally, US forces should be aware that other 
participating nations may categorize detainees differently.  For this reason, and because the 
excessive use of force or the perceived mistreatment of detainees can also seriously 
undermine public confidence in MNF operations, it is imperative that commanders provide 
clear guidance for detainee operations in a multinational environment. 


For additional information, see JP 3-63, Detainee Operations. 


e.  The DOD Detainee Program establishes overarching DOD detainee policy.  The 
directive requires humane treatment of all detainees, however characterized, during all armed 
conflicts and in all other military operations.  The standards of treatment set forth in the 
directive apply to all DOD components and DOD contractors assigned to or supporting the 
DOD components engaged in, conducting, participating in, or supporting detainee 
operations.  These standards also apply to all non-DOD personnel as a condition of 
permitting access to internment facilities or to detainees under DOD control. 


For additional information, see DODD 2310.01E, The Department of Defense Detainee 
Program. 


f.  Military Justice 


(1)  Jurisdiction over US forces suspected of committing a criminal offense will be 
decided on a case-by-case basis IAW applicable international agreements with HN civil 
authorities.  It is US policy to retain jurisdiction in all criminal cases to the fullest extent 
possible.  Foreign military commanders exercising operational control (OPCON) or tactical 
control (TACON) over US forces will not administer discipline. 


(2)  Jurisdiction over non-US members of the MNTF in such circumstances will 
also be decided IAW applicable international agreements with HN civil authorities.  Since 
national procedures with regard to jurisdiction will determine how each case will be handled, 
US commanders should defer such matters to the participating nation’s authorities. 


g.  Commanders should coordinate with the joint force SJA to assist in resolving 
potential legal conflicts that arise during multinational operations, such as jurisdictional 
issues related to HN law and military justice, questions regarding compliance with 
international law, and issues related to the treatment of detainees.  However, this does not 
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relieve the commander of the responsibility to understand and apply pertinent directives 
related to the law of war and ROE. 


6.  Doctrine and Training 


a.  Doctrine.  Some nations possess doctrine and training programs with a full treatment 
of strategic, operational, and tactical issues.  Other nations have doctrine and training 
programs smaller in both scope and capability to match their national goals and objectives.  
When the Armed Forces of the United States participate in multinational operations, US 
commanders should follow multinational doctrine and procedures that have been ratified by 
the US.  For multinational doctrine and procedures not ratified by the US, commanders 
should evaluate and follow the multinational command’s doctrine and procedures where 
applicable and consistent with US law, policy, and guidance.  An example is the MNF SOP 
developed by 31 nations within the MPAT in the Asia - Pacific region.  It seeks to identify 
common starting points for the rapid activation and forming of an MNTF for crisis response 
situations (see Appendix B, “Multinational Planning Augmentation Team”). 


b.  Training and Resources.  When the situation permits, MNFCs at all levels should 
seek opportunities to improve the contributions of member nation forces through training 
assistance and resource sharing consistent with agreements between MNF members.  This 
could include the sale or loan of equipment, consistent and shared doctrine, common TTP, 
and participation in multinational exercises including training at US national training centers 
when appropriate.  GCCs should include this information in their SC part of the TCP.  


7.  Funding and Resources 


Financial and resource considerations may vary greatly with each multinational 
operation.  Responsible parties need to become familiar with the added legal complexities 
and ramifications when operating with MNFs.  Reimbursement and other funding issues are 
often complex.  Many arrangements will be similar to those for UN operations while other 
financial arrangements will be based on specific coalition agreements, MOUs, or technical 
agreements.  It is important to begin coordination of financial arrangements with prospective 
multinational partners as early in the planning process as possible.  Often, financial 
arrangements may be supported by special US logistic and funding authorities.  Examples of 
unique authorities include the provision of supplies, services, transportation, and logistic 
support to coalition forces supporting military and stability operations in Iraq and 
Afghanistan (Public Law 109-289, Section 9008) and authorities to use ACSAs to lend 
certain military equipment to foreign forces in Iraq and Afghanistan for personnel protection 
and survivability (Public Law 109-364, Section 1202). 


In addition to the specific agreements governing each operation, important references on 
multinational funding issues are contained in DOD 7000.14-R, Department of Defense 
Financial Management Regulation (DODFMR), Security Assistance Policy and Procedures. 


8.  Protection of Personnel, Information, and Critical Assets 


a.  The protection function focuses on preserving the joint forces fighting potential in 
four primary ways.  One way uses active defensive measures that protect the joint force, its 







Planning and Execution Considerations 


III-11 


information, its bases, necessary infrastructure, and lines of communications (LOCs) from an 
enemy attack.  Another way uses passive defensive measures that make friendly forces, 
systems, and facilities difficult to locate, strike, and destroy.  Equally important is the 
application of technology and procedures to reduce the risk of friendly fire.  Finally, 
emergency management and response reduce the loss of personnel and capabilities due to 
accidents, health threats, and natural disasters.  As the MNFC’s mission requires, the 
protection function also extends beyond force protection to encompass protection of 
noncombatants; the forces, systems, and civil infrastructure of friendly nations; and 
interorganizational partners. 


See JP 3-0, Joint Operations, for additional information on the protection function. 


b.  Commanders must understand that other nations do not necessarily execute force 
protection in the same way as the US Armed Forces.  Some nations’ armed forces may or 
may not be willing or able to assume the same risk as US forces.  US commanders, whether 
under US control or under a command relationship to a MNF, must continuously assess 
threats and vulnerabilities while implementing appropriate force protection countermeasures 
IAW published GCC directives.  Special consideration must be given to personnel with 
duties that require interaction with local populations. 


c.  Throughout multinational operations, risk management techniques and 
methodologies should be used to reduce or offset risk by systematically identifying, 
assessing, and controlling risk.   


d.  Another significant problem facing the MNF is the potential for friendly fire.  
Unfamiliar procedures, lack of a common language, and differing operational terms of 
reference can increase this risk.  MNF support or liaison teams can greatly assist in assessing 
and reducing the friendly fire risk to the MNF by recommending operational coordination 
measures and technological solutions. 


e.  Finally, commanders must understand that US forces, as part of a MNF, can 
potentially be the greater target.  Adversaries may view attacks against US Service members 
as a particularly effective tactic, especially when using co-opted multinational or HN forces 
to conduct these attacks against unsuspecting US forces.  While these types of so-called 
“insider” or “green on blue” attacks may be context-specific to a particular theater, JFCs 
should nevertheless ensure that their protection plans at least take into account the potential 
for these types of attacks and plan appropriate countermeasures as the situation dictates.  US 
forces operating at tactical levels may be especially vulnerable to unintended and 
adverse exploitative use of information to gain advantage.  Commanders should 
implement clear measures to ensure tactical information is accurate, timely, and 
adequately protected at all times. 


f.  Nontraditional threats, such as insider attacks, undermine an MNF’s ability in 
establishing a secure and stable environment as well as the cohesion of the MNFs.  
Strategically, these types of threats provide a propaganda platform from which adversaries 
can not only threaten the MNF’s objectives, goals, and exit strategy but also undermine the 
overall efforts of the international community.  Tactically, the breakdown of trust, 
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communication, and cooperation between HN and MNFs affects military capability.  
Eliminating or minimizing nontraditional threats, especially by proper preparation and 
training of coalition forces, is critical to mission success.  However, tougher force protection 
standards and measures that are overtly heavy handed must be well balanced yet culturally 
sensitive enough to not send the wrong message to the very people and organizations the 
coalition is trying to protect. 


g.  Commanders must recognize that force protection may have a higher priority than 
attainment of specific tactical objectives as the information gained by an adversary’s 
successful attack against US forces can have an operational or even strategic impact.  This 
does not imply that what is called for is a reduction of risk by isolation of US forces.  
Proactive engagement has historically constituted a more effective tactic than mere risk 
avoidance.   


9.  Rules of Engagement 


a.  Obtaining concurrence for ROE from national authorities may be time-consuming but 
is essential and should begin early in the planning process.  Even though the participants may 
have similar political mandates, ROE may differ among the nations represented.  In many 
cases, commanders of deployed member forces may lack the authority to speak on behalf of 
their nation in the ROE development process.  Complete consensus or standardization of 
ROE should be sought but may not be achievable.  In any event, the MNFC should reconcile 
differences as much as possible to develop and implement simple ROE that can be tailored 
by member forces to their national policies and law. 


b.  It is essential that adjacent or mutually supporting formations and forces understand 
each others’ ROE, as it cannot be assumed that each will react in an identical fashion to a 
given situation.  Without this understanding, events could result in misperceptions, 
confusion, and even friendly fire. 


c.  US forces assigned OPCON or TACON to an MNFC will follow the ROE of the 
MNF for mission accomplishment, if authorized by SecDef.  US forces retain the right of 
self-defense.  Apparent inconsistencies between the right of self-defense contained in US 
ROE and the MNF ROE will be submitted through the US chain of command for resolution.  
While the final resolution is pending, US forces will continue to operate under US ROE.  In 
the case of NATO operations, attention should be directed to applicable alliance documents, 
such as, Military Committee 362/1, NATO Rules of Engagement. 


For additional information on standing rules of engagement, see CJCSI 3121.01B, Standing 
Rules of Engagement/Standing Rules for the Use of Force for US Forces. 


10.  Combat Identification and Friendly Fire Prevention 


Tragically, “fog-of-war” situations can lead to friendly fire incidents.  A key 
survivability enabler, to mitigate friendly fire incidents, is the rapid, reliable identification of 
friends, foes, and neutrals, also known as combat identification (CID). 
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a.  Effective CID enhances joint force capabilities by providing confidence in the 
accuracy of engagement decisions throughout the force.  The MNFC’s CID procedures 
should serve to optimize mission effectiveness by maximizing enemy engagements while 
minimizing friendly fire and collateral damage.  These measures particularly are important in 
PO and traditional noncombat operations.  Therefore, CID measures should be established 
early in the planning cycle. 


b.  CID considerations play an important role in force protection.  The MNFC’s CID 
procedures must be consistent with ROE and not interfere with a unit’s or an individual’s 
ability to engage enemy forces and conduct actions appropriate for self-defense.  CID 
characterizations, when applied with ROE, enable engagement decisions and the subsequent 
use, or prohibition of use, of lethal weapons and nonlethal capabilities.  When developing the 
MNF CID procedures, important considerations include the missions, capabilities, and 
limitations of all participants. 


For additional guidance on CID, refer to JP 3-09, Joint Fire Support. 


c.  MNFCs must make every effort to reduce the potential for the unintentional killing or 
wounding of friendly personnel (to include civilians) by friendly fire.  The destructive power 
and range of modern weapons, coupled with the high intensity and rapid tempo of modern 
combat, the fluid nature of the nonlinear OA, the changing disposition of attacking and 
defending forces, and the presence of civilians in the OA increase the potential for friendly 
fire. 


d.  Commanders must identify and assess situations that increase the risk of friendly fire 
in the OE and institute appropriate preventive measures.  The primary preventive measures 
for limiting and reducing friendly fire are command emphasis, disciplined operations, close 
coordination among component commands and multinational partners, exercises, reliable 
and timely CID, effective SOPs, technology solutions (e.g., identify friend or foe, friendly 
force tracking), and enhanced situational awareness (SA) of the OE.  Commanders should 
seek to minimize friendly fire while not limiting boldness and initiative. 


SECTION B.  OPERATIONAL CONSIDERATIONS 


11.  Intelligence 


a.  In most multinational operations, the JFC will be required to share intelligence with 
foreign military forces and to coordinate receiving intelligence from those forces.  In some 
circumstances, the JFC will need to seek authority to go outside the usual political-military 
channels to provide information to NGOs.  Unique intelligence policy and dissemination 
criteria will have to be tailored to each multinational operation. 


b.  A multinational intelligence center is necessary for merging and prioritizing the 
intelligence requirements from each participating nation and for acquiring and fusing all the 
nations’ intelligence contributions.  Likewise, the center should coordinate the intelligence 
collection planning and intelligence, surveillance, and reconnaissance operations of each 
nation.  The multinational intelligence center should include representatives from all nations 
participating in the multinational operation.  Designating a single director of intelligence for 
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the multinational command may assist in resolving potential disagreements among the 
multinational members.  


c.  Every interrelated intelligence operation of the intelligence process—planning and 
direction, collection, processing and exploitation, analysis and production, dissemination and 
integration, and evaluation and feedback—is substantively affected in multinational 
operations.  In some international operations or campaigns, JFCs will be able to use ISAs 
(e.g., NATO STANAG) as a basis for establishing rules and policies for conducting joint 
intelligence operations.  Since each multinational operation will be unique, such agreements 
may have to be modified or amended based on the situation.  The following general 
principles provide a starting point for creating the necessary policy and procedures (see 
Figure III-3). 


(1)  Maintain Unity of Effort.  Each nation’s intelligence personnel need to view 
the threat from multinational as well as national perspectives.  A threat to one element of an 
MNF by the common adversary must be considered a threat to all MNF elements. 


(2)  Make Adjustments.  There will be differences in intelligence doctrine and 
procedures among the coalition partners.  A key to effective multinational intelligence is the 
willingness to make the adjustments required to resolve significant differences such as: 


(a)  How intelligence is provided to the commander, the commander’s staff, 
and forces. 


(b)  Procedures for sharing information among intelligence agencies. 


(c)  The degree of security afforded by different communications systems and 
procedures.  


(d)  Administrative requirements. 


(3)  Plan Early and Plan Concurrently.  National command channels determine 
what intelligence may be shared with the forces of other nations early in the planning 
process.  NATO and the US, as well as the US and the Republic of Korea, via the Combined 


 
Figure III-3.  Multinational Intelligence Principles 
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Forces Command, have developed and exercised intelligence policies and procedures that 
provide examples of how multinational planning can be done in advance. 


(4)  Share All Necessary Information 


(a)  Coalition members should share all relevant and pertinent intelligence 
about the situation and adversary consistent with national disclosure policy (NDP) and 
theater guidance.  However, information about intelligence sources and methods should not 
be shared with coalition members unless approved by the appropriate authority. 


(b)  Force protection is a mission inherent to any commander, and intelligence 
support to that mission is critical.  Every effort must be made to share any data that could 
impact the commander’s force protection mission. 


(c)  When information relating to a particular source cannot be shared, the 
intelligence derived from that source should still be provided to other multinational partners 
if at all possible. The intelligence directorate of a joint staff (J-2) should establish procedures 
for separating intelligence from sources and methods.  Intelligence agencies often produce 
highly classified reports that contain compartmented information.  To the greatest extent 
possible, this information should be disseminated using a tear line.  A tear line enables the J-
2 and Service component intelligence elements to keep information above the tear line 
(compartmented data) and disseminate the intelligence below.  Having intelligence 
production agencies use such tear lines should facilitate intelligence sharing.  Such 
considerations warrant increased emphasis for forces operating at the tactical level where 
timely information is especially critical to mission success as well as prevention of friendly 
fire and undesired collateral damage.  When feasible, intelligence production organizations 
operating in a multinational environment should implement a write for release without 
dissemination restrictions policy to facilitate timely dissemination of tactical intelligence 
partner organizations. 


(d)  The joint force J-2 should obtain the necessary authorizations from the 
foreign disclosure officers (FDOs) and designated intelligence disclosure officials (DIDOs) 
from the CCMD J-2 or FDO as soon as possible.  J-2 personnel should be knowledgeable of 
the specific foreign disclosure policy, procedures, and regulations for the operation.  The 
assignment and use of qualified and certified FDOs and DIDOs are vital to safeguarding 
classified information from inadvertent disclosure and will enhance the efficient flow of 
intelligence. 


(5)  Conduct Complementary Operations 


(a)  Intelligence efforts of the nations should be complementary.  Each nation 
will have intelligence system strengths and limitations and unique and valuable capabilities.  
HN security services’ capabilities, for example, may contribute significantly to force 
protection.  Furthermore, planning with friendly nations to fill shortfalls, especially linguist 
requirements, may help overcome such limitations. 


(b)  All intelligence resources and capabilities should be made available for 
application to the whole of the intelligence problem.  Establishing a multinational collection 
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management element is essential for planning and coordinating multinational collection 
operations. 


See JP 2-0, Joint Intelligence, for further details.  Additional guidance on intelligence 
operations in multinational operations can be found in JP 2-01, Joint and National 
Intelligence Support to Military Operations. 


d.  Geospatial Intelligence Geodetic Datums.  Multinational operations require 
interoperable geodetic data, applications, and data exchange capabilities.  Whenever 
possible, participants should agree to work on standard vertical and horizontal datums that 
allow products to have common datum reference points.  A multinational geodetic reference 
plan should be developed and used to coordinate all products for use by member forces, 
including access approval procedures and blending assets into a cohesive production 
program. 


See JP 2-03, Geospatial Intelligence Support to Joint Operations, for further details. 


e.  Biometrics.  Biometrics is the process of recognizing an individual based on 
measurable anatomical, physiological, and behavioral characteristics.  MNFs are employing 
biometrics in operations with increasing frequency and improving results to identify known 
threats, disrupt adversary freedom of movement within the populace, link people to events, 
and verify local and third-country nationals accessing MNF bases and facilities.  The ability 


UNITED STATES CENTRAL COMMAND  
COALITION INTELLIGENCE CENTER 


“We were established in 2001 at the beginning of Operation ENDURING 
FREEDOM. Under J-2 [intelligence directorate of a joint staff] we were 
established for the purpose of facilitating and sharing of intelligence.  In the 
beginning there was some operational tactical intelligence that we shared 
with our coalition members and that information was limited to just 
Afghanistan.  But as the mission expanded into Iraq, we also had to expand 
our purpose of sharing and discussing information while establishing 
analytical teams to address specific questions from both the Coalition and 
the US.  Our Center is the forum where most of those discussions take place. 


The Coalition countries are all invited to have membership in the Intelligence 
Center. We put in perspective the nation’s involvement with operations.  Not 
every country has an intelligence interest and not every country has an 
intelligence officer assigned to US Central Command (USCENTCOM).  Those 
that do have an intelligence officer assigned at USCENTCOM will participate 
with us on a daily basis.  Those that do not have an intelligence officer, but 
do have intelligence interests, usually go through their country’s senior 
national representative or through the operations officer to consult with us 
and discuss with us issues of common interest.”  


Colonel Evilio Otero, Jr. 
Chief, Coalition Intelligence Center 


USCENTCOM Coalition Village 
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to accurately identify or verify an individual is a critical component of force protection.  
Biometrics is an enabling technology which crosscuts many intelligence-related mission sets 
and functions. 


f.  Other Considerations.  It is important to consider the ramifications of labeling 
information about an OA as intelligence, especially when interacting with nonmilitary 
organizations.  In many cultures, the perception of intelligence connotes information 
gathered on a nation’s citizenry to exploit it.  Further, attempts to exchange information with 
many NGOs would likely be stifled as they strive to maintain political neutrality throughout 
the world and would not associate in any perceived intelligence gathering attempts.  
Therefore, unclassified facts and/or data should be referred to as information in order to 
facilitate its dissemination among members of the MNF for the purpose of fostering mutual 
interests in resolving or deterring conflict or providing support. 


12.  Information Sharing 


a.  National  Disclosure Policy.  The release of classified information to multinational 
partners is governed by NDP.  Detailed guidance must be provided to the senior US 
commander by the chain of command IAW National Security Decision Memorandum 119, 
Disclosure of Classified United States Military Information to Foreign Governments and 
International Organizations, and NDP-1, National Policy and Procedures for the Disclosure 
of Classified Military Information to Foreign Governments and International Organizations.  
Detailed written guidance may be supplemented with limited delegation of disclosure 
authority where appropriate (e.g., combined force protection purposes).  However, the senior 
US officer needs to become personally concerned with the issues of intelligence sharing and 
releasing of information early in the process and clearly state the commander’s requirements.  
Commanders should promote information sharing and inclusion of LNOs in secured systems 
as much as possible.  Commanders should establish and promulgate clear NDP-compliant 


“Coalition forces continue to play a vital role in current, and likely all future 
operations in the US Central Command (USCENTCOM) area of responsibility 
(AOR).  The information sharing challenge is extremely complicated with multiple 
coalitions, international organizations, and alliances participating in different 
operations.  Many nations participate in multiple communities.  These include the 
66-nation Global Counterterrorism Forces, the 51-nation Multinational Coalition 
Forces-Iraq, the 11-nation Combined Naval Forces Central Command, the 33-
nation International Security Assistance Forces for Afghanistan, the 26-member 
nation North Atlantic Treaty Organization, as well as the traditional 6 Gulf 
Cooperation Council member states and our 25 regional AOR countries.  
USCENTCOM needs to be able to electronically share information with these 
various communities of interests quickly and efficiently to successfully conduct 
coalition operations.” 


Jill L. Boardman/Donald W. Shuey 
Combined Enterprise Network Theater Information System; 


 Supporting Coalition Warfare World-Wide 
April 2004 
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guidance to subordinate elements that permit flexibility to share information where and when 
it is needed. 


b.  The NDP is implemented within DOD by DODD 5230.11, Disclosure of Classified 
Military Information to Foreign Governments and International Organizations, and CJCSI 
5221.01, Delegation of Authority to Commanders of Combatant Commands to Disclose 
Classified Military Information to Foreign Governments and International Organizations. 


JP 2-01, Joint and National Intelligence Support to Military Operations, contains a detailed 
discussion of sanitization and foreign disclosure procedures. 


c.  Military information and intelligence should be derived and crafted to maximize 
recipient eligibility. Such principles as accessible, timely electronic dissemination and 
scalable classification levels (e.g., tear lines) are just a few of the multiple techniques to 
enhance sharing.  Intelligence and information should be written for release at the lowest 
possible classification level and given the fewest possible dissemination restrictions within 
foreign disclosure guidelines.  This is important in maintaining the integrity of a common 
holistic understanding of the OE.  Other nations are also likely to have access to their own 
national intelligence and should be encouraged to share across MNFs. 


d.  Although there may be no clearly defined threat, the essential elements of US 
military operations should be safeguarded.  The uncertain nature of the situation, coupled 
with the potential for rapid change, requires that operations security (OPSEC) be an integral 
part of any operation.  OPSEC planners must consider the effect of media coverage and the 
possibility that coverage may compromise essential security or disclose critical information. 


See DODD 5205.02, DOD Operations Security (OPSEC) Program, for more information. 


e.  The success of joint and multinational operations and interagency coordination 
hinges upon timely and accurate information and intelligence sharing.  Information sharing, 
cooperation, collaboration, and coordination are enabled by an intelligence and information 
sharing environment that fully integrates joint, multinational, and interagency partners in a 
collaborative enterprise.  The JFC participating in the coalition or alliance tailors the policy 
and procedures for that particular operation based on national and theater guidance.  In some 
multinational operations or campaigns, JFCs will be able to use existing ISAs (e.g., NATO) 
as a basis for establishing rules and policies for conducting joint intelligence operations.  
Since each multinational operation will be unique, such agreements may have to be modified 
or amended based on the situation.  A JFC participating in a coalition or alliance should 
tailor the policy and procedures for that particular operation based on theater guidance and 
national policy as contained in NDP 1, National Policy and Procedures for the Disclosure of 
Classified Military Information to Foreign Governments and International Organizations.  
NDP 1 provides policy and procedures in the form of specific disclosure criteria and 
limitations, definition of terms, release arrangements, and other guidance.  


f.  Information sharing, including intelligence information, plays a critical role in the 
success of any multinational endeavor.  Analysis of recent operational lessons learned 
emphasizes that multinational operations are much more effective, efficient, and safe when 
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information is shared by all the forces involved.  The ability to exchange tactical information 
is especially critical for forces during execution. Information must flow quickly from sensors 
to fusion processes to analysts and decision makers, and ultimately to those who execute 
actions.  Some specific insights and recommendations from these operational lessons learned 
include: 


(1)  Develop categories/groups in which information can be released or disclosed.  
Release is the physical transfer to another nation.  With disclosure, the owning or originating 
nation maintains control, but the information may be visually or orally displayed to another 
nation. 


(2)  Address information disclosure restrictions before major planning efforts and 
especially before execution. 


(3)  Identify, delegate, and announce release authority early and to all concerned. 


(4)  Identify and pre-stage classified documents (e.g., Adaptive Planning and 
Execution System plans and orders) to be made releasable and distributed to multinational 
partners at the right time. 


g.  Communications and Processing Architectures.  Due to the perishable nature of 
pertinent, releasable intelligence, it is imperative that a system be devised for and by the 
MNF members that is capable of transmitting the most important intelligence rapidly to 
units.  Frequently this system relies on the distribution of standardized equipment by one 
country’s forces to ensure commonality.  The system must also be firmly rooted in a network 
of coalition LNOs at major intelligence production or communication centers, to provide 
redundant intelligence communications channels to their parent nation, and to determine and 
obtain intelligence uniquely suited for that nation’s mission in time to exploit it. 


(1)  Several nations maintain separate classified Internet and communications 
systems.  For US forces, the SECRET Internet Protocol Router Network (SIPRNET) is the 
primary classified architecture.   


(2)  Unclassified networks are an operational imperative.  In addition to classified 
networks, an unclassified network using the Internet (commercially encrypted if available) is 
a communications backbone for multinational operations.  To allow for timely and efficient 
information sharing with nonmilitary organizations, the MNF should provide these 
organizations with access to current information on unclassified networks.  MNFs should be 
aware that many NGOs/IGOs are hesitant to use DOD-sponsored information exchange Web 
sites in order to avoid the appearance of close association with USG entities.  In such 
situations, MNFs should first coordinate regarding these concerns and then be prepared to 
“push” information to specified organizational Web sites. 


(3)  MNF networks should be established to provide responsive information sharing 
between the MNFs, but care must be taken to avoid the inadvertent sharing of classified 
information that has not been sanitized for release to other nations.  Ideally this mission 
partner network would provide an operating environment in which partners could plan, 
prepare, and execute operations at an appropriate, single security classification level, with a 
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common language.  The use of cross network information security solutions should be used 
whenever possible to avoid the inadvertent sharing of information with networks external to 
those accessible by the collective membership of a specific MNF.  Often, LNOs can bridge 
the culture gap between what multinational commanders/staffs say and what they mean. 


h.  Coordination.  Within alliances, it is common for intelligence procedures, practices, 
and standardized agreements to be established and tested prior to actual use.  Coalitions, 
however, are frequently created and disbanded relatively quickly.  Coalition participants 
typically compensate for the lack of standardization through coordination between national 
leadership and prospective forces.  As mentioned above, coordinating the elements of 
communications architectures is essential.  Additional areas requiring extensive coordination 
include the friendly use of the electromagnetic spectrum, use of space and/or space assets, 
geographical location of intelligence collection assets, and targets of intelligence collection.  
Intelligence processing centers should be multinational in character, serving the MNFC but 
also recognizing intelligence that has value in support of national missions.  However, 
establishment of these multinational processing centers, particularly in the case of ad hoc 
coalitions, will require extensive personal involvement and support from the MNFC and the 
corresponding nation to make this a functioning reality.  The MNFC priority intelligence 
requirements should serve as the milestones to fully focus the intelligence effort.  The 
answers can only be gained through effective coordination at all levels. 


i.  Additional national and DOD-level references on information sharing useful to 
enhancing the information environment in support of joint and/or multinational operations 
include the National Strategy for Information Sharing, United States Intelligence Community 
Information Sharing Strategy, DOD Information Sharing Strategy, and DOD Information 
Sharing Implementation Plan.  Additionally, the Defense Information Systems Agency has a 
Multinational Information Sharing Program Office with a mission to manage current 
multinational information sharing efforts, provide the standard multinational information 
sharing services and applications for future DOD information networks, and facilitate 
information sharing among DOD components and eligible foreign nations in support of 
planning and execution of military operations. 


13.  Communications 


a.  Communications are fundamental to successful multinational operations.  Planning 
considerations include frequency management, equipment compatibility, procedural 
compatibility, cryptographic and information security, identification friend or foe, and data-
link protocols.  MNFCs should anticipate that some forces from MNF will have direct and 
near immediate communications capability from the OA to their respective national political 
leadership.  This capability can facilitate coordination of issues, but it can also be a source of 
frustration as leaders external to the OA may be issuing guidance directly to their deployed 
national forces.  Many communications issues can be resolved through equipment exchange 
and liaison teams.  When exchanging equipment, special consideration must be paid to the 
release of communications security (COMSEC) devices as well as the level and nature of 
classified information (material) released to individual countries per NDP and any applicable 
exceptions.  The ability of the MNF to exchange information at all levels (i.e., strategic, 
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operational, and tactical) should be a consideration during planning and throughout 
execution. 


b.  Communications requirements vary with the mission, size, composition, geography, 
and location of the MNF.  It is critical that operations and communications planners begin 
the coordination process early to ensure both US and MNF communication requirements are 
identified and sourced prior to operations.  Interoperability is often constrained by the least 
technologically proficient participant.  Effective communications support enables control 
over diverse, widely dispersed air, maritime, ground, and space elements.  Access to both 
military and commercial satellites should be an early planning requirement to support widely 
dispersed elements.  The MNFC should address the need for integrated communications 
among all participating forces early in the planning phase of the operation.  MNF planning 
and technical communications systems control centers should be established as soon as 
possible to coordinate all communications. 


For more information regarding frequency management, refer to JP 6-01, Joint 
Electromagnetic Spectrum Management Operations. 


c.  In all multinational operations a broadband, unclassified network will be a critical 
requirement for multinational coordination with all actors within the MNF OA.  The IHC 
and affected nations’ governments and militaries will normally use unclassified, 
commercially encrypted networks as their primary collaboration and coordination tool.  US 
forces should be able to integrate with MNFs to support collaboration needed to conduct 
multinational operations.  US forces should expect to use SIPRNET solely for US-specific 
communication and tasks not suitable for execution in a multination information sharing 
environment.  Satellite access to broadband Internet capability must be planned as an 
operational necessity, if not currently available within the MNF OA. 


d.  LNO teams should be sent to other MNF HQ to facilitate integration of operations.  
These LNO teams should deploy with sufficient communications equipment to conduct 
operations with their respective HQ.  Consideration should also be given to possible 
degradation of communications due to the extended distances over which the MNF may 
operate and the impact of enemy exploitation of the electromagnetic spectrum.  Urban 
operations present other difficulties due to interference from physical structures or frequency 
overlaps.  Planning for communications support also includes provisions which allow 
execution of required communications under adverse conditions.  Additionally, US law 
requires prior international and implementing agreements defining quid pro quo payments 
for allied use of the Defense Information Systems Network and military satellite 
communications assets. 


e.  Secure C2 systems are vital to the execution of MNF operations to avoid conflict and 
increase mutual understanding.  The goal of secure C2 interoperability within an MNF is to 
develop greater cooperation through improved technical capability, system interdependence, 
and SA in the OA. 


f.  Communications Security Release to Foreign Nations Policy.  Disclosing, releasing 
and transferring products or associated COMSEC information to foreign governments is 
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governed by Department of Defense Instruction (DODI) 8523.01, “Communications 
Security (COMSEC).”  Detailed guidance outlining criteria for release of information 
security products, services, and information to foreign governments is provided in CJCSI 
6510.06, Communication Security Releases to Foreign Nations. 


g.  Under CJCSI 6510.06, Communications Security Releases to Foreign Nations, the 
Chairman of the Joint Chiefs of Staff (CJCS) validates CCMD interoperability requirements 
to release COMSEC products or associated COMSEC information to any foreign 
government.  These secure C2 interoperability requirements originate from the theater 
Service components. 


h.  Release of COMSEC to foreign governments is permitted when there is a validated 
interoperability requirement.  Specifically, the GCC and the MNFC should have or develop 
agreements on cryptographic, communications and/or automated data processing (ADP) 
security issues among all multinational components and understand where “capability gaps” 
exist, along with the implication of those gaps. 


14.  Operational Environment 


a.  Land Operations.  In most multinational operations, land forces are an integral, and 
central, part of the military effort.  The level and extent of land operations in a multinational 
environment is largely a function of the overall military objectives, any national caveats to 
employment, and the forces available within the MNF. 


(1)  National doctrine and training will normally dictate employment options within 
the MNF.  Nations with common TTP will also experience far greater interoperability.  
Effective use of SC activities may significantly reduce interoperability problems even for 
countries with widely disparate weapons systems.  


(2)  The MNFC may assign the responsibility for land operations to an overall  
multinational force land component commander (MNFLCC) or a task force (TF) within the 
MNF command structure (for example: TF South, TF North).  Such TFs may include 
elements from a single nation or multiple nations depending on the situation and the 
interoperability factors of the nations involved.  In addition, the MNFC may also assign an 
area of operations (AO) to the MNFLCC or TF based upon concept of the operations.  Figure 
III-4 contains a representative sample of MNFLCC responsibilities. 


(3)  The MNFC will also establish supported and supporting relationships between 
the land component command or TF and other MNTF components (maritime, air, and 
special operations) based upon mission requirements to assist in prioritizing actions, assist in 
establishing the main effort, and to establish formal command/coordination channels 
between the components for a specific operation, mission, or phase. 


(4)  A fundamental consideration for planning and executing land operations is 
sustainability.  The following factors impact the sustainability of land operations: 
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Figure III-4.  Multinational Force Land Component Commander Notional Responsibilities


Multinational Force Land Component Commander 
Notional Responsibilities















































Advise the multinational force commander (MNFC) on the proper employment of 
forces made available for tasking.


Develop the joint land operation plan/operation order in support of the MNFC’s 
concept of operations and optimizing the operations of task-organized land forces. 
The multinational force land component commander (MNFLCC) issues planning 
guidance to all subordinate and supporting elements and analyzes proposed 
courses of action. The intent is to concentrate combat power at critical times and 
places to accomplish strategic, operational, and tactical goals.


Direct the execution of land operations as specified by the MNFC, which includes 
making timely adjustments to the tasking of forces and capabilities made available. 
The MNFLCC coordinates changes with affected component commanders as 
appropriate.


Coordinate the planning and execution of joint land operations with the other 
components and supporting agencies.


Evaluate the results of land operations to include the effectiveness of interdiction 
operations and forwarding these results to the MNFC to support the combat 
assessment effort.


Synchronize and integrate movement and maneuver, fires, and interdiction in 
support of land operations.


Designate the target priorities, effects, and timing for joint land operations.


Establish a personnel recovery (PR) coordination cell (PRCC) to coordinate all 
component PR activities, including coordination with the joint personnel recovery 
center (JPRC) and other component PRCCs. Be prepared to establish a JPRC if 
directed or if designated as the joint force supported commander for PR.


Provide mutual support to other components by conducting operations such as 
suppression of enemy air defenses and suppression of threats to maritime 
operations.


Coordinate with other nations’ functional and Service components in support of 
accomplishment of MNFC objectives.


Provide an assistant or deputy to the area air defense commander for land-based 
joint theater air and missile defense operations and coordination as determined by 
the MNFC.


Support the MNFC’s information operations (IO) by developing the IO requirements 
that support land operations and synchronizing the land force IO assets when 
directed, to include cyberspace requirements.


Establish standing operating procedures and other directives based on MNFC 
guidance.


Provide inputs into the MNFC-approved joint operational area air defense plan 
and the airspace control plan.


Integrate the MNFLCC’s communications systems and resources into the theater’s 
networked communications system architecture or common operational picture to 
synchronize MNFLCC’s critical voice and data requirements. These 
communications systems requirements, coordination issues, and capabilities 
should be considered in the joint planning and execution process.
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(a)  Personnel staffing requirements. 


(b)  Medical requirements and capabilities. 


(c)  Maintenance. 


(d)  Supply. 


(e)  Storage facilities. 


(f)  Transportation. 


(g)  Technical support and requirements. 


(h)  Common sourcing of support. 


See JP 3-31, Command and Control for Joint Land Operations, for more detail.  See also JP 
4-08, Logistic Support of Multinational Operations.  AJP-3.2, Allied Joint Doctrine for Land 
Operations, provides further information on doctrine for planning, preparing, and executing 
NATO land component operations. 


b.  Maritime Operations.  In a multinational environment, an operational aim for 
maritime forces is to exercise sea control or project power ashore, synchronize maritime 
operations with the other major MNF operational functions of land forces, air forces, and 
SOF; and support the MNFC’s intent and guidance in achieving the MNF mission.  Maritime 
forces are primarily navies; however, they may include maritime-focused air forces, 
amphibious forces, or other government departments and agencies charged with sovereignty, 
security, or constabulary functions at sea. 


(1)  Maritime operational responsibility may be assigned to a multinational force 
maritime component commander (MNFMCC) or a designated TF.  Figure III-5 contains a 
representative sample of MNFMCC responsibilities. 


(2)  The MNFC can also assign a maritime AO to the MNFMCC or naval TF within 
the MNF OA, based upon the concept of operations (CONOPS).  The MNFC will also 
establish supported and supporting relationships between the MNFMCC (or TF) and other 
MNF components (land, air, special operations forces) based upon mission requirements to 
assist in prioritizing actions, assist in establishing the main effort, and establish formal 
command/coordination channels between the components for a specific operation/mission or 
phase. 


(3)  A fundamental consideration of maritime operations is sustainability.  The 
following factors impact the sustainability of maritime operations: 


(a)  Available surface ships (combatant and noncombatant). 


(b)  Available submarine assets. 
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(c)  Maintenance. 


(d)  Supply (to include combat logistics force ships). 


(e)  Storage facilities. 


(f)  Weather and sea state conditions. 


(g)  Sea LOCs. 


(4)  Properly planned, resourced, and employed maritime forces may conduct 
operations that provide the MNFC with a multifunctional force that can use the maneuver 
space of the sea to provide a broad range of options, generally unfettered by the requirement 
to obtain HN permissions and access.  Maritime forces can provide power projection, afloat 
HQ, logistics, area surveillance, and denial platforms and facilities for joint forces offering 


 
Figure III-5.  Multinational Force Maritime Component Commander  


Notional Responsibilities 


Multinational Force Maritime Component Commander 
Notional Responsibilities


























Recommend to the multinational force commander (MNFC) the apportionment of 
the joint maritime effort (after consultation with other component commanders).


Provide maritime forces to other component commanders in accordance with 
MNFC apportionment decisions.


Control the execution of joint maritime operations, as specified by the MNFC, to 
include adjusting targets and tasks for available joint capabilities/forces. The 
MNFC and affected component commanders will be notified, as appropriate, if the 
multinational force maritime component commander changes the planned joint 
maritime operations during execution.


Assign and coordinate target priorities within the maritime area of operations (AO) 
and integrate maneuver and movement, fires, and interdiction.  The multinational 
force maritime component commander nominates targets located within the 
maritime AO to the joint targeting process that may potentially require action by 
another component commander’s assigned forces.


Contribute to maritime domain awareness. In order to allow decision makers to 
understand complex security environments, maritime components must:


Persistently monitor the maritime domain to identify potential and actual 
maritime threats;


Fuse and analyze intelligence and information when possible; and


Disseminate intelligence and information in near real-time to the MNFC and 
other component commanders.


Function as the supported/supporting commander, as directed by the MNFC.


Provide centralized direction for the allocation and tasking of forces/capabilities 
made available.


Establish a personnel recovery coordination center in the same manner as the 
land component commander.
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advantages in flexibility and sustainability.  Use of maritime forces may reduce the MNF 
footprint ashore and allow support and sustainment to be landed in sufficient quantities, as 
required, without necessarily placing it all in a vulnerable and essentially immobile location.  
Seabasing of MNFs also reduces the possible negative impact on limited infrastructure 
ashore and facilitates the protection of supplies and logistics support.  Maritime forces 
expand access options, reduce dependence on land bases, and create uncertainty for 
adversaries. 


(5)  Maritime transport vessels provide the bulk of heavy lift in support of 
multinational operations.   


c.  Air Operations 


(1)  Air operations provide the MNFC with a responsive and flexible means of 
operational reach.  The MNFC can execute deep operations rapidly, striking at decisive 
points and attacking centers of gravity.  Further, transportation and support requirements can 
be greatly extended in response to emerging crisis and operational needs.  Multinational air 
operations are focused on supporting the MNFC’s intent and guidance in accomplishing the 
MNTF mission and at the same time, ensuring air operations are integrated with the other 
major MNF operational functions (land, maritime, and special operations forces). 


(2)  Overall MNF air operations will normally be assigned to a multinational force 
air component commander (MNFACC) (the designation will be based on the type of 
multinational configuration used in the operation).  MNFACC responsibilities include the 
planning, coordinating, allocating, and tasking of air capabilities/force made available based 
on the MNFC’s air apportionment decision (see Figure III-6).  The MNFC will also establish 
supported and supporting relationships between the MNFACC or TF and other MNF 
components based on MNF mission requirements, to assist in prioritizing actions and to 
establish formal command/coordination channels between the components for a specific 
operation/mission or phase. 


(3)  Air Operations Planning.  An integral part of the MNFC’s planning efforts is 
the concept of air operations.  The MNFACC is responsible for air operations planning, and 
develops the concept for air operations describing how the multinational assets made 
available are envisioned to be employed in support of the MNFC’s overall objectives.  Both 
US component commanders and MNFCs should provide highly trained liaison staffs to 
facilitate integration, coordination, and synchronization of their operations.  Air planning 
should also include the use of logistic air assets and airfields.  This is especially important 
for the coordination of tactical air operations with logistic operations, especially the air 
movement of supplies, their unloading, and rapid clearance from aerial ports.  In the event 
that no established multinational guidance is available, planning considerations for 
multinational air operations should resemble those for joint air operations. 


See JP 3-30, Command and Control for Joint Air Operations, for details on the air planning 
process. 
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(4)  Airspace Control.  The primary purpose of airspace control is to increase 
combat effectiveness by promoting the safe, effective, and flexible use of airspace with 
minimal restraint imposed on the users.  International agreements, enemy and friendly force 
structures, deployments and resupply operations, commanders’ concepts and operations, and 
operating environments such as foreign countries, the high seas, and amphibious objective 
areas will necessitate different specific arrangements for airspace control. 


(a)  Responsibility.  The responsibility for airspace control rests with the 
MNFC, who normally designates an airspace control authority (ACA) to coordinate the 
airspace control activities for multinational operations.  The broad responsibilities of the 
ACA include establishing, coordinating, and integrating the use of the airspace control area.  
Subject to the authority and approval of the MNFC, the ACA develops broad policies and 
procedures for airspace control and for the coordination required among nations’ forces.   


(b)  When operating outside of a combat environment and within the borders of 
another sovereign nation, the ACA may perform coordination rather than control over the 
airspace.  In those situations, the ACA needs to establish an effective relationship with the 
HN airspace authority.  Also, in addition to increasing effectiveness, the HN interests are 
likely to include safe domestic civil aviation, efficient commercial aviation, and international 
overflight rights.  Integrating airspace control efforts will have a positive impact on the 
overall relationship between the HN and the MNF. 


(c)  The ACA establishes an airspace control system that is responsive to the 
needs of the MNFC, integrates the MNF airspace control system with that of the HN, and 


 
Figure III-6.  Multinational Force Air Component Commander Notional Responsibilities 
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Develop a multinational air operations plan to support the multinational force 
commander’s (MNFC’s) objectives.


Recommend to the MNFC apportionment of the joint air effort, after consulting with 
other component commanders.


Allocate and task air capabilities/forces made available based on the MNFC’s air 
apportionment decision.


Provide oversight and guidance during execution of multinational air operations.


Coordinate multinational air operations with other component commanders and 
forces assigned to or supporting the MNFC.


Assess the results of multinational air operations.


Support MNFC information operations with assigned assets, when directed.


Function as the supported/supporting commander, as directed by the MNFC.


Perform the duties of the airspace control authority, the area air defense 
commander, and/or the space coordinating authority as designated. 


Implement a personnel recovery plan for their own forces.
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coordinates and deconflicts user requirements.  Centralized direction by the ACA does not 
imply command authority over any assets.  Matters on which the ACA is unable to obtain 
agreement are referred to the MNFC for resolution.  The responsibilities of ACA and 
MNFACC are interrelated and should normally be assigned to one individual.  If this is not 
possible, the ACA staff should be colocated with the MNFACC staff. 


See JP 3-52, Joint Airspace Control, for specific information on US joint operations and 
AJP-3.3.5, Airspace Control, for specific information on NATO operations. 


(5)  Air Defense.  Air and missile defense operations must be coordinated with 
other operations, both on and over land and sea.  The MNFC normally designates an area air 
defense commander (AADC) to integrate the MNF’s defensive effort.  The responsibilities 
of the MNFACC, AADC, and ACA are interrelated and are normally assigned to one 
individual.  When the situation dictates, the MNFC may designate a separate AADC and/or 
ACA.  In those combined operations where separate commanders are required and 
designated, close coordination is essential for unity of effort, prevention of friendly fire, and 
deconfliction of combined air operations. 


See JP 3-01, Countering Air and Missile Threats, for details on air and missile defense 
operations. 


(6)  Sustainment.  The following factors significantly influence sustainability 
during air operations: 


(a)  Available air frames (fixed and rotary wing). 


(b)  Landing fields/air base support infrastructure. 


(c)  Weather. 


(d)  Maintenance. 


(e)  Supply. 


(f)  Storage facilities. 


(g)  Transportation. 


(h)  Technical support and requirements. 


(i)  Common sourcing of support. 


(j)  Secure LOCs. 


(k)  Medical support requirements and capabilities. 


See JP 4-08, Logistics in Support of Multinational Operations, for more information on 
sustainment. 
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d.  Space Operations 


(1)  MNFCs depend upon and exploit the advantages of space-based capabilities.  
Available space capabilities are normally limited to already deployed assets and established 
priorities for space system resources.  Space systems offer global coverage and the potential 
for real time and near real time support to military operations.  United States Strategic 
Command (USSTRATCOM), through the Joint Functional Component Command for Space, 
enables commands to access various space capabilities and systems.  As situations develop, 
priorities for space services may change to aid the MNFC in assessing the changing 
environment.  Most important, MNFCs and their components need to anticipate “surge” 
space-based capabilities needed for future phases due to the long lead times to reprioritize or 
acquire additional capability. 


(2)  Space Integration into MNF Operations.  MNFs will have many of the same 
requirements for space support as do US forces.  Sharing of intelligence products is 
controlled according to intelligence guidelines.  Commercial imagery in its native state (un-
annotated) may facilitate information sharing with other MNFs.  Weather data is also readily 
available to share, as is global positioning system navigation support.  Providing warning of 
and defense against attack from all classes of ballistic missiles is important because it helps 
build trust among MNFs.  USSTRATCOM is responsible for assisting in development of 
missile warning architectures and providing this information to MNFs in a process called 
“shared early warning.” 


(3)  Space Coordinating Authority (SCA).  During campaigns or major 
operations, the SCA gathers operational requirements that may be satisfied by space 
capabilities and facilitates the use of established processes by joint force staffs to plan and 
conduct space operations.  The SCA coordinates with each MNF component and ally to 
reduce redundancy among, and interference between, space operations, as well as conflicting 
support requests reaching USSTRATCOM.  The MNFC should consider the mission, nature 
and duration of the operation, preponderance of space force capabilities, and the C2 
(including reachback) in designating SCA.  MNF coordinating authority is normally retained 
at the MNF level, but may be delegated to a component.   


For additional information on space operations, see JP 3-14, Space Operations. 


e.  Information Operations (IO).  Information is a strategic, operational, and tactical 
resource, vital to national security.  Military operations at all levels depend on information 
and information systems for many simultaneous and integrated activities.  IO integrate the 
employment, during military operations, of information-related capabilities (IRCs) in concert 
with other lines of operation to influence, disrupt, corrupt, or usurp the decision making of 
adversaries and potential adversaries while protecting our own. 


(1)  Multinational IO depend on a systemic understanding of the information 
environment, cooperative arrangements with the aims of full coordination and integration of 
options, and flexibility and adaptability to mission and situation requirements.  The 
development of capabilities, TTP, plans, intelligence, and communications support 
applicable to IO must begin early so that IRCs can be integrated into the overall operation or 
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campaign plan.  This development also requires coordination with the responsible DOD 
components and partner nations.  Coordination with allies above the JFC/MNFC level is 
normally effected within existing defense arrangements, including bilateral arrangements.  
DOD, through the Joint Staff, coordinates US positions on all IO matters discussed 
bilaterally or in multinational organizations to encourage interoperability and compatibility 
in fulfilling common requirements.  Direct discussions regarding multinational operations in 
a specific theater are the responsibility of the GCC.   


(2)  The Multinational IO Cell 


(a)  When the JFC is also the MNFC, the joint force staff should be augmented 
by planners and subject matter experts from the MNF.  All MNF member nations should be 
represented in the IO cell in positions to contribute, when possible, to the development of the 
IO plan.  IO planners should seek to accommodate the requirements of the MNF with the 
goal of using all the available IO resources.  Direct representation enables multinational IO 
assets to be used efficiently and ensures that the multinational IO plan is coordinated with all 
other aspects of the multinational operation. 


1.  Each nation has various resources to provide both classified and 
unclassified information to a particular IO activity.  To maximize the benefits of IRCs, all 
nations must be willing to share appropriate information to accomplish the assigned mission.  
However, all MNF members should understand that each nation is obliged to protect 
information that it cannot share with other MNF nations.  


2.  Information sharing arrangements in formal alliances, to include US 
participation in UN missions, are worked out as part of alliance protocols.  Information 
sharing arrangements in ad hoc multinational operations where coalitions are working 
together on a short-notice mission, must be created during the establishment of the coalition. 


For more information, see JP 3-13, Information Operations.  For NATO-specific doctrine, 
see AJP-3.10, Allied Joint Doctrine for Information Operations. 


(b)  In the case where the JFC is not the MNFC, it may be necessary for the 
JFC to brief the MNFC and staff on the advantages of IO as a part of military strategy to 
achieve US and MNF goals.  The JFC should propose organizing a multinational IO cell.  If 
this is not acceptable to the MNFC, the JFC should assume responsibility for using IO as a 
part of military strategy within the joint force to support US and MNF objectives. 


(3)  Multinational IO Planning.  Planning IO to support multinational operations 
is more difficult because of complex approval and security issues, differences in the level of 
training of involved forces, interoperability of equipment, and language barriers. 


(a)  How to plan multinational IO is the prerogative of the MNFC.  The size, 
composition, and mission of the MNF, as well as diplomatic considerations, may influence 
how multinational IO is planned.  Coordination at the IO cell level with detailed planning at 
the individual element level would give multinational IO planning the most consistency with 
US IO planning procedures. 
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(b)  The multinational IO plan should directly and demonstrably support the 
objectives of the MNFC.  This is particularly important when joint force planners are 
attempting to acquaint a non-US MNFC with the advantages of IO as a part of military 
strategy. 


(c)  The subordinate JFC may undertake planning and execution of independent 
IO in support of multinational objectives. 


See CJCSI 6510.01, Information Assurance (IA) and Support to Computer Network Defense 
(CND). 


(4)  Military information support operations (MISO) provides the commander with 
the ability to convey selected information and indicators to foreign audiences to influence 
their emotions, motives, objective reasoning, and ultimately the behavior of foreign 
governments, organizations, groups, and individuals.  The purpose of MISO is to induce or 
reinforce foreign attitudes and behavior favorable to the originator’s objectives.  MISO 
should be incorporated into all multinational operations.  The MNFC should ensure that all 
MISO, regardless of national origin, are coordinated.  MISO planning must begin early, 
preferably before deployment, to prepare a population for the arrival of MNFs and develop 
communication channels that can be used from day one of the operation.  A detailed analysis 
of a country’s culture, political climate, and military organization can help the MNFC to 
effectively apply MISO to communicate policy, provide information, and persuade groups to 
cooperate with friendly forces.  US MISO are approved in US channels regardless of the 
composition of the MNF chain of command.  Many NATO and Partnership for Peace nations 
still use the term psychological operations. 


See JP 3-13.2, Military Information Support Operations, for additional information. 


f.  Cyberspace Operations 


(1)  Cyberspace is a global domain within the information environment consisting 
of the interdependent network of information technology infrastructures and resident data, 
including the Internet, telecommunications networks, computer systems, space-based 
resources, and embedded processors and controllers.  Cyberspace uses electronics and the 
electromagnetic spectrum to create, store, modify, and exchange data via networked systems.  
Cyberspace operations is the employment of cyberspace capabilities where the primary 
purpose is to achieve objectives in or through cyberspace.  


(2)  Nations’ understanding of the role of cyberspace in military operations 
continues to evolve.  Operating capabilities, philosophies, and national limitations on 
cyberspace activities in support of military operations are changing at a tempo that affects 
ongoing MNF operations as well as the planning of potential future ones.  Mutually 
beneficial national interests usually govern a contributing nation’s involvement in MNF 
cyberspace operations.  The level of multinational network and other cyberspace operations 
integration is directly influenced by the partnerships or agreements made with contributing 
nations. 
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(3)  Multinational operations are becoming the norm for military operations, making 
intelligence and information sharing with partner nations increasingly important.  
Cyberspace connectivity, security, and assurance are essential for the multinational and HN 
forces’ effective mutual support during operations.  Cyberspace interoperability issues 
should also be considered in light of the information assurance requirement. 


(4)  Cyberspace efforts by all adversaries may include attempts to penetrate US, 
MNF, and HN networks to collect data on forces and systems, or to create denial or 
manipulation effects.  Close coordination and partnership between forces, public-private 
stakeholders, and multinational partners will be required to rapidly develop and maintain 
cyberspace SA.  


15.  Stability Operations 


a.  Stability operations are a core US military mission that helps to establish order that 
advances US interests and values.  The immediate goal often is to provide the local populace 
with security, restore essential services, and meet humanitarian needs.  The long-term goal is 
to help develop indigenous capacity for securing essential services, a viable market 
economy, rule of law, democratic institutions, and a robust civil society. 


b.  Stability operations are necessary to ensure that the threat (military and/or political) 
is reduced to a manageable level that can be controlled by the potential civil authority or, in 
noncombat situations, to ensure that the situation leading to the original crisis does not 
reoccur or that its effects are mitigated.  


c.  Stability operations that support transition and reconstruction efforts primarily 
support USG departments and agencies, IGOs, and NGOs to restore civil authority, rebuild 
the infrastructure, and reestablish commerce, education, and public utilities.  


d.  Joint force planning and operations conducted prior to commencement of hostilities 
should establish a sound foundation for operations in the stabilize and enable civil authority 
phases.  JFCs should anticipate and address how to fill the power vacuum created when 
sustained combat operations wind down.  Accomplishing this task should ease the transition 
to operations in the stabilize phase and shorten the path to the national strategic end state and 
handover to another authority.  Considerations include:  


(1)  Limiting the damage to key infrastructure and services.  


(2)  Establishing the intended disposition of captured leadership and demobilized 
military and paramilitary forces.  


(3)  Providing for the availability of cash.  


(4)  Identifying and managing potential stabilize phase enemies.  


(5)  Determining the proper force mix (e.g., combat, military police, CA, engineer, 
medical, multinational).  
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(6)  Availability of HN law enforcement, health service delivery, and force health 
protection (FHP) resources.  


(7)  Securing key infrastructure nodes and facilitating HN law enforcement and first 
responder services.  


(8)  Developing and disseminating multinational communication-related themes to 
suppress potential new enemies and promote new governmental authority. 


For specific details on stability operations, see JP 3-0, Joint Operations; JP 3-07, Stability 
Operations; DODI 3000.05, Stability Operations; NSPD-44, Management of Interagency 
Efforts Concerning Reconstruction and Stabilization; JP 3-24, Counterinsurgency 
Operations; and JP 4-02, Health Services. 


16.  Special Operations 


a.  SOF provide the MNTF with a wide range of specialized military capabilities and 
responses.  SOF can provide specific assistance in the area of assessment, liaison, and 
training of host country forces within the MNTF OA.  Special operations responsibility will 
normally be assigned to a multinational force special operations component commander 
(MNFSOCC) or to a TF within the MNF command structure.  The TF may be made up of 
SOF from one nation or multiple nations depending on the situation and the interoperability 
factors of the nations involved.  Figure III-7 contains a representative sample of MNFSOCC 
responsibilities.  


b.  SOF may deploy ahead of the multinational operations to evaluate capability of 
foreign units and identify training necessary to integrate them into the overall plan.  This 
capability is enhanced by routine interaction of SOF with foreign military units including, for 
example, combat aviation advisory support.  SOF can make use of their language and 
cultural capabilities to liaise with multinational units as needed.  SOF can provide training to 
HN forces or MNFs to overcome existing shortfalls identified during the assessment. 


For specific details on special operations, see JP 3-05, Special Operations, and JP 3-22, 
Foreign Internal Defense.  For NATO-specific doctrine, see AJP-3.5(A), Allied Joint 
Doctrine for Special Operations. 


17.  Civil Affairs Support   


CA provides the military commander with expertise on the civil component of the OE.  
The commander uses CA capabilities to analyze and influence the local populace through 
specific processes and dedicated resources and personnel.  As part of the commander’s 
CMO, CA conducts operations nested within the overall mission and intent.  CA contributes 
significantly to ensuring the legitimacy and credibility of the mission.  The key to 
understanding the role of CA is recognizing the importance of leveraging each relationship 
between the command and every individual, group, and organization in the OE to create a 
desired effect and achieve the overall objectives.  CA units can provide support to non-US 
units in multinational operations.  Planners coordinating CA support must realize the 
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majority of US CA units are in the Reserve Component and consider the mobilization 
timelines and requirements to access these forces to support multinational operations. 


a.  Incorporating liaison and coordination procedures into concept plans (CONPLANs) 
and OPLANs (especially in a CMO annex) will facilitate proper education, training, and 
exercising between military and civilian personnel and assist the commander in transitioning 
responsibility, when directed, to the appropriate organizations upon mission completion.  
One method to facilitate unified action and conduct on-site interagency coordination for 
CMO is to establish a CMOC.  The CMOC serves as the primary coordination interface for 
the Armed Forces of the United States and humanitarian organizations, IGOs, NGOs, 
multinational military forces, and other civilian agencies of the USG.  The CMOC facilitates 
continuous coordination among the key participants with regard to CMO and CA operations 
from local levels to international levels within a given OA, and develops, manages, and 
analyzes the civil inputs to the common operational picture, but is not an operations center in 
the same sense as a tactical operations center or joint operations center.  Army CA units 
(down to company level) have a standing CMOC capability and can form the core of the 
MNF CMOC. 


See JP 3-57, Civil-Military Operations, for further information. 


 
Figure III-7.  Multinational Force Special Operations Component Commander  
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Advise the multinational force commander (MNFC) on the proper employment of 
special operations forces (SOF) and assets.


Plan and coordinate special operations (SO) and employ designated SOF in 
support of the MNFC’s concept of operations.


Issue planning guidance.


Analyze various courses of action.


Coordinate the conduct of SO with other component commanders and forces 
assigned to or supporting the MNFC.


Evaluate the results of SO.


Synchronize sustainment for SOF.


Establish a combat identification standing operating procedure and other 
directives based on MNFC guidance.


Function as a supported/supporting commander, as directed by the MNFC.


Focus operational-level functions and their span of control.


Develop and support selected information operations efforts.


Responsible for a personnel recovery plan covering their forces and should 
establish a personnel recovery coordination center.
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b.  NATO CIMIC.  Within NATO, CMO is often referred to as CIMIC.  CIMIC refers 
to “the resources and arrangements which support the relationship between commanders and 
the national authorities, civil and military, and civil populations in an area where military 
forces are or plan to be employed.”  Such arrangements include cooperation with 
nongovernmental or international agencies, organizations, and authorities. 


c.  Generally, CIMIC expands on CA activities that refer primarily to support of the civil 
component of the OE in order to influence the civilian environment in support of the armed 
forces.  While CIMIC and CA activities often overlap on the ground, there is a clear 
doctrinal difference in scope.  While CA encompasses activities undertaken to establish and 
maintain relations between military forces and civil authorities as well as the general 
population, CIMIC focuses on humanitarian need and provides guidance for how to interact 
with civilian actors (civil authorities, local populations, international organizations, and 
NGOs) to effectively complete the objectives of a humanitarian mission.  CA, by contrast, 
focuses on military needs and provides suggestions for how to gain the support of civilians 
for the military mission.  Whereas CIMIC and CA forces have similar roles, the CA forces 
have a much broader function and different focus than most CIMIC organizations.  Despite 
these noticeable distinctions between CA and CIMIC, the two approaches share sufficient 
common ground to be compatible. 


d.  CIMIC doctrine involves aspects of both CMO and interorganizational coordination 
as described in joint doctrine.  Additionally, CIMIC teams are comprised of a mixture of 
military and civilian members, much like a provincial reconstruction team. 


See AJP-3.4.9, Allied Joint Doctrine for Civil-Military Cooperation, for additional 
information. 


NORTH ATLANTIC TREATY ORGANIZATION  
CIVIL-MILITARY COOPERATION (CIMIC) 


Thirteen North Atlantic Treaty Organization (NATO) nations directly 
commanded twenty-seven active provincial reconstruction teams (PRTs) 
simultaneously engaged in a variety of sixty-four CIMIC operations and 
projects scattered throughout Afghanistan.  Coordinating this significant 
presence of widely dispersed international assistance personnel is one of 
the tasks of NATO’s Multinational CIMIC Group (MNCG) Headquarters 
established in 2009.  MNCG is able to engage CIMIC activities to support 
NATO and multinational operations, to enhance the effectiveness of military 
operations and serve as an essential forum for CIMIC consultations, 
planning staff, and a center of expertise.  MNCG’s Deployable Module or 
implementation detachments provide the permanent specialist core able to 
coordinate any kind of CIMIC effort as well as provide consultancy and 
advice to the force commander. 


MNCG ensures that although flexible and different from each other, all PRTs 
share the same NATO CIMIC mission and the same operational/strategic 
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18.  Joint Fires 


a.  Joint fires address the integration of all joint lethal and nonlethal capabilities to create 
effects.  Joint fires are delivered during the employment of forces from two or more 
components in coordinated action to produce desired effects in support of a common 
objective.  Fires typically produce destructive effects, but some ways and means (such as 
electronic attack) can be employed with little or no associated physical destruction.  This 
function encompasses the fires produced by a number of tasks (or missions, actions, and 
processes) including: 


(1)  Conducting joint targeting. 


(2)  Providing joint fire support. 


NATO CIMIC concept allowing them to operate independently in the field 
while pursuing the common goals of investing in reconstruction of the most 
critical areas of education, health, agriculture, small infrastructure, security, 
and governance, while limiting or eliminating duplication of effort and 
increasing cooperation between organizations.  During a 12-month period: 


In the town of Ala Chapan outside Mazar-e Sharif, German International 
Security Assistance Force (ISAF) CIMIC members working with the German 
charity organization “German Forces helping children of the developing 
world” completed construction and opened a high school capable of serving 
1,600 Afghan students. 


In Herat, an Italian team delivered educational supplies and a monetary 
contribution donated by the Udine Italy Rotary Club to a 500-student Herat 
children’s school. 


In Lashkar Gah, new medical equipment donated by Estonia was delivered to 
the Bost Hospital by Estonian CIMIC officers operating out of the Helmand 
PRT base. 


In Logar Province, the Czech PRT continued to assist Afghan National 
Security Forces by training members of the Afghan National Police in basic 
policing skills and knowledge. 


At Shamail Daria village, Spanish ISAF doctors held a medical clinic 
arranged by the Spanish CIMIC unit in a building constructed by the Spanish 
Cooperation for Development Agency. 


Greek authorities provided significant funding for the Hungarian PRT 
implementing CIMIC civilian development projects in Afghanistan’s Baghlan 
Province aimed at training, education, and health with specific focus on 
improving the situation of Afghan women and creating job opportunities. 


Various Sources 
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(3)  Countering air and missile threats. 


(4)  Interdicting enemy capabilities.  


(5)  Conducting strategic attack. 


(6)  Employing IRCs.  


(7)  Assessing the results of employing fires. 


b.  Integrating and synchronizing planning, execution, and assessment is pivotal to the 
success of effective joint fires.  Understanding the objectives, intentions, capabilities, and 
limitations of all actors within the OE enables the use of joint, interagency, and multinational 
means to accomplish tasks and create effects. 


c.  Effective fire support coordination in multinational operations may require additional 
efforts due to differing national priorities and the risk of friendly fire, civilian casualties, and 
collateral damage.  To maximize the fires of the MNF and to minimize the possibility of 
friendly fire, the MNFC should ensure that fire support coordination throughout the MNF is 
developed.  These special arrangements may include communications and language 
requirements, liaison personnel, and interoperability procedures.  Standard operating 
procedures should be established for fire support to achieve the most effective results for its 
use by the MNF. 


See JP 3-09, Joint Fire Support, for more details.  For NATO-specific doctrine, see AJP-3.9, 
Allied Joint Doctrine for Joint Targeting. 


19.  Electromagnetic Spectrum Management 


Effective electromagnetic spectrum management is essential to integrate and deconflict 
MNF use of the electromagnetic spectrum for communications, C2, sensor operations, IO, 
electronic warfare, and force protection.  The varieties of systems which partner nations may 
depend upon, the number of suppliers, indigenous systems that use the spectrum, and fidelity 
of use and interference data make electromagnetic spectrum management far more 
demanding in multinational operations than in joint operations. 


For more information on spectrum management, refer to JP 6-01, Joint Electromagnetic 
Spectrum Management Operations. 


20.  Multinational Communications Integration 


a.  Multinational communications integration (MCI) is the MNFs’ coordination and 
employment of actions, images, and words to support the achievement of participating 
nations’ overall strategic objectives and end state.  The commander of the MNF receives 
multinational communication strategy guidance for MCI and is responsible for integrating 
this guidance into all plans, operations, and actions of the MNF. 
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(1)  MCI consists of coordinated programs, plans, themes, messages, and products 
synchronized with the actions of all instruments of national power in an MNF at the 
strategic, operational, and tactical levels.  MCI focuses on creating, strengthening, or 
preserving conditions favorable to achieve the MNF’s mission.  In an MNF, the key is 
coordinated communication integration among participating nations. 


(2)  The MCI should integrate all IRCs into planning activities relevant to the 
mission, addressing both current and future operations (see Figure III-8).  This plan should 
minimize adverse effects on multinational operations from inaccurate media 
reporting/analysis, violations of OPSEC, adversary propaganda, and promulgation of 
disinformation and misinformation.  Well-planned IRC support is important in every phase 
of operations. 


b.  The MNFs’ predominant military activities that support MCI are IO, public affairs 
(PA), and defense support to public diplomacy (DSPD).  All multinational operations 
(executed or not executed) should be viewed through the MCI perspectives and framework 
to facilitate support of strategic objectives and end state.  Communication planning and 
synchronization guidance should be integrated into military planning and operations, 
documented in OPLANs, and coordinated and synchronized with USG departments and 
agencies and multinational partners. 


Figure III-8.  Multinational Communication Integration 
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c.  In addition to addressing MCI with partners during the mission analysis, careful and 
thorough planning and coordination with multinational partners is critical to ensure the 
messages are consistent and account for regional, cultural, and language interpretations and 
perceptions.  However, it is also important to recognize that interagency and multinational 
partners may have their own goals and objectives, not all of which will be revealed to the 
MNF, which may result in considerable challenges to the MCI effort. 


Refer to JP 1, Doctrine for the Armed Forces of the United States; JP 3-0, Joint Operations; 
JP 3-13, Information Operations; JP 5-0, Joint Operation Planning; and JP 3-61, Public 
Affairs, for more information on strategic guidance and the informational instrument of 
national power, IO, and PA. 


d.  The nature of each nation’s decision to participate in a multinational operation will 
influence what they communicate to their population about their involvement.  The 
communication activities of each nation in the operation will reach audiences in the other 
countries and serve to either support or undermine the objectives of the MNF and those of 
the individual participating nations. 


21.  Public Affairs 


a.  US PA planners should work closely with those individuals from other countries who 
conduct public information activities to ensure that the planning of each nation takes into 
consideration the objectives of the others involved. 


b.  Commanders at all levels should anticipate media coverage for multinational 
operations.  They should plan to support the media in their assigned OAs IAW the PA 
guidance of the OPLAN.  Media coverage of US operations is generally a key component of 
the PA strategy and coverage should be facilitated to support it.  PA advises the MNFC on 
the possible impact of military operations and activities within the public information realm. 


(1)  The speed and methods with which people and organizations can collect and 
convey information to the public makes it possible for the world populace to quickly become 
aware of an incident.  Internet sites, social media, text messages, and cellular telephones are 
some of the means through which potential adversaries engage audiences worldwide in the 
information environment.  This instantaneous, unfiltered and often incomplete, intentionally 
biased, or factually incorrect information provided via satellite and the Internet makes 
planning and effective execution of PA essential. 


(2)  PA plans should provide for open, independent reporting and anticipate and 
respond to media queries.  These plans should provide the maximum disclosure allowed with 
minimum delay and create an environment between the MNF and reporters that encourages 
balanced coverage of operations.  Additionally, the MNF PA plan should make use of social 
media to get ahead of the narrative, explaining the MNF operations and using social media as 
a means of unclassified coordinating with NGOs and HN agencies. 


(3)  In most multinational operations one or more centers will be established to 
support the media.  Although the title may vary by operation depending on the command 
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structure, these centers are established to serve as the focal point for the interface between 
the military and the media during operations. 


(4)  Responsibilities for establishing media ground rules and credentialing media are 
developed and implemented through appropriate multinational command and staff channels.  
Media outlets owned entirely or in part by governments or citizens of rival states might not 
receive the same considerations as those working for outlets owned by governments or 
citizens of friendly nations.  Additionally, noncredentialed journalists may not be given the 
same access to a combat zone as those who have credentials.  They should be encouraged to 
register at the appropriate information center. 


(5)  Credentialing is not intended to be a control measure or means to restrict certain 
media outlets from access.  It is primarily a method of validating individuals as journalists 
and providing them with information that enhances their ability to report on activities within 
the OA.  Additionally, media must be credentialed to ensure that they have official status 
under the Geneva Conventions in the event of capture.  Others covering military operations 
without such credentials should be encouraged to register at the appropriate facility. 


For US-specific doctrine, see JP 3-61, Public Affairs, for additional details.  For NATO-
specific doctrine, see AJP-3.10, Allied Joint Doctrine for Information Operations. 


22.  Multinational Logistics 


a.  Successful multinational logistic operations are governed by several unique 
principles.  First, multinational logistic operations are a collective responsibility of 
participating nations and the MNFC, although nations are inherently responsible for 
supporting their forces.  Nations are highly reluctant to give MNFCs complete authority for 
logistics.  Nevertheless, a second principle is that MNFCs should be given sufficient 
authority over logistic resources to ensure that the force is supported in the most efficient and 
effective manner.  Third, cooperation and coordination are necessary among participating 
nations and forces, which should make use of multinational logistic support arrangements in 
order to reduce the logistic footprint in the OA.  Finally, synergy results from the use of 
multinational integrated logistic support; to ensure this, the MNFC must have visibility of the 
logistic activity during the operation. 


“Fewer than 30 reporters accompanied the entire invasion force to Normandy, 
France, on 6 June 1944.  In contrast, more than 500 journalists appeared within 
hours to cover combat operations in Grenada in 1983 and Panama in 1989.  At the 
beginning of Operation DESERT STORM in 1991, more than 1,600 news media 
and support personnel were present, and some 1,500 reported on hurricane relief 
operations in Florida in 1992.  Reporters provided live television and radio 
coverage of the night amphibious landing that marked the beginning of Operation 
RESTORE HOPE in Somalia in 1992 and the end of the United Nations operation 
during Operation UNITED SHIELD in 1995.  More than 1,700 media 
representatives covered the initial phases of peacekeeping operations in the 
American sector of Bosnia in 1996.”  


Major Barry Veneble, US Army, Military Review, January-February 2002 
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b.  Multinational operations are highly political.  Generally, nations are reluctant to 
commit forces early. In some MNFs, formal advance planning is considered too sensitive for 
sharing.  Thus, US logistic planners must work closely with partner nations to the extent 
possible in coordinating national plans to support political decisions.  Obtaining early 
knowledge of the organic logistic support capabilities of forces provided by participating 
nations and identifying the means to support their needs will be critical to effectively 
supporting the total force.   


c.  Several major considerations affect US logistics participation in multinational 
operations.  First, US forces and logistic resources may be placed under the OPCON or 
TACON of a foreign MNFC based on the transfer of authority delegated by the US.  This 
does not imply that MNFCs have authoritative control of US logistics resources or 
capabilities. OPCON as defined in JP 1, Doctrine for the Armed Forces of the United States, 
does not, in and of itself, include authoritative direction for logistics or matters of 
administration.  Second, US laws affect the exchange of logistic support between US forces 
and those of other nations as well as with HNs; US commanders must be aware of these legal 
considerations.  Third, consultation, cooperation, and coordination between US commanders 
and other nations, multinational HQ, and forces is essential to achieve unity of effort in 
providing logistic support.  The use of centralized coordination centers in such areas as 
movement control, operational contract support, civil engineering, customs and border 
clearance, and medical support can assist US commanders in effectively supporting US 
forces.  Finally, use of multinational logistic support arrangements, coupled with modern 
technology and concepts, is important for synchronized deployment and timely sustainment 
of an MNF with a reduced logistic footprint in the OA.  Advances in such areas as 
information technology, joint deployment, and theater distribution systems can benefit both 
the planning and execution of multinational logistics activities and enhance US and MNF 
military capability. 


Additional guidance on multinational logistics can be found in JP 4-0, Joint Logistics; JP 4-
08, Logistics in Support of Multinational Operations; JP 4-09, Distribution Operations; and 
JP 4-10, Operational Contract Support.  For specific NATO doctrine, see AJP-4 and other 
AJPs in the 4 Series. 


23.  Chemical, Biological, Radiological, and Nuclear Operations 


a.  Operations in chemical, biological, radiological, and nuclear (CBRN) environments 
present a unique challenge, and one that is compounded by the prospect of performing them 
under the auspices of multinational operations.  Nations have unique equipment and 
procedures for surviving and operating in CBRN environments. 


b.  An adversary’s CBRN capabilities or the existence of significant quantities of toxic 
industrial material in the OE can have a profound impact on US and multinational objectives, 
the CONOPS, and supporting actions, and therefore must be taken into account.  


See JP 3-11, Operations in Chemical, Biological, Radiological, and Nuclear (CBRN) 
Environments, for CBRN planning considerations. 
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24.  Counterdrug Operations 


a.  Counterdrug (CD) operations are inherently interagency and/or multinational in 
nature. DOD supports the USG lead agencies for both domestic and international CD 
operations, so military planning requires coordination and collaboration with relevant 
agencies and multinational partners.  This helps ensure the effective integration of supporting 
military forces and equipment, which often are the primary capabilities required for the CD 
operation.  Military planners must understand that some of the agencies and multinational 
organizations that lead or might become involved in CD operations will have different goals, 
capabilities, limitations (such as policy and resource constraints), standards, and operational 
philosophies. 


b.  Coordination and collaboration can be accomplished by integrating the efforts of 
military, civilian agency, and multinational planners early in the planning process.  Military 
commanders who support CD operations must ensure that interagency and multinational 
planners clearly understand military capabilities, requirements, operational limitations, 
liaison, and legal considerations and that military planners understand the nature of the 
relationship and the types of support they can provide.  Robust liaison facilitates 
understanding, coordination, and mission accomplishment. 


See JP 3-07.4, Joint Counterdrug Operations, for more information. Also refer to JP 3-08, 
Interorganizational Coordination During Joint Operations, for interagency and multinational 
considerations. 


25.  Personnel Recovery 


a.  Personnel recovery (PR) is the sum of military, diplomatic, and civil efforts to 
prepare for and execute the recovery and reintegration of isolated personnel.  PR may occur 
through three options (diplomatic, civil, or military) or through any combination of these 
options.  In multinational operations, PR does not include noncombatant evacuation 
operations (NEOs), peacetime search and rescue (SAR), or salvage operations. 


b.  The MNFC must make a careful assessment of each MNF nation’s PR capability and 
procedures.  Normally, each nation and/or component is responsible for conducting its own 
PR missions.  However, participants may possess a variety of PR methods ranging from civil 
SAR to dedicated combat SAR.  Therefore, the MNFC may designate an individual or 
establish an organization and procedures to coordinate this mission among all participants. 


c.  Personnel Recovery Coordination Center (PRCC).  The MNFC should create a 
PRCC to act as the MNF focal point for all personnel and equipment ready to perform PR 
within the AO.  The actual name of the PRCC will be based on the arrangement of the 
participating nations and could be joint or multinational.  Functions of the PRCC include: 


(1)  Coordinate PR operations both within the MNF and with external organizations. 


(2)  Advise the MNFC or designated component commander on PR incidents and 
requests. 
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(3)  Coordinate requests for augmentation to support recovery operations as 
required. 


d.  PR operations may extend across national lines of responsibility.  Operational 
flexibility, interoperability, and multisystem redundancy are the primary factors in successful 
PR operations.  Commanders should know the PR capabilities available to maximize unified 
action, achieve economy of force, and enhance SA to enable those most capable of executing 
the five PR execution tasks: report, locate, support, recover, and reintegrate. 


See JP 3-50, Personnel Recovery, for information on how to organize a comprehensive 
joint/combined PR network. 


SECTION C.  OTHER CONSIDERATIONS 


26.  Host-Nation Support 


a.  HNS will often be critical to the success of a multinational operation.  In general, 
centralized coordination of HNS planning and execution will help ensure that HNS resources 
are allocated most effectively to support the MNF’s priorities.  The more limited HNS 
resources are in the OA, the greater the requirement for centralized management. 


b.  NATO doctrine recognizes the importance of centralized HNS coordination and 
gives NATO commanders the authority to: 


(1)  Prioritize HNS requirements. 


(2)  Negotiate HNS agreements, on behalf of nations, with an HN. 


(3)  Coordinate HNS allocation with “sending” nations and an HN. 


c.  In US-led multinational operations, nations typically negotiate their own HNS 
agreements.  Nevertheless, participating nations should coordinate their HNS arrangements 
with the MNFC, who in turn should coordinate HNS allocation with the HN.  The MNFC 
should involve participating nations in the negotiation of either commonly worded separate 
bilateral target audiences or a single agreement applicable to the entire MNTF. 


d.  Host-Nation Support Coordination Cell (HNSCC).  To assist the MNFC in HNS 
coordination activities, an HNSCC may be established.  One of the most important functions 
of the HNSCC is to assist the MNFC and legal counsel in developing technical arrangements 
(TAs) that involve sustainment matters such as infrastructure, financial management, 
purchasing and operational contract support, engineering, environment, hazardous material 
storage, landing and port fees, medical operations and support, border customs, tariffs, and 
real estate.  


(1)  Staffing.  The HNSCC should be staffed with specialists familiar with 
developing and executing HNS agreements. In addition, consideration should be given to 
including representatives of the HN within the HNSCC to: 
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(a)  Facilitate coordination and identification of resources for potential use by 
the MNTF. 


(b)  Provide interpretation and translation services to the HNSCC staff. 


(2)  Information Requirements.  In order to effectively plan and coordinate HNS 
allocation, the HNSCC needs up-to-date information on HNS logistic capabilities and 
ongoing HNS allocation to MNTF contingents throughout the operation.  To ensure that it 
receives such information, the HNSCC must maintain close contact with the HN and with 
MNTF contingents. 


(3)  Coordinating Activities.  In conducting its operations, the HNSCC coordinates 
closely with appropriate CMOC organizations, the multinational joint logistics center, and 
the HN’s representatives. 


e.  HNS is generally furnished IAW an agreement negotiated prior to the start of an 
operation.  HNS agreements are commonly established through diplomatic channels in 
bilateral and multilateral agreements with the HN.  These are normally umbrella-type 
agreements that are augmented to support contingencies by TAs detailing the specific 
support to be provided and the type/amount of reimbursement. 


f.  During crises, it may be necessary for the US GCC to request authority to negotiate 
bilateral HNS agreements for the purpose of providing logistic assistance to other nations.  
Such negotiations are conducted in coordination with the Joint Staff, the Office of the 
Secretary of Defense, and DOS, and in compliance with applicable DODDs.  Alternatively, 
the MNFC may be authorized to negotiate HNS agreements on behalf of force contributing 
nations, with their prior concurrence.  This approach, which NATO doctrine endorses, 
simplifies and streamlines the process and reduces the amount of time required to put such 
agreements into place. 


g.  Available HNS Infrastructure.  Analysis of the physical infrastructure in the HN is 
critical to understanding force sustainability.  MNTF logistic planners should evaluate what 
facilities and services (such as government, law enforcement, sanitation, power, fuel, and 
medical support) exist as viable support for local consumption and support of coalition 
forces. 


(1)  First, assess the ability of the HN to receive MNTF personnel and equipment 
(e.g., ports and airfields). 


(2)  Second, determine the capability of transportation systems to move forces once 
they arrive in theater. 


(3)  Third, evaluate availability of logistic support. 


(4)  The impact of obtaining HNS on the host country’s national economy must also 
be considered, along with possible environmental impacts upon HNs.  These must be 
recognized and addressed during the planning process.   
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(5)  In addition, specific technical agreements in many areas (e.g., environmental 
cleanup, levying of customs duties and taxes, hazardous material and/or waste storage, 
transit, and disposal) may need to be developed to augment SOFAs that may have been 
concluded with HNs. 


For more information on NATO HNS procedures, see AJP-4.5, Allied Joint Host Nation 
Support Doctrine and Procedures. 


27.  Health Services 


a.  The medical assets committed in support of multinational operations consist of health 
service delivery and FHP capabilities that span the OE from point of injury/illness to the 
appropriate role of care.  It also includes health engagements with HN civil and military 
authorities in support of stability operations and building partner capacity, with the goal of 
assisting to reestablish or strengthen the HN infrastructure and governmental legitimacy.  
Components within these capabilities are essential in the execution of multinational 
operations.  The provision of medical support to multinational operations represents a 
number of challenges. 


(1)  Unique nature of every individual operation. 


(2)  Differences in individual national objectives and/or restrictions for participation 
in operations and integration of overall mission goals. 


(3)  Geographic, topographic, and climatic variations as well as health threats in the 
OA. 


(4)  Numbers of individual nations involved in each operation. 


(5)  Variations in nation standards of health service delivery, FHP, and medical 
equipment. 


(6)  Variations in HN standards of medical care and their ability to appropriately 
utilize and maintain medical equipment in the absence of foreign support. 


(7)  Language and communications differences. 


(8)  Political complexity and dynamic nature of each operational scenario. 


(9)  Mission of medical support forces. 


(10)  Medical staffs face unique problems affecting the health of multinational 
personnel deployed on operations.  Therefore, operational health services requires clearly 
defined and distinctive guidance.  


(11)  Health services plans are tailored to each operation and meet the demands of 
geography, individual nation’s needs, language, and communication difficulties.  Plans 
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should be capable of rapid implementation, but at the same time be flexible enough to 
manage rapidly changing operational demands. 


(12)  Every operationally deployed MNF should have a surgeon and/or chief 
medical officer who has direct access to the MNFC.  Working in coordination with the MNF 
staff, they should recommend guidance and/or standards to follow in multinational 
operations. 


(13)  Each deployed national contingent that has health services personnel should 
have a single designated individual who has the clinical responsibility for its nation’s health 
services matters. 


b.  Health Services Standards for Multinational Operations.  To qualify to 
participate in the MNF (and for subsequent multinational resourced medical treatment, 
patient movement (PM), and personal disability compensation), national contingents and 
individuals allocated or contracted to multinational operations must meet the basic standards 
of individual health and physical fitness laid down by the surgeon and/or the staff chief 
medical officer. 


(1)  Contributing nations bear ultimate responsibility for ensuring the provision of 
health services to their forces allocated to multinational operations.  This may be discharged 
in a number of ways, including agreements with other nations or the appropriate 
multinational planning staffs and MNFCs. 


(2)  International and Theater-Level Conventions for the Treatment of the Sick 
and Wounded.  Health services for operations will comply with provisions of the Geneva 
Conventions.  Persons, to include detainees, entitled under the terms of the Geneva 
Conventions shall, without discrimination, receive medical treatment on the basis of their 
clinical needs and the availability of health services resources. 


(3)  Standards of Health Services.  Operational health services to MNFs must 
meet standards that are acceptable to all participating nations.   


(4)  Estimation of Medical Risk.  Estimation of medical risk and the associated 
casualty rates is the responsibility of the individual nation with health services advice of the 
multinational operational staffs.  Communication of the health risk is also vital to casualty 
prevention, including threat identification, predeployment health briefings, and any medical 
follow-up that may be required. 


See JP 4-02, Health Services, for further details.  


c.  PM, known in some nations as a holding policy, balances the treatment capability 
available at each role of care against the medical assets required for moving patients.  PM is 
the act or process of moving a sick, injured, wounded, or other person to obtain medical 
and/or dental care or treatment.  Functions include medical regulating, patient evacuation, 
and en route medical care.  Medical staffs face numerous challenges affecting the health of 
multinational personnel deployed on operations.  Therefore, operational health services 
requires clearly defined guidance.  Health services plans must be tailored to each operation 
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and meet the demands of geography, individual national needs, language, and 
communication difficulties.  Common health services challenges in multinational operations 
are shown in Figure III-9. 


For further information on health services and theater PM, refer to JP 4-02, Health 
Services. 


28.  Noncombatant Evacuation Operations 


a.  A NEO is conducted to relocate designated noncombatants threatened in a foreign 
country to a place of safety.  NEOs are principally conducted by US forces to evacuate US 
citizens, but they may be expanded to include citizens from the HN as well as citizens from 
other countries.   


b.  NEOs are often characterized by uncertainty.  They may be directed without warning 
because of sudden changes in a country’s government, reoriented diplomatic or military 
relations with the US, a sudden hostile threat to US citizens from elements within or external 
to a foreign country, or in response to a natural disaster.  


c.  NEO methods and timing are significantly influenced by diplomatic considerations. 
Under ideal circumstances there may be little or no opposition; however, commanders 
should anticipate opposition and plan the operation like any combat operation.  


d.  NEOs are similar to a raid in that the operation involves swift insertion of a force, 
temporary occupation of physical objectives, and ends with a planned withdrawal.  It differs 
from a raid in that force used normally is limited to that required to protect the evacuees and 
the evacuation force.  Forces penetrating foreign territory to conduct a NEO should be kept 
to the minimum consistent with mission accomplishment and the security of the force and 
the extraction and protection of evacuees. 


e.  In planning for a NEO, the chief of mission, GCC, and JFC may consider the 
possibility of operating with MNFs.  However, the approval for US participation in a 
multinational NEO will come only from the US President.  Normally, due to the urgency of 


 
Figure III-9.  Health Services Challenges in Multinational Operations 
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the situation and severe time constraints, a NEO will not be executed by a multinational 
command; rather, a parallel command structure of individual JTFs executing under national 
command is used.  Under such situations, an MNCC, established by one of the JTFs in 
support of all JTFs, is an option for multinational coordination of operations.  Under an 
emergency situation involving the safety of human life or the protection of property, offers 
of voluntary service from other countries may be accepted prior to Presidential approval. 


f.  Multinational evacuations involve multiple nation diplomatic initiatives—with MNFs 
conducting a NEO in a supporting role.  A political decision from each of the participating 
nations is required to conduct a NEO with an MNF.  Should the political powers decide on a 
requirement for a multinational NEO, an initiating directive should be issued to enable 
detailed operational planning to commence. 


For additional guidance on NEOs, refer to JP 3-68, Noncombatant Evacuation Operations.  
Specific guidance on conducting NEOs within NATO is provided in AJP-3.4.2, Allied Joint 
Doctrine for Noncombatant Evacuation Operations. 


29.  Personnel Support 


Military operations now include peacekeeping, humanitarian assistance, and other 
actions that involve managing complex crises and contingency operations. To accomplish 
these missions, the Services must be prepared to operate in a multinational environment. 
Personnel support for multinational operations remains a national responsibility; however, 
CCDRs and subordinate JFCs operating as part of an MNF should establish a SOFA, 
memorandum of agreement (MOA), and/or MOU regarding personnel support between 
members of any alliance and/or coalition prior to the onset of operations that clearly define 
JFC command authority (OPCON, TACON, etc.) over MNF personnel, command 
relationships, and reporting channels. 


For additional guidance on personnel support to joint operations, refer to JP 1-0, Joint 
Personnel Support. 


30.  Meteorology and Oceanography 


The effective understanding of meteorology and oceanography and the application of 
that knowledge during mission execution significantly contributes to all successful  
multinational operations.  The state of the atmosphere and oceans is a force multiplier or 
detractor, depending on the mission.  Successful commanders use the environment to their 
advantage.  In multinational operations, early planning is critical.  As with all multinational 
operations, differences in language, techniques, data formats, and communications must be 
overcome prior to any operation.  The MNFC should designate a senior meteorological and 
oceanographic (METOC) officer to coordinate METOC support to facilitate coordination of 
METOC forces.  All forces should operate from a common METOC forecast.  The senior 
METOC officer should also consider using and disseminating multinational METOC data 
when available. 


See JP 3-59, Meteorological and Oceanographic Operations, for additional details. 
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31.  Environmental 


a.  Environmental considerations should be integrated in multinational operations.  To 
the extent practicable and consistent with mission accomplishment, commanders should take 
environmental factors into account during planning, execution, and conclusion of a 
multinational operation.  Commanders should also clearly identify guidance that may be 
different from the normal practices of the member nations and obtain agreement from 
participating nations.  Besides agreeing on common goals and objectives for the operation, 
the MNF’s national component commanders should reach some understanding on 
environmental protection measures during the operation.  Failure to accomplish this may 
result in misunderstandings, decreased interoperability, and a failure to develop and 
implement a successful environmental annex and plan for the operation.  Additionally, the 
failure to consider environmental impacts on the HN could result in an erosion of acceptance 
for the MNF within the HN. 


b.  Environmental considerations include, but are not limited to, the following:   


(1)  Air pollution from ships, vehicles, aircraft, and construction machinery.   


(2)  Cleanup of base camps and other occupied areas to an appropriate level. 


(3)  Protection of endangered species and marine mammals in the OA. 


(4)  Environmental safety and health. 


(5)  Hazardous material management. 


(6)  Hazardous waste disposal. 


(7)  Medical and infectious waste management and disposal. 


(8)  Natural and cultural resource protection. 


(9)  Noise abatement, including noise from aircraft operations. 


(10)  Pesticide, insecticide, and herbicide management to control non-point 
pollution. 


(11)  Resource and energy conservation through pollution prevention practices. 


(12)  Solid waste management and disposal. 


(13)  Oil and hazardous substance spills prevention and controls. 


(14)  Water pollution from sewage, food service, and other operations. 


For a further discussion of environmental considerations, refer to JP 3-34, Joint Engineer 
Operations. 
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32.  Transitions 


a.  Transitions are critical to multinational operations.  In general, transitions fall into 
three categories:  the orderly turnover of a plan or order as it is passed to those tasked with 
execution of the operation (i.e., future operations to current operations); transition between 
the various phases of an operation or campaign (such as phase II: seize the initiative to phase 
III: dominate); and the transition of authority for the effort from one organization to another 
(i.e., JTF to MNF or MNF to IGO/HN).   


b.  The transition of plans to execution provides information, direction, and guidance 
relative to the plan or order that will help to facilitate SA.  Additionally, it provides an 
understanding of the rationale for key decisions necessary to ensure there is a coherent shift 
from planning to execution.  These factors coupled together are intended to maintain the 
intent of the CONOPS, promote unity of effort, and generate tempo.  Successful transition 
ensures that those charged with executing an order have a full understanding of the plan.  
Regardless of the level of command, such a transition ensures that those who execute the 
order understand the commander’s intent and CONOPS.  Transition may be internal or 
external in the form of briefs or drills. Internally, transition occurs between future plans and 
future/current operations.  Externally, transition occurs between the commander and 
subordinate commands. 


For more information on plan transitions, see JP 5-0, Joint Operation Planning. 


c.  Phases.  A phase can be characterized by the focus that is placed on it.  Phases are 
distinct in time, space, and/or purpose from one another, but must be planned in support of 
each other and should represent a natural progression and subdivision of the campaign or 
operation (see Figure III-10).  Each phase should have a set of starting conditions (that define 
the start of the phase) and ending conditions (that define the end of the phase).  The ending 
conditions of one phase are the starting conditions for the next phase. 


(1)  Working within the phasing construct, the actual phases used will vary 
(compressed, expanded, or omitted entirely) with the joint campaign or operation and be 
determined by the MNFC.  During planning, the MNFC establishes conditions, objectives, or 
events for transitioning from one phase to another and plans sequels and branches for 
potential contingencies.  Phases are designed to be conducted sequentially, but some 
activities from a phase may begin in a previous phase and continue into subsequent phases.  
The MNFC adjusts the phases to exploit opportunities presented by the adversary or 
operational situation or to react to unforeseen conditions.  A joint campaign or operation may 
be conducted in multiple phases simultaneously if the OA has widely varying conditions.  
For instance, the commander may transition to the stabilize phase in some areas while 
remaining in the dominate phase in those areas where the enemy has not yet capitulated.  
Occasionally operations may revert to a previous phase in an area where a resurgent or new 
enemy re-engages friendly forces. 
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(2)  Transitions between phases are designed to be distinct shifts in focus by the 
MNF, often accompanied by changes in command or support relationships.  The activities 
that predominate during a given phase, however, rarely align with neatly definable 
breakpoints.  The need to move into another phase normally is identified by assessing that a 
set of objectives is achieved or that the enemy has acted in a manner that requires a major 
change in focus for the joint force and is therefore usually event driven, not time driven.  
Changing the focus of the operation takes time and may require changing commander’s 
objectives, desired effects, measures of effectiveness, priorities, command relationships, 
force allocation, or even the design of the OA.  An example is the shift of focus from 
sustained combat operations in the dominate phase to a preponderance of stability operations 
in the stabilize and enable civil authority phases.  Hostilities gradually lessen as the joint 
force begins to reestablish order, commerce, and local government and deters adversaries 
from resuming hostile actions while the US and international community take steps to 
establish or restore the conditions necessary for long-term stability.  This challenge demands 
an agile shift in joint force skill sets, actions, organizational behaviors, and mental outlooks, 
and interorganizational coordination with a wider range of interagency and multinational 


 
Figure III-10.  Notional Operation Plan Phases
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partners and other participants to provide the capabilities necessary to address the mission-
specific factors. 


For more information on the phasing model and details on the individual phases, refer to JP 
5-0, Joint Operation Planning. 


d.  Transition of Authority.  Military operations may include transitions of authority 
and control among military forces, civilian agencies and organizations, and the HN as HN 
capacity increases (see Figure III-11).  Each transition involves inherent risk.  The risk is 
amplified when multiple transitions must be managed simultaneously or when the force must 
quickly conduct a series of transitions.  Planning anticipates these transitions, and careful 
preparation and diligent execution ensure they occur without incident.  Transitions are 
identified as decisive points on lines of effort; they typically mark a significant shift in effort 
and signify the gradual return to civilian oversight and control of the HN. 


For more information on transitions of authority, see JP 3-07, Stability Operations. 


Figure III-11.  Notional Transitions of Authority 
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33.  Foreign Humanitarian Assistance 


a.  FHA operations, particularly in developing countries, often require the intervention 
and aid of various agencies from all over the world in a concerted and timely manner.  As a 
result, operations involve dynamic information exchange, planning, and coordination.  For 
more information, see JP 3-29, Foreign Humanitarian Assistance. 


b.  The engagement of military forces in FHA operations is based on the necessity for 
speed of reaction, including proximity of suitable resources to the disaster area, the scale of 
effort required or special skills to deal with the consequences of a humanitarian 
emergency/disaster.  Military forces will, therefore, normally only be engaged in response to 
rapid onset disasters and normally at the request of humanitarian organizations through 
official governmental channels.  The magnitude of a disaster or the threat environment may 
also call for military involvement in the national response.  National TFs will thus provide 
specific support to particular requirements in response to an acknowledged humanitarian gap 
between the humanitarian emergency/disaster needs and relief community resources 
available to meet those needs.  FHA operations will, therefore, normally be limited in both 
scope and duration. 


c.  FHA is not the primary role of military forces.  However, military forces have an 
ability to quickly task organize to perform such operations and have unique capabilities that 
can complement the overall relief effort. In principle, military assets should be considered 
only when civilian capabilities have been or will become over-stretched or are unavailable, 
and in certain circumstances, where the use of military assets is determined to be more cost-
effective in overall terms.  The composition of the national TF committed in support of FHA 
will vary depending on the circumstances, the state of civilian coping mechanisms, and the 
complexity of the disaster. 


d.  Normally, due to the urgency of the situation, severe time constraints, and emergency 
relief response requirements, FHA will not be executed by a multinational command; rather, 
a parallel command structure of individual JTFs executing under national command is used.  
Under such situations an MNCC, established by one of the JTFs in support of all JTFs, is an 
option for multinational coordination of FHA operations.  In such contingencies the MNCC 
also acts as a CMOC and/or CIMIC coordination center in addition to providing coordination 
of military support operations. 


e.  When military forces are involved in FHA operations their assets are provided 
primarily to supplement or complement the relief efforts of the affected country’s civil 
authorities and/or of the humanitarian relief community.  This support may include but is not 
limited to logistics, transportation, airfield management, communications, medical support, 
distribution of relief commodities, and security. 


f.  Notwithstanding specific missions, under all but exceptional circumstances, military 
forces deployed in support of disaster relief efforts should normally not assume leadership of 
the overall disaster relief.  This does not preclude supporting civil C2 or providing C2 
infrastructure when necessary.  However, wherever possible, maximum use of established 
infrastructure should be made in order to preclude the national TF from becoming a hub 
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upon which other responding agencies become reliant, thereby creating the potential for 
longer-term dependency and making it more difficult to redeploy at the appropriate moment.  
The generic military role is to support and enable the effort to relieve emergency needs until 
such time as disaster coping capacities no longer require military support.  This decision is 
taken by national government officials in consultation with their national ministry of 
defense.  The senior national government representative and the national TF commander will 
determine the direction of military activities on the ground. 


g.  Although it is the primary responsibility of national civilian aid agencies, 
governmental departments and agencies, civil facility authorities, and international agencies 
to conduct disaster needs assessments, they may not have the ability to do so or capability to 
respond fast enough depending on the complexity, size, and nature of the emergency/crisis.  
In such cases, along with multilateral and bilateral agreements, military forces may be 
requested to provide and/or assist in disaster needs assessments. 


For NATO-specific doctrine, see AJP-3.4, Allied Joint Doctrine for Non-Article 5 Crisis 
Response Operations. 
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APPENDIX A 
PLANNING CONSIDERATIONS 


Multinational operations as described in this publication cover a wide spectrum of 
subjects.  The checklist below provides an MNFC with a planning tool for multinational 
operations directed through either an integrated or LN scenario.  Operations conducted in a 
parallel command relationship will normally follow national planning guidance and doctrine.  
Where possible, this checklist will attempt to highlight only those items unique to 
multinational operations. 


Detailed planning checklists for JTF directorates can be found in JP 3-33, Joint Task Force 
Headquarters.  Most material contained in those checklists is applicable to MNTF 
directorates as well.   


Strategic-Level Considerations  


_____ Has the political-military estimate been completed and coordinated with national-
level partner nations?  Have the partner nations reached agreement on the 
appropriate response? 


_____ Have strategic assessments been shared within the constraints of national and 
organizational information sharing regulations? 


_____ Has the LN, in coordination with other partner nations, developed the strategic 
military guidance for the operation?  Does this strategic guidance contain: 


_____ A clear description of political objectives? 


_____ A broad outline of any military activity envisioned? 


_____ The desired end state? 


_____ Key planning assumptions? 


_____ Constraints or restraints on military operations and actions? 


_____ Has a mission analysis been accomplished? 


_____ Has the commander’s mission statement been provided? 


_____ Has an analysis of the situation, opposition forces, friendly forces, and 
restrictions been conducted? 


_____ Have COAs been developed? 


_____ Has a preferred COA been selected? 


_____ Has the commander’s intent been developed/provided? 
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_____ Have ROE been agreed upon by military commanders and national policy 
makers? 


_____ Has a CONOPS been developed and approved by the national and 
interagency partners? 


_____ Has a confirmation of capabilities and/or forces to be contributed been 
obtained from our national and interagency partners, to include 
government capabilities/forces and likely IGO, NGO, and/or private 
sector contributors? 


_____ Has an OPLAN been developed based on the approved CONOPS? 


_____ Have annexes to OPLANs/CONPLANs been developed to effectively support 
multinational and/or interagency coordination and operations? 


_____ Has the OPLAN been approved by national and interagency partners? 


_____ Has the operational-level commander been appointed? 


_____ Has communication synchronization guidance been included in the OPLAN? 


_____ Has the appropriate coordination been conducted with the DOS Bureau of Conflict 
and Stabilization Operations, their associated local humanitarian reconstruction and 
stabilization teams, United States Agency for International Development, and/or the 
US embassy country team(s) in the specific OA? 


_____ Has IO guidance been included in every phase of the OPLAN? 
 
Operational-Level Considerations 


_____ Have command relationships been established between the MNFC and national 
forces? 


_____ Has an MNTF HQ been established?   


_____ Have critical billet requirements been identified?  


_____ Has a theater foreign disclosure authority been identified?  Has a policy and a plan 
for the control, release, and dissemination of sensitive information been 
promulgated? 


_____ Have the personnel for the multinational staff been chosen to reflect the required 
functional skills, training levels, and language?  Have historical national 
sensitivities been considered? 


_____ Are there sufficient linguists available for both planning and execution? 
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_____ Do liaison elements have appropriate linguistic, communications, logistic, 
and office support capabilities in place? 


_____ Has the command structure been designed to minimize layers to a more 
horizontal organization? 


_____ Have 24-hour command centers been established if required? 


_____ Have C2 arrangements been made to include appropriate IGO and NGO 
officials in coordinating functions? 


_____ Have multinational legal constraints been considered in planning for C2? 


_____ Have the multinational partners with a lesser C2 capability been provided 
appropriate liaison personnel and interpreters (if necessary), operators, 
and maintainers to enable interaction with the commander and other 
multinational members? 


_____ Have arrangements been made for intra- and inter-staff communication 
among same nation staff members? 


_____ Have the strategic and military end states been identified?  Are the conditions 
tangible in military terms? Are they contained in the mission statement? 


_____ Has the end state and exit strategy been articulated as part of the commander’s 
vision for subordinates?  


_____ What is the exit strategy?  


_____ What constitutes mission success? 


_____ Has a mission analysis been conducted? 


_____ Has planning guidance been developed and issued? 


_____ Does it contain the commander’s intent? 


_____ Are the ROE established?  Do they require adjustment? 


_____ Have COAs been developed? 


_____ Has a preferred COA been selected? 


_____ Has the commander’s intent been provided/developed? 


_____ Has the deployment time-phased force and deployment data (TPFDD) been 
completed and validated? 
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_____ Have the non-US forces relying on strategic mobility for deployment 
and/or redeployment been included in the TPFDD? 


_____ Has the deployment plan been deconflicted with HN, NGO, and 
contractor transportation requirements in order to avoid competition for 
limited transportation infrastructure? 


_____ Has the probable cost of the multinational operations been determined and are there 
mechanisms in place to track the cost? 


_____ Have logisticians assessed the feasibility and/or supportability and risks of the 
mission? 


_____ Is the MNFC aware of existing agreements among participating nations in the form 
of bilateral or multilateral arrangements, funding, and training? 


_____ Have SOFAs been agreed to?  If not, who should conduct negotiations? Who has 
been designated to negotiate technical agreements to implement SOFAs? 


_____ Do the resources allocated to the force protection component of the mission balance 
with the potential political ramifications of failure to protect the force? 


_____ Have the cultural, social, political, and economic dynamics of the OA been fused 
with the traditional study of geographic and military considerations to form an 
intelligence estimate that identifies threat centers of gravity, as well as high-value 
and high-payoff targets? Does the plan consider these issues in a way that facilitates 
operations and end state? 


_____ Have determined efforts been made to pool information with applicable NGOs, to 
increase efficiency of operations through coordination and eliminate redundancy in 
operations? 


_____ Are nonlethal weapons available for use? 


_____ To what extent are riot control agents authorized for use? 


_____ To what extent are nonlethal weapons authorized for use? 


_____ Are forces, communication system capabilities, and logistic support robust enough 
to respond to increased levels of operational intensity? 


_____ Has coordination been accomplished with multinational members 
regarding communication equipment capability? 


_____ Has coordination been accomplished regarding frequency assignment? 


_____ Has the terrain and environment been considered while planning for the 
communication system network? 







Planning Considerations 


A-5 


_____ Have common databases been provided for? 


_____ Has the nation most capable of providing an integrated, interoperable 
communication system network been selected to serve as network 
manager for the multinational communication system infrastructure? 


_____ Have agreements on cryptographic, communications and/or ADP security 
issues, and other planning factors been reached among all multinational 
components? Are compatible materials available? 


_____ Have arrangements been made and/or established to allow contract 
multinational foreign nation employees to work on C2 staffs without 
exposure to ADP and classified information used in daily operations? 


_____ Have the nations agreed to work on a standard datum and produce all products to 
that datum? 


_____ Has a multinational geospatial intelligence plan been produced and disseminated 
which designates all products for use? 


_____ Have special, adequate, and supportable intelligence sharing and foreign disclosure 
procedures been established? 


_____ Have special, adequate, and supportable geospatial sharing and foreign disclosure 
procedures been established? 


_____ Have special, adequate, and supportable biometrics sharing and foreign disclosure 
procedures been established? 


_____ Have the intelligence requirements been clearly stated to focus the 
collection effort? 


_____ Has the adversary’s use of space assets been analyzed and have requests 
for denying militarily useful space information to the adversary been 
considered? 


_____ Have efforts been made to place sufficient intelligence collection resources under 
the control of (or at least immediately responsive to) the MNFC? 


_____ Have efforts been made to assign intelligence gathering tasks IAW the 
MNFC’s intelligence requirements and according to the capability of the 
multinational equipment under MNF control? 


_____ Have efforts been made to pool intelligence and battlefield information 
into multinational centralized processing and exploitation centers?  Have 
disclosure and release procedures been identified, with respect to each 
partner nation? 
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_____ Can authorized targeting materials be disseminated rapidly? 


_____ Has the MNFC’s authority to redistribute logistic assets and services been defined 
and agreed to? 


_____ What, if any, ACSAs exist between participating nations to enable the 
provision of supplies, services, transportation, and logistic support? 


_____ Does principal logistics civil augmentation program structure have an 
overall officer in charge or main point of contact for C2 of contract 
personnel? 


_____ Do other legal authorities permit the provision of logistic support to participating 
nations? 


_____ Have reimbursement or replacement-in-kind procedures been developed 
and agreed to? 


_____ Have contractor procedures been established? 


_____ Is there a means in place which authorizes exchange of mutual logistic 
support of goods and services between the MNTF countries and accounts 
for the amounts received? 


_____ Has a logistics determination been made (i.e., what countries will provide 
what piece of the logistics system, health services to include ground and 
air evacuation, and health service logistics)? 


_____ Have logistic reporting procedures been established and promulgated throughout 
the force? 


_____ Can the HN provide support, and if so, have negotiations to secure support been 
established or completed? 


_____ Are the mission economic and infrastructure repair plans known and being 
complied with by all nations, Services, and units? 


_____ Has HNS been evaluated in the deployed location(s) to determine the 
logistic requirements? 


_____ Has an assessment of HN medical capabilities and a determination of 
availability to support MNF health services requirements been 
accomplished? 


_____ Have coordinating centers been established for personnel movement, medical 
support, ground and air evacuation, operational contract support, infrastructure 
engineering, and logistic operations? 
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_____ Is a transitional plan available to facilitate deployment and operational assumption 
of in-place contracts, equipment, facilities, and personnel belonging to another 
agency or alliance? 


_____ Has funding been identified to support operations and/or to provide reimbursement 
of expenditures from existing budgets? 


_____ Will common funding be available to support multinational common costs 
and expenditures? 


_____ Has it been determined if or to what extent operational-related expenses 
will be reimbursed from common funding or sources external to national 
funding by the participating nations? 


_____ Are medical facilities identified to support the operation? Are evacuation plans, 
both intra- and inter-theater, in place? 


_____ Are CBRN threats known, and are troops and medical facilities prepared 
to cope with their possible use? 


_____ Are graves registration and mortuary procedures in place to service multinational 
casualties, to include recognition of cultural differences in dealing with casualties? 


_____ Have IO activities been planned to support the operation? 


_____ Have assets been requested to support the IO plan? 


_____ Have procedures been established for coordination and approval of IO 
activities? 


_____ Have military information support personnel been integrated into analysis, 
targeting, and planning? 


_____ Have IO capabilities been integrated and tailored to the specific 
environment/mission assigned? 


_____ Have population and resource control measures and the subordinate commander’s 
authority to impose them been included in the MNF plan? 


_____ Are there adequate CA personnel on hand to assist planners? 


_____ Are there special operations personnel available to develop and execute 
unconventional military options for the commander? 


_____ Has a PA plan been promulgated that: 


_____ Provides a contingency statement to use in response to media queries 
before initial public release of information concerning the MNF and its 
mission? 







Appendix A 


A-8 JP 3-16 


_____ States who (from which nation and when, or all nations simultaneously) 
makes the initial public release concerning the MNF and its mission? 


_____ States agreed-upon procedures for the subsequent release of information 
concerning the MNF and its national components? 


_____ Is predeployment media training complete? 


_____ Is the relationship between the inevitable media coverage of tactical operations and 
future strategic decisions understood by all commanders? 


_____ Have requirements for combat camera support been arranged? 


_____ Has an operation historian been designated and staff authorized? 


_____ Is a mechanism in place for the collection, assessment, and reporting of lessons 
learned? 


_____ Who will determine when the transition begins or is complete? 


_____ What are the redeployment and/or withdrawal plans for MNFs? Is the departure of 
forces to be accomplished under tactical conditions? 


_____ What are the environmental standards to be met by withdrawal in 
humanitarian or other peaceful operations? 


_____ What forces, equipment, and supplies will remain behind? Has disposal of 
equipment and supplies been properly planned? 


_____ What are the C2 and command arrangements for departure? 


_____ Who will support forces that remain behind? 


_____ Has the C2 systems support required for the diminishing MNF presence 
been identified? 
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APPENDIX B 
MULTINATIONAL PLANNING AUGMENTATION TEAM 


1.  Overview 


a.  The MPAT program was established by the Commander, US Pacific Command 
(USPACOM), in consultation with the chiefs of defense of various nations in the Asia-
Pacific region in early 2000.  The impetus for the program is to facilitate the rapid and 
effective establishment and/or augmentation of MNTF HQ. 


b.  MPAT is not a program with formal participatory agreements.  The key factor in 
program success to date has been the informal ad hoc nature of the program.  Without 
MOAs, terms of reference, or other more formal arrangements, the program has been able to 
share information, and all participants have been able to jointly develop concepts and 
procedures without the normal formal policy constraints—a key inhibitor to multinational 
interoperability when working with other nations. 


2.  Multinational Planning Augmentation Team Composition 


a.  MPAT is an international cadre of military planners from 31 nations with interests in 
the Asia-Pacific region that is capable of augmenting an MNF HQ established to plan and 
execute coalition operations in response to military engagement, SC, and deterrence 
operations and small-scale contingencies.  Planners learn from each other the common 
procedures for activating, forming, and employing a coalition TF HQ and associated 
planning processes.  This is done through a series of multinational workshops called MPAT 
TEMPEST EXPRESS staff planning workshops.  The MPAT cadre also participates in 
USPACOM and other nations’ multinational exercises. 


b.  Participation also includes representation from UN organizations, IGOs, and NGOs. 


c.  The MPAT Secretariat resides with the Pacific Command Exercises Directorate. 


3.  Multinational Force Standing Operating Procedures 


a.  MPAT planners are credited with developing an SOP for an MNTF HQ.  This SOP 
recognizes the existence of shared national interests in the region and seeks to standardize 
some basic concepts and processes that will promote habits of cooperation, increase 
dialogue, and provide for baseline MNTF operational concepts.  Further, this SOP serves as 
a centerpiece for the MPAT workshops and exercises aimed at improving interoperability 
and MNTF operational readiness within the Asia-Pacific region.  The purpose of the SOP is 
straightforward: 


(1)  Increase the speed of an MNF initial response.  


(2)  Improve interoperability among the participating forces. 


(3)  Enhance overall mission effectiveness. 
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(4)  Support unity of effort. 


b.  The MNF SOP is not a USPACOM document, nor is it signed by any of the 
participants.  It has been developed by the combined efforts of all the MPAT nations as a 
multinational document to provide the foundation of multinational crisis response.  The SOP 
is also unclassified and available for use by any nation in combined or coalition operations. 


c.  The procedures contained in the MNF SOP are primarily focused for use by an 
MNTF HQ for use at the mid to lower end of the range of military operations.  These include 
numerous missions such as combat operations in small-scale contingencies, stability 
operations, PO (which includes peace building, peacekeeping, peace enforcement, and 
peacemaking), FHA, military assisted NEO, SAR/PR, combating terrorism, and FID. 


4.  Organization 


The MPAT is not a standing, billeted organization or TF.  It is a cadre or pool of trained 
planners with MNF operations planning expertise that has developed relationships from 
participation in MPAT events.  Figure B-1 contains a list of potential key MNTF staff billets 
or functional areas that can be filled with MPAT personnel from the various MNF 
participating nations.  


For additional information on the MPAT concept and MNF SOP, refer to the unclassified 
MPAT Web site.  URL:  https://community.apan.org/mpat or www.mpat.org.  This Web site 
acts as the portal for the MPAT program and MNF SOP.  The updated MNF SOP can be 
obtained via this portal and the latest MPAT information can be found through this site. 


 


 
Figure B-1.  Multinational Planning Augmentation Team Augmentation Roles 
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APPENDIX C 
MULTINATIONAL INTEROPERABILITY COUNCIL 


1.  Overview 


a.  The MIC is a joint, multinational forum for identifying interoperability issues and 
articulating actions at the strategic and high operational level that, if nationally implemented 
by MIC member nations, will contribute to more effective coalition operations. 


b.  The MIC is a senior operator led body for coordinating, deliberating, and facilitating 
resolution of interoperability issues.  The MIC’s work focuses on resolving information 
interoperability problems, strategic and operational issues, and interagency aspects 
considered as key to coalition operations. 


c.  While the MIC’s initial work was focused on resolving information interoperability 
challenges, the scope of the MIC has expanded significantly to cover other strategic and 
operational issues considered to be key to identifying and articulating interoperability issues 
and deficiencies impacting multinational operations.  The MIC focuses on resolving 
information sharing, operational, and LN interoperability issues across all lines of 
development (doctrine, organization, training, material, leadership, personnel, and facilities).  
The MIC also addresses interagency/comprehensive approach activities that are key in 
establishing and executing coalitions, as well as policy issues for supporting and monitoring 
multinational operations.  These activities are targeted to positively impact coalition 
interoperability policy, doctrine, and collaborative planning and execution. 


2.  Composition 


a.  The MIC is a seven-nation forum composed of countries that are most likely to form 
and lead a coalition operation.  The MIC member nations are Australia, Canada, France, 
Germany, Italy, the United Kingdom, and the US.  The member nations are equal 
participants in the MIC.  While membership is not meant to be exclusionary, the criteria for 
membership is based upon a nation’s demonstrated capacity and national will to lead 
international coalitions.   


b.  The MIC is led by the MIC Principals, who are the senior national representatives for 
MIC member nations and are flag officers/general officers from their nation’s national 
defense HQ.  The MIC Principals are responsible for defining and articulating the strategic 
direction of the MIC and for providing guidance for the MIC activities. Invaluable levels of 
trust and camaraderie are cultivated in the MIC, which further encourage and promote 
national efforts in coalition and multinational operations. 


c.  The following groups manage and/or implement/perform the work of the MIC 
according to the guidance of the MIC Principals: 


(1)  The steering group (SG) is composed of O-6/NATO OF-5 representatives and is 
responsible for providing management oversight of tasks approved by the MIC Principals.  It 
is the senior O-6/NATO OF-5-level group responsible for providing day-to-day guidance, 
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oversight, and direction to the standing and directed multinational interoperability working 
groups (MIWGs). 


(2)  The MIC consists of two standing MIWGs with different scopes; the operations 
and the operations support working group.  The operations MIWG focuses on issues 
associated with current and future coalition operations from a cross-functional perspective.  
The operations support MIWG is task oriented and focused on operational enablers in 
support of coalition operations.  Directed MIWGs are stood up on the direction of the 
principals to address a specific or a group of specific tasks.  A directed MIWG is time 
limited with an expected duration of 12 months; continuation will be reviewed annually.  
Each MIC nation provides at least one representative (O-6/O-5 - NATO OF-5/OF-4) to each 
of the MIWGs.  Through analysis of national positions with respect to concepts, policy, 
experimentation, lessons learned, doctrine, and other relevant areas, the MIWG’s aim is to 
inform and support coalition building and operations and influence the development of 
operational practices to enable more effective coalition operations. 


(3)  The MIC Executive Secretariat (ES) staff is the only full-time MIC staff and 
works in the US Joint Staff Operations Directorate in the Pentagon.  The MIC ES staff is 
responsible for managing and coordinating the day-to-day business activities for the MIC 
while serving as the central point of contact for the MIC Principals, the SG, and the 
functional MIWGs. In addition to permanently assigned US personnel, two non-US officers 
from other MIC member nations are assigned full time to the MIC ES staff.  The MIC ES 
staff conducts all external coordination, correspondence, and communication with the staffs 
of non-MIC nations and organizations as well as other combined multinational organizations 
on matters of mutual interest to the MIC:  ABCA Standardization Program, ASIC, 
AUSCANNZUKUS, CCEB, NATO, Quadrilateral Logistics Forum, and the Technical 
Cooperation Program. 


d.  Other nations and organizations can participate in MIC activities as affiliates or 
observers to address common interoperability issues.  Affiliates have an enduring, ongoing 
relationship with the MIC.  Observers are nations/organizations that attend MIC meetings on 
a one-time or short-term basis to support a specific event or activity that addresses 
interoperability challenges or leverages ongoing MIC activities.  Currently New Zealand, 
NATO Allied Command Transformation, and the Military Staff of the EU are MIC affiliates. 


3.  Accomplishments 


MIC-developed documents represent a nonbinding consensus view among MIC nations.  
These documents are reviewed and updated on a regular basis.  The following are 
representative examples of MIC-developed documents.  Refer to the MIC community on the 
All Partners Access Network (APAN) Web site for the most current version of all MIC 
documents. 


a.  Coalition Building Guide (CBG) 


(1)  One of the MIC’s early actions was the development of the CBG.  The purpose 
of the CBG is to facilitate LNs, troop contributing nations, and participants in the 
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establishment and effective operation of a coalition anywhere on the globe.  Specifically, the 
CBG concentrates on the strategic and operational levels of multinational joint operations 
and identifies some of the essential factors associated with the process of coalition building.  
Additionally, it attempts to provide a common framework of reference for contributing 
nations.  The CBG is designed to assist the JFC and his staff as well as highlight national 
factors.  The CBG does not constitute official policy or doctrine, nor does it represent a 
definitive staff planning or military decision-making guide.  It is offered to assist MIC 
member nations and their potential partners in serving together in future coalitions, and to 
assist other MIWGs in their exploration of related interoperability issues.  The CBG is based 
upon the LN concept.  For the purposes of the CBG, the LN is described as: 


The LN is that nation with the will and capability, competence, and influence to provide 
the essential elements of political consultation and military leadership to coordinate the 
planning, mounting, and execution of a coalition military operation.  Within the overarching 
organizational framework provided by the LN, other nations participating in the coalition 
may be designated as functional lead agent(s) to provide and/or coordinate specific critical 
sub-functions of the operation and its execution, based on national capability.  These 
constructs may apply at the strategic, operational, and/or tactical levels. 


(2)  The MIC agreed that NATO Allied joint doctrine, unless otherwise specifically 
directed, is default doctrine for planning and conducting multinational operations.  The CBG 
uses established NATO Allied joint doctrine as a basis.  NATO doctrine is the default 
doctrine for a MIC-led coalition unless the LN specifies the military doctrine to be used.  If 
an LN chooses to use other than NATO doctrine, then it must ensure all participating 
partners have access to the doctrine in use.  Operating procedures as well as TTP will be 
prescribed by the LN. 


For additional guidance on the CBG, refer to the Multinational Interoperability Council 
Coalition Building Guide, 3rd edition, Version 1, 7 November 2012. 


b.  Comprehensive Approach Framework—A Military Perspective 


(1)  Recent experiences of coalition operations in Afghanistan, Iraq, Kosovo, and 
other operations confirm the complexity of contemporary crises.  Complex crises do not lend 
themselves to simple definition or analysis.  Today’s challenges demand a comprehensive 
approach by the international community, including the coordinated action from an 
appropriate range of civil and military actors, enabled by the orchestration, coordination, and 
deconfliction of coalitions’ military and political instruments with the other instruments of 
power. 


(2)  The comprehensive approach framework is primarily designed for use by 
prospective coalition commanders and their staffs, but it also informs potential civilian 
partners on the vision and views of the militaries organized within the MIC concerning the 
framework for the application of a comprehensive approach as both a mindset and a method 
to crisis prevention, crisis management, and post-conflict activities.  The central idea is to 
demonstrate the possibilities but also the limitations of forming civil-military partnerships 
both at home and in a region or a country in need of an international engagement by creating 
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and operationalizing the spirit of a true team effort.  The document therefore aims at 
establishing a certain commonality in comprehensive approach understanding and 
terminology in order to support further work between military and civilian partners in the 
context of coalition operations. 


(3)  In order to promote the synergies of a civil-military team effort, the national 
militaries of the MIC nations have to specify their roles and possible contributions 
throughout all phases of involvement in a crisis abroad.  These phases of conflict have been 
categorized as crisis prevention, stabilization, and finally transition—when the military 
involvement winds down in order to be handed over to other, better suited actors.  This 
expeditionary focus excludes all questions of how the individual MIC nations handle natural 
or man-made crises within their own respective boundaries, possibly also in a comprehensive 
manner.  Likewise, possible considerations for a civil-military interface in situations of high-
intensity warfare are not subject to the framework at hand. 


(4)  The document points out the products and services needed from civilian 
partners, which may range from an early exchange of cultural views to very precise demands 
for specific liaison arrangements.  Acknowledging the existing overlap with civilian 
organizations and actors, the areas of military logistics and military medical services have 
been given special attention. 


(5)  The underlying core theme throughout the document applies the following 
triple concept in order to make the envisaged civil-military team effort a reality: 


(a)  Establishing a common understanding of the problem at hand (which 
includes information sharing and SA),  


(b)  Defining a mutually acceptable vision for the problem solution (which 
includes a set of outcomes or objectives that shall not contradict one another), and  


(c)  Aiming at harmonizing the corresponding activities (which includes the 
will to adjust in light of emerging insights). 


c.  The Military Contribution to Stabilization Operations (Stabilization Handbook) 


(1)  Stabilization is a multidimensional concept involving reconstruction and 
normalization activities and tasks that involves attributes of other programs such as 
disarmament, demobilization, and reintegration and security sector reform (SSR) that must 
be considered in defining common approaches to a campaign. 


(2)  The Stabilization Handbook addresses the tasks normally performed by military 
forces in supporting stabilization operations when an HN is unable to govern and/or to 
provide for the basic needs of its citizens.  Military forces perform myriad functions in 
supporting broad coalition reconstruction, SSR, and stabilization efforts in order to establish 
a safe and secure environment in a fragile state.  The stabilization tasks accomplished by 
military forces during a wide range of activities help set the conditions or framework for: 


(a)  Facilitating reconciliation among local or regional adversaries; 
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(b)  Establishing political, legal, social, and economic institutions; and 


(c)  Setting the environment for transitioning responsibility to legitimate civil 
authority operating under the rule of law. 


(3)  Accordingly, the document also addresses the need to consider a comprehensive 
approach in planning for and conducting stabilization operations, in order to build strong 
relationships through cooperation, collaboration, and coordination with the various 
governmental, nongovernmental, private, and international organizations and agencies, as 
well as other military forces involved in stabilization operations. 


For additional information on the MIC and ongoing multinational interoperability efforts, 
refer to the MIC community on the APAN Web site, https://community.apan.org/mic. 
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APPENDIX E 
ADMINISTRATIVE INSTRUCTIONS 


1.  User Comments 


Users in the field are highly encouraged to submit comments on this publication to: Joint 
Staff J-7, Deputy Director, Joint Education and Doctrine, ATTN: Joint Doctrine Analysis 
Division, 116 Lake View Parkway, Suffolk, VA 23435-2697.  These comments should 
address content (accuracy, usefulness, consistency, and organization), writing, and 
appearance. 


2.  Authorship 


The lead agent and Joint Staff doctrine sponsor for this publication is the Director for 
Operations (J-3). 


3.  Supersession 


This publication supersedes JP 3-16, 7 March 2007, Multinational Operations. 


4.  Change Recommendations 


a.  Recommendations for urgent changes to this publication should be submitted: 


 TO:   JOINT STAFF WASHINGTON DC//J3// 


 INFO:  JOINT STAFF WASHINGTON DC//J7-JE&D// 


b.  Routine changes should be submitted electronically to the Deputy Director, Joint 
Education and Doctrine, ATTN: Joint Doctrine Analysis Division, 116 Lake View Parkway, 
Suffolk, VA 23435-2697, and info the lead agent and the Director for Joint Force 
Development, J-7/JE&D. 


c.  When a Joint Staff directorate submits a proposal to the CJCS that would change 
source document information reflected in this publication, that directorate will include a 
proposed change to this publication as an enclosure to its proposal.  The Services and other 
organizations are requested to notify the Joint Staff J-7 when changes to source documents 
reflected in this publication are initiated. 


5.   Distribution of Publications 


Local reproduction is authorized, and access to unclassified publications is unrestricted.  
However, access to and reproduction authorization for classified JPs must be IAW DOD 
Manual 5200.01, Volume 1, DOD Information Security Program: Overview, Classification, 
and Declassification, and DOD Manual 5200.01, Volume 3, DOD Information Security 
Program: Protection of Classified Information. 
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available on JDEIS at https://jdeis.js.mil (NIPRNET) and http://jdeis.js.smil.mil (SIPRNET), 
and on the JEL at http://www.dtic.mil/doctrine (NIPRNET). 


b.  Only approved JPs and joint test publications are releasable outside the CCMDs, 
Services, and Joint Staff.  Release of any classified JP to foreign governments or foreign 
nationals must be requested through the local embassy (Defense Attaché Office) to DIA, 
Defense Foreign Liaison/IE-3, 200 MacDill Blvd., Joint Base Anacostia-Bolling, 
Washington, DC 20340-5100. 


c.  JEL CD-ROM.  Upon request of a joint doctrine development community member, 
the Joint Staff J-7 will produce and deliver one CD-ROM with current JPs.  This JEL CD-
ROM will be updated not less than semi-annually and when received can be locally 
reproduced for use within the CCMDs, Services, and combat support agencies. 
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GLOSSARY 
PART I—ABBREVIATIONS AND ACRONYMS 


AADC area air defense commander 
ABCA American, British, Canadian, Australian and New 


Zealand 
ACA airspace control authority 
ACSA acquisition and cross-servicing agreement 
ADP automated data processing 
AJP allied joint publication 
AO area of operations 
AP allied publication 
APAN All Partners Access Network  
ASIC Air and Space Interoperability Council 
AUSCANNZUKUS Australian, Canadian, New Zealand, United Kingdom, 


United States  
 
C2 command and control 
CA civil affairs 
CBG coalition building guide 
CBRN chemical, biological, radiological, and nuclear  
CCC coalition coordination center 
CCDR combatant commander 
CCEB Combined Communications-Electronics Board 
CCMD combatant command 
CD counterdrug 
CID combat identification 
CIMIC civil-military cooperation 
CJCS Chairman of the Joint Chiefs of Staff 
CJCSI Chairman of the Joint Chiefs of Staff instruction 
CJCSM Chairman of the Joint Chiefs of Staff manual 
CMO civil-military operations 
CMOC civil-military operations center 
COA course of action 
COMSEC communications security 
CONOPS concept of operations 
CONPLAN concept plan 
 
DIDO designated intelligence disclosure official 
DLD digital liaison detachment 
DOD Department of Defense 
DODD Department of Defense directive 
DODI Department of Defense instruction 
DOS Department of State 
DSPD defense support to public diplomacy 
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ES executive secretariat 
EU European Union 
 
FDO foreign disclosure officer 
FHA foreign humanitarian assistance 
FHP force health protection 
FID foreign internal defense 
FSF foreign security forces 
 
GCC geographic combatant commander 
GEF Guidance for Employment of the Force 
 
HN host nation 
HNS host-nation support 
HNSCC host-nation support coordination cell 
HQ headquarters 
 
IAW in accordance with 
IGO intergovernmental organization 
IHC international humanitarian community 
IO information operations 
IRC information-related capability 
ISA international standardization agreement 
ISAF International Security Assistance Force 
 
J-2 intelligence directorate of a joint staff 
JFC joint force commander 
JP joint publication 
JSCP Joint Strategic Capabilities Plan 
JTF joint task force 
 
LNO liaison officer 
LOAC law of armed conflict 
LOC line of communications 
 
MCI multinational communications integration 
METOC meteorological and oceanographic 
MIC Multinational Interoperability Council 
MISO military information support operations 
MIWG multinational interoperability working group 
MNCC multinational coordination center 
MNF multinational force 
MNFACC multinational force air component commander 
MNFC multinational force commander 
MNFLCC multinational force land component commander 
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MNFMCC multinational force maritime component commander 
MNFSOCC multinational force special operations component 


commander 
MNTF multinational task force 
MOA memorandum of agreement 
MOU memorandum of understanding 
MP multinational publication 
MPAT Multinational Planning Augmentation Team 
 
NATO North Atlantic Treaty Organization 
NDP national disclosure policy 
NEO noncombatant evacuation operation 
NGO nongovernmental organization 
NSPD national security Presidential directive 
 
OA operational area 
OE operational environment 
OPCON operational control 
OPLAN operation plan 
OPSEC operations security 
 
PA public affairs 
PM patient movement 
PO peace operations 
PR personnel recovery 
PRCC personnel recovery coordination center   
 
ROE rules of engagement 
RSI rationalization, standardization, and interoperability 
 
SA situational awareness 
SAR search and rescue 
SC security cooperation 
SCA space coordinating authority 
SecDef Secretary of Defense 
SFA security force assistance 
SG steering group 
SIPRNET SECRET Internet Protocol Router Network 
SJA staff judge advocate 
SOF special operations forces 
SOFA status-of-forces agreement 
SOP standing operating procedure 
SPP State Partnership Program 
SSR security sector reform 
STANAG standardization agreement (NATO) 
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TA technical arrangement 
TACON tactical control 
TCP theater campaign plan 
TF task force 
TPFDD time-phased force and deployment data 
TTP tactics, techniques, and procedures 
 
UN United Nations 
USG United States Government 
USPACOM United States Pacific Command 
USSTRATCOM United States Strategic Command 
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PART II—TERMS AND DEFINITIONS 


civil affairs agreement.  None.  (Approved for removal from JP 1-02.) 


combined.  A term identifying two or more forces or agencies of two or more allies 
operating together.  (Approved for incorporation into JP 1-02.) 


combined force.  None.  (Approved for removal from JP 1-02.) 


common supplies.  None.  (Approved for removal from JP 1-02.) 


integrated staff.  A staff in which one officer only is appointed to each post on the 
establishment of the headquarters, irrespective of nationality and Service.  (Approved 
for incorporation into JP 1-02 with JP 3-16 as the source JP.) 


lead nation.  The nation with the will, capability, competence, and influence to provide the 
essential elements of political consultation and military leadership to coordinate the 
planning, mounting, and execution of a multinational operation.  (Approved for 
incorporation into JP 1-02.) 


multinational doctrine.  The agreed upon fundamental principles that guide the 
employment of forces of two or more nations in coordinated action toward a common 
objective.  (Approved for incorporation into JP 1-02.) 


multinational exercise.  None.  (Approved for removal from JP 1-02.) 


multinational force commander.  A general term applied to a commander who exercises 
command authority over a military force composed of elements from two or more 
nations.  Also called MNFC.  (Approved for incorporation into JP 1-02.) 


multinational operations.  A collective term to describe military actions conducted by 
forces of two or more nations, usually undertaken within the structure of a coalition or 
alliance.  (JP 1-02. SOURCE: JP 3-16) 


multinational staff.  A staff composed of personnel of two or more nations within the 
structure of a coalition or alliance.  (Approved for incorporation into JP 1-02 with 
JP 3-16 as the source JP.)   


rationalization.  Any action that increases the effectiveness of allied forces through more 
efficient or effective use of defense resources committed to the alliance.  (Approved for 
incorporation into JP 1-02.) 
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specialization.  An arrangement within an alliance wherein a member or group of members 
most suited by virtue of technical skills, location, or other qualifications assume(s) 
greater responsibility for a specific task or significant portion thereof for one or more 
other members.  (Approved for incorporation into JP 1-02 with JP 3-16 as the 
source JP.) 


status-of-forces agreement.  A bilateral or multilateral agreement that defines the legal 
position of a visiting military force deployed in the territory of a friendly state.  Also 
called SOFA.  (Approved for incorporation into JP 1-02.) 
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Joint Publication 1, Doctrine for the Armed Forces of the United States, is the capstone 
publication for all joint doctrine, presenting fundamental principles and overarching 
guidance for the employment of the Armed Forces of the United States.  This represents the 
evolution in our warfighting guidance and military theory that forms the core of joint 
warfighting doctrine and establishes the framework for our forces’ ability to fight as a joint 
team.  


It is vital that we not only develop our military capabilities, but also strengthen the 
capacity of other government departments and agencies.  This publication ties joint doctrine 
to the national security strategy and national military strategy and describes the military’s 
role in the development of national policy and strategy.  It thus provides the linkage between 
joint doctrine and the contribution of other government departments and agencies and 
multinational endeavors. 


 
As we look globally at our posture and the associated strategic risk, it is imperative that 


our doctrine also rapidly adjust to reflect our wartime footing.  The guidance in this 
publication will enable current and future leaders of the Armed Forces of the United States to 
organize, train, and execute worldwide missions as our forces transform to meet emerging 
challenges.  The joint force must simultaneously think ahead at the strategic level, stay 
current at the operational level, and be informed by tactical level developments. 


 
I challenge all commanders to ensure the widest distribution of this capstone joint 


publication and actively promote the use of all joint publications at every opportunity.  I 
further challenge you to study and understand the guidance contained in this publication and 
teach these principles to your subordinates.  Only then will we be able to fully exploit the 
remarkable military potential inherent in our joint teams. 
 
 
 


 
  
 
 
 MARTIN E. DEMPSEY 
 General, U.S. Army 
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PREFACE 


1.  Scope 


This publication is the capstone joint doctrine publication and provides doctrine for 
unified action by the Armed Forces of the United States.  It specifies the authorized 
command relationships and authority that military commanders can use, provides guidance 
for the exercise of that military authority, provides fundamental principles and guidance for 
command and control, prescribes guidance for organizing and developing joint forces, and 
describes policy for selected joint activities.  It also provides the doctrinal basis for 
interagency coordination and for US military involvement in multiagency and multinational 
operations. 


2.  Purpose 


a.  The US Armed Forces fulfill unique and crucial roles, defending the US against all 
adversaries while serving the Nation as a bulwark and the guarantor of its security and 
independence.  The US Armed Forces function within the American system of civil-military 
relations and serve under the civilian control of the President, the Commander in Chief.  The 
US Armed Forces embody the highest values and standards of American society and the 
profession of arms.   


b.  The nature of the challenges to the US and its interests demand that the Armed 
Forces operate as a closely integrated joint team with interagency and multinational partners 
across the range of military operations.  Using a whole-of-government approach is essential 
to advancing our interests to strengthen security relationships and capacity by, with, and 
through military forces of partner nations, US and foreign government agencies, state and 
local government agencies, and intergovernmental or nongovernmental organizations.  To 
succeed, we must refine and proportionally integrate the military with all of the tools of 
American power and work with our partner nations to do the same.  Our military must 
maintain its conventional superiority while continuing to enhance its capacity to defeat 
threats.  As long as nuclear weapons exist, our nuclear deterrent capability must also be 
maintained and modernized.  When international forces are needed to respond to threats and 
keep the peace, we will make every effort to ensure international partners are ready, able, 
and willing.  We will continue to build support in other countries and promote global peace 
and stability through the United Nations and other regional organizations, such as the North 
Atlantic Treaty Organization and the African Union. 


c.  Joint Operations.  Effective integration of joint forces is intended to address 
functional or geographic vulnerabilities.  This does not mean that all forces will be equally 
represented in each operation.  Joint force commanders (JFCs) may choose the capabilities 
they need from the forces at their disposal. 


3.  Application 


a.  This publication is written to assist members of the Armed Forces of the United 
States, including the National Guard, to operate successfully together.  The joint team is 
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composed of the members of each Service, Department of Defense agencies, as well as 
associated civilians supporting governmental and private sector workforces.  The guidance in 
this publication is broad, authoritative, and serves as a foundation for the development of 
more specific joint guidance.  This doctrine will be followed except when, in the judgment of 
the commander, exceptional circumstances dictate otherwise.   


b.  To ensure the Armed Forces achieve their fullest potential, all US military leaders 
shall incorporate the doctrine and philosophy of this publication into their efforts to develop 
leaders and train forces for joint and multinational operations.  JFCs shall incorporate the 
guidelines and philosophies of this doctrine as fundamental precepts while conducting 
interagency coordination.  


c.  The Services and United States Special Operations Command (in areas unique to 
special operations) have specific responsibilities under Title 10, United States Code (USC), 
to organize, train, equip, prepare, and maintain their forces.  The National Guard has similar, 
specific responsibilities under Title 32, USC, and includes domestic operations.  These 
forces are employed under JFCs. Service equipment, systems, and manpower skills form the 
very core of US military capability.  Joint warfare relies upon effective coordination of 
Service capabilities and expertise.  When integrated into joint operations with partner 
military Services and other defense, logistical, and intelligence agencies, they become 
capable of unified action.  Successful joint operations merge capabilities and skill sets of 
assigned Service components.  Interoperability and effective integration of service 
capabilities enhance joint operations to accomplish US Government objective(s), building on 
US traditions of conducting joint operations that began with the Revolutionary War.  


d.  The growing threats to US and allied interests throughout the world demand US 
forces be proficient across the range of military operations.  The fundamental principles that 
guide operations are recorded in joint doctrine.  Joint operations are conducted routinely and 
efficiently in the current operational environment.  To maintain and enhance this efficiency, 
joint leaders must diligently study, apply, teach, and ultimately provide insights to improve 
joint doctrine. 
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SUMMARY OF CHANGES 
REVISION OF JOINT PUBLICATION 1, DATED 02 MAY 2007, 


CHANGE 1, DATED 20 MARCH 2009 


• Adds a theory section to the introductory chapter. 


• Adds a joint force development chapter, including a section on joint concepts and 
assessment. 


• Establishes a taxonomy relating to war, warfare, campaign, and operation. 


• Establishes a taxonomy relating to policy, strategy, doctrine, and concepts. 


• Establishes and defines “global synchronizer.” 


• Clarifies the role of the Department of Defense relative to information operations 
to improve efficiency in planning and execution of military operations. 


• Expands the role of commander’s communication synchronization and 
information operations.   


• Adds information on Global Force Management Implementation Guidance 
resulting from the closure of Joint Forces Command. 


• Introduces “total force fitness” as a value of joint service. 


• Reduces redundancies and improves continuity between Joint Publication (JP) 1, 
Doctrine for the Armed Forces of the United States, and JP 3-0, Joint Operations. 


• Reduces redundancies and improves continuity between JP 1, Doctrine for the 
Armed Forces of the United States, and JP 5-0, Joint Operation Planning. 
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EXECUTIVE SUMMARY 
COMMANDER’S OVERVIEW 


• Discusses the Theory and Foundations of Joint Doctrine  


• Characterizes Doctrine Governing Unified Direction of Armed Forces 


• Outlines the Functions of the Department of Defense and Its Major Components 


• Details Doctrine for Joint Commands 


• Describes the Fundamental Principles for Joint Command and Control 


• Addresses Joint Force Development 


 
Theory and Foundations 


This publication provides 
overarching guidance and 
fundamental principles for the 
employment of the Armed 
Forces of the United States. 


Joint Publication 1 is the capstone publication of the US
joint doctrine hierarchy.  It is a bridge between policy
and doctrine and describes the authorized command
relationships and authority that military commanders can
use and other operational matters derived from Title 10, 
United States Code (USC).  The purpose of joint doctrine
is to enhance the operational effectiveness of joint forces
by providing fundamental principles that guide the
employment of US military forces toward a common
objective.   


Jointness of the Joint Force Jointness implies cross-Service combination wherein the 
capability of the joint force is understood to be
synergistic, with the sum greater than its parts (the
capability of individual components).  The joint force is a
values based organization.  The character,
professionalism, and values of our military leaders have
proven to be vital for operational success.  


War is socially sanctioned 
violence to achieve a political 
purpose. 


War can result from the failure of states to resolve their 
disputes by diplomatic means.  War historically involves
nine principles, collectively and classically known as the
principles of war (objective, offensive, mass, economy of 
force, maneuver, unity of command, security, surprise,
and simplicity). 


Warfare is the mechanism, 
method, or modality of armed 


Warfare continues to change and be transformed by
society, diplomacy, politics, and technology.  The US
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conflict against an enemy.  
It is “the how” of waging war. 


military recognizes two basic forms of warfare—
traditional and irregular. The forms of warfare are
applied not in terms of an “either/or” choice, but in
various combinations to suit a combatant’s strategy and
capabilities. 


The US military recognizes  
two basic forms of warfare—
traditional and irregular. 


A useful dichotomy for thinking about warfare is the
distinction between traditional and irregular warfare
(IW).  Traditional warfare is characterized as a violent 
struggle for domination between nation-states or 
coalitions and alliances of nation-states.  With the 
increasingly rare case of formally declared war,
traditional warfare typically involves force-on-force 
military operations in which adversaries employ a variety
of conventional forces and special operations forces
(SOF) against each other in all physical domains as well 
as the information environment (which includes
cyberspace).  IW is characterized as a violent struggle 
among state and non-state actors for legitimacy and 
influence over the relevant population(s).  In IW, a less 
powerful adversary seeks to disrupt or negate the military
capabilities and advantages of a more powerful military
force, which usually serves that nation’s established 
government.  


Levels of Warfare While the various forms and methods of warfare are
ultimately expressed in concrete military action, the three
levels of warfare—strategic, operational, and tactical—
link tactical actions to achievement of national
objectives.  There are no finite limits or boundaries
between these levels, but they help commanders design 
and synchronize operations, allocate resources, and
assign tasks to the appropriate command. 


Campaigns and Operations An operation is a sequence of tactical actions with a 
common purpose or unifying theme.  An operation may
entail the process of carrying on combat, including
movement, supply, attack, defense, and maneuvers
needed to achieve the objective of any battle or
campaign.  A campaign is a series of related major 
operations aimed at achieving strategic and operational
objectives within a given time and space. 


Task, Function, and Mission A task is a clearly defined action or activity assigned to 
an individual or organization.  It is a specific assignment 
that must be done as it is imposed by an appropriate
authority.  A function is the broad, general, and enduring 
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role for which an organization is designed, equipped, and
trained.  Mission entails the task, together with the 
purpose, that clearly indicates the action to be taken and
the reason therefore. 


Strategic Security  
Environment and National 
Security Challenges 


The strategic security environment is characterized by 
uncertainty, complexity, rapid change, and persistent
conflict.  This environment is fluid, with continually
changing alliances, partnerships, and new national and
transnational threats constantly appearing and
disappearing.  The strategic security environment
presents broad national security challenges likely to 
require the employment of joint forces in the future.  The
US military will undertake the following activities to deal
with these challenges: secure the homeland, win the
Nation’s wars, deter our adversaries, security
cooperation, support to civil authorities, and adapt to 
changing environment.   


Instruments of National Power 
and the Range of Military 
Operations 


The ability of the US to advance its national interests is
dependent on the effectiveness of the United States
Government (USG) in employing the instruments of 
national power to achieve national strategic objectives.
The military instrument of national power can be used in
a wide variety of ways that vary in purpose, scale, risk,
and combat intensity.  These various ways can be
understood to occur across a continuum of conflict 
ranging from peace to war.  Mindful that the operational
level of warfare connects the tactical to the strategic, and
operations and campaigns are themselves scalable, the
US uses the construct of the range of military operations 
to provide insight into the various broad usages of
military power from a strategic perspective. 


Joint Operations Although individual Services may plan and conduct
operations to accomplish tasks and missions in support of
Department of Defense (DOD) objectives, the primary 
way DOD employs two or more Services (from two
Military Departments) in a single operation, particularly
in combat, is through joint operations.  Joint operations is
the general term to describe military actions conducted
by joint forces and those Service forces in specified 
command relationships with each other. 


Joint Functions There are significant challenges to effectively integrating
and synchronizing Service and combat support agency
(CSA) capabilities in joint operations.  Functionally 
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related capabilities and activities can be grouped.  These
groupings, which we call joint functions, facilitate 
planning and employment of the joint force.  In addition
to command and control (C2), the joint functions include
intelligence, fires, movement and maneuver, protection,
and sustainment.   


Joint Operation Planning 


 


 


 


Joint operation planning is  
the way the military links and 
transforms national strategic 
objectives into tactical actions. 


Joint operation planning provides a common basis for
discussion, understanding, and change for the joint force,
its subordinate and higher headquarters, the joint
planning and execution community, and the national
leadership.  In accordance with the Guidance for 
Employment of the Force (GEF), adaptive planning 
supports the transition of DOD planning from a
contingency-centric approach to a strategy-centric 
approach.  The Adaptive Planning and Execution 
(APEX) system facilitates iterative dialogue and 
collaborative planning between the multiple echelons of 
command.  The combatant commanders’ (CCDRs’)
participation in the Joint Strategic Planning System and
APEX system helps to ensure that warfighting and
peacetime operational concerns are emphasized in all
planning documents. 


Law of War It is DOD policy that the Armed Forces of the United
States will adhere to the law of war, often called the law
of armed conflict, during all military operations.  The law
of war is the body of law that regulates both the legal and 
customary justifications for utilizing force and the
conduct of armed hostilities; it is binding on the US and
its individual citizens. 


Doctrine Governing Unified Direction of Armed Forces 


National Strategic Direction National strategic direction is governed by the 
Constitution, US law, USG policy regarding
internationally recognized law, and the national interest
as represented by national security policy.  This direction
leads to unified action.  National policy and planning
documents generally provide national strategic direction.


Strategic Guidance and 
Responsibilities 


The national security strategy (NSS) provides a broad 
strategic context for employing military capabilities in
concert with other instruments of national power. 
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 The national defense strategy (NDS), signed by 
Secretary of Defense (SecDef), outlines DOD’s approach
to implementing the President’s NSS. 


The National Military Strategy, signed by the Chairman 
of the Joint Chiefs of Staff (CJCS), supports the aims of
the NSS and implements the NDS.  It describes the 
Armed Forces’ plan to achieve military objectives in the
near term and provides a vision for maintaining a force
capable of meeting future challenges. 


The GEF provides Presidential and SecDef politico-
military guidance.  The GEF is guided by the Unified 
Command Plan (UCP) and NDS and forms the basis for
strategic policy guidance, campaign plans, and the Joint
Strategic Capabilities Plan.   


The National Response Framework, developed by the 
Department of Homeland Security, establishes a 
comprehensive, national-level, all-hazards, all-discipline 
approach to domestic incident management. 


Unified Action Unified action synchronizes, coordinates, and/or 
integrates joint, single-Service, and multinational 
operations with the operations of other USG departments
and agencies, nongovernmental organizations (NGOs), 
intergovernmental organizations (IGOs) (e.g., the United 
Nations), and the private sector to achieve unity of 
effort.  Unity of command within the military instrument 
of national power supports the national strategic 
direction through close coordination with the other 
instruments of national power.  The CJCS and all CCDRs 
are in pivotal positions to facilitate the planning and
conduct of unified actions in accordance with the
guidance and direction received from the President and
SecDef in coordination with other authorities (i.e.,
multinational leadership). 


Roles and Functions Roles are the broad and enduring purposes for which the 
Services and the combatant commands (CCMDs) were
established in law.  Functions are the appropriate 
assigned duties, responsibilities, missions, or tasks of an
individual, office, or organization. 


Chain of Command The President and SecDef exercise authority, direction,
and control of the Armed Forces through two distinct
branches of the chain of C2.  One branch runs from the
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President, through SecDef, to the CCDRs for missions
and forces assigned to their commands.    For purposes 
other than the operational direction of the CCMDs, the
chain of command runs from the President to SecDef to
the Secretaries of the Military Departments and, as
prescribed by the Secretaries, to the commanders of
Military Service forces.  The Military Departments,
organized separately, operate under the authority,
direction, and control of the Secretary of that Military
Department.  The Secretaries of the Military Departments
exercise administrative control (ADCON) over Service 
retained forces through their respective Service Chiefs.
CCDRs prescribe the chain of command within their
CCMDs and designate the appropriate command
authority to be exercised by subordinate commanders. 


Unified Command Plan The President, through the UCP, establishes CCMDs. 
Commanders of unified CCMDs may establish subordinate
unified commands when so authorized by SecDef. 


Combatant Commands CCDRs exercise combatant command (command
authority) (COCOM) of assigned forces.  The CCDR
may delegate operational control (OPCON), tactical
control (TACON), or establish support command
relationships of assigned forces.  Unless otherwise
directed by the President or SecDef, COCOM may not be 
delegated.  


Military Departments,  
Services, Forces, Combat 
Support Agencies, and  
National Guard Bureau 


The Secretaries of the Military Departments are
responsible for the administration and support of Service
forces.  They fulfill their responsibilities by exercising 
ADCON through the Service Chiefs.  Service Chiefs
have ADCON for all forces of their Service.
Commanders of Service forces are responsible to
Secretaries of the Military Departments through their
respective Service Chiefs for the administration, training, 
and readiness of their unit(s).  The National Guard
Bureau is responsible for ensuring that units and
members of the Army National Guard and the Air
National Guard are trained by the states to provide
trained and equipped units to fulfill assigned missions in
federal and non-federal statuses.  In addition to the 
Services above, a number of DOD agencies provide
combat support or combat service support to joint forces
and are designated as CSAs.  The CSA directors are 
accountable to SecDef. 
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Relationship Between 
Combatant Commanders, 
Military Department 
Secretaries, Service Chiefs,  
and Forces 


The Services and United States Special Operations
Command (USSOCOM) (in areas unique to special
operations [SO]) share the division of responsibility for 
developing military capabilities for the CCMDs.  Unified
action demands maximum interoperability.  The forces,
units, and systems of all Services must operate together
effectively, in part through interoperability.  CCDRs will 
ensure maximum interoperability and identify
interoperability issues to the CJCS, who has overall
responsibility for the joint interoperability program. 


Interagency Coordination Interagency coordination is the cooperation and
communication that occurs between departments and 
agencies of the USG, including DOD, to accomplish an
objective.  CCDRs and subordinate joint force
commanders (JFCs) must consider the potential
requirements for interagency, IGO, and NGO
coordination as a part of their activities within and 
outside of their operational areas.  Unity of effort can 
only be achieved through close, continuous interagency
and interdepartmental coordination and cooperation,
which are necessary to overcome discord, inadequate
structure and procedures, incompatible communications, 
cultural differences, and bureaucratic and personnel
limitations. 


Multinational Operations 


Operations conducted by  
forces of two or more nations 
are termed “multinational 
operations.” 


Much of the information and guidance provided for 
unified action and joint operations are applicable to
multinational operations.  However, differences in laws,
doctrine, organization, weapons, equipment, terminology,
culture, politics, religion, and language within alliances
and coalitions must be considered.  Attaining unity of 
effort through unity of command for a multinational
operation may not be politically feasible, but it should be
a goal.  A coordinated policy, particularly on such
matters as multinational force commanders’ authority
over national logistics (including infrastructure), rules of
engagement, fratricide prevention, and intelligence,
surveillance, and reconnaissance (ISR) is essential for
unity of effort. 


Functions of the Department of Defense and Its Major Components 


Organization in  
Department of Defense 


SecDef is the principal assistant to the President in all 
matters relating to DOD.  DOD is composed of the
Office of the Secretary of Defense, the Military
Departments, the Joint Chiefs of Staff (JCS), the Joint
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All functions in the  
Department of Defense and  
its component agencies are 
performed under the authority, 
direction, and control of the 
Secretary of Defense (SecDef). 


Staff, the CCMDs, the Inspector General,
agencies/bureaus, field activities, and such other offices, 
agencies, activities, and commands established or
designated by law, by the President, or by SecDef.  As
prescribed by higher authority, DOD will maintain and
employ Armed Forces to: support and defend the
Constitution of the US against all enemies, foreign and 
domestic; ensure, by timely and effective military action,
 the security of the US, its territories, and areas vital to its
interest; and uphold and advance the national policies and
interests of the US. 


Joint Chiefs of Staff (JCS) 


The Joint Staff supports the 
JCS and constitutes the 
immediate SecDef military staff.


The JCS consists of the CJCS; the Vice Chairman of the
Joint Chiefs of Staff; the Chief of Staff, US Army; the
Chief of Naval Operations; the Chief of Staff, US Air
Force; the Commandant of the Marine Corps; and the 
Chief, National Guard Bureau.  The CJCS is the principal
military advisor to the President, National Security
Council, Homeland Security Council, and SecDef. 


Common Functions of the 
Services and the United States 
Special Operations Command 


Subject to the authority, direction, and control of SecDef
and subject to the provisions of Title 10, USC, the Army,
Marine Corps, Navy, and Air Force, under their
respective Secretaries, are responsible for the functions
prescribed in detail in Department of Defense Directive 
5100.01, Functions of the DOD and Its Major 
Components.  USSOCOM is unique among the CCMDs 
in that it performs certain Service-like functions (in areas 
unique to SO) (Title 10, USC, Sections 161 and 167). 


Combatant Commanders Geographic combatant commanders (GCCs) are 
assigned a geographic area of responsibility (AOR) by
the President with the advice of SecDef as specified in
the UCP.  GCCs are responsible for the missions in their
AOR, unless otherwise directed.  Functional combatant 
commanders (FCCs) have transregional responsibilities 
and are normally supporting CCDRs to the GCC’s
activities in their AOR.  FCCs may conduct operations as
directed by the President or SecDef, in coordination with
the GCC in whose AOR the operation will be conducted. 
SecDef or Deputy Secretary of Defense may assign a
CCDR global synchronizer responsibilities. The global 
synchronizer’s role is to align and harmonize plans and
recommend sequencing of actions to achieve the strategic 
end states and objectives of a global campaign plan. 
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Geographic Combatant 
Command Responsibilities 


 


Based on the President’s UCP, the Commanders, US 
Central Command, US European Command, US
Pacific Command, US Southern Command, US Africa
Command, and US Northern Command, are each 
assigned a geographic AOR within which their
missions are accomplished with assigned and/or
attached forces.  Forces under the direction of the 
President or SecDef may conduct operations from or
within any geographic area as required for accomplishing 
assigned tasks, as mutually agreed by the CCDRs
concerned or as specifically directed by the President or
SecDef.   


Functional Combatant 
Command Responsibilities 


Commander, US Special Operations Command
(CDRUSSOCOM) is an FCC who exercises COCOM of 
all assigned Active Component and mobilized Reserve
Component SOF minus US Army Reserve civil affairs
and military information support forces.  When directed,
CDRUSSOCOM provides US-based SOF to a GCC who 
exercises COCOM of assigned and OPCON of attached 
SOF through a commander of a theater SO command or a
joint SO task force in a specific operational area or to
prosecute SO in support of a theater campaign or other
operations.   


The Commander, US Strategic Command, is an FCC 
who is responsible to: 


 Maintain primary responsibility among CCDRs to
support the national objective of strategic deterrence;


 Provide integrated global strike planning; 
 Synchronize planning for global missile defense; 
 Plan, integrate, and coordinate ISR in support of 


strategic and global operations; 
 Provide planning, training, and contingent electronic


warfare support; 
 Synchronize planning for DOD combating weapons


of mass destruction;  
 Plan and conduct space operations;  
 Synchronize planning for cyberspace operations, and
 Provide in-depth analysis and precision targeting for 


selected networks and nodes. 


The Commander, US Transportation Command, is an 
FCC who is responsible to: 
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 Provide common-user and commercial air, land, and 
maritime transportation, terminal management, and 
aerial refueling to support global deployment,
employment, sustainment, and redeployment of US
forces; 


 Serve as the mobility joint force provider; 
 Provide DOD global patient movement, in


coordination with GCCs, through the Defense
Transportation Network; and, 


 Serve as the Distribution Process Owner.  


Department of Defense 
Agencies 


DOD agencies are organizational entities of DOD
established by SecDef under Title 10, USC, to perform a
supply or service activity common to more than one 
Military Department. 


Joint Command Organizations 


Establishing Unified and 
Subordinate Joint Commands 


Authority to Establish. In accordance with the National 
Security Act of 1947 and Title 10, USC, and as described
in the UCP, CCMDs are established by the President, 
through SecDef, with the advice and assistance of the
CJCS.  Commanders of unified combatant commands 
may establish subordinate unified commands when so
authorized by SecDef through the CJCS.  Joint task
forces (JTFs) can be established by SecDef, a CCDR, 
subordinate unified commander, or an existing JTF
commander. 


Unified Combatant  
Command 


A unified combatant command is a command with 
broad continuing missions under a single commander
and composed of significant assigned components of two
or more Military Departments that is established and so 
designated by the President through SecDef and with the 
advice and assistance of the CJCS. 


Specified Combatant  
Command 


A specified CCMD is a command that has broad continuing
missions and is established by the President, through 
SecDef, with the advice and assistance of the CJCS. 


Subordinate Unified  
Command 


When authorized by SecDef through the CJCS,
commanders of unified CCMDs may establish 
subordinate unified commands (also called subunified 
commands) to conduct operations on a continuing basis
in accordance with the criteria set forth for unified
CCMDs. 
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Joint Task Force A JTF is a joint force that is constituted and so
designated by SecDef, a CCDR, a subordinate unified
commander, or an existing JTF commander.  A JTF may 
be established on a geographical area or functional basis
when the mission has a specific limited objective and 
does not require overall centralized control of logistics.


Commander Responsibilities Although specific responsibilities will vary, a JFC
possesses the following general responsibilities: 


 Provide a clear commander’s intent and timely 
communication of specified tasks, together with any 
required coordinating and reporting requirements.  


 Transfer forces and other capabilities to designated
subordinate commanders for accomplishing assigned 
tasks. 


 Provide all available information to subordinate
JFCs and component commanders that affect their 
assigned missions and objectives. 


 Delegate authority to subordinate JFCs and 
component commanders commensurate with their
responsibilities. 


Staff of a Joint Force A JFC is authorized to organize the staff and assign 
responsibilities to individual Service members assigned
to the staff as deemed necessary to accomplish assigned
missions.  The composition of a joint staff should be
commensurate with the composition of forces and the
character of the contemplated operations to ensure that 
the staff understands the capabilities, needs, and
limitations of each element of the force. 


Service Component  
Commands 


A Service component command, assigned to a CCDR,
consists of the Service component commander and the
Service forces (such as individuals, units, detachments, 
and organizations, including the support forces) that have
been assigned to that CCDR.  Forces assigned to CCDRs
are identified in the Global Force Management
Implementation Guidance (GFMIG) signed by SecDef.


Functional Component 
Commands 


JFCs have the authority to establish functional 
component commands to control military operations.
JFCs may decide to establish a functional component
command to integrate planning; reduce their span of
control; and/or significantly improve combat efficiency, 
information flow, unity of effort, weapon systems
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management, component interaction, or control over the
scheme of maneuver. 


Discipline The JFC is responsible for the discipline of military
personnel assigned to the joint organization.  Each 
Service component in a CCMD is responsible for the 
discipline of that Service’s component forces, subject to
Service regulations and directives established by the
CCDR.  The Uniform Code of Military Justice is federal
law, as enacted by Congress; it provides the basic law for 
discipline of the Armed Forces of the United States.
Matters that involve more than one Service and that are
within the jurisdiction of the JFC may be handled either
by the JFC or by the appropriate Service component 
commander.  Matters that involve only one Service
should be handled by the Service component commander,
subject to Service regulations. 


Joint Command and Control 


Command is central to all 
military action, and unity of 
command is central to  
unity of effort. 


Inherent in command is the authority that a military
commander lawfully exercises over subordinates 
including authority to assign missions and accountability
for their successful completion.  Although commanders 
may delegate authority to accomplish missions, they 
may not absolve themselves of the responsibility for
the attainment of these missions.  Authority is never 
absolute; the extent of authority is specified by the
establishing authority, directives, and law. 


Combatant Command 
(Command Authority) 


COCOM provides full authority for a CCDR to perform 
those functions of command over assigned forces
involving organizing and employing commands and
forces, assigning tasks, designating objectives, and giving
authoritative direction over all aspects of military 
operations, joint training (or in the case of USSOCOM,
training of assigned forces), and logistics necessary to
accomplish the missions assigned to the command. 


Operational Control OPCON is the command authority that may be exercised
by commanders at any echelon at or below the level of 
CCMD and may be delegated within the command.
OPCON is able to be delegated from and lesser authority
than COCOM.  It is the authority to perform those 
functions of command over subordinate forces involving
organizing and employing commands and forces, assigning
tasks, designating objectives, and giving authoritative
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direction over all aspects of military operations and joint 
training necessary to accomplish the mission. 


Tactical Control TACON is an authority over assigned or attached forces
or commands, or military capability or forces made
available for tasking, that is limited to the detailed
direction and control of movements and maneuvers
within the operational area necessary to accomplish 
assigned missions or tasks assigned by the commander
exercising OPCON or TACON of the attached force.
TACON is able to be delegated from and lesser authority
than OPCON and may be delegated to and exercised by
commanders at any echelon at or below the level of 
CCMD.   


Support 


 


There are four categories of 
support that a combatant 
commander may exercise  
over assigned or attached  
forces to ensure the  
appropriate level of support  
is provided to accomplish 
mission objectives.  They are:  
general support, mutual 
support, direct support, and 
close support. 


Support is a command authority.  A support relationship 
is established by a common superior commander between 
subordinate commanders when one organization should
aid, protect, complement, or sustain another force.
Support may be exercised by commanders at any echelon
at or below the CCMD level.  The designation of 
supporting relationships is important as it conveys
priorities to commanders and staffs that are planning or
executing joint operations.  The support command 
relationship is, by design, a somewhat vague but very
flexible arrangement.  The establishing authority (the
common JFC) is responsible for ensuring that both the 
supported commander and supporting commanders
understand the degree of authority that the supported 
commander is granted. 


Support Relationships  
Between Combatant 
Commanders 


SecDef establishes support relationships between the
CCDRs for the planning and execution of joint
operations.  This ensures that the supported CCDR 
receives the necessary support. 


Support Relationships  
Between Component 
Commanders 


The JFC may establish support relationships between
component commanders to facilitate operations.
Component commanders should establish liaison with
other component commanders to facilitate the support
relationship and to coordinate the planning and execution 
of pertinent operations. 


Command Relationships  
and Assignment and  
Transfer of Forces 


All forces under the jurisdiction of the Secretaries of the
Military Departments (except those forces necessary to
carry out the functions of the Military Departments as 
noted in Title 10, USC, Section 162) are assigned to
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CCMDs or Commander, United States Element, North
American Aerospace Defense Command, or designated as 
Service retained by SecDef in the GFMIG.  A force
assigned or attached to a CCMD, or Service retained by a 
Service Secretary, may be transferred from that command
to another CCDR only when directed by SecDef and
under procedures prescribed by SecDef and approved by
the President. 


Other Authorities ADCON is the direction or exercise of authority over 
subordinate or other organizations with respect to
administration and support, including organization of
Service forces, control of resources and equipment,
personnel management, logistics, individual and unit
training, readiness, mobilization, demobilization, 
discipline, and other matters not included in the
operational missions of the subordinate or other
organizations.  Coordinating authority is the authority 
delegated to a commander or individual for coordinating
specific functions and activities involving forces of two 
or more Military Departments, two or more joint force
components, or two or more forces of the same Service
(e.g., joint security coordinator exercises coordinating
authority for joint security area operations among the
component commanders).  Direct liaison authorized is 
that authority granted by a commander (any level) to a
subordinate to directly consult or coordinate an action
with a command or agency within or outside of the
granting command. 


Command of National Guard 
and Reserve Forces 


When mobilized under Title 10, USC, authority,
command of National Guard and Reserve forces (except
those forces specifically exempted) is assigned by
SecDef to the CCMDs.  Those forces are available for 
operational missions when mobilized for specific periods 
in accordance with the law or when ordered to active
duty and after being validated for employment by their
parent Service.  Normally, National Guard forces are 
under the commands of their respective governors in
Title 32, USC, or state active duty status. 


Command and Control of  
Joint Forces 


Command is the most important role undertaken by a 
JFC.  C2 is the means by which a JFC synchronizes
and/or integrates joint force activities.  C2 ties together 
all the operational functions and tasks and applies to all 
levels of war and echelons of command. 
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Command and Control 
Fundamentals 


C2 enhances the commander’s ability to make sound and
timely decisions and successfully execute them.  Unity of
effort over complex operations is made possible through 
decentralized execution of centralized, overarching plans
or via mission command.  Unity of command is
strengthened through adherence to the following C2
tenets: clearly defined authorities, roles, and
relationships; mission command; information
management and knowledge sharing; communication; 
timely decision making; coordination mechanisms; battle
rhythm discipline; responsive, dependable, and
interoperable support systems; situational awareness; and 
mutual trust. 


Organization for Joint 
Command and Control 


Component and supporting commands’ organizations and
capabilities must be integrated into a joint organization
that enables effective and efficient joint C2.  The JFC
should be guided in this effort by the following
principles: simplicity, span of control, unit integrity, and 
interoperability. 


Joint Command and Staff 
Process 


The nature, scope, and tempo of military operations
continually changes, requiring the commander to make
new decisions and take new actions in response to these
changes.  This may be viewed as part of a cycle, which is 
repeated when the situation changes significantly.
Although the scope and details will vary with the level
and function of the command, the purpose is constant:
analyze the situation and need for action; determine the 
course of action (COA) best suited for mission
accomplishment; and carry out that COA, with
adjustments as necessary, while continuing to assess the
unfolding situation. 


Command and Control  
Support 


A C2 support system, which includes interoperable
supporting communications systems, is the JFC’s
principal tool used to collect, transport, process, share,
and protect data and information.  To facilitate the
execution and processes of C2, military communications
systems must furnish rapid, reliable, and secure 
information throughout the chain of command. 


National Military Command 
System 


The National Military Command System provides the 
means by which the President and SecDef can receive
warning and intelligence so that accurate and timely
decisions can be made, the resources of the Military
Services can be applied, military missions can be
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assigned, and direction can be communicated to CCDRs 
or the commanders of other commands. 


Nuclear Command and Control 
System 


The Nuclear Command and Control System supports 
the Presidential nuclear C2 of the CCMDs in the areas of 
integrated tactical warning and attack assessment,
decision making, decision dissemination, and force 
management and report back.   


Defense Continuity Program The Defense Continuity Program is an integrated 
program composed of DOD policies, plans, procedures,
assets, and resources that ensures continuity of DOD
component mission-essential functions under all 
circumstances, including crisis, attack, recovery, and
reconstitution. 


Joint Force Development 


Principles of Joint Force 
Development 


Joint force development entails the purposeful
preparation of individual members of the Armed Forces 
(and the units that they comprise) to present a force
capable of executing assigned missions.  It includes joint
doctrine, joint education, joint training, joint lessons
learned, and joint concept development and assessment.


Authorities Joint force development involves synergistic execution of
the legislated authorities of the CJCS, the Service Chiefs,
and others (such as CDRUSSOCOM).  US law (Title 10,
USC, Section 153) gives the CJCS authority regarding
joint force development, specifically providing authority 
to develop doctrine for the joint employment of the
Armed Forces, and to formulate policies for the joint 
training of the Armed Forces to include polices for the 
military education and training of members of the Armed 
Forces. 


Joint Force Development Joint force development is a knowledge-based 
enterprise.   A discussion of each of the force
development subordinate processes follows.   


Joint Doctrine Joint doctrine consists of the fundamental principles that 
guide the employment of US military forces in
coordinated action toward a common objective.  It
provides the authoritative guidance from which joint
operations are planned and executed.  
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Joint Education Education is a key aspect of the joint force development 
process.  Joint education is the aspect of professional 
military education that focuses on imparting joint
knowledge and attitudes.  Joint education can be broadly
parsed into three categories: joint professional military 
education; enlisted joint professional military education;
and other joint education. 


Joint Training Joint training prepares joint forces or joint staffs to 
respond to strategic, operational, or tactical requirements
considered necessary by the CCDRs to execute their 
assigned or anticipated missions.  Joint training
encompasses both joint training of individuals as well as
collective training of joint staffs, units, and the Service
components of joint forces. 


Lessons Learned The joint lessons learned component of joint force 
development entails collecting observations, analyzing
them, and taking the necessary steps to turn them into
“learned lessons”—changes in behavior that improve the 
mission ready capabilities of the joint force.  Properly 
assessed, these positive and negative observations help
senior leaders identify and fix problems, reinforce
success, and inside the joint force development
perspective, adjust the azimuth and interaction of the
various lines of effort. 


Joint Concepts and Assessment Joint concepts examine military problems and propose 
solutions describing how the joint force, using military
art and science, may operate to achieve strategic goals
within the context of the anticipated future security
environment.  Joint concepts lead to military capabilities, 
both non-materiel and materiel, that significantly 
improve the ability of the joint force to overcome future
challenges. A joint assessment is an analytical activity 
based on unbiased trials conducted under controlled
conditions within a representative environment, to
validate a concept, hypothesis, discover something new,
or establish knowledge. Results of an assessment are
reproducible and provide defensible analytic evidence for
joint force development decisions 


CONCLUSION 


  This publication is the capstone joint doctrine publication
and provides doctrine for unified action by the Armed
Forces of the United States.  It specifies the authorized
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command relationships and authority that military
commanders can use, provides guidance for the exercise 
of that military authority, provides fundamental
principles and guidance for C2, prescribes guidance for
organizing and developing joint forces, and describes
policy for selected joint activities.  It also provides the
doctrinal basis for interagency coordination and for US
military involvement in multiagency and multinational
operations. 
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CHAPTER I 
THEORY AND FOUNDATIONS 


SECTION A.  THEORY 


1.  Fundamentals 


a.  This publication provides overarching guidance and fundamental principles for the 
employment of the Armed Forces of the United States.  It is the capstone publication of the 
US joint doctrine hierarchy and it provides an overview for the development of other joint 
service doctrine publications.  It is a bridge between policy and doctrine and describes 
authorized command relationships and authority that military commanders use and other 
operational matters derived from Title 10, United States Code (USC).   


b.  The purpose of joint doctrine is to enhance the operational effectiveness of joint 
forces by providing fundamental principles that guide the employment of US military forces 
toward a common objective.  With the exception of Joint Publication (JP) 1, joint doctrine 
will not establish policy.  However, the use of joint doctrine standardizes terminology, 
training, relationships, responsibilities, and processes among all US forces to free joint force 
commanders (JFCs) and their staffs to focus their efforts on solving strategic, operational, 
and tactical problems.  Using historical analysis of the employment of the military 
instrument of national power in operations and contemporary lessons, these fundamental 
principles represent what is taught, believed, and advocated as what works best to achieve 
national objectives.   


c.  As a nation, the US wages war employing all instruments of national power—
diplomatic, informational, military, and economic.  The President employs the Armed Forces 
of the United States to achieve national strategic objectives.  The Armed Forces of the 
United States conduct military operations as a joint force.  “Joint” connotes activities  in 
which elements of two or more Military Departments participate.  Joint matters relate to the 
integrated employment of US military forces in joint operations, including matters relating 
to: 


(1)  National military strategy (NMS). 


(2)  Deliberate and crisis action planning. 


(3)  Command and control (C2) of joint operations. 


(4)  Unified action with Department of Defense (DOD) and interagency partners.  
The capacity of the Armed Forces of the United States to operate as a cohesive joint team is 
a key advantage in any operational environment.  Unity of effort facilitates decisive unified 


“Doctrine provides a military organization with a common philosophy, a common 
language, a common purpose, and a unity of effort.” 


General George H. Decker, US Army Chief of Staff, 1960-1962 
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action focused on national objectives and leads to common solutions to national security 
challenges. 


d.  Jointness and the Joint Force.  The Armed Forces of the United States have 
embraced “jointness” as their fundamental organizing construct at all echelons.  Jointness 
implies cross-Service combination wherein the capability of the joint force is understood to 
be synergistic, with the sum greater than its parts (the capability of individual components).  
Some shared military activities are less joint than are “common;” in this usage “common” 
simply means mutual, shared, or overlapping capabilities or activities between two or more 
Services. 


(1)  Fundamentally, joint forces require high levels of interoperability and systems 
that are conceptualized and designed with joint architectures and acquisition strategies.  This 
level of interoperability reduces technical, doctrinal, and cultural barriers that limit the ability 
of JFCs to achieve objectives.  The goal is to employ joint forces effectively across the range 
of military operations (ROMO). 


(2)  All Service components contribute their distinct capabilities to the joint force; 
however, their interdependence is critical to overall joint effectiveness.  Joint 
interdependence is the purposeful reliance by one Service on another Service’s capabilities to 
maximize complementary and reinforcing effects of both (i.e., synergy), the degree of 
interdependence varying with specific circumstances. 


(3)  The synergy that results from the operations of joint forces maximizes the 
capability of the force.  The JFC has the operational authority and responsibility to tailor 
forces for the mission at hand, selecting those that most effectively and efficiently ensure 
success. 


(4)  The joint force is a values based organization.  The character, professionalism 
and values of our military leaders have proven to be vital for operational success.  See 
Appendix B, “Character, Professionalism, and Values,” for an expanded discussion of 
values. 


For a more detailed explanation of the ROMO, see paragraph 9, “Instruments of National 
Power and the Range of Military Operations.” 


2.  War 


a.  War can result from failure of states to resolve their disputes by diplomatic means.  
Some philosophers see it as an extension of human nature.  Thomas Hobbes stated that 
man’s nature leads him to fight for personal gain, safety, or reputation.  Thucydides said 
nearly the same thing in a different order, citing fear, honor, and interest as the common 
causes for interstate conflict. 


b.  Individuals, groups, organizations, cultures, and nations all have interests.  
Inevitably, some of those interests conflict with the interests of other individuals, groups, 
organizations, cultures, and nations.  Nearly all international and interpersonal relationships 
are based on power and self-interests manifested through politics.  Nations exercise their 
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power through diplomatic, informational, military, and economic means.  All forms of 
statecraft are important, but as the conflicts approach the requirement for the use of force to 
achieve that nation’s interests, military means become predominant and war can result.  The 
emergence of non-state actors has not changed this concept.  Non-state actors may not use 
statecraft as established; however, they do coerce and threaten the diplomatic power of other 
nations and have used force, terrorism, or support to insurgency to compel a government to 
act or refrain from acting in a particular situation or manner or to change the government’s 
policies or organization. 


c.  War is socially sanctioned violence to achieve a political purpose.  War historically 
involves nine principles, collectively and classically known as the principles of war (see 
Figure I-1).  The basic nature of war is immutable, although warfare evolves constantly. 


The application of these classic principles in the conduct of joint operations is amplified and 
expanded in JP 3-0, Joint Operations. 


d.  As an integral aspect of human culture, war has been defined and discussed in myriad 
contexts.  As an element of statecraft, it has groundings in US and international law and 
treaty.  Classic scholars such as Carl von Clausewitz and Sun Tzu provide valuable 
perspectives necessary to inform a more complete understanding of the nature of war. 


e.  Clausewitz believed that war is a subset of the larger theory of conflict.  He defined 
war as a “duel on a larger scale,” “an act of force to compel our enemy,” and a “continuation 
of politics by other means.”  Distilled to its essence, war is a violent struggle between two 
(or more) hostile and independent wills, each trying to impose itself on the other.  As 
Clausewitz states, “war is a violent clash of wills.” 


(1)  Clausewitz believed that war is characterized by the shifting interplay of a 
trinity of forces—emotion (irrational), chance (nonrational), and reason (rational)—
connected by principal actors that comprise a social trinity of the people, the military forces, 
and the government. 


(2)  Clausewitz noted that the conduct of war combines friction, chance, and 
uncertainty.  These variables often combine to cause “the fog of war.”  These observations 
remain true today and place a burden on the commander to remain responsive, versatile, and 
adaptive in real time to create and seize opportunities and reduce vulnerabilities. 


 
Figure I-1.  Principles of War
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f.  According to Sun Tzu, war is “a matter vital to the state; the province of life or death; 
the road to survival or ruin.”  To assess its essentials, he suggests that one analyze it in terms 
of five fundamental factors: moral influence, weather, terrain, command, and doctrine.  He 
further posits that “what is of supreme importance in war is to attack the enemy’s strategy.” 


g.  Strategy in War.  The two fundamental strategies in the use of military force are 
strategy of annihilation and strategy of erosion. 


(1)  The first is to make the enemy helpless to resist us, by physically destroying his 
military capabilities.  This has historically been characterized as annihilation or attrition. It 
requires the enemy’s incapacitation as a viable military force.  We may use force when we 
seek a political objective, such as the overthrow of the enemy leaders.  We may also use this 
strategy in pursuit of more limited political objectives, if we believe the enemy will continue 
to resist as long as means to do so remain. 


(2)  The second approach is to convince the enemy that accepting our terms will be 
less painful than continuing to aggress or resist.  This can be characterized as erosion, using 
military force to erode the enemy leadership’s or the enemy society’s political will.  In such 
an approach, we use military force to raise the costs of resistance higher than the enemy is 
willing to pay.  We use force in this manner in pursuit of limited political goals that we 
believe the enemy leadership will ultimately be willing to accept. 


(3)  Particularly at the higher levels, waging war should involve the use of all 
instruments of national power that one group can bring to bear against another (diplomatic, 
informational, military, and economic).  While the military focuses on the use of military 
force, we must not consider it in isolation from the other instruments of national power.  
Paragraph 9, “Instruments of National Power and the Range of Military Operations,” 
discusses the instruments of national power. 


3.  Warfare 


Warfare is the mechanism, method, or modality of armed conflict against an enemy.  It 
is “the how” of waging war.  Warfare continues to change and be transformed by society, 
diplomacy, politics, and technology. 


a.  Historian John Keegan offers that war is a universal phenomenon whose form and 
scope is defined by the society that wages it.  The changing form and scope of warfare gives 
value to delineating the distinction between war and warfare. 


b.  Understanding the changing nature of warfare frames the context in which wars are 
fought.  Context helps combatants make informed choices as to such essential matters as 
force structure, force preparation, the conduct of campaigns and operations, and rules of 
engagement (ROE). 


c.  The US military recognizes two basic forms of warfare—traditional and irregular.  
The delineating purpose of each is the strategic focal point of each form.  As war is a duality, 
warfare generally has both traditional and irregular dimensions and offensive and defensive  
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aspects.  The forms of warfare are applied not in terms of an “either/or” choice, but in 
various combinations to suit a combatant’s strategy and capabilities. 


4.  Forms of Warfare 


a.  Overview.  A useful dichotomy for thinking about warfare is the distinction between 
traditional and irregular warfare (IW).  Each serves a fundamentally different strategic 
purpose that drives different approaches to its conduct; this said, one should not lose sight of 
the fact that the conduct of actual warfare is seldom divided neatly into these subjective 
categories.  Warfare is a unified whole, incorporating all of its aspects together, traditional 
and irregular.  It is, in fact, the creative, dynamic, and synergistic combination of both that is 
usually most effective. 


 


 
b.  Traditional Warfare.  This form of warfare is characterized as a violent struggle for 


domination between nation-states or coalitions and alliances of nation-states.  This form is 
labeled as traditional because it has been the preeminent form of warfare in the West since 
the Peace of Westphalia (1648) that reserved for the nation-state alone a monopoly on the 
legitimate use of force.  The strategic purpose of traditional warfare is the imposition of a 
nation’s will on its adversary nation-state(s) and the avoidance of its will being imposed 
upon us. 


(1)  In the traditional warfare model, nation-states fight each other for reasons as 
varied as the full array of their national interests.  Military operations in traditional warfare 
normally focus on an adversary’s armed forces to ultimately influence the adversary’s 
government.  With the increasingly rare case of formally declared war, traditional warfare 
typically involves force-on-force military operations in which adversaries employ a variety 
of conventional forces and special operations forces (SOF) against each other in all physical 
domains as well as the information environment (which includes cyberspace). 


(2)  Typical mechanisms for victory in traditional warfare include the defeat of an 
adversary’s armed forces, the destruction of an adversary’s war-making capacity, and/or the 
seizure or retention of territory.  Traditional warfare is characterized by a series of offensive, 
defensive, and stability operations normally conducted against enemy centers of gravity.  
Traditional warfare focuses on maneuver and firepower to achieve operational and ultimately 
strategic objectives. 


Note: It is recognized that the symmetry between the naming conventions 
of traditional and irregular warfare is not ideal.  Several symmetrical pair 
sets—regular/irregular, traditional/nontraditional (or untraditional), and 
conventional/unconventional—were considered and discarded.  
Generating friction in the first two instances was the fact that most US 
operations since the 11 September 2001 terrorist attacks have been 
irregular; this caused the problem of calling irregular or nontraditional 
what we do routinely.  In the last instance, conventional/unconventional 
had previous connotation and wide usage that could not be practically 
overcome. 
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(3)  Traditional warfare generally assumes that the majority of  people indigenous to 
the operational area are not belligerents and will be subject to whatever political outcome is 
imposed, arbitrated, or negotiated.  A fundamental military objective is to minimize civilian 
interference in military operations. 


(4)  The traditional warfare model also encompasses non-state actors who adopt 
conventional military capabilities and methods in service of traditional warfare victory 
mechanisms. 


(5)  The near-term results of traditional warfare are often evident, with the conflict 
ending in victory for one side and defeat for the other or in stalemate. 


c.  Irregular Warfare.  This form of warfare is characterized as a violent struggle 
among state and non-state actors for legitimacy and influence over the relevant population(s).  
This form is labeled as irregular in order to highlight its non-Westphalian context.  The 
strategic point of IW is to gain or maintain control or influence over, and the support of, a 
relevant population. 


(1)  IW emerged as a major and pervasive form of warfare although it is not a 
historical form of warfare.  In IW, a less powerful adversary seeks to disrupt or negate the 
military capabilities and advantages of a more powerful military force, which usually serves 
that nation’s established government.  The less powerful adversaries, who can be state or 
non-state actors, often favor indirect and asymmetric approaches, though they may employ 
the full range of military and other capabilities in order to erode their opponent’s power, 
influence, and will.  Diplomatic, informational, and economic methods may also be 
employed.  The weaker opponent could avoid engaging the superior military forces entirely 
by attacking nonmilitary targets in order to influence or control the local populace.  Irregular 
forces, to include partisan and resistance fighters in opposition to occupying conventional 
military forces, are included in the IW formulation.  Resistance and partisan forces, a form of 
insurgency, conduct IW against conventional occupying powers.  They use the same tactics 
as described above for the weaker opponent against a superior military force to increase their 
legitimacy and influence over the relevant populations. 


(2)  Military operations alone rarely resolve IW conflicts.  For the US, which will 
always wage IW from the perspective of a nation-state, whole-of-nation approaches where 
the military instrument of power sets conditions for victory are essential.  Adversaries 
waging IW have critical vulnerabilities to be exploited within their interconnected political, 
military, economic, social, information, and infrastructure systems. 


(3)  An enemy using irregular methods will typically endeavor to wage protracted 
conflicts in an attempt to exhaust the will of their opponent and its population.  Irregular 
threats typically manifest as one or a combination of several forms including insurgency, 
terrorism, disinformation, propaganda, and organized criminal activity based on the 
objectives specified (such as drug trafficking and kidnapping).  Some will possess a range of 
sophisticated weapons, C2 systems, and support networks that are typically characteristic of 
a traditional military force.  Both sophisticated and less sophisticated irregular threats will 
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usually have the advantages derived from knowledge of the local area and ability to blend in 
with the local population. 


d.  To address these forms of warfare, joint doctrine is principally based on a 
combination of offensive, defensive, and stability operations.  The predominant method or 
combination depends on a variety of factors, such as capabilities and the nature of the enemy. 


5.  Levels of Warfare 


a.  General.  While the various forms and methods of warfare are ultimately expressed 
in concrete military action, the three levels of warfare—strategic, operational, and tactical—
link tactical actions to achievement of national objectives (see Figure I-2).  There are no 
finite limits or boundaries between these levels, but they help commanders design and 
synchronize operations, allocate resources, and assign tasks to the appropriate command.  
The strategic, operational, or tactical purpose of employment depends on the nature of the 
objective, mission, or task. 


b.  Strategic Level.  Strategy is a prudent idea or set of ideas for employing the 
instruments of national power in a synchronized and integrated fashion to achieve theater and 
multinational objectives.  At the strategic level, a nation often determines the national (or 
multinational in the case of an alliance or coalition) guidance that addresses strategic 
objectives in support of strategic end states and develops and uses national resources to 
achieve them.  The President, aided by the National Security Council (NSC) and Homeland 


Figure I-2.  Levels of Warfare 
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Security Council (HSC) as the National Security Staff, establishes policy and national 
strategic objectives.  The day-to-day work of the NSC and HSC is accomplished by the 
combined National Security Staff, the President’s principal staff for national security issues.  
The Secretary of Defense (SecDef) translates these into strategic military objectives that 
facilitate identification of the military end state and theater strategic planning by the 
combatant commanders (CCDRs).  CCDRs usually participate in strategic discussions with 
the President and SecDef through the Chairman of the Joint Chiefs of Staff (CJCS) and with 
partner nations.  The CCDR’s strategy is an element that relates to both US national strategy 
and operational-level activities within the theater. 


c.  Operational Level.  The operational level links strategy and tactics by establishing 
operational objectives needed to achieve the military end states and strategic objectives.  It 
sequences tactical actions to achieve objectives.  The focus at this level is on the planning 
and execution of operations using operational art:  the cognitive approach by commanders 
and staffs—supported by their skill, knowledge, experience, creativity, and judgment—to 
develop strategies, campaigns, and operations to organize and employ military forces by 
integrating ends, ways, and means.  JFCs and component commanders use operational art to 
determine when, where, and for what purpose major forces will be employed and to 
influence the adversary’s disposition before combat.  Operational art governs the deployment 
of those forces and the arrangement of battles and major operations to achieve operational 
and strategic objectives. 


d.  Tactical Level.  Tactics is the employment and ordered arrangement of forces in 
relation to each other.  The tactical level of war is where battles and engagements are 
planned and executed to achieve military objectives assigned to tactical units or joint task 
forces (JTFs).  Activities at this level focus on the ordered arrangement and maneuver of 
combat elements in relation to each other and enemy to achieve combat objectives.  An 
engagement can include a wide variety of activities between opposing forces normally in a 
short-duration action.  A battle consists of a set of related engagements involving larger 
forces than used in engagements and normally affect the course of an operation or a 
campaign.  Forces at the tactical level generally employ various tactics to achieve their 
military objectives. 


e.  While the traditional separate levels of war, as shown in Figure I-2, may help 
commanders visualize a logical arrangement of missions, allocate resources, and assign tasks 
to the appropriate command, campaigns and major operations then provide the framework 
within which the joint force accomplishes the mission; the actual execution is more 
complicated.  With today’s constant 24-hour media coverage and easy access to the Internet 
by our enemies for propaganda, a tactical-level plan and resulting action can have severe 
operational or strategic implications.  For example, an action by one Soldier, Marine, Sailor, 
or Airman on the battlefield at the tactical level could potentially cause significant disruption 
to operational and strategic-level planning.  Conversely, operations at all levels can be 
positively influenced by pervasive media coverage, which must be incorporated in plans at 
all levels.  In this sense, during execution all three levels overlap.  Commanders and their 
staffs at all levels must anticipate how their plans, operations, and actions may impact the 
other levels (those above and those below). 
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6.  Campaigns and Operations 


a.  Tactics, techniques, and procedures are the fundamental building blocks of concrete 
military activity.  Broadly, actions generate effects; they change in the environment or 
situation.  Tactical actions are the component pieces of operations. 


b.  An operation is a sequence of tactical actions with a common purpose or unifying 
theme.  An operation may entail the process of carrying on combat, including movement, 
supply, attack, defense, and maneuvers needed to achieve the objective of any battle or 
campaign.  However, an operation need not involve combat.  A major operation is a series of 
tactical actions, such as battles, engagements, and strikes, conducted by combat forces 
coordinated in time and place, to achieve strategic or operational objectives in an operational 
area. 


c.  A campaign is a series of related major operations aimed at achieving strategic and 
operational objectives within a given time and space.  Planning for a campaign is appropriate 
when contemplated military operations exceed the scope of a single major operation.  Thus, 
campaigns are often the most extensive joint operations in terms of time and other resources.  
Some operations can be executed in a single operation and not require campaigning.  A 
noncombatant evacuation, for example, may be executed in a single operation. 


7.  Task, Function, and Mission 


 It is worthwhile to discuss three key terms, task, function, and mission, which are 
relevant to the conduct of warfare at all levels.   


a.  A task is a clearly defined action or activity assigned to an individual or organization.  
It is a specific assignment that must be done as it is imposed by an appropriate authority.  
Function and mission implicitly involve things to be done, or tasks.  It is, however, important 
to delineate between an organization’s function and its mission. 


b.  A function is the broad, general, and enduring role for which an organization is 
designed, equipped, and trained.  Organizationally, functions may be expressed as a task, a 
series of tasks, or in more general terms.  Broadly, a function is the purpose for which an 
organization is formed.  In the context of employing a joint force, joint functions are six 
basic groups of related capabilities and activities—C2, intelligence, fires, movement and 
maneuver, protection, and sustainment—that help JFCs integrate, synchronize, and direct 
joint operations. 


c.  Mission entails the task, together with the purpose, that clearly indicates the action to 
be taken and the reason therefore.  A mission always consists of five parts:  the who 
(organization to act), what (the task to be accomplished and actions to be taken), when (time 
to accomplish the task), where (the location to accomplish the task), and why (the purpose 
the task is to support).  Higher headquarters commanders typically assign a mission or tasks 
to their subordinate commanders, who convert these to a specific mission statement through 
mission analysis.  A mission is what an organization is directed to do.  Functions are the 
purposes for which an organization is formed.  The two are symbiotic.  Tasks are relevant to 
both functions and missions. 
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For more information on the functions of DOD, refer to Chapter III, “Functions of the 
Department of Defense and Its Major Components.”  For more information on joint 
functions, refer to JP 3-0, Joint Operations. 


SECTION B.  FOUNDATIONS 


 
8.  Strategic Security Environment and National Security Challenges 


a.  The strategic security environment is characterized by uncertainty, complexity, rapid 
change, and persistent conflict.  This environment is fluid, with continually changing 
alliances, partnerships, and new national and transnational threats constantly appearing and 
disappearing.  While it is impossible to predict precisely how challenges will emerge and 
what form they might take, we can expect that uncertainty, ambiguity, and surprise will 
dominate the course of regional and global events.  In addition to traditional conflicts to 
include emerging peer competitors, significant and emerging challenges continue to include 
irregular threats, adversary propaganda, and other information activities directly targeting 
our civilian leadership and population, catastrophic terrorism employing weapons of mass 
destruction (WMD), and other threats to disrupt our ability to project power and maintain its 
qualitative edge. 


b.  The strategic security environment presents broad national security challenges likely 
to require the employment of joint forces in the future.    They are the natural products of the 
enduring human condition, but they will exhibit new features in the future.  All of these 
challenges are national problems calling for the application of all the instruments of national 
power.  The US military will undertake the following activities to deal with these challenges:  


(1)  Secure the Homeland.  Securing the US homeland is the Nation’s first priority.  
The US homeland is continuously exposed to the possibility of harm from hostile states, 
groups, and individuals.  The Nation must be vigilant and guard against such threats.  
Defense of the homeland is DOD’s highest priority with the goal to identify and defeat 
threats as far away from the homeland as possible.  Deterrence and security cooperation are 
relevant to homeland defense (HD) and qualify as distinct security challenges. 


(2)  Win the Nation’s Wars.  Deterring our adversaries is a US goal.  Winning the 
Nation’s wars remains the preeminent justification for maintaining capable and credible 
military forces in the event that deterrence should fail.  In the future, as in the past, war and 


“Pure military skill is not enough.  A full spectrum of military, para-military, and 
civil action must be blended to produce success.  The enemy uses economic 
and political warfare, propaganda, and naked military aggression in an endless 
combination to oppose a free choice of government and suppress the rights of 
the individual by terror, by subversion, and by force of arms.  To win in this 
struggle, our officers and [Service] men must understand and combine the 
political, economic, and civil actions with skilled military efforts in the execution of 
the mission.” 


President John F. Kennedy 
Letter to the United States Army, 11 April 1962 
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warfare may take a variety of forms.  It may erupt among or between states or non-state 
entities with war-making capabilities.  It may manifest as traditional warfare or IW.  When 
the US commits military forces into conflict, success is expected. 


(3)  Deter Our Adversaries.  Defending national interests requires being able to 
prevail in conflict and taking preventive measures to deter potential adversaries who could 
threaten the vital interests of the US or its partners.  These threats could range from direct 
aggression to belligerent actions that nonetheless threaten vital national interests.  Deterrence 
influences potential adversaries not to take threatening actions.  It requires convincing those 
adversaries that a contemplated action will not achieve the desired result by fear of the 
consequences.  Deterrence is a state of mind brought about by the existence of a credible 
threat of unacceptable counteraction.  Because of the gravity of potential nuclear aggression 
by a growing list of actors, maintaining a credible nuclear deterrent capability will remain a 
critical national security imperative. 


(4)  Security Cooperation.  Security cooperation encompasses all DOD 
interactions with foreign defense establishments to build defense relationships that promote 
specific US security interests, develop allied and friendly military capabilities for self- 
defense and multinational operations, and provide US forces with peacetime and contingency 
access to a host nation (HN).  Establishing, maintaining, and enhancing security cooperation 
among our partner nations is important to strengthen the global security framework of the US 
and its partners.  Security cooperation allows us to proactively take advantage of 
opportunities and not just react to threats.  Contributing to security cooperation activities is a 
large part of what the US military does and will continue to do.  Supporting security 
cooperation activities is an essential element of the CCDR’s day-to-day work to enhance 
regional security and thereby advance national interests.  Like deterrence, security 
cooperation activities can reduce the chances of conflict, but unlike deterrence, it does not 
involve the threat of force.  Security cooperation and deterrence should be complementary as 
both contribute to security and prevent conflict. 


(5)  Support to Civil Authorities.  The US will continue to respond to a variety of 
civil crises to relieve human suffering and restore civil functioning, most often in support of 
civil authorities.  These crises may be foreign or domestic and may occur independently, as 
in a natural disaster disrupting an otherwise functioning society, or they may occur within 
the context of a conflict, such as widespread suffering in a nation embroiled in an 
insurgency. 


(6)  Adapt to Changing Environment.  The strategic security environment and 
national security challenges are always changing.  The ability to address the changing 
environment and meet our security challenges falls to the instruments of national power and 
the ability of the Armed Forces of the United States to conduct military operations 
worldwide. 


9.  Instruments of National Power and the Range of Military Operations 


a.  The ability of the US to advance its national interests is dependent on the 
effectiveness of the United States Government (USG) in employing the instruments of 
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national power to achieve national strategic objectives.  The appropriate governmental 
officials, often with NSC direction, normally coordinate the employment of instruments of 
national power. 


(1)  Diplomatic.  Diplomacy is the principal instrument for engaging with other 
states and foreign groups to advance US values, interests, and objectives, and to solicit 
foreign support for US military operations.  Diplomacy is a principal means of organizing 
coalitions and alliances, which may include states and non-state entities, as partners, allies, 
surrogates, and/or proxies.  The Department of State (DOS) is the USG lead agency for 
foreign affairs.  The credible threat of force reinforces, and in some cases, enables the 
diplomatic process.  Geographic combatant commanders (GCCs) are responsible for aligning 
military activities with diplomatic activities in their assigned areas of responsibility (AORs).  
The chief of mission, normally the US ambassador, and the corresponding country team are 
normally in charge of diplomatic-military activities in a country abroad.  In these 
circumstances, the chief of mission and the country team or another diplomatic mission team 
may have complementary activities (employing the diplomatic instrument) that do not entail 
control of military forces, which remain under command authority of the GCC.   


(2)  Informational.  Information remains an important instrument of national power 
and a strategic resource critical to national security.  Previously considered in the context of 
traditional nation-states, the concept of information as an instrument of national power 
extends to non-state actors—such as terrorists and transnational criminal groups—that are 
using information to further their causes and undermine those of the USG and our allies.  
DOD operates in a dynamic age of interconnected global networks and evolving social 
media platforms.  Every DOD action that is planned or executed, word that is written or 
spoken, and image that is displayed or relayed, communicates the intent of DOD, and by 
extension the USG, with the resulting potential for strategic effects.  


(a)  DOD makes every effort to synchronize, align, and coordinate 
communication activities to facilitate an understanding of how the planning and execution of 
DOD strategies, plans, operations, and activities will be received or understood by key 
audiences.  This effort is undertaken to improve the efficacy of these actions and create, 
strengthen, or preserve conditions favorable to advancing defense and military objectives.  
Communication synchronization entails focused efforts to create, strengthen, or preserve 
conditions favorable for the advancement of national interests, policies, and objectives by 
understanding and engaging key audiences through the use of coordinated programs, plans, 
themes, messages, and products synchronized with the actions of all instruments of national 
power.  In support of these efforts, commanders and staffs at all levels should identify and 
understand key audience perceptions and possible reactions when planning and executing 
operations.  This understanding of key audience perceptions and reactions is a vital element 
of every theater campaign and contingency plan.  Real or perceived differences between 
actions and words (the “say-do” gap) are addressed and actively mitigated as appropriate, 
since this divergence can directly contribute to reduced credibility and have a negative 
impact on the ability to successfully execute current and future missions.  Attention paid to 
commander’s communication guidance during planning and execution improves the 
alignment of multiple lines of operation and lines of effort over time and space, which aligns 
the overarching message with our actions and activities. 
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(b)  Commander’s communication guidance is a fundamental component of 
national strategic direction.  It also is essential to our ability to achieve unity of effort 
through unified action with our interagency partners and the broader interorganizational 
community.  Fundamental to this effort is the premise that key audience beliefs, perceptions, 
and behavior are crucial to the success of any strategy, plan, and operation.  Through 
commander’s communication synchronization (CCS), public affairs (PA), information 
operations (IO), and defense support to public diplomacy are realized as communication 
supporting capabilities.  Leaders, planners, and operators at all levels need to understand the 
desired effects and anticipate potential undesired effects of our actions and words, identify 
key audiences, and when appropriate, actively address their perspectives.  Inconsistencies 
between what US forces say and do can reduce DOD credibility and negatively affect current 
and future missions.  An effective combination of themes, messages, images, and actions, 
consistent with higher-level guidance, is essential to effective DOD operations. 


(c)  Within DOD, JFCs implement higher-level communication guidance 
through the CCS process.  JFCs provide guidance and their staffs develop the approach for 
achieving information-related objectives and ensuring the integrity and consistency of 
themes, messages, images, and actions to the lowest level through the integration and 
synchronization of relevant information-related capabilities.  Considering the messages our 
words, images, and actions communicate is integral to military planning and operations and 
should be coordinated and synchronized with DOD’s interorganizational partners. 


See JP 3-0, Joint Operations, and JP 5-0, Joint Operation Planning, for more information on 
commander’s communication guidance implementation. 


(3)  Military.  The US employs the military instrument of national power at home 
and abroad in support of its national security goals.  The ultimate purpose of the US Armed 
Forces is to fight and win the Nation’s wars.  Fundamentally, the military instrument is 
coercive in nature, to include the integral aspect of military capability that opposes external 
coercion.  Coercion generates effects through the application of force (to include the threat of 
force) to compel an adversary or prevent our being compelled.  The military has various 
capabilities that are useful in non-conflict situations (such as in foreign relief).  Regardless of 
when or where employed, the Armed Forces of the United States abide by US values, 
constitutional principles, and standards for the profession of arms. 


(4)  Economic.  A strong US economy with free access to global markets and 
resources is a fundamental engine of the general welfare, the enabler of a strong national 
defense.  In the international arena, the Department of the Treasury works with other USG 
agencies, the governments of other nations, and the international financial institutions to 
encourage economic growth, raise standards of living, and predict and prevent, to the extent 
possible, economic and financial crises. 


b.  The routine interaction of the instruments of national power is fundamental to US 
activities in the strategic security environment.  The military instrument’s role increases 
relative to the other instruments as the need to compel a potential adversary through force 
increases.  The USG’s ability to achieve its national strategic objectives depends on 
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employing the instruments of national power discussed herein in effective combinations and 
all possible situations from peace to war. 


c.  At the President’s direction through the interagency process, military power is 
integrated with other instruments of national power to advance and defend US values, 
interests, and objectives.  To accomplish this integration, the Armed Forces interact with the 
other departments and agencies to develop a mutual understanding of the capabilities, 
limitations, and consequences of military and civilian actions.  They also identify the ways in 
which military and nonmilitary capabilities best complement each other.  The NSC plays key 
roles in the integration of all instruments of national power, facilitating Presidential 
direction, cooperation, and unity of effort (unified action). 


d.  Political and military leaders must consider the employment of military force in 
operations characterized by a complex, interconnected, and global operational environment 
that affect the employment of capabilities and bear on the decisions of the commander.  The 
addition of military force to coerce an adversary should be carefully integrated with the other 
instruments of national power to achieve our objectives. 


e.  The military instrument of national power can be used in a wide variety of ways that 
vary in purpose, scale, risk, and combat intensity.  These various ways can be understood to 
occur across a continuum of conflict ranging from peace to war.  Inside this continuum, it is 
useful from a strategic perspective to delineate the use of the military instrument of national 
power into three broad categories.  Mindful that the operational level of warfare connects the 
tactical to the strategic, and operations and campaigns are themselves scalable, the US uses 
the construct of the ROMO to provide insight into the various broad usages of military 
power from a strategic perspective.  See Figure I-3 for these three broad categories, noting 
that the delineations between the categories are not precise, as each application of military 
power has unique contextual elements.  Each category will be discussed in turn. 


Figure I-3.  Range of Military Operations 


Range of Military Operations


Major Operations and Campaigns


Military Engagement, Security Cooperation, and Deterrence


Crisis Response and Limited Contingency Operations
Range of 
Military 
Operations


Our national leaders can use the military instrument of national power across the conflict 
continuum in a wide variety of operations that are commonly characterized in three groups as 
this figure depicts.


Peace Conflict Continuum War
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(1)  Military Engagement, Security Cooperation, and Deterrence.  These 
ongoing activities establish, shape, maintain, and refine relations with other nations.  Many 
of these activities occur across the conflict continuum, and will usually continue in areas 
outside the operational areas associated with ongoing limited contingency operations, major 
operations, and campaigns. 


(a)  Military engagement is the routine contact and interaction between 
individuals or elements of the Armed Forces of the United States and those of another 
nation’s armed forces, domestic or foreign civilian authorities or agencies to build trust and 
confidence, share information, and coordinate mutual activities. 


(b)  Security cooperation involves all DOD interactions with foreign defense 
establishments to build defense relationships that promote specific US security interests, 
develop allied and friendly military capabilities for self-defense and multinational 
operations, and provide US forces with peacetime and contingency access to an HN.  This 
includes activities such as security assistance.  Security cooperation is a key element of 
global and theater shaping operations. 


(c)  Deterrence helps prevent adversary action through the presentation of a 
credible threat of counteraction.  As discussed previously, deterrence convinces adversaries 
not to take threatening actions by influencing their decision making. 


(d)  Military actions such as nation assistance (e.g., foreign internal defense, 
security assistance, humanitarian and civic assistance), counterinsurgency, DOD support to 
counterdrug operations, show of force operations, and combating WMD activities are 
applied to meet military engagement, security cooperation, and deterrence objectives. 


(2)  Crisis Response and Limited Contingency Operations.  A crisis response or 
limited contingency operation can be a single small-scale, limited-duration operation or a 
significant part of a major operation of extended duration involving combat.  The associated 
general strategic and operational objectives are to protect US interests and prevent surprise 
attack or further conflict.  Included are operations to ensure the safety of American citizens 
and US interests while maintaining and improving US ability to operate with multinational 
partners to deter the hostile ambitions of potential aggressors (e.g., Operation SHINING 
EXPRESS in 2003; United States European Command [USEUCOM] launched a joint 
operation that rescued US citizens and embassy personnel from Monrovia and supported 
African peacekeeping forces during the Liberian civil war).  Many such operations involve a 
combination of military forces and capabilities in close cooperation with interorganizational 
partners. 


Note:  Some specific crisis response or limited contingency operations 
may not involve large-scale combat, but could be considered major 
operations/campaigns depending on their scale and duration (e.g., 
Operation UNIFIED ASSISTANCE tsunami and Hurricane Katrina relief 
efforts in 2005, Operation TOMODACHI Japanese tsunami and nuclear 
relief efforts in 2011). 
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(3)  Major Operations and Campaigns.  When required to achieve national 
strategic objectives or protect national interests, the US national leadership may decide to 
conduct a major operation or campaign involving large-scale combat.  In such cases, the 
general goal is to prevail against the enemy as quickly as possible, conclude hostilities, and 
establish conditions favorable to the US and its interorganizational partners.  Major 
operations and campaigns feature a balance among offensive, defensive, and stability 
operations through six phases: shape, deter, seize initiative, dominate, stabilize, and enable 
civil authority.  The immediate goal of stability operations often is to provide the local 
populace with security, restore essential services, and meet humanitarian needs.  The long- 
term goal may be to develop the following:  indigenous capacity for securing essential 
services, a viable market economy, rule of law, democratic institutions, and a robust civil 
society.  Major operations and campaigns typically are composed of multiple phases.  


10.  Joint Operations 


a.  In the context of the military instrument of national power, operations are military 
actions or the carrying out of a strategic, operational, tactical, service, training, or 
administrative military missions.  Operations include combat when necessary to achieve 
objectives at all levels of war.  Although individual Services may plan and conduct 
operations to accomplish tasks and missions in support of DOD objectives, the primary way 
DOD employs two or more Services (from two Military Departments) in a single operation, 
particularly in combat, is through joint operations. 


b.  Joint operations is the general term to describe military actions conducted by joint 
forces and those Service forces in specified command relationships with each other.  A joint 
force is one composed of significant elements, assigned or attached, of two or more Military 
Departments operating under a single JFC. 


c.  The extensive capabilities available to forces in joint operations enable them to 
accomplish tasks and missions across the conflict continuum in operations that can range 
from routine military engagement commonly associated with peacetime to large-scale 
combat required to fight and win our Nation’s wars.  In conjunction with these two extremes, 
military forces can provide security in a wide variety of circumstances and can help other 
partners restore essential civil services through relief and reconstruction in the wake of 
combat, breakdown of civil order, or natural disaster.  These four broad areas, often 
integrated and adapted to the commander’s requirements in a joint operation, represent the 
military instrument’s contribution to meeting our Nation’s challenges in the strategic security 
environment. 


(1)  The scope and nature of military engagement activities can vary, reflecting 
differing strategic relationships between the US and partner nations.  Engagement includes 
stability operations and other missions, tasks, and actions that improve the capabilities of, or 
cooperation with, allies and other partners.  It is the primary military contribution to the 
national challenge of establishing cooperative security.  Military engagement may be 
conducted complementary to broader diplomatic or economic activities, to aid a 
government’s own security activities, and even during war itself.  However, commanders 
and staff must be aware of myriad laws and regulations governing everything from limits on 
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funding and the deployment of military personnel to legislative restrictions on the tasks to 
which military assistance may be applied.  Thus close and continuous coordination between 
the military and other departments and agencies is essential. 


(2)  Our Nation may resort to combat when diplomacy or deterrence fails.  The 
fundamental purpose of combat is to defeat armed enemies during traditional warfare, IW, or 
a combination.  It concludes when the mission is accomplished.  Combat includes the 
combination of offensive and defensive operations and missions to achieve objectives.  
Combat missions can vary in scale from individual strikes to extensive campaigns and can 
employ the full range of capabilities available to the military instrument of national power. 


(3)  Military forces are also adept at providing security in a wide range of 
circumstances.  Security missions and tasks cover stability operations, civil support, and 
other requirements to protect and control civil populations and territory, whether friendly, 
hostile, or neutral.  They also include inherent offensive and defensive measures to protect 
the joint force.  Security actions ultimately seek to reassure rather than compel.  Effective 
security requires a visible and enduring presence.  Joint forces can improve security through 
security force assistance, which enhances the capabilities and capacities of a partner nation 
or regional security organization through training, equipment, advice, and assistance. 


(4)  A fourth broad area, relief and reconstruction, includes stability operations, 
civil support, and other missions and tasks that restore essential civil services in the wake of 
combat, a breakdown of civil order, or a natural disaster.  The military provides support to 
DOS to assist its relief and reconstruction efforts.  Relief and reconstruction assistance may 
be required in a wide range of situations, such as military occupation, counterinsurgency, and 
humanitarian crises.  Such assistance may be required whether or not civilian relief assets are 
present and may involve significant civilian contractor support. 


11.  Joint Functions 


a.  There are significant complexities to effectively integrating and synchronizing 
Service and combat support agency (CSA) capabilities in joint operations.  These challenges 
are not new, and they present themselves with consistency.  For example, simply getting the 
joint force to form and deploy in a coherent and desired manner requires integration of 
organization, planning, and communication capabilities and activities.  But to fully employ 
the joint force in extensive and complex operations requires a much greater array of 
capabilities and procedures to help the commander and staff integrate and synchronize the 
joint force’s actions. These types of activities and capabilities center on the commander’s 
ability to employ the joint force and are grouped under one functional area called command 
and control.  In a similar manner, many other functionally related capabilities and activities 
can be grouped.  These groupings, we call joint functions, facilitate planning and 
employment of the joint force. 


b.  In addition to command and control, the joint functions include intelligence, fires, 
movement and maneuver, protection, and sustainment.  Some functions, such as command 
and control and intelligence, apply to all operations.  Others, such as fires, apply as the 
mission requires.  A number of subordinate tasks, missions, and related capabilities help 







Chapter I 


I-18 JP 1 


define each function, and some apply to more than one joint function.  Balancing their 
complementary but competing processes and capabilities is central to leadership and 
command of joint operations. 


c.  The commander must exercise all the joint functions to effectively operate the force 
and generate combat power.  Inadequate integration and balancing of these functions can 
undermine the cohesion, effectiveness, and adaptability of the force.  For example, 
inattention to protection can deplete combat power unnecessarily, thereby undermining 
reserves and degrading the force’s ability to capitalize on an opportunity or respond to an 
unforeseen problem.  Likewise, inattention to intelligence can leave the force with 
inadequate information to support decision making or identify opportunities in time to 
exploit them.  Each of the joint functions is discussed below. 


(1)  Command and control encompasses the exercise of authority, responsibility, 
and direction by a commander over assigned and attached forces to accomplish the mission. 
Command at all levels is the art of motivating and directing people and organizations into 
action to accomplish missions.  Control is inherent in command.  To control is to manage 
and direct forces and functions consistent with a commander’s command authority.  Control 
of forces and functions helps commanders and staffs compute requirements, allocate means, 
and integrate efforts.  Mission command is the preferred method of exercising C2.  A 
complete discussion of tenets, organization, and processes for effective C2 is provided in 
Section B, “Command and Control of Joint Forces,” of Chapter V “Joint Command and 
Control.” 


(2)  Intelligence helps commanders and staffs understand the operational 
environment and achieve information superiority.  Intelligence identifies enemy capabilities 
and vulnerabilities, projects probable intentions and actions, and is a critical aspect of the 
joint planning process and execution of operations.  It provides assessments that help the 
commander decide which forces to deploy; when, how, and where to deploy them; and how 
to employ them in a manner that accomplishes the mission. 


(3)  Fires. To employ fires is to use available weapons and other systems to create a 
specific lethal or nonlethal effect on a target.  Joint fires are those delivered during the 
employment of forces from two or more components in coordinated action to produce 
desired results in support of a common objective.  Fires typically produce destructive effects, 
but some ways and means, such as electronic attack and other nonlethal capabilities, can be 
employed with little or no associated physical destruction. 


(4)  Movement and maneuver encompasses the disposition of joint forces to conduct 
operations by securing positional advantages before or during execution.  This function 
includes moving or deploying forces into an operational area and maneuvering them within 
the timeline and to the operational depth necessary to achieve objectives.  It uses organic and 
supporting means and methods that allow a commander to choose where and when to engage 
an adversary or take best advantage of geographic and environmental conditions. 


(5)  The protection function focuses on conserving the joint force’s fighting 
potential through active defensive measures that protect the joint force from an adversary’s 
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attack; passive defensive measures that make friendly forces, systems, and facilities difficult 
to locate, strike, and destroy; technology and procedures that reduce the risk of fratricide; 
and emergency management and response to reduce the loss of personnel and capabilities 
due to accidents, health threats, and natural disasters.  When directed, the JFC’s mission for 
protection may extend beyond force protection to encompass protection of US civilians; the 
forces, systems, and civil infrastructure of friendly nations; and our interorganizational 
partners. 


(6)  Sustainment is the provision of logistics and personnel services necessary to 
maintain and prolong operations until mission accomplishment.  Sustainment provides the 
JFC flexibility, endurance, and the ability to extend operational reach.  Effective sustainment 
determines the depth to which the joint force can conduct decisive operations, allowing the 
JFC to seize, retain, and exploit the initiative. 


d.  Joint functions should be balanced and integrated with due consideration of 
competing resources, multiple versus single support capabilities, shifting operational 
priorities, and differences among Service component practices. 


For a more detailed discussion of joint functions, refer to JP 3-0, Joint Operations. 


12.  Joint Operation Planning 


a.  Joint operation planning is the way the military links and transforms national 
strategic objectives into tactical actions.  It ties the military instrument of national power to 
the achievement of national security goals and objectives and is essential in promoting and 
securing desired global strategic end states during peacetime and war.  Planning begins with 
the end state in mind, providing a unifying purpose around which actions and resources are 
focused. 


b.  Joint operation planning provides a common basis for discussion, understanding, and 
change for the joint force, its subordinate and higher headquarters, the joint planning and 
execution community (JPEC), and the national leadership.  In accordance with the Guidance 
for Employment of the Force (GEF), adaptive planning supports the transition of DOD 
planning from a contingency-centric approach to a strategy-centric approach.  The Adaptive 
Planning and Execution (APEX) system facilitates iterative dialogue and collaborative 
planning between the multiple echelons of command.  The APEX system ensures that the 
military instrument of national power is employed in accordance with national priorities and 
policy.  It also guarantees the plans are rapidly updated and adapted as the situation requires 
according to changes in policy, strategic guidance, resources, and/or the operational 
environment.  Joint operation planning also identifies capabilities outside of DOD required 
for accomplishment of strategic end states and objectives and provides a forum for 
interagency dialogue, coordination, and action. 


c.  The pursuit and attainment of the US national strategic objectives in today’s complex 
environment requires critical and creative thinking about the challenges facing the joint 
force.  Joint operation planning fosters understanding, allowing commanders and staff to 
clearly understand the operational environment and identify the problem(s) and problem 
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framework to enable further detailed planning.  The planning process, both iterative and 
collaborative, facilitates the development of options to effectively meet the complex 
challenges facing joint forces throughout the world. 


d.  The body of information and understanding created during planning allows CCDRs 
and their subordinate JFCs and their staffs to adapt to uncertain and changing environments 
and to anticipate and rapidly act in crisis situations.  Joint operation planning produces 
multiple options to employ the US military and to integrate US military actions with other 
instruments of US national power in time, space, and purpose to achieve global strategic end 
states.  Planning also identifies and aligns resources with military actions, providing a 
framework to identify and mitigate risk.  The CCDRs’ participation in the Joint Strategic 
Planning System (JSPS) and APEX system helps to ensure that warfighting and peacetime 
operational concerns are emphasized in all planning documents. 


e.  Joint operation planning is fundamental to assessing risk and identifying mitigation 
strategies.  In the course of developing multiple options to meet strategic and military end 
states and objectives, JFCs and their planning staffs, as well as the larger JPEC, identify and 
communicate shortfalls in DOD’s ability to resource, execute, and sustain the military 
operations contained in the plan as well as the necessary actions to reduce or mitigate risk.  
JFCs communicate risk to senior leadership.  Risk is rarely eliminated, but through planning, 
preparation, and constant assessment, risk can be mitigated and managed. 


f.  Joint operation planning and planning for a campaign are not separate planning types 
or processes.  Joint operation planning encompasses planning for any type of joint operation, 
such as small-scale, short-duration strike or raid; an operation that typically does not involve 
combat such as nation assistance; and large-scale, long-duration campaigns.  Functional 
components (air, land, maritime, and special operations [SO]), Service components, and 
CSAs do not plan campaigns, but instead plan and conduct subordinate and supporting 
operations to campaign plans. 


g.  Joint operation planning requires the support of a wide array of staff expertise 
(personnel, intelligence, operations, logistics, communications, etc.) to provide JFCs with a 
thoughtful and coordinated product.  Joint operation planning should be synchronized with 
national planning, so that interagency inputs are used in conjunction with military plans to 
reach strategic and military end states. 


For more information, refer to JP 5-0, Joint Operation Planning; JP 1-0, Joint Personnel 
Support; JP 2-0, Joint Intelligence; JP 3-0, Joint Operations; JP 4-0, Joint Logistics; and JP 
6-0, Joint Communications System. 


13.  Law of War 


It is DOD policy that the Armed Forces of the United States will adhere to the law of 
war, often called the law of armed conflict, during all military operations.  The law of war is 
the body of law that regulates both the legal and customary justifications for utilizing force 
and the conduct of armed hostilities; it is binding on the US and its individual citizens.  It 
includes treaties and international agreements to which the US is a party, as well as 
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applicable customary international law.  It specifically applies to all cases of declared war or 
any other armed conflict involving the US; by policy, the principles and spirit of the law of 
war apply to all other military operations short of armed conflict.  CCDRs must be 
particularly aware of the status of any conflict and the characterization of adversarial 
combatants and noncombatants (e.g., medical and chaplain personnel). 


For further guidance on the law of war, refer to Chairman of the Joint Chiefs of Staff 
Instruction (CJCSI) 5810.01, Implementation of the DOD Law of War Program, and JP 1-
04, Legal Support to Military Operations. 
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CHAPTER II 
DOCTRINE GOVERNING UNIFIED DIRECTION OF ARMED FORCES 


1.  National Strategic Direction 


a.  National strategic direction is governed by the Constitution, US law, USG policy 
regarding internationally recognized law, and the national interest as represented by national 
security policy.  This direction leads to unified action which results in unity of effort to 
achieve national goals.  At the strategic level, unity of effort requires coordination among 
government departments and agencies within the executive branch, between the executive 
and legislative branches, with nongovernmental organizations (NGOs), intergovernmental 
organizations (IGOs), the private sector, and among nations in alliance or coalition, and 
during bilateral or multilateral engagement.  National policy and planning documents 
generally provide national strategic direction.  The President and SecDef, through CJCS, 
provide direction for Service Chiefs, Military Department Secretaries, CCDRs, and CSA 
directors to: 


(1)  Provide clearly defined and achievable national strategic objectives. 


(2)  Provide timely strategic direction. 


(3)  Prepare Active Component (AC) and Reserve Component (RC) forces for 
combat. 


(4)  Focus DOD intelligence systems and efforts on the operational environment. 


(5)  Integrate DOD, partner nations, and/or other government departments and 
agencies into planning and subsequent operations.   


(6)  Maintain all required support assets in a high state of readiness. 


(7)  Deploy forces and sustaining capabilities that are ready to support the JFC’s 
concept of operations (CONOPS). 


Refer to JP 3-0, Joint Operations, and JP 5-0, Joint Operation Planning, for more 
information on specific policy and planning documents related to national strategic 
direction. 


b.  Responsibilities for national strategic direction as established by the Constitution 
and US law and practice are as follows: 


“An army is a collection of armed men obliged to obey one man.  Every change in 
the rules which impairs the principle weakens the army.” 


William T. Sherman 
General of the Army, 1879 
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(1)  The President of the United States is responsible to the American people for 
national strategic direction.   


(a)  When the US undertakes military operations, the Armed Forces of the 
United States are only one component of a national-level effort involving all instruments of 
national power.  Instilling unity of effort at the national level is necessarily a cooperative 
endeavor involving a number of USG departments and agencies.  In certain operations, 
agencies of states, localities, or foreign countries may also be involved.  The President 
establishes guidelines for civil-military integration and disseminates decisions and monitors 
execution through the NSC. 


(b)  Complex operations may require a high order of civil-military integration.  
Presidential directives guide participation by all US civilian and military agencies in such 
operations.  Military leaders should work with the members of the national security team in 
the most skilled, tactful, and persistent ways to promote unity of effort.  Operations of 
departments or agencies representing the diplomatic, economic, and informational 
instruments of national power are not under command of the Armed Forces of the United 
States or of any specific JFC.  In US domestic situations, another department such as the 
Department of Homeland Security (DHS) may assume overall control of interagency 
coordination including military elements.  Abroad, the chief of mission, supported by the 
country team, is normally in control. 


(2)  SecDef is responsible to the President for creating, supporting, and employing 
military capabilities.  SecDef is the link between the President and the CCDRs, and provides 
direction and control of the CCDRs as they conduct military activities and operations. 
SecDef provides authoritative direction and control over the Services through the Secretaries 
of the Military Departments.  SecDef exercises control of and authority over those forces not 
specifically assigned to the combatant commands (CCMDs) and administers this authority 
through the Military Departments, the Service Chiefs, and applicable chains of command.  
The Secretaries of the Military Departments organize, train, and equip forces and provide for 
the administration and support of forces within their department, including those assigned or 
attached to the CCDRs. 


(3)  The CJCS is the principal military advisor to the President, the NSC, and 
SecDef and functions under the authority, direction, and control of the President and SecDef.  
The CJCS assists the President and SecDef in providing for the strategic direction of the 
Armed Forces.  Communications between the President or SecDef and the CCDRs are 
normally transmitted through the CJCS. 


(4)  CCDRs exercise combatant command (command authority) (COCOM) over 
assigned forces and are responsible to the President and SecDef for the preparedness of their 
commands and performance of assigned missions.  GCCs have responsibility for a 
geographic AOR assigned through the Unified Command Plan (UCP).  The UCP establishes 
CCMD missions and responsibilities, delineates the general geographical AOR for GCCs, 
and provides the framework used to assign forces.  Functional combatant commanders 
(FCCs) have transregional responsibilities for assigned functions and support (or can be 
supported by) GCCs or may conduct missions assigned by the UCP independently. 
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(5)  The Chief, National Guard Bureau (CNGB), is a principal advisor to SecDef 
through the CJCS on matters involving non-federalized National Guard forces and through 
other DOD officials as determined by SecDef.  In domestic US situations, National Guard 
forces are a unique multi-status component with roles and responsibilities defined by federal 
and state law. 


(6)  In a foreign country, the US chief of mission is responsible to the President for 
directing, coordinating, and supervising all USG elements in the HN, except those under the 
command of a CCDR.  GCCs are responsible for coordinating with chiefs of mission in their 
geographic AOR (as necessary) and for negotiating memoranda of agreement (MOAs) with 
the chiefs of mission in designated countries to support military operations.  Force protection 
is an example of a military operation/requirement where an MOA would enhance 
coordination and integration. 


2.  Strategic Guidance and Responsibilities 


a.  Military Planning.  Military planning consists of joint strategic planning with its 
three subsets: security cooperation planning, force planning, and joint operation 
planning.  Regarding force planning for the future, DOD conducts capabilities-based 
planning (CBP).  The essence of CBP is to identify capabilities that adversaries could 
employ against the US or a multinational opponent and to defend themselves; identify 
capabilities, US and multinational, that could be available to the joint or combined force to 
counter/defeat the adversary; and then identify and evaluate possible outcomes (voids or 
opportunities), rather than forecasting (allocating) forces against specific threat scenarios.  
Integral to a capabilities-based approach are joint capability areas (JCAs), DOD’s capability 
management language and framework.  JCAs are collections of like DOD capabilities 
functionally grouped to support capability analysis, strategy development, investment, 
decision making, capability portfolio management, and capabilities-based force 
development.  They link the strategies for developing, managing, and employing the force by 
providing an organizing construct that facilitates collaboration among the many related DOD 
activities and processes.  As the specific capabilities for given JCAs mature, they are vetted 
and verified through best practices based on extant capabilities and, when appropriate, 
incorporated into joint doctrine. 


b.  National Planning Documents 


(1)  The national security strategy (NSS), signed by the President, addresses the 
tasks that, as a Nation, are necessary to provide enduring security for the American people 
and shape the global environment.  It provides a broad strategic context for employing 
military capabilities in concert with other instruments of national power.  In the ends, ways, 
and means construct, the NSS provides the ends. 


(2)  The national defense strategy (NDS), signed by SecDef, outlines DOD’s 
approach to implementing the President’s NSS.  The NDS supports the NSS by establishing 
a set of overarching defense objectives that guide DOD’s security activities and provide 
direction for the NMS.  The NDS objectives serve as links between military activities and 
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those of other USG departments and agencies in pursuit of national goals.   This document 
provides the ways in the ends, ways, and means construct. 


(3)  The NMS, signed by CJCS, supports the aims of the NSS and implements the 
NDS.  It describes the Armed Forces’ plan to achieve military objectives in the near term and 
provides a vision for maintaining a force capable of meeting future challenges.  It also 
provides focus for military activities by defining a set of interrelated military objectives and 
joint operating concepts from which the CCDRs and Service Chiefs identify desired 
capabilities and against which the CJCS assesses risk.  This provides the final piece of the 
ends, ways, and means construct—the means. 


(4)  Guidance for Employment of the Force.  The GEF merges Contingency 
Planning Guidance and Security Cooperation Guidance into one document that provides 
comprehensive, near-term planning guidance.  The GEF provides Presidential and SecDef 
politico-military guidance.  The President approves the contingency planning guidance 
contained in the GEF and approves SecDef’s issuance of the GEF.  The GEF is guided by the 
UCP and NDS and forms the basis for strategic policy guidance, campaign plans, and the 
Joint Strategic Capabilities Plan (JSCP). 


(5)  Joint Strategic Capabilities Plan.  The JSCP provides guidance to CCDRs, 
Service Chiefs, CSA directors, applicable DOD agencies, DOD field activity directors, and 
the CNGB to accomplish tasks and missions based on near-term military capabilities.  The 
JSCP is signed by the CJCS and implements campaign, contingency, and posture planning 
guidance reflected in the GEF. 


(6)  Further, the GEF and JSCP provide CCDRs with specific planning guidance for 
preparation of their theater campaign plans (TCPs), global campaign plans (GCPs), 
subordinate campaign plans, and contingency plans.  Figure II-1 illustrates the various 
strategic guidance sources described below in the context of national strategic direction. 


(7)  The National Strategy for Homeland Security, also signed by the President, 
provides national direction to secure the homeland through a comprehensive framework for 
organizing the efforts of federal, state, local, tribal, and private organizations whose primary 
functions are often unrelated to national security. 


(8)  The National Response Framework developed by DHS establishes a 
comprehensive, national-level, all-hazards, all-discipline approach to domestic incident 
management.  It covers the full range of complex and constantly changing requirements in 
anticipation of, or in response to, threats or acts of terrorism, major disasters, and other 
emergencies.  DOD develops or revises its plans to align with this framework and effectively 
and efficiently employ the joint force. 


(a)  A TCP is based on planning guidance provided by the GEF and JSCP.  A 
TCP operationalizes CCDR functional and theater strategies.  Campaign plans focus on the 
command’s steady-state (Phase 0) activities, which include ongoing operations, security 
cooperation, and other shaping or preventive activities for the next 5 years.  It should include  


  







 Doctrine Governing Unified Direction of Armed Forces 


II-5 


 


 
Figure II-1.  Strategy, Planning, and Resourcing Process 
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measurable and achievable objectives that contribute to the strategic end states in the GEF.  
Contingency plans for responding to crisis scenarios should be treated as branch plans to the 
campaign plan.  For planning purposes, GCCs use assigned forces, those rotationally 
deployed into the AOR, and those forces that historically have been deployed for 
engagement activities.  Each GCC’s TCP and FCC’s GCP are sent to CJCS for review and 
integration into the global family of TCPs.  


(b)  Campaign Support Plans.  Supporting CCMDs, Services, and DOD 
agencies routinely conduct security cooperation activities within a GCC’s AOR or involving 
foreign nationals from countries within an AOR.  Services and select DOD agencies will 
coordinate and provide their security cooperation strategies to the supported GCC. 


1.  Campaign support plans will balance competing CCMD demands for 
limited global resources. 


2.  Campaign support plans or their update memoranda are submitted to the 
CJCS and Under Secretary of Defense for Policy for review annually and are shared with the 
GCCs. 


c.  Role of the Geographic Combatant Commanders 


(1)  GCCs are the vital link between those who determine national security policy 
and strategy and the military forces or subordinate JFCs that conduct military operations 
within their AORs.  GCCs are responsible for a large geographical area and for effective 
coordination of operations within that area.  Directives flow from the President and SecDef 
through CJCS to the GCCs, who plan and conduct the operations that achieve national or 
multinational strategic objectives.  GCCs provide guidance and direction through strategic 
estimates, command strategies, and plans and orders for the employment of military force.  
As military force may not achieve national objectives, it must be coordinated, synchronized, 
and if appropriate, integrated with other USG departments and agencies, IGOs, NGOs, 
multinational forces (MNFs), and elements of the private sector. 


(2)  Using their strategic estimate(s) and strategic options, GCCs develop strategies 
that translate national and multinational direction into strategic concepts or courses of action 
(COAs) to meet strategic and joint operation planning requirements.  GCCs’ plans provide 
strategic direction; assign missions, tasks, forces, and resources; designate objectives; 
provide authoritative direction; promulgate ROE and rules for the use of force (RUF); 
establish constraints and restraints (military limitations); and define policies and CONOPS to 
be integrated into subordinate or supporting plans.  GCCs also exercise directive authority 
for logistics over assigned forces and authority for force protection over all DOD personnel 
(including their dependents) assigned, attached, transiting through, or training in the GCC’s 
AOR.  The exception is for those for whom a chief of mission retains security responsibility. 


d.  Functional Combatant Commanders.  FCCs provide support to and may be 
supported by GCCs and other FCCs as directed by higher authority.  FCCs are responsible 
for a large functional area requiring single responsibility for effective coordination of the 
operations therein.  These responsibilities are normally global in nature.  The President and 
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SecDef direct what specific support and to whom such support will be provided.  When an 
FCC is the supported commander and operating within GCCs’ AORs, close coordination and 
communication between them is paramount. 


e.  Service Chiefs and Commander, United States Special Operations Command 
(CDRUSSOCOM).  The Service Chiefs and CDRUSSOCOM (in areas unique to SO) under 
authority established in Title 10, USC, among other tasks, organize, train, and equip AC and 
RC forces, DOD civilian personnel, contractor personnel, and selected HN personnel.  The 
AC and RC are fully integrated partners in executing US military strategy, to include HD and 
defense support of civil authorities (DSCA) operations.  The RC provides operational 
capabilities and strategic depth to meet US requirements worldwide.  The RC provides 
operational forces that can be used on a regular basis while maintaining strategic depth in the 
event of mid- to large-scale contingencies or other unanticipated national crises.  
Unpredictable crises call for trained and ready forces that are either forward deployed or are 
rapidly and globally deployable.  These forces should be initially self-sufficient and must 
possess the capabilities needed to effectively act in the US national interest or signal US 
resolve prior to conflict.  Such forces are usually drawn from the active force structure and 
normally are tailored and integrated into joint organizations that capitalize on the unique and 
complementary capabilities of the Services and United States Special Operations Command 
(USSOCOM).   


f.  United States Coast Guard (USCG).  The Commandant of the Coast Guard is 
responsible for organizing, training, and equipping Service forces under Titles 10 and 14, 
USC.  The Commandant may provide forces to GCCs to perform activities for which those 
forces are uniquely suited.  Under Title 14, USC, the USCG is assigned to DHS for 
homeland security (HS).  In addition, the Commandant is responsible for the coordination 
and conduct of maritime law enforcement and security operations under civil authorities for 
HS in the US maritime domain.  DOD forces may act in direct support of USCG 
commanders.  The USCG has authority to make inquiries, examinations, inspections, 
searches, seizures, and arrests upon the high seas and waters over which the US has 
jurisdiction.  It is the only military Service not constrained by the Posse Comitatus Act or its 
extension by DOD directive. 


g.  DOD Agencies.  DOD agencies are organizations established by SecDef under Title 
10, USC, to perform a supply or service activity common to more than one Military 
Department.  There are 16 DOD agencies including Defense Intelligence Agency (DIA), 
Defense Logistics Agency (DLA), Missile Defense Agency, and Defense Threat Reduction 
Agency (DTRA), among others. 


3.  Unified Action 


a.  Unified action synchronizes, coordinates, and/or integrates joint, single-Service, and 
multinational operations with the operations of other USG departments and agencies, NGOs, 
IGOs (e.g., the United Nations [UN]), and the private sector to achieve unity of effort (see 
Figure II-2).  Unity of command within the military instrument of national power supports 
the national strategic direction through close coordination with the other instruments of 
national power. 







Chapter II 


II-8 JP 1 


b.  Success often depends on unified actions.  The CJCS and all CCDRs are in pivotal 
positions to facilitate the planning and conduct of unified actions in accordance with the 
guidance and direction received from the President and SecDef in coordination with other 
authorities (i.e., multinational leadership). 


c.  Unity of command in the Armed Forces of the United States starts with national 
strategic direction.  For US military operations, unity of command is accomplished by 
establishing a joint force, assigning a mission or objective(s) to the designated JFC, 
establishing command relationships, assigning and/or attaching appropriate forces to the 
joint force, and empowering the JFC with sufficient authority over the forces to accomplish 
the assigned mission. 


4.  Roles and Functions 


The terms “roles and functions” should not be used interchangeably, as the distinctions 
between them are important.   


a.  Roles are the broad and enduring purposes for which the Services and the CCMDs 
were established in law.   


 
Figure II-2.  Unified Action
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The construct of unified action highlights the integrated and synchronized activities of military forces and 
nonmilitary organizations, agencies, and the private sector to achieve common objectives; although in 
common parlance, joint operations increasingly has this connotation.  Unified actions are planned and 
conducted by joint force commanders in accordance with guidance and direction received from the 
President, Secretary of Defense, and combatant commanders.
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b.  Functions are the appropriate assigned duties, responsibilities, missions, or tasks of 
an individual, office, or organization.  As defined in the National Security Act of 1947, as 
amended, the term “function” includes functions, powers, and duties (Title 50, USC, Section 
410[a]). 


For further information on functions, refer to Chapter I, “Theory and Foundations,” 
Paragraph 7, “Task, Function, and Mission,” and “Chapter III, “Functions of the 
Department of Defense and Its Major Components.” 


5.  Chain of Command 


The President and SecDef exercise authority, direction, and control of the Armed Forces 
through two distinct branches of the chain of C2 (see Figure II-3).  One branch runs from the 
President, through SecDef, to the CCDRs for missions and forces assigned to their 
commands.  For purposes other than the operational direction of the CCMDs, the chain of 
command runs from the President to SecDef to the Secretaries of the Military Departments 
and, as prescribed by the Secretaries, to the commanders of Military Service forces.   The 
Military Departments, organized separately, operate under the authority, direction, and 
control of the Secretary of that Military Department.  The Secretaries of the Military 
Departments may exercise administrative control (ADCON) over Service forces through 
their respective Service Chiefs and Service commanders.  The Service Chiefs, except as 
otherwise prescribed by law, perform their duties under the authority, direction, and control 
of the Secretaries of the respective Military Departments to whom they are directly 
responsible.  


a. The CCDRs exercise COCOM over assigned forces and are directly responsible to the 
President and SecDef for the performance of assigned missions and the preparedness of their 
commands.  CCDRs prescribe the chain of command within their CCMDs and designate the 
appropriate command authority to be exercised by subordinate commanders. 


b.  The Secretaries of the Military Departments operate under the authority, direction, 
and control of SecDef.  This branch of the chain of command is responsible for ADCON 
over all military forces within the respective Service not assigned to CCDRs (i.e., those 
defined in the Global Force Management Implementation Guidance [GFMIG] as 
“unassigned forces”).  This branch is separate and distinct from the branch of the chain of 
command that exists within a CCMD. 


6.  Unified Command Plan 


a.  The President, through the UCP, establishes CCMDs.  Commanders of unified 
CCMDs may establish subordinate unified commands when so authorized by SecDef.  
SecDef, CCDR, a subordinate unified commander, or an existing JTF commander may 
establish JTFs.  


b.  CCDRs have responsibility for an AOR or a function (e.g., SO) assigned through the 
UCP.  FCCs support (or can be supported by) GCCs or may conduct assigned missions in 
accordance with the UCP independently. 







Chapter II 


II-10 JP 1 


  


 
Figure II-3.  Chain of Command 
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c.  The Armed Forces of the United States are most effective when employed as a joint 
force.  This “comprehensive approach” involving all participating organizations, both 
military and nonmilitary, within an operational area requires the JFC to understand the 
capabilities, limitations, and mandates of those organizations involved and to effectively 
communicate the mission of the joint force.  The basic doctrinal foundations for joint 
functions at all levels are outlined in this chapter. 


7.  Combatant Commands 


a.  The President, through SecDef and with the advice and assistance of the CJCS, 
establishes combatant (unified) commands for the performance of military missions and 
prescribes the force structure of such commands. 


b.  The CJCS assists the President and SecDef in performing their command functions.  
The CJCS transmits to the commanders of the CCMDs the orders given by the President or 
SecDef and, as directed by SecDef, oversees the activities of those commands.  Orders 
issued by the President or SecDef normally are conveyed by the CJCS under the authority 
and direction of SecDef.  Reports from CCDRs normally will be submitted through CJCS, 
who forwards them to SecDef and acts as the spokesman for the commanders of the CCMDs. 


c.  CCDRs exercise COCOM of assigned forces.  The CCDR may delegate operational 
control (OPCON), tactical control (TACON), or establish support command relationships of 
assigned forces.  Unless otherwise directed by the President or SecDef, COCOM may not be 
delegated.  During deliberate planning, generic forces are apportioned to specific plans 
according to Global Force Management procedures.  This requires supported CCDRs to 
coordinate with the supporting CCDRs and Services on required capabilities during planning 
and on mission criteria for specific units once they have been allocated. 


8.  Military Departments, Services, Forces, Combat Support Agencies, and National 
Guard Bureau 


a.  The authority vested in the Secretaries of the Military Departments in the 
performance of their role to organize, train, equip, and provide forces runs from the President 
through SecDef to the Secretaries.  Then, to the degree established by the Secretaries or 
specified in law, this authority runs through the Service Chiefs to the Service component 
commanders assigned to the CCDRs and to the commanders of forces not assigned to the 
CCDRs.  ADCON provides for the preparation of military forces and their administration 
and support, unless such responsibilities are specifically assigned by SecDef to another DOD 
component. 


b.  The Secretaries of the Military Departments are responsible for the administration 
and support of Service forces.  They fulfill their responsibilities by exercising ADCON 
through the Service Chiefs.  Service Chiefs have ADCON for all forces of their Service. The 
responsibilities and authority exercised by the Secretaries of the Military Departments are 
subject by law to the authority provided to the CCDRs in their exercise of COCOM. 


c.  Each of the Secretaries of the Military Departments, coordinating as appropriate with 
the other Military Department Secretaries and with the CCDRs, has the responsibility for 
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organizing, training, equipping, and providing forces to fulfill specific roles and for 
administering and supporting these forces.  The Secretaries also perform a role as a force 
provider of Service retained forces until they are deployed to CCMDs.  When addressing 
similar issues regarding National Guard forces, coordination with the National Guard Bureau 
(NGB) is essential.  


d.  Commanders of Service forces are responsible to Secretaries of the Military 
Departments through their respective Service Chiefs for the administration, training, and 
readiness of their unit(s).  Commanders of forces assigned to the CCMDs are under the 
authority, direction, and control of (and are responsible to) their CCDR to carry out assigned 
operational missions, joint training and exercises, and logistics. 


e.  The USCG is a military Service and a branch of the US Armed Forces at all times.  
However, it is established separately by law as a Service in DHS, except when transferred to 
the Department of the Navy (DON) during time of war or when the President so directs.  
Authorities vested in the USCG under Title 10, USC, as an armed Service and Title 14, USC, 
as a federal maritime safety and law enforcement agency remain in effect at all times, 
including when USCG forces are operating within DOD/DON chain of command.  USCG 
commanders and forces may be attached to JFCs in performance of any activity for which 
they are qualified.  Coast Guard units routinely serve alongside Navy counterparts operating 
within a naval task organization in support of a maritime component commander. 


f.  The NGB is a joint activity of DOD.  The NGB performs certain military Service-
specific functions and unique functions on matters involving non-federalized National Guard 
forces.  The NGB is responsible for ensuring that units and members of the Army National 
Guard and the Air National Guard are trained by the states to provide trained and equipped 
units to fulfill assigned missions in federal and non-federal statuses. 


g.  In addition to the Services above, a number of DOD agencies provide combat support 
or combat service support to joint forces and are designated as CSAs.  CSAs, established 
under SecDef authority under Title 10, USC, Section 193, and Department of Defense 
Directive (DODD) 3000.06, Combat Support Agencies, are the DIA, National Geospatial-
Intelligence Agency (NGA), Defense Information Systems Agency (DISA), DLA, Defense 
Contract Management Agency (DCMA), DTRA, and National Security Agency (NSA).  
These CSAs provide CCDRs specialized support and operate in a supporting role.  The CSA 
directors are accountable to SecDef. 


9.  Relationship Among Combatant Commanders, Military Department Secretaries, 
Service Chiefs, and Forces 


a.  Continuous Coordination.  The Services and USSOCOM (in areas unique to SO) 
share the division of responsibility for developing military capabilities for the CCMDs.  All 
components of DOD are charged to coordinate on matters of common or overlapping 
responsibility.  The Joint Staff, Services, and USSOCOM headquarters play a critical role in 
ensuring that CCDRs’ concerns and comments are included or advocated during the 
coordination. 
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b.  Interoperability.  Unified action demands maximum interoperability.  The forces, 
units, and systems of all Services must operate together effectively, in part through 
interoperability.  This includes joint force development; use of joint doctrine; the 
development and use of joint plans and orders; and the development and use of joint and/or 
interoperable communications and information systems.  It also includes conducting joint 
training and exercises.  It concludes with a materiel development and fielding process that 
provides materiel that is fully compatible with and complementary to systems of all Services.  
A key to successful interoperability is to ensure that planning processes are joint from their 
inception.  Those responsible for systems and programs intended for joint use will establish 
working groups that fully represent the services and functions affected. CCDRs will ensure 
maximum interoperability and identify interoperability issues to the CJCS, who has overall 
responsibility for the joint interoperability program.  Other government departments and 
agencies, IGOs, and NGOs should be invited to participate in joint training and exercises 
whenever possible. 


10.  Interagency Coordination 


a.  General 


(1)  Interagency coordination is the cooperation and communication that occurs 
between departments and agencies of the USG to accomplish an objective.  Similarly, in the 
context of DOD involvement, coordination refers to coordination between elements of DOD 
and IGOs or NGOs to achieve objectives.   


(2)  CCDRs and subordinate JFCs must consider the potential requirements for 
interagency, IGO, and NGO coordination as a part of their activities within and outside of 
their operational areas.  Military operations must be coordinated, integrated, and deconflicted 
with the activities of interorganizational partners, including various HN agencies within and 
en route to and from the operational area.  Sometimes the JFC draws on the capabilities of 
other organizations, provides capabilities to other organizations, and sometimes the JFC 
merely deconflicts activities with those of others.  These same organizations may be 
involved during all phases of an operation including pre- and post-operation activities.  Roles 
and relationships among USG departments and agencies, state, tribal, and local governments, 
must be clearly understood.  Interagency coordination forges the vital link between the 
military and the diplomatic, informational, and economic instruments of national power.  
Successful interorganizational coordination helps enable the USG to build international and 
domestic support, conserve resources, and conduct coherent operations that efficiently 
achieve shared goals. 


For more information on interagency coordination, see JP 3-08, Interorganizational 
Coordination During Joint Operations. 


b.  Interagency Unity of Effort 


(1)  Achieving Unity of Effort.  Some of the techniques, procedures, and systems 
of military C2 can facilitate unity of effort if they are adjusted to the dynamic world of 
interagency coordination and different organizational cultures.  Unity of effort can only be 







Chapter II 


II-14 JP 1 


achieved through close, continuous interagency and interdepartmental coordination and 
cooperation, which are necessary to overcome discord, inadequate structure and procedures, 
incompatible communications, cultural differences, and bureaucratic and personnel 
limitations.   


(2)  Unity of Effort Guidance.  Within the USG, the NSS guides the development, 
integration, and coordination of all the instruments of national power to accomplish national 
objectives.  The NSC is the principal policymaking forum responsible for the strategic-level 
implementation of the NSS.  The NSC system is a process to coordinate executive 
departments and agencies in the effective development and implementation of those national 
security policies.  This coordination sets the stage for strategic guidance provided to the 
CCMDs, Services, and various DOD agencies and forms the foundation for operational and 
tactical level guidance.   


(3)  National Security Council.  The NSC is the principal forum for consideration 
of national security policy issues requiring Presidential determination.  The NSC advises and 
assists the President in integrating all aspects of national security policy—domestic, foreign, 
military, intelligence, and economic (in conjunction with the National Economic Council).  
Along with its subordinate committees, the NSC is the principal means for coordinating, 
developing, and implementing national security policy.  The statutory members of the NSC 
are the President, Vice President, Secretary of State, and SecDef.  The CJCS is the council’s 
statutory military advisor and the Director of National Intelligence is the council’s statutory 
intelligence advisor.  Officials from the Office of the Secretary of Defense (OSD) represent 
SecDef in NSC interagency groups.  Similarly, the CJCS, assisted by the Joint Staff, 
represents the CCDRs for interagency matters in the NSC system.  Other senior officials are 
invited to attend NSC meetings, as appropriate.  Subcommittees of the NSC include:  


(a)  NSC Principals Committee (PC).  NSC/PC is the senior (cabinet-level) 
interagency forum for considering policy issues affecting national security. 


(b)  NSC Deputies Committee (DC).  NSC/DC is the senior subcabinet 
interagency forum for considering policy issues affecting national security.  The NSC/DC 
prescribes and reviews the work of the NSC interagency groups, helps to ensure that issues 
brought before the NSC/PC or the NSC have been properly analyzed and prepared for 
decision, and oversees day-to-day crisis management and prevention.   


(c)  NSC Interagency Policy Committees (IPCs).  The main day-to-day 
forum for interagency coordination of national security policy, NSC/IPCs manage the 
development and implementation of national security policies by multiple departments and 
agencies of the USG.  NSC/IPCs provide policy analysis for the more senior committees of 
the NSC system to consider and ensure timely responses to Presidential decisions.  IPCs are 
grouped as either regional or functional. 


(d)  Regional NSC/IPCs.  Regional NSC/IPCs may be established and chaired 
by the appropriate Under or Assistant Secretary of State with responsibility for regional 
issues (e.g., Europe and Eurasia, Western Hemisphere, East Asia). 
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(e)  Functional NSC/IPCs.  NSC/IPCs, each chaired at the Under or Assistant 
Secretary level within the agency indicated, have been established for 15 various functional 
topics.  Some of them include: democracy, human rights, and international operations; 
counterterrorism and national preparedness; defense strategy, force structure, and planning 
(DOD); arms control; proliferation, counterproliferation, and HD; intelligence and 
counterintelligence; international organized crime; contingency planning; space; and 
international drug control.  


(4)  While the NSC serves as the principal forum for considering national security 
policy issues requiring Presidential determination, the HSC provides a parallel forum for 
considering unique HS matters, especially those concerning terrorism within the US. 


For more information on the NSC, see CJCSI 5715.01, Joint Staff Participation in 
Interagency Affairs, and National Security Presidential Directive-1, Organization of the 
National Security Council System. 


(5)  Homeland Security Council.  The HSC is responsible for advising and 
assisting the President with respect to all aspects of HS, and serves as the mechanism for 
ensuring coordination of HS-related activities of executive departments and agencies and 
effective development and implementation of HS policies.  Other subcommittees of the HSC 
include: 


(a)  HSC Principals Committee.  The HSC/PC is the senior (cabinet-level) 
interagency forum for HS issues. 


(b)  HSC Deputies Committee.  The HSC/DC is the senior subcabinet 
interagency forum for consideration of policy issues affecting HS.  The HSC/DC tasks and 
reviews the work of the HSC interagency groups and helps ensure that issues brought before 
the HSC/PC or HSC have been properly analyzed and prepared for action.  


(c)  HSC Interagency Policy Committees.  The main forum for interagency 
coordination of HS policy, HSC-IPCs coordinate the development and implementation of HS 
policies by multiple departments and agencies throughout the USG and coordinate those 
policies with state and local government.  HSC-IPCs provide policy analysis for 
consideration by the more senior committees of the HSC system and ensure timely responses 
to Presidential decisions.  There are 11 HSC-IPCs established for functional areas such as: 
detection, surveillance, and intelligence (intelligence and detection); plans, training, 
exercises, and evaluation (policy and plans); WMD consequence management (response and 
recovery); key asset, territorial waters and airspace, and security (protection and prevention); 
and domestic threat response and incident management (response and recovery). 


For more information on the HSC, see CJCSI 5715.01, Joint Staff Participation in 
Interagency Affairs, and Homeland Security Presidential Directive-1, Organization and 
Operations of the Homeland Security Council. 
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c.  Interagency Coordination and Integration 


(1)  The guidelines for interagency coordination ensure that all participating 
departments and agencies under appropriate authority focus their efforts on national 
objectives.  The Armed Forces of the United States have unique capabilities to offer the 
interagency community.  These include established military-to-military domestic and 
international contacts, resources (e.g., logistics) not available to nonmilitary agencies, trained 
civil affairs (CA) personnel and their assets, and responsiveness based on military training 
and readiness.  Additional unique military capabilities include C2 resources supported by 
worldwide communications and intelligence, surveillance, and reconnaissance (ISR) 
infrastructures; cyberspace capabilities; robust organizational and planning processes; 
training support for large numbers of individuals on myriad skills; and air, land, and 
maritime mobility support for intertheater or intratheater requirements.   


(2)  Interorganizational Coordination in Foreign Areas  


(a)  Interorganizational coordination in foreign areas may involve the exercise 
of USG policy regarding internationally recognized law; preexisting bilateral and multilateral 
military relationships, agreements, and arrangements managed by US embassies; treaties 
involving US defense interests, implementation of CCMD theater security cooperation 
activities; and initiatives concerning technology transfer or armaments cooperation and 
control, foreign humanitarian assistance, peace operations, or other contingencies. 


(b)  At the national level, DOS leads the effort to support interagency 
coordination overseas, forming task-oriented groups or employing the NSC system to 
organize the effort.  


(c)  The formal US interagency structure in foreign countries operates under the 
lead of the US chief of mission, normally an ambassador, and the country team and may 
include US embassy PA and cultural affairs representation.  The chief of mission is 
ordinarily the lead for interagency coordination abroad that is essentially nonmilitary in 
nature but requires military participation, with representation and control of the military 
operations provided by the JFC. 


(d)  Within an AOR, the GCC is responsible for planning and implementing 
military strategies and operations and interorganizational coordination.  Coordination 
required outside the geographic region may be supported by groups within the NSC system 
or individual USG departments and agencies, with lead for such coordination falling to the 
CCMD or the USG department or agency, depending on the circumstances.  In some 
operations, a special representative of the President or special envoy of the UN Secretary-
General may be involved. 


(3)  Domestic Interagency Coordination  


(a)  For HS-related interagency coordination that may require military 
participation in countering domestic terrorism and other support tasks, DHS has the lead.  
For HD interagency coordination, DOD will have the lead.  DHS is the primary forum for 
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coordinating executive branch efforts to detect, prepare for, prevent, protect against, respond 
to, and recover from terrorist attacks within the US.   


(b)  In domestic situations, US law and policy limit the scope and nature of 
military actions.  SecDef retains the authority to approve use of DOD resources for 
assistance to civil authorities.  For DSCA operations within the US, the Joint Staff Joint 
Director of Military Support (JDOMS) validates requests for assistance, determines what 
DOD capabilities are available to fulfill the request, and coordinates SecDef approval to use 
DOD forces.  JDOMS will normally allocate Title 10, USC, forces to United States Northern 
Command (USNORTHCOM) for operations approved by SecDef.  The National Guard has 
unique roles in domestic operations.  The National Guard in either state active duty or Title 
32, USC, status (not in federal service) is likely to be the first military force to provide 
support for an incident.  


(c)  Per the Posse Comitatus Act and DOD regulations, the US is generally 
prohibited from employing Title 10, USC, DOD forces to provide direct military 
involvement to enforce the law of the US unless expressly authorized by the Constitution or 
Congress.  For example, the President, as Commander in Chief under the Insurrection Act, 
may use the military in cases of civil disturbance and to protect USG functions and property.  
It is important to note that use of military forces in the defense of the US is not support to 
civilian law enforcement and is not subject to the prohibitions of the Posse Comitatus Act. 


(d)  In addition to coordinating with USG departments and agencies, other 
domestic participants may be involved, to include state, local, and/or tribal government 
organizations as well as the types of NGOs and IGOs that operate domestically and/or 
internationally. 


For more information on HS, HD, DSCA, and associated interagency coordination activities 
in support of these missions, see the National Strategy for Homeland Security, National 
Response Framework, DOD Strategy for Homeland Defense and Civil Support, JP 3-27, 
Homeland Defense, and JP 3-28, Civil Support. 


(4)  Command Relationships 


(a)  Command relationships preserve the primacy of civil authorities in their 
spheres of responsibility while facilitating the full utilization of military forces as permitted 
by the Constitution, law, and directives of the President.  Military commands provide 
assistance in consonance with these directives for activities conducted under the control of 
civil authorities. 


(b)  The relationship between NGOs, IGOs, and US military elements may be 
viewed as an associate or partnership relationship.  These civilian organizations do not 
operate in military or governmental hierarchies and therefore do not have formal supporting 
or supported relationships with US military forces.  However, an MOA or memorandum of 
understanding can outline agreed to relationships.  


(5)  Organizing for Interagency Coordination   
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(a)  Joint Interagency Coordination Group (JIACG).  When formed, a 
JIACG can provide the CCDR with an increased capability to collaborate with other USG 
civilian agencies and departments (see Figure II-4 for a notional JIACG structure).  The 
JIACG, an element of a CCDR’s staff, is an interagency staff group that establishes and 
enhances regular, timely, and collaborative working relationships between other 
governmental agencies’ representatives (DOS, DHS, and others) and military operational 
planners at the CCMDs.  JIACGs complement the interagency coordination that occurs at the 
national level through DOD and the NSC and HSC systems.  JIACG members participate in 
deliberate and crisis action planning.  They provide a conduit back to their parent 
organizations to help synchronize joint operations with the efforts of USG departments and 
agencies. 


(b)  A contingency and planning focused subgroup of the JIACG is the 
interagency planning cell.  The interagency planning cell can be organized or tailored to 
operate 24/7 to assist in and support interagency planning and/or coordination in crisis and/or 
contingency situations.  During such situations, an interagency planning cell will enable a 
coherent, efficient, and responsive planning and coordination effort through focused or 
targeted participation by interagency subject matter experts and dedicated agency 
representatives.  An interagency planning cell should be activated to support a CCMD’s 
campaign planning efforts, ensuring interagency issues are fully considered in mission 
analysis and COA development. 


For more information on the JIACG and the interagency planning cell, see JP 3-08, 
Interorganizational Coordination During Joint Operations. 


(6)  JTF Interagency Coordination 


(a)  There are specific policies and procedures that guide JTF interagency 
coordination.  The unique aspects of the interagency process require the JTF headquarters to 
be especially flexible, responsive, and cognizant of the capabilities of not only the JTF’s 
components, but other agencies as well.   


(b)  In contrast to the established command structure of a CCMD or JTF, NGOs 
and IGOs in the operational area may not have a defined structure for controlling activities.  
Upon identifying organizational or operational mismatches between organizations, the staff 
of the CCMD or JTF should coordinate points in the NGOs and IGOs at which liaison and 
coordinating mechanisms are appropriate. 


(c)  The civil-military operations center (CMOC) is composed of 
representatives from military, civilian, US, and multinational agencies involved in the 
operation (see Figure II-5).  An effective CMOC contributes to meeting the objectives of all 
represented agencies in a cooperative and efficient manner.  To best coordinate and 
collaborate military and civilian operations, the JTF should carefully consider where to 
locate the CMOC (i.e., proximity to the JTF command center).  


For more information on the CMOC, see JP 3-08, Interorganizational Coordination During 
Joint Operations, and JP 3-57, Civil-Military Operations. 
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Figure II-4.  Notional Joint Interagency Coordination Group Structure 
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11.  Multinational Operations  


a.  General  


(1)  International partnerships continue to underpin unified efforts to address 21st 
century challenges.  Shared principles, a common view of threats, and commitment to 
cooperation provide far greater security than the US could achieve independently.  These 
partnerships must be nurtured and developed to ensure their relevance even as new 
challenges emerge.  The ability of the US and its allies to work together to influence the 
global environment is fundamental to defeating 21st century threats.  Wherever possible, the 
US works with or through other nations, enabling allied and partner capabilities to build their 
capacity and develop mechanisms to share the risks and responsibility of today’s complex 
challenges. 


(2)  Operations conducted by forces of two or more nations are termed 
“multinational operations.”  Such operations are usually undertaken within the structure of a 
coalition or alliance.  Other possible arrangements include supervision by an IGO such as the 
UN or the Organization for Security and Co-Operation in Europe.  Other commonly used 
terms for multinational operations include allied, bilateral, or multilateral, as appropriate.  


 
Figure II-5.  Notional Composition of a Civil-Military Operations Center 
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(a)  An alliance is a relationship that results from a formal agreement (e.g., 
treaty) between two or more nations for broad, long-term objectives that further the common 
interests of the members.  Operations conducted with units from two or more allies are 
referred to as combined operations.  


(b)  A coalition is an ad hoc arrangement between two or more nations for 
common action.  Coalitions are formed by different nations with specific objectives, usually 
for a single occasion or for longer cooperation in a narrow sector of common interest.  
Operations conducted with units from two or more coalition members are referred to as 
coalition operations. 


(3)  Cultural, psychological, religious, economic, technological, informational, and 
political factors as well as transnational dangers all impact multinational operations.  Many 
contingency plans to deter or counter threats are prepared within the context of a treaty or 
alliance framework.  Sometimes they are developed in a less structured coalition framework, 
based on temporary agreements or arrangements.  Much of the information and guidance 
provided for unified action and joint operations are applicable to multinational operations.  
However, differences in laws, doctrine, organization, weapons, equipment, terminology, 
culture, politics, religion, and language within alliances and coalitions must be considered.  
Normally, each alliance or coalition develops its own plans and orders to guide multinational 
action. 


(4)  No single command structure best fits the needs of all alliances and coalitions.  
Each coalition or alliance will create the structure that best meets the objectives, political 
realities, and constraints of the participating nations.  Political considerations heavily 
influence the ultimate shape of the command structure.  However, participating nations 
should strive to achieve unity of effort for the operation to the maximum extent possible, 
with missions, tasks, responsibilities, and authorities clearly defined and understood by all 
participants.  While command relationships are well defined in US doctrine, they are not 
necessarily part of the doctrinal lexicon of nations in an alliance or coalition. 


b.  Multinational Unity of Effort.  Attaining unity of effort through unity of command 
for a multinational operation may not be politically feasible, but it should be a goal.  There 
must be a common understanding among all national forces of the overall aim of the MNF 
and the plan for its attainment.  A coordinated policy, particularly on such matters as 
multinational force commanders’ (MNFCs’) authority over national logistics (including 
infrastructure), ROE, fratricide prevention, and ISR is essential for unity of effort.  While the 
tenets discussed below cannot guarantee success, ignoring them may lead to mission failure 
due to a lack of unity of effort. 


(1)  Respect.  In assigning missions, the commander must consider that national 
honor and prestige may be as important to a contributing nation as combat capability.  All 
partners must be included in the planning process and their opinions must be sought in 
mission assignment.  Understanding, consideration, and acceptance of partner ideas are 
essential to effective communication across cultures, as are respect for each partner’s culture, 
religion, customs, history, and values.  Junior officers in command of small national 
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contingents may be the senior representatives of their government within the MNFs and, as 
such, should be treated with special consideration beyond their US equivalent rank.  


 (2)  Rapport.  US commanders and staffs should establish rapport with their 
counterparts from partner countries, as well as the MNFC.  This requires personal, direct 
relationships that only they can develop.  Good rapport between leaders will improve 
teamwork among their staffs and subordinate commanders and overall unity of effort.  


(3)  Knowledge of Partners.  US commanders and their staffs should have an 
understanding of each member of the MNF.  Much time and effort is expended in learning 
about the enemy; a similar effort is required to understand the doctrine, capabilities, strategic 
goals, culture, religion, customs, history, and values of each partner.  This will ensure the 
effective integration of multinational partners into the operation and enhance the synergistic 
effectiveness of the MNF.  


(4)  Patience.  Effective partnerships take time and attention to develop.  Diligent 
pursuit of a trusting, mutually beneficial relationship with multinational partners requires 
untiring, evenhanded patience.  This is easier to accomplish within alliances but is equally 
necessary regarding prospective multinational partners. 


(5)  Coordination.  Coordinated policy, particularly on such matters as MNFCs’ 
authority over national logistics (including infrastructure) and ISR, is required.  Coordinated 
planning for ROE, RUF, fratricide prevention, IO, communications, special weapons, source 
and employment of reserves, and timing of operations is essential for unity of effort.  Actions 
to improve interoperability and the ability to share information need to be addressed early.  
This includes an emphasis on the uses of multinational doctrine and tactics, techniques, and 
procedures; development of ISR, C2 systems, and logistic architectures; multinational 
training and exercises; and establishment of liaison structures.  Nations should exchange 
qualified liaison officers at the earliest opportunity to ensure mutual understanding and unity 
of effort. 


c.  Multinational Organizational Structure 


(1)  Organizational Structure.  The basic structures for multinational operations fall 
into one of three types: integrated, lead nation, or parallel command. 


(a)  Integrated commands have representative members from the member 
nations in the command headquarters.  Multinational commands organized under an 
integrated command help ensure the capabilities of member nations are represented and 
employed properly.  A good example of this command structure is found in the North 
American Aerospace Defense Command (NORAD) where the commander is American, the 
deputy commander is Canadian, and each of the regional commands has a commander and 
deputy commander from a different nation.  In addition, the NORAD staff is binational. 


(b)  Lead Nation Command Structure.  A lead nation command structure exists 
when all member nations place their forces under the control of one nation.  The lead nation 
command can be distinguished by a dominant lead nation command and staff arrangement 
with subordinate elements retaining strict national integrity.   
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(c)  Parallel Command Structures.  Under a parallel command structure, no 
single force commander is designated.  The MNF leadership must develop a means for 
coordination among the participants to attain unity of effort.  This can be accomplished 
through the use of coordination centers.  Nonetheless, because of the absence of a single 
MNFC, the use of a parallel command structure should be avoided if possible.  


(2)  Regardless of how the MNF is organized operationally, each nation furnishing 
forces normally establishes a national component, often called a national command element, 
to ensure effective administration of its forces.  The national component provides a means to 
administer and support the national forces, coordinate communication to the parent nation, 
tender national military views and recommendations directly to the MNFC, facilitate the 
assignment and reassignment of national forces to subordinate operational multinational 
organizations, and maintain personnel accountability.  In an administrative role, these 
national components are similar to a Service component command at the unified CCMD 
level in a US joint organization.  The logistic support element of this component is referred 
to as the national support element. 


d.  Command and Control of US Forces in Multinational Operations.  Although 
nations will often participate in multinational operations, they rarely, if ever, relinquish 
national command of their forces.  As such, forces participating in a multinational operation 
will always have at least two distinct chains of command: a national chain of command and a 
multinational chain of command (see Figure II-6). 


(1)  National Command.  The President retains and cannot relinquish national 
command authority over US forces.  National command includes the authority and 
responsibility for organizing, directing, coordinating, controlling, planning employment, and 
protecting military forces.  The President also has the authority to terminate US participation 
in multinational operations at any time.  


(2)  Multinational Command.  Command authority for an MNFC is normally 
negotiated between the participating nations and can vary from nation to nation.  Command 
authority will be specified in the implementing agreements and may include aspects of 
OPCON and/or TACON, as well as support relationships and coordinating authority.  A 
clear and common understanding of what authorities are specified in the implementing 
agreement is essential to operations.  This is particularly important when similar terms have 
different meanings to the various participants. For example, both the US and North Atlantic 
Treaty Organization (NATO) use the term operational control and the acronym OPCON, but 
the authorities of US OPCON are more encompassing than the authorities of NATO 
OPCON. Commanders and forces must be aware of which authorities are specified.    


(a)  Operational Control.  While the President cannot relinquish command 
authority, in some multinational environments it might be prudent or advantageous to place 
appropriate US forces under the OPCON of an MNFC to achieve specified military 
objectives.  In making this decision, the President carefully considers such factors as 
mission, size of the proposed US force, risks involved, anticipated duration, and ROE.  
Normally, OPCON of US forces is assigned only for a specific timeframe or mission and 
includes the authority to assign tasks to US forces already deployed by the President and to 
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US units led by US officers.  US commanders will maintain the capability to report to higher 
US military authorities in addition to MNFCs.  For matters perceived as illegal under US or 
international law, or outside the mandate of the mission to which the President has agreed, 
US commanders will first attempt resolution with the appropriate foreign MNFC.  If issues 
remain unresolved, the US commanders refer the matters to higher US authorities. 


1.  Within the limits of OPCON, an MNFC cannot change the mission or 
deploy US forces outside the operational area agreed to by the President.  Nor may the 
MNFC separate units, divide their supplies, administer discipline, promote anyone, or 
change the US force’s internal organization. 


2.  Other MNF participants will normally exercise national or multinational 
command over their own forces on behalf of their governments. 


(b)  Tactical Control.  TACON is another form of command authority exercised 
during multinational operations.  It provides for the detailed (and usually local) direction and 
control of movements or maneuvers necessary to accomplish the missions or tasks assigned.  


 
Figure II-6.  Notional Multinational Command Structure 
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The commander of the parent unit continues to exercise OPCON and ADCON over that unit 
unless otherwise specified in the establishing directive. 


(c)  Support.  Supporting relationships may also be established among 
participating forces in multinational operations.  US force commanders must be apprised of 
the opportunities, limitations, and/or conditions under which logistic support may be 
provided to forces of other nations. 


(d)  Coordinating Authority.  In many cases, coordinating authority may be the 
only acceptable means of accomplishing a multinational mission.  Coordinating authority is a 
consultation relationship between commanders, not an authority by which C2 may be 
exercised.  Normally, it is more applicable to planning than to operations.  Use of 
coordinating authority requires agreement among participants, as the commander exercising 
coordinating authority does not have the authority to resolve disputes.  For this reason, its 
use during operations should be limited. 


For further details concerning multinational operations, refer to JP 3-0, Joint Operations; JP 
3-16, Multinational Operations; and the NATO series of allied joint doctrine publications. 
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CHAPTER III 
FUNCTIONS OF THE DEPARTMENT OF DEFENSE AND  


ITS MAJOR COMPONENTS 


SECTION A.  DEPARTMENT OF DEFENSE 


1.  General 


Unified action in carrying out the military component of NSS is accomplished through 
an organized defense framework.  This chapter describes the components and their functions 
within that framework. 


2.  Organizations in the Department of Defense 


a.  Responsibility.  SecDef is the principal assistant to the President in all matters 
relating to DOD.  All functions in DOD and its component agencies are performed under the 
authority, direction, and control of SecDef. 


b.  DOD is composed of OSD, the Military Departments, the Joint Chiefs of Staff (JCS), 
the Joint Staff, the CCMDs, the Inspector General, agencies/bureaus, field activities, and 
such other offices, and commands established or designated by law, by the President, or by 
SecDef.  The functions of the heads of these offices shall be as assigned by SecDef according 
to existing law. 


3.  Functions of the Department of Defense 


As prescribed by higher authority, DOD will maintain and employ Armed Forces to:  


a.  Support and defend the Constitution of the US against all enemies, foreign and 
domestic. 


b.  Ensure, by timely and effective military action, the security of the US, its territories, 
and areas vital to its interest. 


c.  Uphold and advance the national policies and interests of the US. 


“It is a matter of record that the strategic direction of the war, as conducted by the 
Joint Chiefs of Staff, was fully as successful as were the operations which they 
directed…The proposals or the convictions of no one member were as sound, or 
as promising of success, as the united judgments and agreed decisions of all the 
members.” 


Ernest J. King 
Fleet Admiral 


The US Navy at War, 1945 
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4.  Functions and Responsibilities Within the Department of Defense 


a.  The functions and responsibilities assigned to the Secretaries of the Military 
Departments, the Services, the JCS, the Joint Staff, and the CCMDs are carried out in such a 
manner as to achieve the following: 


(1)  Provide the best military advice to the President and SecDef. 


(2)  Effective strategic direction of the Armed Forces. 


(3)  Employment of the Armed Forces as a joint force. 


(4)  Integration of the Armed Forces into an effective and efficient team. 


(5)  Prevention of unnecessary duplication or overlapping capabilities among the 
Services by using personnel, intelligence, facilities, equipment, supplies, and services of all 
Services such that military effectiveness and economy of resources will thereby be increased. 


(6)  Coordination of Armed Forces operations to promote efficiency and economy 
and to prevent gaps in responsibility. 


(7)  Effective multinational operations and interagency, IGO, and NGO 
coordination. 


b.  Development of Major Force Requirements.  Major force requirements to fulfill 
any specific primary function of an individual Service must be justified on the basis of 
existing or predicted need as recommended by the CJCS, in coordination with the JCS and 
CCDRs, and as approved by SecDef. 


c.  Exceptions to Primary Responsibilities.  The development of special weapons and 
equipment and the provision of training equipment required by each of the Services are the 
responsibilities of the individual Service concerned unless otherwise directed by SecDef. 


d.  Responsibility of a Service Chief on Disagreements Related to That Service’s 
Primary Functions.  Each Service Chief is responsible for presenting to the CJCS any 
disagreement within the field of that Service’s primary functions that has not been resolved.  
Any Service Chief  may present unilaterally any issue of disagreement with another Service. 


5.  Executive Agents 


a.  SecDef or Deputy Secretary of Defense may designate a DOD executive agent (EA) 
and assign associated responsibilities, functions, and authorities within DOD.  The head of a 
DOD component may be designated as a DOD EA.  The DOD EA may delegate to a 
subordinate designee within that official’s component the authority to act on that official’s 
behalf for those DOD EA responsibilities, functions, and authorities assigned by SecDef or 
Deputy Secretary of Defense.  Designation as EA confers no authority.  The exact nature and 
scope of the DOD EA responsibilities, functions, and authorities shall be prescribed in the 
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EA appointing document at the time of assignment and remain in effect until SecDef or 
Deputy Secretary of Defense revokes or supersedes them.   


b.   Responsibilities of an EA are established in DODD 5101.1, Department of Defense 
Executive Agent, and specific DODDs on specific EAs.  Responsibilities of an EA include 
the following: 


(1)  Implement and comply with the relevant policies and directives of SecDef. 


(2)  Ensure proper coordination among Military Departments, the CCMDs, the JCS, 
the Joint Staff, the OSD, and DOD agencies and field activities. 


(3)  Issue directives to other DOD components and take action on behalf of SecDef. 


(4)  Make recommendations to SecDef for actions regarding the activity for which 
the EA was designated, including the manner and timing for dissolution of these 
responsibilities and duties. 


(5)  Perform such other duties and observe such limitations as set forth in the 
directive. 


SECTION B.  JOINT CHIEFS OF STAFF 


6.  Composition and Functions 


a.  The JCS consists of the CJCS; the Vice Chairman of the Joint Chiefs of Staff 
(VCJCS); the Chief of Staff, US Army; the Chief of Naval Operations; the Chief of Staff, US 
Air Force; the Commandant of the Marine Corps, and the CNGB.  The Joint Staff supports 
the JCS and constitutes the immediate military staff of SecDef. 


b.  The CJCS is the principal military advisor to the President, NSC, HSC, and SecDef. 


c.  The other members of the JCS are military advisors to the President, NSC, HSC, and 
SecDef as specified below. 


(1)  A member of the JCS may submit to the CJCS advice or an opinion in 
disagreement with, or in addition to, the advice or opinion presented by the CJCS.  If a 
member submits such advice or opinion, the CJCS shall present that advice or opinion to the 
President, NSC, or SecDef at the same time that he presents his own advice.  The CJCS shall 
also, as he considers appropriate, inform the President, the NSC, or SecDef of the range of 
military advice and opinion with respect to any matter. 


(2)  The members of the JCS, individually or collectively, in their capacity as 
military advisors, shall provide advice on a particular matter when the President, NSC, HSC, 
or SecDef request such advice. 


d.  To the extent it does not impair independence in the performance of duties as a 
member of the JCS, Military Department Secretaries will inform their respective Service 
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Chiefs regarding military advice rendered by members of the JCS on matters affecting their 
Military Departments. 


e.  The duties of the Service Chiefs and the CNGB as members of the JCS take 
precedence over all their other duties. 


f.  After first informing SecDef, a member of the JCS may make such recommendations 
to Congress relating to DOD as the member may consider appropriate. 


g.  When there is a vacancy, absence, or disability in the office of the CJCS, the VCJCS 
acts as and performs the duties of the CJCS until a successor is appointed or the absence or 
disability ceases. 


h.  When there is a vacancy in the offices of both the CJCS and VCJCS, or when there is 
a vacancy in one such office and in the absence or disability of the officer holding the other, 
the President will designate another member of the JCS to act as and perform the duties of 
the CJCS until a successor to the CJCS or VCJCS is appointed or the absence or disability of 
the CJCS or VCJCS ceases. 


i.  The Commandant of the Coast Guard may be invited by the CJCS or the Service 
Chiefs to participate in meetings or to discuss matters of mutual interest to the Coast Guard 
and the other Services. 


7.  Chairman of the Joint Chiefs of Staff 


a.  The CJCS is appointed by the President, with the advice and consent of the Senate, 
from the officers of the regular component of the United States Armed Forces. 


b.  The CJCS arranges for military advice, as appropriate, to be provided to all offices of 
SecDef. 


c.  While holding office, the CJCS outranks all other officers of the Armed Forces.  The 
CJCS, however, may not exercise military command over the CCDRs, JCS, or any of the 
Armed Forces. 


d.  Subject to the authority, direction, and control of SecDef, the CJCS serves as the 
spokesman for the CCDRs, especially on the operational requirements of their commands.  
CCDRs will send their reports to the CJCS, who will review and forward the reports as 
appropriate to SecDef, subject to the direction of SecDef, so that the CJCS may better 
incorporate the views of CCDRs in advice to the President, the NSC, and SecDef.  The CJCS 
also communicates the CCDRs’ requirements to other elements of DOD. 


e.  The CJCS assists the President and SecDef in providing for the strategic direction of 
the Armed Forces.  The CJCS transmits orders to the CCDRs as directed by the President or 
SecDef and coordinates all communications in matters of joint interest addressed to the 
CCDRs. 


(1)  Develop and prepare strategic and deliberate plans. 
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(2)  Advise on requirements, programs, and budget. 


(3)  Develop and establish doctrine, training, and education. 


(4)  Other matters. 


(a)  Provide for representation of the US on the Military Staff Committee of the 
UN in accordance with the USG law and policy. 


(b)  Perform such other duties as may be prescribed by law or by the President 
or SecDef. 


(c)  Conduct assessments and submit reports and budgets of the nature and 
magnitude of the strategic and military risks associated with executing the missions called 
for under the current NMS. 


(d)  Participate, as directed, in the preparation of multinational plans for 
military action in conjunction with the armed forces of other nations. 


(e)  Manage, for SecDef, the National Military Command System (NMCS), to 
meet the needs of SecDef and the JCS and establish operational policies and procedures for 
all components of the NMCS and ensure their implementation. 


(f)  Provide overall supervision of those DOD agencies and DOD field 
activities assigned to the CJCS by SecDef.  Advise SecDef on the extent to which the 
program recommendations and budget proposals of a DOD agency or DOD field activity 
(DCMA, DISA, DIA, DLA, Missile Defense Agency, NGA, NSA, DTRA, and any other 
DOD agency designated as a CSA by SecDef), for which the CJCS has been assigned overall 
supervision, conform with the requirements of the Military Departments and of the CCMDs.  


For further guidance on the CJCS functions, refer to Title 10, USC, Section 153. 


8.  Vice Chairman of the Joint Chiefs of Staff 


a.  The VCJCS is appointed by the President, by and with the advice and consent of the 
Senate, from the officers of the regular components of the United States Armed Forces. 


b.  The VCJCS holds the grade of general or admiral and outranks all other officers of 
the Armed Forces except the CJCS.  The VCJCS may not exercise military command over 
the JCS, the CCDRs, or any of the Armed Forces. 


c.  The VCJCS performs the duties prescribed as a member of the JCS and such other 
duties and functions as may be prescribed by the CJCS with the approval of SecDef. 


d.  When there is a vacancy in the office of the CJCS, or in the absence or disability of 
the CJCS, the VCJCS acts as and performs the duties of the CJCS until a successor is 
appointed or the absence or disability ceases. 
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e.  The VCJCS is a member of the Joint Nuclear Weapons Council, is the Vice 
Chairman of the Defense Acquisition Board, and may be designated by the CJCS to act as 
the Chairman of the Joint Requirements Oversight Council (JROC). 


9.  Joint Staff 


a.  The Joint Staff is under the exclusive authority, direction, and control of the CJCS.  
The Joint Staff will perform duties using procedures that the CJCS prescribes to assist the 
CJCS and the other members of the JCS in carrying out their responsibilities. 


b.  The Joint Staff includes officers selected in proportional numbers from the Army, 
Marine Corps, Navy, and Air Force.  Coast Guard officers may also serve on the Joint Staff. 


c.  Selection of officers to serve on the Joint Staff is made by the CJCS from a list of 
officers submitted by the Services.  Each officer whose name is submitted must be among 
those officers considered to be the most outstanding officers of that Service.  The CJCS may 
specify the number of officers to be included on such a list. 


d.  After coordination with the other members of the JCS and with the approval of 
SecDef, the CJCS may select a Director, Joint Staff. 


e.  The CJCS manages the Joint Staff and its Director. 


f.  Per Title 10, USC, Section 155, the Joint Staff will not operate or be organized as an 
overall Armed Forces general staff and will have no executive authority.  The Joint Staff is 
organized and operates along conventional staff lines to support the CJCS and the other 
members of the JCS in discharging their assigned responsibilities.  In addition, the Joint Staff 
is the focal point for the CJCS to ensure that comments and concerns of the CCDRs and 
CSAs are well represented and advocated during all levels of coordination. 


SECTION C.  MILITARY DEPARTMENTS AND SERVICES 


10.  Common Functions of the Services and the United States Special Operations 
Command 


a.  Subject to the authority, direction, and control of SecDef and subject to the provisions 
of Title 10, USC, the Army, Marine Corps, Navy, and Air Force, under their respective 
Secretaries, are responsible for the functions prescribed in detail in DODD 5100.01, 
Functions of the Department of Defense and Its Major Components.  Specific Service 
functions also are delineated in that directive. 


b.  USSOCOM is unique among the CCMDs in that it performs certain Service-like 
functions (in areas unique to SO) (Title 10, USC, Sections 161 and 167), including the 
following: 


(1)  Organize, train, equip, and provide combat-ready SOF to the other CCMDs and, 
when directed by the President or SecDef, conduct selected SO, usually in coordination with 
the GCC in whose AOR the SO will be conducted.  USSOCOM’s role in equipping and 
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supplying SOF is generally limited to SO-peculiar equipment, materiel, supplies, and 
services. 


(2)  Develop strategy, doctrine, and tactics, techniques, and procedures for the 
conduct of SO, to include military information support operations (MISO) and CA forces.  
(Note:  Joint doctrine is developed under the procedures approved by the CJCS.) 


(3)  Prepare and submit to SecDef program recommendations and budget proposals 
for SOF and other forces assigned to USSOCOM. 


For additional information on SO, refer to JP 3-05, Special Operations.  


SECTION D.  COMBATANT COMMANDERS 


11.  General 


a.  GCCs are assigned a geographic AOR by the President with the advice of SecDef as 
specified in the UCP.  Geographic AORs provide a basis for coordination by CCDRs.  GCCs 
are responsible for the missions in their AOR, unless otherwise directed.   


b.  FCCs have transregional responsibilities and are normally supporting CCDRs to the 
GCC’s activities in their AOR.  FCCs may conduct operations as directed by the President or 
SecDef, in coordination with the GCC in whose AOR the operation will be conducted.  The 
FCC may be designated by SecDef as the supported CCDR for an operation.  The 
implementing order directing an FCC to conduct operations within a GCC’s AOR will 
specify the CCDR responsible for mission planning and execution and appropriate command 
relationships.   


c.  Unless otherwise directed by the President or SecDef, the authority, direction, and 
control of the commander of a CCMD, with respect to the commands and the forces assigned 
to that command, are specified by law in Title 10, USC, Section 164.  If a CCDR at any time 
considers the authority, direction, or control with respect to any of the commands or forces 
assigned to the CCDRs command to be insufficient to command effectively, the CCDR will 
promptly inform SecDef through the CJCS.   


d.  Global Synchronizer.  SecDef or Deputy Secretary of Defense may assign a CCDR 
global synchronizer responsibilities.  A global synchronizer is the CCDR responsible for the 
alignment of specified planning and related activities of other CCMDs, Services, DOD 
agencies and activities, and as directed, appropriate USG departments and agencies within an 
established, common framework to facilitate coordinated and decentralized execution across 
geographic and other boundaries.  The global synchronizer’s role is to align and harmonize 
plans and recommend sequencing of actions to achieve the strategic end states and objectives 
of a GCP. 


e.  The authority that CCDRs and Service Secretaries (when operating as force providers 
as designated by SecDef) may exercise over assigned RC forces when not on active duty or 
when on active duty for training is known as training and readiness oversight (TRO).  See 
Department of Defense Instruction (DODI) 1215.06, Uniform Reserve, Training, and 
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Retirement Categories, and Chapter V, “Joint Command and Control,” Paragraph 10, 
“Command of National Guard and Reserve Forces.”  


12.  Geographic Combatant Command Responsibilities 


a.  Based on the President’s UCP, the Commanders, US Central Command, USEUCOM, 
United States Pacific Command (USPACOM), US Southern Command, US Africa 
Command, and USNORTHCOM, are each assigned a geographic AOR within which their 
missions are accomplished with assigned and/or attached forces.  Forces under the direction 
of the President or SecDef may conduct operations from or within any geographic area as 
required for accomplishing assigned tasks, as mutually agreed by the CCDRs concerned or 
as specifically directed by the President or SecDef.  Some responsibilities of these GCCs are 
to: 


(1)  Detect, deter, and prevent attacks against the US, its territories and bases, and 
employ appropriate force should deterrence fail. 


(2)  Carry out assigned missions and tasks, and plan for and execute military 
operations, as directed. 


(3)  Assign tasks to and direct coordination among subordinate commands. 


(4)  Maintain the security of and carry out force protection and personnel recovery 
responsibilities for the command, including assigned or attached commands, forces, and 
assets. 


(5)  Plan, conduct, and assess security cooperation activities. 


(6)  Plan and, as appropriate, conduct evacuation and protection of US citizens and 
nationals and designated other persons. 


(7)  Provide US military representation to international and US national agencies 
unless otherwise directed. 


(8)  Provide the single point of contact on military matters within the AOR.  


b.  The Commander, United States Northern Command (CDRUSNORTHCOM), is 
responsible for: 


(1)  Providing support to civil authorities, as directed. 


(2)  Providing chemical, biological, radiological, and nuclear consequence 
management (CBRN CM)  assistance and support to US and allied partner authorities, as 
directed, within US territories and protectorates and the USNORTHCOM AOR. 


(3)  CDRUSNORTHCOM is also designated the Commander, US Element, 
NORAD, and will be designated Commander or Deputy Commander of NORAD.  A 
binational command of the US and Canada, NORAD is responsible for aerospace warning 







 Functions of the Department of Defense and Its Major Components 


III-9 


and control and maritime warning for Canada, Alaska, Puerto Rico, the US Virgin Islands, 
the continental US, the air defense identification zone, and the air and maritime approaches.  
Through NORAD, the commander answers to both the US and Canadian governments. 


(4)  Planning, organizing, and as directed, executing HD operations within the 
USNORTHCOM AOR in concert with missions performed by Commander, NORAD. 


(5)  Synchronizing planning for DOD efforts in support of the USG response to 
pandemic influenza. 


c.  The Commander, USPACOM, is responsible for:   


(1)  Providing support to civil authorities, as directed.  


(2)  Providing CBRN CM assistance and support to US and allied partner 
authorities, as directed, within US territories and protectorates and the USPACOM AOR. 


(3)  Planning, organizing, and as directed, executing HD operations within the 
USPACOM AOR.  


(4)  Synchronizing planning for DOD efforts in support of the USG response to 
pandemic influenza and infectious disease. 


13.  Functional Combatant Command Responsibilities 


a.  CDRUSSOCOM is an FCC who exercises COCOM of all assigned AC and 
mobilized RC SOF minus US Army Reserve CA and MISO forces.  When directed, 
CDRUSSOCOM provides US-based SOF to a GCC who exercises COCOM of assigned and 
OPCON of attached SOF through a commander of a theater SO command or a joint SO task 
force in a specific operational area or to prosecute SO in support of a theater campaign or 
other operations.  SOF are those forces identified in Title 10, USC, Section 167, or those 
units or forces that have since been designated as SOF by SecDef, and they are those AC and 
RC forces of the Services specifically organized, trained, and equipped to conduct and 
support SO.  When directed, CDRUSSOCOM can establish and employ a JTF as the 
supported commander.  In addition to functions specified in Title 10, USC, Section 167, 
CDRUSSOCOM is responsible to:  


(1)  Serve as the SOF joint force provider.  


(2)  Integrate and coordinate DOD MISO capabilities to enhance interoperability 
and support US Strategic Command’s IO responsibilities and other CCDRs’ MISO planning 
and execution. 


(3)  Synchronize planning for global operations against terrorist networks in 
coordination with other CCDRs, the Services, and as directed, appropriate USG departments 
and agencies. 
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(4)  Train SO force, including developing recommendations to the CJCS regarding 
strategy, doctrine, tactics, techniques, and procedures for the joint employment of SOF. 


b.  The Commander, US Strategic Command, is an FCC who is responsible to: 


(1)  Maintain primary responsibility among CCDRs to support the national 
objective of strategic deterrence.  


(2)  Provide integrated global strike planning and C2 support of theater and national 
objectives and exercising C2 of selected missions as directed. 


(3)  Synchronize planning for global missile defense in coordination with other 
CCDRs, the Services, and as directed, appropriate USG departments and agencies. 


(4)  Plan, integrate, and coordinate ISR in support of strategic and global operations. 


(5)  Provide planning, training, and contingent electronic warfare support. 


(6)  Synchronize planning for DOD combating WMD efforts in coordination with 
other CCDRs, the Services, and as directed, appropriate USG departments and agencies.   


(7)  Plan and conduct space operations. 


(8)  Synchronize planning for cyberspace operations. 


(9)  Provide in-depth analysis and precision targeting for selected networks and 
nodes. 


c.  The Commander, US Transportation Command, is an FCC who is responsible to:  
 


(1)  Provide common-user and commercial air, land, and maritime transportation, 
terminal management, and aerial refueling to support global deployment, employment, 
sustainment, and redeployment of US forces. 


(2)  Serve as the mobility joint force provider. 


(3)  Provide DOD global patient movement, in coordination with GCCs, through the 
Defense Transportation Network. 


(4)  Serve as the Distribution Process Owner.  Synchronize planning for global 
distribution operations in coordination with other CCMDs, the Services, and as directed, 
appropriate government departments and agencies. 


For further detail concerning CCDRs’ assigned responsibilities, refer to the UCP. 


14.  Statutory Command Authority 


Title 10, USC, Section 164, outlines seven command functions of CCDRs.  The 
functions are shown in Figure III-1. 
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15.  Authority Over Subordinate Commanders 


Unless otherwise directed by the President or SecDef, commanders of the CCMDs 
exercise authority over subordinate commanders as follows: 


a.  Commanders of commands and forces assigned to a CCDR are under the authority, 
direction, and control of, and are responsible to, the CCDR on all matters for which the 
CCDR has been assigned authority under Section 164, subsection (c) of Title 10, USC. 


b.  The commander of a command or force assigned to a CCDR will communicate with 
other elements of DOD on any matter for which the commander of the CCMD has been 
assigned authority in accordance with procedures, if any, established by the CCDR. 


c.  Other elements of DOD will communicate with the commander of a command or 
force referred to in Paragraph a. above on any matter for which the CCDR has been assigned 
authority under Section 164, subsection (c) of Title 10, USC, in accordance with procedures, 
if any, established by the CCDR. 


d.  If directed by the CCDR, the commander of a command or force referred to in 
Paragraph a. above shall advise the CCDR of all communications to and from other elements 
of DOD on any matter for which the commander of the CCMD has not been assigned 
authority under Section 164, subsection (c) of Title 10, USC. 


e.  Commanders of commands and forces assigned to a CCDR with bilateral or 
multilateral planning requirements coordinate operation planning efforts with that CCDR, in 
order to synchronize that plan with the CCDR’s campaign plans and regional strategy. 


 
Figure III-1.  Command Functions of a Combatant Commander 


Command Functions of a Combatant Commander























Giving authoritative direction to subordinate commands and forces necessary to carry 
out missions assigned to the command, including authoritative direction over all 
aspects of military operations, joint training, and logistics.


Prescribing the chain of command to the commands and forces within the command.


Organizing commands and forces within that command as necessary to carry out 
missions assigned to the command.


Employing forces within that command as necessary to carry out missions assigned to 
the command.


Assigning command functions to subordinate commanders.


Coordinating and approving those aspects of administration, support (including control 
of resources and equipment, internal organization, and training), and discipline 
necessary to carry out missions assigned to the command.


Exercising the authority with respect to selecting subordinate commanders, selecting 
combatant command staff, suspending subordinates, and convening courts-martial as 
delineated in Title 10, US Code, Section 164.
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16.  Department of Defense Agencies 


DOD agencies are organizational entities of DOD established by SecDef under Title 10, 
USC, to perform a supply or service activity common to more than one Military Department. 


For more information on DOD agencies, see DODD 3000.06, Combat Support Agencies. 
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CHAPTER IV 
JOINT COMMAND ORGANIZATIONS 


SECTION A.  ESTABLISHING UNIFIED AND  
SUBORDINATE JOINT COMMANDS 


1.  General 


Joint forces are established at three levels: unified CCMDs, subordinate unified 
commands, and JTFs. 


a.  Authority to Establish.  In accordance with the National Security Act of 1947 and 
Title 10, USC, and as described in the UCP, CCMDs are established by the President, 
through SecDef, with the advice and assistance of the CJCS.  Commanders of unified 
CCMDs may establish subordinate unified commands when so authorized by SecDef 
through the CJCS.  JTFs can be established by SecDef, a CCDR, subordinate unified 
commander, or an existing JTF commander. 


b.  Basis for Establishing Joint Forces.  Joint forces can be established on either a 
geographic area or functional basis. 


(1)  Geographic Area.  Establishing a joint force on a geographic area basis is the 
most common method to assign responsibility for continuing operations.  The title of the 
areas and their delineation are prescribed in the establishing directive.  Note:  Only GCCs are 
assigned AORs.  GCCs normally assign subordinate commanders an operational area from 
within their assigned AOR. 


For further information on operational areas, refer to JP 3-0, Joint Operations. 


(a)  The UCP contains descriptions of the geographic boundaries assigned to 
GCCs.  These geographic AORs do not restrict accomplishment of assigned missions; 
CCDRs may operate forces wherever required to accomplish their missions.  The UCP 
provides that, unless otherwise directed by SecDef, when significant operations overlap the 
boundaries of two GCCs’ AORs, a JTF will be formed.  Command of this JTF will be 
determined by SecDef and forces transferred to the JTF commander through a CCDR, 
including delegation of appropriate command authority over those forces. 


(b)  Each GCC and subordinate JFC will be kept apprised of the presence, 
mission, movement, and duration of stay of transient forces within the operational area.  The 
subordinate JFC also will be apprised of the command channels under which these transient 
forces will function.  The authority directing movement or permanent location of transient 
forces is responsible for providing this information. 


“…success rests in the vision, the leadership, the skill and the judgment of the 
professionals making up command and staff groups…” 


Dwight D. Eisenhower 
Crusade in Europe, 1948
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(c)  Forces not assigned or attached to a GCC or attached to a subordinate JFC 
often are assigned missions that require them to cross boundaries.  In such cases, it is the 
duty of the JFC to assist the operations of these transient forces to the extent of existing 
capabilities and consistent with other assigned missions.  The JFC may be assigned specific 
responsibilities with respect to installations or activities exempted from their control, such as 
logistic support or area defense, particularly if adversary forces should traverse the 
operational area to attack the exempted installation or activity.  GCC force protection 
policies take precedence over all force protection policies or programs of any other DOD 
component deployed in that GCC’s AOR and not under the security responsibility of DOS.  
The GCC or a designated representative (e.g., a JTF or component commander) shall 
delineate the force protection measures for all DOD personnel not under the responsibility of 
DOS. 


(d)  Transient forces within the assigned AOR of a CCDR are subject to that 
CCDR’s orders in some instances (e.g., for coordination of emergency defense, force 
protection, or allocation of local facilities).   


(2)  Functional.  Sometimes a joint force based solely on military functions without 
respect to a specific geographic region is more suitable to fix responsibility for certain types 
of continuing operations (e.g., the unified CCMDs for transportation, SO, and strategic 
operations).  The commander of a joint force established on a functional basis is assigned a 
functional responsibility by the establishing authority. 


(a)  When defining functional responsibilities, the focus should be on the 
mission and objective(s) or service provided.  The title of the functional responsibility and its 
delineation are prescribed in the establishing directive. 


(b)  The missions or tasks assigned to the commander of a functional command 
may require that certain installations and activities of that commander be exempt, partially or 
wholly, from the command authority of a GCC in whose area they are located or within 
which they operate.  Such exemptions must be specified by the authority that establishes the 
functional command.  Such exemptions do not relieve the commanders of functional 
commands of the responsibility to coordinate with the affected GCC. 


c.  Organizing Joint Forces.  A JFC has the authority to organize assigned or attached 
forces with specification of OPCON to best accomplish the assigned mission based on his 
intent, the CONOPS, and consideration of Service organizations (see Figure IV-1).  The 
organization should be sufficiently flexible to meet the planned phases of the contemplated 
operations and any development that may necessitate a change in plan.  The JFC will 
establish subordinate commands, assign responsibilities, establish or delegate appropriate 
command relationships, and establish coordinating instructions for the component 
commanders.  Sound organization should provide for unity of command, centralized 
planning and direction, and decentralized execution.  Unity of effort is necessary for 
effectiveness and efficiency.  Centralized planning and direction is essential for controlling 
and coordinating the efforts of the forces.  Decentralized execution is essential because no 
one commander can control the detailed actions of a large number of units or individuals.  
When organizing joint forces with MNFs, simplicity and clarity are critical.  Complex or 
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unclear command relationships or organization are counterproductive to developing synergy 
among MNFs. 


(1)  The composition of the JFC’s staff will reflect the composition of the joint force 
to ensure that those responsible for employing joint forces have a thorough knowledge of the 
capabilities and limitations of assigned or attached forces. 


(2)  All joint forces include Service components, because administrative and logistic 
support for joint forces are provided through Service components.  Service forces may be 
assigned or attached to subordinate joint forces without the formal creation of a respective 
Service component command of that joint force.  In the absence of a formally designated 
Service component commander, the senior  Service commander assigned or attached to the 


 
Figure IV-1.  Possible Components in a Joint Force 
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subordinate JFC will accomplish Service ADCON.  This relationship is appropriate when 
stability, continuity, economy, ease of long-range planning, and the scope of operations 
dictate organizational integrity of Service forces for conducting operations. 


See Paragraph 8, “Service Component Commands,” for more information on Service 
component commands. 


(3)  The JFC can establish functional component commands to conduct operations.  
Functional component commands are appropriate when forces from two or more Military 
Departments must operate within the same mission area or physical domain or there is a need 
to accomplish a distinct aspect of the assigned mission.  Joint force land, air, maritime, and 
SO component commanders are examples of functional components.  (Note:  Functional 
component commanders are component commanders of a joint force and do not constitute a 
“joint force command” with the authorities and responsibilities of a JFC, even when 
employing forces from two or more Military Departments.)  When a functional component 
command employs forces from more than one Service, the functional component 
commander’s staff should include Service representatives from each of the employed Service 
forces to aid in understanding those Service capabilities and maximizing the effective 
employment of Service forces.  Joint staff billets for needed expertise and individuals to fill 
those billets should be identified.  Those individuals should be used when the functional 
component command is formed for exercises, contingency planning, or actual operations. 


See Paragraph 9, “Functional Component Commands,” for more information on functional 
component commands. 


(4)  Normally, joint forces are organized with a combination of Service and 
functional component commands with operational responsibilities.  Joint forces organized 
with Army, Marine Corps, Navy, and Air Force components may have SOF (if assigned) 
organized as a functional component.  The JFC defines the authority, command 
relationships, and responsibilities of the Service and functional component commanders; 
however, the Service responsibilities (i.e., administrative and logistics) of the components 
must be given due consideration by the JFC. 


(5)  The JFC has full authority to assign missions, redirect efforts, and direct 
coordination among subordinate commanders.  JFCs should allow Service tactical and 
operational assets and groupings to function generally as they were designed and organized 
(e.g., carrier strike group; Marine air-ground task force [MAGTF]; US Air Force air and 
space expeditionary task forces; US Army corps, divisions, brigade combat teams; and SO 
JTF).  The intent is to meet the needs of the JFC while maintaining the tactical and 
operational integrity of the Service organizations.  The following policy for C2 of United 
States Marine Corps tactical air (TACAIR) recognizes this and deals with MAGTF aviation 
during sustained operations ashore. 


(a)  The MAGTF commander will retain OPCON of organic air assets.  The 
primary mission of the MAGTF aviation combat element is the support of the MAGTF 
ground combat element.  During joint operations, the MAGTF air assets normally will be in 
support of the MAGTF mission.  The MAGTF commander will make sorties available to the 
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JFC, for tasking through the joint force air component commander (JFACC), for air defense, 
long-range interdiction, and long-range reconnaissance.  Sorties in excess of MAGTF direct 
support requirements will be provided to the JFC for tasking through the JFACC for the 
support of other components of the joint force or the joint force as a whole.   


(b)  Nothing herein shall infringe on the authority of the GCC or subordinate 
JFC in the exercise of OPCON to assign missions, redirect efforts (e.g., the reapportionment 
and/or reallocation of any MAGTF TACAIR sorties when it has been determined by the JFC 
that they are required for higher priority missions), and direct coordination among the 
subordinate commanders to ensure unity of effort in accomplishment of the overall mission, 
or to maintain integrity of the force. 


2.  Unified Combatant Command 


a.  Criteria for Establishing a Unified Combatant Command.  A unified CCMD is a 
command with broad continuing missions under a single commander and composed of 
significant assigned components of two or more Military Departments that is established and 
so designated by the President through SecDef and with the advice and assistance of the 
CJCS.  When either or both of the following criteria apply generally to a situation, a unified 
CCMD normally is required to ensure unity of effort. 


(1)  A broad continuing mission exists, requiring execution by significant forces of 
two or more Military Departments and necessitating a single strategic direction. 


(2)  Any combination of the following exists and significant forces of two or more 
Military Departments are involved: 


(a)  A large-scale operation requiring positive control of tactical execution by a 
large and complex force; 


(b)  A large geographic or functional area requiring single responsibility for 
effective coordination of the operations therein; and/or 


(c)  Necessity for common use of limited logistic means. 


b.  The commander of a unified CCMD normally will adapt the command structure to 
exercise command authority through the commander of a subunified command, JTF, 
Service component, or functional component.  Alternatively, the commander of a unified 
CCMD may choose to exercise command authority directly through the commander of a 
single-Service force (e.g., task force, task group, MAGTF for a noncombatant evacuation 


Note:  Sorties provided for air defense, long-range interdiction, and long-
range reconnaissance are not “excess” sorties and will be covered in the air 
tasking order.  These sorties provide a distinct contribution to the overall 
joint force effort.  The joint force commander must exercise integrated 
control of air defense, long-range reconnaissance, and interdiction aspects 
of the joint operation or theater campaign.  Excess sorties are in addition to 
these sorties. 
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operation) or a specific operational force (e.g., SOF for an SO core operation), who, 
because of the mission assigned and the urgency of the situation, must remain immediately 
responsive to the CCDR.  The commander of a unified CCMD normally assigns missions 
requiring a single-Service force to a Service component commander.  These six options 
(shown in Figure IV-2) do not in any way limit the commander’s authority to organize 
subordinate commands and exercise command authority over assigned forces as they see fit.  


c.  The commander of a unified CCMD should not act concurrently as the 
commander of a subordinate command.  For example, the commander of a unified CCMD 
should not act as a functional component commander without prior approval of SecDef.   


d.  Primary Responsibilities of the Commander of a Unified Combatant Command.  
CCDRs are responsible for the development and production of joint plans and orders.  
During peacetime, they act to deter war through military engagement and security 
cooperation activities and prepare to execute other missions that may be required.  During a 
conflict/combat, they plan and conduct campaigns and major operations to accomplish 
assigned missions.  Unified CCMD responsibilities include the following: 


(1)  Planning and conducting military operations in response to crises, to include the 
security of the command and protection of the US and its territories and bases against attack 
or hostile incursion.  The JSCP tasks the CCDRs to prepare joint contingency plans that may 
be one of four increasing levels of detail: commander’s estimate, basic plan, concept plan, or 
operation plan. 


For further detail concerning joint planning, refer to JP 5-0, Joint Operation Planning, and 
Chairman of the Joint Chiefs of Staff Manual (CJCSM) 3122.01A, Joint Operation Planning 
and Execution System (JOPES), Volume I (Planning Policies and Procedures). 


 
Figure IV-2.  Unified Combatant Command Organizational Options 
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(2)  Maintaining the preparedness of the command to carry out missions assigned to 
the command. 


(3)  Carrying out assigned missions, tasks, and responsibilities. 


(4)  Assigning tasks to, and directing coordination among, the supporting CCDRs 
and the subordinate commands to ensure unity of effort in the accomplishment of the 
assigned missions. 


(5)  Communicating directly with the following: 


(a)  The Service Chiefs on single-Service matters as appropriate. 


(b)  The CJCS on other matters, including the preparation of strategic, joint 
operation, and logistic plans; strategic and operational direction of assigned forces; conduct 
of combat operations; and any other necessary function of command required to accomplish 
the mission. 


(c)  SecDef, in accordance with applicable directives. 


(d)  Subordinate elements, including the development organizations of the 
DOD agency or the Military Department directly supporting the development and acquisition 
of the CCDR’s C2 system in coordination with the director of the DOD agency or Secretary 
of the Military Department concerned. 


(6)  Keeping the CJCS promptly advised of significant events and incidents that 
occur in the functional area or area of operations, particularly those incidents that could 
create national or international repercussions. 


(7)  Establish relationships with the CNGB to advise on National Guard matters 
pertaining to their CCMD missions and support planning and coordination for such activities 
as requested by the CJCS. 


e.  Authority of the Commander of a Unified Combatant Command in an 
Emergency 


(1)  In the event of a major emergency in the GCC’s AOR requiring the use of all 
available forces, the GCC (except for CDRUSNORTHCOM) may temporarily assume 
OPCON of all forces in the assigned AOR, including those of another command, but 
excluding those forces scheduled for or actually engaged in the execution of specific 
operational missions under joint plans approved by SecDef that would be interfered with by 
the contemplated use of such forces.  CDRUSNORTHCOM’s authority to assume OPCON 
during an emergency is limited to the portion of USNORTHCOM’s AOR outside the US.  
CDRUSNORTHCOM must obtain SecDef approval before assuming OPCON of forces not 
assigned to USNORTHCOM within the US.  The commander determines when such an 
emergency exists and, on assuming OPCON over forces of another command, immediately 
advises the following individual(s) of the nature and estimated duration of employment of 
such forces. 
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(a)  The CJCS. 


(b)  The appropriate operational commanders. 


(c)  The Service Chief of the forces concerned. 


(2)  The authority to assume OPCON of forces in the event of a major emergency 
will not be delegated. 


(3)  Unusual circumstances in wartime, emergencies, or crises (such as a terrorist 
incident) may require a GCC to directly exercise COCOM through a shortened chain of 
command to forces assigned for the purpose of resolving the crisis.  Additionally, the GCC 
can assume COCOM, in the event of war or an emergency that prevents control through 
normal channels, of security assistance organizations within the GCC’s general geographic 
AOR, or as directed by SecDef.  All commanders bypassed in such exceptional command 
arrangements will be advised of directives issued to and reports sent from elements under 
such arrangements.  Such arrangements will be terminated as soon as practicable, consistent 
with mission accomplishment. 


f.  GCC Authority for Force Protection Outside the US 


(1)  GCCs shall exercise authority for force protection over all DOD personnel 
(including their dependents) assigned, attached, transiting through, or training in the GCC’s 
AOR, except for those for whom the chief of mission retains security responsibility. 


(2)  Transient forces do not come under the authority of the GCC solely by their 
movement across operational area boundaries, except when the GCC is exercising TACON 
authority for force protection purposes or in the event of a major emergency as stated in 
Paragraph 2.e.(1). 


(3)  This force protection authority enables GCCs to change, modify, prescribe, and 
enforce force protection measures for covered forces. 


For further detail concerning the force protection authority of the GCCs, refer to DODD 
2000.12, DOD Antiterrorism (AT) Program, and JP 3-07.2, Antiterrorism. 


g.  GCC Authority for Exercise Purposes.  Unless otherwise specified by SecDef, and 
with the exception of the USNORTHCOM AOR, a GCC has TACON for exercise purposes 
whenever forces not assigned to that CCDR undertake exercises in that GCC’s AOR.  
TACON begins when the forces enter the AOR.  In this context, TACON provides directive 
authority over exercising forces for purposes relating to force protection and to that exercise 
only; it does not authorize operational employment of those forces. 


h.  Assumption of Interim Command.  In the temporary absence of a CCDR from the 
command, interim command will pass to the deputy commander.  If a deputy commander has 
not been designated, interim command will pass to the next senior officer present for duty 
who is eligible to exercise command, regardless of Service affiliation. 
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3.  Specified Combatant Command 


There are currently no specified CCMDs designated.  Because the option for the 
President through SecDef to create a specified CCMD still exists in Title 10, USC, Section 
161, the following information is provided.  A specified CCMD is a command that has broad 
continuing missions and is established by the President, through SecDef, with the advice and 
assistance of the CJCS (see Figure IV-3). 


a.  Composition.  Although a specified CCMD normally is composed of forces from 
one Military Department, it may include units and staff representation from other Military 
Departments. 


b.  Transfer of Forces from Other Military Departments.  When units of other 
Military Departments are transferred (assigned or attached) to the commander of a specified 
CCMD, the purpose and duration of the transfer normally will be indicated.  Such transfer 
does not constitute the specified CCMD as a unified CCMD or a JTF.  If the transfer is major 
and of long duration, a unified CCMD normally would be established in lieu of a specified 
CCMD. 


c.  Authority and Responsibilities.  The commander of a specified CCMD has the 
same authority and responsibilities as the commander of a unified CCMD, except that no 
authority exists to establish subordinate unified commands. 


4.  Subordinate Unified Command 


When authorized by SecDef through the CJCS, commanders of unified CCMDs may 
establish subordinate unified commands (also called subunified commands) to conduct 
operations on a continuing basis in accordance with the criteria set forth for unified CCMDs 
(see Figure IV-4).  A subordinate unified command (e.g., United States Forces Korea) may 
be established on a geographical area or functional basis.  Commanders of subordinate 


 
Figure IV-3.  Specified Combatant Command Organizational Options 
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unified commands have functions and responsibilities similar to those of the commanders of 
unified CCMDs and exercise OPCON of assigned commands and forces and normally over 
attached forces within the assigned joint operations area or functional area.  The commanders 
of components or Service forces of subordinate unified commands have responsibilities and 
missions similar to those for component commanders within a unified CCMD.  The Service 
component or Service force commanders of a subordinate unified command normally will 
communicate directly with the commanders of the Service component command of the 
unified CCMD on Service-specific matters and inform the commander of the subordinate 
unified command as that commander directs. 


5.  Joint Task Force 


As shown in Figure IV-5, a JTF is a joint force that is constituted and so designated by 
SecDef, a CCDR, a subordinate unified commander, or an existing JTF commander.   


a.  A JTF may be established on a geographical area or functional basis when the 
mission has a specific limited objective and does not require overall centralized control of 
logistics.  The mission assigned to a JTF requires execution of responsibilities involving a 
joint force on a significant scale and close integration of effort, or requires coordination 
within a subordinate area or local defense of a subordinate area.  The establishing authority 
dissolves a JTF when the purpose for which it was created has been achieved or when it is no 
longer required. 


b.  The authority establishing a JTF designates the commander, assigns the mission, 
designates forces, and delegates command authorities. 


 
Figure IV-4.  Subordinate Unified Command Organizational Options 
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c.  Based on the decision of the establishing JFC, the commander of a JTF exercises 
OPCON over assigned (and normally over attached) forces, or may exercise TACON over 
attached forces.  The JTF commander establishes command relationships between 
subordinate commanders and is responsible to the establishing commander for the proper 
employment of assigned and attached forces and for accomplishing such operational 
missions as may be assigned.  JTF commanders also are responsible to the establishing 
commander for the conduct of joint training of assigned forces. 


d.  Although not recommended, due to the need to concentrate on JTF-level 
considerations, the JTF commander also may act as the commander of a subordinate 
command, when authorized by the establishing authority.  When this is the case, the 
commander also has the responsibilities associated with the subordinate command for the 
forces belonging to the parent Service.  The JTF establishing authority should consider that 
dual-hatting a commander also means dual-hatting the commander’s staff, which can result 
in forcing the staff to operate at the operational and tactical levels simultaneously. 


e.  The JTF commander will have a joint staff with appropriate members in key 
positions of responsibility from each Service or functional component having significant 
forces assigned to the command.   


For further detail concerning JTFs, refer to JP 3-33, Joint Task Force Headquarters. 


 
Figure IV-5.  Joint Task Force Organizational Options 
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SECTION B.  COMMANDER, STAFF, AND COMPONENTS OF A  
JOINT FORCE 


6.  Commander Responsibilities 


a.  Responsibilities of a JFC.  Although specific responsibilities will vary, a JFC 
possesses the following general responsibilities: 


(1)  Provide a clear commander’s intent and timely communication of specified 
tasks, together with any required coordinating and reporting requirements.  Tasks should be 
realistic yet leave subordinate commanders flexibility in their CONOPS and the ability to 
take the initiative as opportunities arise. 


(2)  Transfer forces and other capabilities to designated subordinate commanders for 
accomplishing assigned tasks.   


(3)  Provide all available information to subordinate JFCs and component 
commanders that affect their assigned missions and objectives.  


(4)  Delegate authority to subordinate JFCs and component commanders 
commensurate with their responsibilities. 


b.  Responsibilities of a Subordinate Commander.  In addition to other 
responsibilities that change according to circumstances, all subordinate commanders possess 
the general responsibilities to provide for the following: 


(1)  The accomplishment of missions or tasks assigned by the plans and orders of 
the superior.  Authority normally is given to the subordinate commander to select the 
methodology for accomplishing the mission; however, this may be limited by establishing 
directives issued by the superior JFC to ensure effective joint operations.  Any departure 
from the plan by a subordinate commander should, if possible, be coordinated with other 
commanders prior to departure from the plan.  In addition, the departure must be 
communicated as soon as practicable to the superior. 


(2)  Advice to the superior JFC regarding employment possibilities of and 
consequences to achieving the subordinate commander mission objectives, cooperation with 
appropriate government and nongovernmental agencies, and other matters of common 
concern. 


(3)  Timely information to the superior JFC relating to the subordinate 
commander’s situation and progress. 


c.  Responsibilities of Other Commanders.  Commanders who share a common higher 
commander or a common boundary are responsible for the following: 


(1)  Consider the impact of one’s own actions or inactions on other friendly forces. 
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(2)  Provide timely information to other JFCs regarding one’s own intentions and 
actions, as well as those of nonmilitary agencies or of the adversary, which may influence 
other activity. 


(3)  Support other JFCs as required by the common aim and the situation. 


(4)  Coordinate the support provided and received. 


d.  Responsibilities of Deputy Commanders.  Deputy JFCs in a joint force may be 
designated as the JFC’s principal assistant available to replace the JFC, if needed.  Normally, 
the deputy commander is not a member of the same Service as the JFC.  The deputy JFC’s 
responsibilities may include the following: 


(1)  Performing special duties (e.g., chair the joint targeting coordination board, 
cognizance of liaison personnel reporting to the joint force headquarters, interorganizational 
coordination). 


(2)  Working with the components to keep the JFC updated. 


(3)  Recommending refinements in the relationship with and between the 
components to provide the most efficient and effective command relationships. 


(4)  Tracking the JFC’s critical information requirements to ensure compliance. 


7.  Staff of a Joint Force 


a.  General.  A joint staff should be established for commands composed of more than 
one Military Department.  The staff of the commander of a CCMD, subordinate unified 
command, or JTF must be composed of Service members that constitute significant elements 
of the joint force.  Positions on the staff should be divided so that Service representation and 
influence generally reflect the Service composition of the force. 


(1)  A JFC is authorized to organize the staff and assign responsibilities to 
individual Service members assigned to the staff as deemed necessary to accomplish 
assigned missions. 


(2)  A joint staff should be reasonably balanced as to numbers, experience, 
influence of position, and rank of the Service members concerned.  The composition of a 
joint staff should be commensurate with the composition of forces and the character of the 
contemplated operations to ensure that the staff understands the capabilities, needs, and 
limitations of each element of the force.  The number of personnel on a joint staff should be 
kept to the minimum consistent with the task to be performed.   


(3)  Each person assigned to serve on a joint staff will be responsible to the JFC and 
should have thorough knowledge of the JFC’s policies. 


(4)  Recommendations of any member of the staff receive appropriate 
consideration. 
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(5)  The degree of authority to act in the name of and for the JFC is a matter to be 
specifically prescribed by the JFC. 


(6)  Orders and directives from a higher to a subordinate command should be issued 
in the name of the JFC of the higher command to the JFC of the immediate subordinate 
command and not directly to elements of that subordinate command.  Exceptions may 
sometimes be required under certain emergency or crisis situations.  C2 of nuclear forces is 
an example of one such exception. 


(7)  To expedite the execution of orders and directives and to promote teamwork 
between commands, a JFC may authorize the command’s staff officers to communicate 
directly with appropriate staff officers of other commands concerning the details of plans and 
directives that have been received or are to be issued. 


(8)  Each staff division must coordinate its actions and planning with the other staff 
directorates concerned and keep them informed of actions taken and the progress achieved.  
Each general or joint staff directorate is assigned responsibility for a particular type of 
problem and subject, and for coordinating the work of the special staff divisions and other 
staff elements that relate to that problem or subject. 


(9)  Joint staff directorates and special staff sections should be limited to those 
functions for which the JFC is responsible or that require the JFC’s general supervision in 
the interest of unity of effort. 


(10)  The authority that establishes a joint force should make the provisions for 
furnishing necessary personnel for the JFC’s staff. 


b.  Staff Organization.  The staff organization should generally conform to the 
principles established in this section. 


(1)  Principal Staff Officer.  The chief of staff (COS) functions as the principal staff 
officer, assistant, and advisor to the JFC.  The COS coordinates and directs the work of the 
staff directorates.  One or more deputies to the COS and a secretary of the staff may be 
provided to assist the COS in the performance of assigned duties.  A deputy COS normally 
should be from a Service other than that of the COS.  The secretary of the staff is the 
executive in the office of the COS and is responsible for routing and forwarding 
correspondence and papers and maintaining office records. 


(2)  Personal Staff Group of the Commander.  The JFC’s personal staff performs 
duties prescribed by the JFC and is responsible directly to the JFC.  This group, composed of 
aides to the JFC and staff officers handling special matters over which the JFC exercises 
close personal control will include a staff judge advocate, political advisor, PA officer, 
inspector general, provost marshal, chaplain, surgeon, historian, and others as directed.  JFCs 
should be aware that participation in multinational operations may affect the size and 
responsibilities of this group.  


(3)  Special Staff Group.  The special staff group consists of representatives of 
technical or administrative services and can include representatives from government or 
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nongovernmental agencies.  The general functions of the special staff include furnishing 
technical, administrative, and tactical advice and recommendations to the JFC and other staff 
officers; preparing the parts of plans, estimates, and orders in which they have primary 
interest; and coordinating and supervising the activities for which each staff division is 
responsible.  Because the headquarters of a joint force is concerned primarily with broad 
operational matters rather than with technical problems associated with administration and 
support of assigned and/or attached forces, this group should be small to avoid unnecessary 
duplication of corresponding staff sections or divisions within the Service component 
headquarters.  When a JFC’s headquarters is organized without a special staff group, the 
officers who might otherwise compose the special staff group may be organized as branches 
of the divisions of the joint staff or as additional joint staff divisions. 


(4)  Joint Force Staff Directorates.  The joint staff group typically is made up of 
staff directorates corresponding to the major functions of command, such as personnel, 
intelligence, operations, logistics, plans, and communications systems.  The head of each 
staff directorate may be designated as a director or as an assistant COS.  The directors or 
assistant COSs provide staff supervision for the JFC of all activities pertaining to their 
respective functions. 


(5)  Liaison Officers and/or Agency Representatives.  Liaisons or representatives 
from various higher, lower, and adjacent organizations, DOD agencies, and non-DOD 
entities are normally spread throughout the joint force staff and not grouped as a separate 
entity.  However, considering the increasing complexity of joint and/or interagency 
coordination, the JFC may decide to consolidate, at least administratively, liaisons and 
representatives in a single interagency office, and then provide them to specific directorates 
or components where they would best be employed and of value to their parent agency or 
command.  The administration and assignment of liaison officers is normally under the 
cognizance of the deputy JFC or the COS. 


8.  Service Component Commands 


a.  A Service component command, assigned to a CCDR, consists of the Service 
component commander and the Service forces (such as individuals, units, detachments, and 
organizations, including the support forces) that have been assigned to that CCDR.  Forces 
assigned to CCDRs are identified in the GFMIG signed by SecDef.  Service components can 
only be assigned under COCOM to one CCDR.  However, Service component commanders 
may support multiple CCDRs in a supporting relationship, while not assigned to any of the 
supported CCDRs.   


b.  Designation of Service Component Commanders.  With the exception of the 
commander of a CCMD and members of the command’s joint staff, the senior officer of each 
Service assigned to a CCDR and qualified for command by the regulations of the parent 
Service is designated the commander of the Service component forces, unless another officer 
is so designated by competent authority.  The assignment of any specific individual as a 
Service component commander of a CCMD is subject to the concurrence of the CCDR. 
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c.  Responsibilities of Service Component Commanders.  Service component 
commanders have responsibilities that derive from their roles in fulfilling the Services’ 
support function.  The JFC also may conduct operations through the Service component 
commander or, at lower echelons, other Service force commanders.  In the event that a 
Service component commander exercises OPCON of forces and that OPCON over those 
forces is delegated by the JFC to another component commander or other subordinate JFC, 
the Service component commander retains the following responsibilities for certain Service-
specific functions: 


(1)  Make recommendations to the JFC on the proper employment, task 
organization, and command relationship of the forces of the Service component. 


(2)  Accomplish such operational missions as may be assigned. 


(3)  Select and nominate specific units of the parent Service component for 
attachment to other subordinate commands.  Unless otherwise directed, these units revert to 
the Service component commander’s control when such subordinate commands are 
dissolved. 


(4)  Conduct joint training, including the training, as directed, of components of 
other Services in joint operations for which the Service component commander has or may 
be assigned primary responsibility, or for which the Service component’s facilities and 
capabilities are suitable. 


(5)  Inform their JFC, other component or supporting commanders, and the CCDR, 
if affected, of planning for changes in logistic support that would significantly affect 
operational capability or sustainability early in the planning process for the JFC to evaluate 
the proposals prior to final decision or implementation.  If the CCDR does not approve the 
proposal and discrepancies cannot be resolved between the JFC and the Service component 
commander, the CCDR will forward the issue through the CJCS to SecDef for resolution.  
Under crisis action or wartime conditions, and where critical situations make diversion of the 
normal logistic process necessary, Service component commanders will implement 
directives issued by the CCDR. 


(6)  Develop program and budget requests that comply with CCDR guidance on 
warfighting requirements and priorities.  The Service component commander will provide to 
the CCDR a copy of the program submission prior to forwarding it to the Service 
headquarters.  The Service component commander will keep the CCDR informed of the 
status of CCDR requirements while Service programs are under development. 


(7)  Inform the CCDR of program and budget decisions that may affect joint 
operation planning.  The Service component commander will inform the CCDR of such 
decisions and of program and budget changes in a timely manner during the process in order 
to permit the CCDR to express the command’s views before a final decision.  The Service 
component commander will include in this information Service rationale for nonsupport of 
the CCDR’s requirements. 
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(8)  Provide, as requested, supporting joint operation and exercise plans with 
necessary force data to support missions that may be assigned by the CCDR. 


d.  Service component commanders or other Service force commanders assigned to a 
CCDR are responsible through the chain of command, extending to the Service Chief, for the 
following: 


(1)  Internal administration and discipline. 


(2)  Training in joint doctrine and their own Service doctrine, tactics, techniques, 
and procedures. 


(3)  Logistic functions normal to the command, except as otherwise directed by 
higher authority. 


e.  Communication with a Service Chief.  Unless otherwise directed by the CCDR, the 
Service component commander will communicate through the CCMD on those matters over 
which the CCDR exercises COCOM.  On Service-specific matters such as personnel, 
administration, and unit training, the Service component commander will normally 
communicate directly with the Service Chief, informing the CCDR as the CCDR directs. 


f.  Logistic Authority.  The operating details of any Service logistic support system will 
be retained and exercised by the Service component commanders in accordance with 
instructions of their Military Departments, subject to the directive authority of the CCDR.  
Joint force transportation policies will comply with the guidelines established in the Defense 
Transportation System. 


9.  Functional Component Commands 


a.  JFCs have the authority to establish functional component commands to control 
military operations.  JFCs may decide to establish a functional component command to 
integrate planning; reduce their span of control; and/or significantly improve combat 
efficiency, information flow, unity of effort, weapon systems management, component 
interaction, or control over the scheme of maneuver.  


b.  Functional component commanders have authority over forces or military capability 
made available to them as delegated by the establishing JFC.  Functional component 
commands may be established to perform operational missions that may be of short or 
extended duration.  JFCs may elect to centralize selected functions within the joint force, but 
should strive to avoid reducing the versatility, responsiveness, and initiative of subordinate 
forces.  (Note:  Functional component commanders are component commanders of a joint 
force and do not constitute a “joint force command” with the authorities and responsibilities 
of a JFC as described in this document, even when composed of forces from two or more 
Military Departments.) 


c.  The JFC establishing a functional component command has the authority to designate 
its commander.  Normally, the Service component commander with the preponderance of 
forces to be tasked and the ability to C2 those forces will be designated as the functional 







Chapter IV 


IV-18 JP 1 


component commander; however, the JFC will always consider the mission, nature, and 
duration of the operation, force capabilities, and the C2 capabilities in selecting a 
commander. 


d.  The responsibilities and authority of a functional component command must be 
assigned by the establishing JFC.  Establishment of a functional component command must 
not affect the command relationships between Service component and the JFC. 


e.  The JFC must designate the forces and/or military capability that will be made 
available for tasking by the functional component JFC and the appropriate command 
relationship(s) the functional component commander will exercise.  Normally, the functional 
component commander will exercise OPCON over its own Service forces made available for 
tasking and TACON over other forces made available for tasking.  The JFC may also 
establish support relationships between functional component commanders and other 
subordinate commanders to facilitate operations. 


f.  The commander of a functional component command is responsible for making 
recommendations to the establishing commander on the proper employment of the forces 
and/or military capability made available to accomplish the assigned responsibilities. 


g.  When a functional component command is composed of forces of two or more 
Services, the functional component commander must be cognizant of the constraints imposed 
by logistic factors on the capability of the forces attached or made available and the 
responsibilities retained by the Service component commanders. 


h.  When a functional component command will employ forces from more than one 
Service, the functional component JFC’s staff should reflect the composition of the 
functional component command to provide the JFC with the expertise needed to effectively 
employ the forces made available.  Staff billets for the needed expertise and individuals to 
fill those billets should be identified and used when the functional component staffs are 
formed for exercises and actual operations.  The number of personnel on this staff should be 
kept to the minimum and should be consistent with the task performed.  The structure of the 
staff should be flexible enough to expand or contract under changing conditions without a 
loss in coordination or capability. 


For additional information on C2 by functional component commanders, see JP 3-30, 
Command and Control for Joint Air Operations; JP 3-31, Command and Control for Joint 
Land Operations; JP 3-32, Command and Control for Joint Maritime Operations; and JP 3-
05, Special Operations. 


SECTION C.  DISCIPLINE 


10.  Responsibility 


a.  Joint Force Commander.  The JFC is responsible for the discipline of military 
personnel assigned to the joint organization.  In addition to the disciplinary authority 
exercised by subordinate JFCs, a CCDR may prescribe procedures by which the senior 
officer of a Service assigned to the headquarters element of a joint organization may exercise 
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administrative and nonjudicial punishment authority over personnel of the same Service 
assigned to the same joint organization. 


b.  Service Component Commander.  Each Service component in a CCMD is 
responsible for the discipline of that Service’s component forces, subject to Service 
regulations and directives established by the CCDR.  The JFC exercises disciplinary 
authority vested in the JFC by law, Service regulations, and superior authority in the chain of 
command. 


c.  Method of Coordination.  The JFC normally exercises disciplinary authority 
through the Service component commanders to the extent practicable.  When this is 
impracticable, the JFC may establish joint agencies responsible directly to the JFC to advise 
or make recommendations on matters placed within their jurisdiction or, if necessary, to 
carry out the directives of a superior authority.  A joint military police force is an example of 
such an agency. 


11.  Uniform Code of Military Justice 


The Uniform Code of Military Justice (UCMJ) is federal law, as enacted by Congress; it 
provides the basic law for discipline of the Armed Forces of the United States.  The Manual 
for Courts-Martial (MCM), United States (as amended), prescribes the rules and procedures 
governing military justice.  Pursuant to the authority vested in the President under article 
22(a), UCMJ, and in Rules for Courts-Martial (RCM) 201(e)(2)(A) of the MCM (as 
amended), CCDRs are given courts-martial jurisdiction over members of any of the Armed 
Forces.  Pursuant to article 23(a)(6), UCMJ, subordinate JFCs of a detached command or 
unit have special courts-martial convening authority.  Under RCM 201(e)(2)(C), CCDRs 
may expressly authorize subordinate JFCs who are authorized to convene special and 
summary courts-martial to convene such courts-martial for the trial of members of other 
armed forces. 


12.  Rules and Regulations 


Rules and regulations implementing the UCMJ and MCM are, for the most part, of 
single-Service origin.  In a joint force, however, the JFC should publish rules and regulations 
that establish uniform policies applicable to all Services’ personnel within the joint 
organization where appropriate.  For example, joint rules and regulations should be 
published to address hours and areas authorized for liberty, apprehension of Service 
personnel, black market activities, prescription drug and alcohol consumption, combating 
trafficking in persons, sexual assault prevention and response policies, currency control 
regulations, and any other matters that the JFC deems appropriate. 


13.  Jurisdiction 


a.  More Than One Service Involved.  Matters that involve more than one Service and 
that are within the jurisdiction of the JFC may be handled either by the JFC or by the 
appropriate Service component commander. 
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b.  One Service Involved.  Matters that involve only one Service should be handled by 
the Service component commander, subject to Service regulations.  A Service member is 
vested with a hierarchy of rights.  From greatest to least, these are: the US Constitution, the 
UCMJ, departmental regulations, Service regulations, and the common law.  JFCs must 
ensure that an accused Service member’s rights are not abridged or trampled.  National 
Guard members operating under Title 32, USC, or state active duty status are subject to their 
respective state’s jurisdiction. 


c.  A commander’s UCMJ jurisdiction may extend over persons serving with or 
accompanying the Armed Forces of the United States during military operations in 
accordance with UCMJ Article 2 (Title 10, USC, Section 802).  Criminal matters falling 
outside UCMJ jurisdiction may be managed under Title 18, USC, Sections 3261–3267 (also 
known as the Military Extraterritorial Jurisdiction Act).  


For further information on appropriate procedures for exercising criminal jurisdiction over 
civilians employed by or accompanying the force, see DODI 5525.11, Criminal Jurisdiction 
Over Civilians Employed By or Accompanying the Armed Forces Outside the United States, 
Certain Service Members, and Former Service Members.  


14.  Trial and Punishment 


a.  Convening Courts-Martial.  General courts-martial may be convened by the CCDR.  
An accused may be tried by any courts-martial convened by a member of a different Service 
when the courts-martial is convened by a JFC who has been specifically empowered by 
statute, the President, SecDef, or a superior commander under the provisions of the RCM 
(201[e][2] of the MCM) to refer such cases for trial by courts-martial. 


b.  Post-Trial and Appellate Processing.  When a court-martial is convened by a JFC, 
the convening authority may take action on the sentence and the findings as authorized by 
the UCMJ and MCM.  If the convening authority is unable to take action, the case will be 
forwarded to an officer exercising general court-martial jurisdiction.  Following convening 
authority action, the review and appeals procedures applicable to the accused’s Service will 
be followed. 


c.  Nonjudicial Punishment.  The JFC may impose nonjudicial punishment upon any 
military personnel of the command, unless such authority is limited or withheld by a superior 
commander.  The JFC will use the regulations of the alleged offender’s Service when 
conducting nonjudicial punishment proceedings, including punishment, suspension, 
mitigation, and filing.  However, the JFC should normally allow nonjudicial punishment 
authority to be exercised by the appropriate Service component commander.  Except as noted 
below, appeals and other actions involving review of nonjudicial punishment imposed by a 
JFC will follow the appropriate regulations of the alleged offender’s Service.  When the 
CCDR personally imposes nonjudicial punishment, or is otherwise disqualified from being 
the appellate authority, appeals will be forwarded to the CJCS for appropriate action by 
SecDef or SecDef designee.  Collateral decisions and processing (e.g., personnel and finance 
actions and unfavorable notations in selection records and personnel files) will be handled in 
Service channels. 
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d.  Execution of Punishment.  Execution of any punishment adjudged or imposed 
within any Service may be carried out by another Service under regulations provided by the 
Secretaries of the Military Departments. 


SECTION D.  PERSONNEL SERVICE SUPPORT AND ADMINISTRATION 


15.  Morale, Welfare, and Recreation 


In a joint force, the morale and welfare of each Service member is the responsibility of 
the Service component commander.  The JFC coordinates morale, welfare, and recreation 
(MWR) programs within the operational area.  MWR facilities may be operated either by a 
single Service or jointly as directed by the CCDR in whose AOR the facility is located.  
Facilities operated by one Service should be made available to personnel of other Services to 
the extent practicable.  Facilities that are jointly operated should be available equitably to all 
Services.  


For further information on MWR, see JP 1-0, Joint Personnel Support. 


16.  Awards and Decorations 


Recommendations for decorations and medals will be made by the JFC in accordance 
with Service regulations or as prescribed by DOD 1348.33, Manual of Military Decorations 
and Awards, Volumes I and II, as applicable.  Recommendations for joint awards will be 
processed through joint channels.  Concurrence of the CJCS is required prior to initiating a 
request for a joint award for a CCDR.  When a member of a joint staff is recommended for a 
Service award, the JFC will process the recommendation through Service channels.  Forward 
offers of personal foreign decorations through the CCDR to the Secretary of the appropriate 
Military Department.  Forward offers of foreign unit, Service, or campaign medals through 
the CCDR to the CJCS. 


17.  Efficiency, Fitness, and Performance Reports 


The immediate superior of an officer or enlisted Service member in a joint organization 
is responsible for preparing an efficiency, fitness, or performance report in accordance with 
the guidance (and on the prescribed form) of the rated member’s Service.  Completed reports 
will be forwarded to the reported Service member’s Service for filing.  A copy of the signed 
report will be provided to the Service member, and a copy will be maintained by the senior 
rater in accordance with Service guidance.  Letter reports prepared by CCDRs for component 
commanders will be forwarded through the CJCS to the reported officer’s Service. 


For further information on personnel administration, refer to JP 1-0, Joint Personnel 
Support.  


18.  Total Force Fitness   


a.  The most valuable resource in our military—individual Service members—are 
continually confronted with considerable, sustained, and diverse stressors that not only 
impact their health and well-being, but impact the health and well-being of their family and 
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may ultimately impact the ability of their unit and the US Armed Forces to accomplish 
assigned missions.  


b.  Total force fitness (TFF) provides an integrative and holistic framework to better 
understand, assess, and maintain the fitness of the joint force.  It assists individuals in 
sustaining their well-being, which directly contributes to their ability to carry out assigned 
tasks.  Leaders at all levels must understand, establish, and support a TFF program within 
their organizations.  


c.  The character, professionalism, and values that are the hallmark of the joint force 
demand that leaders care for our forces and their families.  TFF offers a model for meeting 
that demand.  


For additional details on TFF, see CJCSI 3405.01, Chairman’s Total Force Fitness 
Framework. 


19.  Personnel Accountability 


The JFC will establish standardized procedures to account for all personnel composing 
the force to include obtaining initial accountability and continuous updates throughout the 
duration of the operation.  The JFC accomplishes joint personnel strength reporting and 
manages casualty reporting.  The JFC provides personnel reports to the CCDR and CJCS as 
directed. 


20.  Religious Affairs 


Religious affairs are the commander’s responsibility and consist of the combination of 
religious support and religious advisement.  Religious support addresses the joint 
commander’s responsibilities to support the free exercise of religion by members of the joint 
force to the standards set by DOD and the Services and to make a good faith effort in support 
of the welfare of personnel.  Religious advisement addresses the commander’s requirement 
to receive germane subject matter advice on the impact of religion on operations.  All 
military commanders are responsible for religious affairs in their command.  While the 
Services set standards for their personnel, each commander is responsible for identifying 
religious requirements unique to his or her echelon and circumstances.  Religious support 
consists of the accommodation of the free exercise of religious beliefs through provision and 
facilitation of religious worship and pastoral care; advising the JFC on ethics, morals, 
morale, command climate, and the command religious program.  Chaplains work to fulfill 
religious requirements in coordination with other chaplains and with the aid of chaplain’s 
assistants and religious program specialists.  Chaplain confidentiality ensures that all 
members of the joint force, regardless of religious identity, have the opportunity to seek 
human care from professionals who cannot disclose the content of communications.  
Religious affairs are conducted according to Service policies and standards.  


For further information on religious support, see JP 1-05, Religious Affairs in Joint 
Operations. 
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21.  Information Management 


The JFC should ensure that all information is treated as record material and properly 
handled to meet statutory requirements and sound records management principles as defined 
in DODD 5015.2, DOD Records Management Program, and supported by CJCSI 5760.01, 
Records Management Policy for the Joint Staff and Combatant Commands.  
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CHAPTER V 
JOINT COMMAND AND CONTROL 


SECTION A.  COMMAND RELATIONSHIPS 


1.  General Principles 


a.  Command.  Command is central to all military action, and unity of command is 
central to unity of effort.  Inherent in command is the authority that a military commander 
lawfully exercises over subordinates including authority to assign missions and 
accountability for their successful completion.  Although commanders may delegate 
authority to accomplish missions, they may not absolve themselves of the responsibility 
for the attainment of these missions.  Authority is never absolute; the extent of authority is 
specified by the establishing authority, directives, and law. 


b.  Unity of Command and Unity of Effort.  Unity of command means all forces 
operate under a single commander with the requisite authority to direct all forces employed 
in pursuit of a common purpose.  Unity of effort, however, requires coordination and 
cooperation among all forces toward a commonly recognized objective, although they are not 
necessarily part of the same command structure.  During multinational operations and 
interagency coordination, unity of command may not be possible, but the requirement for 
unity of effort becomes paramount.  Unity of effort—coordination through cooperation and 
common interests—is an essential complement to unity of command.  Unity of command 
requires that two commanders may not exercise the same command relationship over 
the same force at any one time. 


c.  Command and Staff.  JFCs are provided staffs to assist them in the decision-making 
and execution process.  The staff is an extension of the JFC; its function is command support 
and its authority is delegated by the JFC.  A properly trained and directed staff will free the 
JFC to devote more attention to directing subordinate commanders and maintaining a picture 
of the overall situation.   


(1)  Chain of command is the succession of commanding officers from a superior to 
a subordinate through which command is exercised. 


(2)  Staffing is the term used to describe the coordination between staffs at higher, 
adjacent, and subordinate headquarters.  Higher headquarters staff officers exercise no 
independent authority over subordinate headquarters staffs, although staff officers normally 
respond to requests for information. 


“[My job is] to give the President and the Secretary of Defense military advice 
before they know they need it.” 


General John W. Vessey, Jr., US Army  
Chairman of the Joint Chiefs of Staff  


(18 June 1982–30 September 1985) 
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d.  Levels of Authority.  The specific command relationship (COCOM, OPCON, 
TACON, and support) will define the authority a commander has over assigned or attached 
forces.  An overview of command relationships is shown in Figure V-1. 


2.  Combatant Command (Command Authority) 


COCOM is the command authority over assigned forces vested only in the commanders 
of CCMDs by Title 10, USC, Section 164 (or as otherwise directed by the President or 
SecDef) and cannot be delegated or transferred. 


a.  Basic Authority.  COCOM provides full authority for a CCDR to perform those 
functions of command over assigned forces involving organizing and employing commands 
and forces, assigning tasks, designating objectives, and giving authoritative direction over all 
aspects of military operations, joint training (or in the case of USSOCOM, training of 
assigned forces), and logistics necessary to accomplish the missions assigned to the 
command.  COCOM should be exercised through the commanders of subordinate 
organizations, normally JFCs, Service and/or functional component commanders.   


 
Figure V-1.  Command Relationships Synopsis
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b.  Unless otherwise directed by the President or SecDef, the authority, direction, and 
control of the CCDR with respect to the command of forces assigned to that command 
includes the following: 


(1)  Exercise or delegate OPCON, TACON, or other specific elements of authority, 
establish support relationships among subordinate commanders over assigned or attached 
forces, and designate coordinating authorities, as described below. 


(2)  Exercise directive authority for logistic matters (or delegate directive authority 
for a common support capability to a subordinate commander via an establishing directive).   


(3)  Prescribe the chain of command to the commands and forces within the 
command. 


(4)  Organize subordinate commands and forces within the command as necessary 
to carry out missions assigned to the command. 


(5)  Employ forces within that command as necessary to carry out missions assigned 
to the command. 


(6)  Assign command functions to subordinate commanders. 


(7)  Coordinate and approve those aspects of administration, support, and discipline 
necessary to accomplish assigned missions. 


(8)  Plan, deploy, direct, control, and coordinate the actions of subordinate forces.  


(9)  Establish plans, policies, priorities, and overall requirements for the ISR 
activities of the command.  


(10)  Conduct joint exercises and training to achieve effective employment of the 
forces in accordance with joint and established training policies for joint operations.  This 
authority also applies to forces attached for purposes of joint exercises and training.  


(11)  Assign responsibilities to subordinate commanders for certain routine 
operational matters that require coordination of effort of two or more commanders.  


(12)  Establish a system of control for local defense and delineate such operational 
areas for subordinate commanders.  


(13)  Delineate functional responsibilities and geographic operational areas of 
subordinate commanders.  


(14)  Give authoritative direction to subordinate commands and forces necessary to 
carry out missions assigned to the command, including military operations, joint training, 
and logistics. 
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(15)  Coordinate with other CCDRs, USG departments and agencies, and 
organizations of other countries regarding matters that cross the boundaries of geographic 
areas specified in the UCP and inform USG departments and agencies or organizations of 
other countries in the AOR, as necessary, to prevent both duplication of effort and lack of 
adequate control of operations in the delineated areas. 


(16)  Unless otherwise directed by SecDef, function as the US military single point 
of contact and exercise directive authority over all elements of the command in relationships 
with other CCMDs, DOD elements, US diplomatic missions, other USG departments and 
agencies, and organizations of other countries in the AOR.  Whenever a CCDR conducts 
exercises, operations, or other activities with the military forces of nations in another 
CCDR’s AOR, those exercises, operations, and activities and their attendant command 
relationships will be mutually agreed to between the CCDRs. 


(17)  Determine those matters relating to the exercise of COCOM in which 
subordinates must communicate with agencies external to the CCMD through the CCDR. 


(18)  Establish personnel policies to ensure proper and uniform standards of military 
conduct. 


(19)  Submit recommendations through the CJCS to SecDef concerning the content 
of guidance affecting the strategy and/or fielding of joint forces. 


(20)  Participate in the planning, programming, budgeting, and execution process as 
specified in appropriate DOD issuances. 


(21)  Participate in the JSPS and the APEX system.  CCDRs’ comments are critical 
to ensuring that warfighting and peacetime operational concerns are emphasized in all 
planning documents. 


(22)  Concur in the assignment (or recommendation for assignment) of officers as 
commanders directly subordinate to the CCDR and to positions on the CCMD staff.  
Suspend from duty and recommend reassignment, when appropriate, any subordinate officer 
assigned to the CCMD. 


(23)  Convene general courts-martial in accordance with the UCMJ. 


(24)  In accordance with laws and national and DOD policies, establish plans, 
policies, programs, priorities, and overall requirements for the C2, communications system, 
and ISR activities of the command. 


c.  When directed in the UCP or otherwise authorized by SecDef, the commander of US 
elements of a multinational command may exercise COCOM of those US forces assigned to 
that command (e.g., United States Element, North American Aerospace Defense Command 
[USELEMNORAD]). 


d.  Directive Authority for Logistics.  CCDRs exercise directive authority for logistics 
and may delegate directive authority for a common support capability to a subordinate JFC 
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as required to accomplish the subordinate JFC’s assigned mission.  For some commodities or 
support services common to two or more Services, one Service may be given responsibility 
for management based on DOD EA designations or inter-Service support agreements.  
However, the CCDR must formally delineate this delegated directive authority by function 
and scope to the subordinate JFC or Service component commander.  The exercise of 
directive authority for logistics by a CCDR includes the authority to issue directives to 
subordinate commanders, including peacetime measures necessary to ensure the following:  
effective execution of approved plans, effectiveness and economy of operation, and 
prevention or elimination of unnecessary duplication of facilities and overlapping of 
functions among the Service component commands.  CCDRs will coordinate with 
appropriate Services before exercising directive authority for logistics or delegate authority 
for subordinate commanders to exercise common support capabilities to one of their 
components. 


(1)  A CCDR’s directive authority does not: 


(a)  Discontinue Service responsibility for logistic support. 


(b)  Discourage coordination by consultation and agreement. 


(c)  Disrupt effective procedures or efficient use of facilities or organizations. 


(d)  Include the ability to provide contracting authority or make binding 
contracts for the USG. 


(2)  Unless otherwise directed by SecDef, the Military Departments and Services 
continue to have responsibility for the logistic support of their forces assigned or attached to 
joint commands, subject to the following guidance: 


(a)  Under peacetime conditions, the scope of the logistic authority exercised by 
the commander of a CCMD will be consistent with the peacetime limitations imposed by 
legislation, DOD policy or regulations, budgetary considerations, local conditions, and other 
specific conditions prescribed by SecDef or the CJCS.  Where these factors preclude 
execution of a CCDR’s directive by component commanders, the comments and 
recommendations of the CCDR, together with the comments of the component commander 
concerned, normally will be referred to the appropriate Military Department for 
consideration.  If the matter is not resolved in a timely manner with the appropriate Military 
Department, it will be referred by the CCDR, through the CJCS, to SecDef. 


(b)  Under crisis action, wartime conditions, or where critical situations make 
diversion of the normal logistic process necessary, the logistic authority of CCDRs enables 
them to use all facilities and supplies of all forces assigned to their commands for the 
accomplishment of their missions.  The President or SecDef may extend this authority to 
attached forces when transferring those forces for a specific mission and should specify this 
authority in the establishing directive or order.  Joint logistic doctrine and policy developed 
by the CJCS establishes wartime logistic support guidance to assist the CCDR in conducting 
successful joint operations. 
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For further information on logistic support, refer to JP 4-0, Joint Logistics. 


(3)  A CCDR will exercise approval authority over Service logistic programs (base 
adjustments, force basing, and other aspects, as appropriate) within the command’s AOR that 
will have a significant impact on operational capability or sustainability.   


3.  Operational Control 


OPCON is the command authority that may be exercised by commanders at any echelon 
at or below the level of CCMD and may be delegated within the command.    


a.  Basic Authority.  OPCON is able to be delegated from a lesser authority than 
COCOM.  It is the authority to perform those functions of command over subordinate forces 
involving organizing and employing commands and forces, assigning tasks, designating 
objectives, and giving authoritative direction over all aspects of military operations and joint 
training necessary to accomplish the mission.  It should be delegated to and exercised by the 
commanders of subordinate organizations; normally, this authority is exercised through 
subordinate JFCs, Service, and/or functional component commanders.  OPCON provides 
authority to organize and employ commands and forces as the commander considers 
necessary to accomplish assigned missions.  It does not include authoritative direction for 
logistics or matters of administration, discipline, internal organization, or unit training.  
These elements of COCOM must be specifically delegated by the CCDR.  OPCON does 
include the authority to delineate functional responsibilities and operational areas of 
subordinate JFCs. 


b.  Commanders of subordinate commands, including JTFs, will be given OPCON of 
assigned forces and OPCON or TACON of attached forces by the superior commander.  


c.  OPCON includes the authority for the following: 


(1)  Exercise or delegate OPCON and TACON or other specific elements of 
authority and establish support relationships among subordinates, and designate coordinating 
authorities. 


(2)  Give direction to subordinate commands and forces necessary to carry out 
missions assigned to the command, including authoritative direction over all aspects of 
military operations and joint training. 


(3)  Prescribe the chain of command to the commands and forces within the 
command. 


(4)  With due consideration for unique Service organizational structures and their 
specific support requirements, organize subordinate commands and forces within the 
command as necessary to carry out missions assigned to the command. 


(5)  Employ forces within the command, as necessary, to carry out missions 
assigned to the command. 
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(6)  Assign command functions to subordinate commanders. 


(7)  Plan for, deploy, direct, control, and coordinate the actions of subordinate 
forces. 


(8)  Establish plans, policies, priorities, and overall requirements for the ISR 
activities of the command. 


(9)  Conduct joint training exercises required to achieve effective employment of 
the forces of the command, in accordance with joint doctrine established by the CJCS, and 
establish training policies for joint operations required to accomplish the mission.  This 
authority also applies to forces attached for purposes of joint exercises and training. 


(10)  Suspend from duty and recommend reassignment of any officer assigned to 
the command. 


(11)  Assign responsibilities to subordinate commanders for certain routine 
operational matters that require coordination of effort of two or more commanders. 


(12)  Establish an adequate system of control for local defense and delineate such 
operational areas for subordinate commanders as deemed desirable. 


(13)  Delineate functional responsibilities and geographic operational areas of 
subordinate commanders. 


d.  SecDef may specify adjustments to accommodate authorities beyond OPCON in an 
establishing directive when forces are transferred between CCDRs or when members and/or 
organizations are transferred from the Military Departments to a CCMD.  Adjustments will 
be coordinated with the participating Service Chiefs and CCDRs. 


4.  Tactical Control 


TACON is an authority over assigned or attached forces or commands, or military 
capability or forces made available for tasking, that is limited to the detailed direction and 
control of movements and maneuvers within the operational area necessary to accomplish 
assigned missions or tasks assigned by the commander exercising OPCON or TACON of the 
attached force. 


a.  Basic Authority.  TACON is able to be delegated from a lesser authority than 
OPCON and may be delegated to and exercised by commanders at any echelon at or below 
the level of CCMD.   


b.  TACON provides the authority to: 


(1)  Give direction for military operations; and 


(2)  Control designated forces (e.g., ground forces, aircraft sorties, or missile 
launches). 
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c.  TACON does not provide the authority to give or change the function of the 
subordinate commander.  


d.  TACON provides sufficient authority for controlling and directing the application of 
force or tactical use of combat support assets within the assigned mission or task.  TACON 
does not provide organizational authority or authoritative direction for administrative 
and logistic support.  


e.  Functional component commanders typically exercise TACON over military 
capability or forces made available for tasking. 


5.  Support 


Support is a command authority.  A support relationship is established by a common 
superior commander between subordinate commanders when one organization should aid, 
protect, complement, or sustain another force.  The support command relationship is used by 
SecDef to establish and prioritize support between and among CCDRs, and it is used by 
JFCs to establish support relationships between and among subordinate commanders. 


a.  Basic Authority.  Support may be exercised by commanders at any echelon at or 
below the CCMD level.  The designation of supporting relationships is important as it 
conveys priorities to commanders and staffs that are planning or executing joint operations.  
The support command relationship is, by design, a somewhat vague but very flexible 
arrangement.  The establishing authority (the common JFC) is responsible for ensuring that 
both the supported commander and supporting commanders understand the degree of 
authority that the supported commander is granted. 


b.  The supported commander should ensure that the supporting commanders understand 
the assistance required.  The supporting commanders will then provide the assistance needed, 
subject to a supporting commander’s existing capabilities and other assigned tasks.  When a 
supporting commander cannot fulfill the needs of the supported commander, the establishing 
authority will be notified by either the supported commander or a supporting commander.  
The establishing authority is responsible for determining a solution. 


c.  An establishing directive normally is issued to specify the purpose of the support 
relationship, the effect desired, and the scope of the action to be taken.  It also should 
include: 


(1)  The forces and resources allocated to the supporting effort; 


(2)  The time, place, level, and duration of the supporting effort; 


(3)  The relative priority of the supporting effort; 


(4)  The authority, if any, of the supporting commander to modify the supporting 
effort in the event of exceptional opportunity or an emergency; and 
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(5)  The degree of authority granted to the supported commander over the 
supporting effort. 


d.  Unless limited by the establishing directive, the supported commander will have the 
authority to exercise general direction of the supporting effort.  General direction includes 
the designation and prioritization of targets or objectives, timing and duration of the 
supporting action, and other instructions necessary for coordination and efficiency. 


e.  The supporting commander determines the forces, tactics, methods, procedures, and 
communications to be employed in providing this support.  The supporting commander will 
advise and coordinate with the supported commander on matters concerning the employment 
and limitations (e.g., sustainment) of such support, assist in planning for the integration of 
such support into the supported commander’s effort as a whole, and ensure that support 
requirements are appropriately communicated within the supporting commander’s 
organization. 


f.  The supporting commander has the responsibility to ascertain the needs of the 
supported force and take action to fulfill them within existing capabilities, consistent with 
priorities and requirements assigned tasks.   


g.  There are four categories of support that a CCDR may exercise over assigned or 
attached forces to ensure the appropriate level of support is provided to accomplish mission 
objectives.  They are:  general support, mutual support, direct support, and close support.  
For example, land forces that provide fires normally are tasked in a direct support role.  
Figure V-2 summarizes each of the categories of support.  The establishing directive will 
specify the type and extent of support the specified forces are to provide. 


For further information, see Appendix A, “Establishing Directive (Support Relationship) 
Considerations.” 


6.  Support Relationships Between Combatant Commanders 


a.  SecDef establishes support relationships between the CCDRs for the planning and 
execution of joint operations.  This ensures that the supported CCDR receives the necessary 
support.  A supported CCDR requests capabilities, tasks supporting DOD components, 
coordinates with the appropriate USG departments and agencies (where agreements have 
been established), and develops a plan to achieve the common goal.  As part of the team 
effort, supporting CCDRs provide the requested capabilities, as available, to assist the 
supported CCDR to accomplish missions requiring additional resources. 


b.  The CJCS organizes the JPEC for joint operation planning to carry out support 
relationships between the CCMDs.  The supported CCDR has primary responsibility for all 
aspects of an assigned task.  Supporting CCDRs provide forces, assistance, or other 
resources to a supported CCDR.  Supporting CCDRs prepare supporting plans as required.  
Under some circumstances, a CCDR may be a supporting CCDR for one operation while 
being a supported CCDR for another. 
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7.  Support Relationships Between Component Commanders 


a.  The JFC may establish support relationships between component commanders to 
facilitate operations.  Support relationships afford an effective means to prioritize and ensure 
unity of effort for various operations.  Component commanders should establish liaison with 
other component commanders to facilitate the support relationship and to coordinate the 
planning and execution of pertinent operations.  Support relationships may change across 
phases of an operation as directed by the establishing authority. 


b.  When the commander of a Service component is designated as a functional 
component commander, the associated Service component responsibilities for assigned or 
attached forces are retained, but are not applicable to forces made available by other Service 
components.  The operational requirements of the functional component commander’s 
subordinate forces are prioritized and presented to the JFC by the functional component 
commander, relieving the affected Service component commanders of this responsibility, but 
the affected Service component commanders are not relieved of their administrative and 
support responsibilities. 


c.  In rare situations, a supporting component commander may be supporting two or 
more supported commanders.  In these situations, there must be clear understanding among 
all parties, and a specification in the establishing directive, as to who supports whom, when, 
and with what prioritization.  When there is a conflict over prioritization, employment, or 
task organization between component commanders, the CCDR having COCOM of the 
component commanders will adjudicate. 


 
Figure V-2.  Categories of Support 


Categories of Support


That support that is given to the supported force as a whole rather than to a particular 
subdivision thereof.


That support that units render each other against an enemy because of their 
assigned tasks, their position relative to each other and to the enemy, and their 
inherent capabilities.


Mutual Support


A mission requiring a force to support another specific force and authorizing it to 
answer directly to the supported force’s request for assistance.


Direct Support


Close Support
That action of the supporting force against targets or objectives that are sufficiently 
near the supported force as to require detailed integration or coordination of the 
supporting action with the fire, movement, or other actions of the supported force.


General Support
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8.  Command Relationships and Assignment and Transfer of Forces 


All forces under the jurisdiction of the Secretaries of the Military Departments (except 
those forces necessary to carry out the functions of the Military Departments as noted in 
Title 10, USC, Section 162) are assigned to CCMDs or Commander, USELEMNORAD, or 
designated as Service retained by SecDef in the GFMIG.  A force assigned or attached to a 
CCMD, or Service retained by a Service Secretary, may be transferred from that command to 
another CCDR only when directed by SecDef and under procedures prescribed by SecDef 
and approved by the President.  The command relationship the gaining commander will 
exercise (and the losing commander will relinquish) will be specified by SecDef.  
Establishing authorities for subordinate unified commands and JTFs may direct the 
assignment or attachment of their forces to those subordinate commands and delegate the 
command relationship as appropriate (see Figure V-3). 


a.  The CCDR exercises COCOM over forces assigned or reassigned by the President or 
SecDef.  Forces are assigned or reassigned when the transfer of forces will be permanent or 
for an unknown period of time, or when the broadest command authority is required or 
desired.  OPCON of assigned forces is inherent in COCOM and may be delegated within the 
CCMD by the CCDR.     


b.  The CCDR normally exercises OPCON over forces attached by SecDef.  Forces are 
attached when the transfer of forces will be temporary.  Establishing authorities for 
subordinate unified commands and JTFs normally will direct the delegation of OPCON over 
forces attached to those subordinate commands. 


c.  In accordance with the GFMIG and the UCP, except as otherwise directed by the 
President or SecDef, all forces operating within the geographic area assigned to a specific 
GCC shall be assigned or attached to, and under the command of, that GCC.  (This does not 


 
Figure V-3.  Transfer of Forces and Command Relationships Overview 


Transfer of Forces and Command Relationships Overview














Forces, not command relationships, are transferred between commands. When forces 
are transferred, the command relationship the gaining commander will exercise (and 
the losing commander will relinquish) over those forces must be specified.


When transfer of forces to a joint force will be permanent (or for an unknown but long 
period of time) the forces should be reassigned. Combatant commanders will exercise 
combatant command (command authority), and subordinate joint force commanders 
(JFCs),  will exercise 
operational control (OPCON) over reassigned forces.


When transfer of forces to a joint force will be temporary, the forces will be attached to 
the gaining command, and JFCs, normally through the Service component 
commander,  will exercise OPCON over the attached forces.


Establishing authorities for subordinate unified commands and joint task forces direct 
the assignment or attachment of their forces to those subordinate commands as 
appropriate.


normally through the Service component commander,
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apply to USNORTHCOM.)  Transient forces do not come under the chain of command of 
the GCC solely by their movement across operational area boundaries, except when the GCC 
is exercising TACON for the purpose of force protection.  Unless otherwise specified by 
SecDef, and with the exception of the USNORTHCOM AOR, a GCC has TACON for 
exercise purposes whenever forces not assigned to that GCC undertake exercises in that 
GCC’s AOR. 


9.  Other Authorities 


Other authorities outside the command relationships delineated above are described 
below. 


a.  Administrative Control.  ADCON is the direction or exercise of authority over 
subordinate or other organizations with respect to administration and support, including 
organization of Service forces, control of resources and equipment, personnel management, 
logistics, individual and unit training, readiness, mobilization, demobilization, discipline, and 
other matters not included in the operational missions of the subordinate or other 
organizations.  ADCON is synonymous with administration and support responsibilities 
identified in Title 10, USC.  This is the authority necessary to fulfill Military Department 
statutory responsibilities for administration and support.  ADCON may be delegated to and 
exercised by commanders of Service forces assigned to a CCDR at any echelon at or below 
the level of Service component command.  ADCON is subject to the command authority of 
CCDRs.  ADCON may be delegated to and exercised by commanders of Service commands 
assigned within Service authorities.  Service commanders exercising ADCON will not usurp 
the authorities assigned by a CCDR having COCOM over commanders of assigned Service 
forces. 


b.  Coordinating Authority.  Commanders or individuals may exercise coordinating 
authority at any echelon at or below the level of CCMD.  Coordinating authority is the 
authority delegated to a commander or individual for coordinating specific functions and 
activities involving forces of two or more Military Departments, two or more joint force 
components, or two or more forces of the same Service (e.g., joint security coordinator 
exercises coordinating authority for joint security area operations among the component 
commanders).  Coordinating authority may be granted and modified through an MOA to 
provide unity of effort for operations involving RC and AC forces engaged in interagency 
activities.  The commander or individual has the authority to require consultation between 
the agencies involved but does not have the authority to compel agreement.  The common 
task to be coordinated will be specified in the establishing directive without disturbing the 
normal organizational relationships in other matters.  Coordinating authority is a consultation 
relationship between commanders, not an authority by which command may be exercised.  It 
is more applicable to planning and similar activities than to operations.  Coordinating 
authority is not in any way tied to force assignment.  Assignment of coordinating authority is 
based on the missions and capabilities of the commands or organizations involved. 


c.  Direct Liaison Authorized (DIRLAUTH).  DIRLAUTH is that authority granted by 
a commander (any level) to a subordinate to directly consult or coordinate an action with a 
command or agency within or outside of the granting command.  DIRLAUTH is more 
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applicable to planning than operations and always carries with it the requirement of keeping 
the commander granting DIRLAUTH informed.  DIRLAUTH is a coordination relationship, 
not an authority through which command may be exercised. 


10.  Command of National Guard and Reserve Forces 


a.  When mobilized under Title 10, USC, authority, command of National Guard and 
Reserve forces (except those forces specifically exempted) is assigned by SecDef to the 
CCMDs.  Those forces are available for operational missions when mobilized for specific 
periods  or when ordered to active duty after being validated for employment by their parent 
Service.  Normally, National Guard forces are under the commands of their respective 
governors in Title 32, USC, or state active duty status.  


b.  The authority CCDRs may exercise over assigned RC forces when not on active duty 
or when on active duty for training is TRO.  CCDRs normally will exercise TRO over 
assigned forces through Service component commanders.  TRO includes authority to: 


(1)  Provide guidance to Service component commanders on operational 
requirements and priorities to be addressed in Military Department training and readiness 
programs; 


(2)  Comment on Service component program recommendations and budget 
requests; 


(3)  Coordinate and approve participation by assigned RC forces in joint exercises 
and training when on active duty for training or performing inactive duty for training; 


(4)  Obtain and review readiness and inspection reports on assigned RC forces; and 


(5)  Coordinate and review mobilization plans (including post-mobilization training 
and deployability validation) developed for assigned RC forces. 


c.  Unless otherwise directed by SecDef, the following applies: 


(1)  Assigned RC forces on active duty (other than for training) may not be 
deployed until validated by the parent Service for deployment. 


(2)  CDRs may employ RC forces assigned to subordinate component commanders 
in contingency operations when forces have been mobilized for specific periods or when 
ordered to active duty after being validated for employment by their parent Service.   


(3)  RC forces on active duty for training or performing inactive-duty training may 
be employed in connection with contingency operations only as provided by law, and when 
the primary purpose is for training consistent with their mission or specialty. 


d.  CCDRs will communicate with assigned RC forces through the Military Departments 
when the RC forces are not on active duty or when on active duty for training. 







Chapter V 


V-14 JP 1 


e.  CCDRs may inspect assigned RC forces in accordance with DODD 5106.04, 
Combatant Command Inspectors General, when such forces are mobilized or ordered to 
active duty (other than for training). 


f.  CDRUSSOCOM will exercise additional authority for certain functions for assigned 
RC forces and for all SOF assigned to other CCMDs in accordance with the current MOAs 
between CDRUSSOCOM and the Secretaries of the Military Departments.  See DODI 
1215.06, Uniform Reserve, Training, and Retirement Categories.  


SECTION B.  COMMAND AND CONTROL OF JOINT FORCES 


11.  Background 


Command is the most important role undertaken by a JFC.  It is the exercise of authority 
and direction by a properly designated commander over assigned and attached forces.  C2 is 
the means by which a JFC synchronizes and/or integrates joint force activities.  C2 ties 
together all the operational functions and tasks and applies to all levels of war and echelons 
of command.  C2 functions are performed through an arrangement of personnel, equipment, 
communications, facilities, and procedures employed by a commander in planning, directing, 
coordinating, and controlling forces and operations in the accomplishment of the mission.  


12.  Command and Control Fundamentals 


C2 enhances the commander’s ability to make sound and timely decisions and 
successfully execute them.  Unity of effort over complex operations is made possible through 
decentralized execution of centralized, overarching plans or via mission command.  
Advances in information systems and communications may enhance the situational 
awareness (SA) and understanding of tactical commanders, subordinate JFCs, CCDRs, and 
even the national leadership.    The level of control used will depend on the nature of the 
operation or task, the risk or priority of its success, and the associated comfort level of the 
commander. 


a.  Tenets.  Unity of command is strengthened through adherence to the following C2 
tenets: 


(1)  Clearly Defined Authorities, Roles, and Relationships.  Effective C2 of joint 
operations begins by establishing unity of command through the designation of a JFC with 
the requisite authority to accomplish assigned tasks using an uncomplicated chain of 
command.  It is essential for the JFC to ensure that subordinate commanders, staff principals, 
and leaders of C2 nodes (e.g., IO cell, joint movement center) understand their authorities, 
role in decision making and controlling, and relationships with others.  The assignment of 
responsibilities and the delegation of authorities foster initiative and speed the C2 process.  
Joint force staff principals must understand that their primary role is to provide sufficient, 
relevant information to enhance SA and understanding for the JFC and for subordinate 
commanders.  Once a decision is made, commanders depend on their staffs to communicate 
the decision to subordinates in a manner that quickly focuses the necessary capabilities 
within the command to achieve the commander’s intent.  The commander should give the 
staff the authority to make routine decisions within the constraints of the commander’s intent 
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while conducting operations.  Appropriate application of the command relationships 
discussed previously in Section A will help ensure that the requisite amount of control is 
applied while enabling sufficient latitude for decentralized execution.  Additionally, 
commander to staff and staff to staff relationships must be developed through training to 
promote the understanding of all regarding the direction and/or support required. 


(2)  Mission command is the conduct of military operations through decentralized 
execution based upon mission-type orders.  It empowers individuals to exercise judgment in 
how they carry out their assigned tasks and it exploits the human element in joint operations, 
emphasizing trust, force of will, initiative, judgment, and creativity.  Successful mission 
command demands that subordinate leaders at all echelons exercise disciplined initiative and 
act aggressively and independently to accomplish the mission.  They focus their orders on 
the purpose of the operation rather than on the details of how to perform assigned tasks.  
They delegate decisions to subordinates wherever possible, which minimizes detailed control 
and empowers subordinates’ initiative to make decisions based on understanding what the 
commander wants rather than on constant communications.  Essential to mission command 
is the thorough understanding of the commander’s intent at every level of command and a 
command climate of mutual trust and understanding. 


(3) Information Management and Knowledge Sharing.  Control and appropriate 
sharing of information is a prerequisite to maintaining effective C2.  For a discussion of 
information management and knowledge sharing, see JP 3-0, Joint Operations, and JP 3-33, 
Joint Task Force Headquarters. 


(4)  Communication.  Because JFCs seek to minimize restrictive control measures 
and detailed instructions, they must find effective and efficient ways to create cooperation 
and compliance.  Commander’s intent fosters communication and understanding with all 
subordinates.  This common understanding builds teamwork and mutual trust.  Two joint C2 
constructs that ensure implicit communication are the commander’s intent and mission 
statement. 


(a)  Commander’s intent represents a unifying idea that allows decentralized 
execution within centralized, overarching guidance.  It is a clear and concise expression of 
the purpose of the operation and the military end state.  It provides focus to the staff and 
helps subordinate and supporting commanders take actions to achieve the military end state 
without further orders, even when operations do not unfold as planned.   


(b)  JFCs use mission-type orders to decentralize execution.  Mission-type 
orders direct a subordinate to perform a certain task without specifying how to accomplish it.  
Within these orders, the actual mission statement should be a short sentence or paragraph 
that describes the organization’s essential task (or tasks) and purpose—a clear statement of 
the action to be taken and the reason for doing so.  The senior leaves the details of execution 
to the subordinate, allowing the freedom and the obligation to take whatever steps are 
necessary to deal with the changing situation while encouraging initiative at lower levels. 


(5)  Timely Decision Making.  With well-defined commander’s critical information 
requirement, effective common operational picture and establishing clear objectives, the JFC 
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can make timely and effective decisions to get inside the adversary’s decision and execution 
cycle.  Doing so generates confusion and disorder and slows an adversary’s decision making.  
The commander who can gather information and make better decisions faster will generate a 
rapid tempo of operations and gain a decided advantage.  Consequently, decision-making 
models and procedures must be flexible and allow abbreviation should the situation warrant 
it.  Adoption of a decision aid offers the commander and staff a method for maintaining SA 
of the ongoing operation as well as identifying critical decision points where the 
commander’s action may be required to maintain momentum. 


(6)  Coordination Mechanisms.  Coordination mechanisms facilitate integration, 
synchronization, and synergistic interaction among joint force components.  Coordinating 
mechanisms can include: agreements, memoranda of understanding, exchange and/or liaison 
officers, direct and integrated staffing, interoperable communications systems, information 
sharing, exercises, and plan development.  Integration is achieved through joint operation 
planning and the skillful assimilation of forces, capabilities, and systems to enable their 
employment in a single, cohesive operation rather than a set of separate operations.  A 
synchronization matrix may be employed to visually portray critical actions that must be 
accomplished by multiple elements of the joint force.  Coordination is facilitated through the 
exchange of liaisons and interoperable communications systems.  These mechanisms provide 
the JFC with a linkage to the joint force staff and subordinate commands’ activities and work 
to execute plans and coordinate changes required by the unfolding situation.  In interagency 
and/or multinational environments where unity of command may not be possible, unity of 
effort may be achieved through effective coordination, exchange of liaisons, and 
interoperable communications and/or common operating systems.  Constant vertical and 
horizontal coordination and cooperation between the CCMD and component staffs and other 
CCMDs are prerequisites for ensuring timely command awareness. 


(7)  Battle Rhythm Discipline.  A command headquarters battle rhythm is its daily 
operations cycle for briefings, meetings, and reporting requirements.  A battle rhythm is 
essential to support decision making, staff actions, and higher headquarters information 
requirements and to manage the dissemination of decisions and information in a coordinated 
manner.  A defined battle rhythm should be based on the information requirements of the 
CCDR, subordinates, and senior commands.  It must be designed to minimize the time the 
commander and key staff members spend attending meetings and listening to briefings; it 
must allow the staff and subordinate commanders time to plan, communicate with the 
commander, and direct the activities of their subordinates.  The battle rhythms of the joint 
and component headquarters should be synchronized and take into account multiple time 
zones and other factors.  Other planning, decision, and operating cycles or processes 
(intelligence, targeting, and air tasking order) influence the joint force headquarters battle 
rhythm.  Further, meetings of the necessary staff organizations must be synchronized.  
Consequently, key members of the joint force staff, components, and supporting agencies 
should participate in the development of the joint force headquarters battle rhythm.  Those 
participants must consider the battle rhythm needs of higher, lower, lateral, and adjacent 
commands when developing the joint force headquarters battle rhythm. 


(a)  Simple, focused displays of information delivered in a disciplined way are 
necessary.  Information displayed or discussed should be mission-related.  The attention of 
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the JFC and joint staff is pulled both from above, by requirements from seniors, and from 
below, by the needs of component commanders and their staffs.  These requirements must 
also be integrated into the activities of the JFC, but must not be allowed to dominate JFC 
actions.  Technology offers a means to reduce the time required for conducting these 
essential C2 events.  For example, video teleconferencing and other collaborative 
communication tools are common methods used in many headquarters to conduct scheduled 
and unscheduled meetings and conferences that include a wide range of key participants. 


(b)  The JFC and staff must be sensitive to the battle rhythm of subordinate 
organizations.  Component commanders also need information to function properly within 
their own decision cycles.  The JFC should establish and require adherence to norms that 
increase the speed of the component commanders’ decision cycles. 


(8)  Responsive, Dependable, and Interoperable Support Systems.  ISR, space-
based, and communications systems must be responsive and dependable in real time to 
provide the JFC with accurate, timely, relevant, and adequate information.  Linking support 
systems that possess commonality, compatibility, and standardization to the greatest extent 
possible will contribute to a higher state of interoperability and thus C2 utility.  Integrating 
the support systems of multinational and other agency partners also must be considered. 


(9)  Situational Awareness.  The primary objective that the staff seeks to attain for 
the commander and for subordinate commanders is SA—a prerequisite for commanders 
anticipating opportunities and challenges.  True situational understanding should be the basis 
for all decision makers.  Knowledge of friendly capabilities and adversary capabilities, 
intentions, and likely COAs enables commanders to focus joint efforts where they best and 
most directly contribute to achieving objectives.  Further, the JFC’s SA must be broad to 
include the actions and intentions of multinational partners, civilian agencies, adjacent 
commands, higher headquarters, HN authorities, and NGOs. 


(10)  Mutual Trust.  Decentralized execution, operating within the JFC’s intent, and 
mission-type orders capitalize on the initiative of subordinate commanders.  For these 
methods to work within a joint force and for the joint force to function at all, there must be a 
high degree of mutual trust.  Trust among the commanders and staffs in a joint force expands 
the JFC’s options and enhances flexibility, agility, and the freedom to take the initiative 
when conditions warrant.  The JFC trusts the chain of command, leaders, and staffs to use 
the authority delegated to them to fulfill their responsibility for mission accomplishment; and 
the joint force trusts the JFC to use component capabilities appropriately.  Mutual trust 
results from honest efforts to learn about and understand the capabilities that each member 
brings to the joint force, demonstrated competence, and planning and training together. 


b.  Decision-Making Model.  Joint operation planning occurs within the APEX system, 
which is the DOD-level system of joint policies, processes, procedures, and reporting 
structures, supported by communications and information technology that is used by the 
JPEC to monitor, plan, and execute mobilization, deployment, employment, sustainment, 
redeployment, and demobilization activities associated with joint operations.  The APEX 
system formally integrates the planning activities of the JPEC and facilitates the JFC’s 
seamless transition from planning to execution during times of crises.  The APEX system 
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activities span many organizational levels, but the focus is on the interaction between 
SecDef and CCDRs, which ultimately helps the President and SecDef decide when, 
where, and how to commit US military capabilities.  The interactive and collaborative 
process at the national level guides the way in which planning and execution occur 
throughout the Armed Forces. 


For further guidance on joint operation and campaign planning, refer to JP 5-0, Joint 
Operation Planning. 


13.  Organization for Joint Command and Control 


Component and supporting commands’ organizations and capabilities must be integrated 
into a joint organization that enables effective and efficient joint C2.  The C2 structure is 
centered on the JFC’s mission and CONOPS; available forces and capabilities; and joint 
force staff composition, capabilities, location, and facilities.  The JFC should be guided in 
this effort by the following principles: 


a.  Simplicity.  Unity of command must be maintained through an unambiguous chain 
of command, well-defined command relationships, and clear delineation of responsibilities 
and authorities.  The JFC staff does not have direct authority over any subordinate 
commander’s staffs.  The component staffs work solely for the component commander. 


b.  Span of Control.  The desired reach of the JFC’s authority and direction over 
assigned or attached forces will vary depending on the mission and the JFC’s ability to C2 
the actions required.  Span of control is based on many factors, including the number of 
subordinates, number of activities, range of weapon systems, force capabilities, size and 
complexity of the operational area, and method used to control operations (centralized or 
decentralized). 


c.  Unit Integrity.  Component forces should remain organized as designed and in the 
manner accustomed through training to maximize effectiveness.  However, if a JFC desires 
to reorganize component units, it should be done only after careful consultation and 
coordination with the Service component commander. 


d.  Interoperability.  C2 capabilities within joint force headquarters, component 
commands, and supporting commands must be interoperable to facilitate control of forces.  
The simplest and most streamlined chain of command can be thwarted by an absence of 
interoperability among the components’ forces and systems.   


14.  Joint Command and Staff Process 


a.  General.  The nature, scope, and tempo of military operations continually changes, 
requiring the commander to make new decisions and take new actions in response to these 
changes.  This may be viewed as part of a cycle, which is repeated when the situation 
changes significantly.  The cycle may be deliberate or rapid, depending on the time available.  
However, effective decision making and follow-through require that the basic process be 
understood by all commanders and staff officers and adapted to the prevailing situation.  
Although the scope and details will vary with the level and function of the command, the 
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purpose is constant: analyze the situation and need for action; determine the COA best suited 
for mission accomplishment; and carry out that COA, with adjustments as necessary, while 
continuing to assess the unfolding situation. 


b.  Estimates, Decisions, and Directives.  These processes are iterative, beginning with 
the initial recognition that the situation has changed (e.g., change of mission, change in the 
friendly or adversary situation), requiring a new decision by the commander.  The staff 
assembles available information regarding the adversary, friendly, and environmental 
situations and assists the commander in analyzing the mission and devising COAs.  The staff 
then analyzes these COAs and the commander makes a decision.  This decision identifies 
what the command is to do and becomes the “mission” paragraph of a plan or order.  An 
estimate process, as described in JP 5-0, Joint Operation Planning, may be used by 
commanders and staffs during the preparation of estimates and directives.  Simulation and 
analysis capabilities can assist in correlation of friendly and adversary strengths and 
weaknesses, as well as in analysis of COAs. 


c.  Follow-Through.  Having received and analyzed the mission, the commander 
determines how it will be accomplished and directs subordinate commanders to accomplish 
certain tasks that contribute to the common goal.  Then the commander is responsible for 
carrying out the mission to successful conclusion, using supporting staff studies, 
coordination, and analysis relating to: 


(1)  Supervision of the conduct of operations; 


(2)  Changes to orders, priorities, and apportionment of support; 


(3)  Commitment and reconstitution of the reserve; and 


(4)  After mission attainment, consolidation and refit in preparation for the next 
task. 


15.  Command and Control Support 


A command and control support (C2S) system, which includes interoperable supporting 
communications systems, is the JFC’s principal tool used to collect, transport, process, share, 
and protect data and information.  Joint C2S systems must provide quality information to 
allow relevant and timely JFC decisions and provide feedback on the intended outcome.  To 
facilitate the execution and processes of C2, military communications systems must furnish 
rapid, reliable, and secure information throughout the chain of command.  All joint 
functions—C2, intelligence, fires, movement and maneuver, protection, and sustainment—
depend on responsive and dependable communications systems that tie together all aspects 
of joint operations and allow the JFCs and their staffs to initiate, direct, monitor, question, 
and react.  Ultimately, effective C2 depends on the right person having the right information 
at the right time to support decision making. 


For further guidance on information quality criteria, refer to JP 6-0, Joint Communications 
System, and JP 3-13, Information Operations. 
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16.  National Military Command System 


The NMCS is the priority component of the DOD information networks designed to 
support the President, SecDef, and the JCS in the exercise of their responsibilities.  The 
NMCS provides the means by which the President and SecDef can receive warning and 
intelligence so that accurate and timely decisions can be made, the resources of the Military 
Services can be applied, military missions can be assigned, and direction can be 
communicated to CCDRs or the commanders of other commands.  Both the communication 
of warning and intelligence from all sources and the communication of decisions and 
commands to military forces require that the NMCS be a responsive, reliable, and survivable 
system.  An enduring command structure with survivable systems is both required and 
fundamental to NMCS continuity of operations. 


For further information, refer to JP 6-0, Joint Communications System. 


17.  Nuclear Command and Control System 


General operational responsibility for the Nuclear Command and Control System 
(NCCS) lies with CJCS and is centrally directed through the Joint Staff.  The NCCS 
supports the Presidential nuclear C2 of the CCMDs in the areas of integrated tactical 
warning and attack assessment, decision making, decision dissemination, and force 
management and report back.  To accomplish this, the NCCS comprises those critical 
communications system components of the DOD information networks that provide 
connectivity from the President and SecDef through the NMCS to the nuclear CCDRs and 
nuclear execution forces.  It includes the emergency action message dissemination systems 
and those systems used for tactical warning/attack assessment, conferencing, force report 
back, reconnaissance, retargeting, force management, and requests for permission to use 
nuclear weapons.  The NCCS is integral to and ensures performance of critical strategic 
functions of the Global Command and Control System.  The Minimum Essential Emergency 
Communications Network provides assured communications connectivity between the 
President and the strategic deterrent forces in stressed environments. 


18.  Defense Continuity Program 


The Defense Continuity Program is an integrated program composed of DOD policies, 
plans, procedures, assets, and resources that ensures continuity of DOD component mission-
essential functions under all circumstances, including crisis, attack, recovery, and 
reconstitution.  It encompasses the DOD components performing continuity of operations, 
continuity of government, and enduring constitutional government functions to enhance 
readiness posture. 


For further information, refer to DODD 3020.26, Department of Defense Continuity 
Programs. 
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CHAPTER VI 
JOINT FORCE DEVELOPMENT 


SECTION A.  FUNDAMENTALS OF JOINT FORCE DEVELOPMENT 


1.  Principles 


a.  Joint force development prepares individual members and units of the Armed Forces 
to field a  joint force that integrates service capabilities in order to execute assigned missions. 
It includes joint doctrine, joint education, joint training, joint lessons learned, and joint 
concept development and assessment.   


b.  The why, how, and what of joint force development are: 


(1)  Why is joint force development essential?  Each of the Services organizes, 
trains, and equips to bring unique capabilities to the fight, and the integration of these 
Service capabilities is the foundation of US warfighting capability.  Joint force development 
enables the continual improvement of joint capabilities, achieving jointness at the right level.  
However, jointness is not automatic and it is perishable. It must be advanced through 
continual joint force development efforts. 


(2)  The overarching process for how jointness is maintained is the joint force 
development life cycle (Figure VI-1).  Our joint warfighting capability is improved through 
the development of concepts validated by rigorous assessment and lessons learned from 
current operations.  It is sustained through joint doctrine, education, training, and exercises.  
New ideas are discovered through active scouting: capitalizing and exploiting innovative 
opportunities and developments occurring inside and outside of the military community.  
The end product is joint warfighting capability. 


(3)  The what of joint force development is a trained and capable joint force.   


2.  Authorities 


a.  Joint force development involves the synchronized execution of the legislated 
authorities of the CJCS, the Service Chiefs, and others (such as CDRUSSOCOM).  US law 
(Title 10, USC, Section 153) gives the CJCS authority regarding joint force development, 
specifically providing authority to develop doctrine for the joint employment of the Armed 
Forces, and to formulate policies for the joint training of the Armed Forces to include 
policies for the military education and training of members of the Armed Forces.  In 


“It’s clear we have work to finish in the current conflicts and it should be just as 
clear that we have work to do in preparing for an uncertain future.  Our work must 
result in a joint force that is responsive, decisive, versatile, interdependent, and 
affordable.” 


General Martin E. Dempsey, US Army 
18th Chairman of the Joint Chiefs of Staff, 2011 
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executing these authorities, the CJCS works in collaboration with the Service Chiefs and 
others (such as CDRUSSOCOM) to produce joint force capabilities.   


b.  These authorities derive from the Goldwater-Nichols Department of Defense 
Reorganization Act of 1986, which significantly increased the role of the CCDRs in many 
aspects of joint operations.  As a result of the Goldwater-Nichols Reorganization Act, the 
CJCS and CCDRs have a much larger role in joint force development, especially during the 
planning, programming, and budgeting processes.  All Services contribute their unique 
capabilities to the joint operation or campaign.  Their integration is critical to overall joint 
force capability and effectiveness.   


SECTION B.  JOINT FORCE DEVELOPMENT PROCESS 


3.  Joint Force Development 


Joint force development is a knowledge-based and integrated enterprise.  A discussion 
of each of the force development subordinate processes follows. 


 
Figure VI-1.  Joint Force Development Life Cycle 
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4.  Joint Doctrine 


Joint doctrine provides the fundamental principles that guide the employment of US 
military forces in coordinated action toward a common objective.  It also provides 
authoritative guidance from which joint operations are planned and executed.   


a.  Joint Doctrine Fundamentals 


(1)  Joint doctrine is based on extant capabilities (i.e., current force structures and 
materiel).  It incorporates time-tested principles of joint operations, operational art, and 
elements of operational design.  Joint doctrine standardizes terminology, relationships, 
responsibilities, and processes among all US forces to free JFCs and their staffs to focus 
efforts on solving the complex problems confronting them. 


For more discussion of the principles of joint operations, see JP 3-0, Joint Operations.  For 
more discussion of operational art and operational design, see JP 5-0, Joint Operation 
Planning. 


(2)  Joint doctrine is authoritative guidance and will be followed except when, 
in the judgment of the commander, exceptional circumstances dictate otherwise.  
Doctrine does not replace or alter a commander’s authority and obligation to determine the 
proper COA under the circumstances prevailing at the time of decision; such judgments are 
the responsibility of the commander.  Joint doctrine is not dogmatic—the focus is on how to 
think about operations, not what to think about operations.  It is definitive enough to guide 
operations while versatile enough to accommodate a wide variety of situations.  Joint 
doctrine should foster initiative, creativity, and conditions that allow commanders the 
freedom to adapt to varying circumstances.  The judgment of the commander based upon 
the situation is always paramount. 


(3)  Joint doctrine applies to the Joint Staff, CCDRs, subordinate unified 
commanders, JTF commanders, and subordinate component commanders of these 
commands, the Services, and CSAs.  In developing joint doctrine, existing Service, multi-
Service, and multinational doctrine is considered.  However, joint doctrine takes 
precedence over individual Service’s doctrine, which must be consistent with joint 
doctrine.  Joint doctrine should not include detail that is more appropriate in Service 
doctrine, standing operating procedures, plans, and other publications.  If conflicts arise 
between the contents of joint doctrine and the contents of Service or multi-Service doctrine, 
joint doctrine takes precedence for the activities of joint forces unless CJCS has provided 
more current and specific guidance. 


(4)  Joint doctrine is not policy.  Policy and doctrine are closely related, but they 
fundamentally fill separate requirements.  Policy can direct, assign tasks, prescribe desired 
capabilities, and provide guidance for ensuring the Armed Forces of the United States are 
prepared to perform their assigned roles; implicitly policy can create new roles and a 
requirement for new capabilities.  Most often, policy drives doctrine; however, on occasion, 
an extant capability will require policy to be created.  As doctrine reflects extant capabilities, 
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policy must first be implemented and/or new capabilities fielded before they can be written 
into doctrine. 


(5)  When the Armed Forces of the United States participate in multinational 
operations, US commanders should follow multinational doctrine and procedures that were 
ratified by the US.  For multinational doctrine and procedures not ratified by the US, 
commanders should evaluate and follow the multinational command’s doctrine and 
procedures where applicable and consistent with US law, policy, and doctrine.  


(6)  Joint doctrine is developed under the aegis of the CJCS in coordination and 
consultation with the Services, CCMDs, and CSAs.  The Joint Staff leads the joint doctrine 
development community and is responsible for all aspects of the joint doctrine process, to 
include promulgation.  


For further guidance on the development of joint doctrine, refer to CJCSI 5120.02C, Joint 
Doctrine Development System. 


b.  Purpose of Joint Doctrine 


Joint doctrine is written for those who: 


(1)  Provide strategic direction to joint forces (the CJCS and CCDRs). 


(2)  Employ joint forces (CCDRs, subordinate unified commanders, or JTF 
commanders). 


(3)  Support or are supported by joint forces (CCMDs, subunified commands, JTFs, 
component commands, the Services, and CSAs). 


(4)  Prepare forces for employment by CCDRs, subordinate unified commanders, 
and JTF commanders. 


(5)  Train and educate those who will conduct joint operations. 


5.  Joint Education 


a.  Education is a key aspect of the joint force development process.   


(1)  Professional military education (PME) conveys the broad body of knowledge 
and develops the cognitive skills essential to the military professional’s expertise in the art 
and science of war.  Additionally, affective or attitudinal learning is paired with education to 
better inculcate the values of joint service as discussed in Chapter I, “Theory and 
Foundations.” 


(2)  Service delivery of PME, taught in a joint context, instills basic Service core 
competency within topics associated with joint matters.  Joint education is the aspect of PME 
that focuses on imparting joint knowledge and attitudes. 
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(3)  Joint education can be broadly parsed into three categories: 


(a)  Joint Professional Military Education (JPME).  As codified in US law 
(Title 10, USC, Section 2151) JPME “consists of the rigorous and thorough instruction and 
examination of officers of the armed forces in an environment designed to promote a 
theoretical and practical understanding of joint matters.”  JPME fulfills the educational 
requirements of the 1986 Goldwater-Nichols Act.  JPME is delivered in both service and 
purely joint (e.g., the National Defense University) venues.  JPME positions officers to 
recognize and operate in tactical, operational, and strategic levels of national security.  JPME 
curricula—based upon approved joint doctrine and concepts—address what every officer 
should know regarding joint matters at appropriate levels from pre-commissioning through 
general/flag officer.   


For further guidance on JPME, refer to CJCSI 1800.01D, Officer Professional Military 
Education Policy (OPMEP). 


(b)  Enlisted Joint Professional Military Education (EJPME).  Although not 
mandated in US law, the joint development of enlisted personnel requires some degree of 
joint education.  EJPME is largely delivered in Service PME venues along two separate 
tracks.  The first track addresses what every enlisted member of the Armed Forces should 
know regarding joint subjects at appropriate levels of service; the second track is specific 
educational preparation for enlisted members for joint duty.  Like JPME, EJPME curricula 
are based upon approved joint doctrine and concepts. 


For further guidance on EJPME, refer to CJCSI 1805.01A, Enlisted Professional Military 
Education Policy. 


(c)  Other Joint Education.  JPME and EJPME provide members of the 
Armed Forces with common education on joint matters.  JPME and EJPME curricula 
provide “some joint content for all”—what all members of the Armed Forces should know.  
Other joint education provides specialist education in specific joint functional areas.  Other 
joint education (sometimes called “small j” joint education to distinguish it from 
JPME/EJPME) is topic-specific education of joint material for both officers and enlisted 
personnel.  The content of “other joint education,” albeit significant to joint officer 
development, does not otherwise meet standards to be accredited as JPME.  This type of 
education is sponsored by topic-specific relevant Services and organizations (i.e., joint 
logistics education by the joint logistics community).  Other joint education conveys a 
specific body of knowledge relevant to the specific field and is also based on approved joint 
doctrine and concepts.   


b.  Influence of Joint Education 


(1)  Joint education is based on joint doctrine and should reflect the deliberate, 
iterative, and continuous nature of joint force development. Joint curricula should include 
approved joint concepts and the most recent observed lessons from across the joint force.   


(2)   Joint education is closely related to individual joint training.  Policy recognizes 
that education and training are not mutually exclusive.  Virtually all military schools and 
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professional development programs include elements of both education and training in their 
academic curriculum.  Effective joint learning relies on close coordination of training and 
education.  As individuals mature and develop within their military specialties, they acquire 
the knowledge, skills, and abilities required for positions of increased responsibilities. 


6.  Joint Training  


Joint training prepares individuals, joint forces, or joint staffs to respond to strategic, 
operational, or tactical requirements considered necessary by the CCDRs to execute their 
assigned or anticipated missions.  Joint training encompasses both individual and collective 
training of joint staffs, units, and the Service components of joint forces. 


a.  Joint Training Fundamentals 


 (1)  Types of Joint Training.  Joint training must be accomplished by effectively 
matching the training requirements and training audiences with appropriate training methods 
and modes within available resources.  These audiences include: 


(a)  Individual Joint Training.  Training that prepares individual members and 
commanders to perform duties in joint organizations (e.g., specific staff positions or 
functions) or to operate uniquely joint systems.  Individuals should be proficient in requisite 
knowledge, skills, and ability to apply joint doctrine and procedures necessary to function as 
staff members. 


(b)  Staff Joint Training.  Training that prepares joint staffs or joint staff 
elements to respond to strategic and operational taskings deemed necessary by CCDRs and 
subordinate JFCs to execute their assigned missions. 


(c)  Collective Joint Training.  Instruction and applied exercises that prepare 
joint organizational teams to integrate and synchronize owned and provided capabilities to 
execute assigned missions.  Collective exercise programs include the President’s National 
Exercise Program (NEP), the Chairman’s Exercise Program (CEP), and the Joint Exercise 
Program (JEP). 


1.  The NEP consists of annual, operations-based exercises, either a 
functional command post exercise or a full-scale exercise, involving department and agency 
principals and Presidential participation.  These national-level exercises address USG 
strategic and policy-level objectives and challenge the national response system.  DOD 
participates in the NEP through the CEP. 


2.  The CEP is the only dedicated means for the CJCS, through the Joint 
Staff, to coordinate interagency and CCMD participation in strategic national-level joint 
exercises. 


3.  The JEP is a principal means for CCDRs to maintain trained and ready 
forces, exercise their contingency plans, support their TCP, and achieve joint and 
multinational (combined) training.  CCDR-sponsored JEP events train to mission capability 
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requirements described in the command joint mission-essential task list (JMETL) as well as 
theater security cooperation requirements as directed in TCPs. 


(2)  Tenets of Joint Training.  JFCs must integrate and synchronize the actions of 
their forces to achieve strategic and operational objectives.  Success depends on well-
integrated command headquarters, supporting organizations, and forces that operate as a 
team.  The tenets of joint training are intended to guide commanders and agency directors in 
developing their joint training plans: use joint doctrine; commanders/agency directors are the 
primary trainers; mission focus; train the way you intend to operate; centralize planning, 
decentralize execution; and link training and readiness assessments. 


(3)  End State.  The desired end state of joint training is a training and exercise 
strategy aligned with the NMS that results in joint force readiness.  


(4)  Joint Training System (JTS).  The JTS is a four-phased methodology that 
aligns training strategy with assigned missions to produce trained and ready individuals, 
units, and staffs. 


(a)  The first phase (the Requirements Phase) identifies the required capabilities 
identified during mission analyses by commanders or agency directors and their staffs, and 
are based on assigned mission responsibilities, commander’s intent, and joint doctrine and 
documented in the command/agency JMETL or agency mission-essential task list (AMETL). 


(b)  The second phase (the Plans Phase) is an analysis of current capabilities 
against required capabilities (JMETL/AMETL).  Joint training requirements are derived by 
analyzing gaps between mission capability requirements and current capability proficiency.  
Training methods, modes, and media are determined based on the desired level of 
performance, which determines the type of training events required. 


(c)  The third phase (the Execution Phase) refines and finalizes, executes, and 
evaluates training events scheduled during the plans phase.  Following execution, 
command/agency trainers collect the task performance observations for each training 
objective, conduct analysis, and make a formal recommendation as training proficiency 
evaluations on whether the training audience achieved the training objective. 


(d)  The fourth phase (the Assessments Phase) completes the joint training 
cycle and begins the next cycle as an input to future training plans.  It focuses on the 
organization’s capability to accomplish its assigned missions.  It may also impact near-term 
training if critical shortcomings or deficiencies in a command’s proficiency, or in overall 
joint procedures, are identified. 


(5)  Although the process is deliberate in concept, it is flexible in execution.  The 
JTS is a systematic approach to assist commanders in ensuring readiness levels required in 
their command are met through effective joint training.  This approach assists in identifying 
the functional responsibilities of assigned individuals and organizations in the form of tasks, 
conditions, and standards; identifying events and resources to accomplish required training; 
conducting and evaluating training audience performance; and assessing their ability to 
perform assigned mission tasks in the training environment. 
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(6)  The JTS supports DOD implementation of the joint learning continuum by 
providing the construct to plan and implement a comprehensive organizational program that 
may include elements of training (individual, staff, and collective), education, self-
development, and experience to achieve mission capability.  This process establishes the 
linkage between the NMS and CCMD missions, operational plans, and tasks inherent in 
those plans and joint training.  The final product is a CCDR JMETL and the CSA AMETL 
that reflects and consolidates the mission capability requirements of the CCMD into a single 
list of tasks, conditions, standards, responsible individuals, and organizations. 


(7)  The JTS represents a series of logical and repeatable processes that are intended 
to continuously improve joint readiness.  Used correctly, the system helps CCDRs, 
subordinate joint force, functional, or Service commanders, other senior commanders, and 
CSA directors to train more efficiently and identify areas for improvement.  Effectively 
using the processes within the JTS better enables commanders to assess the level of training 
readiness in their commands and then make informed judgments on their ability to perform 
assigned missions under unified CCMD. 


b.  Influence of Joint Training 


(1)  The Universal Joint Task List (UJTL) is a doctrine-based construct detailing a 
universe of military tasks linked to specific conditions and standards.  The UJTL provides a 
standardized tool to support the planning, execution, evaluation, and assessment of joint 
training.  The UJTL offers a library of mission tasks for the development of 
JMETLs/AMETLs and readiness reporting as well as defining capability requirements for 
readiness reporting, systems acquisition, and contingency operations planning. 


(2)  The ultimate objective of the joint learning continuum is the provision of 
mission-ready individuals and collective entities.  Broadly, the missions to be accomplished 
are articulated in the war plans of the CCDRs. 


For further guidance on joint training, refer to CJCSI 3500.01G, Joint Training Policy and 
Guidance for the Armed Forces of the United States. 


7.  Lessons Learned 


a.  The joint lessons learned component of joint force development entails collecting 
observations, analyzing them, and taking the necessary steps to turn them into “learned 
lessons”—changes in behavior that improve the mission ready capabilities of the joint force.  
The conduct of joint operations provides the truest test of joint doctrine, joint education, and 
joint training.  Accordingly, it is crucially important to observe keenly the conduct of joint 
operations, as well as the execution of each part of the joint force development process, in 
order to continuously identify and assess the strengths and weaknesses of joint doctrine, joint 
education, and joint training as well as strategy, policy, materiel, and supporting military 
systems.  Properly assessed, these positive and negative observations help senior leaders 
identify and fix problems, reinforce success, and inside the joint force development 
perspective, adjust the azimuth and interaction of the various lines of effort. 
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b.  The Joint Lessons Learned Program (JLLP) is focused on improving joint 
preparedness and performance.  Its primary objective is to enhance our abilities to conduct 
joint operations by contributing to improvements in doctrine, organization, training, materiel, 
leadership and education, personnel, facilities, and policy.  It enhances joint force 
capabilities by enabling learning and collaboration from joint activities, including 
engagement, planning, training, exercises, experiments, operations, real-world events, and 
other activities involving the Armed Forces of the United States.  The JLLP improves 
performance through discovery, evaluation, validation, and integration with learning and 
resolution processes, to ensure lessons are learned and integrated across DOD.  Learned 
lessons are the building blocks that feed the revisions and updates to doctrine, education, and 
training.  They identify gaps and common issues, and lead to the capture and implementation 
of best practices and experiences of DOD forces.  Ultimately, this leads to the development 
of new capabilities and improvements in the readiness of our forces.  The JLLP is designed 
to support the USG whole-of-government effort by sharing and collaborating learned lessons 
information with other USG organizations and multinational partners. 


For further guidance on the JLLP, refer to CJCSI 3150.25E, Joint Lessons Learned 
Program. 


8.  Joint Concepts and Assessment  


a.  Joint concepts examine military problems and propose solutions describing how the 
joint force, using military art and science, may operate to achieve strategic goals within the 
context of the anticipated future security environment.  Joint concepts lead to military 
capabilities, both non-materiel and materiel, that significantly improve the ability of the joint 
force to overcome future challenges.   


b.  Joint Concept Fundamentals 


(1)  Joint concepts provide solutions to compelling, real-world challenges both 
current and envisioned for which existing doctrinal approaches and joint capabilities are 
deemed inadequate. The absence of doctrine may indicate that the joint force has 
encountered a situation with which there has been no previous experience.  As battlefield 
conditions, technology, and opposing force capabilities evolve, concept development 
provides a means to address these challenges.  Concepts proceed from an understanding of 
existing doctrine or knowledge of existing capabilities.  They must propose a clear 
alternative to existing doctrine or augmentation of existing capabilities and demonstrate 
evidence of significant operational value relative to the challenges under consideration. 


(2)  Joint concepts are idea-focused and are not constrained by existing policies, 
treaties, laws, or technology.  This permits the development of concepts that anticipate 
conditions as they may exist in the future.  In this way it is possible to start with an idea—a 
visualization of how forces could successfully operate against specific challenges and across 
the joint functions—and proceed to describe new employment methodologies for existing 
capabilities as well as new capability requirements. 
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(3)  Joint concept development and assessment is focused on mitigating DOD’s 
highest joint force development needs.  Using joint force development priorities as 
determined by the CJCS, CCMDs and Services identify and nominate proposals to solve 
current or anticipated capability gaps annually via the Comprehensive Joint Assessment.  
Once nominated these proposals are consolidated, reviewed, and assigned a proposed 
priority.  A proposed list of projects and associated priority are reviewed by the Joint 
Capabilities Board and forwarded to the JROC for approval.  Upon approval by the JROC 
this list becomes the joint concept development and experimentation annual program of 
work. 


(4)  Joint concepts are developed collaboratively to ensure that a wide range of 
ideas and perspectives are considered for developing a deep understanding of the problem 
and generating options for solving that problem.  Military leaders and other subject matter 
experts from a variety of backgrounds collectively assess the challenge and identify potential 
solutions.  The process employs a systematic methodology for incorporating real-world 
observations, concerns, or issues as well as consideration of a wide range of innovative ideas 
for more effective future operations. 


(5)  Joint concepts are rigorously evaluated.  Joint concepts are objectively 
evaluated to ensure that proposed solutions will enable the joint force to successfully 
overcome the operational challenges the concept was intended to address.  The validation 
process involves testing the ideas during development; first in assessments under controlled 
environments and then in operational environments, such as exercises. 


c.  Joint Concept Assessment.  A joint assessment is an analytical activity based on 
unbiased trials conducted under controlled conditions within a representative environment, to 
validate a concept, hypothesis, discover something new, or establish knowledge.  Results of 
an assessment are reproducible and provide defensible analytic evidence for joint force 
development decisions.  Assessments and wargames provide the means to determine the 
efficacy of proposed capability to challenges, problems, and issues facing CCMDs, Services, 
agencies, and MNFs.   


(1)  Joint assessment uses a variety of methodologies to develop and evaluate 
capabilities to mitigate the joint force’s most pressing challenges.  These various approaches 
enable joint force development by increasing understanding, developing knowledge, or 
improving capabilities.  These approaches range from discovery events, workshops, and 
seminars to hypothesis testing and demonstrations.  Regardless of the approach the goal is to 
produce operationally relevant, credible, defensible, and sustainable joint capabilities.   


(2)  Joint assessment is planned and executed in a collaborative five phase cycle.  
This cycle uses a find, plan, experiment, finish, and exploit process model, incorporating 
continuous project and program assessment. 


d.  Influence of Joint Concepts and Assessment 


(1)  Joint concepts and validated results from joint assessments are deliberately 
transitioned to non-materiel capability development systems to become sustainable joint 
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capabilities.  Once validated and approved, concepts and solutions are actively transitioned 
via the force development process in order to institutionalize the solutions.  Succeeding in 
this requires the establishment of three types of organizational sponsorship to deliver 
sustainable joint capability to the joint warfighter.  The operational sponsor is the submitting 
organization (“has the problem”).  The technical sponsor is the organization that has the 
expertise in designing and executing the experiment or expertise with the proposed 
capability.  The implementation sponsor is the organization that has the authorities and 
responsibilities required for implementation of the developed capability, once validated and 
approved, into the joint force.  These roles and responsibilities are identified in a project 
experimentation support agreement during the planning phase and serve as the baseline for 
formal periodic project reviews and ensure that assessment remains relevant to DOD.  


(2)  Joint assessment does not conclude the joint force development life cycle; it 
informs it.  Being that the joint force development life cycle is iterative, constant, and 
inclusive, results of assessments provide validated solutions that provide change 
recommendations for relevant joint doctrine, education, training, and exercises to sustain the 
joint warfighter’s capability.  Additionally, as new capabilities are discovered through the 
collection and exploration of lessons learned, joint warfighting capability is created with the 
codification of these best practices into joint doctrine, the dissemination of lessons learned 
across the Services, and comprehensive training and education programs that produce our 
future strategists and leaders.  Accordingly, joint force development enables a joint trained 
and adaptable force prepared to function across the ROMO. 


For further guidance on joint concepts and experimentation, refer to CJCSI 3010.02C, Joint 
Concept Development and Experimentation.  
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APPENDIX A 
ESTABLISHING DIRECTIVE (SUPPORT RELATIONSHIP) 


CONSIDERATIONS 


1.  General 


The following information is provided to assist CCDRs, subordinate JFCs, and other 
commanders with the authority to designate a support relationship between subordinate 
commanders and with considerations in developing an establishing directive to clarify that 
support relationship. 


2.  Establishing Directive 


a.  An establishing directive is essential to ensure unity of command.  Normally, the 
designated commander will develop a draft establishing directive during the planning phase 
to provide the specifics of the support relationship.  The commander will submit the draft 
establishing directive to the establishing authority for consideration.  The establishing 
directive is normally issued to specify the purpose of the support relationship, the effects 
desired, the objectives, and the scope of the action to be taken.  It may also include but is not 
necessarily limited to the following: 


(1)  Time, place, level, and duration of the supporting effort. 


(2)  Relative priority of the supporting effort. 


(3)  Authority, if any, of the supporting commanders to modify the supporting effort 
in the event of exceptional opportunity or an emergency. 


(4)  Degree of authority granted to the supported commander over the supporting 
effort.  


(5)  Establishment of air, maritime, ground, and cyberspace maneuver control 
measures. 


(6)  Development of joint TACAIR strike requests and air support requests. 


(7)  Development of target nominations, establishment of fire support coordination 
measures, integration of air defense, and the role of coordination centers.   


(8)  Development of the current enemy situation, joint intelligence preparation of 
the operational environment to guide the joint operation planning process, intelligence 
collection plan, and ISR strategy.   


(9)  Nonorganic logistic support.   


(10)  Force protection responsibilities. 
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b.  Unless otherwise stated in the establishing directive, the supported and supporting 
commanders will identify the events and conditions for any shifts of the support relationship 
throughout the operation during the planning phase and forward them to the establishing 
authority for approval.  The establishing authority will resolve any differences among the 
commanders. 


3.  Supported Commander 


A supported commander may be designated for the entire operation, a particular phase 
or stage of the operation, a particular function, or a combination of phases, stages, events, 
and functions.  Unless limited by the establishing directive, the supported commander has 
the authority to exercise general direction of the supporting effort.  General direction 
includes the designation and prioritization of targets or objectives, timing and duration of the 
supporting action, and other instructions necessary for coordination and efficiency.  The 
establishing authority is responsible for ensuring that the supported and supporting 
commanders understand the degree of authority that the supported commander is granted. 


a.  If not specified, the establishing authority (the common superior commander) will 
determine who has primary responsibility for the essential tasks during the mission analysis 
in the planning process. 


b.  In an operation of relatively short duration, normally the establishing authority 
will choose one supported commander for the entire operation. 


4.  Supporting Commander 


The supporting commander determines the forces, tactics, methods, procedures, and 
communications to be employed in providing this support.  The supporting commander will 
advise and coordinate with the supported commander on matters concerning the employment 
and limitations (e.g., logistics) of such support, assist in planning for the integration of such 
support into the supported commander’s effort as a whole, and ensure that support 
requirements are appropriately communicated throughout the supporting commander’s 
organization.  The supporting commander has the responsibility to ascertain the needs of the 
supported force and take full action to fulfill them within existing capabilities, consistent 
with priorities and requirements of other assigned tasks.  When the supporting commander 
cannot fulfill the needs of the supported commander, the establishing authority will be 
notified by either the supported or supporting commanders.  The establishing authority is 
responsible for determining a solution. 
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APPENDIX B 
THE PROFESSION OF ARMS 


1.  General 


a.  A professional is a person of both character and competence.  As military 
professionals charged with the defense of the Nation, joint leaders must be experts in the 
conduct of war.  They must be moral individuals both of action and of intellect, skilled at 
getting things done, while at the same time conversant in the military art. 


b.  Every joint leader is expected to be a student of the art and science of war.  Officers 
especially are expected to have a solid foundation in military theory and philosophy, and 
knowledge of military history and the timeless lessons to be gained from it.  Leaders must 
have a strong sense of the great responsibility of their office; the resources they will expend 
in war include their fellow citizens. 


c.  Strong character and competence represent the essence of the US joint military force 
and its leaders.  Both are the products of lifelong learning and are embedded in JPME. 


2.  Character and Competence 


a.  Character refers to the aggregate of features and traits that form the individual 
nature of a person.  In the context of the profession of arms, it entails moral and ethical 
adherence to our values.  Character is at the heart of the relationship of the profession with 
the American people, and to each other.   


b.  Competence is central to the profession of arms.  Competent performance includes 
both the technical competence to perform the relevant task to standard as well as the ability 
to integrate that skill with others.  Those who will lead joint operations must develop skill in 
integrating forces into smoothly functioning joint teams. 


c.  Values of Joint Service.  US military service is based on values that US military 
experience has proven to be vital for operational success.  These values adhere to the most 
idealistic societal norms, are common to all the Services, and represent the essence of 
military professionalism.  Integrity, competence, physical courage, moral courage, and 
teamwork all have special impact on the conduct of joint operations. 


3.  Values 


a.  US military service is based on values that US military experience has proven to be 
vital for operational success.  These values adhere to the most idealistic societal norms, are 
common to all the Services, and represent the essence of military professionalism.  Duty, 
honor, courage, integrity, and selfless service are the calling cards of the profession of 
arms. 
 


(1)  Duty is our foremost value.  It binds us together and conveys our moral 
commitment or obligation as defenders of the Constitution and servants of the Nation.  As 
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members of the profession of arms, we fulfill our duty without consideration of self-interest, 
sacrificing our lives if needed.  From duty comes responsibility. 


 
(2)  Honor is the code of behavior that defines the ethical fulfillment of our duties.  


It is that quality that guides us to exemplify the ultimate in ethical and moral behavior; never 
to lie, cheat, or steal; to abide by an uncompromising code of integrity; to respect human 
dignity; to have respect and concern for each other.  The quality of maturity; dedication, 
trust, and dependability that commits members of the profession of arms to act responsibly; 
to be accountable for actions; to fulfill obligations; and to hold others accountable for their 
actions.  


 
(3)  Courage. The United States of America is blessed with Soldiers, Marines, 


Sailors, Airmen, and Coast Guardsmen whose courage knows no boundaries.  Even in 
warfare characterized by advanced technology, individual fighting spirit and courage remain 
essential.  Courage has both physical and moral aspects and encompasses both bravery and 
fortitude.    
 


(a)  Physical courage has throughout history defined warriors.  It is the ability 
to confront physical pain, hardship, death, or threat of death.  Physical courage in a leader is 
most often expressed in a willingness to act, even alone if necessary, in situations of danger 
and uncertainty. 


 
(b)  Moral courage is the ability to act rightly in the face of popular 


opposition, or discouragement.  This includes the willingness to stand up for what one 
believes to be right even if that stand is unpopular or contrary to conventional wisdom.  This 
involves risk taking, tenacity, and accountability.   
 


(4)  Integrity is the quality of being honest and having strong moral principles.  
Integrity is the bedrock of our character and the cornerstone for building trust.  Trust is an 
essential trait among Service members—trust by seniors in the abilities of their subordinates 
and by juniors in the competence and support of their seniors.  American Service members 
must be able to rely on each other, regardless of the challenge at hand; they must 
individually and collectively say what they mean, and do what they say.   


 
(5)  Selfless service epitomizes the quality of putting our Nation, our military 


mission(s), and others before ourselves.  Members of the profession of arms do not serve to 
pursue fame, position, or money.  They give of themselves for the greater good.  Selfless 
service is the enabler of teamwork, the cooperative effort by the members of a group to 
achieve common goals.   
 


b.  Members of the Armed Forces of the United States must internalize and embody 
these values of the profession of arms; their adherence to these values helps promulgate an 
attitude about joint warfighting, producing a synergy that multiplies the effects of their 
individual actions. 
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4.  Teamwork 
 
a.  The Armed Forces of the United States—every military organization to the lowest 


level—are a team.  Deterring adversaries and winning the Nation’s wars are the team’s 
common goals.   


 
(1)  Trust and confidence are central to unity of effort.  A highly effective team is 


based on the team members having trust and confidence in each other.     
 
(2)  Successful teamwork requires delegation of authority commensurate with 


responsibility.  This is a necessary part of building and maintaining the trust based on 
competence that characterizes the successful team.  Delegation unleashes the best efforts and 
greatest initiative among all members of military teams. 


 
(3)  Successful teamwork also requires cooperation.  While this aspect of teamwork can 


be at tension with competition, and both are central human characteristics, the nature of 
modern warfare puts a premium on cooperation within the team in order to prevail.   


 
For additional details on the military profession and values, see the Chairman’s white 
paper, America’s Military—A Profession of Arms. 
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APPENDIX C 
REFERENCES 


The development of JP 1 is based upon the following primary references. 


1.  United States Laws 


a.  The National Security Act of 1947, as amended. 


b.  Titles 10 and 32, USC, as amended. 


c.  Title 14, USC, Sections 1, 2, and 141. 


d.  The Goldwater-Nichols Department of Defense Reorganization Act of 1986. 


e.  Posse Comitatus Act (Title 18, USC, Section 1385). 


2.  Strategic Guidance and Policy 


a.  Guidance for Employment of the Force. 


b.  Joint Strategic Capabilities Plan.  


c.  The National Security Strategy of the United States. 


d.  The National Defense Strategy of the United States. 


e.  The National Military Strategy of the United States. 


f.  National Strategy for Homeland Security. 


g.  National Strategy for Combating Terrorism. 


h.  National Strategy to Combat Weapons of Mass Destruction. 


i.  Unified Command Plan. 


j.  National Response Framework. 


k.  DOD Strategy for Homeland Defense and Civil Support. 


3.  Department of Defense Publications 


a.  DODD 1200.17, Managing the Reserve Components as an Operational Force. 


b.  DODD 2000.12, DOD Antiterrorism (AT) Program. 


c.  DODD 3000.06, Combat Support Agencies.  
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d.  DODD 3000.07, Irregular Warfare. 


e.  DODD 3020.26, Department of Defense Continuity Programs. 


f.  DODD 3020.40, DOD Policy and Responsibilities for Critical Infrastructure. 


g.  DODD 3025.12, Military Assistance for Civil Disturbances. 


h.  DODD 3025.18, Defense Support of Civil Authorities (DSCA). 


i.  DODD 5100.01, Functions of the Department of Defense and its Major Components. 


j.  DODD 5100.03, Support of the Headquarters of Combatant and Subordinate Unified 
Commands. 


k.  DODD 5100.20, National Security Agency/Central Security Service (NSA/CSS). 


l.  DODD 5101.1, DOD Executive Agent. 


m.  DODD 5105.19, Defense Information Systems Agency (DISA). 


n.  DODD 5105.21, Defense Intelligence Agency (DIA). 


o.  DODD 5105.22, Defense Logistics Agency (DLA). 


p.  DODD 5105.77, National Guard Bureau (NGB). 


q.  DODD 5106.4, Combatant Command Inspectors General. 


r.  DODI 1215.06, Uniform Reserve, Training, and Retirement Categories. 


s.  DODI 3000.05, Stability Operations. 


t.  DODI 4000.19, Interservice and Intragovernmental Support. 


4.  Chairman of the Joint Chiefs of Staff Publications 


a.  CJCSI 1800.01D, Officer Professional Military Education Policy (OPMEP). 


b.  CJCSI 1805.01A, Enlisted Professional Military Education Policy. 


c.  CJCSI 3100.01B, Joint Strategic Planning System. 


d.  CJCSI 3405.01, Chairman’s Total Force Fitness Framework. 


e.  CJCSI 5120.02B, Joint Doctrine Development System. 


f.  CJCSI 5715.01B, Joint Staff Participation in Interagency Affairs. 
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g.  CJCSM 3122.01A, Joint Operation Planning and Execution System (JOPES), 
Volume I (Planning Policies and Procedures). 


h.  CJCSM 3500.03C, Joint Training Manual for the Armed Forces of the United States. 


i.  JP 1-0, Joint Personnel Support. 


j.  JP 1-02, Department of Defense Dictionary of Military and Associated Terms. 


k.  JP 1-04, Legal Support to Military Operations. 


l.  JP 1-05, Religious Affairs in Joint Operations. 


m.  JP 2-0, Joint Intelligence. 


n.  JP 3-0, Joint Operations. 


o.  JP 3-05, Special Operations. 


p.  JP 3-07.2, Antiterrorism. 


q.  JP 3-08, Interorganizational Coordination During Joint Operations. 


r.  JP 3-13, Information Operations. 


s.  JP 3-13.2, Military Information Support Operations.  


t.  JP 3-16, Multinational Operations. 


u.  JP 3-27, Homeland Defense. 


v.  JP 3-28, Civil Support. 


w.  JP 3-30, Command and Control for Joint Air Operations. 


x.  JP 3-31, Command and Control for Joint Land Operations. 


y.  JP 3-32, Command and Control for Joint Maritime Operations. 


z.  JP 3-33, Joint Task Force Headquarters. 


aa.  JP 3-57, Civil-Military Operations. 


bb.  JP 3-61, Public Affairs.  


cc.  JP 4-0, Joint Logistics. 


dd.  JP 5-0, Joint Operation Planning. 


ee.  JP 6-0, Joint Communications System.  
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APPENDIX D 
ADMINISTRATIVE INSTRUCTIONS 


1.  User Comments 


Users in the field are highly encouraged to submit comments on this publication to:  
Joint Staff J-7, Deputy Director, Joint Education and Doctrine, ATTN: Joint Doctrine 
Analysis Division, 116 Lake View Parkway, Suffolk, VA 23435-2697.  These comments 
should address content (accuracy, usefulness, consistency, and organization), writing, and 
appearance. 


2.  Authorship 


The lead agent and Joint Staff doctrine sponsor for this publication is the Directorate for 
Joint Force Development (J-7). 


3.  Supersession 


This publication supersedes JP 1, Doctrine for the Armed Forces of the United States, 02 
May 2007, incorporating Change 1, 20 March 2009. 


4.  Change Recommendations 


a.  Recommendations for urgent changes to this publication should be submitted: 


   TO: JOINT STAFF WASHINGTON DC//J7-JE&D// 
 


b.  Routine changes should be submitted electronically to the Deputy Director, Joint 
Education and Doctrine, ATTN: Joint  Doctrine Analysis Division, 116 Lake View Parkway, 
Suffolk, VA 23435-2697, and info the lead agent and the Director for Joint Force 
Development, J-7/JE&D. 


c.  When a Joint Staff directorate submits a proposal to the CJCS that would change 
source document information reflected in this publication, that directorate will include a 
proposed change to this publication as an enclosure to its proposal.  The Services and other 
organizations are requested to notify the Joint Staff J-7 when changes to source documents 
reflected in this publication are initiated. 


5.  Distribution of Publications 


Local reproduction is authorized and access to unclassified publications is unrestricted.  
However, access to and reproduction authorization for classified JPs must be in accordance 
with DOD Manual 5200.01, Volume 1, DOD Information Security Program: Overview, 
Classification, and Declassification, and DOD Manual 5200.01, Volume 3, DOD 
Information Security Program: Protection of Classified Information.  
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6.  Distribution of Electronic Publications 


a.  Joint Staff J-7 will not print copies of JPs for distribution.  Electronic versions are 
available on JDEIS at https://jdeis.js.mil (NIPRNET) and http://jdeis.js.smil.mil (SIPRNET) 
and on the JEL at http://www.dtic.mil/doctrine (NIPRNET). 


b.  Only approved JPs and joint test publications are releasable outside the CCMDs, 
Services, and Joint Staff.  Release of any classified JP to foreign governments or foreign 
nationals must be requested through the local embassy (Defense Attaché Office) to DIA, 
Defense Foreign Liaison/IE-3, 200 MacDill Blvd., Joint Base Anacostia-Bolling, 
Washington, DC 20340-5100. 


c.  JEL CD-ROM.  Upon request of a joint doctrine development community member, 
the Joint Staff J-7 will produce and deliver one CD-ROM with current JPs.  This JEL CD-
ROM will be updated not less than semi-annually and when received can be locally 
reproduced for use within the CCMDs, Services, and combat support agencies. 


 







 


GL-1 


GLOSSARY 
PART I—ABBREVIATIONS AND ACRONYMS 


AC Active Component 
ADCON administrative control 
AMETL agency mission-essential task list 
AOR area of responsibility 
APEX Adaptive Planning and Execution 
 
C2 command and control 
C2S command and control support 
CA civil affairs 
CBP capabilities-based planning 
CBRN CM chemical, biological, radiological, and nuclear 


consequence management  
CCDR combatant commander 
CCMD combatant command 
CCS commander’s communication synchronization 
CDRUSNORTHCOM Commander, United States Northern Command 
CDRUSSOCOM Commander, United States Special Operations Command 
CEP Chairman’s Exercise Program 
CJCS Chairman of the Joint Chiefs of Staff 
CJCSI Chairman of the Joint Chiefs of Staff instruction 
CJCSM Chairman of the Joint Chiefs of Staff manual 
CMOC civil-military operations center 
CNGB Chief, National Guard Bureau 
COA course of action 
COCOM combatant command (command authority) 
CONOPS concept of operations 
COS chief of staff 
CSA combat support agency 
 
DC Deputies Committee 
DCMA Defense Contract Management Agency 
DHS Department of Homeland Security 
DIA Defense Intelligence Agency 
DIRLAUTH direct liaison authorized 
DISA Defense Information Systems Agency 
DLA Defense Logistics Agency 
DOD Department of Defense 
DODD Department of Defense directive 
DODI Department of Defense instruction 
DON Department of the Navy 
DOS Department of State 
DSCA defense support of civil authorities 
DTRA Defense Threat Reduction Agency  
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EA executive agent 
EJPME enlisted joint professional military education 
 
FCC functional combatant commander 
 
GCC geographic combatant commander 
GCP global campaign plan 
GEF Guidance for Employment of the Force 
GFMIG Global Force Management Implementation Guidance 
 
HD homeland defense 
HN host nation 
HS homeland security 
HSC Homeland Security Council 
 
IGO intergovernmental organization 
IO information operations 
IPC interagency policy committee 
ISR intelligence, surveillance, and reconnaissance 
IW irregular warfare 
 
JCA joint capability area 
JCS Joint Chiefs of Staff 
JDOMS Joint Director of Military Support 
JEP Joint Exercise Program 
JFACC joint force air component commander 
JFC joint force commander 
JIACG joint interagency coordination group 
JLLP Joint Lessons Learned Program 
JMETL  joint mission-essential task list 
JP joint publication 
JPEC  joint planning and execution community 
JPME  joint professional military education 
JROC Joint Requirements Oversight Council 
JSCP Joint Strategic Capabilities Plan 
JSPS Joint Strategic Planning System 
JTF joint task force 
JTS Joint Training System 
 
MAGTF Marine air-ground task force 
MCM Manual for Courts-Martial 
MISO military information support operations 
MNF multinational force 
MNFC multinational force commander 
MOA memorandum of agreement 
MWR morale, welfare, and recreation 
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NATO North Atlantic Treaty Organization 
NCCS Nuclear Command and Control System 
NDS national defense strategy 
NEP National Exercise Program 
NGA National Geospatial-Intelligence Agency 
NGB National Guard Bureau 
NGO nongovernmental organization 
NMCS National Military Command System 
NMS national military strategy 
NORAD North American Aerospace Defense Command 
NSA National Security Agency 
NSC National Security Council 
NSS national security strategy 
 
OPCON operational control 
OSD Office of the Secretary of Defense 
 
PA public affairs 
PC Principals Committee 
PME professional military education 
 
RC Reserve Component 
RCM Rules for Courts-Martial 
ROE rules of engagement 
ROMO range of military operations 
RUF rules for the use of force 
 
SA situational awareness 
SecDef Secretary of Defense 
SO special operations 
SOF special operations forces 
 
TACAIR tactical air 
TACON tactical control 
TCP theater campaign plan 
TFF total force fitness 
TRO training and readiness oversight 
 
UCMJ Uniform Code of Military Justice 
UCP Unified Command Plan 
UJTL Universal Joint Task List 
UN United Nations 
USC United States Code 
USCG United States Coast Guard 
USELEMNORAD United States Element, North American Aerospace 


Defense Command 
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USEUCOM United States European Command 
USG United States Government 
USNORTHCOM United States Northern Command 
USPACOM United States Pacific Command 
USSOCOM United States Special Operations Command 
 
VCJCS Vice Chairman of the Joint Chiefs of Staff 
 
WMD weapons of mass destruction 
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PART II—TERMS AND DEFINITIONS 


accountability.  The obligation imposed by law or lawful order or regulation on an officer or 
other person for keeping accurate record of property, documents, or funds.  (Approved 
for incorporation into JP 1-02 with JP 1 as the source JP.) 


administrative control.  Direction or exercise of authority over subordinate or other 
organizations in respect to administration and support.  Also called ADCON.  
(Approved for incorporation into JP 1-02.)  


area of responsibility.  The geographical area associated with a combatant command within 
which a geographic combatant commander has authority to plan and conduct operations.  
Also called AOR.  (JP 1-02. SOURCE: JP 1) 


Armed Forces of the United States.  A term used to denote collectively all components of 
the Army, Marine Corps, Navy, Air Force, and Coast Guard (when mobilized under 
Title 10, United States Code, to augment the Navy).  (Approved for incorporation into 
JP 1-02.) 


casual.  None.  (Approved for removal from JP 1-02.) 


chain of command.  The succession of commanding officers from a superior to a 
subordinate through which command is exercised.  Also called command channel.  
(Approved for incorporation into JP 1-02.) 


combatant command.  A unified or specified command with a broad continuing mission 
under a single commander established and so designated by the President, through the 
Secretary of Defense and with the advice and assistance of the Chairman of the Joint 
Chiefs of Staff.  Also called CCMD.  (Approved for incorporation into JP 1-02.) 


combatant command (command authority).  Nontransferable command authority, which 
cannot be delegated, of a combatant commander to perform those functions of command 
over assigned forces involving organizing and employing commands and forces; 
assigning tasks; designating objectives; and giving authoritative direction over all 
aspects of military operations, joint training, and logistics necessary to accomplish the 
missions assigned to the command.  Also called COCOM.  (Approved for incorporation 
into JP 1-02.)  


command.  1. The authority that a commander in the armed forces lawfully exercises over 
subordinates by virtue of rank or assignment.  2. An order given by a commander; that 
is, the will of the commander expressed for the purpose of bringing about a particular 
action.  3. A unit or units, an organization, or an area under the command of one 
individual.  Also called CMD.  (Approved for incorporation into JP 1-02.) 


command and control.  The exercise of authority and direction by a properly designated 
commander over assigned and attached forces in the accomplishment of the mission.  
Also called C2.  (Approved for incorporation into JP 1-02.)  
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command relationships.  The interrelated responsibilities between commanders, as well as 
the operational authority exercised by commanders in the chain of command; defined 
further as combatant command (command authority), operational control, tactical 
control, or support.  (JP 1-02.  SOURCE: JP 1)   


component.  1. One of the subordinate organizations that constitute a joint force.  (JP 1)  2. 
In logistics, a part or combination of parts having a specific function, which can be 
installed or replaced only as an entity.  (JP 4-0)  Also called COMP.  (Approved for 
incorporation into JP 1-02.)   


continental United States.  United States territory, including the adjacent territorial waters, 
located within North America between Canada and Mexico.  Also called CONUS.  
(Approved for incorporation into JP 1-02 with JP 1 as the source JP.) 


contingency operation.  A military operation that is either designated by the Secretary of 
Defense as a contingency operation or becomes a contingency operation as a matter of 
law (Title 10, United States Code, Section 101[a][13]).  (Approved for incorporation 
into JP 1-02.) 


Contingency Planning Guidance.  Secretary of Defense written guidance, approved by the 
President, for the Chairman of the Joint Chiefs of Staff, which focuses the guidance 
given in the national security strategy and Defense Planning Guidance, and is the 
principal source document for the Joint Strategic Capabilities Plan.  Also called CPG.  
(Approved for incorporation into JP 1-02.) 


continuity of command.  None.  (Approved for removal from JP 1-02.) 


control.  1. Authority that may be less than full command exercised by a commander over 
part of the activities of subordinate or other organizations.  (JP 1-02.  SOURCE: JP 1) 2. 
In mapping, charting, and photogrammetry, a collective term for a system of marks or 
objects on the Earth or on a map or a photograph, whose positions or elevations (or both) 
have been or will be determined.  (JP 1-02. SOURCE: JP 2-03)  3. Physical or 
psychological pressures exerted with the intent to assure that an agent or group will 
respond as directed.  (JP 1-02. SOURCE: JP 3-0)  4. An indicator governing the 
distribution and use of documents, information, or material.  Such indicators are the subject 
of intelligence community agreement and are specifically defined in appropriate 
regulations.  (JP 1-02. SOURCE: JP 2-01) 


coordinating authority.  The commander or individual who has the authority to require 
consultation between the specific functions or activities involving forces of two or more 
Services, joint force components, or forces of the same Service or agencies, but does not 
have the authority to compel agreement.  (Approved for incorporation into JP 1-02.)   


defense readiness condition.  None.  (Approved for removal from JP 1-02.) 


delegation of authority.  The action by which a commander assigns part of his or her 
authority, commensurate with the assigned task, to a subordinate commander.  
(Approved for incorporation into JP 1-02.) 
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Department of Defense components.  The Office of the Secretary of Defense, the Military 
Departments, the Chairman of the Joint Chiefs of Staff and the Joint Staff, the 
combatant commands, the Office of the Inspector General of the Department of 
Defense, the Department of Defense agencies, Department of Defense field activities, 
and all other organizational entities in the Department of Defense.  (Approved for 
incorporation into JP 1-02.) 


Department of the Air Force.  The executive part of the Department of the Air Force at the 
seat of government and all field headquarters, forces, Reserve Component, installations, 
activities, and functions under the control or supervision of the Secretary of the Air 
Force.  Also called DAF.  (Approved for incorporation into JP 1-02.) 


Department of the Army.  The executive part of the Department of the Army at the seat of 
government and all field headquarters, forces, Reserve Component, installations, 
activities, and functions under the control or supervision of the Secretary of the Army.  
Also called DA.  (Approved for incorporation into JP 1-02.) 


Department of the Navy.  The executive part of the Department of the Navy at the seat of 
government; the headquarters, United States Marine Corps; the entire operating forces 
of the United States Navy and of the United States Marine Corps, including the Reserve 
Component of such forces; all field activities, headquarters, forces, bases, installations, 
activities, and functions under the control or supervision of the Secretary of the Navy; 
and the United States Coast Guard when operating as a part of the Navy pursuant to law.  
Also called DON.  (Approved for incorporation into JP 1-02.) 


directive authority for logistics.  Combatant commander authority to issue directives to 
subordinate commanders to ensure the effective execution of approved operation plans, 
optimize the use or reallocation of available resources, and prevent or eliminate 
redundant facilities and/or overlapping functions among the Service component 
commands.  Also called DAFL.  (Approved for incorporation into JP 1-02.)   


direct liaison authorized.  That authority granted by a commander (any level) to a 
subordinate to directly consult or coordinate an action with a command or agency within 
or outside of the granting command.  Also called DIRLAUTH.  (Approved for 
incorporation into JP 1-02.)   


economic action.  None.  (Approved for removal from JP 1-02.) 


executive agent.  A term used to indicate a delegation of authority by the Secretary of 
Defense or Deputy Secretary of Defense to a subordinate to act on behalf of the 
Secretary of Defense.  Also called EA.  (Approved for incorporation into JP 1-02.)   


force.  1. An aggregation of military personnel, weapon systems, equipment, and necessary 
support, or combination thereof.  2. A major subdivision of a fleet.  (JP 1-02. SOURCE: 
JP 1)   
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function.  The broad, general, and enduring role for which an organization is designed, 
equipped, and trained.  (Approved for replacement of “functions” and its definition in 
JP 1-02.) 


functional component command.  A command normally, but not necessarily, composed of 
forces of two or more Military Departments which may be established across the range 
of military operations to perform particular operational missions that may be of short 
duration or may extend over a period of time.  (JP 1-02. SOURCE: JP 1)   


general orders.  None.  (Approved for removal from JP 1-02.) 


grand strategy.  None.  (Approved for removal from JP 1-02.) 


inactive duty training.  Authorized training performed by a member of a Reserve 
Component not on active duty or active duty for training and consisting of regularly 
scheduled unit training assemblies, additional training assemblies, periods of appropriate 
duty or equivalent training, and any special additional duties authorized for Reserve 
Component personnel by the Secretary concerned, and performed by them in connection 
with the prescribed activities of the organization in which they are assigned with or 
without pay.  Also called IDT.  (Approved for incorporation into JP 1-02.) 


instruments of national power.  All of the means available to the government in its pursuit 
of national objectives.  They are expressed as diplomatic, economic, informational, and 
military.  (JP 1-02. SOURCE: JP 1) 


in support of.  Assisting or protecting another formation, unit, or organization while 
remaining under original control.  (JP 1-02. SOURCE: JP 1) 


integration.  1. In force protection, the synchronized transfer of units into an operational 
commander’s force prior to mission execution.  2. The arrangement of military forces 
and their actions to create a force that operates by engaging as a whole.  3. In 
photography, a process by which the average radar picture seen on several scans of the 
time base may be obtained on a print, or the process by which several photographic 
images are combined into a single image.  (JP 1-02. SOURCE: JP 1)   


irregular warfare.  A violent struggle among state and non-state actors for legitimacy and 
influence over the relevant population(s).  Also called IW.  (Approved for incorporation 
into JP 1-02.) 


joint.  Connotes activities, operations, organizations, etc., in which elements of two or more 
Military Departments participate.  (JP 1-02. SOURCE: JP 1)   


joint force commander.  A general term applied to a combatant commander, subunified 
commander, or joint task force commander authorized to exercise combatant command 
(command authority) or operational control over a joint force.  Also called JFC.   
(JP 1-02. SOURCE: JP 1)   
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joint staff.  1. The staff of a commander of a unified or specified command, subordinate 
unified command, joint task force, or subordinate functional component (when a 
functional component command will employ forces from more than one Military 
Department), that includes members from the several Services comprising the force.  2. 
(capitalized as Joint Staff)  The staff under the Chairman of the Joint Chiefs of Staff that 
assists the Chairman and the other members of the Joint Chiefs of Staff in carrying out 
their responsibilities.  Also called JS.  (Approved for incorporation into JP 1-02.)   


joint task force.  A joint force that is constituted and so designated by the Secretary of 
Defense, a combatant commander, a subunified commander, or an existing joint task 
force commander.  Also called JTF.  (JP 1-02. SOURCE: JP 1)   


military characteristics.  None.  (Approved for removal from JP 1-02.) 


Military Department.  One of the departments within the Department of Defense created by 
the National Security Act of 1947, which are the Department of the Army, the 
Department of the Navy, and the Department of the Air Force.  Also called MILDEP.  
(Approved for incorporation into JP 1-02.) 


multinational force.  A force composed of military elements of nations who have formed an 
alliance or coalition for some specific purpose.  Also called MNF.  (JP 1-02. SOURCE: 
JP 1)   


national defense strategy.  A document approved by the Secretary of Defense for applying 
the Armed Forces of the United States in coordination with Department of Defense 
agencies and other instruments of national power to achieve national security strategy 
objectives.  Also called NDS.  (Approved for incorporation into JP 1-02 with JP 1 as the 
source JP.) 


national military strategy.  A document approved by the Chairman of the Joint Chiefs of 
Staff for distributing and applying military power to attain national security strategy and 
national defense strategy objectives.  Also called NMS.  (Approved for replacement of 
“National Military Strategy” in JP 1-02.) 


national policy.  A broad course of action or statements of guidance adopted by the 
government at the national level in pursuit of national objectives.  (Approved for 
incorporation into JP 1-02 with JP 1 as the source JP.) 


national security.  A collective term encompassing both national defense and foreign 
relations of the United States with the purpose of gaining: a. A military or defense 
advantage over any foreign nation or group of nations; b. A favorable foreign relations 
position; or c. A defense posture capable of successfully resisting hostile or destructive 
action from within or without, overt or covert.  (Approved for incorporation into 
JP 1-02.) 


National Security Council.  A governmental body specifically designed to assist the 
President in integrating all spheres of national security policy.  Also called NSC.  
(Approved for incorporation into JP 1-02.) 
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national security interests.  The foundation for the development of valid national objectives 
that define United States goals or purposes.  (Approved for incorporation into JP 1-02.) 


national security strategy.  A document approved by the President of the United States for 
developing, applying, and coordinating the instruments of national power to achieve 
objectives that contribute to national security.  Also called NSS.  (Approved for 
replacement of “National Security Strategy” in JP 1-02.) 


national support element.  Any national organization or activity that supports national 
forces that are a part of a multinational force.  (Approved for incorporation into 
JP 1-02.) 


operation.  1. A sequence of tactical actions with a common purpose or unifying theme.  
(JP 1)  2. A military action or the carrying out of a strategic, operational, tactical, 
service, training, or administrative military mission.  (JP 3-0)  (Approved for 
incorporation into JP 1-02.) 


operational authority.  None. (Approved for removal from JP 1-02.)  


operational control.  The authority to perform those functions of command over 
subordinate forces involving organizing and employing commands and forces, assigning 
tasks, designating objectives, and giving authoritative direction necessary to accomplish 
the mission.  Also called OPCON.  (Approved for incorporation into JP 1-02.)   


organic.  Assigned to and forming an essential part of a military organization as listed in its 
table of organization for the Army, Air Force, and Marine Corps, and are assigned to the 
operating forces for the Navy.  (Approved for incorporation into JP 1-02.) 


other government agency.  None.  (Approved for removal from JP 1-02.)   


partner nation.  A nation that the United States works with in a specific situation or 
operation.  Also called PN.  (Approved for incorporation into JP 1-02.) 


proper authority.  None. (Approved for removal from JP 1-02.) 


readiness.  The ability of military forces to fight and meet the demands of assigned 
missions.  (Approved for incorporation into JP 1-02.) 


readiness condition.  None.  (Approved for removal from JP 1-02.)  


resources.  The forces, materiel, and other assets or capabilities apportioned or allocated to 
the commander of a unified or specified command.  (Approved for incorporation into JP 
1-02 with JP 1 as the source JP.) 


responsibility.  None.  (Approved for removal from JP 1-02.) 


Secretary of a Military Department.  None.  (Approved for removal from JP 1-02.) 
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Service.  A branch of the Armed Forces of the United States, established by act of Congress, 
which are: the Army, Marine Corps, Navy, Air Force, and Coast Guard.  (Approved for 
replacement of “Military Service” and its definition in JP 1-02.)  


Service component command.  A command consisting of the Service component 
commander and all those Service forces, such as individuals, units, detachments, 
organizations, and installations under that command, including the support forces that 
have been assigned to a combatant command or further assigned to a subordinate unified 
command or joint task force.  (JP 1-02. SOURCE: JP 1)   


special staff.  None. (Approved for removal from JP 1-02.) 


specified combatant command.  A command, normally composed of forces from a single 
Military Department, that has a broad, continuing mission, normally functional, and is 
established and so designated by the President through the Secretary of Defense with the 
advice and assistance of the Chairman of the Joint Chiefs of Staff.  (Approved for 
replacement of “specified command” and its definition in JP 1-02.) 


strategic vulnerability.  None. (Approved for removal from JP 1-02.) 


subordinate command.  A command consisting of the commander and all those individuals, 
units, detachments, organizations, or installations that have been placed under the 
command by the authority establishing the subordinate command.  (JP 1-02. SOURCE: 
JP 1) 


subordinate unified command.  A command established by commanders of unified 
commands, when so authorized by the Secretary of Defense through the Chairman of 
the Joint Chiefs of Staff, to conduct operations on a continuing basis in accordance with 
the criteria set forth for unified commands.  (Approved for incorporation into JP 1-02.)   


subunified command.  None.  (Approved for removal from JP 1-02.) 


support.  1. The action of a force that aids, protects, complements, or sustains another force 
in accordance with a directive requiring such action.  2. A unit that helps another unit in 
battle.  3. An element of a command that assists, protects, or supplies other forces in 
combat.  (JP 1-02. SOURCE: JP 1)   


tactical control.  The authority over forces that is limited to the detailed direction and 
control of movements or maneuvers within the operational area necessary to accomplish 
missions or tasks assigned.  Also called TACON.  (Approved for incorporation into JP 
1-02.)   


tactical warning and attack assessment.  None.  (Approved for removal from JP 1-02.) 


task.  A clearly defined action or activity specifically assigned to an individual or 
organization that must be done as it is imposed by an appropriate authority.  (Approved 
for inclusion in JP 1-02.) 
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territorial airspace.  Airspace above land territory and internal, archipelagic, and territorial 
waters.  (Approved for incorporation into JP 1-02.) 


territorial waters.  A belt of ocean space adjacent to and measured from the coastal states 
baseline to a maximum width of 12 nautical miles.  (Approved for replacement of 
“territorial sea” and its definition in JP 1-02.) 


theater.  The geographical area for which a commander of a geographic combatant 
command has been assigned responsibility.  (JP 1-02. SOURCE: JP 1)   


training and readiness oversight.  The authority that combatant commanders may exercise 
over assigned Reserve Component forces when not on active duty or when on active 
duty for training.  Also called TRO.  (Approved for incorporation into JP 1-02.) 


transient.  None.  (Approved for removal from JP 1-02.) 


transient forces.  Forces that pass or stage through, or base temporarily within, the 
operational area of another command but are not under its operational control.  (JP 1-02. 
SOURCE: JP 1)   


unified action.  The synchronization, coordination, and/or integration of the activities of 
governmental and nongovernmental entities with military operations to achieve unity of 
effort.  (JP 1-02. SOURCE: JP 1) 


unified combatant command.  See unified command.  (JP 1-02. SOURCE: JP 1)   


unified command.  A command with a broad continuing mission under a single commander 
and composed of significant assigned components of two or more Military Departments 
that is established and so designated by the President, through the Secretary of Defense 
with the advice and assistance of the Chairman of the Joint Chiefs of Staff.  (JP 1-02. 
SOURCE: JP 1) 


Unified Command Plan.  The document, approved by the President, that sets forth basic 
guidance to all unified combatant commanders; establishes their missions, 
responsibilities, and force structure; delineates the general geographical area of 
responsibility for geographic combatant commanders; and specifies functional 
responsibilities for functional combatant commanders.  Also called UCP.  (JP 1-02. 
SOURCE: JP 1) 


United States.  Includes the land area, internal waters, territorial sea, and airspace of the 
United States, including a. United States territories; and b. Other areas over which the 
United States Government has complete jurisdiction and control or has exclusive 
authority or defense responsibility.  (Approved for incorporation into JP 1-02.) 


United States Armed Forces.  Used to denote collectively the Army, Marine Corps, Navy, 
Air Force, and Coast Guard.  (Approved for incorporation into JP 1-02.) 
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unity of effort.  Coordination and cooperation toward common objectives, even if the 
participants are not necessarily part of the same command or organization, which is the 
product of successful unified action.  (Approved for incorporation into JP 1-02.) 


US forces.  All Armed Forces (including the Coast Guard) of the United States, any person 
in the Armed Forces of the United States, and all equipment of any description that 
either belongs to the US Armed Forces or is being used (including Type I and II 
Military Sealift Command vessels), escorted, or conveyed by the US Armed Forces.  
(Approved for incorporation into JP 1-02 with JP 1 as the source JP.) 


US national.  US citizen and US permanent and temporary legal resident aliens.  (Approved 
for incorporation into JP 1-02 with JP 1 as the source JP.) 
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THE WHITE HOUSE 


WASHINGTON 
2009 MAR 19 PH 2: 33 


March :L8, 2009 


MEMORANDUM FOR	 THE SECRETARY OF STATE 
THE SECRETARY OF THE TREASURY 
THE SECRET~~Y OF DEFENSE 
THE ATTORNEY GENERAL 
THE SECRETARY OF COMMERCE 
THE SECRETARY OF ENERGY 
THE SECRETARY OF HOMELAND SECURITY 
THE ASSISTANT TO THE PRESIDENT AND CHIEF OF STAFF 
THE DIRECTOR OF THE OFFICE OF MANAGEMENT AND 


BUDGET 
THE REPRESENTATIVE OF THE UNITED STATES OF 


AMERICA TO mE UNITED NATIONS 
THE UNITED STAT~S TRADE REPRESENTATIVE 
THE' CHAIR OF THE: COUNCIL OP ECONOMIC ADVISERS 
THE DI:RECTOR OF NATIONAL INTELLIGENCE 
THE ASSISTANT TO THE PRESIDENT FOR ECONOMIC 


POLICY 
THE COUNSEL TO THE PRESIDENT 
THE DIRECTOR OF THE OFFICE OF SCIENCE AND 


TECHNOLOGY POLICY 
THE CHAIRMAN OF THE JOINT CHIEFS OF STAFF 


SUBJECT:	 The 21st Century Interagency Process 


As we all know, the 21s~ Century announces itself as one in which 
there are great challenges to the symmetric world of the 20 th 


century. Matters pertaining to national and international 
security are broader and mOre diverse than anyone thought 
possible just a few years ago. The United Sea~es must navigate 
an environment in which tr~ditional organizations and means of 
response to global challenges may be inadequate or deficient. 
Indeed, the ability of the Nation to successfully compete in 
global issues is being tested in ways Chat were unimaginable 
until recently. 


To succeed, the United States must integrate its ability ~o 


employ all-elements of national power in a cohesive manner. In 
order to deal with the world as it: is, rather tha.n how we wish 
it .were, the National Security council must be transformed to 
meet the realities of the new century. 
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As the Fresident directed in PPD-l, the National Security 
Council is responsible for managing the interagency process with 
respect to all national security related issues. At its core, 
the purpose of the interagency process is to advance the 
Presidenc's policy priorities and, more generally, to serve the 
national interest' by ensuring that all agencies and perspeccives 
that can contribute to achieving these priorities participate in 
making and implementing policy. Those who participace in the 
interagency process - regardless of position - do so as 
representatives of their respective agencies. They also serve 
the nation's greater interests by Deing participants in a unique 
process to resolve common problems and advance common policies. 
The interagency process therefore must advance the interests of 
the Administration as a whole and all participants should engage 
in the process from that perspective. The NSC's role is to 
manage an in~eragency process that is strategic, agile, 
transparent, and predictable - all in order to advance the 
national security interests of che United States_ To that end, 
I propose that the following principles guide the interagency 
px-ocess: 


•	 A Strategic Process: The focus of the interagency process 
must be on the strate~ic incegration of tbe activities of all 
qovernment agencies involved in dealin~ w~tb the expanded 
notion of 2~$t Century national security issues. The NSC and 
its principal interagency bodies shOUld concentrate primarily 
on those strategically important issues that will likely 
involve the President at some stage in che process. When such 
issues arise, the NSC will ensure that all who can contribute 
to solving common problems ~nd to the advancement of policies 
will have a "seat at the table,u and that differing views and 
opinions will be heard. In addressing such important issues, 
the NSC will avoid the emergence of a premature policy 
consensus. Rather, the NSC will ensure that every practical 
option is fully analY2ed and considered in order that the 
?resident can be presented with clear alternatives for debate 
among his advisers and for his final decision, The system of 
Presidential Study Directives (PSDs) and PreSidential Policy 
Directives (PPDs) that the President will initiate will be 
used to ensure that concrete policy alternatives are 
considered at every stage of the policymaking process. 


•	 An ~gile NSC: An agile, yet deliberative decision-making 
process is required to deal wich today's issues. A truly agile 
NSC should be able to cope with mUltiple major issues 
simuitaneously, consider the full range of options, and 
propose effective, informed decisions in an appropria~e tirne
frame. The need for this agility will only be magnified in 
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crisis situations that could arise during the course of this 
Administration. 


•	 A Transparent Process: Alt:hough the NSC staff a.dvises the 
P~esident on his daily national security activities, it must 
also be responsive to the views and perspectives of all 
members of the National Security Council. The NSC can only be 
responsive if its operations are appropriately and 
~omprehensively transparent; agencies have a right to be aware 
and participate in the daily activities of the ~SC and in 
interagency meetings. The NSC will be committed to 
communicating this information appropriately and 
comprehensively. The same is true fOr agencies involved in 
negotiations and operations, whicp will need to keep 
policymakers in Washington fully abreast of the latest 
developments. Technology can help ease frequent communications 
requirements. In order to enhance the speed and agility of 
commWlications, I invite all members of the NSC to designate a 
senior person in their front office - a Director for National 
security Affairs - whose principle responsibility will be to 
ensure effective communication between the NSC staff and 
agency representatives to the National Security Council, the 
Principals Committee, and the Deputies Committee. This 
designee will ensure that the flow of information is both 
rapid and constant and that all members maintain daily contact 
and have Visibility into the activities ongoing in the NSc. 
Such a process should allow for greater efficiency, reduce 
non-essential meetings, and increase general awareness across 
the inter-agency. 


•	 Transparency is further enhanced by regular communications, 
including informal meetings. Informal interagency meetings 
at the IPC, DC, and PC levels. !t will prove useful in 
bUilding trust and confidence in the process, keeping 
participants abreast of activities, and in rapidly addreSSing 


. the developing important issues. Our success depends, 
however, on making sure that any decisions that are made in 
these meetings are clearly communicated to those responsible 
for managing the issues . 


•	 A Predictable Process: Predictability is as important as 
transparency. While I recognize that we are going through a 
transition, our goal is to achieve a predicable process as 
soon as possible. The process - and· the president - are not 
well served by interagency meetings chat are held on short 
notice and defined by inadequate preparations, aside from 
emergency meetings under extraordinary circumstances. Other 
symptoms of dysfunction occur when papers are circulated for 
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approval at the last minute, when agencies fail to send 
appropriate level representatives to meetings, and when those 
who attend meetings are routinely unable to advocate on behalf 
of their "Principals" when a decision is needed. It: is 
therefore critical chat participants in the interagency 
process, from the Principals on down, agree to a clear set of 
principles to guide their deliberations. Going fo~ard these 
gene~al principles will include: 


•	 That there will be a regular announced schedule of PC and 
DC meetings; 


•	 That there will be an agreed agenda for each meeting 
which will be circulated to participants well in advance 
of regular meetings; 


•	 That, as standard practice, discussion papers will be 
circulated to participants at least: 4S hours prior to 
regular meetingsj 


•	 That every meeting will end with clear agreement on what 
was decided and wbat may not have been decided. Such an 
ending will also include the delega~ion of 
responsibilities for implementation. Summaries of 
conclusions reflecting agreements will be circulated 
within 48 hours of any meeting. 


•	 That each agency in NSC meetings will be represented by 
the relevant member plus one other agency representative. 
unless specifically excepted. Substitutes for members 
will occ~r only with approval of the chair. 


•	 That agency representatives must be able to speak for 
their agency. 


•	 That Depucies should ~e able to speak for their 
Principals; if necessary, Principals' concurrence will be 
obtained within 24 hours of any DC meeting. 


•	 An NSC That Monitors·Strategic Implementation: To 
effectively meet 21st Century challenges, the NSC must also 
monitor strategic implementation. Once a decision has been 
made, it is incumbent on the NSC to oversee the implementation 
process in such a manner that concre~e results are achieved 
within the time that has been agreed upon. The Deputies 
Committee will be responsible for establishing a system for 
tracking implementation so that Principals can be informed 
regularly about where progress has been made as well as where 
critical benchmarks are not being me~. 


UNCLASSIFIED 
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~lease accept my gratitude for your support of ~hese proposals. 
You may be sure chac the National Security Council staff will be 
responsive to your needs whenever required. 
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Landon Lecture (Kansas State University) 
Remarks as Delivered by Secretary of Defense Robert M. Gates, Manhattan, Kansas, Monday, November 26, 2007 


 


Thank you, Jon for that kind introduction, and for inviting me to speak here today. 
  
Congresswoman Boyda, Speaker Neufeld, thank you for being here. It is also good to see General Durbin 


and soldiers with us from Fort Riley and Leavenworth. 
  
I’d like to extend a special thanks to the ROTC cadets in the audience. Your willingness to serve in this time 


of peril is a testament not only to yourselves, but to a new generation of leaders who will face great challenges in the 
coming years.  


  
It is both an honor and a pleasure to be part of the Landon Lecture series – a forum that for more than four 


decades has hosted some of America’s leading intellectuals and statesmen. Considering that fact, I at first wondered 
if the invitation was in fact meant for Bill Gates. 


  
It is a pleasure to get out of Washington, D.C., for a little while. I left Washington in 1994, and I 


was certain, and very happy, that it was the last time I would ever live there. But history, and current 
events, have a way of exacting revenge on those who say “never.” I’ve now been back in the District of 
Columbia for close to a year, which reminds me of an old saying: For the first six months you’re in 
Washington, you wonder how the hell you ever got there. For the next six months, you wonder how the 
hell the rest of them ever got there. 


  
As I look down at my remarks and the material I want to cover this afternoon, I am reminded of the time 


George Bernard Shaw told a speaker he had 15 minutes to speak. The speaker replied, “15 minutes?  How can I tell 
them all I know in 15 minutes?” Shaw responded, “I advise you to speak very slowly.” I want to warn you in advance 
that my remarks are more than 15 minutes. 


  
Dr. Wefald has highlighted my K-State bona fides. I would just comment that my mother who is 94 attended 


my swearing-in ceremony in Washington. That night Conan O’Brian remarked on the fact that I had announced that 
my 94 year-old mother was there and then he said, “she came up to me and said…‘now go beat the hell out of the 
Kaiser.’” 


  
It is good to be back in Kansas, where my family has lived for more than a century. 
  
I believe Kansas imparts to its children three characteristics that have been a source of strength for me over 


the years: a rejection of cynicism and an enduring optimism and idealism. 
  
Looking around the world today, optimism and idealism would not seem to have much of a place at the 


table. There is no shortage of anxiety about where our nation is headed and what its role will be in the 21st century. 
  
But I can remember clearly other times in my life when such dark sentiments were prevalent. In 1957, when 


I was at Wichita High School East, the Soviet Union launched Sputnik, and Americans feared being left behind in the 
space race and, even more worrisome, the missile race. 


  
In 1968, the first full year I lived in Washington, was the same year as the Tet offensive in Vietnam, where 


American troop levels and casualties were at their height. Across the nation, protests and violence over Vietnam 
engulfed America’s cities and campuses.  On my second day of work as a CIA analyst, the Soviet Union invaded 
Czechoslovakia. And then came the 1970s – when it seemed that everything that could go wrong for America did. 


  
Yet, through it all, there was another storyline, one not then apparent. During those same years, the 


elements were in place and forces were at work that would eventually lead to victory in the Cold War – a victory 
achieved not by any one party or any single president, but by a series of decisions, choices, and institutions that 
bridged decades, generations, and administrations. From: 


  
                     The first brave stand taken by Harry Truman with the doctrine of containment; to  
                     The Helsinki Accords under Gerald Ford; to  
                     The elevation of human rights under Jimmy Carter; to  
                     The muscular words and deeds of Ronald Reagan; and to 
                     The masterful endgame diplomacy of George H. W. Bush. 







  
All contributed to bring an Evil Empire crashing down not with a bang but with a whimper. And virtually 


without a shot being fired. 
  
In this great effort, institutions, as much as people and policies, played a key role. Many of those key 


organizations were created 60 years ago this year with the National Security Act of 1947 – a single act of legislation 
which established the Central Intelligence Agency, the National Security Council, the United States Air Force, and 
what is now known as the Department of Defense. I mention all this because that legislation and those instruments of 
national power were designed at the dawn of a new era in international relations for the United States – an era 
dominated by the Cold War. 


  
The end of the Cold War, and the attacks of September 11, marked the dawn of another new era in 


international relations – an era whose challenges may be unprecedented in complexity and scope. 
  
In important respects, the great struggles of the 20th century – World War I and World War II and the Cold 


War – covered over conflicts that had boiled and seethed and provoked war and instability for centuries before 1914: 
ethnic strife, religious wars, independence movements, and, especially in the last quarter of the 19th century, 
terrorism. The First World War was, itself, sparked by a terrorist assassination motivated by an ethnic group seeking 
independence. 


  
These old hatreds and conflicts were buried alive during and after the Great War. But, like monsters in 


science fiction, they have returned from the grave to threaten peace and stability around the world. Think of the 
slaughter in the Balkans as Yugoslavia broke up in the 1990s. Even now, we worry about the implications of Kosovo’s 
independence in the next few weeks for Europe, Serbia, and Russia. That cast of characters sounds disturbingly 
familiar even at a century’s remove.  


  
The long years of religious warfare in Europe between Protestant and Catholic Christians find eerie 


contemporary echoes in the growing Sunni versus Shia contest for Islamic hearts and minds in the Middle East, the 
Persian Gulf, and Southwest Asia.  


  
We also have forgotten that between Abraham Lincoln and John F. Kennedy, two American presidents and 


one presidential candidate were assassinated or attacked by terrorists – as were various tsars, empresses, princes, 
and, on a fateful day in June 1914, an archduke. Other acts of terrorism were commonplace in Europe and Russia in 
the latter part of the 19th century. 


  
So, history was not dead at the end of the Cold War. Instead, it was reawakening with a vengeance. And, 


the revived monsters of the past have returned far stronger and more dangerous than before because of modern 
technology – both for communication and for destruction – and to a world that is far more closely connected and 
interdependent than the world of 1914. 


  
Unfortunately, the dangers and challenges of old have been joined by new forces of instability and conflict, 


among them:  
  


         A new and more malignant form of global terrorism rooted in extremist and violent jihadism;  
         New manifestations of ethnic, tribal, and sectarian conflict all over the world; 
         The proliferation of weapons of mass destruction; 
         Failed and failing states; 
         States enriched with oil profits and discontented with the current international order; and 
         Centrifugal forces in other countries that threaten national unity, stability, and internal peace – but also with 


implications for regional and global security.  
  
Worldwide, there are authoritarian regimes facing increasingly restive populations seeking political freedom 


as well as a better standard of living. And finally, we see both emergent and resurgent great powers whose future 
path is still unclear. 


  
One of my favorite lines is that experience is the ability to recognize a mistake when you make it again. Four 


times in the last century the United States has come to the end of a war, concluded that the nature of man and the 
world had changed for the better, and turned inward, unilaterally disarming and dismantling institutions important to 
our national security – in the process, giving ourselves a so-called “peace” dividend. Four times we chose to forget 
history. 


  
Isaac Barrow once wrote, “How like a paradise the world would be, flourishing in joy and rest, if men would 







cheerfully conspire in affection and helpfully contribute to each other’s content: and how like a savage wilderness now 
it is, when, like wild beasts, they vex and persecute, worry and devour each other.” He wrote that in the late 
1600s. Or, listen to the words of Sir William Stephenson, author of A Man Called Intrepid and a key figure in the Allied 
victory in World War II. He wrote, “Perhaps a day will dawn when tyrants can no longer threaten the liberty of any 
people, when the function of all nations, however varied their ideologies, will be to enhance life, not to control it. If 
such a condition is possible it is in a future too far distant to foresee.” 


  
After September 11th, the United States re-armed and again strengthened our intelligence capabilities. It will 


be critically important to sustain those capabilities in the future – it will be important not to make the same mistake a 
fifth time.  


  
But, my message today is not about the defense budget or military power.  My message is that if we are to 


meet the myriad challenges around the world in the coming decades, this country must strengthen other important 
elements of national power both institutionally and financially, and create the capability to integrate and apply all of 
the elements of national power to problems and challenges abroad. In short, based on my experience serving seven 
presidents, as a former Director of CIA and now as Secretary of Defense, I am here to make the case for 
strengthening our capacity to use “soft” power and for better integrating it with “hard” power. 


  
One of the most important lessons of the wars in Iraq and Afghanistan is that military success is not 


sufficient to win: economic development, institution-building and the rule of law, promoting internal reconciliation, 
good governance, providing basic services to the people, training and equipping indigenous military and police 
forces, strategic communications, and more – these, along with security, are essential ingredients for long-term 
success.  Accomplishing all of these tasks will be necessary to meet the diverse challenges I have described. 


  
So, we must urgently devote time, energy, and thought to how we better organize ourselves to meet the 


international challenges of the present and the future – the world you students will inherit and lead. 
  
I spoke a few moments ago about the landmark National Security Act of 1947 and the institutions created to 


fight the Cold War.  In light of the challenges I have just discussed, I would like to pose a question: if there were to be 
a “National Security Act of 2007,” looking beyond the crush of day-to-day headlines, what problems must it address, 
what capabilities ought it create or improve, where should it lead our government as we look to the future? What new 
institutions do we need for this post Cold War world? 


  
As an old Cold Warrior with a doctorate in history, I hope you’ll indulge me as I take a step back in 


time. Because context is important, as many of the goals, successes, and failures from the Cold War are instructive in 
considering how we might better focus energies and resources – especially the ways in which our nation can 
influence the rest of the world to help protect our security and advance our interests and values. 


  
What we consider today to be the key elements and instruments of national power trace their beginnings to 


the mid-1940s, to a time when the government was digesting lessons learned during World War II. Looking back, 
people often forget that the war effort – though victorious – was hampered and hamstrung by divisions and 
dysfunction. Franklin Roosevelt quipped that trying to get the Navy, which was its own cabinet department at the 
time, to change was akin to hitting a featherbed: “You punch it with your right and you punch it with your left until you 
are finally exhausted,” he said, “and then you find the damn bed just as it was before.”  And Harry Truman noted that 
if the Navy and Army had fought as hard against the Germans as they had fought against each other, the war would 
have been over much sooner. 


  
This record drove the thinking behind the 1947 National Security Act, which attempted to fix the systemic 


failures that had plagued the government and military during World War II – while reviving capabilities and setting the 
stage for a struggle against the Soviet Union that seemed more inevitable each passing day. 


  
The 1947 Act acknowledged that we had been over-zealous in our desire to shut down capabilities that had 


been so valuable during the war – most of America’s intelligence and information assets disappeared as soon as the 
guns fell silent. The Office of Strategic Services – the war intelligence agency – was axed, as was the Office of War 
Information. In 1947, OSS returned as CIA, but it would be years before we restored our communications capabilities 
by creating the United States Information Agency. 


  
There is in many quarters the tendency to see that period as the pinnacle of wise governance and savvy 


statecraft. As I wrote a number of years ago, “Looking back, it all seem[ed] so easy, so painless, so inevitable.”  It 
was anything but. 


  
Consider that the creation of the National Military Establishment in 1947 – the Department of Defense – was 







meant to improve unity among the military services. It didn’t. A mere two years later the Congress had to pass 
another law because the Joint Chiefs of Staff were anything but joint. And there was no chairman to referee the 
constant disputes.  


  
At the beginning, the Secretary of Defense had little real power – despite an exalted title. The law forbad him 


from having a military staff and limited him to three civilian assistants. These days, it takes that many to sort my mail. 
  
Throughout the long, twilight struggle of the Cold War, the various parts of the government did not 


communicate or coordinate very well with each other. There were military, intelligence, and diplomatic failures in 
Korea, Vietnam, Iran, Grenada, and many other places. Getting the military services to work together was a recurring 
battle that had to be addressed time and again, and was only really resolved by legislation in 1986.  


  
But despite the problems, we realized, as we had during World War II, that the nature of the conflict required 


us to develop key capabilities and institutions – many of them non-military. The Marshall Plan and later the United 
States Agency for International Development acknowledged the role of economics in the world; the CIA the role of 
intelligence; and the United States Information Agency the fact that the conflict would play out as much in hearts and 
minds as it would on any battlefield. 


  
The key, over time, was to devote the necessary resources – people and money – and get enough things 


right while maintaining the ability to recover from mistakes along the way. Ultimately, our endurance paid off and the 
Soviet Union crumbled, and the decades-long Cold War ended.  


  
However, during the 1990s, with the complicity of both the Congress and the White House, key instruments 


of America’s national power once again were allowed to wither or were abandoned. Most people are familiar with 
cutbacks in the military and intelligence – including sweeping reductions in manpower, nearly 40 percent in the active 
army, 30 percent in CIA’s clandestine service and spies. 


  
What is not as well-known, and arguably even more shortsighted, was the gutting of America’s ability to 


engage, assist, and communicate with other parts of the world – the “soft power,” which had been so important 
throughout the Cold War. The State Department froze the hiring of new Foreign Service officers for a period of 
time. The United States Agency for International Development saw deep staff cuts – its permanent staff dropping 
from a high of 15,000 during Vietnam to about 3,000 in the 1990s.  And the U.S. Information Agency was abolished 
as an independent entity, split into pieces, and many of its capabilities folded into a small corner of the State 
Department. 


  
Even as we throttled back, the world became more unstable, turbulent, and unpredictable than during the 


Cold War years. And then came the attacks of September 11, 2001, one of those rare life-changing dates, a shock so 
great that it appears to have shifted the tectonic plates of history. That day abruptly ended the false peace of the 
1990s as well as our “holiday from history.” 


  
As is often the case after such momentous events, it has taken some years for the contour lines of the 


international arena to become clear. What we do know is that the threats and challenges we will face abroad in the 
first decades of the 21st century will extend well beyond the traditional domain of any single government agency.  


  
The real challenges we have seen emerge since the end of the Cold War – from Somalia to the Balkans, 


Iraq, Afghanistan, and elsewhere – make clear we in defense need to change our priorities to be better able to deal 
with the prevalence of what is called “asymmetric warfare.” As I told an Army gathering last month, it is hard to 
conceive of any country challenging the United States directly in conventional military terms – at least for some years 
to come. Indeed, history shows us that smaller, irregular forces – insurgents, guerrillas, terrorists – have for centuries 
found ways to harass and frustrate larger, regular armies and sow chaos. 


  
We can expect that asymmetric warfare will be the mainstay of the contemporary battlefield for some 


time. These conflicts will be fundamentally political in nature, and require the application of all elements of national 
power. Success will be less a matter of imposing one’s will and more a function of shaping behavior – of friends, 
adversaries, and most importantly, the people in between.  


  
Arguably the most important military component in the War on Terror is not the fighting we do ourselves, but 


how well we enable and empower our partners to defend and govern themselves. The standing up and mentoring of 
indigenous army and police – once the province of Special Forces – is now a key mission for the military as a whole. 


  
But these new threats also require our government to operate as a whole differently – to act with unity, 


agility, and creativity. And they will require considerably more resources devoted to America’s non-military 







instruments of power. 
  
So, what are the capabilities, institutions, and priorities our nation must collectively address – through both 


the executive and legislative branches, as well as the people they serve? 
  
I would like to start with an observation. Governments of all stripes seem to have great difficulty summoning 


the will – and the resources – to deal even with threats that are obvious and likely inevitable, much less threats that 
are more complex or over the horizon. There is, however, no inherent flaw in human nature or democratic 
government that keeps us from preparing for potential challenges and dangers by taking far-sighted actions with long-
term benefits. As individuals, we do it all the time. The Congress did it in 1947. As a nation, today, as in 1947, the key 
is wise and focused bipartisan leadership – and political will. 


  
I mentioned a moment ago that one of the most important lessons from our experience in Iraq, Afghanistan, 


and elsewhere has been the decisive role reconstruction, development, and governance plays in any meaningful, 
long-term success. 


  
The Department of Defense has taken on many of these burdens that might have been assumed by civilian 


agencies in the past, although new resources have permitted the State Department to begin taking on a larger role in 
recent months. Still, forced by circumstances, our brave men and women in uniform have stepped up to the task, with 
field artillerymen and tankers building schools and mentoring city councils – usually in a language they don’t 
speak. They have done an admirable job. And as I’ve said before, the Armed Forces will need to institutionalize and 
retain these non-traditional capabilities – something the ROTC cadets in this audience can anticipate.  


  
But it is no replacement for the real thing – civilian involvement and expertise. 
  
A few examples are useful here, as microcosms of what our overall government effort should look like – one 


historical and a few contemporary ones. 
  
However uncomfortable it may be to raise Vietnam all these years later, the history of that conflict is 


instructive. After first pursuing a strategy based on conventional military firepower, the United States shifted course 
and began a comprehensive, integrated program of pacification, civic action, and economic development. The 
CORDS program, as it was known, involved more than a thousand civilian employees from USAID and other 
organizations, and brought the multiple agencies into a joint effort. It had the effect of, in the words of General 
Creighton Abrams, putting “all of us on one side and the enemy on the other.”  By the time U.S. troops were pulled 
out, the CORDS program had helped pacify most of the hamlets in South Vietnam. 


  
The importance of deploying civilian expertise has been relearned – the hard way – through the effort to staff 


Provincial Reconstruction Teams, first in Afghanistan and more recently in Iraq. The PRTs were designed to bring in 
civilians experienced in agriculture, governance, and other aspects of development – to work with and alongside the 
military to improve the lives of the local population, a key tenet of any counterinsurgency effort. Where they are on the 
ground – even in small numbers – we have seen tangible and often dramatic changes. An Army brigade commander 
in Baghdad recently said that an embedded PRT was “pivotal” in getting Iraqis in his sector to better manage their 
affairs. 


  
We also have increased our effectiveness by joining with organizations and people outside the government 


– untapped resources with tremendous potential. 
  
For example, in Afghanistan the military has recently brought in professional anthropologists as 


advisors. The New York Times reported on the work of one of them, who said, “I’m frequently accused of militarizing 
anthropology. But we’re really anthropologizing the military.” 


  
And it is having a very real impact. The same story told of a village that had just been cleared of the 


Taliban. The anthropologist pointed out to the military officers that there were more widows than usual, and that the 
sons would feel compelled to take care of them – possibly by joining the insurgency, where many of the fighters are 
paid. So American officers began a job training program for the widows. 


  
Similarly, our land-grant universities have provided valuable expertise on agricultural and other 


issues. Texas A&M has had faculty on the ground in Afghanistan and Iraq since 2003. And Kansas State is lending 
its expertise to help revitalize universities in Kabul and Mazar-e-Sharif, and working to improve the agricultural sector 
and veterinary care across Afghanistan. These efforts do not go unnoticed by either Afghan citizens or our men and 
women in uniform. 


  







I have been heartened by the works of individuals and groups like these. But I am concerned that we need 
even more civilians involved in the effort and that our efforts must be better integrated. 


  
And I remain concerned that we have yet to create any permanent capability or institutions to rapidly create 


and deploy these kinds of skills in the future.  The examples I mentioned have, by and large, been created ad hoc – 
on the fly in a climate of crisis. As a nation, we need to figure out how to institutionalize programs and relationships 
such as these. And we need to find more untapped resources – places where it’s not necessarily how much you 
spend, but how you spend it. 


  
The way to institutionalize these capabilities is probably not to recreate or repopulate institutions of the past 


such as AID or USIA. On the other hand, just adding more people to existing government departments such as 
Agriculture, Treasury, Commerce, Justice and so on is not a sufficient answer either – even if they were to be more 
deployable overseas. New institutions are needed for the 21st century, new organizations with a 21st century mind-
set.  


  
For example, public relations was invented in the United States, yet we are miserable at communicating to 


the rest of the world what we are about as a society and a culture, about freedom and democracy, about our policies 
and our goals. It is just plain embarrassing that al-Qaeda is better at communicating its message on the internet than 
America. As one foreign diplomat asked a couple of years ago, “How has one man in a cave managed to out-
communicate the world’s greatest communication society?” Speed, agility, and cultural relevance are not terms that 
come readily to mind when discussing U.S. strategic communications. 


  
Similarly, we need to develop a permanent, sizeable cadre of immediately deployable experts with disparate 


skills, a need which president bush called for in his 2007 state of the union address, and which the State Department 
is now working on with its initiative to build a civilian response corps. Both the President and Secretary of State have 
asked for full funding for this initiative. But we also need new thinking about how to integrate our government’s 
capabilities in these areas, and then how to integrate government capabilities with those in the private sector, in 
universities, in other non-governmental organizations, with the capabilities of our allies and friends – and with the 
nascent capabilities of those we are trying to help. 


  
Which brings me to a fundamental point. Despite the improvements of recent years, despite the potential 


innovative ideas hold for the future, sometimes there is no substitute for resources – for money. 
  
Funding for non-military foreign-affairs programs has increased since 2001, but it remains disproportionately 


small relative to what we spend on the military and to the importance of such capabilities. Consider that this year’s 
budget for the Department of Defense – not counting operations in Iraq and Afghanistan – is nearly half a trillion 
dollars.  The total foreign affairs budget request for the State Department is $36 billion – less than what the Pentagon 
spends on health care alone. Secretary Rice has asked for a budget increase for the State Department and an 
expansion of the Foreign Service. The need is real. 


  
Despite new hires, there are only about 6,600 professional Foreign Service officers – less than the manning 


for one aircraft carrier strike group. And personnel challenges loom on the horizon. By one estimate, 30 percent of 
USAID’s Foreign Service officers are eligible for retirement this year – valuable experience that cannot be contracted 
out. 


  
Overall, our current military spending amounts to about 4 percent of GDP, below the historic norm and well 


below previous wartime periods. Nonetheless, we use this benchmark as a rough floor of how much we should spend 
on defense. We lack a similar benchmark for other departments and institutions. 


  
What is clear to me is that there is a need for a dramatic increase in spending on the civilian instruments of 


national security – diplomacy, strategic communications, foreign assistance, civic action, and economic 
reconstruction and development. Secretary Rice addressed this need in a speech at Georgetown University nearly 
two years ago. We must focus our energies beyond the guns and steel of the military, beyond just our brave soldiers, 
sailors, Marines, and airmen. We must also focus our energies on the other elements of national power that will be so 
crucial in the coming years. 


  
Now, I am well aware that having a sitting Secretary of Defense travel halfway across the country to make a 


pitch to increase the budget of other agencies might fit into the category of “man bites dog” – or for some back in the 
Pentagon, “blasphemy.”  It is certainly not an easy sell politically. And don’t get me wrong, I’ll be asking for yet more 
money for Defense next year. 


  
Still, I hear all the time from the senior leadership of our Armed Forces about how important these civilian 







capabilities are.  In fact, when Chairman of the Joint Chiefs of Staff Admiral Mike Mullen was Chief of Naval 
Operations, he once said he’d hand a part of his budget to the State Department “in a heartbeat,” assuming it was 
spent in the right place.  


  
After all, civilian participation is both necessary to making military operations successful and to relieving 


stress on the men and women of our armed services who have endured so much these last few years, and done so 
with such unflagging bravery and devotion. Indeed, having robust civilian capabilities available could make it less 
likely that military force will have to be used in the first place, as local problems might be dealt with before they 
become crises. 


  
A last point. Repeatedly over the last century Americans averted their eyes in the belief that remote events 


elsewhere in the world need not engage this country. How could an assassination of an Austrian archduke in 
unknown Bosnia-Herzegovina effect us?  Or the annexation of a little patch of ground called Sudetenland?  Or a 
French defeat at a place called Dien Bien Phu?  Or the return of an obscure cleric to Tehran?  Or the radicalization of 
an Arab construction tycoon’s son? 


  
What seems to work best in world affairs, historian Donald Kagan wrote in his book On the Origins of War, 


“Is the possession by those states who wish to preserve the peace of the preponderant power and of the will to 
accept the burdens and responsibilities required to achieve that purpose.” 


  
In an address at Harvard in 1943, Winston Churchill said, “The price of greatness is responsibility . . . The 


people of the United States cannot escape world responsibility.” And, in a speech at Princeton in 1947, Secretary of 
State and retired Army general George Marshall told the students: “The development of a sense of responsibility for 
world order and security, the development of a sense of overwhelming importance of this country’s acts, and failures 
to act, in relation to world order and security – these, in my opinion, are great musts for your generation.” 


  
Our country has now for many decades taken upon itself great burdens and great responsibilities – all in an 


effort to defeat despotism in its many forms or to preserve the peace so that other nations, and other peoples, could 
pursue their dreams. For many decades, the tender shoots of freedom all around the world have been nourished with 
American blood. Today, across the globe, there are more people than ever seeking economic and political freedom – 
seeking hope even as oppressive regimes and mass murderers sow chaos in their midst – seeking always to shake 
free from the bonds of tyranny. 


  
For all of those brave men and women struggling for a better life, there is – and must be – no stronger ally or 


advocate than the United States of America. Let us never forget that our nation remains a beacon of light for those in 
dark places. And that our responsibilities to the world – to freedom, to liberty, to the oppressed everywhere – are not 
a burden on the people or the soul of this nation. They are, rather, a blessing. 


  
I will close with a message for students in the audience. The message is from Theodore Roosevelt, whose 


words ring as true today as when he delivered them in 1901. He said, “…as, keen-eyed, we gaze into the coming 
years, duties, new and old, rise thick and fast to confront us from within and from without…[The United States] should 
face these duties with a sober appreciation alike of their importance and of their difficulty.  But there is also every 
reason for facing them with high-hearted resolution and eager and confident faith in our capacity to do them 
aright.” He continued, “A great work lies ready to the hand of this generation; it should count itself happy indeed that 
to it is given the privilege of doing such a work.” 


  
To the young future leaders of America here today, I say, “Come do the great work that lies ready to the 


hand of your generation.” 
  
Thank you. 
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SECURITY COUNCIL APPROVES ‘NO-FLY ZONE’ OVER LIBYA, AUTHORIZING ‘ALL NECESSARY 
 


MEASURES’ TO PROTECT CIVILIANS, BY VOTE OF 10 IN FAVOUR WITH 5 ABSTENTIONS 
  
 


Demanding an immediate ceasefire in Libya, including an end to the current attacks against civilians, which 
it said might constitute “crimes against humanity”, the Security Council this evening imposed a ban on all flights in 
the country’s airspace — a no-fly zone — and tightened sanctions on the Qadhafi regime and its supporters. 
 


Adopting resolution 1973 (2011) by a vote of 10 in favour to none against, with 5 abstentions (Brazil, 
China, Germany, India, Russian Federation), the Council authorized Member States, acting nationally or through 
regional organizations or arrangements, to take all necessary measures to protect civilians under threat of attack in 
the country, including Benghazi, while excluding a foreign occupation force of any form on any part of Libyan 
territory — requesting them to immediately inform the Secretary-General of such measures. 
 


Recognizing the important role of the League of Arab States in the maintenance of international peace and 
security in the region, and bearing in mind the United Nations Charter’s Chapter VIII, the Council asked the 
League’s member States to cooperate with other Member States in implementing the no-fly zone. 
 


The Council stressed the need to intensify efforts to find a solution to the crisis that responded to the 
legitimate demands of the Libyan people, noting actions being taken on the diplomatic front in that regard.  It further 
demanded that Libyan authorities comply with their obligations under international law and take all measures to 
protect civilians and meet their basic needs and to ensure the rapid and unimpeded passage of humanitarian 
assistance. 
 


In that connection, the Council specified that the flight ban would not apply to flights that had as their sole 
purpose humanitarian aid, the evacuation of foreign nationals, enforcing the ban or other purposes “deemed 
necessary for the benefit of the Libyan people”. 
 


It further decided that all States should deny permission to any Libyan commercial aircraft to land in 
or take off from their territory unless a particular flight had been approved in advance by the committee that 
was established to monitor sanctions imposed by resolution 1970 (2011). 
 


In tightening the asset freeze and arms embargo established by that resolution, the Council this evening 
further detailed conditions for inspections of transport suspected to be violating the embargo, requesting States 
enforcing the embargo to coordinate closely with each other and the Secretary-General on the measures they were 
taking towards implementation. 
 


It requested the Secretary-Secretary to create an eight-member panel of experts to assist the Security 
Council committee in monitoring the sanctions.  
 



http://www.un.org/News/Press/docs/2011/sc10200.doc.htm%23Resolution





Introducing the resolution, the Foreign Minister of France, Alain Juppé, said “the situation on the ground is 
more alarming than ever, marked by the violent re-conquest of cities that have been released”.  The Security Council 
could not stand by and “let the warmongers flout international legality”.  The world was experiencing “a wave of 
great revolutions that would change the course of history”, but the will of the Libyan people had been “trampled 
under the feet of the Qadhafi regime”.  Earlier Council measures had been ignored and violence against Libyan 
civilians had redoubled. 
 


He said that the urgent need to protect the civilian population had led to the elaboration of the current 
resolution, which authorized the Arab League and those Member States wishing to do so to take all measures to 
protect areas that were being threatened by the Qadhafi regime.  “We have very little time left — perhaps only a 
matter of hours,” he said, adding that each hour and day that passed “increased the weight” on the international 
community’s shoulders. 
 


Speaking after the vote, representatives who had supported the text agreed that the strong action was 
made necessary because the Qadhafi regime had not heeded the first actions of the Council and was on the 
verge of even greater violence against civilians as it closed in on areas previously dominated by opposition in 
the east of the country.  They stressed that the objective was solely to protect civilians from further harm. 
 


Lebanon’s speaker stressed that the text would not result in the occupation of “one inch” of Libyan 
territory by foreign forces.  The representative of the United Kingdom pledged that partners in the North 
Atlantic Treaty Organization (NATO) and the Arab League were now ready to act to support the text. 
 


The representative of the United States said that today, the Council had responded to the Libyan 
peoples’ cry for help.  The Council’s purpose was clear: to protect Libyan civilians.  The Security Council had 
authorized the use of force, including enforcement of a no-fly zone, to protect civilians and civilian areas 
targeted by Colonel Muammar Al-Qadhafi, his allied forces and mercenaries. 
 


The representatives of China and the Russian Federation, explaining their abstentions, prioritized peaceful 
means of resolving the conflict and said that many questions had not been answered in regard to provisions of the 
resolution, including, as the Russian representative put it, how and by whom the measures would be enforced and 
what the limits of the engagement would be.  He said the resolution included a sorely needed ceasefire, which he 
had called for earlier.  China had not blocked the action with a negative vote in consideration of the wishes of the 
Arab League and the African Union, its representative said. 
 


The delegations of India, Germany and Brazil, having also abstained, equally stressed the need for peaceful 
resolution of the conflict and warned against unintended consequences of armed intervention. 
 


Statements were also made made by the representatives of Bosnia and Herzegovina, Colombia, Portugal, 
Nigeria and South Africa. 
 


The meeting was opened at 6:25 p.m. and closed at 7:20 p.m. 
 


Action on Draft 
 


Speaking before the vote, ALAIN JUPPÉ, Minister for Foreign Affairs of France, said the world was 
experiencing “a wave of great revolutions that would change the course of history”, as people throughout North 
Africa and the Middle East were calling for “a breath of fresh air”, for freedom of expression and 
democracy.  Such calls for democratic transition had echoed through Tunisia, Egypt and Morocco.  Everyone 
had witnessed the events with great hope and he believed “this new Arab springtime is good news for all”.  The 
changes required the international community not to “give lessons”, but to help the people of those countries 
build a new future. 
 


Yet, he said, while such transitions in other countries had not been met with extreme violence, the will of 
the Libyan people had been “trampled under the feet of the Qadhafi regime”, as Colonel Muammar Al-Qadhafi 







mercilessly attacked his own people.  In light of those actions, the international community had responded swiftly; 
the General Assembly had suspended the country from the Human Rights Council, determining that the systematic 
and widespread attacks could constitute crimes against humanity.  In addition, the Security Council’s earlier 
resolution had called for an immediate end to the violence and had referred the situation in Libya to the International 
Criminal Court. 
 


Unfortunately, those measures had not been enough and violence against Libyan civilians had been 
redoubled, he said.  Again, the international community had acted with unanimity, particularly through the League 
of Arab States’ call on the Security Council to enact a no-fly zone and the African Union’s strong call for an end to 
the violence.  “Yet, the situation on the ground is more alarming than ever, marked by the violent re-conquest of 
cities that have been released,” he said, stressing that the Security Council could not stand by and “let the 
warmongers flout international legality”. 
 


In light of that, France had been working assiduously with the United Kingdom, the United States 
and other members of the international community calling for means to protect the civilian 
population.  Those efforts had led to the elaboration of the current resolution, which authorized the Arab 
League and those Member States wishing to do so to take all measures to protect areas that were being 
threatened by the Qadhafi regime.  “We have very little time left — perhaps only a matter of hours,” he said, 
adding that each hour and day that passed “increased the weight” on the international community’s 
shoulders.  The Security Council had acted to ensure that democracy prevailed. 
 


The Council then adopted resolution 1973 (2011) by a vote of 10 in favour to none against, with 5 
abstentions (Brazil, China, Germany, India, Russian Federation). 
 


NAWAF SALAM (Lebanon) said that Libya was suffering heavily, with hundreds of victims dying and 
thousands displaced.  Faced with those risks and the great danger of those crimes, the United Nations had acted 
earlier, but Colonel Qadhafi had not heeded those actions.  Lebanon, agreeing with the League of Arab States, had 
then called on the Security Council to establish measures to protect civilians.  The Libyan authorities had lost all 
their legitimacy and the resolution was aimed at protecting Libyan civilians. 
 


He stressed that the resolution would not have as a consequence occupation of “even an inch” of Libyan 
territory.  He hoped that the resolution would have a deterrent role and end the Libyan authorities’ use of force.  He 
reaffirmed full support for the county’s sovereignty, the need for full cooperation between the United Nations and 
the League of Arab States, pursuant to Chapter VIII of the United Nations Charter, and the necessity of a peaceful 
solution to the situation.  The resolution was fraught with hope for Libya and its people, he concluded. 
 


MARK LYALL GRANT (United Kingdom), agreeing that the Libyan regime had lost legitimacy, had 
violated the Council’s resolutions and was on the verge of assaulting Benghazi, said he had pressed for the 
early adoption of the current resolution.  He pledged that partners in the North Atlantic Treaty Organization 
(NATO) and the Arab League were now ready to act to support the text.  The resolution put the United Nations 
clearly behind the highest values of the Organization. 
 


PETER WITTIG (Germany) said the Security Council’s intention was to stop the violence in Libya and 
send a message to Colonel Qadhafi and his associates “that their time is over [and] they must relinquish power 
immediately”.  While the Council acted on Libya, North Africa was undergoing major political changes, meriting 
the international community’s full support.  The aim should be to promote political transition in Libya, stop the 
violence and begin a true political process.  “The people of Libya who have so clearly expressed their aspirations for 
democracy should be supported,” he said, adding that the Interim National Council was an important interlocutor in 
that regard. 
 


He said his country was particularly concerned by the plight of the Libyan people and believed it was 
crucial to tighten existing sanctions to “cut [the Libyan regime] off” from the funds that had propped it up for so 
long.  Decisions regarding the use of military force were always extremely difficult to take.  Indeed, in the 
implementation of the resolution just adopted, Germany saw great risks, and the likelihood of large-scale loss of life 







should not be underestimated.  Those that participated in its implementation could be drawn into a protracted 
military conflict that could draw in the wider region.  If the resolution failed, it would be wrong to assume that any 
military intervention would be quickly and efficiently carried out.  Germany had decided not to support the 
resolution and would not contribute its own forces to any military effort that arose from its 
implementation.  Germany had abstained from the vote. 
 


SUSAN RICE (United States) said that today, the Council had responded to the Libyan peoples’ cry for 
help.  The Council’s purpose was clear: to protect Libyan civilians.  The Council had adopted an earlier resolution 
that had sent a strong message, but Colonel Qadhafi and those that still stood by him had continued to grossly and 
systematically violate the most fundamental rights of the Libyan people.  The Arab League had subsequently called 
on the Council to take more stringent measures, and the current resolution was an answer to that call, as well as a 
strong response to the situation in the ground. 
 


She said the Security Council had authorized the use of force, including enforcement of a no-fly zone, to 
protect civilians and civilian areas targeted by Colonel Qadhafi, his allied forces and mercenaries.  The text also 
tightened measures already approved under resolution 1970 (2011).  In addition, it established a panel of experts to 
monitor short- and long-term implementation of the sanctions.  She stressed that the future of Libya should be 
decided by the Libyan people.  The United States stood with the people of Libya in their struggle to exercise their 
fundamental rights. 
 


MANJEEV SINGH PURI ( India), explaining his abstention, expressed great concern over the welfare of 
the population of Libya and supported the appointment of the Secretary-General’s Envoy.  The report of that Envoy 
and that of others had not yet been received.  As a consequence, today’s resolution was based on very little clear 
information, including a lack of certainty regarding who was going to enforce the measures.  There must be certainty 
that negative outcomes were not likely before such wide-ranging measures were adopted.  Political efforts must be 
the priority in resolving the situation. 
 


MARIA LUIZA RIBERIO VIOTTI (Brazil) said her delegation was deeply concerned about the situation 
in Libya and regretted that the “strong message” sent by resolution 1970 (2011) had note yet been heeded.  The 
Brazilian Government had earlier condemned the violence being carried out by Libyan authorities and had called on 
them to uphold and protect the right of free expression of the protesters and to seek a solution to the crisis through 
meaningful dialogue.  Her delegation’s vote today should in no way be interpreted as condoning the behaviour of the 
Libyan authorities or as disregard for the need to protect civilians and respect for their rights. 
 


She said that while Brazil stood in solidarity with all movements in the region expressing their legitimate 
demands for better governance, and had taken into account the Arab League’s call for strong measures to stop the 
violence through a no-fly zone, it believed that the resolution contemplated measures that went beyond that 
call.  “We are not convinced that the use of force as provided for in operative paragraph 4 of the present resolution 
will lead to the realization of our common objective — the immediate end of violence and the protection of 
civilians,” she said, adding that Brazil was also concerned that the measures approved today might have the 
unintended effect of exacerbating the current tensions on the ground and “causing more harm than good to the very 
same civilians we are committed to protecting”.  No military action alone would succeed in ending the 
conflict.  Protecting civilians, ensuring lasting settlement and addressing the legitimate demands of Libyan citizens 
demanded a political process. 
 


IVAN BARBALIĆ (Bosnia and Herzegovina) reiterated his delegation’s grave concern about the rapidly 
deteriorating situation in Libya.  The Libyan people desperately needed humanitarian assistance, and the unimpeded 
access of that relief was an absolute necessity.  He called on Libyan authorities to end their violence against the 
Libyan people and he believed the resolution was an answer to their legitimate call and to the call of regional 
organizations. 
 


NÉSTOR OSORIO (Colombia) said his delegation was convinced that the purpose of the new resolution 
was essentially humanitarian and was conducive to bringing about conditions that would lead to the protection of 







civilians under attack from a regime that had lost all legitimacy.  The Council had acted because the Government, 
through its actions, had shown that it was not up to protecting and promoting the rights of its people. 
 


Colombia deplored the fact that the measures under resolution 1970 (2011) had not been heeded. It was 
also concerned that the current text had not been adopted unanimously. Colombia believed that the best way to 
ratchet up the pressure on the Qadhafi regime was to impose a no-fly zone, as called for by the League of Arab 
States.  The grave situation on the ground made it clear that all conditions were present for the Council to enact 
further measures and tighten the sanctions approved under resolution 1970 (2011). 
 


VITALY CHURKIN (Russian Federation) said he had abstained, although his country’s position opposing 
violence against civilians in Libya was clear.  Work on the resolution was not in keeping with Security Council 
practice, with many questions having remained unanswered, including how it would be enforced and by whom, and 
what the limits of engagement would be.  His country had not prevented the adoption of the resolution, but he was 
convinced that an immediate ceasefire was the best way to stop the loss of life.  His country, in fact, had pressed 
earlier for a resolution calling for such a ceasefire, which could have saved many additional lives.  Cautioning 
against unpredicted consequences, he stressed that there was a need to avoid further destabilization in the region. 
 


JOSÉ FILIPE MORAES CABRAL (Portugal) said his country had voted in favour of the text because the 
attacks against civilians had continued after the passage of the last Council resolution, and conditions were 
deteriorating.  He affirmed that today’s resolution addressed his country’s priorities, including protecting civilians, 
facilitation of unimpeded humanitarian aid, promotion of a national dialogue and guarantees for the territorial 
integrity and independence of Libya.  He supported all diplomatic efforts to resolve the situation. 
 


U. JOY OGWU (Nigeria) said the resolution had been necessitated by the persistently grave and dire 
situation in Libya.  “The current State of affairs leaves an indelible imprint on the conscience and compels us to 
act,” she said, adding that her delegation’s persistent calls for peace were rooted in the need to ensure the protection 
of civilians and the delivery of humanitarian assistance to those most in need, many of whom were Nigerian 
nationals.  The League of Arab States and the African Union had spoken with one voice in condemnation of the 
situation in Libya. 
 


She said that while her delegation had supported the current text, it also believed that foreign occupation 
was not an option to ensure peace.  Nigeria supported language in the current text that negated that 
possibility.  Nigeria was also encouraged by the fact that the political path to a solution was endorsed in the 
text.  “Today, we have sent an unequivocal message to the Libyan people that the dignity and safety of every man 
woman and child is paramount,” she said, adding that when the fate of innocent civilians was in question, the 
international community, undaunted, must be ready to respond. 
 


BASO SANGQU (South Africa) said his delegation was deeply concerned by what was fast becoming a 
civil war in Libya.  He hoped it could be resolved in a peaceful manner, according to the will of the Libyan 
people.  Any solution must also preserve the solidarity and integrity of Libya and, as such, South Africa supported 
the dispatch by the African Union of a special mission to the country.  He encouraged that mission to work closely 
with the Secretary-General’s newly appointed Special Envoy on finding a peaceful solution. 
 


He said that South Africa regretted that the Council’s previous resolution had not been heeded and believed 
that by adopting the current text, the Council had acted responsibly to answer the call of Libyan people.  It would 
also speed humanitarian assistance to those that needed it most.  He hoped the letter and spirit of the present 
resolution would be implemented in full. 
 


Security Council President LI BAODONG (China), speaking in his national capacity, said that the 
continuing deterioration of the situation in Libya was of great concern to China.  However, the United Nations 
Charter must be respected and the current crisis must be ended through peaceful means.  China was always against 
the use of force when those means were not exhausted.  His delegation had asked specific questions that failed to be 
answered and, therefore, it had serious difficulty with the resolution.  It had not blocked the passage of the 
resolution, however, because it attached great importance to the requests of the Arab League and the African 







Union.  At the same time, he supported the efforts of the Secretary-General’s Envoy to resolve the situation by 
peaceful means. 
 


Resolution 
 


The full text of resolution 1973 (2011) reads as follows: 
 


“The Security Council, 
 


“Recalling its resolution 1970 (2011) of 26 February 2011, 
 


“Deploring the failure of the Libyan authorities to comply with resolution 1970 (2011), 
 


“Expressing grave concern at the deteriorating situation, the escalation of violence, and the heavy civilian 
casualties, 
 


“Reiterating the responsibility of the Libyan authorities to protect the Libyan population and reaffirming 
that parties to armed conflicts bear the primary responsibility to take all feasible steps to ensure the protection of 
civilians, 
 


“Condemning the gross and systematic violation of human rights, including arbitrary detentions, enforced 
disappearances, torture and summary executions, 
 


“Further condemning acts of violence and intimidation committed by the Libyan authorities against 
journalists, media professionals and associated personnel and urging these authorities to comply with their 
obligations under international humanitarian law as outlined in resolution 1738 (2006), 
 


“Considering that the widespread and systematic attacks currently taking place in the Libyan Arab 
Jamahiriya against the civilian population may amount to crimes against humanity, 
 


“Recalling paragraph 26 of resolution 1970 (2011) in which the Council expressed its readiness to consider 
taking additional appropriate measures, as necessary, to facilitate and support the return of humanitarian agencies 
and make available humanitarian and related assistance in the Libyan Arab Jamahiriya, 
 


“Expressing its determination to ensure the protection of civilians and civilian populated areas and the 
rapid and unimpeded passage of humanitarian assistance and the safety of humanitarian personnel, 
 


“Recalling the condemnation by the League of Arab States, the African Union and the Secretary-General of 
the Organization of the Islamic Conference of the serious violations of human rights and international humanitarian 
law that have been and are being committed in the Libyan Arab Jamahiriya, 
 


“Taking note of the final communiqué of the Organization of the Islamic Conference of 8 March 2011, and 
the communiqué of the Peace and Security Council of the African Union of 10 March 2011 which established an ad 
hoc High-Level Committee on Libya, 
 


“Taking note also of the decision of the Council of the League of Arab States of 12 March 2011 to call for 
the imposition of a no-fly zone on Libyan military aviation, and to establish safe areas in places exposed to shelling 
as a precautionary measure that allows the protection of the Libyan people and foreign nationals residing in the 
Libyan Arab Jamahiriya, 
 


“Taking note further of the Secretary-General’s call on 16 March 2011 for an immediate ceasefire, 
 







“Recalling its decision to refer the situation in the Libyan Arab Jamahiriya since 15 February 2011 to the 
Prosecutor of the International Criminal Court, and stressing that those responsible for or complicit in attacks 
targeting the civilian population, including aerial and naval attacks, must be held to account, 
 


“Reiterating its concern at the plight of refugees and foreign workers forced to flee the violence in the 
Libyan Arab Jamahiriya, welcoming the response of neighbouring States, in particular Tunisia and Egypt, to 
address the needs of those refugees and foreign workers, and calling on the international community to support 
those efforts, 
 


“Deploring the continuing use of mercenaries by the Libyan authorities, 
 


“Considering that the establishment of a ban on all flights in the airspace of the Libyan Arab Jamahiriya 
constitutes an important element for the protection of civilians as well as the safety of the delivery of humanitarian 
assistance and a decisive step for the cessation of hostilities in Libya, 
 


“Expressing concern also for the safety of foreign nationals and their rights in the Libyan Arab Jamahiriya, 
 


“Welcoming the appointment by the Secretary General of his Special Envoy to Libya, Mr. Abdul Ilah 
Mohamed Al-Khatib and supporting his efforts to find a sustainable and peaceful solution to the crisis in the Libyan 
Arab Jamahiriya, 
 


“Reaffirming its strong commitment to the sovereignty, independence, territorial integrity and national 
unity of the Libyan Arab Jamahiriya, 
 


“Determining that the situation in the Libyan Arab Jamahiriya continues to constitute a threat to 
international peace and security, 
 


“Acting under Chapter VII of the Charter of the United Nations, 
 


“1.   Demands the immediate establishment of a ceasefire and a complete end to violence and all attacks 
against, and abuses of, civilians; 
 


“2.   Stresses the need to intensify efforts to find a solution to the crisis which responds to the legitimate 
demands of the Libyan people and notes the decisions of the Secretary-General to send his Special Envoy to Libya 
and of the Peace and Security Council of the African Union to send its ad hoc High-Level Committee to Libya with 
the aim of facilitating dialogue to lead to the political reforms necessary to find a peaceful and sustainable solution; 
 


“3.   Demands that the Libyan authorities comply with their obligations under international law, including 
international humanitarian law, human rights and refugee law and take all measures to protect civilians and meet 
their basic needs, and to ensure the rapid and unimpeded passage of humanitarian assistance; 
 


“Protection of civilians 
 


“4.   Authorizes Member States that have notified the Secretary-General, acting nationally or through 
regional organizations or arrangements, and acting in cooperation with the Secretary-General, to take all necessary 
measures, notwithstanding paragraph 9 of resolution 1970 (2011), to protect civilians and civilian populated areas 
under threat of attack in the Libyan Arab Jamahiriya, including Benghazi, while excluding a foreign occupation 
force of any form on any part of Libyan territory, and requests the Member States concerned to inform the 
Secretary-General immediately of the measures they take pursuant to the authorization conferred by this paragraph 
which shall be immediately reported to the Security Council; 
 


“5.   Recognizes the important role of the League of Arab States in matters relating to the maintenance of 
international peace and security in the region, and bearing in mind Chapter VIII of the Charter of the United 







Nations, requests the Member States of the League of Arab States to cooperate with other Member States in the 
implementation of paragraph 4; 
 


“No-fly zone 
 


“6.   Decides to establish a ban on all flights in the airspace of the Libyan Arab Jamahiriya in order to help 
protect civilians; 
 


“7.   Decides further that the ban imposed by paragraph 6 shall not apply to flights whose sole 
purpose is humanitarian, such as delivering or facilitating the delivery of assistance, including medical 
supplies, food, humanitarian workers and related assistance, or evacuating foreign nationals from the Libyan 
Arab Jamahiriya, nor shall it apply to flights authorised by paragraphs 4 or 8, nor other flights which are 
deemed necessary by States acting under the authorization conferred in paragraph 8 to be for the benefit of 
the Libyan people, and that these flights shall be coordinated with any mechanism established under 
paragraph 8; 
 


“8.   Authorizes Member States that have notified the Secretary-General and the Secretary-General of the 
League of Arab States, acting nationally or through regional organizations or arrangements, to take all necessary 
measures to enforce compliance with the ban on flights imposed by paragraph 6 above, as necessary, and requests 
the States concerned in cooperation with the League of Arab States to coordinate closely with the Secretary General 
on the measures they are taking to implement this ban, including by establishing an appropriate mechanism for 
implementing the provisions of paragraphs 6 and 7 above,  
 


“9.   Calls upon all Member States, acting nationally or through regional organizations or arrangements, to 
provide assistance, including any necessary overflight approvals, for the purposes of implementing paragraphs 4, 6, 
7 and 8 above; 
 


“10.  Requests the Member States concerned to coordinate closely with each other and the Secretary-
General on the measures they are taking to implement paragraphs 4, 6, 7 and 8 above, including practical measures 
for the monitoring and approval of authorised humanitarian or evacuation flights; 
 


“11.  Decides that the Member States concerned shall inform the Secretary-General and the Secretary-
General of the League of Arab States immediately of measures taken in exercise of the authority conferred by 
paragraph 8 above, including to supply a concept of operations; 
 


“12.  Requests the Secretary-General to inform the Council immediately of any actions taken by the 
Member States concerned in exercise of the authority conferred by paragraph 8 above and to report to the Council 
within 7 days and every month thereafter on the implementation of this resolution, including information on any 
violations of the flight ban imposed by paragraph 6 above; 
 


“Enforcement of the arms embargo 
 


“13.  Decides that paragraph 11 of resolution 1970 (2011) shall be replaced by the following 
paragraph : “Calls upon all Member States, in particular States of the region, acting nationally or through 
regional organisations or arrangements, in order to ensure strict implementation of the arms embargo 
established by paragraphs 9 and 10 of resolution 1970 (2011), to inspect in their territory, including seaports 
and airports, and on the high seas, vessels and aircraft bound to or from the Libyan Arab Jamahiriya, if the 
State concerned has information that provides reasonable grounds to believe that the cargo contains items the 
supply, sale, transfer or export of which is prohibited by paragraphs 9 or 10 of resolution 1970 (2011) as 
modified by this resolution, including the provision of armed mercenary personnel, calls upon all flag States of 
such vessels and aircraft to cooperate with such inspections and authorises Member States to use all measures 
commensurate to the specific circumstances to carry out such inspections”; 
 







“14.  Requests Member States which are taking action under paragraph 13 above on the high seas to 
coordinate closely with each other and the Secretary-General and further requests the States concerned to 
inform the Secretary-General and the Committee established pursuant to paragraph 24 of resolution 1970 
(2011) (“the Committee”) immediately of measures taken in the exercise of the authority conferred by 
paragraph 13 above; 
 


“15.  Requires any Member State whether acting nationally or through regional organisations or 
arrangements, when it undertakes an inspection pursuant to paragraph 13 above, to submit promptly an initial 
written report to the Committee containing, in particular, explanation of the grounds for the inspection, the results of 
such inspection, and whether or not cooperation was provided, and, if prohibited items for transfer are found, further 
requires such Member States to submit to the Committee, at a later stage, a subsequent written report containing 
relevant details on the inspection, seizure, and disposal, and relevant details of the transfer, including a description 
of the items, their origin and intended destination, if this information is not in the initial report; 
 


“16.  Deplores the continuing flows of mercenaries into the Libyan Arab Jamahiriya and calls upon all 
Member States to comply strictly with their obligations under paragraph 9 of resolution 1970 (2011) to prevent the 
provision of armed mercenary personnel to the Libyan Arab Jamahiriya; 
 


“Ban on flights 
 


“17.  Decides that all States shall deny permission to any aircraft registered in the Libyan Arab 
Jamahiriya or owned or operated by Libyan nationals or companies to take off from, land in or overfly their 
territory unless the particular flight has been approved in advance by the Committee, or in the case of an 
emergency landing; 
 


“18.  Decides that all States shall deny permission to any aircraft to take off from, land in or overfly their 
territory, if they have information that provides reasonable grounds to believe that the aircraft contains items the 
supply, sale, transfer, or export of which is prohibited by paragraphs 9 and 10 of resolution 1970 (2011) as modified 
by this resolution, including the provision of armed mercenary personnel, except in the case of an emergency 
landing; 
 


“Asset freeze 
 


“19.  Decides that the asset freeze imposed by paragraph 17, 19, 20 and 21 of resolution 1970 (2011) shall 
apply to all funds, other financial assets and economic resources which are on their territories, which are owned or 
controlled, directly or indirectly, by the Libyan authorities, as designated by the Committee, or by individuals or 
entities acting on their behalf or at their direction, or by entities owned or controlled by them, as designated by the 
Committee, and decides further that all States shall ensure that any funds, financial assets or economic resources are 
prevented from being made available by their nationals or by any individuals or entities within their territories, to or 
for the benefit of the Libyan authorities, as designated by the Committee, or individuals or entities acting on their 
behalf or at their direction, or entities owned or controlled by them, as designated by the Committee, and directs the 
Committee to designate such Libyan authorities, individuals or entities within 30 days of the date of the adoption of 
this resolution and as appropriate thereafter; 
 


“20.  Affirms its determination to ensure that assets frozen pursuant to paragraph 17 of resolution 1970 
(2011) shall, at a later stage, as soon as possible be made available to and for the benefit of the people of the 
Libyan Arab Jamahiriya; 
 


“21.  Decides that all States shall require their nationals, persons subject to their jurisdiction and firms 
incorporated in their territory or subject to their jurisdiction to exercise vigilance when doing business with entities 
incorporated in the Libyan Arab Jamahiriya or subject to its jurisdiction, and any individuals or entities acting on 
their behalf or at their direction, and entities owned or controlled by them, if the States have information that 
provides reasonable grounds to believe that such business could contribute to violence and use of force against 
civilians; 







 
“Designations 


 
“22.  Decides that the individuals listed in Annex I shall be subject to the travel restrictions imposed in 


paragraphs 15 and 16 of resolution 1970 (2011), and decides further that the individuals and entities listed in Annex 
II shall be subject to the asset freeze imposed in paragraphs 17, 19, 20 and 21 of resolution 1970 (2011); 
 


“23.  Decides that the measures specified in paragraphs 15, 16, 17, 19, 20 and 21 of resolution 1970 (2011) 
shall apply also to individuals and entities determined by the Council or the Committee to have violated the 
provisions of resolution 1970 (2011), particularly paragraphs 9 and 10 thereof, or to have assisted others in doing so; 
 


“Panel of Experts 
 


“24.  Requests the Secretary-General to create for an initial period of one year, in consultation with 
the Committee, a group of up to eight experts (“Panel of Experts”), under the direction of the Committee to 
carry out the following tasks: 
 


(a)   Assist the Committee in carrying out its mandate as specified in paragraph 24 of resolution 1970 
(2011) and this resolution; 
 


(b)   Gather, examine and analyse information from States, relevant United Nations bodies, regional 
organisations and other interested parties regarding the implementation of the measures decided in resolution 1970 
(2011) and this resolution, in particular incidents of non-compliance; 
 


(c)   Make recommendations on actions the Council, or the Committee or State, may consider to improve 
implementation of the relevant measures;  
 


(d)   Provide to the Council an interim report on its work no later than 90 days after the Panel’s 
appointment, and a final report to the Council no later than 30 days prior to the termination of its mandate with its 
findings and recommendations; 
 


“25.  Urges all States, relevant United Nations bodies and other interested parties, to cooperate fully with 
the Committee and the Panel of Experts, in particular by supplying any information at their disposal on the 
implementation of the measures decided in resolution 1970 (2011) and this resolution, in particular incidents of non-
compliance; 
 


“26.  Decides that the mandate of the Committee as set out in paragraph 24 of resolution 1970 
(2011) shall also apply to the measures decided in this resolution; 
 


“27.  Decides that all States, including the Libyan Arab Jamahiriya, shall take the necessary measures 
to ensure that no claim shall lie at the instance of the Libyan authorities, or of any person or body in the Libyan 
Arab Jamahiriya, or of any person claiming through or for the benefit of any such person or body, in connection 
with any contract or other transaction where its performance was affected by reason of the measures taken by 
the Security Council in resolution 1970 (2011), this resolution and related resolutions; 
 


“28.  Reaffirms its intention to keep the actions of the Libyan authorities under continuous review and 
underlines its readiness to review at any time the measures imposed by this resolution and resolution 1970 
(2011), including by strengthening, suspending or lifting those measures, as appropriate, based on compliance 
by the Libyan authorities with this resolution and resolution 1970 (2011); 
 


“29.  Decides to remain actively seized of the matter.” 
 


Libya: United Nations Security Council proposed designations 







 
Number Name Justification Identifiers 
Annex I: Travel Ban   
1 QUREN SALIH QUREN 


AL QADHAFI 
Libyan Ambassador to Chad. Has 
left Chad for Sabha. Involved 
directly in recruiting and 
coordinating mercenaries for the 
regime. 


 


2 Colonel AMID HUSAIN 
AL KUNI  


Governor of Ghat (South Libya). 
Directly involved in recruiting 
mercenaries. 


 


Annex II: Asset Freeze 
1 Dorda, Abu Zayd Umar Position: Director, External 


Security Organisation  
  


2 Jabir, Major General Abu 
Bakr Yunis 


Position: Defence Minister  Title: Major General DOB: --/--
/1952. POB: Jalo, Libya 


3 Matuq, Matuq Mohammed Position: Secretary for Utilities  DOB: --/--/1956. POB: Khoms  
4 Qadhafi, Mohammed 


Muammar 
Son of Muammar Qadhafi. 
Closeness of association with 
regime 


DOB: --/--/1970. POB: Tripoli, Libya  


5 Qadhafi, Saadi Commander Special Forces. Son 
of Muammar Qadhafi. Closeness 
of association with regime. 
Command of military units 
involved in repression of 
demonstrations 


DOB: 25/05/1973. POB: Tripoli, Libya  


6 Qadhafi, Saif al-Arab Son of Muammar Qadhafi. 
Closeness of association with 
regime 


DOB: --/--/1982. POB: Tripoli, Libya  


7 Al-Senussi, Colonel 
Abdullah 


Position: Director Military 
Intelligence  


Title: Colonel DOB: --/--/1949. POB: 
Sudan  


Entities 
1 Central Bank of Libya Under control of Muammar 


Qadhafi and his family, and 
potential source of funding for his 
regime. 


  


2 Libyan Investment 
Authority 


Under control of Muammar 
Qadhafi and his family, and 
potential source of funding for his 
regime. 


a.k.a: Libyan Arab Foreign Investment 
Company (LAFICO) Address: 1 Fateh 
Tower Office, No 99 22nd Floor, Borgaida 
Street, Tripoli, Libya, 1103 


3 Libyan Foreign Bank Under control of Muammar 
Qadhafi and his family and a 
potential source of funding for his 
regime. 


  


4 Libyan Africa Investment 
Portfolio 


Under control of Muammar 
Qadhafi and his family, and 
potential source of funding for his 
regime. 


Address: Jamahiriya Street, LAP Building, 
PO Box 91330, Tripoli, Libya  


5 Libyan National Oil 
Corporation  


Under control of Muammar 
Qadhafi and his family, and 
potential source of funding for his 
regime. 


Address: Bashir Saadwi Street, Tripoli, 
Tarabulus, Libya 


 





		Security Council Approves ‘No-Fly Zone’ over Libya, Authorizing ‘All Necessary

		Measures’ to Protect Civilians, by Vote of 10 in Favour with 5 Abstentions
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FOREWORD


 The word “strategy” pervades American conversation and our 
news media. We tend to use strategy as a general term for a plan, a 
concept, a course of action, or a “vision” of the direction in which to 
proceed at the personal, organizational, and governmental—local, 
state, or federal—levels. Such casual use of the term to describe 
nothing more than “what we would like to do next” is inappropriate 
and belies the complexity of true strategy and strategic thinking. It 
reduces strategy to just a good idea without the necessary underlying 
thought or development. It also leads to confusion between strategy 
and planning, confining strategic possibilities to near-time planning 
assumptions and details, while limiting the flexibility of strategic 
thought and setting inappropriately specific expectations of 
outcomes. 
 This “little book”—actually a monograph—talks about big 
strategy, strategy at the highest levels of the nation-state. It is 
applicable to grand strategy, national security strategy, national 
military strategy, and regional or theater strategy. The monograph 
does not propose a strategy for the United States; rather, it provides 
a framework for considering strategy at any of the levels mentioned 
above. It is an examination of theory, exploring those aspects of 
strategy that appear to have universal application. The theory also 
may have application to the strategy of nonstate actors, institutions, 
and businesses, but the explicit purpose and perspective offered 
herein focus on the nation-state. 
 This Letort Paper is written to expose emerging senior leaders 
and strategists at the U.S. Army War College to the vocabulary, 
ideas, and concepts that will enable them to construct a framework 
for developing their own strategic perspective of the trends, issues, 
opportunities, and threats confronting the United States in the 21st 
century.


DOUGLAS C. LOVELACE, JR.
Director
Strategic Studies Institute 











vii


PREFACE


 This monograph has been constructed by borrowing freely 
from the ideas and concepts of others, some of whom have global 
recognition and others who toiled namelessly as faculty members 
and students at various senior service colleges. I apologize to all 
for those instances wherein I may have misrepresented their ideas 
or paraphrased too closely without proper recognition in my quest 
for a synthesis of thought that might qualify as pure theory. I also 
apologize to readers for the frequent redundancy and complexity of 
my work—but strategy is a complex thing that is better understood 
when examined from different perspectives. In the same light, I 
have used examples very sparingly and reluctantly, only as a means 
to indicate the path of my thinking. To do more would beg for 
the illustration to be challenged instead of the thought, or suggest 
the direct application of the “lessons” of the example to similar 
circumstances. A theory of strategy is neither a simple checklist 
nor a cookbook solution. It is a way to understand how you might 
develop a perspective and approach for defining and selecting 
alternative choices in an increasingly complex and rapidly changing 
world—focusing on “how to think” as opposed to “what to think”—
and articulating your choices in ways that can be understood and 
implemented. Strategy is neither simple nor easy, but the good 
strategist seeks to express the logic of strategy in the simplest, clearest 
terms.











ix


SUMMARY


 Strategy for the nation-state is neither simple nor easy. Good 
strategy demands much of the military professional whether he is 
formulating, articulating, evaluating, or executing strategy. Few do it 
well. It requires the professional to step out of the planning mindset 
and adopt one more suited for the strategic environment. This is 
particularly true in periods of great change and turmoil when a 
successful military strategy must be closely integrated with and may 
depend on other national strategies of the interagency community. A 
theory of strategy helps in this transition by educating the professional 
and disciplining his thinking in any of his roles. This monograph 
advances a theory of strategy that provides essential terminology 
and definitions, explanations of the underlying assumptions and 
premises, and substantive hypotheses that explain the nature of the 
strategic environment and the role and expectations of strategy. The 
environment is explained in theoretical and practical terms, and the 
implications for strategic thinking are developed with a distinction 
being made between strategy and planning mindsets. The typical 
problems practitioners have in formulating and articulating strategy 
are discussed. Strategy formulation is recognized as both an art and 
science, and the U.S. Army War College strategy model of ends, 
ways, and means is expounded on and advocated as a methodology 
for articulating strategies.











1


I. INTRODUCTION


Like politics, strategy is the art of the possible; but few can discern what 
is possible.1


William Murray and Mark Grimsley


 In simplistic terms, strategy at all levels is the calculation of 
objectives, concepts, and resources within acceptable bounds of risk to 
create more favorable outcomes than might otherwise exist by chance 
or at the hands of others. Strategy is defined in Joint Publication 1-
02 as “the art and science of developing and employing instruments 
of national power in a synchronized and integrated fashion to 
achieve theater, national, and/or multinational objectives.”2 Both of 
these definitions are useful, but neither fully conveys the role and 
complexity of strategic thought at the highest levels of the state. At 
these levels, strategy is the art and science of developing and using 
the political, economic, social-psychological, and military powers of 
the state in accordance with policy guidance to create effects that 
protect or advance national interests relative to other states, actors, or 
circumstances. Strategy seeks a synergy and symmetry of objectives, 
concepts, and resources to increase the probability of policy success 
and the favorable consequences that follow from that success. It is 
a process that seeks to apply a degree of rationality and linearity to 
circumstances that may or may not be either. Strategy accomplishes 
this by expressing its logic in rational, linear terms—ends, ways, and 
means. 
 Strategy is far from simple, and understanding a theory of strategy 
allows us to grasp and work with its complexity by understanding 
its logic. A theory of strategy provides essential terminology and 
definitions, explanations of the underlying assumptions and premises, 
substantive propositions translated into testable hypotheses, and 
methods that can be used to test the hypotheses and modify the 
theory as appropriate.3


 Why study a theory of strategy? Theory’s value lies not in a 
prescription for success but in how it helps us expand and discipline 
our thinking. As Clausewitz reminds us, theory should be for study, 
not doctrine. 
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Theory then becomes a guide to anyone who wants to learn about war 
from books; it will light his way, ease his progress, training his judgment, 
and help him to avoid pitfalls. . . . Theory exists so that one need not start 
afresh each time sorting out the material and plowing through it, but will 
find it ready to hand and in good order. It is meant to educate the mind 
of the future commander. . . .4


A theory of strategy educates the strategist’s mind. It helps discipline 
our thinking in order to deal with the complexity and volatility 
of the strategic environment and the changes and continuities, 
issues, opportunities, and threats inherent to it. It encourages us to 
rethink our own assumptions and prejudices, but it also encourages 
us to consider the possible assumptions and prejudices of our 
adversaries and other actors. Strategic theory opens the mind to 
all the possibilities and forces at play, prompting us to consider 
the costs and risks of our decisions and weigh the consequences of 
those of our adversaries, allies, and others. On another level, theory 
allows the members of the military profession and the interagency 
community to communicate intelligently in regard to strategy. It 
serves as a common frame of reference for the development and 
evaluation of an appropriate strategy and the communication of it to 
those who must implement it. A disciplined theory of strategy also 
allows the professional to evaluate the merits of a particular strategy 
and critique it in meaningful terms for those who determine policy 
and make decisions.
 Strategic thinking is difficult. It is best viewed as both an art 
and a science. The framework of theory provides a methodological 
basis for a disciplined thought process to assist the strategist 
in developing strategy, and it also serves as a guide for others to 
follow in comprehending, evaluating, and critiquing the merits of a 
particular strategy. While theory is an important aid for educating the 
mind, it is not a substitute for “genius” as described by Clausewitz. 
History’s great strategists possessed “a very highly developed mental 
aptitude” for both the art and science. They had the ability to perceive 
the realities and relationships of their environment, and apply them 
successfully in developing strategy.5 True genius is rare, and some 
say that it is no longer applicable in the modern, complex world. It 
is, they argue, too difficult for a single person—even a genius—to 
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comprehend all the nuances of the modern world, and they propose 
that strategy is better served by an organizational process. In spite 
of these views, however, strategies often are linked to individual 
personalities in the public eye, and some individuals appear to have 
a particular talent for this art and science.6


 It is useful to consider the roles of strategists today. At the U.S. 
Army War College, three roles for strategists are considered: leader, 
practitioner, and theorist. Each of these roles requires a distinct 
set of skills and competencies. The leader provides the vision, 
inspiration, organizational skills, direction, and personal impetus 
necessary to enable others to act in a focused and coherent manner. 
The practitioner thoroughly comprehends the levels of strategy and 
their relationships and develops strategy. He translates broad policy 
guidance into integrated strategies that lead to policy success. The 
theorist develops theoretical concepts through study and thought and 
teaches and mentors others. A master of the strategic art is proficient 
in all three of these areas and may approach Clausewitz’s genius.7 
Strategists function at different levels or in different roles within 
the state’s organizational hierarchy, but they all need to understand 
comprehensive strategies and communicate them effectively among 
themselves and to the leadership, the planners, and the people who 
make up the organizations that ultimately implement strategy.
 Strategy, then, provides direction for the state, seeking to 
maximize positive outcomes and minimize negative outcomes, as the 
state moves through a complex and rapidly changing environment 
into the future. Strategists thoroughly examine the environment and 
develop a strategy that identifies objectives, concepts, and resources 
required to accomplish the goals established by policy. Theory 
disciplines strategic thinking by explaining strategy’s inherent logic; 
it serves to remind all involved with strategy neither to promise 
too much nor fail to consider any of the attributes of strategy. A 
coherent theory also helps leaders, planners, and others to evaluate 
and execute strategy.
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II. A THEORY STATED: STRATEGY’S LOGIC


There is an essential unity to all strategic experience in all periods of 
history because nothing vital to the nature and function of war and 
strategy changes.8      


Colin S. Gray


 Strategy provides a coherent blueprint to bridge the gap between 
the realities of today and a desired future. It is the disciplined 
calculation of overarching objectives, concepts, and resources within 
acceptable bounds of risk to create more favorable future outcomes 
than might otherwise exist if left to chance or the hands of others. 
It is the consideration of the relation of how to apply resources to 
achieve desired results in a specific strategic environment over time. 
In the context of the state, strategy is the employment of specific 
instruments of power (political/diplomatic, economic, military, 
and informational) to achieve the political objectives of the state in 
cooperation or in competition with other actors pursuing their own—
possibly conflicting—objectives.9 In other words, it is the application 
of the power inherent in the natural and societal resources of the 
state toward policy ends in an emerging, dynamic, and competitive 
strategic environment. Both strategy and planning are subordinate 
to the nature of the environment. Strategy has distinct attributes and 
differs from planning in its scope, assumptions, and premises, but it 
provides the structure and parameters for more detailed long-range 
and short-term planning. Both strategy and planning use ends, ways, 
and means, and are bounded by the criteria of suitability, feasibility, 
and acceptability. Strategy has its own inherent logic that can be 
understood and applied.
 An underlying assumption of strategy from a national perspective 
is that all nation-states and nonstate actors have interests they will 
pursue to the best of their abilities. Interests are desired end states 
categorized in terms such as survival, economic well-being, favorable 
world order, and enduring national or group values. Interests are 
derived from these broad categories as reflected in the strategic 
environment and can be stated more specifically in the context of 
issues. The elements of power are the resources used to promote or 







6


advance national or group interests. Resources are applied through 
the use of instruments of power.
 The role of strategy is to ensure that the pursuit, protection, 
or advancement of these interests—which are achieved through 
the application of the instruments of power to specific objectives 
to create strategic effects in favor of the interest based on policy 
guidance—is accomplished in a coherent and optimal manner. 
Strategy is fundamentally about choices; it reflects a preference for 
a future state or condition and determines how best to get there. In 
doing so, strategy confronts adversaries, allies, and other actors; 
and it addresses resource and organizational issues; even then some 
factors simply will remain beyond control or maybe unforeseen.10 
Rational choice, chance and probability, irrational actors, allies, 
and competitors are all part of the strategic paradigm.11 Strategy 
is inherently comprehensive; its foremost purpose is to favorably 
influence the complex and volatile strategic environment by 
providing direction for the judicious application of power toward 
achievement of policy-driven objectives.12 
 The strategic process is all about how (concept or way) leadership 
will use the power (resources or means) available to the state to 
exercise control over sets of circumstances and geographic locations 
to achieve objectives (ends) in accordance with state policy.13 Strategy 
provides direction for the coercive or persuasive use of this power 
to achieve specified objectives. This direction is by nature proactive, 
but it is not predictive. Strategy assumes that while the future cannot 
be predicted, the strategic environment can be studied, assessed, 
and, to varying degrees, anticipated and manipulated. Only with 
proper analysis can trends, issues, opportunities, and threats be 
identified, influenced, and shaped through what the state chooses 
to do or not do. Thus good strategy seeks to influence and shape 
the future environment as opposed to merely reacting to it. Strategy 
is not crisis management. It is to a large degree its antithesis. Crisis 
management occurs when there is no strategy or the strategy fails to 
properly anticipate. Thus, the first premise of a theory of strategy is 
that strategy is proactive and anticipatory, but not predictive.
 A second premise is that political purpose dominates all strategy; 
this idea has been perhaps best set forth in Clausewitz’ famous 
dictum, “War is merely the continuation of policy by other means.”14 
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Political purpose is stated in policy. Policy is the expression of the 
desired end state sought by the government. In its finest form, 
policy is the clear articulation of guidance for the employment of 
the instruments of power towards the attainment of one or more 
objectives or end states. In practice, it tends to be much vaguer. 
Nonetheless, policy dominates strategy by its articulation of the end 
state and its guidance regarding resources, limitations on actions, or 
similar considerations. The analysis of the end state and guidance 
yields strategic objectives. Objectives provide purpose, focus, and 
justification for the actions embodied in a strategy.15 Achievement of 
the objectives creates strategic effects contributing to the desired end 
state. National strategy is concerned with a hierarchy of objectives 
determined by the political purpose. Yet, as Clausewitz notes, that 
does not mean that policy is a tyrant. The development of strategy 
informs policy; policy must adapt itself to the realities of the strategic 
environment and the limits of power. Thus, policy ensures that 
strategy pursues appropriate aims, while strategy informs policy of 
the art of the possible.16


 A third premise is that strategy is subordinate to the nature of 
the strategic environment. Strategy is developed from a thorough 
consideration of the strategic situation and knowledge of the nature 
of the strategic environment. The strategic environment possesses 
both physical and metaphysical attributes. It has both domestic and 
external components. The international environment is the external 
component, consisting of the physical geographic environment, the 
international system, and other external actors—and their cultures, 
beliefs, and actions. The domestic environment consists of internal 
physical realities and the internal actors, constituencies, institutions, 
and organizational roles at play within the United States. Indeed, 
within the United States, there are groups that have worldviews 
significantly different from those of the national leadership, which 
makes the domestic element of strategy formulation even more 
complex. Nascent contradictions always exist to challenge the status 
quo and initiate a search for a new equilibrium. Stability within the 
environment resists change; instability within the environment urges 
adoption of a new strategy. The nature of the strategic environment 
can be described as an interactive, chaotic, complex system of 
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systems. Strategy must be consistent with the nature of the strategic 
environment in its formulation and execution.
 A fourth premise is that strategy is holistic in outlook. It demands 
comprehensive consideration. That is to say, while the strategist 
may be devising a strategy from a particular perspective, he must 
consider the whole of the strategic environment in his analysis in 
order to arrive at a proper strategy to serve his intended purpose 
at his level. He is concerned with external and internal factors at 
all levels and the horizontal and vertical integration of his strategy. 
In formulating a strategy, the strategist must also be cognizant 
that each aspect, objective, concept, and resource has effects on 
the environment around him. Thus, the strategist must have a 
comprehensive knowledge of what else is happening within the 
strategic environment and the potential first-, second-, third-, 
etc., order effects of his own choices on the efforts of those above, 
below, and on the same level with him, whether they be friendly, 
adversary, or indifferent actors. The strategist’s efforts must be 
integrated fully with the strategies or efforts of senior, coordinate, 
and subordinate elements. Strategists must think holistically—that is, 
comprehensively. They must be cognizant of both the “big picture,” 
their own organization’s capabilities and resources, and the impact 
of their actions on the whole of the environment. Good strategy is 
never developed piecemeal or in isolation.
 A fifth premise is that any strategy creates a security dilemma 
for the strategist and other actors.17 Any strategy, once known or 
implemented, introduces change into the strategic environment, 
even when it seeks to maintain the status quo. Change can occur 
on multiordered levels and may be nonlinear. Change threatens 
the existing equilibrium or status quo in the strategic environment, 
raising the question of whether the results of doing nothing are 
better or worse than the consequences of doing something. Strategy 
can anticipate the future though the pursuit of proper objectives, but 
strategy cannot predict the future with absolute certainty, neither 
the achievement of its objectives nor the precise consequences of 
achievement or failure. The strategist must determine whether the 
attainment of the specified end justifies the risks of initiating action, 
and the strategist must also consider how other actors may react. 
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Strategy thus poses a dilemma for the strategist and other states and 
actors. 
 A sixth premise is that strategy is grounded in what is to be 
accomplished and why it is to be accomplished—strategy cannot be 
formulated in a policy or intellectual vacuum.  The strategist must 
know the end state he is trying to achieve.  Strategy rightfully focuses 
on a desired or preferred end state among an array of possible end 
states in a dynamic environment. Strategy provides direction for the 
persuasive or coercive use of the instruments of power to achieve 
specified objectives to create strategic effects leading to the desired end 
state.  It is essential that the strategist analyze and fully understand the 
desired end state in the context of the strategic environment (both 
domestic and external) in order to develop appropriate objectives in 
regard to the desired end state.  Hence, before proper objectives can be 
determined, the strategist must comprehend the nature of the strategic 
environment, the intent of the policy, and the nation’s aggregate 
interests as determinative of necessary and appropriate strategic 
effects. 
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 A seventh premise is that strategy is an inherently human 
enterprise. Not solely a consideration of objective factors, “strategy 
involves human passions, values, and beliefs, few of which are 
quantifiable.”18 The role of belief systems, worldviews, and cultural 
perceptions of all the players is important in the formulation of 
strategy. Strategists must be careful to eliminate counterproductive 
bias while ensuring the strategy meets criteria of acceptability at 
home and abroad—compensating for differences as appropriate.
 An eighth premise is that friction is an inherent part of strategy. 
Friction is the difference between the ideal strategy and the applied 
strategy—how it is suppose to work versus how it actually unfolds 
in execution. Friction is a natural consequence of the chaotic and 
complex nature of the strategic environment, chance, and human 
frailty.19 Friction cannot be eliminated, but it can be understood and 
accounted for by the strategist to a greater or lesser extent in the 
formulation of the strategy.
 A ninth premise is that strategy focuses on root causes and 
purposes. Such primary foci make strategy inherently adaptable 
and flexible by emphasizing strategic purpose and empowering 
subordinate levels. Strategy incorporates learning from experience 
and is sufficiently broad in its construction to adapt to unfolding 
events and an adversary’s countermoves.20 Strategy addresses 
linear and nonlinear phenomena. Unlike planning, which is largely 
cause and effect, strategy is a process interacting with the strategic 
environment: “strategy is a process, a constant adaptation to shifting 
conditions and circumstances in a world where chance, uncertainty, 
and ambiguity dominate.”21 Process is facilitated by constructing 
strategy with flexibility and adaptability in its component parts. 
Strategy’s focus on root causes and purposes ensures that the 
direction provided to subordinate levels is sufficiently broad to 
allow adaptability and flexibility while not deviating from strategic 
purpose.
 A 10th premise is that strategy is hierarchical. The political 
leadership ensures and maintains its control and influence over 
the instruments of power through the hierarchical nature of state 
strategy. Strategy cascades from the national level down to the lower 
levels. Generally strategy originates at the top as a consequence of 
a grand strategy (often undocumented), national security strategy 
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or other stated national-level strategies and policy statements in 
regard to specific issues. Grand and national security strategies lay 
out broad objectives and direction for the use of all the instruments 
of power. National policy provides broad strategic guidance from 
political leaders, generally articulating the national interests as they 
relate to specific strategic circumstances. From these strategies and 
policies the major activities and departments develop subordinate 
strategies. For the military, a National Defense Strategy and National 
Military Strategy are derived from the National Security Strategy. In 
turn, the National Military Strategy leads to theater strategies.
 The U.S. Army War College (in consonance with Joint Pub 1-02) 
defines the levels of strategy as they pertain to the military element 
of power within the state as:


Grand Strategy. An overarching strategy summarizing the 
national vision for developing, applying, and coordinating all 
the instruments of national power in order to accomplish the 
grand strategic objectives, viz., preserve national security; bolster 
national economic prosperity; and promote national values. 
Grand Strategy may be stated or implied.22


National Security Strategy (also sometimes referred to as Grand 
Strategy and National Strategy). The art and science of developing, 
applying, and coordinating the instruments of national power 
(diplomatic, economic, military, and informational) to achieve 
objectives that contribute to national security.23


National Military Strategy. The art and science of distributing and 
applying military power to attain national objectives in peace and 
war.24


Theater Strategy. The art and science of developing integrated 
strategic concepts and courses of action directed toward securing 
the objectives of national and alliance or coalition security policy 
and strategy by the use of force, threatened use of force, or 
operations not involving the use of force within a theater.25


 Other levels of strategy, such as The National Defense Strategy of The 
United States of America, may be inserted in the hierarchy by leadership 
at various times.26 The hierarchical nature of strategy facilitates span 
of control. It provides a logical means of delegating responsibility, 
authority, and accountability within the senior leadership. It also 







suggests that if strategy consists of objectives, concepts, and 
resources, each should be appropriate to the level of strategy and 
consistent with one another. Thus strategy at the national military 
level should articulate military objectives at the national level and 
express the concepts and resources in terms appropriate to the 
national level for the specified objective. 
 At some level, thinking and action fall below the strategic 
threshold. Under the National Military Strategy, the Combatant 
Commanders develop Theater Strategy and subsequent campaign 
plans. At this juncture, the line between strategy and planning blurs 
with campaign planning that may be either at the theater strategic 
level or in the realm of pure operational art. Graphically, the 
relationship between strategy and the levels of war is shown in 
Figure 2. 
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duration that can be as small as a firefight between two small units 
or as large as a battle between corps. Operational art is the domain of 
the campaign, a series of battles taking place over a longer period of 
time. Strategy is the domain of war which encompasses the spectrum 
of conflict among nations and other international actors. Tactics 
concerns itself with the parts or pieces, operational art with the 
combination of the pieces, and strategy with the combinations of these 
combinations. Geographically, tactics are very narrowly defined, 
the operational level is broader and more regional in orientation, 
and strategy is theater-wide, intercontinental, or global. The time 
horizon is greater at the strategic level than at the operational and 
tactical levels. However, it is worth noting that with the advances 
in transportation and communications, there has been a spatial 
and temporal convergence of strategy, operational art, and tactics. 
Increasingly, in part due to increasing communications capabilities, 
events at the tactical level have strategic consequences.27


 An 11th premise of strategic theory is that strategy has a symbiotic 
relationship with time. A key component of strategic competency is 
thinking in time—the ability to foresee continuity of strategic choices 
with the past and the consequences of their intended and unintended 
effects in the future. A strategic choice must have continuity with 
the past as it bridges to the future. Strategy must account for the 
past in its formulation, acknowledging preceding interaction and 
history within the strategic environment. A strategic action that has 
characteristics contrary to the past experience or culture of the society 
it affects is less likely to be successful. The strategist extrapolates 
the possible futures from the present strategic circumstances with a 
clear sense of the long past from which these possible futures flow; 
he then constructs a paradigm of change from which planning seeks 
to shape a more favorable future. Deciding when to undertake a 
strategy is also critical. If the historical timing is correct, then small 
actions can have large strategic effects. If the timing is wrong, results 
invariably take larger efforts and cost more in terms of tangible and 
intangible resources. The strategist is concerned with continuities 
and change, with both history and the future. History suggests 
the right questions to ask and provides perspective for the future 
consequences of the available choices.28 Futurism identifies the 
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possibilities and probabilities of change. Strategic analysis suggests 
the timing.
 A 12th premise is that strategy is cumulative. Effects in the 
strategic environment are cumulative; once enacted, they become 
a part of the play of continuity and change. Strategy is cumulative 
from several different perspectives. It is cumulative from the 
perspective that once implemented, a strategy becomes part of the 
continuities of the strategic environment. Regardless of whether it 
is successful or not, it becomes a part of the fabric of change and 
interaction in the strategic environment, and its consequences must 
be considered in any future strategy. Strategy is cumulative from a 
stratified perspective also. The effect of a policy is the summation of 
the strategy and subordinate planning at all levels and the interaction 
related to them; the cumulative effect often exceeds the sum of the 
parts. It is also possible that the value of one level of strategic efforts 
might be negated by the effects of another level. Strategies at different 
levels interact, with the cumulative effects influencing the success of 
higher and lower strategy and planning over time. 
 A 13th premise is that efficiency is subordinate to effectiveness 
in strategy. This is not to say that efficiency is not desired. Good 
strategy is both effective and efficient, but the purpose of strategy 
is to create strategic effect. Strategic objectives, if accomplished, 
create or contribute to the creation of strategic effects that favor 
the achievement of the desired end state at the level of strategy 
being analyzed and, ultimately, serve national interests. Strategy 
must emphasize effectiveness because failure, however efficiently 
executed, creates much greater risk of undesirable and unanticipated 
multiordered consequences. Concepts and resources serve objectives 
without undue risk of failure or unintended effects—efficiency is 
necessarily subordinate to effectiveness in strategy.29


 A 14th premise is that strategy provides a proper relationship or 
balance among the objectives sought, the methods used to pursue 
the objectives, and the resources available for the effects sought at 
its level in the hierarchy. In formulating a strategy, the ends, ways, 
and means are part of an integral whole and work synergistically 
to achieve strategic effect at that level of the strategy, as well as 
contribute to cumulative effects at higher levels. Ends, ways, and 
means must be in concert qualitatively and quantitatively, internally 
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and externally. Thus qualitatively, a National Security Strategy 
(NSS) objective seeks to achieve the desired effect using any of the 
necessary and appropriate instruments of power available to the 
state—the qualitative questions ask whether achieving the objective 
will produce the strategic effects and whether the effects will justify 
the objective chosen, the methods used, the resources required, and 
the social and political costs incurred. A National Military Strategy 
will identify at the national level appropriate military ends using 
national military concepts and resources. The National Military 
Strategy is bounded by the NSS and is subject to the qualitative 
questions, but the state cannot logically ask the military to do 
what it is incapable of accomplishing because of lack of ability or 
resources—which are qualitative relationships. In a similar manner, 
a theater or combatant commander would have appropriate theater-
level objectives for which he would develop theater concepts and 
use resources allocated to his theater. In some cases, concepts might 
include the integration of other than military instruments of power, if 
they can be integrated and capabilities and resources are available. 
 The levels of strategy, as well as war, are distinct but interrelated 
because of the hierarchical and comprehensive nature of strategy 
and war. Hence, operational or tactical concepts achieve operational 
or tactical objectives and cannot be elevated to a strategic level even 
though operational or tactical objectives contribute to the cumulative 
nature of strategy, and actions at these levels on occasion create 
strategic consequences. In a similar manner, strategic objectives 
and concepts have a proper relationship within a strategy, but 
must also relate properly within the hierarchy. The quantitative 
relationship suggests that the concept employs and is resourced 
with the appropriate types and quantity of resources. From the 
synergistic balance of ends, ways, and means, the strategy achieves 
suitability and acceptability—the attainment of the objectives using 
the instruments of power in the manner envisioned accomplishes the 
strategic effects desired at acceptable costs. The synergistic balance 
also achieves feasibility—the strategic concept is executable with the 
resources made available. 
 The 15th and final premise of strategy is that risk is inherent in all 
activity. The best we can do is seriously consider the risks involved, 
producing a favorable balance against failure. Strategy is subject to 
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the nature of the strategic environment, and uncertainty is inherent in 
that environment as a result of chance, nonlinearity, and interaction 
with other states and actors. Risk can be assessed and often mitigated 
by questioning the thinking behind the strategy. For example, what 
assumptions were made in developing the strategy, and what are the 
consequences if an assumption is wrong? What internal or external 
factors are the bases for this strategy? What changes would enhance 
or detract from this strategy? What flexibility or adaptability is 
inherent in the components of the strategy? How can the strategy be 
modified and at what costs? Nonetheless, no matter how probing the 
questions, risk of failure will always remain. Failure can be either the 
failure to achieve one’s own objectives, thus providing a significant 
advantage to one’s adversaries, or creating unintended adverse 
effects.
 In sum, strategy has an inherent logic that can be understood and 
applied. It is distinct from planning and serves a unique purpose. 
It differs from planning in its attributes, scope, assumptions, and 
premises, but provides the overall structure and parameters for 
more detailed long-range and short-term planning. Both strategy 
and planning use ends, ways, and means, and are bounded by the 
criteria of suitability, feasibility, and acceptability. Good strategy 
is founded in a proper understanding and analysis of the strategic 
environment and national interests and policy, and an understanding 
of the theory and role of strategy. The strategist accepts that the 
future cannot be predicted, but believes that it can be anticipated 
and shaped in favorable terms through creation of judicious strategic 
effects. Strategic theory guides and disciplines the development and 
execution of good strategy.
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III. THE STRATEGIC ENVIRONMENT


Everything in strategy is very simple, but that does not mean that 
everything is very easy.30


Clausewitz


Strategy seeks to cause specific effects in the environment—to 
advance favorable outcomes and preclude unfavorable ones. For the 
state, the strategic environment is the realm in which the leadership 
interacts with other states or actors to advance the well-being of the 
state. This environment consists of the internal and external context, 
conditions, relationships, trends, issues, threats, opportunities, 
interactions, and effects that influence the success of the state in 
relation to the physical world, other states and actors, chance, and 
the possible futures. The strategic environment functions as a self-
organizing complex system. It seeks to maintain its current relative 
equilibrium, or to find a new acceptable balance. In this environment, 
some things are known (predictable), some are probable, some are 
plausible, some are possible, and some remain simply unknown. It 
is a dynamic environment that reacts to input but not necessarily in 
a direct cause-and-effect manner. Strategy may focus on a particular 
interest or policy, but the holistic nature of the environment results 
in both intended and unintended effects.31 The strategist ultimately 
seeks to protect and advance the interests of the state within the 
strategic environment through creation of multiordered effects. 
Conceptually, a model of strategy is simple—ends, ways, and 
means—but the nature of the strategic environment makes it difficult 
to apply. To be successful, the strategist must comprehend the nature 
of the strategic environment and construct strategy that is consistent 
with it, neither denying its nature nor capitulating to other actors or 
to chance.
 The nature of the strategic environment has been described 
numerous times by different authorities. This environment, 
encapsulated by the U.S. Army War College in the acronym VUCA, 
is marked by:


a world order where the threats are both diffuse and uncertain, where 
conflict is inherent yet unpredictable, and where our capability to defend 
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and promote our national interests may be restricted by materiel and 
personnel resource constraints. In short, an environment marked by 
volatility, uncertainty, complexity, and ambiguity (VUCA).32


Characterized by the four earmarks—volatility, uncertainty, 
complexity, and ambiguity (VUCA)—the strategic environment is 
always in a greater or lesser state of dynamic instability or “chaos.” 
The role of the strategist is to exercise influence over the volatility, 
manage the uncertainty, simplify the complexity, and resolve the 
ambiguity, all in terms favorable to the interests of the state and in 
compliance with policy guidance. 
 VUCA thinking argues that the strategic environment is 
volatile. It is subject to rapid and explosive reaction and change, 
often characterized by violence. Uncertainty also characterizes this 
environment, which is inherently problematic and unstable. New 
issues appear, and old problems repeat or reveal themselves in new 
ways so that past solutions are dubious, and the perceived greater 
truth often vacillates with time. Everything is subject to question and 
change. This environment is extremely complex. It is composed of many 
parts that are intricately related in such a manner that understanding 
them collectively or separating them distinctly is extremely difficult 
and often impossible. Sometimes the environment is so complicated 
or entangled that complete understanding and permanent solutions 
are improbable. The strategic environment is also characterized 
by ambiguity. The environment can be interpreted from multiple 
perspectives with various conclusions that may suggest a variety of 
equally attractive solutions, some of which will prove to be good and 
others bad. Certain knowledge is often lacking and intentions may 
be surmised, but never entirely known. VUCA thinking describes 
the appearance of the environment without providing a theoretical 
understanding of it. Since the role of the strategist is ultimately to 
advocate actions that will lead to desirable outcomes while avoiding 
undesirable ones, the strategist must understand the nature of the 
environment in order to exert influence within it.33


 The nature of the strategic environment, as the VUCA acronym 
suggests, is difficult to grasp and is perhaps the most challenging task 
for the strategist. Yet understanding its nature explains strategy’s 
possibilities and limitations, and provides the insight and parameters 
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for articulating strategic objectives, concepts, and resources. Two 
theories—chaos theory and complexity theory—serve as appropriate 
metaphors for understanding the nature of the strategic environment, 
providing an analogous description of its attributes and functioning. 
While founded in abstract mathematical extrapolations, these two 
theories capture the essence of the observed VUCA behavior of the 
strategic environment and have been adapted by some political 
scientists to describe the international strategic environment. Some 
even suggest these theories might be applied directly to the evaluation 
and selection of strategic choices, but that is not the purpose of their 
use in this monograph. 34 Here, chaos theory and complexity theory 
are used to help the strategist think conceptually and pragmatically 
about the functioning of the strategic environment.
 Chaos theory was popularized by Edward Lorenz, a diligent 
meteorologist who, while searching for a way to produce more 
accurate weather predictions, discovered the “butterfly effect.” He 
noticed that miniscule changes in his initial input to mathematical 
calculations for weather predictions could have extraordinary and 
unpredictable effects on the outcomes. He concluded that the future 
behavior of complex and dynamic systems is incredibly sensitive 
to tiny variations in initial conditions.35 Over 150 years earlier, 
Clausewitz understood and described this phenomenon in war and 
wrapped it into his definition of friction: “Everything in war is very 
simple, but the simplest thing is difficult. The difficulties accumulate 
and end by producing a kind of friction that is inconceivable unless 
one has experienced war.”36 Likewise, folklore captured this same 
reality: “For want of a nail, the shoe was lost; for want of a shoe, 
the horse was lost; for want of a horse . . . , the kingdom was lost!” 
Computers allow scientists to do the calculations to study this effect 
in mathematically simple systems, thereby illuminating the “chaotic” 
behavior of the strategic environment and other complex systems.
 Chaos theory is a different way of viewing reality. Prior to the 
development of chaos theory, two world views dominated thinking. 
Systems were defined as deterministic and predictable, or random 
and disordered—thus unpredictable. Deterministic systems are 
predictable because the same inputs will yield the same outputs 
every time the experiment is conducted. In math’s chaos theory, 
chaos is not a state of utter confusion—random, unpredictable, and 







20


uncontrollable—but an observable reality that adheres to certain rules 
even as it appears chaotic in the evident sense. It explains observed 
physical behavior that possesses characteristics in common with 
both order and randomness as opposed to the more traditional either 
orderliness or randomness. Put more scientifically, chaos theory 
describes unstable aperiodic behavior in deterministic nonlinear 
dynamical systems. A dynamical system is one that interacts and 
changes over time. Behavior in chaotic systems is aperiodic, meaning 
that no variable describing the state of the system undergoes a 
regular repetition of values—each changes in some part over time. 
The behavior in a chaotic system continues to manifest the effects 
of any small difference, and consequently a precise prediction of a 
future state in a given system that is aperiodic is impossible. On the 
other hand, chaotic behavior as a mathematical process does possess 
structure or patterns and, as a consequence, can be predicted and 
influenced to some extent, with the most influence occurring in the 
initial conditions.37 
 Chaos theory is important because it helps explain why 
deterministic or linear systems sometimes produce unpredictable 
behavior. Chaos theory also demonstrates that much that appears 
as random, in reality is not—there are indirect cause-and-effect 
relationships at work, sometimes not detectable. The deterministic 
nature of a chaotic system ensures there is some manifestation of 
continuity from one state to the next, while the nonlinearity means 
that the consequences of any changes may appear as spontaneous 
and extreme. In a chaotic system, early changes can have an 
extraordinary effect on the long term, but the results are bounded 
from the extremity of total randomness. Thus chaotic systems are a 
mixture of continuities and change. The strategic environment can 
be viewed as a chaotic system in which human history represents 
aperiodic behavior—broad patterns in the rise and fall of civilizations 
are evident, but no event is ever repeated exactly.38


 Complexity theory also offers insights into the nature of the 
strategic environment, often shared by or augmenting chaos theory. 
The strategic environment is by definition a complex system. A system 
exists when a set of elements are interconnected so that changes in 
some elements or their relations produce changes in other parts of 
the system, and the system taken as a whole exhibits properties and 
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behaviors that are different from those of the sum of the parts. Systems 
are generally dynamic, and social systems are especially so. Systems 
may be very large or very small, and in some complex systems, large 
and small components live cooperatively. Complexity occurs in both 
natural and man-made systems. The level of complexity depends on 
the character of the systems, the environment, and the nature of the 
interactions among them. The different parts of complex systems are 
linked and affect one another in a synergistic manner through both 
positive and negative feedback. In a complex system, the numerous 
independent elements continuously interact and spontaneously 
self-organize and adapt for survival in increasingly more elaborate 
and sophisticated structures over time. Cause and effect are not 
proportional to each other and often cannot be related. Such a system 
is neither completely deterministic nor completely random, but 
rather exhibits both characteristics—adhering to the chaos theory 
model. Complex systems, therefore, are not precisely predictable, 
and the sum of their interactions is greater than the parts. 
 Complex systems appear to evolve naturally to a state of self-
organized criticality, at which time they lie on the border of order 
and disorder, teetering on the “edge of chaos.” At the point where a 
complex, dynamical, chaotic system becomes sufficiently unstable, an 
attractor (such as a minor event similar to Lorenz’s tiny mathematical 
changes) instigates the stress, and the system splits. This is called 
bifurcation—the point at which significant change occurs, and the 
newly resulting systems are distinct from the original while still 
having continuities. The edge of chaos is important; it is the stage 
when the system can carry out the most complex operations and 
the point when both opportunities (positive feedbacks) and threats 
(negative feedbacks) are greatest. If the system cannot maintain its 
balance, it seeks a new equilibrium. At the point of bifurcation, little 
changes produce great outcomes.39


 Chaos and complexity theories offer a perspective that describes 
the strategic environment as it is, as opposed to a direct and simplistic 
cause-and-effect linear model. These theories recognize that the world 
is composed of both linear and nonlinear dynamics. Grasping this 
distinction is critical to the kind of analysis the strategist undertakes! 
Complexity theory does not seek prediction but understanding of 
the various elements of the environment and the actors involved. It 
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offers a complex worldview that accepts contradictions, anomalies, 
and dialectic processes. It alerts the strategist to the existence of 
multicausal situations, unintended consequences, circumstances ripe 
for change, the roles of feedback and self-fulfilling expectations, and 
other abnormalities discounted, or even disparaged, by the rational 
planning model.40


 Chaos and complexity theories serve as useful metaphors for 
the strategic environment because they provide insights to VUCA 
phenomena and the relationship between the strategic environment 
and strategy. The strategic environment is composed of elements 
representing both continuity and change. Relationships and 
interaction are the keys to understanding the nature and dynamism 
of the strategic environment. Characterized by instability and 
aperiodic behavior, it does not repeat itself precisely, although 
situations may closely approximate those of the past. Thus it 
possesses the attributes of both linearity and nonlinearity. The 
strategic environment is deterministic in that change is bounded by 
a variety of factors, including, to some degree, by what has occurred 
before. It will have continuities, but the exact nature and extremity 
of change are not necessarily predictable because of the nonlinear 
attributes. The strategic environment is often particularly sensitive 
to early changes at critical times, and the outcomes are often not 
proportional to the inputs, thus creating unpredictable, and at times 
unintended, outcomes. 
 Major changes at the strategic level often can have very 
simple causes. Any change that occurs creates feedback (effect) 
which eventually must be accounted for within the equilibrium 
of the strategic environment. Chaotic behavior is more evident in 
long-term systems than in short-term systems. This observation 
illuminates why planning’s shorter time horizons support more 
certainty than strategy’s longer view. At the same time, a chaotic 
system actually can evolve in a way that appears to be smooth and 
ordered, suggesting that strategy is practical and can produce results. 
Strategy therefore must account for the chaotic, complex nature of 
the strategic environment and shape it by creating and anticipating 
effects in order to be successful.41 
 Often referred to as a system of systems in order to emphasize 
its complexity, the strategic environment is a composite of complex 
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systems, linked vertically and horizontally. As such, the strategic 
environment exhibits complex, self-organizing behavior—it 
continuously seeks to find an acceptable order or relative balance in 
which it can exist. Its complexity results from individual decisions 
or acts and the interactions resulting from the decisions or changing 
circumstances. Its numerous parts and agents act individually or 
collectively, according to their own circumstances and interests. In 
acting, these parts and agents can globally affect the circumstances 
and interests of all other parts or agents. Some of the interactions are 
predicable, some are chaotic, and some are stochastic (determined 
by chance). What this means is that the strategic environment is 
inherently uncertain, and that unpredictability must be taken as a 
natural part of the system. As a result, traditional ideas of control—
direct cause and effect—are not as applicable. We find instead a 
form of control that is macroscopic, not seeking to impose precise 
domination over details because these are inherently uncontrollable 
at the strategic level. Strategy provides broad, meaningful direction 
and structure suitable to the changing complexity of the strategic 
environment—retaining adaptability and flexibility by directing 
actions to favorably alter the environment rather than trying to 
control it absolutely.42


 As the theories illustrate, all complex systems are inherently 
nonlinear, and outcomes cannot be predicted or understood by the 
simple act of adding up the parts and the relationships. In linear 
systems, changes in output are nearly proportional to input; the sum 
of the inputs equals the output in a more-or-less predictable fashion. 
Most people think from a linear perspective and in a linear fashion, 
and indeed planning operates in large measure on linear assumptions 
even though practical experience often belies this approach. The 
difference is accounted for in planning with reserve forces and 
planned branches and sequels. In a system at the strategic level, 
complexity enters the simplest actions, no matter how deterministic 
they appear. The effect of one action may depend on or conflict 
with the status of another variable, and the net effect may change 
the conditions that affect other or all variables. On a primary level, 
then, to understand outcomes the strategist must examine his own 
choices in light of the goals, resources, and policies of the opposing 
actor and the continuities and variables of the rest of the strategic 
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environment. However, strategic acts are not one-sided, and the 
opposing or other actors may make choices in regard to responding 
to an action or even preempt it, so that the complexity confronting 
the strategist is compounded by what the other actors may choose 
to do. On yet another level, the chaotic nature of complex systems 
means that initial behaviors and outcomes cause changes that 
produce unintended dynamics with cascading effects that can alter, 
limit, enhance, or otherwise affect future choices or require reaction.43 
Thus the nonlinear characteristics of the strategic environment result 
from the interaction among chance and subordinate or integral self-
organizing and adaptive systems—states, other actors, and the 
physical world.
 Nonlinearity suggests a world in which the future has both 
continuities and unpredicted threats and opportunities. It suggests an 
interactive process in which strategic choices produce effects that in 
turn generate reactions that may or may not create major or complex 
changes. Other actors—friendly, adversarial, or indifferent—with 
regard to a strategy’s objectives may choose to act, react, or preempt. 
The smallest “friction,” whether by lack of foresight, slow execution, 
or factors beyond the actor’s control, can amplify itself into a cascade 
of things going wrong to create potential chaos. Further, chance 
events, purely stochastic phenomena, occur and shape the strategic 
environment in favor of or against the strategy. And, of course, 
actors, friction, and chance function interactively to further influence 
the strategic environment and affect the strategy. 
 Thus the world is more a place of instability, discontinuity, 
synergies, and unpredictability than planners prefer. Although a 
meaningful degree of linearity can be achieved, results often vary from 
the original intent, at times costing more than anticipated because 
of the need to manage the chaos within the strategic environment 
over the strategy’s timeline. Thus, in the strategy process, scientific 
analysis must be combined with historical perspective to create 
a comprehensive strategy that provides for dynamic change, 
innovation, responsiveness, flexibility, and adaptability.44 The art 
of strategy allows the strategist to see the nature of the strategic 
environment and a path or multiple paths to his goals; and the 
scientific aspect of strategy provides a methodology to quantify a 
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path and marshal the resources to shape the strategic environment 
in favorable terms.
 As a complex system, the strategic environment is interactive and 
adaptive because the states and actors have the capacity to respond 
individually and collectively (in a myriad of bilateral and multilateral 
relationships) to new challenges to the relationships and structures 
that provided stability in the past. When the balance is lost, the states 
and actors, individually and collectively, seek to self-organize their 
patterns of behavior into new patterns intended either to restore the 
former equilibrium or to obtain changes favorable to their interests. 
As in any complex system, to do this they must accommodate change, 
changing or responding in ways that provide for success in the new 
environment. At the same time, continuities with the past remain and 
are embedded in the emergent order. The adaptive task for the state 
or other actor is to maintain an acceptable balance between internal 
needs and external demands; sufficient actions and resources must 
be dedicated to the demands of the external environment, but at the 
same time the needs and expectations of the domestic environment 
must be appropriately addressed. The actors must adapt more or 
less in concert with the strategic environment, making external 
adjustments of their relationships with each other and the overall 
environment in order to survive. 
 If sufficient coevolution does not occur—whether because of a 
lack of adaptability on the part of leadership, insufficient material 
resources, or whatever other reason—one or more states or actors and 
their internal systems collapse, and new structures and relationships 
emerge in their place. This process of adaptation and change does not 
have to occur continuously or evenly; varying periods of stasis may 
be punctuated by rapid change until a new equilibrium is reached. 
Given this phenomenon, small events can sometimes seemingly 
trigger major changes—the so-called “butterfly effect.” In a similar 
manner, small decisions made or not made early in a period of 
environmental change can have a dramatic impact, possibly leading 
to irreversible consequences that may result in significantly different 
outcomes than would otherwise be the case. The strategist can 
fall victim to this phenomenon—reacting to its consequences—or, 
through judicious study and analysis, seek to use it to advance the 
interests of the state.
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 Again, the strategic environment is a complex system consisting 
of systems within systems. The strategist must recognize that, to 
be successful, a strategy must account for both the external and 
internal components of the strategic environment. For the political 
state, these can be identified as the domestic and international 
environments on a grand scale, but external elements can be further 
divided into adversaries, allies, and other actors. In addition, the 
physical or natural environment is one of the external elements, 
acting as another complex system within the strategic environment. 
Internal environments can be subdivided into the general public, 
interest groups, other parts of the governmental bureaucracy, and 
the subsystems or actors of the strategist’s own organization. The 
strategic environment on all its levels is characterized by VUCA, 
but to say that the strategic environment is VUCA is not to say that 
it defies study, analysis, and evaluation, or that future changes or 
developments cannot be anticipated. It is simply to say that to predict 
or control it with any significant degree of certainty is exceptionally 
complex and difficult. The chaotic and complex nature of the strategic 
environment has implications for the development of strategy at all 
levels.
 Like any complex system, the international environment is 
constantly subject to change, experiencing periods of stability and 
instability. Instability tends to increase as the degree of interaction  
rises, particularly if one or more actors seek to impose change on the 
strategic environment. Periods exhibiting lower degrees of interaction 
are generally more stable. Periods characterized by stability tend to 
favor linear approaches to problems or challenges, while periods 
exhibiting greater instability tend to require nonlinear perspectives 
and problem-solving. As the level or complexity of interaction rises, 
the strategic environment potentially moves into a state of self-
organizing criticality, at which time it lies on the border of order and 
disorder, and then is highly susceptible to a radical new rebalancing. 
The strategic equilibrium is adjusted continuously, but on these 
occasions the strategic environment experiences dramatic change. 
Such major changes really reflect upheavals in the key continuities of 
the strategic environment. Strategists in the first quarter of the 21st 
century must recognize that the emerging strategic environment is 
the product of such an upheaval. In terms of chaos or complexity 
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theory, the strategic environment is in the process of bifurcation. The 
order or relative balance of the bipolar Cold War becomes part of the 
past as a new order is formed. While not all the rules must change, 
many will need to be changed or reinterpreted as states and actors 
seek a new equilibrium.


Figure 3.


 What is the nature of this new strategic environment? A vast 
array of existing literature that attempts to grasp or describe the new 
strategic environment in terms meaningful to different communities—
business, government, academic, military, religion, etc.45 What they 
share in common is an appreciation that the strategic environment 
is in the midst of a major reshaping as a result of changes generally 
attributed to the convergence of a number of events or trends: the 
end of the Cold War, massive changes in economic relationships, 
the rise of globalization, and seminal advances in technology. At 
the heart of these changes is the “establishment of information 
and knowledge—their production, dissemination, storage, and 
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use—as the fundamental social and economic activity, rather than 
the cultivation of agriculture or the production of manufactured 
goods.”46 It is a transformation of social and economic life on a 
global scale. Such a widespread change in multiple subsystems has 
dramatic implications for the strategic environment and the states 
and actors that compose the international system. Morever, it will 
impose further change both at the international and domestic levels 
of most, if not all, actors. 
 This period of great and rapid change presents both threats and 
opportunities. The period has already displayed its characteristics 
in broad terms. It favors service economies over industrial 
manufacturing economies; it is global and local in scope at the same 
time—global in its reach and local in its focus; it allows and encourages 
decentralized production while it democratizes decisionmaking; 
it challenges and replaces authorities who cannot compete; and it 
appears to be ushering in a period of hyper-competition among 
businesses, cultures, and nation-states or other new state-like 
actors.47 In essence, it will be a period of revolutionary change until 
a new equilibrium is achieved, with the strategic environment now 
teetering on the edge of chaos. It is a period of great opportunity 
and risk for the strategist in any system. In retrospect, the latter Cold 
War period appears to have been relatively stable, with established 
rules for the international strategic environment that orchestrated 
the relationships and interaction among the states and actors—in 
short, an equilibrium.
 Strategy is made difficult by the chaotic and complex nature 
of the strategic environment. It represents a daunting challenge 
for the military profession, but it is this very nature that justifies a 
discipline of strategy—otherwise, planning would suffice. If chaos 
and complexity theory apply, the radical alteration of the strategic 
environment that resulted from the end of the Cold War offers 
even greater opportunities and risks (or threats) as the strategic 
environment reorders itself toward a new and as-yet undefined 
equilibrium in the 21st century. The role of the strategist is even 
more critical in this period as policymakers seek help in ensuring 
that the reshaping of the strategic environment occurs in terms 
favorable to the state. The strategist’s role increases in importance 
as the instability and difficulty increase. Yet the fundamental tasks 
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remain the same: understand the nature of the strategic environment 
and its various subsystems and construct a strategy that focuses the 
state on its long-term well-being. How well the strategist is able to 
do this depends on his ability to anticipate the interaction within the 
strategic environment and to develop appropriate strategic actions 
to serve national interests.
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IV. THEORY IN THE REAL WORLD


In theory there is no difference between theory and practice.  In practice 
there is.


Yogi Berra


 If strategy is simply the calculation of objectives, concepts, and 
resources within acceptable bounds of risk to create more favorable 
possibilities than might otherwise exist by chance or at the hands 
of others, why do effective strategies so often appear to elude the 
strategist? The answer, of course, is that successful strategy is much 
more complex than the calculation of objectives, concepts, and 
resources. Strategic theory in the real world confronts the dynamic 
nature of the strategic environment and the mind of the strategist—
how strategists approach strategy-making in the context of their 
strategic environments. It also depends on the caliber of the execution 
of the strategy. Good strategy flows from understanding the nature 
of the environment and creating a symmetry and synergy of objectives, 
concepts, and resources that offer the best probability of achieving the 
policy aims. The strategist is assisted by the logic of strategy and 
the construct of planning, but the strategist is not a planner. Good 
strategy development provides for flexibility and adaptability so 
that planning and execution can be tailored to more immediate 
circumstances and respond to unanticipated opportunities and 
constraints. Good strategy remains, however, valid in its focus and 
direction and achieves its intent even when these opportunities 
and constraints are taken into account. This chapter discusses the 
implications of the environment for strategy development, the 
necessary and distinct mindset required of the strategist, and the 
obstacles encountered as the theory of strategy is applied in the real 
world.


Implications of the Strategic Environment.


 Strategists must comprehend the nature of the environment in  
which the strategy they are developing is to be applied—understand 
the kind of world they live in or that will emerge.48 As advanced 
in Part III with the analogies of chaos and complexity theories, 
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the strategic environment is not totally random, unpredictable, or 
uncontrollable. Rather, the environment exhibits some characteristics 
of both randomness and order. Change may be induced in it by 
design or chance, but, because of its complexity, any change may 
produce results totally out of proportion to the initiating change—
either greater or lesser than anticipated—and thus a degree of 
uncertainty and unpredictability is inherent to its nature. Changes 
come from actors, interactive circumstances, or chance. Actors may 
introduce rational and irrational changes through action or selective 
inaction, or through simple indifference or ignorance. Yet many 
strategists reduce strategy to overly linear and detailed directives 
that do not allow for the flexibility and adaptability to accommodate 
such unpredictability.
 On the other hand, much of the strategic environment is 
deterministic and adheres to certain rules; continuities guide its 
general behavior over time and extend—to varying degrees—into 
periods of major upheaval and new equilibriums. These rules are 
both physical, as is the case with gravity, geography, and weather, 
and incorporeal. Rules of international behavior are an example of 
an incorporeal continuity. When in effect, these rules bound what 
is workable and acceptable within the international environment. 
Continuities may be codified and thus formally acknowledged, or 
may just be accepted practices. In some cases, they exist below the 
awareness level of the actors in the environment. Continuities always 
seek to reassert themselves, but their validity cannot be taken for 
granted. Continuities can be leveraged so that a strategy is assisted by 
the environment’s natural inclinations, thus moving with the flow of 
history. Collective security is arguably a continuity that emerged in 
the 20th century and may be leveraged into the 21st century. On the 
other hand, a particular continuity’s role may not be the same even 
though it still exists. Gravity continued to exist after the invention of 
the airplane, but its effect on warfare changed. Too few strategists 
critically consider the role of continuities in strategy development, 
missing opportunities or making invalid assumptions. For example, 
with the collapse the Soviet Union, many strategists focused on the 
promises of liberal capitalism and globalization and missed the 
implications of the resurgence of the continuities of nationalism and 
religion. Critical examination of continuities and change focuses 
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the strategist on what needs to change, what continuities can be 
leveraged for the necessary changes, and what should not or cannot 
be changed. All are important!
 Understanding the strategic environment as a system of systems 
is a daunting intellectual challenge. Each system within it has external 
and internal components—and all interrelate to varying degrees. The 
multilayered interaction results in complexity and nonlinearity. The 
chaotic nature of this interaction is difficult to fathom, and it is even 
more difficult to manipulate effectively. Nothing is ever quite what 
it seems and all is subject to greater or lesser changes. It is a world 
of unlimited possibilities and seemingly great promise, tempered 
by competing interests and often unclear or less than desirable 
alternatives. Much appears insidious and Machiavellian or subject to 
nature and chance. Policy is often stated in lofty and ideal terms with 
too little regard for political reality and available resources—leaving 
the strategist without practical goals and adequate resources. All are 
interrelated, often confusing and convoluted, and very complex. A 
strategist must be comfortable in the VUCA environment. Too few 
professional military officers are prepared for this actuality.
 The strategist is immersed in the complexity of the system of 
systems represented by the strategic environment. For example, a U.S. 
strategist assigned to NATO sees it from a national perspective as an 
external component even as he works within NATO to shape the rest 
of the international environment. Within NATO, he is an internal 
part of an organizational actor in the international environment. The 
complexity of relationships and interactions grows exponentially. 
The domestic environment is an internal component of the strategic 
environment relative to any national defense strategy. It consists of 
domestic actors, constituencies, institutions, and organizational roles, 
as well as the physical realities of resources and capabilities. The 
strategist is confronted with the domestic interaction of individuals, 
news media, special interest groups, civilian think tanks, branches of 
government, other departments of the executive branch, and offices 
and sub-organizations within DOD itself. Thus, any strategy is 
subject to interaction and reaction with domestic interests and actors, 
the nuances of interests within the strategist’s own organization, and 
the interests and actors of the international arena. Some domestic 
interests may actually be working at odds with the strategist, trying 







34


to frustrate his efforts for political or other reasons. Too few national 
security professionals are willingly capable of accepting and 
working with this complexity and nonlinearity. Strategy remains in 
the too-hard box, and insufficient time and resources are devoted 
to its consideration. As a result, strategic thinking is often reduced 
to simple assumptions that are often ill-founded, but misleadingly 
seem to allow “strategy” to unfold like good planning. Strategists 
must study and analyze the whole environment and then shape it by 
the design and articulation of strategy.
 Strategy is too critical to be ignored or placed at risk by virtue 
of erroneous assumptions or by relegating it to a planning model. 
Strategic environments may be difficult to analyze, but good 
strategy—which must be based on sound strategic-level analysis—
can shape the environment more positively than chance or lack of 
strategic direction. For as surely as uncertainty characterizes the 
future, the future will nonetheless come: “Strategy abhors a vacuum: 
if the strategic function is lacking, strategic effect will be generated 
by the casual accumulation of tactical and operational outcomes.”49 
Carefully crafted strategic initiatives bound future results in 
outcomes more acceptable to policymakers than those offered by 
chance, expediency, or adversaries. As chaos theory suggests, early 
actions can have a disproportionate effect on the overall pattern of 
change in the strategic environment. Strategists, particularly when 
over-focused on immediate demands of decisionmakers, often fail 
to look to the future with sufficient depth of analysis and act too 
late to create positive strategic effects at relatively low costs. Relying 
on expediency and planning methodologies in lieu of proper 
strategic thinking ignores the advantages that accrue from intended 
cumulative effects and increases the costs for and risks to the state’s 
security.
 The strategic environment can be analyzed from different 
perspectives. In this monograph, the reader is asked to consider it from 
the perspective of systems within systems interacting in both linear and 
nonlinear ways. The strategist must understand the systems, but the 
proper focus of strategy is on the dimensions of interaction. Strategy 
has many dimensions, and all are in play to a greater or lesser extent 
at all times. A weakness in considering any one dimension can prove 
fatal to the whole enterprise. Colin Gray suggests that there are 17 
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or more of these dimensions: people, society, culture, politics, ethics, 
economics and logistics, organization, administration, information 
and intelligence, strategic theory and doctrine, technology, 
operations, command, geography, friction/chance/uncertainty, 
adversary, and time. These must be considered holistically—that 
is, individually—but at the same time in context with the others.50 
Some have argued that the transformation of strategy has occurred 
over the last 2,400 years on a more extended and integrated scale. 
They would list the major dimensions as bureaucracy, mass politics, 
ideology, technology and economic power. Here, too, it is recognized 
that the interaction of these affect outcomes exponentially.51 History 
makes clear that particular dimensions play a greater role or are 
more critical at particular times, and that none can be ignored over 
time. Hence, as the Cold War wound down and the new world order 
began to emerge, ideology (communism versus liberal capitalism) 
appeared to wane in importance only to reemerge in the Global War 
On Terror (radical Islam versus secularism). It matters significantly 
what the topic of confrontation or the dimension of competition or 
collaboration is in developing a strategy. An economic issue may 
demand a conceptualization or model of interaction different from 
an ideological one and a different weighting of effort among the 
instruments of power. Just so, any other dimension may be affected, 
and all must be considered in the development of a strategy. As a 
complex system of systems, the strategic environment may evolve 
into new dimensions that must also be considered. Many strategists 
think too little about interaction, the dimensions in which it occurs, 
and the relationships among the dimensions. 
 All strategy is about “the future.” The future is where strategy 
has its effect. In dealing with unknowns and uncertainties, strategy 
forecasts from a knowledge and understanding of the systems of the 
strategic environment—what they are (facts and assumptions) and 
how they interact (observation, reason, and assumptions) within 
the dimensions of strategy. From this understanding, the strategist 
derives the key factors which contribute causally to the achievement 
of policy aims—assisting or precluding success. These factors may be 
tangible or intangible, representing any aspect of the environment. 
The existence of other states and actors, internal and external, is one 
of many factors that must be considered in any strategy development 
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effort. Factors constitute the key facts, continuities, and emerging 
trends—they are at the point of interaction within the system 
and among systems. In strategic analysis these factors are keys to 
developing an effective strategy, because using or influencing them is 
how policy goals are achieved. The strategist seeks to change, leverage, 
or overcome these, in effect modifying the equilibrium within the 
strategic environment to support policy aims. Balancing continuities 
and emerging trends is the most intellectually challenging task in 
developing strategy—seeking to address one aspect of a complex 
system without inducing unfavorable ripple effects elsewhere in the 
system. The strategist’s analysis of how best to do this is reflected 
in his selection of ends, ways, and means—the rational output of 
strategic thought. Too often in strategy development, insufficient 
analysis is applied to the identification and use of key factors, and as 
a consequence key factors are often overlooked, misidentified, or ill 
addressed.
 Strategy is about thinking big and over time. Strategic thinking 
is not about reductionism, although the strategy eventually will be 
simplified and stated clearly as ends, ways, and means. Strategic 
thinking is about thoroughness and holistic thinking. It seeks to 
understand how the parts interact to form the whole by looking 
at parts and relationships among them—the effects they have on 
one another in the past, present, and anticipated future. It shares 
this perspective with chaos and complexity theories. Articulating 
strategic thinking as ends, ways, and means is only one step in a 
sophisticated intellectual process seeking to create a synthesis 
of consensus, efforts, and circumstances to influence the overall 
environment favorably while managing the risks involved in 
pursuing opportunities or reacting to threats.52 While ends, ways, 
and means get at the essence of the strategy and must flow from 
a strategic perspective, thus collectively creating a strategic effect, 
they do not obviate an explanation of”why,” one of the paramount 
purposes of strategy. A strategy must work on different planes 
and speak to different audiences. In this sense, another purpose of 
strategy development is to explain and forecast in order to generate 
a domestic and foreign consensus in favor of the policy pursued. To 
do this, strategy must have a sense of where the state has been and 
where it is headed. Anything less in regard to the past “is to neglect 







37


the direction in which the historical winds have been blowing. And 
the best grand strategies, like the most efficient navigators, keep 
the winds behind them.”53 Anything less in regard to the future is 
to strike blindly into the dark at nothing, even while asking others 
to follow you into the darkness. Balancing continuities of the past 
and emerging possibilities is essential; a strategy must articulate the 
transition from the past state to the future in a manner that resonates 
with multiple audiences.
 As a result of the complexity of the environment, strategy 
inherently creates a “security dilemma” for other states and 
actors that must be considered. Actions taken or not taken by one 
state or actor always have the potential to affect other states and 
actors, particularly their role in the strategic environment and 
their perception of that role. Any action risks changing the status 
quo for friends and adversaries alike, creating an element of 
instability in the equilibrium and introducing an element of risk 
for all. Because of its chaotic nature, the environment is subject to 
unintended multiordered effects and chance.54 Strategy is never to 
be undertaken lightly and must be approached comprehensively. 
At the state level, according to MacGregor Knox, “Violence, chance, 
and politics; danger and friction; escalatory interaction between 
adversaries, remain the terrain of those who make strategy.”55 The 
stakes are always potentially high! Many strategists too often focus 
on one-dimensional first-order effects, foregoing consideration of 
second- and third-order effects, how a strategy will be perceived 
by others, or the role of chance. In failing to properly consider the 
multidimensional and multiordered effects, strategists increase the 
potential risks.
 Effects in the strategic environment are cumulative, but can 
be accommodated or nullified by interactions within the system, 
counterstrategies, or chance. As a complex system of systems, the 
environment seeks an equilibrium that allows its subsystems to 
coexist. As subsystems, states and actors seek to survive or advance 
in the environment according to what they deem acceptable and the 
system will tolerate. Changes can cancel one another in whole or 
part—although states and actors tend to have long memories, and 
important interests persevere. Once a change becomes part of the 
fabric of the environment, it lingers, influencing the nature of future 
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change. It then becomes one level of consideration among many for 
future strategies but often reemerges in a different context. Much of 
this activity may appear below the noise level of the strategist, but 
the role of the strategist is to be aware of what and who influence the 
well-being of the state and how. Too few strategists give consideration 
to the role of continuities—what they are, the roles they play, and 
when they are important to strategy.
 As a chaotic, complex system, the strategic environment is 
also time sensitive—timing and rate of change matter. Somewhat 
paradoxically, periods of stability are the best time to contemplate 
bold shifts in strategy and the most difficult time to get a decision to 
do it. The environment is always rebalancing itself at the margins, 
and states apply the nuances of diplomacy and force in a peaceful 
world very carefully. At such times of relative stability, strategy 
rightfully focuses on what the state wants to achieve and then 
considers how the state will accomplish its goals over the long 
term. Yet few decisionmakers are willing to risk disturbances in 
the equilibrium or expend political capital for future gains without 
a clear threat or clarion opportunity, particularly in a democratic 
state. This makes it difficult to advocate strategies to preclude major 
upheavals in the environment. Thus, the governments of France 
and Great Britain appeased Germany during the 1930s instead of 
confronting it. President Franklin D. Roosevelt was able to move 
the United States only incrementally, and relatively insufficiently, 
toward preparedness for World War II. Yet strategy serves the state 
best when it anticipates and leads change. Preemptive or proactive 
strategies—or well-articulated grand strategies—too often are 
ignored by the strategic community as a result of the preference for 
near-term stability and the avoidance of political risk.
 When the strategic equilibrium is disrupted in a major way, in 
chaos theory termed a potential bifurcation, the more numerous, 
rapid, and complex changes require a much more responsive  
strategy. Again, paradoxically, periods of major instability are the  
best time to advocate bold, broad strategies but provide the least time 
for consideration, thus magnifying the risk. Here decisionmakers 
perceive the risks of not changing to be greater than the risks of 
adopting a bold strategy. Thus, Japan’s attack on Pearl Harbor opened 
the way for Roosevelt to go to war to defeat Japan and the Axis 
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Powers. But the Roosevelt administration, in concert with its allies, 
used success in the war to establish a “new world order” defined 
by the establishment of the United Nations and the institutions for 
international finance. In periods of great instability, strategy-making 
is accelerated but can be enhanced by the strategist’s preparation prior 
to the upheaval. The strategist who fully comprehends the nature 
of the environment and its continuities and manifestations during 
periods of stability can leverage this mastery during such periods. 
This leverage could be particularly useful if the instability cannot be 
preempted favorably through proactive strategies. Such mastery also 
allows the clarification of what constitutes well-being and anticipates 
objectives, while fostering familiarity with potential courses of action 
and resource requirements. In the unstable environment, the strategist 
gives great consideration to the multiordered effects of the rate and 
significance of change, and the fact that predictability decreases as 
change increases in rate and scope. This means that change itself is 
magnified in the process and must be managed carefully. In these 
circumstances, the strategist must compete on the edge, creating a 
relentless flow of competitive advantages that collectively move the 
state forward in the preferred strategic direction. The demands upon 
the strategist and strategy differ from those of a stable environment in 
that they are now confronting less clear boundaries, less predictable 
adversaries and allies, a more VUCA-like future, less time in which 
to develop strategy, or various combinations of these factors. In 
such an environment, the strategist anticipates whenever possible, 
reacts when necessary, and leads when circumstances are right.56 
Strategists must prepare themselves in times of stability for periods 
of instability by mastering knowledge and understanding of the 
many subsystems and their interactions, as well as the whole of the 
strategic environment.
 The strategic environment readily compares to a chaotic, 
complex system. To be successful, the strategist and senior military 
professionals must understand its nature and implications for the 
development of good strategies that advance and protect the interests 
of the state. It requires that the professional maintain a level of interest 
and knowledge in the past, the present, and the future, and immerse 
himself in the continued study of the strategic environment.
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The Strategist’s Mindset.


 Strategic thinking is both an art and science and an essential 
element of military professionalism. True strategic genius is able to 
comprehend the nature of the strategic environment, especially its 
complexity and multiordered interactions, and derive rational ends, 
ways, and means that solicit consensus and create strategic effects 
leading to the desired end state. Not all senior military officers can 
aspire to reach the apex of strategic skill, but all senior leaders should 
be able to evaluate and execute a coherent and relevant strategy. 
In this regard, a proper understanding of the strategist’s mindset 
further helps the professional, genius or not, to assess his role and 
responsibilities in regard to strategy. Leadership can delegate the 
strategy formulation function to strategic genius if it is present and 
can be recognized, but the leader retains responsibility for the quality 
of both the strategy and its execution.
 Strategy is essentially a human enterprise, with all of humanity’s 
genius, frailties, and shortcomings. It is both an individual and 
collective undertaking that bears fruit from its successful anticipation 
of requirements and effects and the successful execution of its 
methodology. The strategist and the implementers of strategy are 
actors pitted against other actors—including other strategists, 
circumstance, and chance in the chaotic and complex strategic 
environment. History is replete with examples of people making 
irrational, as opposed to rational, decisions, and wrong rational 
decisions based on inaccurate information and assumptions. 
Study can help gain insight into human behavior, but simplicity, 
stability, and universality do not apply to human behavior, even 
as assumptions about human behavior help us deal with it.57 As a 
human enterprise, every aspect of strategy is subject to exception, 
and the strategist must be open to this reality. This reality applies 
to all participant allies and their enemies, and even to onlookers, 
whether they be strategist, leader, or executor.
 Ideology and culture are powerful influences on the shaping 
of strategy and strategic success. Both influence the making and 
execution of strategy in multiple ways. Human participants in 
strategy all wear a set of analytical blinders composed of their 
ideological and cultural assumptions and preferences regarding 
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the strategic environment and how to shape it. These blinders are 
a potential weakness for exploitation by our adversaries and other 
actors when we wear them, but opportunities for exploitation by us 
when they are worn by others.58 The strategist’s frame of reference 
affects how he sees the world and how he advocates interacting 
within it. These human preferences influence how strategy is 
constructed and executed. For example, strategists looking at the 
world from the perspective of realism, liberalism, or constructivism 
will have divergent worldviews and will likely arrive at different 
strategic approaches.59 Strategists are both aided and limited by these 
constructs. Such constructs discipline thinking but also potentially 
limit consideration of alternatives.
 Ideology and culture not only shape the expectations and goals 
of those who formulate and approve strategy but the ferocity and 
stamina of those who execute it. In addition, ideology and culture 
influence national popular support and global acceptance of the 
legitimacy of a national strategy.60 Consequently, the strategist 
must consider the cultural and ideological perspectives of strategy 
internally and externally, as well as personally. Internally, there 
are preferences that garner and sustain acceptability and support, 
and externally there are differences based on nationality, ideology, 
religion, and culture that must be considered in the development 
and execution of strategy. One needs to look no further than the 
American experience in Vietnam to illustrate this. Once the war 
was publicly reframed into a nationalist struggle for Vietnamese 
unity, both domestic and foreign support waned. For Americans, 
sustainment of a nonrepresentative South Vietnamese government 
no longer justified the costs in lives on both sides. The strategist must 
know what motivates him and others, and what meets the criteria of 
both internal and external acceptability. Strategy founded on false 
constructs or beliefs, or on inconsistency with acceptability criteria 
at home or abroad, is at greater risk. 
 Strategy must be consistent with national values and acceptable 
to international norms. For the United States, this can be particularly 
problematic. U.S. liberal culture (free markets, equal opportunity, 
free elections, liberal democracy, constitutionalism, rule of law, 
and individualism) fundamentally clashes with that of many other 
societies. Cultural conflicts about faith and identity are reflected 
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at the individual and societal levels. As the universal nation, the 
modern United States has a distinct culture that does not include to 
the same degree the elements of hierarchy, community, tradition, and 
custom so evident in older, more stratified societies. Consequently, 
U.S. strategy is prone to clash with the elites and populations of 
non-Western cultures and to differ on specific issues even with 
traditional Europe.61 Historical experience and outlook differ by 
nationality and culture, with these differences often posing issues 
for strategy formulation and execution. It does not follow, however, 
that the United States must change these elements in other societies; 
they need only to be recognized and accommodated by strategy. 
Legitimacy, morality, and cultural appreciation are keys to long-
term effective strategy because they address the human dimension 
of interaction within the strategic environment. Expediency in regard 
to them may produce short-term gains but risks alienating too many 
other actors. In the end, we must learn to see ourselves, our allies, 
our adversaries, and others as an integral part of strategy.62 We must 
understand that “strategy is as much about psychology as it is facts 
on the ground.”63 Above all, strategy is about seeing the complexity 
and long-term possibilities inherent in the strategic circumstances.


As a minimum they [strategists] must see clearly both themselves and 
potential adversaries, their strengths, weaknesses, preconceptions, and 
limits—through humility, relentless and historically informed critical 
analysis, and restless dissatisfaction even in victory. They must weigh 
imponderables through structured debates that pare away personal, 
organizational, and national illusions and conceits. They must squarely 
address issues that are bureaucratic orphans. They must unerringly 
discern and prepare to strike the enemy jugular—whether by surprise 
attack or attrition, in war or in political and economic struggle. And 
in the end, makers of strategy must cheerfully face the uncertainties of 
decision and the dangers of action.64


 Strategists must swim in complexity to understand the strategic 
environment and be open to all its possibilities, while planners seek 
to simplify and clarify so that they can act directly.65 These distinct 
roles call for two different thought processes, but Westerners, with 
their unitary outlooks, are culturally at a disadvantage in perceiving 
possibilities from the strategic realm, marked by complexity and 
ambiguity. Western thinking is primarily scientific or Newtonian. 
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To get the rationality of western logic, the reality of the world is 
expressed in either or terms—it is assumed to be either black or white. 
The strategic environment is much less objective than Western logic 
portrays it, often containing more gray than black and white. Good 
strategists have always recognized this ambiguity and how to think 
about it. It is only recently that a discipline of so-called “fuzzy logic” 
has emerged to describe the greater complexity and corresponding 
openness in thinking required of the strategic environment. Fuzzy 
logic or “fuzzy thinking,” however poorly named, helps illuminate 
the realities of the strategic environment because it provides 
allowance for degree, probability, and ambiguity in the formulation 
of objectives and concepts.
 The science of fuzzy logic is an attempt to contrast reality with 
the binary logic inherent to Western scientific thought. Binary logic 
is rooted in Aristotle’s philosophical law that something is either A 
or “not A.” It cannot be A and “not A.” It is either true or false. Thus 
in Western science, math, logic, and much of culture, we assume a 
world of blacks and whites that does not change—this is bivalent 
logic—two-valuedness. This assumption permeates Western 
thinking. For example, you are either with us or against us. Every 
statement is either true or false; it has a truth value of 1 or 0. Thus if 
you are asked if a number is a 1 or a 0, it is clearly one or the other. In 
reality, the world is very much gray. If you are asked if 0.4 is a 1 or a 
0, in Western bivalent thinking you must decide which it is and act 
accordingly. In reality it is more than a 0 and less than a 1, something 
in between, or gray. Hence, fuzzy logic argues that everything is a 
matter of degree or multivalence—with three or more options or an 
infinite spectrum of options instead of the two extremes of true or 
false. Fuzzy logic advocates argue that, for the sake of simplicity, 
our culture traded off accuracy—the way the world is in reality—
for a black or white answer. Western scientific thought is limited or 
hindered by this bivalent logic. As shown by recent developments, 
“fuzzy thinking” better reflects reality in both math and science. New 
“smarter” appliances, computers, and other products are already in 
the marketplace as a result of the application of this science.66


 Fuzzy logic also has application in strategy, but scientific 
or Newtonian thought dominates most Western thought. As a 
result, military planners tend to seek certainty in their planning 
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processes—direct cause and effect—even at the expense of accuracy 
or reality. In the sense that executors of strategy need to work from 
facts and concrete assumptions about cause and effect to coordinate 
and implement their activities, this practice serves organizational 
planning needs well. But such Newtonian thinking at the strategic 
levels distorts reality and obscures the actual complexity, leading to 
faulty assumptions and hiding potential issues and options. Strategic 
thinking is better served by openness to possibilities rather than a 
constrained perspective.
 Again, Clausewitz recognized the difference in reality and 
planning with his concept of friction. He cautions that: “The good 
general must know friction in order to overcome it whenever 
possible, and in order not to expect a standard of achievement in 
his operations which this very friction makes impossible.”67 Friction 
results from what cannot be known, what changes from what you 
knew, and all those glitches that can beset an operation—the reality 
of war. Friction at the operational and tactical levels is mitigated by 
proper planning and appropriate anticipation and reaction—branches 
and sequels to the plan. In essence, the good general creates a black 
and white reality by attempting to account for everything possible 
in the planning process. Since friction affects the enemy army as 
well as one’s own, the commander who creates reality best is at an 
advantage in overcoming friction and winning the engagement.68 At 
the strategic level, the degree of uncertainty and complexity is much 
greater because of the scope of time and nature of the environment. 
The future cannot be predicted with sufficient precision because 
the “frictions” are too great to plan for successfully. Good strategy 
is designed to accommodate, deter, and seek advantages in the 
realities of degree, probability, and ambiguity—all incident to a 
complex chaotic system. It accommodates and uses friction. Fuzzy 
logic helps to explain the ambiguity and uncertainty observed at this 
level—revealing more of the possibilities to the strategist, while at 
the same time qualifying expectations. The future is shaped from the 
structuring of these “possibilities” and expectations into a coherent 
strategy, expressed as ends, ways, and means, leading to a better end 
state.
 Since strategy can be formulated at different levels, the strategist 
should be clear in regard to the level at which he is working even 
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as he remains holistic in his outlook. At the national level, strategy 
is concerned with maintaining internal systems in balance with one 
another, while creating effects in the external environment that favor 
the state over time. When it focuses on lower levels or specific issues, 
strategy is really a case of particular generalization—what strategic 
effect is required to what purpose and how does it affect the whole 
of the environment. On the other hand, strategy at any level is not 
problem-solving in a classic sense. It does not seek to solve a specific 
problem as much as to anticipate a future and shape an environment 
in which fewer problems arise and those that do can be resolved in 
favorable terms. Causation in strategy is contingent, not categorical. 
Context always matters. Ultimately the success of strategic effects 
depends on what the adversary and others choose to do and on 
what reality turns out to be. Hence strategists must cultivate a web-
like sense of reality, seeing everything as connected in some way 
to everything else and being open to all possibilities. The strategist 
provides direction that is consistent with the past as it bridges to 
the future.69 In this process, strategy must be inherently flexible as 
it anticipates the future. Thus, strategy is always seeking a balance 
between specificity and flexibility in establishing boundaries for 
planning. Strategy does not dictate the future, but it does anticipate it 
and seeks to shape it in favorable terms at whatever level it functions, 
maintaining an appropriate degree of adaptability and flexibility.
 The true purpose of strategy is to create favorable effects in 
support of policy goals for the advancement or protection of national 
interests. Strategic effects are the impact that the accomplishment of 
strategic objectives has on the environment. Effect flows from strategic 
performance—the synergy of the objective(s) achieved, the concept(s) 
employed, and the resources used. Thus, strategic performance is 
the measure of the quality of actions actually executed to achieve 
the policy aims.70 Effects occur on different levels and from different 
causes within the environment. Effects must be comprehended in 
at least three dimensions. First, good strategy deliberately seeks 
to create multiple-order effects—a chain of effects that culminates 
in strategic-level success. Such intended first-, second-, and third-
order effects, etc. are a rational product of the strategist’s analysis, 
with the purpose of stimulating and influencing interaction or 
conditions within the environment in favor of the policy aims. 







When a strategic concept is implemented to achieve an objective that 
produces an intended reaction from the adversary or a direct change 
within the environment—a first-order effect is created. But if the 
strategist has foreseen and sought multiordered effects as a result of 
the concept in action, he has deliberately created cascading effects—
intended second- and third-order effects. On the other hand, a 
different dimension of effects occurs when the strategist fails to fully 
comprehend the consequences of his choices, with the strategy 
creating unanticipated consequences in the environment. A third 
dimension of effects that must be considered is the intervention of 
chance or adversaries and others in reacting to the effects of the 
original strategy. The good strategist seeks to understand all these 
dimensions of effects and to capitalize on or compensate for them in 
his strategy. Thus, he prepares for those effects he foresees and 
maintains a degree of adaptability and flexibility for those he cannot 
foresee. Fuzzy “thinking” helps the strategist to understand the 
possible manifestations of effects by revealing the shades of reality. 
 


st
ra


te
gi


c 
ef


fe
ct


s
st


ra
te


gi
c 


ef
fe


ct
s


st
ra


te
gi


c 
ef


fe
ct


s


st
ra


te
gi


c 
ef


fe
ct


s


st
ra


te
gi


c 
ef


fe
ct


s


Strategic Environment


Ends
Ways   Means


National Interest


National Policy


Strategy


Chance


Adv
ers


ari
es


 & O
the


rs


 
Figure 4. 


 
 
 
 
 


46 







47


 Ultimately the role of the strategist is to evaluate the complex 
and evolving environment and translate policy goals into terms 
from which planning can proceed. Strategic thinking must see the 
environment as it actually is, identify the factors that favor or hinder 
the policy aims, and anticipate the possibilities for achievement 
of policy goals. The strategist is concerned with facts, factors, and 
assumptions in this process. Each must be right. Facts are reality as 
it is—the grayness of fuzzy thinking as opposed to invariable black 
and white. Factors are facts that affect policy aims. Assumptions 
bridge the unknown. Through the formulation of appropriate ends, 
ways, and means to manipulate the factors and take advantage of 
the possibilities, the strategist creates favorable effects on behalf 
of policy goals. Openness and recognition of personal biases and 
preferences move the strategist closer to a proper assessment of 
reality. This assessment tempered by an appreciation of chance and 
others’ ideological and cultural biases and preferences—in light of 
interests and policy goals—defines the effects desired. A proper 
mindset on the part of the strategist is critical to the development of 
good strategy.


Strategy is Not Planning.


 Military professionals come from a world of very adept planners; 
they learn planning methodologies from the day they enter service. 
Strategy is not planning. As described above, it partakes of a different 
mindset. Planning makes strategy actionable. It relies on a high 
degree of certainty—a world that is concrete and can be addressed 
in explicit terms. In essence, it takes a gray world and makes it black 
and white through its analysis of the facts and assumptions about the 
unknown. Planning is essentially linear and deterministic, focusing 
heavily on first-order cause and effect. It assumes that the future 
results can be precisely known if enough is known about the facts 
and the conditions affecting the undertaking. The planning process 
is essential to reduce uncertainty at the tactical level—it allows 
detailed actions to be prescribed. In reality, uncertainty can never 
quite be achieved even at that level, and it increases exponentially as 
we ascend from the tactical to the operational to the strategic level. 
The planning process works because the lower the level, the more 
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limited the scope and complexity, and the shorter the timeline; hence, 
the number of unknowns is limited and can be compensated for in 
branches and sequels to create “certainty.” Planning is not strategy. 
It is essential for the successful execution of a strategy—making 
strategy actionable, but requires a different mindset. The military 
professional is trained for the certainty of planning throughout his 
career, but must be educated for uncertainty as he enters the strategic 
realm.
 The strategist must understand the difference between strategy 
and planning in order to produce good strategy. The planner must 
understand the difference between planning and strategy in order 
to execute strategy successfully. Planning bridges the gap between 
strategy and execution. The purpose of planning is to create certainty 
so that people and organizations can act. The purpose of strategy 
formulation is to clarify, influence, manage, or resolve the VUCA 
of the strategic environment through the identification and creation 
of strategic effects in support of policy goals. Strategy lays down 
what is important and to be achieved, sets the parameters for the 
necessary actions, and prescribes what the state is willing to allocate 
in terms of resources. Thus, strategy, through its hierarchal nature, 
identifies the objectives to be achieved and defines the box in which 
detailed planning can be accomplished—it bounds planning. Within 
that box, planning adapts strategy to a concrete world with facts, 
figures, and interrelated and sequenced actions calculated to achieve 
the strategy’s objectives. The planner is Newtonian or scientific in his 
approach; the strategist is more “fuzzy.” Both share the paradigm 
of ends, ways, and means. Too many military professionals confuse 
strategy and planning. As a consequence, planning-level thinking is 
often applied in the strategy development process or when planning 
objectives and concepts are elevated to the strategic level. When this 
occurs, even though the plan may be successful, the resulting strategic 
effects fail to adequately support, or are actually counterproductive 
to, the stated policy goals or other interests.


Development of Strategic Objectives.


 In strategy formulation, getting the objectives (ends) right 
matters most! Too often in strategy development, too little time is 
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spent on consideration of the appropriate objectives in the context 
of the desired policy, national interests, and the environment. Yet 
it is the identification and achievement of the right objectives that 
creates the desired strategic effect. Objectives are the true focus of 
strategy formulation and, if not properly selected and articulated, a 
proposed strategy is fundamentally flawed and cannot be effective. 
If the wrong objectives are identified, the concepts and resources 
serve no strategic purpose. Thus, the logic of strategy argues that 
objectives are primary even though concepts and resources are also 
crucial to success—action and costs are subordinate to purpose in 
strategy. Yet in strategy formulation, efficiency is often confused 
with effectiveness by both strategists and leadership. Strategy must 
reflect a preference for effectiveness. In this regard, objectives are 
concerned with doing the right things. Concepts are concerned with 
doing things right. Resources are concerned with costs. Objectives  
determine effectiveness; concepts and resources are measures of 
efficiency. A lack of efficiency increases the cost of success, but a lack 
of effectiveness precludes success. Ultimately, strategy’s success can 
be measured only in terms of the degree to which its objectives are 
accomplished. Thus, again, efficiency is subordinate to effectiveness.71 
At the point where constraints on concepts or resources risk 
achievement of the objectives, the strategy is in question.
 For the nation-state, strategy and strategic objectives are derived 
from the policy consideration of protecting or advancing national 
interests within the context of the strategic environment as it is, and 
as it may become. In the past, security policy largely has focused on 
the international strategic environment in regard to national security 
needs—the external strategic environment. The domestic strategic 
environment, the internal component, was less identified with 
national security concerns. “Globalization” and its derivatives, such 
as an integrated world economy and the Global War On Terror, have 
forced a general acceptance that the concept of internal and external 
strategic environments is less distinct than in the past. Within the 
United States, such realization has subordinated national security 
strategy to a larger grand strategy concerned with both domestic 
and international issues in many current theorists’ thinking. In either 
case, strategy is driven by national interests at the state level, and the 
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strategist must consider both the external and internal components of 
the strategic environment in the development of strategy.
 Donald E. Nuechterlein, in America Overcommitted: United States 
National Interests in the 1980’s, describes national interests as the perceived 
needs and desires of a sovereign state in relation to other sovereign 
states which constitute its external environment.72 The DoD Dictionary 
of Military Terms defines national security interests as “the foundation 
for the development of valid national objectives that define U.S. 
goals or purposes. National security interests include preserving U.S. 
political identity, framework, and institutions; fostering economic 
well-being; and bolstering international order supporting the vital 
interests of the United States and its allies.”73 The nature of the 
strategic environment, as developed in this monograph, suggests a 
more generalized definition, such as “the perceived needs and desires 
of a sovereign state in relation to other sovereign states and actors in 
the emerging strategic environment expressed as desired end states.” 
This broader definition encapsulates the dynamism of a strategic 
environment in which multiple actors, chance, and interaction play 
a role, and both external and internal components are recognized. 
Interests are expressed as general or particular desired end states 
or conditions. “U.S. economic well-being” would be a generalized 
interest; “international access to Middle Eastern oil” illustrates a more 
particular economic interest. Interests may change over time, although 
general interests such as free trade and defense of the homeland are 
immutable.
 At the highest level, political leadership uses policy to articulate 
state interests and guidance in achieving them. Policy provides 
guidance for strategy. Such guidance may be quite general, as in a 
vision statement that relates interests to the strategic environment, 
or a more specific statement of guidance containing elements of 
ends, ways, and means. It is found in various documents, speeches, 
policy statements, and other pronouncements made on behalf of the 
government by various officials or provided by leadership as direct 
guidance for the development of strategy. Policy may be implied as 
well as stated. It may be the result of a detailed strategic appraisal 
or arrived at intuitively. The strategist must understand national 
interests and policy in order to formulate appropriate strategy. Given 
the complexity of the strategic environment, the strategist must 
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be holistic in his deliberations and apprise the policymaker of the 
interaction and any conflict between a particular policy and larger 
interests or policies. Lower-level leaders may state more definitive 
guidance as policy, but such policy is subordinate to higher-level 
policy and strategy. Strategists at lower organizational levels must 
have a comprehensive grasp of interests, higher policy and strategy, 
and their own guidance in order to formulate subordinate strategies. 
In all cases, strategy is subordinate to policy and hierarchical in 
application. Nonetheless, the strategy development process by its 
nature evaluates the appropriateness, practicality, and consequences 
of policy, and thus informs policy of the art of the possible and the 
costs and benefits of achievement or failure.
 Military subordination to civilian policymakers is a recurring and 
sensitive issue in civil-military relations within the United States. The 
political leadership and the American people expect their military 
to execute the guidance provided by elected officials faithfully. 
Yet, the American people also demand that their military perform 
professionally and win the nation’s wars. Civil-military relations are 
not an exclusively American issue. Clausewitz provided a proper 
perspective on the relationship of the military and policy in On War: 
“The assertion that a major military development or the plan for one, 
should be a matter of purely military opinion is unacceptable and can 
be damaging. Nor indeed is it sensible to summon soldiers, as many 
governments do when they are planning for a war, and ask them 
for purely military advice.”74 Policy provides guidance for objectives 
and use of the instruments of power, but the strategy formulation 
process logically informs policy. In a democratic society, the military 
professional must build a relationship with civilian leadership that 
facilitates the essential two-way communication between policy and 
strategy. If policy misguides, asks the improbable, or unnecessarily 
confines strategy, the level of risk associated with the strategy rises.
 In the world of the military strategist, strategy can be demanded 
even when inadequate or no policy guidance has been provided. In 
such a case, the strategist’s responsibility is to seek policy clarification 
from leadership. Often this is best done by recommending alternative 
policy choices based on an analysis of interests in relation to strategic 
circumstances—a necessary analysis for strategy formulation also. 
The distinction is that the policy alternatives are derived directly from 
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the interests. Both policy and strategy should be consistent with the 
protection or advancement of overall state interests in the strategic 
environment. It is the responsibility of the strategist to identify all 
the viable alternatives. 
 Strategy seeks to protect or advance a particular interest, or  
the general interest, of the state within the strategic environment 
relative to other actors, circumstances, and chance in accordance 
with guidance provided by policy. In doing this, strategy uses 
analysis to determine the relevant factors—facts, issues, threats, and 
opportunities—that act or interact to affect the interest. Strategy seeks 
to act on or use these factors to influence the strategic environment 
favorably without inadvertently creating other unfavorable 
circumstances within the environment. These factors are the primary 
focus of strategy; their relationship to the interest and policy 
guidance leads to appropriate objectives and concepts—what is to 
be accomplished and how to use the state’s instruments of power 
to accomplish the objectives. Instruments of power may be used 
singularly or in combination, and directly or indirectly. Given the 
complex and chaotic nature of the environment, defining the right 
objectives for desired strategic effect, developing a proper concept, 
and providing resources are all formidable tasks.
 Since strategy is hierarchical, the strategist must understand the 
level of strategy at which he is working, the nature of the strategic 
environment at his level in regard to internal and external factors, and 
the comprehensiveness of strategy—the consequences of his choices in 
regard to other levels of strategy. With this in mind, the strategist can 
develop objectives. Strategic objectives may be derived from policy, 
higher levels of strategy, or independent analysis of the strategic 
environment. The primary question in determining objectives is this: 
What end(s), if accomplished, will create the desired strategic effect in 
support of policy or interests without detrimental collateral effects? 
 Objectives (ends) explain “what” is to be accomplished. They flow 
from a consideration of the interest, which is expressed as a desired 
end state, and the factors in the strategic environment affecting the 
realization of this desired end state. Objectives are bounded by policy 
guidance, higher strategy, the nature of the strategic environment, and 
the capabilities and limitations of the instruments of power available. 
Objectives are selected to create strategic effect. Strategic objectives, if 
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accomplished, create or contribute to creation of strategic effects that 
lead to the achievement of the desired end state at the corresponding 
level of strategy, ultimately serving national interests. In strategy, 
objectives are expressed with explicit verbs (e.g., deter war, promote 
regional stability, destroy Iraqi armed forces). Explicit verbs force 
the strategist to consider and qualify what is to be accomplished and 
help establish the parameters for the use of power.
 A number of problems plague the strategic community in regard 
to the development of objectives. Objectives too seldom receive the 
depth of thought and reflection they merit. The objectives establish 
the parameters of all that follows. Objectives must reflect a thorough 
understanding of the end state desired, the nature of the environment, 
policy guidance, and the multiordered effects required to create the 
conditions for the end state. The diversity of outcomes possible in 
the environment means that the totality of specific results rarely can 
be predicted at the outset.75 Strategy, as a matter of principle, must 
be flexible and adaptable. Thus, strategy cannot be made static by 
objectives that are too confining. In its formulation, it must focus 
on “comprehensive” objectives that reflect an understanding of the 
dynamic nature of the strategic environment and are sufficiently 
encompassing to allow for change in execution without losing focus 
on policy or interests. On the other hand, objectives so broad or 
vague that they can be misinterpreted or fail to provide appropriate 
direction risk the success of policy. Strategic objectives logically 
bound but do not unnecessarily confine subordinate levels.
 Strategic objectives maintain their validity, while providing 
for adaptability and flexibility, by focusing on root purposes and 
causes. If objectives are set at the strategic level with a focus on 
root purposes and causes and an appreciation of the nature of the 
strategic environment (chaos, complexity, human nature, chance, 
friction, etc.), they are logically of sufficient breadth to provide the 
necessary adaptability and flexibility to confront the unforeseen. 
In turn, they also logically broaden the scope of consideration 
for ways and means—further enhancing the preconsideration of 
adaptability. Most strategists make the objectives too narrow and 
precise, pushing their thinking down to the planning level. At the 
planning level, exactness of detail is more valued because it can be 
quantified and made actionable. Such detail works in the planning 
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realm because of the reduced scope and greater certainty. Planning-
level objectives elevated to the strategic level are more susceptible 
to failure as a result of the scope and chaotic nature of the strategic 
environment, which exponentially multiplies possibilities for 
friction and asymmetric reactions by others. In strategy, the focus 
is on clarity of objectives appropriate for the level, not prescribing 
detailed instructions for lower levels. Strategic objectives directly 
serve the strategic purpose—the desired end state.
 Simply put, if the strategic objective is to win the war, then 
losing a battle is regrettable but does not necessarily preclude 
achievement of the strategic objective. The state can seek additional 
battles or apply other instruments of power. On the other hand, if 
the objective is to win every battle, then the state has been denied 
its strategic objective as soon as a single battle is lost. The strategy 
has failed, producing different repercussions in the internal and 
external components of the strategic environment, even if the war 
is ultimately won. The “win-every-battle” strategy also has confined 
its use of power to the military instrument. In modern war, winning 
battles is a planning objective; winning wars is a strategic objective. 
Strategy focuses on root purposes and causes. To do otherwise is 
to divert focus and power, lessening probabilities for success and 
increasing the probability of unintended second- and third-order 
effects. This eventuality appears evident in the U.S. national-level 
strategic approach in the second Iraq War.
 While the Bush administration has been somewhat ambiguous 
on root purposes in the second Iraq War, one expressed root purpose 
in going to war with Iraq was to effect a regime change in Baghdad 
so that international terrorists would be denied state sponsorship 
and potential weapons of mass destruction. A number of “strategic” 
objectives emerged from this purpose: (1) defeat Iraqi military forces in 
war, (2) remove Saddam Hussein from power, and (3) establish a new 
democratic Iraqi regime. One could postulate that the first objective, 
defeat Iraqi military forces, was inappropriate as a national security-
level objective and should have been subordinated by locating it at 
the theater-military level. In practice, these objectives were sought 
sequentially. Through its elevation and sequential expression, the 
defeat of Iraq military forces became the focal point of the strategy 
when, in fact, the key objective and point of focus should have been 
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the establishment of a new democratic regime, with the military 
defeat of Iraqi forces and the removal of Saddam Hussein expressed 
as acceptable strategic outcomes in guiding subordinate levels.
 As a consequence of this misdirected focus, the military objective 
occupied the time and talent of the policymakers and national-level 
military leadership with consequent neglect of the third objective. 
While this proposition is debatable, it is clear that the presumption 
of the strategy was that the defeat of the Iraqi military would lead 
directly to accomplishment of the other objectives. In actual fact, 
more thought and a more intense focus and effort on how to achieve 
the democratic regime objective was needed. The inappropriate 
elevation of the objective and the sequencing also illustrate the 
mindset that inflicting military defeat is essential to the achievement 
of the other two objectives. Again, this may or may not have been 
true, but the point is that defeat of the Iraq military forces was an 
appropriate focus for a lower level of strategy or planning. The closer 
you approach planning, the easier the conceptualization becomes—
it quantifies and can be made more precise. People prefer certainty 
and migrate toward it—it is more comfortable. Strategy deals with 
ambiguity and uncertainty. Most people are uncomfortable with these 
and seek to move toward the known at the expense of improperly 
analyzing and thus jeopardizing the recognition and achievement of 
the proper objectives. 


Developing Strategic Concepts.


 Strategic concepts (ways) explain “how” the objectives are to be 
accomplished by the employment of the instruments of power. 
Instruments of power are the manifestation of the elements of power 
(the state’s resources) in action. Thus a naval blockade might be the 
instrument to apply the economic and military elements of power. 
Strategic concepts link resources to the objectives by addressing who 
does what, where, when, and why to explain how an objective will 
be achieved. Since concepts convey action, they often employ verbs 
in their construction, but are descriptions of “how” the objective 
of a strategy is to be accomplished. However, the verb choice is 
important, as is word choice throughout the articulation of strategy. 
Word choices imply levels of effort and degrees of acceptability. 
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Strategic concepts provide direction and boundaries for subordinate 
strategies and planning—words matter! A strategic concept must 
be explicit enough to provide planning guidance to those selected 
to implement and resource it, but not so detailed as to eliminate 
creativity and initiative at subordinate strategy and planning levels. 
Logically, concepts become more specific at lower levels as details 
are pushed down to the subordinate strategic and planning levels, 
but the complexity of the strategic environment is resolved at the 
responsible strategic level. 
 Strategic concepts are often the central focus of a strategy. Some 
would label the concept as the strategy, but strategy always consists 
of ends, ways, and means—and the focus is on how they interact 
synergistically with the strategic environment to produce the desired 
effects. Some concepts are so accepted that their names have been 
given to specific strategies. Containment, forward defense, assured 
destruction, and forward presence are illustrative. In actual practice, 
these strategies had specific objectives and resources associated 
with them, and the concept was better developed than the short 
title might imply. Good strategy is an integral whole of the right 
objectives pursued through appropriate concepts and supported 
with the necessary resources. Wrong objectives supported by brilliant 
concepts will not protect or advance national interests.
 Concept development can be understood best as a competitive 
enterprise. Good ideas and capabilities compete for consideration and 
adoption and/or adaptation and inclusion. More than at the tactical, 
or even the operational, level, strategic success comes from diversity 
of thought and approaches that leads to a full consideration of the 
complexity involved and development of simple but comprehensive 
concepts that ensure accomplishment of the objectives. Few strategic 
objectives are accomplished with only one element or instrument of 
power, and strategy must consider, prioritize, and assign dominant 
and subordinate roles to the elements and instruments of power 
in the concepts and resources based on the environment and the 
objectives. Our earlier examination of the nature of the environment 
suggests how problematic this can be for the strategist in light of 
linear, nonlinear, and stochastic behavior. Given the nature of the 
environment, “how” you seek to accomplish an objective will itself 
produce interaction within the environment. Part of the complexity 
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is that an inappropriate instrument or a faulty application may well 
produce undesired second- and third-order effects. It is entirely 
possible to achieve a specified strategic objective but have the positive 
results sought subverted in the long run by the negative effect of the 
methods used. For example, the German military strategy in 1914 
required that France be defeated rapidly first in order to preclude a 
prolonged two-front war. In order to accomplish the defeat of France, 
the German Army’s strategic concept called for the army to invade 
through Belgium. However, Belgium’s neutrality was guaranteed 
by treaty, and the British leadership honored its commitment. 
Implementation of the German strategic concept thus led to Great 
Britain’s entry into the war, which in turn precluded a rapid defeat 
of France and eventually led to the entry of the United States. The 
United States provided the resources to defeat Germany. 
 The strategist must actively seek and consider diverse and multiple 
concepts for the achievement of strategy’s objectives. A thorough 
examination of multiple strategic concepts allows the strategist to 
avoid concepts entailing the most egregious undesirable second- 
and third-order effects, or to develop appropriate ways to mitigate 
them. It allows for the selection of the concept that best meets the 
criteria of suitability, acceptability, and affordability. Examination 
of all strategic concepts has the additional advantage of allowing 
the strategist to consider flexibility and adaptability in the selection 
of an appropriate concept. Moreover, if a concept employed is not 
successful, the effort devoted to considering multiple approaches 
allows for the quicker shift to a new concept—so that national 
efforts can be more rapidly redirected toward accomplishment of 
the objective. Good strategy is about examining all viable concepts.
 One area of particular confusion associated with concepts results 
from the hierarchical nature of strategy. The concept for a higher 
strategy often states or implies the objectives of subordinate levels of 
strategy or planning as part of the “how” of achieving the strategic 
objective. Strategists or others often want to elevate these to an 
objective for the higher strategy. Such elevation is inappropriate as 
discussed earlier. It appears to add precision but actually detracts 
from the focus of what is most important to achieve. A simple test 
for distinguishing whether such an objective is part of the concept 
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is to ask “in order to do what?” The answer to this question should 
lead directly back to the appropriate strategic objective. What you 
need to accomplish as an end when you ask this question is the real 
strategic objective. At the same time, a higher-level objective may 
transfer directly to the lower level, or the higher strategic concept 
may establish objectives for lower levels. Both the higher-level 
objective and concept may create implied objectives for the lower 
levels. In a hierarchical strategic system, higher strategy dictates to 
lower levels of strategy plus planning in objectives, concepts, and 
resources; lower levels inform higher but are subordinate to higher 
strategy.
 Another alluring trap for the strategist and leadership is strategic 
monism, the belief that one strategic concept fits all situations.76 
History is replete with overzealous advocates of such strategic 
singularity. Usually the appeal appears to lie in its directness, 
application of technology, and appearance of efficiency—cheaper, 
quicker, and less complex. Nuclear deterrence was a strategic 
concept initially embraced by the United States following World 
War II in large part as a substitute for conventional forces. Yet when 
conflicts emerged, such as the Korean War, use of nuclear weapons 
was barred on policy grounds, and conventional military forces 
were required—a failure of the strategist to see the environment as 
it really existed. The initial strategic monism of nuclear deterrence 
left the United States without an appropriate military instrument 
to support policy short of nuclear war until the adoption by the 
Kennedy administration of a strategy of flexible response.77 The 
precision strike argument, a modern version of strategic bombing, 
is a potential contemporary military example of strategic monism. It 
substitutes technology for manpower, reduces casualties, and seeks 
to force the adversary to concede with limited collateral damage. It 
is a powerful capability, and may be an essential one, but it is not a 
singular solution to military strategy. Technology does not change 
the essence of war, or even the cruel face of it in all circumstances. 
Technology is an enabler at the strategic level, not a substitute for 
a strategic concept.78 But technology often outruns political and 
strategic maturity, creating strategic conditions or consequences that 
neither are prepared to deal with appropriately.79 The strategist thus 
must avoid strategic monism.
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 Strategic monism can occur on a grander scale. Strategic flexibility 
and adaptability at the highest levels are relative to the ability of the 
state to bring to bear the whole range of the capabilities inherent 
to its elements of power. A State Department that is inadequately 
resourced limits the application of diplomatic instruments. An 
inadequately funded military would create a similar problem. On 
the other hand, if all the state has is a strong military, every strategic 
issue begins to look like a nail calling for the application of the 
military hammer. Expediency also can instigate a siren’s call for the 
use of an existing capability. Strategists at the highest levels must 
recognize the value of flexibility and, as a part of a grand strategy, 
determine what instruments to maintain and at what levels.
 Another disastrous tendency in concept development is to elevate 
an operational concept to the strategic level. German blitzkrieg in 
World War II offers a classic example. Blitzkrieg sought to capitalize 
on the combined technology of armor and air power to create a 
modern “Kesselschlacht,” in effect a strategic envelopment of the 
French army to force France’s capitulation. While this operational 
concept enjoyed initial success and indeed had significant strategic 
consequences for those nations overrun, as a strategic concept it did 
not have the ability to achieve Germany’s strategic objectives or create 
the strategic effects that Hitler sought at the national level. In the 
long run, it neither brought an end to the war in the west nor isolated 
England. It did not create the conditions to achieve Lebensraum or 
result in a better end state for Germany. It was rapidly negated by 
the Allied employment of strategic objectives and concepts that 
united multiple nations in opposition and sought to defeat Germany 
by total mobilization and a multi-front war. Hitler’s over-reliance 
on military operational superiority proved misplaced as the Allies 
developed countermeasures and brought superior forces to bear. 
In a similar manner, one could argue that the much-hyped “shock 
and awe” in Operation IRAQI FREEDOM was elevated from an 
operational concept to a strategic one in the minds of some strategists 
and planners. In such a misconception, the operational concept does 
not have the sophistication or comprehensiveness to achieve and 
sustain strategic successes, and invariably produces contrary effects 
in the strategic environment. Good operational concepts are crucial 
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in support of strategy, but are subordinate to the strategic concept 
and are part of operational art.
 The logic of strategy argues that the strategic concept answers the 
big question of “how” the objectives will be achieved by articulating 
clearly for subordinate levels who does what, when, where, how, 
and why in such a manner that the subordinate strategist or planner 
can see with clarity how the execution of the concept leads to the 
accomplishment of the objective and what he is required to do in 
order to support the strategy. It confines the subordinate strategy 
or planning to the strategic objectives and the relevant aspects of 
the strategic environment without unduly limiting the subordinate’s 
creativity or prerogatives.


Resources in Strategy.


 Resources (means) in strategy formulation determine the types and 
levels of resources that are necessary to support the concepts of the 
strategy. In strategy, resources can be tangible or intangible. Examples 
of tangible resources include forces, people, equipment, money, and 
facilities. The primary issue with tangible resources is that they are 
seldom sufficient to support the best concept optimally. This shortage 
can be an actual inability to resource, or the result of the desire on 
the part of leadership to be prudent and efficient with government 
funding, or competing demands. Intangible resources include things 
like national will, international goodwill, courage, intellect, or even 
fanaticism. Intangible resources are problematic for the strategist in 
that they often are not measurable or are volatile. National will in a 
democracy is certainly an essential resource, particularly in a long-
term strategy, but the issue for the strategist is that it is more apt 
to need engendering and sustainment than be a given and reliable. 
Hence, intangible resources should always be suspect. They require 
close examination to determine whether they are actually improperly 
expressed concepts or objectives. The responsibility of the strategist 
is to ensure that the resources necessary for the accomplishment 
of the objectives as envisioned by the concepts are articulated and 
available.
 The hierarchy and logic of strategy also function in consideration 
of resources. Resources increasingly are defined in detail as the 
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planning level is approached. A national security or grand strategy 
could list “military forces” as a resource for its concepts, even if the 
appropriate type of forces did not exist, and still be consistent as long 
as the development of the forces was funded and the concept allowed 
the time for building the force. It would then be the responsibility of 
the subordinate level of strategy to develop an objective and concept 
for creating the force—moving from the general to the particular. 
Assignment of resources requires no verb. It merely expresses what 
is to be made available for use in applying the concepts to accomplish 
the objectives. Thus “to develop, build, or establish a larger force” is 
a way; the “force” itself, or the dollars to build it, is the resource. 
In articulating strategy, using the discussion of means to describe 
concepts should be avoided, as should articulating concepts as 
resources. In a very simplified manner, “diplomacy” is a strategic 
concept, but diplomats are among the resources required for the use 
of diplomacy. Imprecision in the vocabulary and logic of strategy 
leads to confusion and encourages friction at lower levels. The 
student of On War knows Clausewitz preferred “overthrow of the 
enemy’s government” as the end, to fight a decisive battle as the 
way, and a large army as the means. He saw the large army as an 
appropriate resource to support his way—the decisive battle. But 
saying “to use a large army” implies a range of different concepts for 
success. The employment of verbs to describe resources frequently 
suggests a problem within the logic of the strategy.
 The rule of thumb to apply is that resources can usually be 
quantified, if only in general terms: the Army, the Air Force, the Navy; 
units and armed forces of the United States; DoD personnel; dollars; 
facilities; equipment—trucks, planes, ships, etc.; and resources of 
organizations—Red Cross, NATO, etc. The strategist should state 
these as resources in terms that make clear to subordinate levels what 
is to be made available to support the concepts. How the resources 
are to be used is articulated in the concept. The specific development 
of resources is refined in the subordinate strategy and planning 
processes.
 Resource selection, like concepts, has implications in regard to 
multi-level effects. Military resources can do a lot of things—fight 
wars, conduct humanitarian operations, and perform nation-
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building are examples. While military forces may be the only 
available resources, the choice may have consequences. Military 
forces providing tsunami relief may not be as effective as experienced 
civilian nongovernment agencies or may be perceived as a threat to 
the sovereignty of the supported nations. Military forces involved 
in nation-building may be perceived by some as an occupying force, 
thus becoming the problem as opposed to part of the solution. If 
policy or circumstances dictate the use of the resources in such 
circumstances, the strategist’s responsibility is to be aware of the 
potential second- and third-order effects and to consider such effects 
in the development of the strategy.
 Resources are an integral part of good strategy. And while 
efficiency can be gained in the aggregate by doing things better, 
resources are usually the focus of efficiency advocates who promote 
doing the same things with less. Allocating inadequate resources 
for a strategic concept is a recipe for disaster, and will cause even 
greater costs in recovering. Another commonly heard refrain among 
the military profession at large is that resources drive strategy. 
There is an element of truth in this statement. Resources are almost 
always limited at the strategic level because of competing demands 
from diverse needs. The strategist’s responsibility is to ensure that 
the strategic concept will accomplish the objective, and that it is 
resourced to do so. A better concept may require less or different 
resources. A strategy that is not adequately resourced is not a viable 
strategy at all.


Testing Strategy’s Logic and Risk.


 All strategy has its own inherent logic which can be assessed to 
determine validity and risk. The identification of resources in the 
development process is a good starting point for testing a strategy’s 
internal logic. The strategist should think backward through the 
process to ensure the resources provided are adequate to implement 
the concepts, that the concepts envisioned can achieve the stated 
objectives in an acceptable manner, that the accomplishment of the 
objectives will create the strategic effects to satisfy the policy aims 
and promote and protect the national interests, and so forth. Thus, 
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the strategist questions suitability—will the strategy’s attainment 
accomplish the effect desired; he questions feasibility—can the 
action be accomplished by the means available; and he questions 
acceptability—are the effects as well as the methods and resources 
used to achieve those efforts justified and acceptable to the body 
politic? In this process, the strategist considers tangibles, such as 
resource availability, weapons capability, and geography, and 
intangibles, such as national will, public opinion, world opinion, and 
actions/reactions of U.S. allies, adversaries, and other nations and 
actors. A strategy that clearly can be labeled as unsuitable, infeasible, 
or unacceptable is not valid. However, if an appropriate strategy 
formulation process has been adhered to, this will rarely be the case. 
The strategy is likely to be assessed as valid with qualifications—the 
qualifications being the measure of risk.
 Risk is an assessment of the balance among what is known, 
assumed, and unknown, as well as the correspondence between what 
is to be achieved, the concepts envisioned, and resources available. 
Risk assessment is not just a measure of the probability of success 
or failure. It is also an assessment of the probable consequences 
of success and failure. The strategic environment responds as a 
complex system—acting successfully, acting unsuccessfully, and 
failing to act must be anticipated and weighed. Since there are 
seldom enough resources or a clever enough concept to guarantee 
absolute success, there is always some risk in a dynamic strategic 
environment. Complexity, friction, and freedom of choice of other 
actors also guarantee some element of risk. Risk weighs the potential 
advantages and disadvantages of adopting the strategy.
 Risk assessment examines the strategy in its entire logic—ends, 
ways, and means—in the context of the environment and seeks to 
determine what effects are created by the implementation of the 
strategy. It seeks to determine how the equilibrium is affected, and 
whether the environment is more or less favorable for the state as a 
result of the strategy. It asks how other actors will react to what has 
been attempted or achieved; how they will react to the way in which 
the strategy was pursued; what the balance is between intended 
and unintended consequences; how chance or friction will play in 
this strategy. The strategist must assess how the assumptions made 
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or factors that might change could impact on success or effects. He 
must ask how much flexibility is inherent to the strategy, how it can 
be changed or recovered, and at what cost; what are the elements 
of the strategic environment the strategy is relying on for success; 
and what are the consequences if these change, and is the strategy 
flexible or adaptable enough to accommodate these changes. Risk 
assessment is an integral part of the strategy formulation process and 
should lead to acceptance, modification, or rejection of the strategy.
 The strategist seeks to minimize risk through his development of 
the strategy—the relationship or balance of ends, ways, and means. 
But ultimately the strategist informs the decisionmakers of the risks 
in the strategy so the leaders can decide if the risks are acceptable or 
not. The strategist continuously contemplates the possibilities as the 
future unfolds.
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V. THE STRATEGY PARADIGM IN SHORT:  
A THEORY RESTATED


[S]trategy has a complex nature and a function that is unchanging over 
the centuries.80


 Colin S. Gray


 At the highest level of strategy, the nation-state has interests that 
it pursues to the best of its abilities through the use of the instruments 
of power. Policy articulates the reflection of these interests in the 
strategic environment. In pursuing its policies, the state confronts 
adversaries and other actors, while some factors simply remain 
beyond control or unforeseen. Strategy, acting within the confines 
of theory, is a method of creating strategic effects favorable to policy 
and interests by applying ends, ways, and means in the strategic 
environment. In doing this, strategy has an inherent logic that can be 
understood as a theoretical construct and applied in the development 
and consideration of strategy at all levels. 
 Strategy applies in the realm of the strategic environment which 
is characterized by greater or less degrees of chaotic behavior 
and complexity—VUCA. The environment can be addressed at 
different levels of strategy. It has external and internal components, 
i.e., the international environment and the domestic environment, 
respectively. Rational and irrational choice, chance and probability, 
competitors, allies, and other actors are all part of the strategic 
paradigm.
 Strategy is fundamentally a choice; it reflects a preference for a 
future state or condition in the strategic environment. It assumes 
that, while the future cannot be predicted, the strategic environment 
can be studied and assessed. Trends, issues, opportunities, and 
threats can be identified with analysis, and influenced and shaped 
through what the state chooses to do or not do. Thus strategy seeks 
to influence and shape the future environment as opposed simply to 
reacting to it. Strategy at the state level can be defined as:


The art and science of developing and using the political, economic, 
social-psychological, and military power of the state to create strategic 
effects that protect or advance national interests in the environment in 
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accordance with policy guidance. Strategy seeks a synergy and symmetry 
of objectives, concepts, and resources to increase the probabilities and 
favorable consequences of policy success and to lessen the chances of 
policy failure.


Assumptions and Premises of Strategy.


1. Strategy is proactive and anticipatory but not predictive. 
Strategy seeks to promote or protect national interests as the 
future unfolds. In doing this, it must consider change and make 
assumptions. Both change and assumptions are bounded by 
existing facts and realistic possibilities. Strategy is clear on what 
are facts, assumptions, and possibilities.


2. Strategy is subordinate to policy. Political purpose dominates all 
levels of strategy. Policy ensures that strategy pursues appropriate 
aims in an acceptable manner. However, the development of 
strategy informs policy; policy must adapt itself to the realities 
of the environment and the limits of power. Thus, policy ensures 
that strategy pursues appropriate aims, and strategy informs 
policy of the art of the possible.


3. Strategy is subordinate to the nature of the environment. Strategy 
must identify an appropriate balance among the objectives 
sought, the methods to pursue the objectives, and the resources 
available within the particular strategic environment. Strategy 
must be consistent with the nature of the strategic environment. 


4. Strategy maintains a holistic perspective. It demands 
comprehensive consideration. Strategy is developed from a 
thorough consideration of the strategic situation and knowledge 
of the nature of the strategic environment. Strategic analysis 
highlights the internal and external factors in the strategic 
environment that help define strategic effect and the specific 
objectives, concepts, and resources of the strategy. Strategy 
reflects a comprehensive knowledge of what else is happening 
within the strategic environment and the potential first-, second-, 
and third-order effects of its own choices on the efforts of those 
above, below, and on the strategist’s own level. 
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5. Strategy creates a security dilemma for the strategist and other 
actors. Any strategy, once known or implemented, threatens the 
status quo and creates risk for the equilibrium of the strategic 
environment.81 The strategist must determine if the end justifies 
the risks of initiating action, and other actors must decide whether 
to act and in what manner.


6. Strategy is founded in what is to be accomplished and why it 
is to be accomplished. Strategy focuses on a preferred end state 
among possible end states in a dynamic environment. It provides 
direction for the coercive or persuasive use of the instruments of 
power to achieve specified objectives, thereby creating strategic 
effects leading to the desired end state. The strategist must 
comprehend the nature of the strategic environment, the policy, 
and the nation’s aggregate interests to determine what strategic 
effect is necessary before proper objectives can be determined.


 7. Strategy is an inherently human enterprise. It is more than an 
intellectual consideration of objective factors. The role of belief 
systems and cultural perceptions of all the players is important 
in the development and execution of strategy.


8. Friction is an inherent part of strategy. Friction cannot be 
eliminated, but it can be understood and accounted for to a 
greater or lesser extent.


9. Strategy focuses on root purposes and causes. This focus makes 
strategy inherently adaptable and flexible. Strategy learns from 
experience and must be sufficiently broad and flexible in its 
construction to adapt to unfolding events and an adversary’s 
countermoves. Strategy’s focus on root causes and purposes 
ensures that direction of subordinate levels is sufficiently broad 
to be adaptable and flexible.


10. Strategy is hierarchical. Just as strategy is subordinate to policy, 
lower levels of strategy and planning are subordinate to higher 
levels of strategy. The hierarchical nature of strategy facilitates 
span of control. 


11. Strategy exists in a symbiotic relationship with time. Strategy must 
be integrated into the stream of history; it must be congruous with 
what has already happened and with the realistic possibilities of 
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the future. Small changes at the right time can have large and 
unexpected consequences. Consequently, an intervention at an 
early date has greater effect at less cost than a later intervention. 
Strategy is about thinking and acting in time in a way that is 
fundamentally different from planning.


12. Strategy is cumulative. Effects in the strategic environment are 
cumulative; once given birth, they become a part of the play of 
continuity and change. Strategies at different levels interact and 
influence the success of higher and lower strategy and planning 
over time. 


13. Efficiency is subordinate to effectiveness in strategy. Strategic 
objectives, if accomplished, create or contribute to creation of 
strategic effects that lead to the achievement of the desired end 
state at the level of strategy being analyzed. In that way, they 
ultimately serve national interests. Good strategy is both effective 
and efficient, but effectiveness takes precedence over efficiency. 
Concepts and resources serve objectives without undue risk of 
failure or unintended effects.


14. Strategy provides a proper relationship or balance among the 
objectives sought, the methods used to pursue the objectives, and 
the resources available. In formulating a strategy, the ends, ways, 
and means are part of an integral whole and work synergistically 
to achieve strategic effect at that level of strategy, as well as 
contribute to cumulative effects at higher levels. Ends, ways, 
and means must be in concert qualitatively and quantitatively, 
internally and externally. From the synergistic balance of ends, 
ways, and means, the strategy achieves suitability, acceptability, 
and feasibility.


15. Risk is inherent to all strategy. Strategy is subordinate to 
the uncertain nature of the strategic environment. Success is 
contingent on implementation of an effective strategy—ends, 
ways, and means that positively interact with the strategic 
environment. Failure is the inability to achieve one’s objectives, 
the thwarting of achievement of one’s objectives by other actors 
or chance, or the creation of unintended adverse effects of such 
magnitude as to negate what would otherwise be regarded as 
strategic success.
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Ends, Ways, Means.


 Strategy is expressed in terms of ends, ways and means. Ends, 
ways, and means that lead to the achievement of the desired end state 
within acceptable bounds of feasibility, suitability, acceptability, and 
risk are valid strategies for consideration by the decisionmaker.
 Objectives (ends) explain “what” is to be accomplished. They 
flow from a consideration of the interests and factors in the strategic 
environment affecting the achievement of the desired end state. 
Objectives are bounded by policy guidance, higher strategy, the 
nature of the strategic environment, the capabilities and limitations of 
the instruments of power of the state, and resources made available. 
Objectives are selected to create strategic effect. Strategic objectives, 
if accomplished, create or contribute to creation of strategic effects 
that lead to the achievement of the desired end state at the level of 
strategy being analyzed and, ultimately, serve national interests. In 
strategy, objectives are expressed with explicit verbs (e.g., deter war, 
promote regional stability, destroy Iraqi armed forces). Explicit verbs 
force the strategist to consider and qualify what is to be accomplished 
and help establish the parameters for the use of power.
 Strategic concepts (ways) answer the big question of “how” 
the objectives are to be accomplished by the employment of the 
instruments of power. They link resources to the objectives by 
addressing who does what, where, when, how, and why, with the 
answers to which explaining “how” an objective will be achieved. 
Since concepts convey action, they often employ verbs in their 
construction, but are actually descriptions of “how” the objective of 
a strategy is to be accomplished. Strategic concepts provide direction 
and boundaries for subordinate strategies and planning. A strategic 
concept must be explicit enough to provide planning guidance to 
those designated to implement and resource it, but not so detailed 
as to eliminate creativity and initiative at subordinate strategy and 
planning levels. Logically, concepts become more specific at lower 
levels.
 Resources (means) in strategy formulation set the boundaries for 
the types and levels of support modalities that will be made available 
for pursuing concepts of the strategy. In strategy, resources can be 
tangible or intangible. Examples of the tangible include forces, people, 
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equipment, money, and facilities. Intangible resources include 
things like will, courage, spirit, or intellect. Intangible resources are 
problematic for the strategist in that they are often immeasurable or 
volatile. Hence, intangible resources should always be suspect and 
closely examined to determine whether they are actually improperly 
expressed concepts or objectives. The rule of thumb to apply is that 
resources can usually be quantified, if only in general terms. The 
strategist expresses resources in terms that make clear to subordinate 
levels what is to be made available to support the concepts. 


Validity and Risk.


 Strategy has an inherent logic of suitability, feasibility, and 
acceptability. These would naturally be considered as the strategy is 
developed, but the strategy should be validated against them once it 
has been fully articulated. Thus, the strategist asks:


Suitability—Will the attainment of the objectives using the instruments 
of power in the manner stated accomplish the strategic effects desired?


Feasibility—Can the strategic concept be executed with the resources 
available? 


Acceptability—Do the strategic effects sought justify the objectives 
pursued, the methods used to achieve them, and the costs in blood, 
treasure, and potential insecurity for the domestic and international 
communities? In this process, one considers intangibles such as national 
will, public opinion, world opinion, and actions/reactions of U.S. allies, 
adversaries, and other nations and actors. 


 The questions of suitability, feasibility, and acceptability as 
expressed above are really questions about the validity of the 
strategy, not risk. If the answer to any of the three questions is “no,” 
the strategy is not valid. But strategy is not a black and white world, 
and the strategist may find that the answer to one or more of these 
questions is somewhat ambiguous. 
 Risk is determined through assessment of the probable 
consequences of success and failure. It examines the strategy in its 
entire logic—ends, ways, and means—in the context of the strategic 
environment, and seeks to determine what strategic effects are created 
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by the implementation of the strategy. It seeks to determine how 
the equilibrium is affected and whether the strategic environment is 
more or less favorable for the state as a result of the strategy. Risk is 
clarified by asking:
 • What assumptions were made in this strategy, and what is 


the effect if any of them is wrong?
 • What internal or external factors were considered in the 


development of the strategy? What change in regard to these 
factors would positively or adversely affect the success or 
effects of the strategy?


 • What flexibility or adaptability is inherent to the components 
of the strategy? How can the strategy be modified and at what 
cost?


 • How will other actors react to what has been attempted or 
achieved? How will they react to the way in which the strategy 
was pursued?


 • What is the balance between intended and unintended 
consequences?


 • How will chance or friction play in this strategy? 
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VI. CONCLUDING THOUGHTS


Power is a means, not an end.82


 Good strategy development requires the military professional 
to step out of the planning mindset and adopt one more suited for 
strategic thinking. In the strategic mindset, the professional military 
strategist embraces the complexity and chaos of the strategic 
environment and envisions all its continuities and possibilities in 
seeking to create favorable strategic effects in support of national 
interests. From an accurate analysis of the strategic environment, 
the strategist determines the threats to and opportunities for the 
advancement or protection of these interests. From policy, the 
strategist receives the political leadership’s vision, guidance, and 
priorities of effort in regard to interests. Thus, in constructing a 
valid strategy, the strategist is bounded by the nature of the strategic 
environment, the dictates of policy, and the logic of strategy. The 
strategist is responsible for mastering the external and internal 
facets of the strategic environment, adhering to policy or seeking 
change, and applying the logic of strategy to strategy formulation. 
He articulates the strategy in the rational model of ends, ways, and 
means; but leadership remains responsible for the decision to execute 
the strategy.
 Good strategy demands much of the strategist. The strategist 
must be a constant student of the strategic environment, both 
externally and internally. He must be emerged in the events of today 
while aware of the legacies of the past and the possibilities of the 
future. In one sense, the strategist must sort through an arena of 
cognitive dissonance to arrive at the “real” truth. The real truth best 
serves interests and policy in the long run; the strategist must reject 
the expedient, near-term solution for the long-term benefit. The 
strategist intervenes through action or selected nonaction to create 
a more favorable strategic environment. In this process, everything 
has meaning, and everything has potential consequences. The 
strategist cannot be omniscient, but the strategist can be open and 
aware—open to the possibilities and aware of the consequences. If 
the strategist is sufficiently open and aware, he can anticipate the 
future and formulate successful strategy. If in practice the strategist 
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is not immersed in uncertainty and ambiguity and examining 
the context of the past, the emerging events of today, and the 
possibilities of tomorrow, he is probably not doing strategy—but 
rather planning under the label of strategy. Thus, the proper focus 
of strategy is to clarify and exert influence over the VUCA of the 
strategic environment in order to create strategic effects favorable to 
the policy and interests of the state. This is done by articulation of 
ends, ways, and means that create the desired strategic effect. 
 Strategy is neither simple nor easy. Nothing in this “little book” 
should suggest either. Strategic thinking is difficult because it 
deals with the incredible complexity and unpredictability of the 
strategic environment. Its essence is to simplify this complexity and 
uncertainty—the VUCA—in a rational expression of ends, ways, and 
means so that planners can create a degree of certainty and a more 
predictable outcome. In this regard, it bounds planning but does 
not unnecessarily restrict the planner. Nor should anything in this 
monograph suggest that strategy is vague or imprecise. The complex 
and ambiguous must be reduced and made clear without loss of 
understanding of the comprehensiveness of interaction within the 
strategic environment. Strategy seeks great clarity and precision in 
developing and articulating objectives and concepts—but it does this 
in a manner appropriate to the strategic level. The logic of strategy 
requires that these be expressed in terms that allow for flexibility 
and adaptation; thus they do not unnecessarily confine innovation 
and initiative at subordinate levels. This requirement reinforces the 
need for clarity of thought and word so that strategic purpose and 
direction are evident.
 Relative success is the product of good strategy: relative to 
objectives; relative to “current” reality; relative to the future; relative 
to risk; relative to costs; and relative to adversaries and allies. Strategy 
should be precise and clear its articulation, but it is anticipatory—
not predictive. The future changes as it unfolds because the strategic 
environment is dynamic. Core interests remain over time, but their 
expression in regard to strategic circumstances changes with time. 
Once implemented, strategy by definition changes the fundamental 
conditions and perspective generating it and is at risk in some part. 
Thus, strategy can be measured relatively against its objectives and 
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the strategic effect they seek to produce, but it cannot guarantee the 
future. The future situation is always the product of more than the 
sum of the parts of a given strategy.
 The theory of strategy teaches the military professional “how to 
think” about strategy, not “what to think” for a strategy. It educates 
his mind and disciplines his thinking for the environment that 
confronts him as a strategic leader, practitioner, and theorist so he 
can serve the nation well. So armed, the professional is prepared to 
develop, evaluate, and execute strategy appropriate for his place 
and time. Strategy formulation and terminology are less pure in 
execution than in their original conception. “Strategic planning” 
and other such “strategic labeling” are commonplace, and zealous 
advocates of various concepts and practices often seek to co-opt 
such terms to gain visibility. The professional should be neither 
seduced nor distracted by these manipulations but remain focused 
on strategy proper—never confusing strategy with planning nor the 
strategic level of war with the others. In this way, the professional’s 
formulation, evaluation, and execution of strategy will adhere to 
strategy’s logic, and his advice and recommendations will fully 
support policy in achieving the desired end state. 
 And, finally, strategy formulation is not the domain for the 
thin of skin or self-serving. Detractors stand ever ready to magnify 
a strategy’s errors or limitations. Even success is open to criticism 
from pundits who question its role, methods, or continued validity. 
Furthermore, strategy achieves strategic consequences by the 
multiorder effects it creates over time—always a point of contention 
in a time-conscious society that values quick results and lacks 
patience with the “long view.” In the end, it is the destined role of 
the strategist to be underappreciated and often demeaned in his 
own time. Consequently, strategy remains the domain of the strong 
intellect, the life-long student, the dedicated professional, and the 
invulnerable ego.
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Foreword


Airmen and Airpower Advocates:


As the 23rd Secretary of the United States Air Force, I enter each day both prouder and more 
humble than the day before.  The unparalleled courage, commitment, and creativity our Airmen 
exhibit in overcoming the challenges we face daily leave even the most ardent skeptics optimistic 
about the future.  As we proudly serve in the world’s greatest Air Force, the Chief of Staff and 
I have a responsibility to prepare the institution for the path ahead to ensure we can continue to 
provide effective and responsive Global Vigilance —Global Reach—Global Power for America 
well into the future.  With this in mind, I wholeheartedly endorse this “Call to the Future,” and 
commend it to every Airman as our strategic path for the next 30 years.


From the moment I took this office, I have doggedly pursued my three priorities, and will do 
so until my last day in office.  However, I know the issues will last beyond my tenure and are 
therefore woven into the key themes and vectors contained in this document.  While we work 
today to develop and care for Airmen and their families, this strategy lays the path for developing 
the structure, strengthening the culture, and creating development opportunities that will attract 
tomorrow’s Airmen and families.  Balancing readiness and modernization is a perpetual dilemma, 
but especially so with some of our current paradigms.  This strategy challenges our Air Force to 
forge ahead with a path of strategic agility—breaking paradigms and leveraging technology just as 
we did at our inception.  This will provide the ability to field the full-spectrum capable, high-end 
focused force of the future.  Finally, making every dollar count to ensure a credible and affordable 
force is also enabled through agility—in the way we acquire and field weapon systems as well as 
through taking a multi-domain approach to our core missions.  


This document is not only a call to the future, but indeed a call to action.  The words contained 
within do not advocate a “stay the course” mentality.  Rather, they challenge us—all of us—to show 
the courage to change in the face of uncertainty, all the while strengthening the many advantages 
we currently enjoy.  Luckily, we don’t have to bear the full burden of flying solo on this journey 
into the future.  We are blessed with tremendous teammates—from OSD, Congress, industry, joint, 
interagency, international partners, and others.  Strengthening those partnerships will provide the 
mutual support we need to boldly step into the future and shape our own destiny.  We are ever 
mindful that we don’t pursue this destiny for the greater glory of our Air Force.  We are first and 
always a service, and we are only successful if what we provide appropriately contributes to the 
security of this great Nation.  This document sets the course, and I look forward to leading—but 
more importantly, serving with—our outstanding Airmen on this journey.  


 DEBORAH LEE JAMES
 Secretary of the Air Force
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Foreword


Airmen and Airpower Advocates:


Over the past 18 months, we released two foundational documents to help us define the United 
States Air Force for the twenty-first century.  The first, America’s Greatest Air Force – Powered by 
Airmen, Fueled by Innovation, describes who we are—an exceptional team of innovative Airmen, 
grounded in our Core Values, superbly trained and equipped to execute our five core missions.  The 
second document, Global Vigilance, Global Reach, Global Power for America, describes what 
we do.  Understanding the importance of airpower now and well into the future, this paper details 
our core missions and how—through the skill, commitment, dedication, and leadership of our 
Airmen—we provide enduring contributions to American security.  


Building upon “who we are” and “what we do,” this Strategy provides a general path of “where we 
need to go” to ensure our Air Force meets the needs of our great Nation over the next 30 years.  This 
is an aspirational document, providing an “over the horizon” sight picture and delivering strategic 
vectors that describe how the Air Force needs to look and act as we move towards a dynamic future.  
This long look guides the 20-year Strategic Master Plan, which identifies priorities, goals, and 
objectives that align our planning activities with strategic vectors to produce a resource-informed 
20-year planning force.  This Strategic Master Plan gives us the opportunity to reassess the 
environment, adjust strategic vectors based on the predicted changes, and make course corrections 
before decisions arrive within the budget horizon.  Through an annual Planning Choices event, we 
will update this planning force, putting particular emphasis on balancing the next 10 years in light 
of fiscal projections.


This Strategy is not just about resources and investment choices.  In fact, our ability to thrive in 
the future environment and provide responsive and effective Global Vigilance—Global Reach—
Global Power is as much about our structure, people, and processes as our purchases.  Uncertainty 
will always accompany strategy development, and the rate at which the strategic environment can 
shift complicates the task even further.  As the pace of change across the globe quickens, many of 
our processes and paradigms will be made obsolete.  The Air Force’s ability to continue to adapt 
and respond faster than our potential adversaries is the greatest challenge we face over the next 
30 years.  We must pursue a strategically agile force to unlock the innovative potential resident in 
our Airmen and turn a possible vulnerability into an enduring advantage.  We owe it to our Airmen, 
our Air Force, and our Nation. 


 MARK A. WELSH III
  General, USAF
  Chief of StaffUSAF 


CHIEF OF STAFF
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Introduction
Any Air Force which does not keep its doctrines ahead of its equipment, 


and its vision far into the future, can only delude the nation into a false sense of security


     General Henry H. “Hap” Arnold
Commanding General, USAAF


November 1945


Though General Arnold penned those words nearly seven decades ago, they remain relevant today.  In fact, that time in 
history parallels our own in many ways.  In 1945, the United States had just emerged from a sustained conflict and was 
engaged in an international environment that required our continual global leadership.  The military was drawing down in 
the wake of the defeat of the Axis powers.  All of this was occurring as the clouds of an uncertain and potentially dangerous 
future were gathering.  Then, like now, some things were crystal clear.  Among them, that force will remain an essential 
component of national security, and that airpower possesses unique and desirable attributes as a form of military power.  
General Arnold recognized looking forward – well forward – was the best way to own the uncertain future and avoid being 
a prisoner of it.   We can neither ignore the immediate challenges, nor be consumed by them.  Instead, we must set a course 
that navigates beyond the existing obstacles and steps boldly into the future. 


Any coherent path to the future must begin with a single common, clear understanding of purpose.  Our purpose is to ensure 
the Air Force can always provide responsive and effective Global Vigilance—Global Reach—Global Power.  These are 
what we deliver to the nation in peacetime and war.  We are the globally responsive force – always ready.  We measure our 
responsiveness in minutes and hours, not weeks or months.  We deliver these contributions through unmatched execution 
of our five core missions: air and space superiority; intelligence, surveillance, and reconnaissance; rapid global mobility; 
global strike; and command and control.  Though the portfolios within these mission sets have expanded to include the 
space and cyberspace domains, the heart of these missions remains unchanged since President Truman assigned them in 
1947.  Courageous Airmen have forged the evolution and refinement of these core missions with their blood and sacrifice, 
ensuring they will endure long into the future.


The effects our Airmen create through our five core missions are the prerequisite for successful joint operations.  In some 
cases, this is through the precision of a strategic strike, the protective umbrella of air superiority, or the unseen persistence 
of our space constellations.  Our reliable rapid global mobility shrinks the planet, and our dominant ISR capabilities enhance 
awareness for joint force commanders.  The connective tissue of our preeminent command and control provides unmatched 
integration of joint forces.  Whether we are in a leading or supporting role, every service needs something from the US Air 
Force to succeed.  Put simply, our capabilities underwrite our nation’s security.  This is a responsibility we value, and will 
always hold sacred.


With Global Vigilance—Global Reach—Global Power as our underlying purpose, the aim of this document is to project 
into the future – considering global trends and the environments they might create – to generate future opportunities for us 
to exploit while ensuring we take steps to overcome the greatest threats along the way.  This is as much art as science to be 
sure, but a necessary exercise and one we owe to those who will follow us.
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Strategic Context
The Emerging Global Environment


While any attempt to describe the world thirty years in the future will inevitably come up short, emerging global trends 
help establish a context to inform strategic choices.  For our purpose, we anticipate several overarching trends shaping the 
environment in which the Air Force will operate.  More broadly, these four trend areas highlight national security challenges 
that airpower is well suited to address. 


An increasing number of rapidly emerging technological breakthroughs will yield 
more opportunities for geostrategic game-changers.  For example, the maturation of 
hydraulic fracturing technology (“fracking”) has fundamentally altered the global 
energy equation.  The portability of information-sharing technology has enabled 
disaggregated communities to self-organize and threaten unstable governments.  As 
the future unfolds, an increased awareness of the opportunities and threats created by 
disruptive technological change is vital, particularly the implications these changes 
have for geopolitical balance.


New technologies will also provide opportunities to quickly alter the economic 
fortunes of a country or a region, solving existing problems while generating 
new ones.  A resulting imbalance in global economic growth, coupled with global 
interdependence and increasing resource demands of rising powers will make 
geopolitical instability the second trend we can expect to endure over the coming 
decades.  Nuclear proliferation will continue to complicate the international power balance.  As power centers shift, our 
ability to leverage specific partners and dissuade specific adversaries will have a shorter lifespan.  While the United States 
will strive to remain first among equals, other nations will rise to challenge global powers and achieve near-peer status.  
Therefore, preparing for a threat based solely on current geopolitical realities will be insufficient.


The range of potential adversaries and missions will broaden due to rising geopolitical instability, resulting in a wide range 
of operating environments in which the Air Force will execute its missions.  The proliferation of long-range precision strike 
weapons will allow any location on earth to be held at risk, creating global engagement zones; and airspace will be contested 
by increasingly advanced integrated air defense systems.  On the opposite end of the spectrum, developing countries in low-
infrastructure areas will struggle to provide their populations with basic necessities.  This environment fosters instability 
which will inevitably lead to humanitarian crises and lawless areas where illicit groups and individuals can thrive.


Increasing importance and vulnerability of the global commons will also shape the environment of the next 30 years.  The 
air domain is recognized as an indispensable medium for personnel travel, and the global percentage of high-value cargo 
movement by air continues to rise – it’s currently at 35%.  Space will continue as a vital domain for the global economy, 
as it provides critical communications; position, navigation, and timing data; and imagery that have opened the door to 
remarkable advancements.  We can expect this domain to become further congested, and be contested by ever-increasing 
counter-space capabilities.  Cyberspace will only grow as the recognized domain through which critical information must 
flow at ever-increasing volume and speed.  As the global community increases its dependence on access to these commons 
and freedom within them, their vulnerabilities will invite actions with potentially disastrous worldwide consequences.  
Accordingly, the demand for ensuring confidence in the integrity of these commons will increase in the years ahead. 
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The Challenge
The four strategic trends of the emerging global environment warrant scrutiny, but there is a characteristic common to all 
that multiplies their significance – speed.  The pace of change has quickened substantially since the Air Force’s inception, 
but it has picked up most dramatically over the last two decades.  We believe rapid change is the new norm and has 
serious implications for the Air Force.  The pace at which disruptive technologies may appear and proliferate will result 
in operational advantages that are increasingly short-lived.  Dynamic and increasingly frequent shifts in the geopolitical 
power balance will have significant implications for basing, posture, and partner capabilities that may favor flexibility 
over footprint.  Similarly, more rapid changes that challenge access through – and freedom within – the air, space, and 
cyberspace commons will demand continual attention and emphasis on identifying multiple domain options rather than 
robust approaches within a single domain. 


Uncertainty has always been a part of strategy development, and though we 
anticipate the pace of change to continue unabated through the next 30 years, 
rapid change need not be a threat.  While it will clearly be a vulnerability to 
those unable to adapt, it also becomes an enduring advantage to the agile.  The 
Air Force’s ability to continue to adapt and respond faster than our potential 
adversaries is the greatest challenge we face over the next 30 years.


Meeting that challenge will require honest, recurring self-critique, and a 
willingness to embrace meaningful, perhaps even uncomfortable change.    
To their great credit, our Airmen – adaptive and resilient – are bridging the 
widening gap between the dynamic 21st-century environment and our 20th- 
century bureaucracy.  Their initiative and perseverance allow us to succeed 
in our mission despite sluggish process and cumbersome structure that can 
engender rigid thinking and stifle the creativity and innovative spirit we seek to 
champion.  We must commit to changing those things that stand between us and our ability to rapidly adapt.  We owe our 
Airmen and our nation an institution that can unlock our potential to thrive in the environment ahead.


To capitalize on this increasingly dynamic environment, the Air Force must aggressively pursue a path toward institutional 
strategic agility.   In the context of this strategy, the term “agility” is meant to capture the attributes of flexibility, adaptability, 
and responsiveness.  Flexibility is an enduring attribute of airpower; and adaptability – of our Airmen, organizations, 
operational concepts, and weapon systems – has long underwritten that flexibility.  It is the element of speed – the pace of 
change – that drives the imperative for agility.  This implies anticipation over reaction, shaping over responding.  “Strategic” 
in this context refers to the national security implications of how we organize, train, equip, and employ our Air Force.
  
Embracing strategic agility will enable us to “jump the rails” from our current path of 20th-century, industrial-era processes 
and paradigms.  It is foundational to our ability to continue providing the United States with effective security and influence 
through Global Vigilance—Global Reach—Global Power beyond 2045.


“The quickening pace 
shouldn’t generate the  
belief that the tide of events is 
beyond your control. No, you 
should be confident that with 
wisdom, responsibility, and 
care you can harness change 
to shape your future.”


 -President Ronald Reagan
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The Air Force We Need
Agile and Inclusive


Agility is the counterweight to the uncertainty of the future and its associated rapid rate of change.  We learned 
from sequestration that our brittle system often leads to suboptimal decisions that are difficult to reverse.  Huge, long-term 
programs limit our options; we are too often left with “all or nothing” outcomes and “double or nothing” budget decisions.  
We must transform into a more agile enterprise to maintain our edge in the emerging environment and leverage the full 
innovative potential resident in all our Airmen.  This characteristic must permeate every level of our Air Force, but the 
requirement is particularly acute in the following areas: 


Development and Education
Innovative Airmen power the Air Force, and their development starts the day they enter the service.  Though we are 
often viewed as the service most associated with technology, we know that our ability to recruit and retain exceptional 
Airmen is the cornerstone of our business.  Historically, we have enjoyed great success in recruiting high quality people 
into our force, but we can ill afford to assume that the methods of the past will be sufficient in the future.  As we look 
to the dynamic environment ahead, we must identify and recruit those who possess the character, skills, education, and 
aptitude to thrive in this setting.  These are not only technical skills, but also critical thinking, adaptive behavior, and 
diversity of thought.  Identifying those traits will require a more nuanced approach, but if we are to develop Airmen to 
effectively lead the Air Force into the future, we must start with the right “raw material.”


Developing the Airmen of the future will also entail maturing 
them along career paths that may not follow the well-trodden 
ones of old.  Our model of twenty years of continual service 
in the same “company” is a 20th-century construct that is 
not widely replicated in the private sector.  Without a more 
creative concept for continuum of service, we may find 
ourselves out of step and face more difficulty retaining the 
creativity and innovation in leadership we will require at 
all levels.  For example, breaks in service – or transitions 
between full-time and part-time – need not be punitive in the 
advancement of our future Airmen.  Rather, the experience 
they gain during their time out of uniform should be 
recognized for the broader perspective it delivers.  Similarly, 


we must commit to a career development model that provides those in specialized career fields with incentives and 
promotion opportunities on par with those in more mainstream disciplines.  This will require a more sophisticated, 
tailored approach – one more complex to be sure.  However, the reward will be a new breed of Airmen and leaders 
who exhibit diverse ways of thinking and collectively provide the foundation of a more innovative Air Force culture.  


To maintain superior agility in the future, the education and training of our Airmen must be relevant and responsive.  The 
Air Force must embrace the concept of life-long learning, which draws meaningful connections between the discrete 
educational experiences throughout a career.  The science of education is changing before our eyes, and we can expect 
that our children will receive a fundamentally different experience in primary education than we did.  For example, 
information technology is producing new delivery methods that can tailor the pace of study in different subjects to the 
students’ strengths and weaknesses, ensuring more effective learning through their continuum of education. The Air 
Force must mirror the new content and delivery methods that are becoming available to our youth.  Failure to do so can 
yield “negative learning” and slow the development of our Airmen. 


     “Education and training are the foundation of our 
       airpower advantage.”
 -Air Force Vision
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Capability Development
In an environment where rapid change is a fact of life, our current capability development paradigm is inadequate.  
Large, complex programs with industrial-era development cycles measured in decades may become obsolete before 
they reach full-rate production.  The system is cumbersome, as the cost and complexity of these large programs 
draw additional layers of oversight and scrutiny.  We must begin designing agility into capability development 
now.  Doing so will require an ever-closer relationship between our Science & Technology (S&T), acquisition, and  
requirements disciplines.  
 


A commitment to capitalize on the most promising S&T breakthroughs 
will expand the aperture when we consider future capabilities.  We must 
couple this commitment with a requirements process and acquisition 
system that accommodates more frequent “pivot points” – opportunities 
to modify or abandon a program during its life cycle – and harnesses rapid 
prototyping to reduce resources required to bring a design idea into service.  
Such a system will provide the flexibility to address evolving challenges in 
multiple ways.  At some points, technology will drive the development of 
new concepts, and in other cases the reverse may be true.  Regardless, the 
ability to integrate the best technological advances in stride, and abandon 
underperforming elements of a system will accelerate development of the 
capabilities we need to maintain our edge into the future.


To the extent that our current policies and regulations can be modified to change the paradigm from large, complex 
programs rife with crippling interdependencies to programs with simple, severable components, open architectures, 
and more distributed participation, we will enact those changes.  We will improve our ability to orchestrate the 
development and integration of distinct elements of a capability.  The new disciplines required of our Air Force are that 
of integrator and synchronizer – directing how and when the elements must fit together.  As we increasingly elevate 
affordability as a key attribute of future acquisitions, we should look to the commercial industry for insights.  The profit 
motive that drives the private sector forces increased competition--along with innovative acquisition and development 
processes--into business models as a matter of survival.  We will carefully evaluate these practices for application in 
our procurement processes.  By building systems that are capable, affordable, and exportable, we can simultaneously 
strengthen our defense capabilities at lower cost and create greater transparency and interoperability with our most 
trusted allies and partners.  For those areas in which external policies, regulations, or laws restrict this effort, we will 
aggressively advocate and pursue the relief required to enable greater agility.


Operational training and employment
As we develop new capabilities, we must be prepared to field them as soon as they are safe and effective.  Including 
modularity in our development will enable us to more easily integrate early operational discoveries and shrink the 
time horizon between system inception and system maturity.  An effective weapon system in the hands of innovative 
Airmen is incredibly powerful.  Those who operate the systems in the field continue to discover uses that designers 
never imagined.  We must strengthen this feedback loop, and rapidly validate operating concepts developed in the field 
and disseminate them force-wide.  We will create the operations and training environment that preserves the standards 
and discipline that have made us the best-trained force in history, but also provide the climate for innovation to thrive 
and push the very best tactics, techniques, and procedures into execution more rapidly.


We must also pursue ways to streamline the transition to mission readiness along the spectrum of conflict.  We have 
suffered the effects of necessarily focusing on one mission set for a sustained period of time, and the resulting difficulty 
of returning to “full-spectrum” readiness.  As we design systems and concepts in the future, we must do so with an eye 
toward the challenge of gaining and maintaining sufficient readiness across all of our mission sets in minimum time.  
Equally important, we must seek to drive down costs.  Looking for commonality in training elements will enhance 


“...for our national security 
in a period of rapid change 
will depend on constant 
reappraisal...on alertness to  
new developments, 
on imagination and 
resourcefulness, and new 
ideas.”


         -President John F. Kennedy
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this effort. One of the more promising paths to agility in 
operational training and readiness is in the area of Live— 
Virtual—Constructive training.  Technological advances 
have moved simulation well-beyond the rudimentary motion 
and visual displays designed to augment procedural and 
navigation training, and now enable integrated and linked 
training between geographically separated simulators.  Free 
from the constraints of the physical realm, we can develop 
virtual environments – airspace, ranges, etc. – that deliver 
robust, realistic training against existing threats as well as 
those we anticipate in the future.  These environments can 
serve as the proving ground for multi-domain operations 
and a laboratory for assessing emerging capabilities.  The 
integration of this virtual environment with physical systems will expand opportunities to include complex mission 
employment scenarios – currently reserved for episodic and costly exercises.  Virtual systems also carry with them a 
different operations and sustainment paradigm.  Much of the cost associated with these systems is in the supporting 
infrastructure.  Consequently, by applying modularity to our concept for virtual training systems, we can develop 
simulation platforms that can be “removed and replaced” into a common architecture.  Such a construct will provide 
training flexibility and offer the opportunity for regional simulation centers, mitigating the cost of building multiple, 
duplicative structures at every installation.


Organizations
We must exploit advances in automation to create a leaner, more efficient force.  We can increase our organizational 
productivity by taking full advantage of the opportunities afforded by technology.  Virtual tools and collaborative 
environments currently in existence offer the promise of efficiency in administrative work and decision support across 
multiple organizations.  We must commit to new processes and organizational behavior necessary to realize those 
efficiencies.  These processes can lead to faster decision making without sacrificing quality.  The future organization 
must enable the Air Force to push decisions and execution to the lowest informed level in the chain of command.  The 
goal is flatter and more agile organizations that minimize administrative drag and maximize combat power.


One universal truth about successful innovation is that it is inextricably linked to the risk of failure – and cannot 
truly exist without it.  A key goal of an organization striving to innovate is to lower the cost of failure, and ensure 
that each failure results in learning on the journey to eventual success.  By driving timelines, cost structures, and 
architecture toward smaller, simpler programs, we can distribute risk and provide opportunities for innovation in 
capabilities development.  Similarly, incentivizing smart risk-taking and rewarding constructive failure in our Airmen 
lowers the barrier within organizations for new ideas.  This philosophy will surely become a catalyst for innovation, 
and ultimately provide better answers to future national security challenges. 


The creation of an agile Air Force is a long-term and deliberate process that will require sustained discipline and energy.  
This is an area in which we cannot merely dabble – we must fully commit ourselves to all aspects of this endeavor.  Success 
in one area strengthens the others, and the shortcomings of one will propagate throughout the enterprise.  The ability to make 
these changes also hinges on the Air Force’s ability to build a stronger team – inclusive of all relevant parties.


Inclusiveness – “None of us is as smart as all of us.”  
Simply stated, inclusiveness is about harnessing every possible resource to ensure we are delivering the world’s most 
powerful Air Force – something the nation expects and deserves.  Tremendous capacity exists within and outside of our Air 
Force that needs to be woven into our fabric as we move forward.  Three key ways of making this happen are strengthening 
the structure of the Air Force team, ensuring a character-based, diverse culture, and developing robust partnerships outside 
our Air Force. 
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Air Force Structure
Throughout the history of the all-volunteer force, the barriers between the reserve and active components of the Air 
Force have become more permeable.  We have evolved from a position of strategic reserves called upon for increased 
capacity to the current reality in which all components are fully engaged and operationally indistinguishable.  Through 
this evolution, the Total Force has become stronger.  It can – and must – be stronger still.


Put simply, our goal is to render obsolete the need for the term “Total Force”  – but maintain its premise.  This can only 
be considered a success when the lines have blurred sufficiently to optimize Active, Guard, and Reserve contributions 
(both uniformed and civilian) to the Air Force mission, while recognizing and leveraging their unique characteristics.  
As an example, right now the enduring relationship between the Airmen in the Air National Guard and Air Force 
Reserve and their community and political leaders is a strength of the reserve component.  In the future, this needs 
to be well-understood as a strength of the Air Force as a whole.  We are the US Air Force – making each of us strong 
makes all of us strong.


When we are functioning as one Air Force, the structure across 
Active, Guard, Reserve and civilian elements of the Air Force 
provides increased agility.  When we seek to make optimal force 
structure choices between the active and reserve components, we 
make those decisions within a particular strategic context.  As the 
context changes, so do the values of the elements of that force mix 
equation – access, cost, tempo, readiness, etc.   We will continue to 
look to our innovative Airmen to develop creative ways to access the 
force structure and optimize it to meet changing mission demands.  
But we also need to work with OSD, the National Guard Bureau, 
state leaders, and the Congress to remove any legal or policy barriers 
to making common sense decisions on the best operational use of 
the reserve component in the future.  


Air Force Culture
Strengthening the Air Force culture requires capitalizing on the diversity that has made our service so successful, and the 
attributes that have drawn Americans to serve.  Diversity of thought, enabled by an organization of innovative Airmen 
who represent and are valued for differing backgrounds, cultures, experiences, and highly-specialized competencies 
contribute to the greater agility we seek.   


The Air Force culture that embraces diversity will also fiercely protect character and leadership as its foundational 
attributes.  They will keep us on course in an uncertain and dynamic environment.  We will vigorously develop and 
reinforce these attributes, emphasizing our Core Values, the importance of dignity and respect in the workplace, and 
a true appreciation of the contributions of all Airmen to our mission.  The Air Force must also clearly demonstrate its 
purpose and culture to a broader audience in American society.  By telling the rich story of Air Force heritage, mission, 
and culture, more Americans will be drawn to serve as Airmen.  One of the greatest sources of strength of this country 
is our diversity, and so it should be for our Air Force.    


Partnerships
A strong and diverse Air Force can expand beyond its membership, creating a community of Airmen and supporters that 
spans the world.  We can only leverage the wisdom and perspective outside of our own service if we actively engage 
in enduring and meaningful relationships.  To that end, we will emphasize developing and sustaining partnerships in 
the following areas:   
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Strengthen our relationship with Congress.  Congress has the authority and responsibility to provide the resources 
for our national security, and we have the responsibility to provide the coherent, consistent, and transparent 
rationale that underpins our strategic plans and resourcing requests.  Confidence comes with trust, and trust and 
credibility are built through relationships.  We will more conscientiously develop and sustain relationships with 
Congress, and integrate that philosophy into our human capital development.


Expand relationships with think tanks and academia. By teaming with think tanks and academia in a more robust 
manner, we can better collaborate on the leading edge of thought related to our profession, while providing them 
insight to guide their research paths.  Exposure to these diverse perspectives will only enrich our understanding 
of threats and opportunities facing our Air Force.


Develop a broader relationship with industry. A habitual dialogue with industry – at every level – to improve 
understanding of requirements and enhance competition builds a better Air Force-industry team.  Industry is, 
and will continue to be, fertile ground for cutting-edge technological development and organizational agility.  A 
strong relationship will expose and remedy areas in which our processes and rule sets may unintentionally be 
inhibiting industry’s ability to provide us with more creative solutions.  As we continue to strengthen existing 
industry partnerships, we will also seek out non-traditional teams who are leading in the areas of innovation and 
agility.  Partnerships at the senior level should be based upon a shared commitment to solve challenges common 
to both the Air Force and our industry partners, supported by aggressive goals and tangible objectives.


Strengthen the joint and interagency team. Operations in Iraq and Afghanistan have created a level of combat-
earned trust that we must sustain.  As current combat operations wind down, training and exercise opportunities 
that enhance that trust across the joint force are critical.  Our Battlefield Airmen have fought and died beside our 
sister service forces, and through that integration have developed both the enduring relationship and a perspective 
that is indispensable to our Air Force and the nation. 


As a service, we have gained significant experience and learned valuable lessons on leading people and integrating 
capabilities across joint operations.  Our steadfast goal will be to build upon these lessons and weave them into 
our DNA.  This will ensure a more comprehensive understanding of the synergy attained through the integration 
of air, space, and cyberspace capabilities with those of our joint partners.  


In addition, as we expect our operating domains to have increased strategic impact in the 21st-century, Airmen 
will be the most appropriate choice to lead many joint operations.  Leveraging the lessons and experience of the 
current generation of Airmen will be instrumental to success in that joint leadership role.   


The challenges the Air Force will face in a rapidly changing environment will be no less daunting for our 
interagency partners.  Complex security issues will require more creative “whole of government” approaches 
and flexible partnerships.   Remaining in step and aware of the evolving strengths and limitations of the varied 
agencies at all levels of government will be vital to ensure we advance our unique Air Force capabilities in a way 
that best provides for the nation’s defense.


Sustain alliances and strengthen new partnerships. We are a global Air Force with global responsibilities.  Whether 
maintaining long-proven alliances and coalitions or seeking new partnerships, the Air Force must increasingly 
look internationally to effectively deliver Global Vigilance—Global Reach—Global Power.  Partnerships enhance 
deterrence, build regional stability, offset costs, increase capability and capacity, and ensure access.  Indeed, the 
most likely and most demanding scenarios involve the Air Force working in concert with, or leading, coalition 
Airmen.  We must accordingly invigorate our commitment to international like-minded Airmen who can build 
and sustain global partnerships.  The return on purposed, strategic partnering is a growing, more capable team 
of air forces better empowered to provide for their own security, and agile enough to integrate into an effective 
fighting force. 
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Strategic Vectors
for the Future
An agile and inclusive organization better positions our Air Force for success in the uncertain, rapidly changing environment 
of the future.  However, we fully recognize that the pursuit of agility does not relieve us of the responsibility to make 
choices, or lay down investment “bets” on future capabilities.  In fact, agility offers the opportunity to place more bets, 
because they are less costly at their inception and manageable throughout development and employment.  As we determine 
the areas of strategic emphasis, enabled by an agile and inclusive institution, we will narrow our focus to those areas that 
address the more complex challenges and exploit the most promising opportunities we identify on – and perhaps foresee 
over – the horizon.


It is important to note that the following vectors are not intended to be a comprehensive 
representation of our Air Force.  On the contrary, Global Vigilance—Global Reach—
Global Power are three interdependent and mutually reinforcing pillars of our 
contribution to the nation – none more important than the others, and all requiring due 
attention.  In addition, a myriad of support activities form the foundation for those 
pillars – not all referenced in the pages that follow.  However, without a strong and 
dependable foundation, the pillars are of marginal value.  The foundation consists 
of all our Airmen – each contributing in an important and powerful way.  For the 
purpose of this document, the vectors below are intended not to exclude, but to help 
focus as we look to direct our investments, institutional changes, and employment 
concepts into the middle of the 21st-century. 


Provide Effective 21st Century Deterrence
One of the Air Force’s enduring contributions to national defense is maintaining credible and robust strategic 
deterrence.  The sustainment and improvement of the individual nuclear weapons is critical to the success of this 
deterrent stance and warrants continued emphasis.  Improvements in the weapons themselves may offer opportunities 
for better delivery capability, to include modernized bombers and missiles that will ensure our nuclear mission remains 
the bedrock of national security.  The infrastructure that enables our nuclear mission is also a national treasure.  It must 
be recapitalized where necessary and modernized when needed.  The nuclear mission must remain the clear priority of 
Air Force leaders at all levels.


In the 21st-century, a credible nuclear deterrent is still absolutely necessary, 
but not always sufficient.  The future deterrence landscape is exceedingly more 
difficult.  At the very core of any deterrence analysis is the potential adversary’s 
perception of the risk versus the reward of a particular action.  Recent global 
and technological trends have complicated this analysis in several ways.  First, 
the diffusion of information and technology (nuclear, chemical, biological, 
cyber, etc.) has put capabilities with catastrophic consequences into the 
hands of many more actors.  For many of these actors, the threat of a nuclear 
response is not credible, and thus does not enter into their risk/reward calculus.  
In addition, many of these potential adversaries are non-state actors.  In the 
current geopolitical order in which nation states are sovereign, developing a 
credible response to these non-state actors that does not have an escalatory 
effect is challenging.  Another complicating factor is that of attribution – especially in the cyber domain.  The fact that 
virtually any computing device with access to the Internet is a potential weapon offers the perception of anonymity to 
those contemplating acts that can threaten US interests.
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Though this is a broad national security challenge, the Air Force is well suited 
to significantly contribute to the solution.  In the area of attribution, we must 
continue to pursue multi-domain ISR capabilities that can not only identify 
the weapon – be it kinetic or non-kinetic – but also the perpetrators and their 
support networks.  Beyond attribution, a robust global ISR capability provides 
a situational awareness advantage, allowing US leadership more options in 
dealing with, and averting, potential crises.  A modern, globally responsive 
conventional strike capability complements our nuclear arm and not only 
underwrites global deterrence, but assures our allies and partners around the 
world.  Readiness of these forces enhances credibility as a deterrent, and thus 


will continue to be a prominent priority. With these capabilities at the ready, we must also seek to develop a suite of 
response options that are as varied as the motivations of the would-be actors.  These options will be characterized by 
precision and proportionality, and will leverage our capabilities in all three of our Air Force operating domains.  Only 
when we have the recognized capability to attribute and appropriately respond can we truly change the risk/reward 
calculus of the broad range of prospective adversaries and deliver effective deterrence into the future.


One of the most successful deterrence strategies in history was that which ultimately delivered victory in the Cold 
War.  Arguably, the decisive element was the US commitment to a cost-imposing strategy on the Soviet Union.  As we 
seek to develop new capabilities for our Air Force, we will pursue the same strategy, but with a slight twist.  Instead 
of committing vast amounts of national treasure to overwhelm any and all potential adversaries, we will develop 
innovative, lower-cost options that demand high-cost responses.  If it costs markedly less for us to defeat a missile than 
it does for the adversary to build and launch it, the strategic calculus changes significantly.


Maintain a robust and flexible Global  
Integrated ISR capability  
Throughout the history of warfare, the value of information as both a deterrent and a combat advantage has been well 
documented.  The possibilities made available through recent technological advances have elevated the stature of this 
element of national security, and drastically increased the demand for it.  Maintaining the ability to provide an effective 
and vigilant stance through broad-area, global ISR and then rapidly transition to more focused warfighter collection 
requirements demands elasticity in ISR capability.  ISR systems, Airmen, and the necessary intelligence community 
relationships all need to be developed in a way that makes ISR agile and responsive enough to support global and 
theater requirements in a seamless manner. 


Expanding requirements and a growing threat to high cost air-breathing 
assets will also necessitate a shift from an architecture focused on dedicated 
ISR platforms to one based on a diverse network of sensors arrayed across 
the air, space, and cyber domains, placing a premium on the ability to 
draw data from any and all US systems.  This data will originate from a 
myriad of sources – from multispectral imagery, to recorded and streaming 
video, to signals intelligence and others.  Integration will begin within this 
automated multi-sensor network which absorbs massive volumes of data, 
zeroes in on critical elements, and fuses disparate pieces of information 
into readily exploitable products.  This will free analysts to work on less 
intuitive and more complex higher-order analysis.  A robust, survivable, 
and secure network linking all relevant intelligence sources and operators 
will be a crucial enabler.  The end result will be a more timely, efficient, 


flexible, and effective ISR enterprise over the full-spectrum of military operations.


The fusion, integration, and display of this data will be the true force multiplier in the ISR arena, and we must commit 
to the pursuit of an adaptive paradigm of human-system integration to reach its full potential.  Historically, we have 
addressed information integration from the bottom up – linking stores of data together.  If we start from the top down – 


“ISR is much more than a 
support function. It is the 
foundation upon which 
every joint, interagency, and 
coalition operation achieves 
success.”


-Global Vigilance, Global Reach, 
Global Power for America
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or more precisely the “head” down – and first determine the cognitive requirements 
of those at all levels who use the data, the result will be more targeted and precise 
decision-quality data in much less time.  After all, the product of the entire ISR 
enterprise is actionable knowledge, and that knowledge is most useful if it aids 
decision-makers in deterring or winning conflicts.


Ensure A Full-Spectrum Capable,
High-End Focused Force
Should deterrence fail, we must be able to fly, fight, and win across the spectrum 
of conflict.  Our responsibility to the nation requires the successful application of 
our core missions across a broad range of contingencies – some of which do not directly require combat.  However, 
our most challenging scenario is in increasingly contested environments where gaining and maintaining air and space 
superiority will be our toughest mission – and our highest priority.  While success in this environment cannot be at 
the expense of all lower-end capabilities, our unique and indispensable contribution requires that we posture for the 
most demanding scenario, not necessarily the most likely.  In the early years of our Air Force, a high-end focus left a 
force structure that was less effective and efficient in conducting combat operations at the lower end of the spectrum of 
conflict.  Clearly, an Air Force with agile capability development and employment will seek to find common systems 
to deliver maximum effect and optimal efficiency along the spectrum of conflict.  As the most significant integrator and 
enabler for joint operations, we are fully committed to continuing the support we provide the joint force across our core 
mission areas.  Future acquisition programs, training and education must keep that focus clear.


Our ability to effectively operate in contested environments will require 
a blended solution.  Specifically, we will seek to increase emphasis on 
stand-off capabilities while maintaining stand-in resilience.  Stand-off and 
long-range weapon systems that maximize the speed, range, and flexibility 
of airpower are increasing in importance.  The ability to affect desired 
targets with enough persistence and precision from long range at low 
cost can fundamentally alter the equation for success in highly contested 
environments – and we will continue to develop these capabilities.  
Execution speed will play an increased role in long range capabilities, as it 


not only offers increased survivability but also expands our decision time while reducing our adversaries’ opportunity 
to react.  


Stand-off systems are not the sole solution to the expanding engagement zone of potential adversaries.  Future operating 
bases, at home and abroad, will all be held at some level of risk, and we must not allow stand-off weapons to precipitate 
a complete withdrawal from important regional locations.  To the extent we will conduct sustained operations from 
within contested environments, we will pursue effective resiliency measures.  But we must also adjust our warfighting 
posture to minimize the force protection bill and lower the risk to critical systems.  


Conversely, the work to strengthen resiliency in light of increased risk to basing cannot be at the expense of efforts 
to enhance our stand-off capabilities.  Once again, agility will be critical to meeting the challenges anticipated in the 
future, and our ability to shift rapidly between “stand-off” and “stand-in” postures may well offer strategic advantage 
– as well as allowing us to capitalize on any game-changing technological developments that present strategic pivot 
points in our future plans. 


Success in the combat environment of the future will still demand ingenuity and imagination as it has in the past—
perhaps even more so.  For example, we cannot allow the ever-increasing potential of enemy defensive systems to 
diminish our offensive capabilities.  Our penetrating weapon systems must have high probability of success.  However, 
weapon survivability cannot be restricted purely to munitions with global range; a spread of launch platforms and 
options must be retained.  Similarly, we must explore alternative weapon effects that damage, disable, deceive or 
disrupt, as well as those that destroy.  Complicating the adversary’s targeting processes and developing techniques 


“I’m not interested in a fair 
fight. And I don’t want to be 
capable of only fighting the 
last war.”
 -Secretary of Defense
 Chuck Hagel
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that disrupt their systems upstream of their weapon release point is essential.  
Importantly, temporary effects will be particularly critical for controlling 
escalation in future conflicts – and the Air Force is well placed to offer such 
options to our national decision-makers and joint force commanders. 


Our concepts for Global Reach must develop in concert with those involving 
direct force application.  Regardless of whether we are employing combat 
power from range or conducting sustained operations within a particular 
theater, our airlift and air refueling assets must be capable of operating in 
the anticipated environments.   Additionally, as a full-spectrum force, we 
embrace the fact that the success of some operations will be less dependent upon the sustained application of combat 
power, and more closely linked to the speed of our global response.  Whether the response is a timely precision strike 
on a hostile target, or pallets of food, water, and blankets delivered to families suffering from a large-scale disaster, our 
ability to rapidly span the globe will keep us relevant as a full-spectrum force.


Pursue A Multi-Domain Approach
To Our Five Core Missions
Born as a force operating in the atmosphere, we have evolved to the point that we now conduct some of our original 
five core missions in, through, and from space and cyberspace.  It is time now to take the next step – the “leap” perhaps 
– into full domain integration.  This involves a new way of thinking, one in which we look holistically at the best way 
to integrate operations in all three domains to provide the most effective Air Force solution to any given scenario.  For 
example, future air superiority challenges need not be solved solely by an air-breathing platform.  Our missions are the 
same, but the challenges of the future and the opportunities that space and cyberspace offer demand that we approach 
every mission in new and innovative ways.   Effectively leveraging the space and cyberspace domains as we have 
the air domain expands the menu of options for achieving desired effects, providing more flexibility in dealing with 
future global challenges.  The need for this integration is even more compelling in the context of our foreseeable fiscal 
environment.  Low-cost solutions made available through multi-domain approaches could free up precious resources 
for investments in capacity and capability.


A multi-domain approach also requires resiliency across and within each domain.  Constant vigilance and awareness 
of emerging threats and opportunities in air, space, and cyberspace will allow the Air Force to transition more rapidly 
from one domain to another when any of them is exceedingly congested or contested.  For example, once our almost 
exclusive sanctuary, space will become increasingly crowded and challenged.  While building redundancy through 
unmanned air-breathing capabilities, we cannot cede our ability to maintain our national advantage in this vital domain.  
Instead, we must seek cost-effective measures that protect investments, maintain capabilities, and enable the advantage 
that comes from dominating the higher ground – employing counter-space measures where necessary.


The cyberspace domain is promising for a true breakthrough in our 
approach to Air Force core missions.  Our professional Airmen do 
tremendous work in supporting the national cyber mission.  That expertise, 
applied to the challenges that an air component commander faces in a joint 
force scenario, could revolutionize our employment concepts and directly 
influence other capabilities we may field.  This is certainly not a panacea, 
but there are elements of non-kinetic effects such as speed and reversibility 
that may present more attractive options to warfighting commanders than 
those we currently offer.  
  
As we seek to integrate across domains, we will continue to evolve our 
concepts for command and control in multi-domain operations.  The 
complexity of these operations will likely increase, but the mandate for 


“While cyber may be our 
nation’s greatest vulnerability, 
it also presents our military 
with a tremendous asymmetric 
advantage. The military that 
maintains the most agile and 
resilient networks will be the 
most effective in war.”


 -CJCS Gen Martin Dempsey
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clarity of direction and control of combat forces must always be met.  Also, we must approach space and cyberspace 
capabilities with the same high standards for precision that we have spent decades perfecting in the air domain.  We 
must gain and maintain a higher level of understanding of the persistence of effects, collateral damage, and reversibility.  
Only when we can make more informed decisions with confidence will we truly realize the flexibility we seek in 
exploiting all domains. 


Continue the Pursuit of
Game-changing Technologies
Our Air Force has always sought to maintain a technological advantage over adversaries.  We are in the midst of a period 
in which technological advances are abundant, so as we look to the future we will focus on those that amplify many of the 
enduring attributes of airpower – speed, range, flexibility, and precision.  To be agile enough to maintain our advantage, the 
Air Force must reach for these game-changing technologies and evaluate their utility early in development.  Some of the 
more promising include:


Hypersonics
This technological pursuit is certainly not new, and though it still has not reached 
its long awaited goal of practical application, the advantage such a capability 
can yield warrants our continued investment and focus.  Throughout aviation 
history, our advancements in operational speed have been steady, measuring 
progress in hundreds of miles per hour.  This has produced a constant evolution 
in our operational concepts and tactics.  The leap to effective hypersonic 
operational speed will have a profound impact that can revolutionize the way 
we approach our core missions in the future – from investments, to force 
posture, to tactics, techniques, and procedures.   It is an often heard phrase in 
combat – “speed is life” – and though we may not always desire to operate at 
the fastest possible speed, the ability to do so creates a significant advantage. 


Nanotechnology
The explosion of nanotechnology will open up new opportunities with respect to both material structures and size.  By 
manipulating materials at the molecular level, we can create structures that are both stronger and lighter, contributing 
to both speed and range.  Such a breakthrough will have significant implications for air-breathing and space platforms.  
The vexing problem of cost per pound when launching payloads into space becomes more manageable with lighter, 
stronger materials.  Miniaturization aids in weight reduction, but also provides promise in the area of detectability.  
Innovative application of miniaturized systems can open the door to new concepts for sustained operations in highly 
contested environments.


Directed Energy
Exploiting directed energy technology will provide the opportunity to fundamentally alter operational concepts and 
support requirements.  As we seek flexibility in our weapons effects and the ability to operate in contested environments, 
directed energy weapons with deep magazines can alleviate the need for acquiring and transporting large stockpiles of 
munitions into the theater, while providing precise, responsive, and persistent effects.  In addition, classes of directed 
energy weapons can deliver temporary and reversible effects that offer more options to commanders in the field.  
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Unmanned systems
Where unmanned aircraft once offered little more than a preferential risk profile, their utility is now growing 
exponentially, and must be embraced.  The absence of an onboard human may not only reduce size, cost, and complexity  
– it can increase range, endurance, and performance.  The imperative to protect the occupant can be replaced with an 
unemotional assessment of value versus effect, enabling us to take greater risks in highly contested environments.  Future 
unmanned systems will be more autonomous and will place less demand on critical and vulnerable communications 
infrastructure.  In high-intensity conflict, they will provide additional capacity or a level of redundancy for heavily-
tasked space assets.  In an offensive scenario, they will swarm, suppress, deceive or destroy.  Their weapon effects 
might range from kinetic to non-kinetic; permanent to reversible; single-use to self-recharging.  Better affordability 
will reduce the barriers to entry for smaller nations, increasing the potential for future coalitions, and wider security 
relationships.  Affordability will also deliver quantity and mass.


Autonomous systems
The accelerated development of artificial intelligence and like technologies will revolutionize the concept of autonomy.  
Whereas we view autonomous systems as those able to execute a set of pre-programmed functions, future systems 
will be better able to react to their environment and perform more situational-dependent tasks as well as synchronized 
and integrated functions with other autonomous systems.  This will provide tremendous flexibility in highly-contested 
environments.  We must not allow technology to outpace legal, moral, and doctrinal considerations – these must all be 
pursued in parallel to maintain tempo and sustain the advantage.


This list is by no means exhaustive.  In fact, it’s just the beginning!  The future will generate new combinations of technologies 
we cannot describe, or possibly even imagine, which will shape the way our service provides airpower.  Maintaining 
awareness of advancing technology and harvesting the opportunities it creates is in our blood as innovative Airmen.  The 
aircraft as an instrument of war was once considered “game changing” – pursuit of the next “game changing” technology  is 
central to maintaining the asymmetric advantage our Air Force has always provided the nation.
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A Call to the Future....
and a Call to Action


One of the most important responsibilities of a military service is to prepare the force 
for the challenges of tomorrow, not just the realities of today.  This requires a journey 
into the unknown, and Airmen have traditionally been very good at such endeavors.  
When Ira Eaker broke ground on New Year’s morning 1929 to conduct the first aerial 
refueling, the mission’s success was far from assured.  Chuck Yeager had no certainty 
as to what was on the other side of Mach 1 when he and the X-1 were released from 
a B-29 on an October morning in 1947.  Their drive to go farther and faster – to push 
into the future and see what was on the other side is at the core of what has made our 
Air Force truly great.  General Bennie Schriever displayed the vision and perseverance 


to deliver an enduring leg of our nuclear triad – the ICBM – as well as the foundation for our military space program.  All 
this was accomplished during a period awash with uncertainty—technological, bureaucratic, and geopolitical. The attributes 
displayed by our Airmen forefathers have never been more important than today, given 
the geostrategic uncertainty we anticipate over the next 30 years.  The future, with its 
myriad of challenges, is fast approaching, which means the consequence of inattention 
will be swift and severe.  The intent of the strategic vectors in this document is to 
guide our human capital management, S&T, acquisition, and requirements disciplines 
toward the capabilities we believe will be most beneficial over the next three decades 
and beyond.  However, we must be resolute and disciplined in our assessment of global 
trends, and prepared to reevaluate our assumptions and adjust our vectors accordingly.  


This “long look” will necessarily become a more prominent part of our strategic 
planning.  Our Strategic Master Plan, which will enumerate priorities, objectives, and 
goals associated with this strategy, must undergo the same rigorous assessment, as it 
will provide the resource-informed plan to guide our investments over the next 20 years.  
A constant eye toward rapidly emerging new threats and opportunities, combined with 
the agility to respond quickly, will enable us to identify strategic “pivot points” and adapt our concepts and capabilities – 
whether fielded or in development – to exploit them.  The body of work in our current Air Force 2023 effort provides us a 
sturdy foundation from which to launch this strategic effort.  It is necessarily very attentive to the fiscal realities of today.  
By providing a thoughtful, balanced approach to absorbing the fiscal shock to the system and ensuring the viability of our 
contributions over the next 10 years, Air Force 2023 allows us to more confidently cast our gaze further into the future.


Though the 30-year journey is a long one, in our pursuit of agility and inclusiveness 
we are not bound by the constraints of uncertainty.  The need is clear and compelling.  
We must be fearless in our efforts to build agility into our processes, capabilities, 
concepts, and thinking – it will become our asymmetric advantage only if we are 
bold enough to take the steps necessary to achieve it.  We can’t say with certainty 
when we expect to arrive at the point at which we are sufficiently agile and inclusive, 
but we can – and will – start taking those steps today.  Disruptive change is always 
difficult, and even more so in an enterprise as large as the United States Air Force.  
However, Airmen never shrink from a challenge – especially one as consequential 
as this.  General “Hap” Arnold proclaimed that an Air Force “is always on the 


verge of obsolescence” and must boldly seek to meet the challenges of the future.  We will be bold, and commit to the change we 
know must occur.  True to our heritage, we will shape our destiny and continue to deliver national security through the strength of 
our Airmen and the responsive and effective application of Global Vigilance—Global Reach—Global Power for America.
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I-5310 ISS Power and Paradigms 


7 January 2015 


LESSON LINKAGE 


This is the first International Security Studies (ISS) lesson in a series which discusses the 
national security system.  This lesson builds a foundation for understanding the security 
environment with links to discussions throughout the SOS curriculum.  Students are introduced 
to international relations (IR) paradigms, instruments of power (IOPs), and U.S. national security 
strategy documents.  This foundation is further developed with the National Security Council 
(NSC) System lesson that explores the process by which IOPs are put into action through the 
NSC and the interagency process (Strategic Partners lesson).  An understanding of the NSC 
System directly supports the Critical Analysis projects and the Strategic Communications 
discussion.  For many, this lesson is the first exposure to national strategies—strategies that 
impact operations down to the tactical level. 


LESSON OBJECTIVES 


• Comprehend how primary national and international security strategies and documents 
play a role in maintaining U.S. national security. (CESG 4.3) 


• Know the key tenets of common international relations paradigms and comprehend how 
they shape the way leaders and nations view international security. (CESG 4.2, 4.3, 4.5) 


• Know the national instruments of power (IOP) and levels of national interest. (CESG 4.2) 


• Comprehend how IOPs are effectively used in relation to national interests, international 
relations (IR) paradigms, and strategies and documents. (CESG 4.2, 4.3) 


LESSON OUTLINE 


Main Point 1:  IR Paradigms and International Security Documents.   


This lesson opens with a brief introduction to the two main IR paradigms in international 
relations:  liberalism and realism.  This main point uses the United Nations (UN) Charter and the 
North Atlantic Treaty Organization (NATO) Treaty to demonstrate how IR paradigms shape 
international security and also provides a foundation for later discussions on the IOPs, levels of 
national interest, and national strategy documents.  


Main Point 2:  National IOPs and Levels of National Interest.   


Nations use a variety of means to influence other actors within the global security environment; 
these means are most often expressed in a construct known as DIME (diplomatic, information, 
military, economic).  Within this construct, nations or groups will act according to their level of 
interest (survival, vital, major, peripheral)—and meanings with examples are explored.   
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Main Point 3:  National Security Strategies (NSS, QDR, and NMS). 


The primary national security documents that guide military actions and shape the decision-
making processes of the National Security Council and the President are introduced.  These 
documents impact every Airman personally and professionally and include the National Security 
Strategy (NSS), the Quadrennial Defense Review (QDR), and the National Military Strategy 
(NMS).  These documents are essential companion documents for all topics in the Critical 
Analysis series as well as other ISS, Warfare, and PoA lessons.  


READINGS AND RATIONALE 


Entire Flight 


SOS. ISS Primer. Squadron Officer College, 2014. READ:  pp 1-7 pages.  RATIONALE:  
Provides background information, definitions, and foundation for in-class discussions. 


Garamone, Jim. “Obama Makes Case for US Participation in Libya,” 28 March 2011.  READ: 
pp 1-3.  RATIONALE:  Summarizes President Obama’s address to the Nation regarding 
military action in Libya and provides a foundation for discussion of the IOPs, national 
levels of interest, and pivotal strategic documents.  Available at:  
http://www.defense.gov/News/NewsArticle.aspx?ID=63342. 


Group 1 


Fiedler, Mike and LaSaine, John T. Liberal Thought and National Security.  Air University 
Press, 2005.  READ:  pp. 1-3 (“What is Liberalism?”).  RATIONALE:  This 
short reading provides an overview of the liberalism paradigm in international 


relations.  Forsythe, James W. The Past as Prologue: Realist Thought and Practice in American Foreign 
Policy. Strategic Studies Quarterly, 2011.  READ:  pp. 103-107 (“What is 
Realism?”).  RATIONALE:  This short reading provides an overview of the realism 
paradigm in international relations. 


NATO.  The North Atlantic Treaty, 4 April 1949.  READ:  pp. 1-3 (Articles II, III, V, VI).  
RATIONALE:  The U.S. is a founding member of NATO. This reading provides an 
explanation and rationale for U.S. involvement in any NATO operation. The treaty also 
provides a discussion point for continued U.S. involvement in NATO, NATO’s raison 
d’etre, and the perspective of the writers of the treaty and how it’s actually being used 
currently. Available at http://www.nato.int/cps/en/natolive/official_texts_17120.htm.  


UN.  Charter of The United Nations, 26 June 1945.  READ:  pp. 1-4 (Index and Chapters VII, 
VIII).  RATIONALE:  The U.S. is a founding member of the United Nations. The index 
provides a brief overview of the breadth of the UN Charter and the two chapters speak to 
the authority of the UN to authorize military action and arrange for various international 
organizations (such as NATO, the EU, or UN Peacekeeping Forces) to conduct those 
military operations.  Available at http://www.un.org/en/documents/charter/index.shtml.  


2 



http://www.un.org/en/documents/charter/index.shtml

https://soc.blackboard.com/bbcswebdav/institution/SOC/SOS%20Resident%205-week/2.%20Readings/Readings/5.%20International%20Security%20Studies/I-5310%20ISS%20Power%20%26%20Paradigms/I-5310-RE-ISS-Primer.pdf

https://soc.blackboard.com/bbcswebdav/institution/SOC/SOS%20Resident%205-week/2.%20Readings/Readings/5.%20International%20Security%20Studies/I-5310%20ISS%20Power%20%26%20Paradigms/I-5310-RE-Garamone.pdf

https://soc.blackboard.com/bbcswebdav/institution/SOC/SOS%20Resident%205-week/2.%20Readings/Readings/5.%20International%20Security%20Studies/I-5310%20ISS%20Power%20%26%20Paradigms/I-5310-RE-Fiedler%20%26%20LaSaine-2005.pdf

https://soc.blackboard.com/bbcswebdav/institution/SOC/SOS%20Resident%205-week/2.%20Readings/Readings/5.%20International%20Security%20Studies/I-5310%20ISS%20Power%20%26%20Paradigms/I-5310-RE-Forsyth-2011.pdf

https://soc.blackboard.com/bbcswebdav/institution/SOC/SOS%20Resident%205-week/2.%20Readings/Readings/5.%20International%20Security%20Studies/I-5310%20ISS%20Power%20%26%20Paradigms/I-5310-RE-NATO.pdf





Squadron Officer School (SOS) LESSON PLAN 


Group 2 


Obama, Barack.  The National Security Strategy, February 2015.  SKIM:  pp. 1-51. 
RATIONALE:  All who serve (active, guard, reserve, and civilians) should be familiar 
with our nation’s strategy to enhance and strengthen U.S. national security.  


Group3 


Secretary of Defense. Quadrennial Defense Review (QDR), March 2014.  SKIM:  pp. 1-88.  
RATIONALE: The QDR is a legislatively-mandated review that advances national 
defense strategy by building on Defense Strategic Guidance priorities and establishing 
force planning.  Available at 
http://www.defense.gov/pubs/2014_Quadrennial_Defense_Review.pdf. 


Group 4 


Department of Defense. National Military Strategy of the United States of America (NMS), May 
2011.  SKIM:  pp. 1-21.  RATIONALE:  The NMS provides the context that guides our 
military’s plans and actions by describing the security environment and threats, and 
describing, in general terms, the nature and style of our military responsibilities.  
Available at http://www.defense.gov/news/mar2005/d20050318nms.pdf


SUGGESTED ADDITIONAL READINGS 


Department of the Air Force. America’s Air Force—A Call to the Future, July 2014, READ: 9-
18. RATIONALE: This reading relays the 30-year strategy for the Air Force and some of
the future challenges we face as a department. 


Yarger, Harry R. Strategic Theory for the 21st Century:  The Little Book on Big Strategy, 
Strategic Studies Institute, February 2006.  READ:  Chapter V “The Strategy 
Paradigm in Short:  A Theory Restated,” pp. 65-71.  RATIONALE:  This chapter 
provides an overarching view of strategy and policy. Students will gain an appreciation 
for how national and international security documents are developed and how application 
of the documents changes as leadership changes.  Available at:  
http://www.strategicstudiesinstitute.army.mil/pubs/display.cfm?pubID=641. 


UN Department of Public Information.  “Security Council Approves ‘No-Fly Zone’ over Libya, 
Authorizing ‘All Necessary Measures’ to Protect Civilians, by Vote of 10 in Favor with 5 
Abstentions,” 17 March 2011.  READ:  pp. 1-11.  RATIONALE:  This is the resolution 
passed by the UN Security Council that authorizes military action against Libya and 
provides background to the origins of the 2011 events in Libya.  Available at:  
http://www.un.org/News/Press/docs/2011/sc10200.doc.htm 


Gates, Robert,  Remarks delivered by Former. Secretary Gates during the Landon Lecture 
(Kansas State University).  READ:  pp. 1-7.  RATIONALE:  Former Secretary Gates 
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explains all of the IOPs and why it is important to not rely only on the military IOP.  
Available at  http://www.defense.gov/speeches/speech.aspx?speechid=1199.   


Schweller, Randall. “Theory in Action:  Realism.” This video is part of the “Theory In Action” 
video series in which top International Relation (IR) theorists explain theories in 
everyday terms.  In this video, Professor Randall Schweller tells us about Realism and the 
role of power in international relations. Available at 
https://www.youtube.com/watch?v=UnKEFSVAiNQ. 


Bowen, J.D. “Theory in Action:  Liberalism.” This video is part of the “Theory In Action” video 
series in which top International Relation (IR) theorists explain theories in everyday 
terms. In this video, Professor J.D. Bowen tells us about Liberalism and the role of the 
international community in international relations. Available at 
https://www.youtube.com/watch?v=tZbDMUaqwE8. 


CONTACT TIME:  01+30 – guided discussion/small group work 


ASSESSMENT:  Direct – I-5400 Critical Analysis  paper and presention 


PROGRAM OUTCOME LINKAGE 


4. Articulate the contributions of all instruments of national power to national security and
the security environment.


5. Forge professional relationships to build teams and facilitate teamwork.
6. Think critically about the impact of airpower and warfighting principles in military


operations.
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I-5310 Attachment #1 (STUDENT HANDOUT) 


Homework 


PREMISE:  The approach for this lesson is intended to divide and conquer the material. Good 
preparation on your part will ensure a meaningful discussion during class. Your instructor will 
give you specific instructions on how they want the material presented in class.  


ASSIGNMENTS:  Everyone must read the ISS Primer and “Obama Makes Case for US 
Participation in Libya” (or other current event article as assigned by your instructor). For the rest 
of the required readings, divide your flight into groups according to the breakouts below. 


Group 1:  IR Paradigms focus 


• Liberalism – Read Liberal Thought and National Security.  Prepare a briefing that 
summarizes the history of liberalism, its main premises (historical and current), and 
examples of the liberalist paradigm (people, strategies, documents, etc.).  Then read 
NATO and UN Charter excerpts and include examples of liberalism from both of these 
documents during the presentation. You will have five minutes of presentation time. 


• Realism – Read The Past as Prologue: Realist Thought and Practice in American 
Foreign Policy. Prepare a briefing that summarizes the history of realism, its main 
premises (historical and current), and examples of the realist paradigm (people, strategies, 
documents, etc.).  Then read NATO and UN Charter excerpts and include examples of 
realism from both of these documents during the presentation. You will have five 
minutes of presentation time. 


Group 2: National Security Strategy (NSS) focus 


National Security Strategy (NSS) – Read the NSS as assigned in the lesson plan and provide the 
class the highlights of the strategy.  You will have 5-7 minutes to present your findings.  The 
focus of your presentation must address items a-d, below.  Add your analysis of what you 
expected and what surprised you (items e-f) to round out the presentation.   


1. Overarching strategy/guidance provided by the President  


2. Links to the IOPs, levels of national interest and your role in the Air Force  


3. Link(s) to current events 


4. Relationship to the other national security documents 


5. Issues the student expected to be part of a national security strategy 


6. Issues that surprised the student or that he/she did not normally associate with a national 
security strategy  
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Group 3:  QDR focus 


Quadrennial Defense Review (QDR) – Read the QDR as assigned in the lesson plan and provide 
the class the highlights of the strategy.  You will have 5-7 minutes to present your findings.  
The focus of your presentation must address items a-d, below.  Add your analysis of what you 
expected and what surprised you (items e-f) to round out the presentation. 


1. Overarching strategy/guidance provided by the Secretary of Defense  


2. Links to the IOPs, levels of national interest and your role in the Air Force  


3. Link(s) to current events 


4. Relationship to the other national security documents 


5. Issues the student expected to be part of a national security strategy 


6. Issues that surprised the student or that he/she did not normally associate with a national 
security strategy  


Group 4:  National Military Strategy (NMS) focus 


National Military Strategy (NMS) – Read the NMS as assigned in the lesson plan and provide 
the class the highlights of the strategy.  You will have 5-7 minutes to present your findings.  
The focus of your presentation must address items a-d, below.  Add your analysis of what you 
expected and what surprised you (items e-f) to round out the presentation. 


1. Overarching strategy/guidance provided by the Chairman of the Joint Chiefs of Staff  


2. Links to the IOPs, levels of national interest and your role in the Air Force  


3. Link(s) to current events 


4. Relationship to the other national security documents 


5. Issues the student expected to be part of a national security strategy 


6. Issues that surprised the student or that he/she did not normally associate with a national 
security strategy  
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Liberal Thought and National Security 
 


Lieutenant Colonel Mike Fiedler, PhD 


and John T. LaSaine Jr., PhD 


Air Command and Staff College 


Liberalism has had a profound impact upon the character of the modern world. It has championed 


scientific rationality as well as the freedom of the individual from arbitrary state power and persecution, 


and has advocated democracy and constitutionally guaranteed rights. Liberalism has also privileged 


individual equality before the law, and argued that economic growth best promotes individual welfare. 


Like realism, liberalism is less a theory than a body of ideas about social and political values. As with 


realism, the values now identified with it came together over a long period of time. Yet there is an 


underlying “theory of man” that gives cohesion to all liberal thought: the value of individuals and their 


freedom.1 To the degree that liberal ideas have shaped post-Cold War transitions to democratic forms of 


government and been manifested in the globalization of the world economy, clearly liberalism remains 


today a powerful worldview. 


Liberal perspectives on international relations first appeared in response to the intellectual dominance 


of certain traditional concepts of power politics, ideas that today we would identify as “realist.” Realist 


thought. with its focus on the state as a unitary actor, the homogenous goal of security, and military 


power as a means to reach that goal, provides a neat, manageable, yet comprehensive model. However it 


also gives rise to simplistic images of look-alike nation states, while underestimating the differences 


between them. Liberal thinkers sought to explore more fully the potentialities of reason in human affairs. 


This essay traces some of the most influential products of this liberal, intellectual exploration, and 


relates liberal concepts of international relations to contemporary issues of national security policy. The 


first section traces the important landmarks in the development of classical liberal ideas, focusing upon 


premises with respect to individualism, rationalism, human rights and the role of law. The second section 


illustrates the key tenets of contemporary liberalism. The third section considers the future of liberalism, 


and the last concentrates upon the practice of liberalism in US foreign affairs. 


What is Liberalism? 


Before moving to discussion of liberalism, it is important to define the terms “liberal” and 


“liberalism.” Liberalism in the broadest sense is the cultural outlook that, developing from the late 15th 


century onward, gave birth to modern economic, social and political institutions.2 Spreading around the 


world from its origins in Western Europe, liberalism came to encompass an enormous variety of ideas 


and principles, even whole philosophies and ideologies. In this essay, we are concerned with a relatively 


narrow segment of the broad spectrum of liberal ideas: liberalism as a perspective on international 


relations. Liberalism has spawned a wide variety of ideas, concepts, and doctrines regarding international 


relations. Certain key, intellectual premises, however, are common to liberal thought on the subject. 


These premises include: the primacy of the individual and human rights, the promise of progress, the 


benefits of cooperation, and the rule of law. 


Liberal thought begins with the premise that individual human beings are the prime actors or agents in 


history. Liberalism regards the state as the creation and instrument of individuals coming together for 


their own purposes.3 Accordingly, while the state should provide laws to help citizens frame their 


behavior, they themselves are subject to replacement upon the decision of the citizens.4 Liberalism thus 


explicitly rejects the realist view of states as unitary, egoistic prime movers in world affairs. For liberals, 


the logic by which states arrange their relations with each other international relations—is the same as 


 ___________________________  


Reprinted from Liberal Thought and National Security, written for ACSC, 2005.  Published by Air University. 
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the logic by which states arrange their internal affairs: the state exists to serve the needs of the diverse 


individuals who comprise them. 


Liberals recognize the historical prevalence of anarchy in international relations, but attribute it to the 


shortcomings of realist policies rather than to the inherent nature of a world of sovereign states.5 For 


classical liberals, peace is the normal state of affairs, and war the result of intellectual deficiency or moral 


depravity.6 Liberals believe that the commonality of human nature creates a basic unity of interests 


among individuals, which in turn is reflected in a common denominator of interests among states. These 


common interests, liberals believe, can be discerned by the application of human reason to the 


understanding of human nature. Through human understanding based on reason, states can (but not 


necessarily will) so adjust their relations with each other as to best serve the interests of their citizens. In 


short, rationality in foreign policy making can tame international anarchy, vindicating liberal faith in 


progress and the ultimate perfectibility of the human condition. 


Liberals tend to give more emphasis to economic interests than do realists. Classical liberals argued 


that war was destructive of economic interests. Traditional states had followed various forms of 


mercantile economic policies. The aim of mercantilism was to increase the wealth and power of the state; 


its primary means was war. Since the amount of global wealth was a closed sum, one country‟s gain was 


another‟s loss, and the only way to increase one‟s share was by conquest.7 


Classical liberals believed that unrestricted economic activity (laissez faire) was a better means of 


expanding national wealth while also breaking down barriers between states by expanding the range of 


personal contacts and levels of understanding between the peoples of the world.8 According to Kant, 


unhindered commerce would unite the peoples of the world in a common, peaceful enterprise: 


The spirit of commerce, which is incompatible with war, sooner or later gains the upper hand in every state. As 


the power of money is perhaps the most dependable of all the powers (means) included under the state power, 


states see themselves forced, without any moral urge, to promote honorable peace and by mediation to prevent 


war wherever it threatens to break out.9 


In fact, conflicts were often started by states erecting barriers to trade that destroyed the natural 


harmony of interests shared by individuals in the states affected. The solution was the free movement of 


commodities, capital, and labor.10 War could only disrupt trade and the potential for individual 


prosperity. 


Liberalism thus places individual human beings at the core of its thought as the primary actors or 


agents. Therefore, liberals tend to treat the satisfaction of the most basic human needs as ultimate goals 


(“inalienable rights”), and to view state interests as secondary goals ultimately derived from the needs of 


individuals. Liberalism, while acknowledging the importance of states (with their inherent security 


interests) as means to securing these ends, privileges individual human rights in its system of 


international relations. 


Liberal thought allows for the legitimate use of power to arrest disorder arising either from defective 


reason or from moral defect. Here, once again, liberals are inclined to prefer economic power (e.g., 


“economic sanctions”) to military power, but the liberal international system provides mechanisms (e.g., 


Chapter VII of the United Nations Charter) by which military power can be employed to deal with 


especially intractable or especially deadly threats to the international rule of law. 


Liberals point out the paradox of the “security dilemma” in realist thought. Far from being 


“impractical” or “idealistic,” they argue, it is only rational to conclude that, if the constant effort of each 


state to increase its power in the international system leads to constant cycles of escalation and conflict, 


then efforts to reduce the reliance of states on power in their relations with each other can make possible 


a more peaceful world. Liberal thought regarding international relations has therefore always placed 


great emphasis on reducing the role of power. 


In a sense, liberal thought on military power is the mirror image of realist thought on the subject. 


Liberals, stressing that all forms of power are potentially dangerous, regard military power as the most 
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dangerous. In thinking about international relations, therefore, liberals place special emphasis on the 


subordination of military institutions and operations to political control, as well as the limitation, 


reduction and selective abolition of military armaments. 


Liberal thought accepts the concept of an international balance of power as a first step or stage in 


moving the world away from international anarchy, but rejects the notion that it is an end in itself, or the 


most that can be achieved in constraining “power politics” among states. For liberals, the next stage in 


the development of the international system is the codification of the common denominators of state 


interests into international law. With the principle of international law once established among states, 


liberal thought envisions its subsequent extension from the narrow confines of states‟ rights to 


encompass “universal” human rights. Thus, in liberal thought, law as the embodiment of a rational 


understanding of how best to achieve the common goals of humanity becomes the historic substitute for 


power. The realist order based on relative power is to be gradually supplanted by a liberal order based on 


the rule of law. 


In the early modern period, liberal thought regarding international relations concentrated on exposing 


the flaws and shortcomings in realist conceptions of “power politics.” In particular, liberals attacked the 


idea of the primacy of the state and state interests in human affairs (known as “raison d’état”), and 


deplored realist prescriptions for the economy and the use of military force in international relations. Up 


to the middle of the 19th century, therefore, liberalism was an essentially anti-statist and anti-militarist 


perspective on international relations. Even today, in some (especially European) academic writings, a 


liberal is one who prefers limited governmental intervention both politically and economically. This 


meaning is nearly the opposite of what the term has come to mean in US politics. 


Liberal Internationalism 


Beginning in the last third of the 19th century and continuing through the first half of the 20th, 


however, a “new liberalism” began to evolve, a contemporary liberalism much more tolerant of the state 


and even of the potential employment of military power by the state than earlier liberal thought had been. 


This change in attitude was partly due to the replacement of pre-modern, traditional states with modern, 


liberal states, which was then ongoing around the world. Liberals naturally tended to perceive liberal 


states as more benign in their international conduct than traditional states. Modern, liberal states, they 


assumed, could be trusted to employ military force in accordance with liberal norms respecting law and 


human rights, thus helping to build a new, liberal international order. These early 20th century liberals 


became known as “liberal internationalists.”  


Liberal internationalists seek to realize the core liberal values globally, aspiring to a world in which all 


people enjoy liberal rights and freedoms.11 For liberal internationalists, the laws of nature dictate 


cooperation between people. While liberal internationalists are convinced that, historically, modern wars 


have been—for the most part—the deplorable contrivance of political and economic elites, they also 


have accepted, and even reluctantly embraced, war as a necessary means of advancing international 


security. Finally, liberal internationalists are convinced that the “scourge of war” ultimately—if not 


immediately—can be removed from the human experience through the spread of political democracy, 


peaceful commerce, and—above all—the international rule of law. 


The view that the spread of democracy will lead to an end of international conflict is deeply rooted.12 


In this view, liberal states founded on individual rights and representative government do not have the 


same appetite for conflict and war as tribal tyrannies or princely empires. This “democratic peace” thesis 


suggests that the best prospect for bringing an end to war between states lies with the spread of liberal 


political values. In fact, the existing “long peace” between the “advanced” industrialized states of the 


world has nurtured profound optimism among liberal internationalists.13 
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Interdependence and Institutionalism 


As previously noted, liberals do not deny that the international system is anarchic in some sense, but 


disagree with realists about what this means and why it matters. Contemporary liberal theorists suggest 


that realists overemphasize the importance of anarchy while neglecting the growing trend toward 


interdependence. Some contemporary liberal theorists have applied the classical concept of laissez faire 


economics in new ways, arguing that the world is ready to evolve to a yet—higher level of liberal order, 


one based on economic interdependence and international institutions. 


Interdependence theory emphasizes the liberal tenet that states are not the primary world actors, 


pointing out that free trade and the removal of trade barriers has led to linkages between states that cross 


state borders both formally and informally. At some point, the resulting “interdependence” between 


states will replace realist competition and defuse the inclination for aggression and reciprocal 


retaliation.14 


An extension of the interdependence argument can be found in regime theory. A regime exists when 


state behavior results from joint rather than independent decision-making. For example, domestic society 


is a regime because citizens eschew the use of force to settle disputes, and many claim a developing 


international regime supporting the value of human rights. International regimes commonly deal with 


issues of standardization, for example the adoption of a common gauge for railroad tracks in western 


Europe, the ICAO conventions regarding air traffic control, etc. These conventions are adequate to solve 


problems without the aid of international institutions.15 


Going even further in the second half of the 20th century, some liberal theorists argued that the world 


was ready to evolve to a yet—higher level of liberal order, one based on international institutions such as 


the United Nations. Advocates of this view are sometimes referred to as “liberal institutionalists.” 


Moving beyond the historic, liberal tenet regarding the primacy of the individual, institutionalism accepts 


the realist assumption that states are the principal actors in world politics and that they behave in 


accordance with their perception of their self-interest Liberal institutional theorists consciously set out to 


meld elements of realism into the liberal internationalist worldview. 


Drawing upon contemporary social-scientific thinking about how interests are formed, institutionalists 


point to the role of international institutions in changing perceptions of self-interest. Institutionalist 


theory supports the liberal contention that states are motivated by the prospect of gains for themselves, 


and rejects the realist contention that fear of gains by others is of overriding concern. 


In a nutshell, institutionalism partially accepts realist assumptions about state motivation and the lack 


of common enforcement, but argues that where common interest exists, realism is too pessimistic about 


the prospect for cooperation and the role of institutions in facilitating that cooperation. They point to the 


plethora of international regimes and institutions that have emerged since 1945, what Jordan et al refer to 


as an “institutional revolution,” and suggest that these institutions will mitigate the adverse effects of 


international anarchy.16 


Summing Up 


These two perspectives on the international system—liberal internationalism and liberal 


institutionalism—are often lumped together as part of “modern liberalism,” in contrast to the “classical 


liberalism” of the early modern period, but this is unhelpful on at least two counts. First, all liberalism is 


“modern.” Classical liberals were among the most important change agents helping to bring about the 


rise of the modern economy, modern society and the modern state. Second, in order to fully understand 


present-day liberalism, it is important to keep in mind the distinctions among different strands of late-


20th and early-21st century liberal thought. Blurring such distinctions leads to misunderstandings such as 


the inaccurate stereotyping of all liberals as pacifists. 
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All liberals do champion the value of individuals and their freedom. Liberals believe that within a 


state, democratic government and a fair market best protect individual freedom, and that law provides a 


framework for rational, social behavior. Since the logic by which states arrange their relations with each 


other—international relations—is the same as the logic by which states arrange their internal affairs, 


liberals also believe that these domestic guarantees of freedom have a transnational appeal and therefore 


larger implications in the international arena. 


Liberalism and Its Critics 


Just as liberalism might be considered a critique of realism, realism provides the sharpest critique of 


liberalism. While liberals accept the notion of survival as a motivation for state behavior, they contend 


that economic interdependence lowers the possibility of war by increasing the value of trading over the 


alternative of aggression. In other words, interdependent states would sooner trade than invade. As levels 


of economic interdependence rise, liberals assert, we have cause for optimism. Realists reject the liberal 


premise, arguing that high interdependence actually increases the probability of war. States concerned 


about security will dislike depending on others for goods and materials, since it means that these crucial 


imported goods could be cut off during a crisis.17 Consequently, states actually have an incentive to 


initiate war, if simply to ensure continued access to necessary materials and goods. The future of the 


European Union is an important test of the importance of liberal theory. If progress toward 


interdependence continues, liberals will no doubt view this as support for their claims. Conversely, if the 


trend toward European integration weakens or is reversed, the neorealists will claim vindication.18 


Liberals also contend that the spread of democratic states is leading to a zone of peace among liberal 


democracies that may one day eliminate war. A review of the studies done to date indicates that 


democracies, however unlikely to fight each other, are generally as conflict-prone as undemocratic 


states.19 Even those who accept the conclusion that democracies are unlikely to fight each other criticize 


the thesis for its lack of a clear, causal mechanism. In other words, the thesis fails to indicate why 


democracies are not inclined to fight each other. Finally, it has been suggested that studies of the thesis 


have defined “liberal democracy” too selectively. 


Yet it is a fact that the world‟s liberal democracies have not gone to war with each other. This 


significance of this fact cannot be ignored, a point made by Jack Levy who observed “the absence of war 


between democracies comes as close as anything we have to an empirical law in international 


relations.”20 It is a fact that directly challenges realist assumptions that all states act the same in the 


international environment regardless of their internal makeup. It is also a fact with obvious policy 


implications. 


The Enduring Usefulness of Liberalism 


As with realism, one must ultimately turn to questions about the usefulness of a worldview in terms of 


the critical issues of the day to complete the evaluation, critical issues such as war, intervention, 


globalization, human rights, and terrorism. 


War 


Realists have described for us a state of war that could be mitigated but not overcome short of a global 


Leviathan. Liberals, with important variations, announce the possibility of a state of peace—a “perpetual 


peace”—amongst independent states. A separate peace already exists amid liberal democratic states. In 


addition, the interdependence of commerce and the consequential international contacts of state officials 


help create crosscutting ties that make possible mutual accommodation. International law adds another 


source of mutual respect. 


According to contemporary liberal scholars, the ever-increasing numbers of regimes and institutions 


create interests in favor of cooperation and accommodation. Just as domestic society is a regime, many 
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claim a developing international regime supporting the value of human rights. Institutions such as the 


IMF or UN do encourage international coordination. As Michael Doyle has noted, these taken together 


“plausibly connect the characteristics of Liberal polities and economies with sustained Liberal peace.”21 


Yet make no mistake, most liberals are not pacifists. Liberals admit that war is a possibility during the 


long struggle to peace. Liberals agree that the first function of the state is the protection of its citizens. 


Liberals find that the decision to go to war is always a mix of politics and morality. Indeed, “Just War” 


theory suggests that while war for self-defense against an actual or threatened attack is certainly just, so 


is war to defend human rights.22 While realists do not expect “moral considerations to seriously affect 


state conduct,” liberals expect states to take into account moral considerations as well as interests or the 


balance of power.23 


Intervention 


Intervention has been a significant and occasionally troubling topic for liberals. On one hand, some 


liberals have argued as strongly as many realists for non-intervention. They argue that nonintervention 


allows citizens to determine their own future without outside interference. Immanuel Kant strongly 


suggested in Perpetual Peace that nonintervention allowed free and equal citizens the time and 


independence to work out their concerns.24 Others have argued that intervention has consequences that 


must be considered. An extension of John Stuart Mill‟s argument that it would be a mistake to give 


freedom to a people who did not win it on their own, they feel that only by winning your own freedom 


can you acquire the capacity to defend it later. In addition, they feel that a liberal government 


transplanted into a society that is unprepared for it will not flourish in any case.25 


Yet most contemporary liberals strongly support intervention where it is accomplished to support 


certain fundamental principles such as human rights. Liberals are, of course, inclined to recognize the 


moral value of human rights. According to this school, we all have a duty to protect basic human rights. 


Although they hotly debate the range of these rights, they agree that these rights are held by all humanity 


and claimable by all. Since states are created to serve the needs of the individuals within those states, 


states that fail to protect the rights of its constituents do not have the right to be free from intervention. 


Michael Walzer, author of Just and Unjust Wars, offers three justifications for intervention.26 The 


first is to assist a people struggling for national self-determination after they have demonstrated the 


representative nature of their movement; the second to counter the intervention by another state in a civil 


war; and the third intervention for humanitarian purposes to stop the flagrant violation of the rights to 


survival of a people. In Walzer‟s words, 


Humanitarian intervention is justified when it is a response (with reasonable expectations of success) to acts 


“that shock the moral conscience of mankind” … It is not the conscience of political leaders that one refer to in 


such cases. They have other things to worry about and may well be required to repress their normal feelings of 


indignation and outrage. The reference is to the moral convictions of ordinary men and women, acquired in the 


course of their everyday activities.27 


While many liberals would find Walzer‟s justification for humanitarian intervention too limited, 


Walzer does make a strong case for intervention on the grounds of liberal tenets of self-determination 


and human rights. 


For liberals, however, the right to intervene does not indicate a duty to intervene. States have the duty 


to consider the views of its citizens before intervention. Unlike realists, liberals do not suggest that 


national interests govern when to intervene, but suggest national interests govern whether a nation should 


intervene when it has the right to do so. 


Globalization 


Globalization refers to the increasing integration of economies around the world, particularly through 


trade and financial flows. The term is sometimes also used to refer to the movement of people (labor) and 
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knowledge (technology) across international borders. In this sense, it is simply an extension beyond 


national borders of the same market forces that have operated for centuries within states. In the simplest 


terms, globalization is the “growth of worldwide networks of interdependence.”28 


The idea of sovereign states trading with each other as separate economic units is rapidly becoming 


the exception rather than the rule. Intra-industry trade dominates the manufacturing sector of the world 


economy. There is now a global web of linkages that cross international borders. The mobility of capital, 


information, technology, and the degree to which firms trade with each other mean that the role of 


government is no longer to regulate trade but to facilitate linkages between domestic firms and global 


networks. 


The proliferation of free trade agreements, organizations such as NAFTA and APEC, as well as the 


growing importance of international organizations such as the World Trade Organization (WTO), the 


International Bank for Reconstruction and Development (known as the World Bank), and the 


International Monetary Fund (IMF) reveal the influence of liberalism in the post-Cold War world.29 


These organizations support the liberal proposition that free market economies are the only efficient 


means of economic organization, and the liberal belief that economic growth is the one best road to 


economic development for all societies. As a consequence, nation-states have lost much of their direct 


control over the value of their currencies and the movement of capital, degrading their economic 


sovereignty. 


Yet questions remain about globalization. Some claim that globalization has a limited reach because it 


excludes many poor countries.30 They point to the widening gap between rich and poor countries as 


evidence that the outcomes for the poor were exactly the opposite of what is claimed by globalization‟s 


supporters, outcomes such as increased poverty and hunger, decreased social services and decreased 


power of labor vis-á-vis global corporations. Others blame globalization for recent terrorist attacks, 


suggesting that the flow of information, capital, and individuals across borders that mark globalization 


also facilitate terrorism. Since the US is often seen as the major beneficiary of globalization, it may be 


blamed for these ill effects, complicating US foreign policy. 


Liberals do not deny that globalization is certainly a mixed blessing, but suggest that as states become 


democratic, open up their economies, and reform their financial institutions, globalization‟s adverse 


effects will be mitigated. As the National Intelligence Council says, the evolution of globalization will be 


rocky and uneven, but liberals believe that the spread of democracy and economic liberalization will 


eventually smooth the bumps in the road.31 


Human Rights 


As noted above, liberals have a long history of belief that the legitimacy of states was largely 


dependent upon upholding the rule of law and the state‟s respect for the human rights of its citizens.32 


Just as it is wrong for individuals to engage in criminal behavior, it is also wrong for states to do so. 


Liberals believe that human beings are universally endowed with certain fundamental rights that are the 


birthright of all; they cannot be taken away. States that treat their own citizens with respect and that allow 


them to participate in the political process are less likely to behave aggressively in the international 


arena. 


The challenge to liberals has been to develop and promote a set of universal rights that would receive 


universal acknowledgement, given that states might in some cases have to sacrifice acting in their own 


perceived interest to comply with these rights. Much progress has been made on this front since World 


War II through the Universal Declaration of Human Rights (1948), the International Covenant on Civil 


and Political Rights (1966), and the International Covenant on Economic, Social and Cultural Rights 


(1966). Yet the problems of defining human rights remain, and states are very reluctant to give outside 


agencies the power to compel them to adhere to any universal standard. 
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Liberals also must fight the accusation that any statement of universal human rights is by default 


culturally specific and ethnocentric, and consequently unsuitable for non-western societies. To some 


societies, claims for universality simply conceal attempts by one society to impose its norms on another, 


while infringing upon its sovereignty. Liberal claims for universal human rights must address this 


accusation of moral superiority. 


Terrorism 


As in war, liberals believe that the primary way that a state provides for its citizens is through security 


and safety. Since the end of the Cold War, countries that once excused terrorism now condemn it. This 


changed international attitude led to 12 United Nations conventions targeting terrorist activity even 


before 11 September 2001. More importantly, since the events of 11 September, there is growing, 


practical international cooperation to fight global terrorism—a regime. Without this international 


cooperation, the United States cannot protect its national infrastructure from threats. Stephen Walt‟s 


comments say it best: 
The key to victory against global terrorism lies in the US ability to create and sustain a broad international 


coalition. International support has been a prerequisite for military action against al-Qaeda and the Taliban, 


but cooperation from other states is even more crucial to the effort to dismantle al-Qaeda’s far-flung network of 


terrorist cells.33 


Nation-states may well be the most powerful actors in world affairs, but the principal conflicts of 


global politics will not occur between states. The battle lines of the future will occur between states and 


non-state actors such as terrorist groups. Terrorism is the weapon of choice for those who are prepared to 


use violence but who believe that they would lose any contest of sheer strength. Realist measures of 


power based upon material military strength provide only a part of the answer. 


The Future of Liberal Thought 


The end of the Cold War buttressed liberal beliefs that democratic societies, typified by protection of 


individual rights and free markets, can become an international norm shaping a peaceful global order. In 


a confident assertion of the power of liberalism, Fukuyama claimed that the collapse of the Soviet Union 


proved that liberal democracies had no real competitor. Fukuyama suggested that liberal democracy may 


constitute the “end point of mankind‟s ideological evolution” and hence the “final form of human 


government.” 


While Fukuyama may have been overly optimistic for the short term, he may be proven correct in the 


long run.34 Despite occasional relapses, the spread of liberal democracies, the realization by states that 


trade and commerce are more closely associated with wealth than territorial conquest, the increasing 


number of states under civil rather than military rule, and the rising attention paid to human rights and 


international law are all encouraging developments. There is little doubt that the “great powers” are now 


far less inclined to resolve their differences through use of military force. 


It would be premature to predict the imminent demise of the nation state. At last count, there were 191 


member states in the United Nations.35 While globalization has undoubtedly weakened the state, it is still 


only the nation-state that can bind its citizens together, arbitrate between them, represent them in the 


global arena and, of course, provide for their security. Yet liberal claims about the future of the 


international order deserve serious investigation and intellectual engagement. To fail to do so would 


ignore an important trend in international relations.   


Notes 


1.  Like other schools of thought, liberalism consists of a series of debates about its actual meaning, and consequently there 


are many forms of liberalism “Classical” liberalism‟s interest in the power of the state versus the rights of the individual is 


marked by a number of important writings. See John Locke, Two Treatises of Government, ed. C.B. MacPherson 


(Indianapolis: Hacket Publishing Company, Inc., 1690/1980), Jean-Jacques Rousseau, The Social Contract and Discourses, 
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ed. P.D. Jimack (Rutland, VT: Charles E. Tuttle CO, 1993), and John Stuart Mill, „„On Liberty,” in Essays on Politics and 


Culture, ed. by Gertrude Himmelfard (NY: Meridan Book, 1859/1973). Classical liberal writers calling for a laissez-faire 


political economy include Adam Smith, Wealth of Nations (NY: Prometheus Books, 1991). Regarding contemporary 


international liberalism, there are three major strands. First, republican liberalism (the democratic peace proposal) is supported 


by Rudolph J. Rummel, “Democracies ARE Less Warlike Than Other Regimes,” European Journal of International 


Relations, 1 (1995): 457-479, Bruce Russett, Grasping the Democratic Peace: Principles for a Post-Cold War World 


(Princeton: Princeton University Press, 1993), and James Lee Ray, Democracy and International Conflict (NY: University of 


South Carolina Press, 1995). Second, commercial liberalism is advocated by John Mueller, Retreat from Doomsday: The 


Obsolescence of Major War (NY: Basic Books, 1989) as well as James L. Richardson, “The Declining Probability of War 


Thesis: How Relevant for the Asia-Pacific?” in Asia-Pacific Security: The Economics-Politics Nexus, ed. Stuart Harris and 


Andrew Mack (St. Leonards: Allen & Unwin, 1997), 81-100. Finally, Keohane is the leading liberal institutionalist theorist. 


See Robert O. Keohane, “Institutional Theory and the Realist Challenge: After the Cold War,” in Neorealism and 


Neoliberalism: The Contemporary Debate, ed. D.A. Baldwin (NY: Columbia University Press, 1993), 269-300. For all of this 


variety, for Anthony Arblaster in The Rise and Decline of Western Liberalism (Oxford: Basil Blackwell, 1984) and others, it is 


individualism that ties liberalism together. 


2.  For many, liberalism‟s tenets finally began to emerge in the early 1600s (Richardson, 20), while others such as E.K. 


Bramsted and KJ. Melhuish in Western Liberalism: A History in Documents from Locke to Croce (London: Longman, 1978) 


suggest it was England‟s “Glorious Revolution” in 1688 that led to the first emergence of liberalism. In any case, all agree that 


the first great texts of this “classical” liberal period were John Locke‟s The Second Treatise of Government and A Letter 


Concerning Toleration, Locke‟s prose became part of the foundation for our own constitution. 


3.  The metaphor of a “social contract” has permeated much of the discussion on this topic. This metaphor begins with the 


individual in a state of nature, enjoying freedom and equality. These individuals consent to a social contract to bind them 


together under a particular government. Individuals formed governments to serve a purpose. For Locke, this was to protect 


their personal property. 


4.  Locke emphasized the rule of law to flame the behavior of citizens (71n). Locke considered the role of government to 


be a trustee for the citizens. Consequently, governments could be dissolved when they “invade the Property of the Subject” or 


become “arbitrary Disposers of the Lives, Liberties or Fortunes of the People” (111). 


5.  Liberals do not deny that the international system is anarchic in some sense, but disagree with realists about what this 


means and why it matters. Liberals suggest that realists overemphasize the importance of anarchy while neglecting the 


growing trend toward interdependence. See (for example) Robert Axelrod and Robert Keohane, “Achieving Cooperation 


Under Anarchy: Strategies and Institutions,” World Politics no. 38 (October), 226-254. 


6.  In Kant‟s words, peace can be perpetual. See “Perpetual Peace,” in Kant: On History, ed. Lewis White Beck 


(Indianapolis: Bobbs-Merrill Educational Publishing, 1963). 


7.  The mercantilist view prevailed in seventeenth and eighteenth century international thought. With their emphasis on 


preparation for war and relative gains, many view the mercantilists as early realists. See David A. Baldwin, Neorealism and 


Neoliberalism: The Contemporary Debate (NY: Columbia University Press, 1993). II. 


8.  Liberals stress the absolute gains available from international cooperation, while realists stress relative gains. The 


classic realist statement is provided by Ken Waltz in Theory of International Politics (Reading, MA: Addison Wesley, 1979): 


“When faced with the possibility of cooperating for mutual gain, states that feel insecure must ask how the gain will be 


divided. They are compelled to ask not „Will both of us gain?‟ but „Who will gain more?‟ If an expected gain is to be divided, 


say, in the ratio of two to one, one state may use its disproportionate gain to implement a policy to damage or destroy the 


other” (105). Liberals counter by stating that it is often in the interest of the state and the individuals who constitute the state to 


acquire absolute gains through international cooperation, thus mitigating the effect of anarchy. 


9.  Kant, 114. 


10.  Adam Smith, Thomas Paine, John Stuart Mill, and Richard Cobden backed this point of view. See Scott Burchill. 


Richard Devetak, and others, Theories of International Relations (NY: Palgrave, 2001), 39. 


11.  This is the view of many including Stanley Hoffman in his book, The Crisis of International Liberalism. See James L. 


Richardson, Contending Liberalisms in World Politics: Ideology and Power (Boulder: Lynne Reinner Publishers, 2001), 55. 


12.  The existing literature generally gives recognition to Immanuel Kant for the idea of a “democratic peace,” an idea he 


explained in his book Perpetual Peace, Kant advocates a republican constitution (a separation of powers; he was adverse to 


democracy) because the “consent of the citizenry is required to decide that war should be declared” (94). Since the citizens 


must bear the material and human costs, they will be loath to embark upon senseless warfare. 


13.  Liberal internationalists such as John Mueller in Retreat from Doomsday: The Obsolescence of Major War (NY: Basic 


Books, 1989) and Francis Fukuyama in “The End of History?” The National Interest 16: 3-18, are confident that we have 


already entered a period in which war as an instrument of diplomacy is becoming obsolete. Fukuyama, at the time a senior 


official at the State Department, wrote a short but contentious article in which he suggested that liberal democracy may 


constitute the “end point of mankind‟s ideological evolution” and hence the “final form of human government.” 
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14.  Free trade and the elimination of trade barriers are at the heart of modern interdependence theory, the intellectual 


precursor to liberal institutionalism. This theory suggests that nation-states are becoming increasingly sensitive and vulnerable 


to economic and social change in other states and the global system as a whole. The classic work in this field is Robert 


Keohane and Joseph Nye, Power and Interdependence (NY: Addison-Wesley Publishing, 1977). 


15.  International institutions are organizations of states, such as the International Monetary Fund (IMF), the World Trade 


Organization (WTO), the United Nations (UN), or others designed to promote international coordination. 


16.  Amos A. Jordan, William J. Taylor, Jr., and Michael J. Mazarr, American National Security (Baltimore: The John 


Hopkins University Press, 1999), 21-23. They break institutions into international organizations and transnational 


organizations. 


17.  For John Mearsheimer in “Disorder Restored,” Rethinking America’s Security, ed. Graham Allison and G.F. Treverton 


(NY: W.W. Norton, 1992), nations that “depend on others for critical economic supplies will fear cutoff or blackmail in time 
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The Past as Prologue 
Realist Thought and the Future 


of American Security Policy 


James Wood Forsyth Jr. 


Realism is dead, or so we are told. Indeed, events over the past 20 
years tend to confirm the popular adage that “we are living in a whole new 
world.” And while some have proclaimed the death of power politics, it 
is worth remembering that we have heard this all before. Over the past 
60 plus years, realism has enjoyed its time in the sun. Within the United 
States, realism initially arose during the interwar period in response to the 
perceived failures of Pres. Woodrow Wilson’s internationalism. By 1954, with 
the publication of the second edition of Hans Morgenthau’s Politics among 
Nations, those ideas had been discredited. During the 1970s, with gasoline 
shortages and a long, unsuccessful war in Vietnam tearing at America, the 
inadequacies of policy makers to properly frame world events led many to 
pursue other alternatives. Economic, political, and social changes led to 
the rise of topics such as transnational politics, international interdepen
dence, and political economy, each of which allowed nonrealist perspec
tives to carve out a substantial space for themselves. 


The dramatic ending of the Cold War—combined with the inability of 
policymakers to adequately explain, anticipate, or even imagine peaceful 
global change—ushered in a new round of thinking. Today many decision 
makers frame their policies around democracy, seeing it as the historical 
force driving the apparent peace among the world’s leading powers. Once 
an arcane argument among academics, democratization moved to the fore 
during the Clinton years and has defined America’s role in the world ever 
since. That “America believes in democracy” is more than a slogan. The 
wars in Afghanistan and Iraq marked the beginning of a democratiza
tion project of gargantuan proportions. But if the past is any guide to the 
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future, it will not be long until policymakers begin to reframe their think
ing around realism. One can already see signs of realist resurgence within 
the administration, with insiders calling for an end to the wars and 
other nations decrying American adventurism.1 With so much at stake, 
it is time for strategists and policymakers to reexamine realism lest it be 
rejected out of hand. 


From the earliest moments of recorded history, realist thought has domi
nated the study and practice of international politics.2 Since the time of 
Thucydides, realists have never lost sight of the fact that we live in a world 
of states, large and small, that must look out for themselves.3 Paraphrasing 
Thucydides, “the strong do what they will, while the weak suffer what they 
must.” In such a world—where there is no world government to protect 
a state from the harmful intentions of others—survival is the name of the 
game. Thus, the essence of any security policy is the protection and preser
vation of the state itself. This article critically examines realism and its rela
tionship to national security policy. Rather than focus on individual realist 
authors, their ideas are synthesized here into a general interpretation of 
the field and integrated with the strong, symbiotic relationship between 
realist thought and national security policy.4 This article outlines the 
realist argument and focuses on four premises—states, anarchy, interests, 
and power—and illustrates the key differences between realism and other 
perspectives. The third section evaluates the usefulness of realism in terms 
of framing enduring security issues, and the final discusses the future of 
realist thought with respect to framing emerging security issues. 


What is Realism? 
Realism is the dominant theoretical tradition that defines the study of 


international politics. It begins with a pessimistic view of human nature, 
which Thucydides captures in his description of events during the Pelo
ponnesian War. As his majestic history suggests, human nature drives men 
to repeal those “general laws of humanity,” even when those deeds have 
the potential to hurt not only the guilty but the innocent as well. Why? 
Because people are not led by reason; they are led by reason and passion, 
and it is passion that leads them into conflict and war. This point is worth 
stressing: that reason can temper passion is never the issue. Rather, the 
issue is that one can never be too sure that reason will temper passion all 
of the time.5 For those interested in understanding national security, the 
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lesson is simple and the implications enormous. States must constantly be 
on guard—not because statesmen are never honorable and peaceful, but 
because they might at any moment become dishonorable and belligerent. 


The pessimism found in realism certainly gives it a doom and gloom 
edge. Pessimism is not the same as fatalism, however, and in fact realists can 
be wildly optimistic on some matters,6 but at the heart of realist thought 
is the notion that mankind is flawed. The world is what it is, and ana
lysts must take it for what it is. Will it ever get better? The chances are 
slim. Why? Because man is what he is—a passionate creature, capable of 
reasoning right from wrong and shrewd enough to know that he should 
always hedge his bets. 


While realist pessimism may accurately describe the human condi
tion, it does not capture the essence of international politics. After all, in 
international life it is states not men that matter most, which is why some 
realists go out of their way to downplay the importance of man himself. 
Kenneth Waltz, in what is still considered to be the most important work 
in the realist revival, Theory of International Politics, makes no index entries 
for ethics, justice, or morality.7 Similarly, John Herz is emphatic about 
how his realism is different from that of Morgenthau who, like Thucydides, 
“sees the chief cause of power politics in innate human aggressiveness.”8 


Human behavior can be grounds for conflict and war, but it is the anarchic 
nature of international life that remains an inescapable condition that 
leads to conflict even in the absence of human aggressiveness. 


Whether conflict stems from the nature of man or the nature of 
international politics, or both, remains unprovable; however, one thing 
is certain—states acting in anarchy must look out for themselves. Since 
states and anarchy play cardinal roles in realist thought, we should be clear 
about their meanings. A state is what we ordinarily call a country. Costa 
Rica, Russia, Finland are good examples. States have four essential features: 
territory, population, government, and sovereignty. Territory, population, 
and government are self-explanatory. Sovereignty refers to a state’s ability 
to conduct domestic and foreign policies without undue external interference. 
This does not mean that a state can do whatever it pleases. On the con
trary, while all states enjoy some measure of autonomy, great powers can 
do more than weaker ones, thus they tend to enjoy even more freedom of 
action. Still, no state—even those with the greatest of powers—can do all 
it wants all the time. No matter how powerful, states are limited in what 
they can do in the world. 
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Likewise, anarchy does not mean chaos or the complete absence of order. 
It simply refers to an absence of rule or of a hierarchical order based on 
formal subordination and authority. There is considerable order in an an
archic international system, but that order is not the hierarchical order 
characteristic of domestic politics.9 That being the case, the consequences 
of anarchy can be severe. Because there is no higher authority to which 
states can appeal, statesmen must think in terms of security first. 


No matter how good their intentions, national security policymakers 
must bear in mind that in the absence of world government, states must 
provide for their own protection. To do so means marshaling their power 
or the power of friends and allies who will support and defend them. 
However, such self-help actions, even when taken for purely defensive 
purposes, will appear threatening to others, who will be forced to respond 
in kind. This interstate phenomenon is commonly called the “security 
dilemma,” and it adequately explains why arms races occur and why some 
wars begin.10 


Because the potential for violence in the international system is so great, 
states must prioritize their interests. Interests come in many forms.11 


Peace, prosperity, and freedom are good examples, and while peace, pros
perity, and freedom might be in the interest of most states, survival is the 
sole interest of all states.12 The means to ensure survival is power. The kind 
of power needed can be hard to define. For example, during the 1970s a 
group of relatively small Middle Eastern states nearly brought the indus
trialized world to a standstill because they controlled access to oil. Were 
they powerful? It depends on how one thinks about power. Similarly, today 
terrorists seem to wrest considerable power from their dastardly deeds, but 
are they as powerful as some seem to think? An answer begins by recogniz
ing what power can and cannot accomplish in international life. Realists 
believe power clarifies international politics because it sets up a world of 
strong and weak states. For them, the distribution of military capabilities 
throughout the world makes differences between states stark and, by doing 
so, conditions the international system, setting up an informal set of rules 
that brings some order to a disordered world. 


Think of the Cold War to understand this last point. What kept the 
Cold War “cold” was the balance of power between the Soviet Union and 
the United States. Although hardly a perfect peace—there were several 
deadly proxy wars during this time—the balance of forces between the 
two great powers enabled international life to go on without producing 


Strategic Studies Quarterly ♦ Fall 2011 [ 105 ] 



http:states.12

http:forms.11

http:begin.10





        


             
          


           


           


 


            
            


          


         
 


          


James Wood Forsyth Jr 


a cataclysmic, nuclear war. Indeed, it is hard to imagine the Gulf Wars or the 
war in Yugoslavia occurring during the Cold War. Why? The superpowers— 
through threats or use of force—would never have allowed them to happen. 


Regardless of how one thinks of power, it is important to point out that 
power is fungible and relative. Fungibility refers to the ease with which 
capabilities in one issue area can be used to solve problems in other issue 
areas. From a national security perspective, military power remains the 
most fungible of all the instruments of power, including economic, dip
lomatic, and informational. Reviewing the cases, one discovers that force, 
and threats of force, have been the instrument of choice for most states in 
times of crisis. Indeed, because war remains the ultima ratio in international 
politics, military power remains the first and foremost concern of most 
powerful states. 


The word relative refers to relative gains, as the term is used in the study 
of economics. In brief, realists believe that relative gains matter more to 
states than absolute gains. Why? One can never be sure how a state will 
use any gain from any transaction. States might spend gains—in the form 
of money—on services to improve life at home for their citizens. On the 
other hand, they might spend those gains on a large military force capable 
of threatening others, which is why in international politics the question 
is never “Who gains?” The question is always “Who gains more?”13 


Recall the fierce debate in the United States on the North American Free 
Trade Agreement, NAFTA. The debate was not over the issue of what will 
the United States gain? Rather, the debate—at least from the dissenters— 
centered on the fear that Canada and Mexico might gain more. Was the 
United States afraid that Canada or Mexico might build a large army to 
threaten the United States? Of course not, but the mere fact that tensions 
existed among these close neighbors only highlights just how difficult 
international cooperation is to achieve, even on something as relatively 
benign as free trade. In the end, we can think of international politics as a 
struggle for power, cooperation, and peace, but that struggle is defined by 
the idea that state security must never be impaired. 


Summing up, realists think the international system shapes what states 
must do by presenting them with overwhelming incentives to pursue self-
interests or by eliminating those that fail to pursue self-interests relentlessly. 
“This natural selection process may be supplemented by a competition 
for influence; states following realist maxims grow, while those ignoring 
the mandates of anarchy decline or lose all influence. To the extent that 
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survival pressures tightly constrain state behaviors, we should not expect 
internal characteristics or moral considerations to seriously affect state 
conduct.”14 In a world of realist politics, nations may inevitably settle their 
disputes through force or threats of force, acting purely in self-interest. In 
the end, states must look out for themselves. 


Realism and its Critics 
Realism has many critics.15 A number of them are convinced realism is 


inherently limited because it takes little account of global change, a line of 
attack that sharpened considerably with the end of the Cold War. Others 
argue that realism overlooks the importance of global interdependence 
on international politics. Those who write on the importance of inter
dependence have provided illuminating accounts of international politics 
by calling attention to the role of international institutions. These authors, 
known as institutionalists, stress the mediating role played by institutions 
which lower transaction costs among states and increase the prospects for 
international cooperation. Institutionalists like to point to the develop
ment of the North Atlantic Treaty Organization as an example of an institu
tion that has not only increased cooperation among its members but has 
also provided a framework for economic and military integration of Europe 
itself. What is more, institutional analyses have clarified the relationship 
between international politics and economics, opening up a line of in
quiry known as international political economy. However enlightening 
institutional analyses might be, realists contend that these authors tend to 
exaggerate the possibilities for international cooperation because they do 
not understand––or have oversimplified the concern about––survival as a 
motivation for state behavior. States must look out for their own security, 
not because they are greedy, selfish, or vile. States might be all of these, 
but that alone is not a sufficient reason to cause them to think in terms of 
security first. They must look out for their own security because there is 
no authority capable of preventing others from using violence or threats 
of violence to destroy or enslave them.16 This tends to be downplayed in 
institutional analyses, but it remains the driving concern for most states. 


Another line of criticism comes from those who believe the key to achiev
ing a peaceful international system lies in radically altering state identity 
or transforming how states think about themselves and their relationships 
with others. Ideally, by not thinking of themselves as solitary actors who 
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are responsible for their own security, states will develop a communitarian 
ethos and a broader sense of responsibility to the international commu
nity. While this might sound desirable in principle, in practice it will 
never work because anarchy and the danger of war cause all states to be 
motivated in some measure by fear or distrust, regardless of their internal 
composition, goals, or desires.17 


This last point is lost on those who hang their hopes for humanity on 
democracy and are willing to risk blood and treasure to secure those goals. 
Democracy has had an impact on international life; it has both caused 
and affected the promotion of liberal capitalism. No doubt, democracy 
and free-market capitalism have taken hold of the world, and the apparent 
peace among the world’s democratic states—both large and small— 
constitutes the “closest thing we might have to an empirical law of inter
national behavior.”18 Put simply, democracies do not fight one another. 
Why not? 


Some believe domestic institutions guard against the bellicose behaviors 
of kings or emperors.19 Democratic leaders, if for no other reason than 
self-preservation, tend to hedge against risky wars because their own for
tunes are tied to either maintaining the status quo or assuring a victory, or 
both. Others are convinced democratic states seem to prefer adjudication 
and bargaining to fighting.20 In short, it is not that liberal states would 
rather trade than invade, as interdependence theory suggests; it is that 
liberal leaders prefer to “jaw, jaw rather than war, war,” as Churchill might 
have put it. 


As compelling as both explanations might seem, neither captures the 
essence of great-power politics, nor do they come close to describing what 
a democracy is like when it goes to war. Democracy, as George Kennan 
stated, fights in anger. Democracy “fights for the very reason that it was 
forced to go to war. It fights to punish the power that was rash enough 
and hostile enough to provoke it—to teach it a lesson it will not forget, 
to prevent the thing from happening again. Such a war must be carried 
to the bitter end.”21 Democracy also fights with vengeance, which is why 
democratic wars resemble crusades, characterized by unlimited means, ulti
mate ends, and popular calls for unconditional surrender. But above all 
else, democracies are states, and all states have interests, not the least of 
which is survival. Again, while peace might be an interest of some states, 
survival is the interest of all states. When interests compete, as they tend 
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to do, conflict arises and war is the extension of that process. Thus, peace 
among the world’s democracies will not last forever. 


The Enduring Usefulness of Realism 
Up to now, I have focused on description and analysis in an attempt to 


clarify the realist tradition. This section evaluates the usefulness of realism 
in terms of framing enduring security issues by focusing on war, interven
tion, globalization, and human rights.22 


In an anarchic world, war is always a possibility, which is why realists 
present it as a standard, albeit destructive, instrument of statecraft or a 
continuation of politics by other means. This can be attributed to Clausewitz, 
who insisted that war was the result of some political situation. “The oc
casion is always due to some political object,” he wrote. “War is therefore 
an act of policy.” As satisfying as Clausewitz might be, war often requires 
more than political justification. It requires moral justification. Yet realists 
ignore this aspect, insisting that most wars can be justified in terms of 
interests or the balance of power. The central premise of the balance of 
power is stability, not justice. In fact, realists argue that the very idea of a 
just war may be incoherent. Think about it—if one adopts the perspec
tive of the statesman, which presupposes the protection and preservation 
of the state, there seems to be no escaping the demands of the national 
interest. This point is worth stressing—even though considerations about 
justice might be real and important, they are not as important as the de
mands of security. This dilemma is recognized by other moral and political 
perspectives, but what makes realism so distinctive is its solution. When 
the demands of statecraft and the demands of justice cannot be recon
ciled, realists argue that political leaders must choose injustice, even if it 
means war.23 


Moral considerations aside, realists believe stability is present in an inter
national system when the system remains anarchic—without a strong central 
authority—and the principal parties within the system remain unchanged. 
If one state threatens to achieve a position from which it might be able to 
dominate the rest, a military coalition of the other great powers will form 
against it and a general war will follow. Thus, balance of power arguments 
are not strong arguments for war any more than they are strong arguments 
for peace. They are anti-hegemonic in that a balance of power seeks to 
prevent, through war if necessary, the rise of one dominant power. 
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Since the end of the eighteenth century, the European balance of power 
changed five times. Early in the nineteenth century, Napoleon’s bid for 
supremacy ended at Waterloo when a coalition of states put an end to his 
ambitions by destroying the Grand Armee. In the early twentieth century, 
the Kaiser similarly challenged the European balance of power. Again, a 
coalition of states fought desperately for four years to rectify the situation. 
In the 1930s and early 1940s, Hitler overran Europe from the Channel 
to the gates of Moscow. Again a great coalition of forces fought to restore 
the balance of power. Following that war, however, the balance was not 
restored. Russia was left with half of Europe, while the rest lay prostrate 
before it. Tragically, the Western Europeans who had fought to defeat Hitler 
now faced Stalin, and the resulting imbalance of power was the reason for 
the start of the Cold War, which lasted nearly 50 years. Since the end of 
the Cold War, there has been an imbalance of global power. The current 
unipolar configuration cannot last forever and is already showing signs of 
changing with a rising Brazil, Russia, India, and China. Will war be the 
result of the changing distribution of power? It need not be. If realism is 
correct, a balance of power ought to emerge which will force states to make 
appropriate security preparations. Barring attempts at regional hegemony, 
stability can be the result. 


Although many states have intervened in the affairs of other states, realist 
authors have surprisingly little to say on the question of intervention. When 
they do address it, it is usually under the heading of nonintervention. This 
is because realists tend to think of intervention as an empirical question, not 
a philosophical one. That being the case, those realists who do tackle it 
head-on often fall back on John Stuart Mill’s notions of self-determination 
and sovereignty.24 


We are to treat states as self-determining communities, whether or not 
they are free, because self-determination and freedom are not the same, 
or so Mill thought. Citizens have the right to fight for their freedom, and 
when they struggle and fail, they are still self-determining. This Millian 
view of self-determination sets people up for the right to become free by 
their own efforts, and it cuts against the grain of intervention, in general. 
Sovereignty, which legally defines a state’s ability to conduct domestic and 
foreign policies without undue external interference, is the arena in which 
self-determining communities fight and sometimes win their freedom. It 
goes without saying then that there are things the international community 
cannot do for states, even if it is for their own good. By this measure, the 
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intervening state must make the case that its interference in someone else’s 
liberty is best served by something other than moral support. 


This is not an academic question, as it sits at the center of the current 
administration’s policy agenda.25 During the 1990s the United States was 
involved in numerous interventions, some of which clearly violate tradi
tional views of sovereignty. Somalia II sticks in the minds of most Ameri
cans as an intervention characterized as wrong—wrong place, wrong time, 
and wrong reason. In the face of the ethnic killings and displacement in 
Yugoslavia, Rwanda, and Kosovo, however, the idea of saving strangers 
came to the fore. Coupled with the attacks of September 11th, the ques
tion of intervention posed new problems and challenges as arguments 
about preemption took hold of American policy. Within the Obama ad
ministration, there are those who wish to see the United States continue 
to play an active interventionist role, while others seek to back away from 
it. In framing the future of intervention, realism has something to offer 
policy makers. In multipolar worlds, great powers are prone to inatten
tion. In bipolar worlds, overreaction is the concern. In unipolar worlds, 
like the one we are living in now, guarding against overextension is the 
problem.26 In the coming years, the United States will have to balance 
the need for security against the humanitarian desire to save strangers. If 
it behaves shrewdly, it can reduce the risk of overextension and, perhaps, 
save a few but not all. 


Unlike intervention, realists have a lot to say about globalization. More 
than a mere shift in economic policies, globalization is transforming state 
relations and remaking international politics right before our very eyes, or 
so globalists insist. That globalization is occurring cannot be denied. Foreign 
trade, travel, and communication seem to be transforming the world into 
a global bazaar where goods and services are traded openly and freely, and 
war among the great powers becomes less and less likely. But while inter
national economics might be changing, international politics are not. 


With this in mind, one ought to wonder what globalization is doing 
to security. Does it mean more peace, as globalists contend? Realists con
clude it does not. Why? Economic interdependence among nations is not 
capable of altering the nature of international relations, which puts a pre
mium on politics, not economics. Globalists fail to see this because they 
do not understand that international peace, which is underwritten by the 
great powers, produces interdependence and not the other way around.27 
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The logic is obvious. If I rely on you for something essential, like oil, 
then I am vulnerable to your whims and fancies. The more vulnerable I 
become, the more demanding you might become. You might demand 
more money, more services, or if your commodity makes me stronger, 
protection. While I may be willing to go along in the short term, the longer 
this transaction goes on the more dependent I become. In short, inter
dependence creates vulnerabilities. For states this is a dangerous game, 
which is why international cooperation is so difficult to achieve. The en
during lesson is simple. Whether a state gains in an economic transaction 
is never the issue. The issue is always who gains more. Without a higher 
authority to appeal to, successful states will always hedge their bets when 
it comes to interdependence. Thus, globalization, at least from a security 
perspective, will not be enough to ensure a lasting peace. 


Most realists eschew the idea of human rights as the basis for making de
cisions about national security.28 This is largely due to realism’s professed 
amorality. Kennan expressed it best, writing, “Government is an agent, 
not a principal. Its primary obligation is to the interests of the national 
society it represents, not to the moral impulses that individual elements of 
that society may experience.”29 


But even if survival is the main concern of all states, it is not the only 
interest of all states all of the time. Clearly, there are times when interests 
compete. When they do, it is worth remembering that security is the pri
mary concern, but there ought to be times when moral concerns matter. 
The war in Kosovo is hard to justify simply in terms of interests. This, in 
fact, may be a case where interests—stopping the spread of a wider war 
in Europe—coincided with a moral concern—stopping the slaughter of 
innocent civilians. Afghanistan, too, seems to fall into this category. In 
any event, there are times when interests and moral concerns do coincide. 
Realists recognize this but consistently come down hard on the limits of 
international action. As the discussion on intervention pointed out, human 
rights are a domestic––not an international––concern. There are real limits 
to what states can do to, and for, other states, but that does not necessarily 
exclude lending moral or material support in defense of human rights. 


Realist Thought and the Future of US Security Policy 
The previous section examined four enduring issues in an attempt 


to illustrate how realist thought can help frame policy responses. This 


[ 112 ] Strategic Studies Quarterly ♦ Fall 2011 



http:security.28





   


       


       


 


           
 


            
 


            


The Past as Prologue 


section explores four emerging issues that are sure to dominate security 
discourse in the coming years: counterinsurgency, social revolutions, nuclear 
weapons, and power transitions. 


Within the marketplace of ideas, counterinsurgency casts a long shadow 
but has a short life. Why? Policymakers are beginning to realize the return 
on the investment is simply not worth the costs. Consider Afghanistan. 
After 10 years, billions of dollars spent, and thousands of lives lost, 
Afghanistan remains one of the poorest states in the world. With a per 
capita GDP of $800, a life expectancy of 42 years, and a mortality rate of 
250 per 1,000 live births, it is a brand name for suffering. Moreover, if the 
United States were to stay in Afghanistan for another 10 years—adding 
billions of dollars and countless lives to the equation—it would create a 
state that is equal to but not greater than Pakistan. It is worth remem
bering that Pakistan is, in many ways, an American creation. American 
money began flowing into that country in 1954. Over the decades, the 
United States has sent billions of dollars to Pakistan, training and equip
ping its military and intelligence services. The goal of this activity sounds 
all too familiar: “create a reliable ally with strong institutions and a modern, 
vigorous democracy.”30 But after nearly 60 years, Pakistan is one of the 
most anti-American states in the world; a far cry from what was origi
nally intended. That is a sobering thought, one that will loom large in the 
minds of policymakers as they stare into the budget abyss, and also why 
counterinsurgency is destined to become a thing of the past. Another reason is 
the killing of Osama bin Laden. While it represents the high-water mark 
for special operations forces, whose courage and performance have been 
nothing but heroic and extraordinary, his end marks the beginning of 
America’s withdrawal from Afghanistan. 


As with intervention, when realists write about counterinsurgency it is 
usually under the heading “We Should Not Try That Again.” Why? From 
a practical perspective, the US experience in this sort of war has not been 
a happy one. Guatemala, Iran, Cuba, and Vietnam add up to a bad score
card, and recent events have continued this negative trend. Contrary to 
popular opinion, there is nothing small about these “small wars.” In col
loquial terms, their largesse is captured by the words “hearts and minds,” 
which translates to “we can save you if you’ll let us.” In general, saving 
strangers is a noble goal but not necessarily good policy, because it rarely 
works, at least not for long. In the constellation of cases, only Malaya and 
the Philippines are thought to be unequivocal successes. The others— 
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most notably Algeria, Indochina, and Namibia—all ended as something 
less than originally imagined.31 With that rate of success, the demand for 
counterinsurgency will inevitably decrease. 


American policymakers have not had to deal with the political impact of 
social revolutions for some time, largely because they are such rare events. 
A social revolution can be thought of as a “rapid, basic transformation 
of a society’s state and class structures; they are accompanied and carried 
through by broad-based revolts from below.”32 What is unique to social 
revolution is that changes in social and political structures occur together 
and in mutually supporting fashion. France, Russia, and China are the 
classic examples, but the last time American policymakers had to deal 
with the aftermath of such cataclysmic events was in 1979. Revolutions in 
Nicaragua and Iran changed the social, political, and economic landscapes 
of Central America and the Middle East, while consuming one presidency 
and distracting another. In both cases, few saw them coming and even 
fewer knew how to frame a response. As we watch popular uprisings 
sweep through the Middle East today, one cannot help but wonder if social 
revolutions are far behind.33 Here realism can help. 


First, we must realize there is little one can do to influence the outcome 
of a social revolution because they are so hard to predict. Few saw the 
Sandinistas overthrowing the iron rule of Somoza, and even fewer foresaw 
or understood events in Iran. In both cases, US policy went into a period 
of confusion. In Nicaragua this resulted in the ill-fated Contra war, and 
in Iran it led to a long period of exclusion and denial; neither response 
produced a long-lasting, positive strategic effect in the region. Second, we 
must be prepared to deal with the revolutionary government as it is, not 
as we wish it to be, while keeping in mind that the policies of today can 
become the problems of tomorrow. In the case of Nicaragua this meant 
supporting a long, brutal war; in the case of Iran, it ultimately meant Saddam 
Hussein. In both, it resulted in the ill-fated Iran-Contra Affair. Third, 
whatever the outcome, we must come to grips with the fact that social 
revolutions can be short- or long-lived, and there is no telling which direc
tion they will take. In Nicaragua the revolutionary government lasted just 
over 10 years; in Iran much longer. In all of these instances, realist thought 
forced policymakers to come to grips with humility—there was, in fact, 
little one could do after the revolution had occurred. In foreign affairs, 
humility is a rare but valuable commodity nonetheless. 
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Within the nuclear arena, policymakers will need to learn how to cope 
with the rising demand for small, reliable nuclear arsenals. In this regard, 
China, India, and Pakistan are the “new normal” when it comes to nuclear 
arsenals, and other states like Iran have been watching closely. Within 
most nuclear countries, it has become common knowledge that large arsenals 
assure statesmen little. As in other areas of competition there comes a 
point of diminishing returns, and with nuclear weapons that point comes 
quickly; a few weapons are all one needs to achieve relative security, even 
against a larger, better-equipped opponent. The central conclusion these 
states have reached after watching nearly 50 years of arms racing during 
the Cold War is this: Statesmen are not sensitive to the actual number of 
weapons a state might possess; they are sensitive to the idea that a state 
might have them at all. All the tough talk between the Russians and the 
United States did not amount to much when it came to nuclear numbers— 
both raced up but backed down as soon as they safely could. This has not 
been lost on others. 


Overcoming bureaucratic resistance to the idea of minimum deterrence 
will not be easy. The toughest obstacle is located within the cognitive do
main.34 Minimum deterrence poses a challenge to the perceptions many 
political and military leaders have about how nuclear deterrence works. 
Cold War paradigms characterized by numerical and technological parity, 
large numbers of weapons, and sophisticated counterforce war-fighting 
plans provide the mental focal points around which policymakers’ thoughts 
turn. In their quest for cognitive consistency, they will flatly reject or ignore 
evidence that challenges their well-formed perceptions about deterrence. 
Solving this will not be easy, as it demands that decision makers take time 
to analyze their own preexisting perceptions. Realism can help frame this. 
Policymakers should keep in mind that Cold War policies of deterrence 
were not so much based upon real-world evidence of how leaders would 
actually react to nuclear threats but instead upon expectations of how 
those leaders would react—expectations drawn from policymakers’ own 
deeply held beliefs about deterrence. In other words, Cold War notions 
are no more real than post–Cold War ones. One hears calls for new think
ing all the time about deterrence, but that thinking usually turns out to be 
more of the same. In essence, old nuclear states are trapped within their 
own psychic prisons; the newer ones not as much, and they have adapted 
quickly; the age of minimum deterrence has arrived. 
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All of the above pales in comparison to the effects that will result from 
global power transitions in the world. Already ongoing, the effects of the 
redistribution of power will become more apparent in the next 10 to 20 
years. The changing balance of power among states in the world poses the 
greatest challenge to US security and, in this regard, the United States is 
in a precarious position. Large-scale economic changes, together with on
going wars, have placed the United States in a relatively weaker position 
with respect to its rivals than it was eight years ago. In economic terms, 
the costs have been staggering, with estimates as high as $3 trillion. In 
military terms, even if the United States were to achieve its current war 
aims, American forces are less capable than they were in 2000. Continual 
deployments, along with the accompanying wear and tear on personnel 
and equipment, have left the US military in desperate need of replenish
ment. As the new administration has made clear, coming to terms with 
these structural challenges will be demanding. Harder still is trying to find 
another case that rivals or even approximates the United States’ relative 
decline, the pitch and speed of which appear unusual. 


Complicating this are the BRICs—Brazil, Russia, India, and China. 
While policymakers may be familiar with the BRIC countries, few have 
thought seriously about the challenges they pose to US leadership. They 
are poised to become the four most dominant economies by the year 2050. 
These four countries encompass over 25 percent of the world’s land cover
age, 40 percent of the world’s population, and hold a combined GDP of 
approximately $18.5 trillion. On almost every scale, they would be the 
largest entity on the global stage. Hardly an alliance, they have taken steps 
to increase their political cooperation, mainly as a way of influencing the 
US position on trade accords. Among the questions facing the United 
States, few are more important than this: Can the United States success
fully play the role of junior partner in some places in the world? And, if 
so, what strategies should it devise to ensure its well-being? 


For the past 20 years, American policymakers have been in love with 
dominance. Military doctrine, trade papers, and journals are strewn with 
ideas of global hegemony. But America has never been a global hegemon. 
In fact, the idea of global hegemony is more illusory than real; there is 
no case in history of a true global hegemon—a state that ruled the entire 
world. With its influence stretching north to south, the United States is 
a regional hegemon, but even here it will have to back away from its love 
affair with dominance, especially in light of pressing fiscal constraints. 
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Here, again, realism can help. When faced with historic, global-power 
transitions, states have essentially three choices: dominate, accommodate, or 
retrench. Domination strategies tend to be most appealing, which explains 
why the United States was drawn to them at the end of the Cold War. 
Accommodation strategies tend to be effective but not as popular because 
they are based upon the realization that one cannot “win.” This strategy 
is not about winning but about achieving some continuous advantage.35 


Retrenchment strategies tend to be least appealing but can be effective in 
some instances. Britain successfully retrenched following the war, allowing 
America to ascend to new heights, while enjoying the benefits of American 
hegemony herself. No doubt, this would be harder for the United States 
to do with the BRICs but not impossible. The countries have much in 
common economically and could forge a new future together, but much 
of that rides on America foregoing the urge to dominate. 


Conclusions 
Accepting the tenets of realism is an act of humility—a rare commodity 


in international affairs but a useful one nonetheless.36 American policy-
makers will eventually come to it, even if they do so reluctantly. Is realism 
in our future? The answer is yes. Advances in technology, health care, and 
communications are shaping the world we live in. Yet beneath it all, inter
national politics has not changed significantly since Thucydides. In spite 
of economic interdependence, global transportation, and the information 
revolution, we live in a world where states must look out for themselves. 
As long as that holds true, statesmen are well advised to frame policy 
responses in terms of interests; no other tradition does that better than 
realism. In so doing, they ought to remember: a foreign policy based on 
a realist assessment is neither moral nor immoral but merely a “reasoned 
response to the world about us.”37 
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Obama Makes Case for U.S. Participation in Libya  


http://www.defense.gov/News/NewsArticle.aspx?ID=63342 


By Jim Garamone 


American Forces Press Service 


WASHINGTON, Mar. 28, 2011 – It was in America’s vital interests to stop a massacre in Libya, President 
Barack Obama said today at the National Defense University. 


Obama spoke of the justification for establishing the no-fly zone over Libya and protecting the Libyan 
people from Moammar Gadhafi’s regime to an audience of students and faculty gathered at Lincoln Hall 
on Fort Lesley J. McNair here.  


Obama spoke of the cruelty that Gadhafi showed in suppressing Libyans who wanted a different 
government for the country.  


“In the face of the world’s condemnation, Gadhafi chose to escalate his attacks, launching a military 
campaign against the Libyan people,” Obama said. “Innocent people were targeted for killing. Hospitals 
and ambulances were attacked. Journalists were arrested, sexually assaulted and killed.”  


Gadhafi ordered his soldiers to cut off food, water and fuel to cities along the coast, and shelled cities and 
towns. “Military jets and helicopter gunships were unleashed upon people who had no means to defend 
themselves against assault from the air,” he said.  


“Confronted by this brutal repression and a looming humanitarian crisis, I ordered warships into the 
Mediterranean,” the president said. “European allies declared their willingness to commit resources to 
stop the killing. The Libyan opposition, and the Arab League, appealed to the world to save lives in Libya.  


“At my direction,” he continued, “America led an effort with our allies at the United Nations Security 
Council to pass an historic resolution that authorized a no-fly zone to stop the regime’s attacks from the 
air, and further authorized all necessary measures to protect the Libyan people.”  


The coalition began military operations to enforce the U.N. resolution nine days ago, after it became 
apparent that regime forces were bearing down on Benghazi – the stronghold of the rebellion and home 
to more than 700,000 men, women and children.  


“We knew that if we waited one more day, Benghazi … could suffer a massacre that would have 
reverberated across the region and stained the conscience of the world,” Obama said.  


“It was not in our national interest to let that happen,” the president said. “I refused to let that happen.”  


After consulting congressional leaders, Obama ordered the strikes to save Benghazi. “We hit Gadhafi's 
troops in neighboring Ajdabiya, allowing the opposition to drive them out,” he said. “We hit his air 
defenses, which paved the way for a no-fly zone. We targeted tanks and military assets that had been 
choking off towns and cities and we cut off much of their source of supply. And tonight, I can report that 
we have stopped Gadhafi’s deadly advance.”  


The United States acted as leader of a coalition of nations. The United Kingdom, France, Canada, 
Denmark, Norway, Italy, Spain, Greece, Turkey, Qatar and the United Arab Emirates joined in the 
responsibility to defend the Libyan people, Obama said.  







“In just one month, the United States has worked with our international partners to mobilize a broad 
coalition, secure an international mandate to protect civilians, stop an advancing army, prevent a 
massacre, and establish a no-fly zone with our allies and partners,” he said.  


“To lend some perspective on how rapidly this military and diplomatic response came together, when 
people were being brutalized in Bosnia in the 1990s, it took the international community more than a year 
to intervene with air power to protect civilians,” he continued. “We did it in 31 days.”  


These objectives are consistent with the president’s pledge that the U.S. military role would be limited. No 
U.S. ground forces are in Libya, and unique American capabilities that were important at the beginning of 
this operation are being withdrawn. However, American support will continue as NATO takes command. 
“This transfer from the United States to NATO will take place on Wednesday,” Obama said.  


Still, the United States will continue to work with international partners to provide assistance to the people 
of Libya, and the United States will hold in trust $33 billion of seized Libyan assets to help rebuild the 
country. Obama is sending Secretary of State Hillary Rodham Clinton to London where she will meet with 
Libyan opposition members and representatives from more than 30 nations.  


“These discussions will focus on what kind of political effort is necessary to pressure Gadhafi, while also 
supporting a transition to the future that the Libyan people deserve,” Obama said. “Because while our 
military mission is narrowly focused on saving lives, we continue to pursue the broader goal of a Libya 
that belongs not to a dictator, but to its people.”  


And the people of Libya ultimately must decide what happens in their country. “Gadhafi has not yet 
stepped down from power, and until he does, Libya will remain dangerous,” he said. He promised U.S. 
help as the process continues.  


Obama appealed to American ideals and values in respect to stopping a massacre in Libya. “Some 
question why America should intervene at all – even in limited ways – in this distant land,” he said. “They 
argue that there are many places in the world where innocent civilians face brutal violence at the hands of 
their government, and America should not be expected to police the world, particularly when we have so 
many pressing concerns here at home.”  


The United States cannot police the world, nor should it, the president said. “Given the costs and risks of 
intervention, we must always measure our interests against the need for action,” he said. “But that cannot 
be an argument for never acting on behalf of what’s right.  


“In this particular country – Libya; at this particular moment, we were faced with the prospect of violence 
on a horrific scale,” he continued. “We had a unique ability to stop that violence: an international mandate 
for action, a broad coalition prepared to join us, the support of Arab countries and a plea for help from the 
Libyan people themselves. We also had the ability to stop Gadhafi's forces in their tracks without putting 
American troops on the ground.”  


America has a responsibility to lead and to help those seeking freedom, he said. “To brush aside … our 
responsibilities to our fellow human beings under such circumstances would have been a betrayal of who 
we are,” he said. “Some nations may be able to turn a blind eye to atrocities in other countries. The 
United States of America is different. And as president, I refused to wait for the images of slaughter and 
mass graves before taking action.”  


Peace and ultimate stability in the rest of the region would have been affected if Gadhafi had been 
allowed to murder his people into submission. Just as Egypt and Tunisia are reaching for freedom, tyrants 
across the area would conclude that violence is the best strategy to cling to power.  







“The writ of the U.N. Security Council would have been shown to be little more than empty words, 
crippling its future credibility to uphold global peace and security,” he said. “So while I will never minimize 
the costs involved in military action, I am convinced that a failure to act in Libya would have carried a far 
greater price for America.”  


Gadhafi gone is best for the country, the president said. “But broadening our military mission to include 
regime change would be a mistake,” he said flatly. “The task that I assigned our forces -- to protect the 
Libyan people from immediate danger, and to establish a no-fly zone -- carries with it a U.N. mandate and 
international support.”  


Overthrowing Gadhafi would splinter the coalition and require U.S. ground forces. “To be blunt, we went 
down that road in Iraq,” he said. “Thanks to the extraordinary sacrifices of our troops and the 
determination of our diplomats, we are hopeful about Iraq’s future. But regime change there took eight 
years, thousands of American and Iraqi lives, and nearly a trillion dollars. That is not something we can 
afford to repeat in Libya.”  


  


 





		Obama Makes Case for U.S. Participation in Libya

		http://www.defense.gov/News/NewsArticle.aspx?ID=63342






International Security Studies Primer 
Compiled by Major Christina Wayne, SOC/DE2, August 2014 


International Security Studies (ISS) is a complex subject that is as broad as it is deep. Attaining 
expertise in any ISS area requires years of research, training, study and experience. Through all 
phases of Professional Military Education (PME), you’ll acquire varying levels of knowledge on 
ISS topics. Here at Squadron Officer College (SOC), we expect all students to build a solid 
foundation in ISS that will help them bridge the time between the completion of Squadron 
Officer School (SOS) and the next level of PME. In this primer, you’ll find terms, definitions 
and ideas that will not only help you build a better understanding of ISS but also give you the 
tools to discuss complex topics affecting you beyond the scope of the SOS curriculum. 


Basic Terms and Definitions 


As with beginning to study any new topic, you have to learn the language. Below are some terms 
and definitions taken from Joint Publication 1-02, Department of Defense Dictionary of Military 
and Associated Terms (8 November 2010, as amended through 15 June 2014). This list will get 
you off to a good start in understanding the basics of ISS. We chose a Joint publication as our 
resource to ensure all students have a basic understanding of ISS and can discuss topics with 
sister service counterparts and coalition partners. Parenthetical references after a definition 
guides you to another Joint publication with further information on the subject. 


Basic Terms and Definitions 
Extract, Joint Publication 1-02, multiple pages 


1. national policy — A broad course of action or statements of guidance adopted by the 
government at the national level in pursuit of national objectives. (JP 1) 


2. strategy — A prudent idea or set of ideas for employing the instruments of national power in 
a synchronized and integrated fashion to achieve theater, national, and/or multinational 
objectives. (JP 3-0) 


3. national security — A collective term encompassing both national defense and foreign 
relations of the United States. Specifically, the condition provided by: a. a military or defense 
advantage over any foreign nation or group of nations; b. a favorable foreign relations position; 
or c. a defense posture capable of successfully resisting hostile or destructive action from within 
or without, overt or covert. (JP 1) 


4. national security interests — The foundation for the development of valid national 
objectives that define US goals or purposes. National security interests include preserving US 
political identity, framework, and institutions; fostering economic well-being; and bolstering 
international order supporting the vital interests of the United States and its allies. 


5. national security strategy — A document approved by the President of the United States for 
developing, applying, and coordinating the instruments of national power to achieve objectives 
that contribute to national security. Also called NSS. (JP 1) 
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6. national defense strategy — A document approved by the Secretary of Defense for applying 
the Armed Forces of the United States in coordination with Department of Defense agencies and 
other instruments of national power to achieve national security strategy objectives. Also called 
NDS. (JP 1) 


7. national military strategy — A document approved by the Chairman of the Joint Chiefs of 
Staff for distributing and applying military power to attain national security strategy and national 
defense strategy objectives. Also called NMS. (JP 1)  


8. National Security Council — A governmental body specifically designed to assist the 


President in integrating all spheres of national security policy. Also called NSC. (JP 1)  


9. instruments of national power (IOP) — All of the means available to the government in its 
pursuit of national objectives. They are expressed as diplomatic, economic, informational and 
military (DIME). (JP 1)  


Instruments of Power (IOPs) 


As you read in the JP 1-02 definition, there are four basic IOPs a government can use to wield 
influence, protect interests, and achieve security objectives. These four IOPs form the D-I-M-E 
model in ISS. Below are excerpts from Department of Defense Joint Publication 1, Doctrine for 
the Armed Forces of the United States (25 March 2013), explaining how the military IOP relates 
to the other three and then definitions of each. Emphasis added. 


Instruments of Power 
Extract, Joint Publication 1, pages I-11 – I-14  


The routine interaction of the instruments of national power is fundamental to US activities in 
the strategic security environment. The military instrument’s role increases relative to the other 
instruments as the need to compel a potential adversary through force increases. The USG’s 
ability to achieve its national strategic objectives depends on employing the instruments of 
national power discussed herein in effective combinations and all possible situations from peace 
to war. 


1.  Diplomatic – Diplomacy is the principal instrument for engaging with other states and 
foreign groups to advance US values, interests, and objectives, and to solicit foreign support for 
US military operations. Diplomacy is a principal means of organizing coalitions and alliances, 
which may include states and non-state entities, as partners, allies, surrogates, and/or proxies. 
The Department of State (DOS) is the United States Government (USG) lead agency for 
foreign affairs. The credible threat of force reinforces, and in some cases, enables the 
diplomatic process. Geographic combatant commanders (GCCs) are responsible for aligning 
military activities with diplomatic activities in their assigned areas of responsibility (AORs). The 
chief of mission, normally the US ambassador, and the corresponding country team are normally 
in charge of  diplomatic-military activities in a country abroad. In these circumstances, the 
chief of mission and the country team or another diplomatic mission team may have 
complementary activities (employing the diplomatic instrument) that do not entail control of 
military forces, which remain under command authority of the GCC. 
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2.  Informational – Information remains an important instrument of national power and a 
strategic resource critical to national security. Previously considered in the context of 
traditional nation-states, the concept of information as an instrument of national power extends 
to non-state actors—such as terrorists and transnational criminal groups—that are using 
information to further their causes and undermine those of the USG and our allies. DOD operates 
in a dynamic age of interconnected global networks and evolving social media platforms. 
Every DOD action that is planned or executed, word that is  written or spoken, and image that is 
displayed or relayed, communicates the intent of DOD, and by extension the USG, with the 
resulting potential for strategic effects. 


(a) DOD makes every effort to synchronize, align, and coordinate communication 
activities to facilitate an understanding of how the planning and execution of DOD strategies, 
plans, operations, and activities will be received or understood by key audiences. 
Communication synchronization entails focused efforts to create, strengthen, or preserve 
conditions favorable for the advancement of national interests, policies, and objectives by 
understanding and engaging key audiences through the use of coordinated programs, plans, 
themes, messages, and products synchronized with the actions of all instruments of national 
power.  


(b) Commander’s communication guidance is a fundamental component of national 
strategic direction. It also is essential to our ability to achieve unity of effort through unified 
action with our interagency partners and the broader inter organizational community. 
Fundamental to this effort is the premise that key audience beliefs, perceptions, and behavior are 
crucial to the success of any strategy, plan, and operation. Through commander’s communication 
synchronization (CCS), public affairs (PA), information operations (IO), and defense support to 
public diplomacy are realized as communication supporting capabilities. Leaders, planners, and 
operators at all levels need to understand the desired effects and anticipate potential undesired 
effects of our actions and words, identify key audiences, and when appropriate, actively address 
their perspectives. Inconsistencies between what US forces say and do can reduce DOD 
credibility and negatively affect current and future missions. An effective combination of 
themes, messages, images, and actions, consistent with higher-level guidance, is essential to 
effective DOD operations. 


3. Military – The US employs the military instrument of national power at home and abroad in 
support of its national security goals. The ultimate purpose of the US Armed Forces is to fight 
and win the Nation’s wars. Fundamentally, the military instrument is coercive in nature, to 
include the integral aspect of military capability that opposes external coercion. Coercion 
generates effects through the application of force (to include the threat of force) to compel an 
adversary or prevent our being compelled. The military has various capabilities that are useful 
in non-conflict situations (such as in foreign relief). Regardless of when or where employed, 
the Armed Forces of the United States abide by US values, constitutional principles, and 
standards for the profession of arms. 


4. Economic – A strong US economy with free access to global markets and resources  is a 
fundamental engine of the general welfare, the enabler of a strong national defense. In the 
international arena, the Department of the Treasury works with other USG agencies, the 
governments of other nations, and the international financial institutions to encourage economic 
growth, raise standards of living, and predict and prevent, to the extent possible, economic 
and financial crises.  
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Levels of National Interests 


Edwin J. Arnold, Jr.’s article titled “The Use of Military Power in the Pursuit of National 
Interests” in the Spring 1994 US Army War College Quarterly, PARAMETERS, succinctly 
explains levels of national interest and levels of intensity. Arnold then uses the National Interest 
Matrix introduced by Donald E. Nuechterlein in 1979 to outline the 1986 US bombing of Libya. 


Levels of National Interests  
Extract, Edwin J Arnold, pages 4-5 


Arnold identifies the four basic interests as defense of homeland, economic well-being, favorable 
world order and promotion of values. 


The four levels of intensity are survival, vital, major and peripheral. 


1. Survival – The very existence of the nation-state is in jeopardy, either as a result of overt 
military attack on its own territory or from the imminent threat of attack should an enemy's 
demands be rejected. 


2. Vital – Serious harm will likely result to the state unless strong measures, including the use of 
conventional military force, are employed to counter an adverse action by another state or to 
deter it from undertaking a serious provocation. 


3. Major – The political, economic, and ideological well-being of the state may be adversely 
affected by events and trends in the international environment which thus  require corrective 
action in order to prevent them from becoming serious threats. 


4. Peripheral – The well-being of the state is not adversely affected by events or trends abroad, 
but the interests of private citizens and companies operating in foreign countries are endangered. 


Basic Interest 
Intensity of Interest 


Survival 
(critical) 


Vital 
(dangerous) 


Major 
(serious) 


Peripheral 
(bothersome) 


Defense of Homeland Libya -- 
US 


France 
Britain 


USSR 


Economic Well-Being -- -- 
Libya 
France 
USSR 


US 
Britain 


Favorable World Order -- 
US 


Britain 
Libya 


France 
USSR -- 


Promotion of Values -- Libya 
US 


Britain 
France 


USSR 


Adapted from Donald E. Neuchterlein, America Recommitted: United States National Interests 
in a Restructured World (Lexington: University Press of Kentucky, 1991), pp. 19, 26. 
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Fitting the Pieces Together 


Understanding how strategy, policy and interests fit together will help you better understand the 
campaigns, operations and missions that affect you personally. Harry Yarger’s Strategic Theory 
for the 21st Century: The Little Book on Big Strategy (February 2006) provides an in-depth look 
at these relationships. For a short explanation on strategy, read Chapter V, The Strategy 
Paradigm in Short: A Theory Restated. Below are the visual representations of the relationships 
between strategy, policy, campaigns and operations. Yarger (p. 11) defines grand strategy as,  


An overarching strategy summarizing the national vision for developing, 
applying, and coordinating all the instruments of national power in order to 
accomplish the grand strategic objectives, viz., preserve national security; bolster 
national economic prosperity; and promote national values.  Grand Strategy may 
be stated or implied. 


Fitting the Pieces Together  
Extract, Harry Yarger, page 9 
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Fitting the Pieces Together  
Extract, Harry Yarger, page 12 
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04 Apr. 1949  


The North Atlantic Treaty 
Washington D.C. - 4 April 1949 


The Parties to this Treaty reaffirm their faith in the purposes and principles of the Charter of the United 


Nations and their desire to live in peace with all peoples and all governments. 


They are determined to safeguard the freedom, common heritage and civilisation of their peoples, founded 


on the principles of democracy, individual liberty and the rule of law. They seek to promote stability and 


well-being in the North Atlantic area. 


They are resolved to unite their efforts for collective defence and for the preservation of peace and security. 


They therefore agree to this North Atlantic Treaty : 


Article 1 


The Parties undertake, as set forth in the Charter of the United Nations, to settle any international dispute in 


which they may be involved by peaceful means in such a manner that international peace and security and 


justice are not endangered, and to refrain in their international relations from the threat or use of force in 


any manner inconsistent with the purposes of the United Nations. 


Article 2 


The Parties will contribute toward the further development of peaceful and friendly international relations by 


strengthening their free institutions, by bringing about a better understanding of the principles upon which 


these institutions are founded, and by promoting conditions of stability and well-being. They will seek to 


eliminate conflict in their international economic policies and will encourage economic collaboration between 


any or all of them. 


Article 3 


In order more effectively to achieve the objectives of this Treaty, the Parties, separately and jointly, by 


means of continuous and effective self-help and mutual aid, will maintain and develop their individual and 


collective capacity to resist armed attack. 


Article 4 


The Parties will consult together whenever, in the opinion of any of them, the territorial integrity, political 


independence or security of any of the Parties is threatened. 


Article 5 







The Parties agree that an armed attack against one or more of them in Europe or North America shall be 


considered an attack against them all and consequently they agree that, if such an armed attack occurs, 


each of them, in exercise of the right of individual or collective self-defence recognised by Article 51 of the 


Charter of the United Nations, will assist the Party or Parties so attacked by taking forthwith, individually 


and in concert with the other Parties, such action as it deems necessary, including the use of armed force, to 


restore and maintain the security of the North Atlantic area. 


Any such armed attack and all measures taken as a result thereof shall immediately be reported to the 


Security Council. Such measures shall be terminated when the Security Council has taken the measures 


necessary to restore and maintain international peace and security . 


Article 6 (1) 


For the purpose of Article 5, an armed attack on one or more of the Parties is deemed to include an armed 


attack: 


• on the territory of any of the Parties in Europe or North America, on the Algerian Departments of 
France (2), on the territory of or on the Islands under the jurisdiction of any of the Parties in the North 
Atlantic area north of the Tropic of Cancer;  


• on the forces, vessels, or aircraft of any of the Parties, when in or over these territories or any other 
area in Europe in which occupation forces of any of the Parties were stationed on the date when the 
Treaty entered into force or the Mediterranean Sea or the North Atlantic area north of the Tropic of 
Cancer. 


Article 7 


This Treaty does not affect, and shall not be interpreted as affecting in any way the rights and obligations 


under the Charter of the Parties which are members of the United Nations, or the primary responsibility of 


the Security Council for the maintenance of international peace and security. 


Article 8 


Each Party declares that none of the international engagements now in force between it and any other of the 


Parties or any third State is in conflict with the provisions of this Treaty, and undertakes not to enter into 


any international engagement in conflict with this Treaty. 


Article 9 


The Parties hereby establish a Council, on which each of them shall be represented, to consider matters 


concerning the implementation of this Treaty. The Council shall be so organised as to be able to meet 


promptly at any time. The Council shall set up such subsidiary bodies as may be necessary; in particular it 


shall establish immediately a defence committee which shall recommend measures for the implementation 


of Articles 3 and 5. 


Article 10 







The Parties may, by unanimous agreement, invite any other European State in a position to further the 


principles of this Treaty and to contribute to the security of the North Atlantic area to accede to this Treaty. 


Any State so invited may become a Party to the Treaty by depositing its instrument of accession with the 


Government of the United States of America. The Government of the United States of America will inform 


each of the Parties of the deposit of each such instrument of accession. 


Article 11 


This Treaty shall be ratified and its provisions carried out by the Parties in accordance with their respective 


constitutional processes. The instruments of ratification shall be deposited as soon as possible with the 


Government of the United States of America, which will notify all the other signatories of each deposit. The 


Treaty shall enter into force between the States which have ratified it as soon as the ratifications of the 


majority of the signatories, including the ratifications of Belgium, Canada, France, Luxembourg, the 


Netherlands, the United Kingdom and the United States, have been deposited and shall come into effect with 


respect to other States on the date of the deposit of their ratifications. (3) 


Article 12 


After the Treaty has been in force for ten years, or at any time thereafter, the Parties shall, if any of them so 


requests, consult together for the purpose of reviewing the Treaty, having regard for the factors then 


affecting peace and security in the North Atlantic area, including the development of universal as well as 


regional arrangements under the Charter of the United Nations for the maintenance of international peace 


and security. 


Article 13 


After the Treaty has been in force for twenty years, any Party may cease to be a Party one year after its 


notice of denunciation has been given to the Government of the United States of America, which will inform 


the Governments of the other Parties of the deposit of each notice of denunciation. 


Article 14 


This Treaty, of which the English and French texts are equally authentic, shall be deposited in the archives of 


the Government of the United States of America. Duly certified copies will be transmitted by that 


Government to the Governments of other signatories. 


1. The definition of the territories to which Article 5 applies was revised by Article 2 of the Protocol to the North Atlantic Treaty on the 
accession of Greece and Turkey signed on 22 October 1951.  


2. On January 16, 1963, the North Atlantic Council noted that insofar as the former Algerian Departments of France were concerned, 
the relevant clauses of this Treaty had become inapplicable as from July 3, 1962.  


3. The Treaty came into force on 24 August 1949, after the deposition of the ratifications of all signatory states. 
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I. Introduction.   
 
The ongoing shifts in relative power and increasing interconnectedness in the 
international order indicate a strategic inflection point.  This requires America’s 
foreign policy to employ an adaptive blend of diplomacy, development, and 
defense.  While the strength of our military will continue to underpin national 
security, we must continuously adapt our approaches to how we exercise 
power.  Leadership is how we exercise the full spectrum of power to defend our 
national interests and advance international security and stability.   
 
Our Nation’s security and prosperity are inseparable.  They are sustained by 
our values and leadership in the international order.  In this interdependent 
world, the enduring interests of the United States are increasingly tied to those 
of other state and non-state actors.  The complexity of this global system and 
the challenges therein demand that we – the Joint 
Force – think anew about how we lead.   
 
In support of our civilian-led foreign policy, this 
strategy acknowledges the need for military 
leadership that is redefined for an increasingly 
complex strategic environment.  Our leadership will 
emphasize mutual responsibility and respect.  
Accomplishing this strategy will require a full 
spectrum of direct and indirect leadership approaches – facilitator, enabler, 
convener, and guarantor – sometimes simultaneously.   
 
Leveraging our capabilities and forward presence, we must play a supporting 
role in facilitating U.S. government agencies and other organizations’ efforts to 
advance our Nation’s interests.  In some cases, we will serve in an enabling 
capacity to help other nations achieve security goals that can advance common 
interests.  As a convener, our relationships, values, and military capabilities 
provide us, often uniquely, with the ability to bring others together to help 
deepen security ties between them and cooperatively address common security 
challenges.  Lastly, we will be prepared to act as security guarantor – preferably 
with partners and allies, but alone if necessary – to deter and defeat acts of 
aggression.  For all of these leadership approaches, we will pursue wider and 
more constructive partnerships. 
 
Let us not forget, the Nation remains at war abroad to defend against and 
defeat threats to our homeland.  Our foremost priority is the security of the 
American people, our territory, and our way of life.  In the current operational 
environment, this means each component of our Joint Force will remain 
aligned to achieve success in our ongoing campaign in Afghanistan and 
security cooperation efforts with Pakistan, and against violent extremism 
worldwide.  We must continue to prevent attacks against the United States and 
its allies, strengthen international and regional security, and be prepared to 


Leadership is how we 
exercise the full 


spectrum of power to 
defend our national 


interests and advance 
international security 


and stability. 







 
 


                             
2 


deter and defeat aggression that would undermine international stability as we 
fight these campaigns.   
 
We must carefully manage the impact of the wars on our military – especially 
our people – and shape our military for the future.  Defense budget projections 
indicate that leaders must continue to plan for and make difficult choices 
between current and future challenges.  We underestimate at our peril the 
stresses of sustained combat operations on our equipment and people.  
Likewise, potential adversaries who underestimate our continued military 
strength and will to protect our national interests do so at their peril.   
 
II. Strategic Environment.   
 
Overview – The United States remains the world’s preeminent power, even as a 
growing number of state and non-state actors 
exhibit consequential influence.  This 
changing distribution of power indicates 
evolution to a "multi-nodal" world 
characterized more by shifting, interest-driven 
coalitions based on diplomatic, military, and 
economic power, than by rigid security 
competition between opposing blocs.  There 
are global and regional powers exhibiting 
nationalism and assertiveness that tests our 
partners’ resilience and U.S. leadership.  
There exist in Asia two rising global powers 
and a large number of consequential regional powers.  The Middle East 
features a number of emerging and influential regional powers.  Dynamics in 
Asia and the Middle East, in particular, may challenge regional stability.  
 
Demographic Trends – The world will become more populated and urbanized.  
Global population will increase by approximately 1.2 billion and there will be 
more than a billion new urban dwellers by 2025.  Most population growth will 
occur in the developing world.  Conversely, in Europe and parts of Asia, 
populations are projected to decline and age with long term impacts to the 
global share of their economic output.  Population growth and urbanization in 
the Middle East, Africa, and South Central Asia will contribute to increased 
water scarcity and may present governance challenges.  The uncertain impact 
of global climate change combined with increased population centers in or near 
coastal environments may challenge the ability of weak or developing states to 
respond to natural disasters. 
 
Prosperity and Security – The United States will remain the foremost economic 
and military power for the foreseeable future, though national debt poses a 
significant national security risk.  Asia will increase its regional share of global 
wealth.  Though it faces a number of domestic challenges, continuation of 
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China’s decades-long economic growth is expected to facilitate its continued 
military modernization and expansion of its interests within and beyond the 
region.  Other states in Asia, too, are becoming more militarily capable as they 
grow more prosperous.  NATO will remain the most powerful military alliance, 
though some of its states are reducing defense spending as part of broader 
austerity measures.  These reductions may impact partner nations’ 
contributions to our collective security.  Energy-state relationships will 
intersect geopolitical concerns as state-run companies will control an 
increasing share of the world's hydrocarbon resources and the persistent 
challenge of resource scarcity may overlap with territorial disputes. 
 
Weapons of Mass Destruction – The intersection between states, state-
sponsored, and non-state adversaries is most dangerous in the area of WMD 
proliferation and nuclear terrorism.  In Asia, North Korea’s nuclear capability 
and potentially unstable transition of power poses a risk to regional stability 
and international non-proliferation efforts.  In the Middle East, a nuclear 
armed Iran could set off a cascade of states in the region seeking nuclear parity 
or increased conventional capabilities; that could lead to regional conflict.  The 
prospect of multiple nuclear armed regimes in the Middle East with nascent 
security and command and control mechanisms amplifies the threat of conflict, 
and significantly increases the probability of miscalculation or the loss of 
control of a nuclear weapon to non-state actors.   
 
Global Commons and Globally Connected Domains – Assured access to and 
freedom of maneuver within the global 
commons – shared areas of sea, air, and 
space – and globally connected domains 
such as cyberspace are being 
increasingly challenged by both state and 
non-state actors.  Non-state actors such 
as criminal organizations, traffickers, and 
terrorist groups find a nexus of interests 
in exploiting the commons.  States are 
developing anti-access and area-denial 
capabilities and strategies to constrain 
U.S. and international freedom of action.  
These states are rapidly acquiring 
technologies, such as missiles and 
autonomous and remotely-piloted 
platforms that challenge our ability to project power from the global commons 
and increase our operational risk.  Meanwhile, enabling and war-fighting 
domains of space and cyberspace are simultaneously more critical for our 
operations, yet more vulnerable to malicious actions.  The space environment 
is becoming more congested, contested, and competitive.  Some states are 
conducting or condoning cyber intrusions that foreshadow the growing threat 
in this globally connected domain.  The cyber threat is expanded and 


The Nimitz-class aircraft carrier USS Carl Vinson 
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Lekir (FF 26) and corvette KD Kelantan (FFL 175) and 
the Ticonderoga-class guided-missile cruiser USS 
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exacerbated by lack of international norms, difficulties of attribution, low 
barriers to entry, and the relative ease of developing potent capabilities.  
 
Non-state Actors – State-sponsored and non-state actors complicate deterrence 
and accountability by extending their reach through advanced technologies 
that were once solely the domain of states.  They are using technology to 
coordinate and operate globally to spread extremist ideologies and attack the 
United States and our allies.  States with weak, failing, and corrupt 
governments will increasingly be used as a safe haven for an expanding array 
of non-state actors that breed conflict and endanger stability, particularly in 
Africa and the broader Middle East.  Terrorists, criminal networks, and pirates 
undermine the rule of law, perpetuate and accelerate violence in the 
international system, and challenge states’ ability to respond. 
 
III. Enduring National Interests and National Military Objectives. 
 
U.S. foreign policy and the international security architecture must continue to 
adapt to this dynamic security environment.  The 2010 National Security 
Strategy reaffirmed America’s commitment to retaining its global leadership 
role and defined our enduring national interests: 
  


 The security of the United States, its citizens, and U.S. allies and 
partners; 


 A strong, innovative and growing U.S. economy in an open international 
economic system that promotes opportunity and prosperity; 


 Respect for universal values at home and around the world; and 
 An international order advanced by U.S. leadership that promotes peace, 


security, and opportunity through stronger cooperation to meet global 
challenges. 


 
The 2010 Quadrennial Defense Review (QDR) took an important step towards 
institutionalizing reform in the Defense Department and rebalancing the urgent 
needs of today with preparation for future challenges.  The QDR also defined 
the main elements of U.S. force structure and provided a construct for sizing 
and shaping the Joint Force to accomplish the Nation’s defense objectives.  The 
Nuclear Posture Review addressed these areas with respect to nuclear forces. 
 
The NSS and QDR guide the establishment of our National Military Objectives: 
 


 Counter Violent Extremism 
 Deter and Defeat Aggression 
 Strengthen International and Regional Security 
 Shape the Future Force 
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In pursuing these objectives, America’s Joint Force makes critical contributions 
to U.S. leadership and national security.  The 
United States, allies, and our partners will 
often compete with others for influence in an 
environment where persistent tension is the 
norm.  In conjunction with U.S. diplomatic 
efforts, we seek to prevent this tension from 
escalating into conflict.  This requires 
America’s Joint Force possesses the reach, 
resolve, and ability to project decisive military power. 
   
However, military power alone is insufficient to fully address the complex 
security challenges we face.  Military power and our Nation’s other instruments 
of statecraft are more effective when applied in concert.  Trends in the strategic 
environment do not suggest this will change.  In this multi-nodal world, the 
military’s contribution to American leadership must be about more than power 
– it must be about our approach to exercising power.  And regardless of our 
leadership approach, we must always demonstrate our core values through the 
persuasive power of example.   
 


A. Counter Violent Extremism.   
 


There are no more vital interests than the security of the American people, our 
territory, and our way of life.  This is why we are at war in South Central Asia, 
the epicenter of violent extremism.  Afghanistan is where al Qaida, given 
sanctuary by the Taliban, planned the attacks that murdered more than 3,000 
innocent people on 11 September 2001.  Al Qaida senior leadership remains in 
Pakistan and intends to continue to attack the United States, allies, and our 
partners.       
 
The Nation’s strategic objective in this 
campaign is to disrupt, dismantle, and 
defeat al Qaida and its affiliates in 
Afghanistan and Pakistan and prevent their 
return to either country.  Success requires 
the Joint Force to closely work with NATO, 
our coalition partners, Afghanistan, and 
Pakistan.  We will continue to erode Taliban 
influence, work with the Afghan government 
to facilitate reintegration and reconciliation 
of former insurgents, continue to strengthen 
the capacity of Afghan security forces, and 
enable Pakistan to ultimately defeat al Qaida 
and its extremist allies.   
 


American K-9 Detection Services (AMK9) dog 
handler Ambar Limbu, (center) a Panchkhal, 
Nepal native and his Explosive Detector Dog, 
Tinus, lead a partnered dismounted patrol with 
the Afghan National Army and Canadian forces 
through Panwai'i district of Kandahar Oct 8. 
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The threat of violent extremism is not limited to South Central Asia.  Groups 
such as Al Qaida in the Arabian Peninsula, Al Qaida in the Islamic Maghreb, 
al-Shabaab, Lashkar-e-Tayyiba, and others emanate from Somalia, Yemen, and 
elsewhere around the globe.  Terrorists’ abilities to remotely plan and 
coordinate attacks is growing, sometimes facilitated by global illicit trafficking 
routes, extending their operational reach while rendering targeting of their 
sanctuaries more difficult.  Undeterred by the complexity of terrorist networks 
and in concert with our Allies and partners, we will be prepared to find, 
capture, or kill violent extremists wherever they reside when they threaten 
interests and citizens of America and our allies.   
 
While such operations disrupt in the short-term, they cannot be decisive and 
do not constitute a viable long-term strategy for combating extremism.  We 
must continue to support and facilitate whole-of-nation approaches to 
countering extremism that seek and sustain regional partnerships with 
responsible states to erode terrorists’ support and sources of legitimacy.  
Military power complements economic development, governance, and rule of 
law – the true bedrocks of counterterrorism efforts.  In the long run, violent 
ideologies are ultimately discredited and defeated when a secure population 
chooses to reject extremism and violence in favor of more peaceful pursuits. 
 
We will strengthen and expand our network of 
partnerships to enable partner capacity to 
enhance security.  This will help reduce 
potential safe-havens before violent extremism 
can take root.  We will nest our efforts to build 
partner capacity with broader national 
security priorities, consolidate our 
institutional processes, and improve 
coordination across agencies.  Military-to-
military relationships must be reliable to be 
effective, and persevere through political 
upheavals or even disruption.     
 
We will adapt deterrence principles to our 
efforts in countering extremists.  Though 
terrorists are very difficult to deter directly, 
they make cost/benefit calculations and are dependent on states and other 
stakeholders we are capable of influencing.  When directed, we will provide 
capabilities to hold accountable any government or entity complicit in attacks 
against the United States or allies to raise the cost of their support.  And we 
must take further steps to deny terrorists the benefits they seek through their 
attacks.  We will, on order, be prepared to respond to any attack across the full 
spectrum of military capabilities with an appropriate and measured response 
at a time and place of our Nation’s choosing.     
 


These students prepare to graduate from the 
College of International Security Affairs on 
10 June, 2010 at National Defense 
University, Fort McNair, Washington D.C.  
Each year, over 135 countries send their 
military officers to study national security 
affairs and operational matters at our 
military's educational institutions. 
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As we conduct this difficult campaign, we will employ military force in concert 
with other instruments of power and in a precise and principled manner.  
Precise does not mean perfect, and principled does not mean uncompromising.  
But we must recognize the inherent complexity in war among peoples.  The risk 
we assume by minimizing collateral damage to innocents is balanced by a 
reduction of risk to turning even more people against our broader mission.  
Thus, the disciplined application of force is consistent with our values and 
international law, increases our chances of strategic and operational success, 
and more effectively advances national policy. 
 


B.  Deter and Defeat Aggression.   
 


Preventing wars is as important as winning them, and far less costly.  A 
prosperous and interconnected world requires a stable and secure 
environment, the absence of territorial aggression or conflict between states, 
and reliable access to resources and cyberspace for stable markets.  
Conventional or unconventional conflict between states interrupts commerce 
and triggers market volatility.  Instantaneous information systems and the 
global economy’s interconnectedness exacerbate and amplify these effects.  In 
our role as security guarantor, and in concert with our allies and partners 
whenever possible, the Joint Force will be prepared to deter and defeat regional 
aggression that would threaten our national interests.  
 
Deter Aggression:   The United States seeks the peace and security of a world 
without nuclear weapons.  However, as long as nuclear weapons exist, 
deterring nuclear attack on the United States, our allies, and partners will 
continue to be the fundamental role of U.S. nuclear weapons.  In support of the 
President’s vision, we will reduce the role and numbers of nuclear weapons, 
while maintaining a safe, secure, and effective strategic deterrent.  The Joint 
Force will provide capabilities to deter aggression and assure our allies and 
partners through our nuclear arsenal and 
overseas missile defense capabilities.  We 
will continue to lead in advancing Ballistic 
Missile Defense capabilities against limited 
attacks and we seek opportunities for 
cooperation with allies and partners in this 
area.  
 
We will counter WMD proliferation as it 
presents a grave and common threat to our 
Nation and others.  Working through 
institutions, alliances and coalitions, we will 
dismantle proliferation networks, interdict 
movement of materials, further improve 
nuclear forensics capabilities, and secure 
nuclear, chemical, and biological materials 


Hazardous material decontamination operators 
await the arrival of contaminated patients during 
a simulated nuclear attack during Operation 
Vibrant Response at Muscatatuck Urban Training 
Center, Butlerville, Ind., Nov. 8, 2009. 
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worldwide.  We will help allies and partners to develop WMD detection and 
elimination capabilities to protect their own populations.  Combatant 
Commanders shall conduct prudent planning and be prepared to eliminate 
sources of WMD, providing the President with an array of options for military 
action when and where necessary.   
 
We must also maintain a robust conventional deterrent.  Deterrence and 
assurance requires the ability to rapidly and globally project power in all 
domains.  In turn, force posture – both rotational and forward based – shall be 
geographically distributed, operationally resilient, and politically sustainable 
through visible partnering efforts.   
 
We will support whole-of-nation deterrence approaches that blend economic, 
diplomatic, and military tools to influence adversary behavior.  Denying an 
aggressor the benefits of achieving its objectives can be just as effective as in 
altering its strategic calculus through the threat of retaliation.  The most 
effective deterrence approaches make use of both techniques, while also 
providing potential adversaries acceptable alternative courses of action. 
 
We must also adapt deterrence principles to 
21st century security challenges.  We will 
enhance deterrence in air, space, and 
cyberspace by possessing the capability to 
fight through a degraded environment and 
improving our ability to attribute and defeat 
attacks on our systems or supporting 
infrastructure.   
 
Defeat Aggression:  The core task of our 
Armed Forces remains to defend our Nation and win its wars.  To do so, we 
must provide capabilities to defeat adversary aggression.  Military force, at 
times, may be necessary to defend our Nation and allies or to preserve broader 
peace and security.  Seeking to adhere to international standards, the United 
States will use military force in concert with allies and partners whenever 
possible, while reserving the right to act alone if necessary.  Across a wide 
range of contingencies, military leaders will provide our Nation’s leadership 
with options of how the military can help achieve the Nation’s objectives.     
 
Defeating adversary aggression will require the Joint Force to support National 
approaches to counter anti-access and area-denial strategies.  Anti-access 
strategies seek to prevent our Nation’s ability to project and sustain combat 
power into a region, while area denial strategies seek to constrain our Nation’s 
freedom of action within the region.  Defeating these strategies will require 
Joint Force doctrine to better integrate core military competencies across all 
domains and account for geographic considerations and constraints.  These 
core military competencies include complementary, multi-domain power 


A prosperous and 
interconnected world 


requires a stable and secure 
environment, the absence of 


territorial aggression or 
conflict between states, and 
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projection, joint forcible entry, the ability to maintain joint assured access to 
the global commons and cyberspace should they become contested, and the 
ability to fight and win against adversaries.  
 
Joint assured access to the global commons and cyberspace constitutes a core 
aspect of U.S. national security and remains an enduring mission for the Joint 
Force.  The global commons and globally connected domains constitute the 
connective tissue upon which all nations' security and prosperity depend.  The 
maritime domain enables the bulk of the joint force's forward deployment and 
sustainment, as well as the commerce that underpins the global economic 
system.  The interlinked domains of air, space, and cyberspace allow for the 
high-speed, high-volume exchange of people, ideas, goods, information and 
capital that are equally critical to the global economy.  These collective domains 
are essential and interdependent mediums for the Joint Force's projection and 
sustainment of power and ability to deter and defeat aggression.   
 
In support of our Nation's interests, the Joint Force will take a strong role in 
international efforts to safeguard access, sustain security, provide oversight 
and accountability, and promote responsible norms in the global commons and 
cyberspace.  The Joint Force will adhere to conventions, laws, and regulations 
our Nation supports to underpin collective security and govern conduct.  We 
will also facilitate cooperation in the commons and cyberspace with 
transparent, routine, and predictable practices as part of our theater 
strategies. 
 
Our ability to operate effectively in space 
and cyberspace, in particular, is 
increasingly essential to defeating 
aggression.  The United States faces 
persistent, widespread, and growing threats 
from state and non-state actors in space 
and cyberspace.  We must grow capabilities 
that enable operations when a common 
domain is unusable or inaccessible.  Space 
and cyberspace enable effective global war-
fighting in the air, land, and maritime 
domains, and have emerged as war-fighting 
domains in their own right.     


 
 Space - We will support whole-of-nation approaches to establishing and 


promoting norms, enhancing space situational awareness, and fostering 
greater transparency and information sharing.  We will work with allies 
and partners to enhance space capabilities enabling coalitions and 
improving space architecture resiliency.  We will also train for power 
projection operations in space-degraded environments that minimize the 


The Soyuz TMA-17 spacecraft approaches the 
International Space Station, Dec. 22, 2009, 
carrying Russian Cosmonaut Oleg Kotov, Soyuz 
commander and Expedition 22 flight engineer; 
along with NASA Astronaut Col. T.J. Creamer 
and Japan Aerospace Exploration Agency 
Astronaut Soichi Noguchi, both flight engineers. 
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incentives to attack space capabilities, and will maintain a range of 
options to deter or punish such activities.  


 
 Cyberspace – Cyberspace capabilities enable Combatant Commanders to 


operate effectively across all domains.  Strategic Command and Cyber 
Command will collaborate with U.S. government agencies, non-
government entities, industry, and international actors to develop new 
cyber norms, capabilities, organizations, and skills.  Should a large-scale 
cyber intrusion or debilitating cyber attack occur, we must provide a 
broad range of options to ensure our access and use of the cyberspace 
domain and hold malicious actors accountable.  We must seek executive 
and Congressional action to provide new authorities to enable effective 
action in cyberspace. 


 
C.  Strengthen International and Regional Security.   


 
As a global power, U.S. interests are deeply intertwined with the security and 
stability of the broader international system – a system of alliances, 
partnerships, and multi-national institutions.  The disposition, strength, and 
readiness of our Joint Force form a global defense posture that provides 
unsurpassed capabilities allowing us, uniquely, to lead efforts that strengthen 
security across all regions.  Our approach to leading will differ according to the 
unique combination of challenges we face.  We must address immediate 
challenges and posture ourselves to account for long-term trends. 
 
Strengthening international and regional security 
requires that our forces be globally-available, yet 
regionally-focused.  Missions can change rapidly and 
we will continue to shape our joint force to be able to 
aggregate capabilities quickly.  We will improve 
synchronized planning and force flow between 
regional theaters.  With partner nation support, we 
will preserve forward presence and access to the commons, bases, ports, and 
airfields commensurate with safeguarding our economic and security interests 
worldwide.  We must thoughtfully address cultural and sovereignty concerns in 
host countries.  Global posture remains our most powerful form of commitment 
and provides us strategic depth across domains and regions.   
 
North America – Our Nation’s most vital interests are the safety and security of 
our people and territory and our way of life.  We will defend the homeland and 
play a critical role in supporting homeland security.  We will work with the 
Department of Homeland Security, particularly the Coast Guard, to improve 
air, maritime, space, cyberspace and land domain awareness to help secure the 
approaches to our continent and Nation.  In response to an attack, cyber 
incident, or natural disaster, we will focus on rapidly providing planning, 
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command and control, consequence 
management, and logistics support to the 
Department of Homeland Security, state and 
local governments, and non-governmental 
organizations.  We will continue to dedicate, 
fund, and train a portion of the National 
Guard for homeland defense and defense 
support of civil authorities. 
 
Working with Canada and Mexico, we will 
remain prepared to deter and defeat direct 
threats to our North American homeland.  
We will also partner with Canada on regional security issues such as an 
evolving Arctic, and look to build an increasingly close security partnership 
with Mexico.  As part of our shared responsibility to ensure security on both 
sides of our border, we shall assist Mexican security forces in combating 
violent transnational criminal organizations.  Efforts to disrupt illicit trafficking 
sources and transit zones must be coordinated across North, Central and 
South America, and the Caribbean.   
 
Caribbean, South and Central America – Our Nation seeks progress on bilateral, 
hemispheric and global issues with South America.  In support of this, the 
Joint Force will help build regional security cooperation in South and Central 
America and the Caribbean to enhance security and stability in the Western 
Hemisphere.  We welcome efforts by Brazil and our other regional partners to 
establish economic and security mechanisms, such as the South American 
Defense Council.  These efforts can help build interdependence and further 
integrate partner states into a South American security architecture that will 
improve regional stability. 
 
Broader Middle East – Our Nation has 
important interests in the greater Middle 
East.  The most significant threat to 
regional stability remains an Iranian 
regime that continues to seek the 
development of nuclear weapons, as well 
as continuing to provide support to 
terrorist organizations throughout the 
broader Middle East.  To support and 
advance our Nation’s interests, the Joint 
Force will pursue security cooperation 
and help strengthen the defense 
capabilities of our allies and regional 
partners.  We will support efforts to 
counter transnational and sub-state militant groups, and combat the spread of 
WMD and related materials.  We will maintain an appropriate presence capable 


Soldiers of the Alabama National Guard build 
and maintain miles of HESCO barriers to 
protect Dauphin Island, Ala., beaches from the 
BP oil spill, July 23, 2010. 


U.S. Soldiers assigned to 3rd Platoon, Charlie 
Company, 1st Battalion, 68th Armored Regiment, 
3rd Brigade Combat Team, 4th Infantry Division 
provide support to the 2nd Battalion, 50th Brigade, 
14th Iraqi Army Division in a cordon and search 
outside Joint Security Station Basra Operations 
Command, Iraq, July 25, 2010. 
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of reassuring partners and allies and preventing Iran from acquiring nuclear 
arms.   
 
Our Nation seeks a long-term partnership with Iraq, including in security 
affairs.  The Joint Force must continue to transition well as we shift the focus 
of our assistance from Iraq’s internal domestic security to its external national 
defense.  We will help build an Iraqi defense force while carefully considering 
the interests of all Iraqis as well as Iraq’s neighbors.  We will help to further 
strengthen security relations between Iraq and its neighbors.         
  
Africa – Our Nation continues to embrace effective partnerships in Africa.  The 
United Nations and African Union play a critical role in humanitarian, 
peacekeeping and capacity-building efforts, which help preserve stability, 
facilitate resolutions to political tensions that underlie conflicts, and foster 
broader development.  To support this, the 
Joint Force will continue to build partner 
capacity in Africa, focusing on critical states 
where the threat of terrorism could pose a 
threat to our homeland and interests.  We 
will continue to counter violent extremism in 
the Horn of Africa, particularly Somalia and 
the Trans-Sahel.  We will work in other areas 
to help reduce the security threat to 
innocent civilians.  We must identify and 
encourage states and regional organizations 
that have demonstrated a leadership role to 
continue to contribute to Africa's security.  
We will help facilitate the African Union’s 
and the Regional Economic Communities’ 
development of their military capacity, including the African Stand-by Force, to 
address the continent’s many security challenges.   
 
Europe – NATO will remain our Nation’s preeminent multilateral alliance and 
continue to drive our defense relations with Europe.  The Joint Force will 
continue to cooperate to combat violent extremism, focusing on our mission in 
Afghanistan and support to Pakistan.  We will also support the new strategic 
concept including space and cyberspace security, Ballistic Missile Defense, 
counter-trafficking, and nonproliferation – and pursue mission specialization 
that contributes to complementary capabilities.  We will pay close attention to 
how this institution adjusts to its members’ reductions in defense expenditures 
to ensure the Alliance maintains the capability for full spectrum operations.    
 
NATO members act as a stabilizing force on its perimeter, which ranges from 
the Middle East and the Levant, Northern Africa, the Balkans, and the 
Caucasus.  Turkey can play a uniquely critical role in this regard.  We will 
actively support closer military-to-military relations between the Alliance and 


A boarding team made up of crew members 
from U.S. Coast Guard Cutter Legare (WMEC 
912) and representatives of the Cape Verde 
Coast Guard and Judiciary Police approach a 
fishing boat during boarding operations in the 
Atlantic Ocean Sept. 3, 2009." 
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Europe’s non-NATO nations, some of which have reliably contributed to trans-
Atlantic security for decades.  As we strengthen our European alliance, we will 
increase dialogue and military-to-military relations with Russia, building on 
our successful efforts in strategic arms reduction.  We seek to cooperate with 
Russia on counter-terrorism, counter-proliferation, space, and Ballistic Missile 
Defense, and welcome it playing a more active role in preserving security and 
stability in Asia.   
 
Asia and Pacific – The Nation’s strategic 
priorities and interests will increasingly 
emanate from the Asia-Pacific region.  The 
region's share of global wealth is growing, 
enabling increased military capabilities.  
This is causing the region’s security 
architecture to change rapidly, creating 
new challenges and opportunities for our 
national security and leadership.  Though 
still underpinned by the U.S. bilateral 
alliance system, Asia's security architecture 
is becoming a more complex mix of formal 
and informal multilateral relationships and 
expanded bilateral security ties among 
states.   
 
We expect to maintain a strong military presence in Northeast Asia for decades.  
We will work with the Japan Self-Defense Forces to improve their out-of-area 
operational capabilities as the nation adjusts its defense posture.  The Republic 
of Korea has proven a steadfast ally supporting U.S. security efforts around the 
world; our commitment to the Republic of Korea is unwavering as North Korea 
remains a provocative threat to regional stability.  We will retain operational 
control over combined forces on the Korean peninsula through 2015 and 
provide assistance to South Korea as it expands its security responsibilities.  
We will continue to work with Japan and South Korea to help improve security 
ties between them, enhance military cooperation, and preserve regional 
stability.   
 
As our presence and alliance commitments remain the key to preserving 
stability in Northeast Asia, we must also invest new attention and resources in 
Southeast and South Asia.  We will look for security opportunities to support 
our Nation’s increased emphasis on its relationship with ASEAN and other 
multilateral forums.  Bilaterally, Australia's leadership in regional security 
affairs, and our shared values and longstanding historical ties provide the 
basis for an increasingly important relationship.  We will make our alliance a 
model for interoperability, transparency, and meaningful combined full-
spectrum activities.   
 


Four F-16 Fighting Falcons fly over the Piung 
Harbor during a U.S. and Republic of Korea Air 
Force Coalition flight in celebration of the 60th 
anniversary of the Korean War. 







 
 


                             
14 


As military capability and capacity increases in Asia, we will seek new ways to 
catalyze greater regional security cooperation.  
Leveraging our convening power, we will 
expand the scope and participation of 
multilateral exercises across the region.  We 
seek expanded military cooperation with India 
on nonproliferation, safeguarding the global 
commons, countering terrorism, and 
elsewhere.  We will expand our military 


security cooperation, exchanges, and exercises 
with the Philippines, Thailand, Vietnam, 
Malaysia, Pakistan, Indonesia, Singapore, and 
other states in Oceania – working with them to 
address domestic and common foreign threats 
to their nation’s integrity and security.  This 
will also help ensure we maintain a sustainable and diversified presence and 
operational access in the region.  Lastly, we strongly encourage the 
development of security ties and commitments that are emerging among our 
allies and partners in the region.  This helps strengthen regional norms and 
demonstrates increased responsibility and cooperation in addressing regional 
security challenges. 
 
Our Nation seeks a positive, cooperative, and comprehensive relationship with 
China that welcomes it to take on a responsible leadership role.  To support 
this, the Joint Force seeks a deeper military-to-military relationship with China 
to expand areas of mutual interest and benefit, improve understanding, reduce 
misperception, and prevent miscalculation.  We will promote common interests 
through China’s cooperation in countering piracy and proliferation of WMD, 
and using its influence with North Korea to preserve stability on the Korean 
peninsula.  We will continue to monitor carefully China’s military developments 
and the implications those developments have on the military balance in the 
Taiwan Strait.  We remain concerned about the extent and strategic intent of 
China’s military modernization, and its assertiveness in space, cyberspace, in 
the Yellow Sea, East China Sea, and South China Sea.  To safeguard U.S. and 
partner nation interests, we will be prepared to demonstrate the will and 
commit the resources needed to oppose any nation’s actions that jeopardize 
access to and use of the global commons and cyberspace, or that threaten the 
security of our allies. 
 


A Royal Thai Marine Corps reconnaissance 
team conducts jump training with Marines 
assigned to Force Reconnaissance Company, 
3rd Reconnaissance Battalion during exercise 
Cobra Gold 2011 at U-Tapao Royal Thai Navy 
Airfield, Chanthaburi province, Thailand, Jan. 
21, 2011. 
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Transnational Challenges – In combination 
with U.S. diplomatic and development efforts, 
we will leverage our convening power to foster 
regional and international cooperation in 
addressing transnational security challenges. 
Response to natural disasters and 
transnational threats such as trafficking, 
piracy, proliferation of WMD, terrorism, 
cyber-aggression, and pandemics are often 
best addressed through cooperative security 
approaches that create mutually beneficial 
outcomes.  Working to address these threats 
provides a rough but adaptable agenda 
Combatant Commanders can tailor to their region and coordinate across 
regional seams. 
 
Theater Security Cooperation and Humanitarian Assistance – The Joint Force, 
Combatant Commanders, and Service Chiefs shall actively partner with other 
U.S. Government agencies to pursue theater security cooperation to increase 
collective security skills with a wider range of partners.  We seek to facilitate 
interagency and enable international interoperability before crises occur.  
Preparation is indispensable when conditions demand collaboration.  In turn, 
we must plan and exercise extensively across Combatant Commanders’ seams 
of responsibility for full spectrum contingencies to support U.S. diplomatic and 
development efforts and help mitigate and contain the human and economic 
impact of crises.  Humanitarian assistance and disaster relief activities employ 
the Joint Force to address partner needs and sometimes provide opportunities 
to build confidence and trust between erstwhile 
adversaries.  They also help us gain and maintain 
access and relationships that support our broader 
national interests.  We must be prepared to support 
and facilitate the response of the United States Agency 
for International Development and other U.S. 
government agencies’ to humanitarian crises. 
 
Security Sector Assistance – Security assistance 
encompasses a group of programs through which we 
provide defense articles and services to international 
organizations and foreign governments in support of 
national policies and objectives.  To improve the 
effectiveness of our security assistance, our internal 
procedures need comprehensive reform.  To form 
better and more effective partnerships, we require 
more flexible resources, and less cumbersome 
processes.  We seek authorities for a pooled-resources 
approach to facilitate more complementary efforts 


Coalition special operations forces 
assault a building in search of a 
mock high-value target in 
Darwsko, Poland, Sept. 20, 2010, 
during the opening ceremony for 
exercise Jackal Stone 2010 


While conducting counterpiracy operations in 
the Gulf of Aden as part of Combined 
Maritime Forces (CMF) Task Force 151, the 
Royal Navy Type 23 Frigate HMS Portland (F 
79) detected, intercepted and boarded two 
suspicious skiffs preventing a possible pirate 
attack. 
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across departments and programs, integrating defense, diplomacy, 
development, law enforcement, and intelligence capacity-building activities.      
 


D.  Shape the Future Force. 
 


Our focus on leadership, not simply power, necessitates that we emphasize our 
values and our people as much as our platforms and capabilities.  The all-
volunteer force will remain our greatest strategic asset and the best example of 
the values we represent.  In addition, we must continue to find innovative and 
affordable ways to provide the full range of capabilities necessary to fulfill this 
strategy while making difficult tradeoffs between modernization, capacity, 
capability, posture, and risk.   
 
Our People 
 
To shape the future force, we must grow leaders who can truly out-think and 
out innovate adversaries while gaining trust, understanding, and cooperation 
from our partners in an ever-more complex and dynamic environment.  The 
enduring challenges we face and the whole-of-nation approaches they require 
demand leaders that have the qualities of flexibility, agility, and adaptability, 
and the ability to build unique teams of teams to accomplish missions.     
 
We must think and engage more broadly 
about the civil-military continuum and the 
commitments embedded within.  Just as our 
Service members commit to the Nation when 
they volunteer to serve, we incur an equally 
binding pledge to return them to society as 
better citizens.  We must safeguard Service 
members’ pay and benefits, provide family support, and care for our wounded 
warriors.  We will place increased emphasis on helping our Service members 
master the challenging upheavals of returning home from war and 
transitioning out of the military back to civilian life.  Through the power of their 
example, the success of our veterans can inspire young Americans to serve.  In 
all these endeavors, we must constantly reinforce our connection to U.S. values 
and society.  
 
We will maintain the trust and confidence of our elected leaders and the public 
by providing frank, professional military advice; being good stewards of public 
resources; and vigorously executing lawful orders.  The military’s adherence to 
the ideals comprised in our Constitution is a profound example for other 
nations.  We will continue to affirm the foundational values in our oath:  
civilian control of the military remains a core principle of our Republic and we 
will preserve it.  We will remain an apolitical institution and sustain this 
position at all costs. 
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An all-volunteer force must represent the country it defends.  We will 
strengthen our commitment to the values of diversity and inclusivity, and 
continue to treat each other with dignity 
and respect.  We benefit immensely from 
the different perspectives, and linguistic 
and cultural skills of all Americans.  We 
will develop leaders who are capable of 
operating in interagency and multi-
national environments and providing 
liaison to other U.S. agencies, allies, and 
partners.   
 
Our leaders are the strongest advocate 
for our Nation’s commitment to caring for 
our wounded veterans and their families.  
We will build greater resilience into our 
Service members and their families from 
the first day they enter the military.  But we must balance this commitment by 
better managing the increased costs of health care.  We will focus on early 
preventive actions to diminish the tragic risks of suicide, traumatic brain 
injury, substance abuse, homelessness, domestic violence, and other 
challenges.  Despite increased attention, suicide remains a severe challenge for 
every service.  Traumatic brain injury and post traumatic stress have become 
similarly devastating, affecting hundreds of thousands of service members and 
veterans.  In many ways, these issues are the greatest threat to our people and 
present a strategic risk to our institution.   
 
We must work to end the stigma that prevents our service members, veterans, 
and their families from seeking help early, and simplify the number and 
complexity of programs we currently offer to help.  This is a difficult, vexing, 
and complex problem that only leadership can reverse.  To do so, we will tap 
into the capabilities of other government agencies and civil organizations 
(community, state, and national) to improve care for veterans.  We must focus 
on and expand those programs that work best and eliminate those that do not 
perform.  While we must and will do more, we can only effectively move forward 
by establishing care that includes public and private partnerships. 
 
We will carefully review legacy personnel systems, particularly whether we have 
the appropriate balance between uniformed, civilian, and contract 
professionals, and active and reserve components.  The emerging war-fighting 
domain of cyberspace requires special attention in this regard.  The Reserve 
component, too, is essential as it provides strategic and operational depth to 
the Joint Force.  In turn, preserving it as an accessible, operational force also 
requires sustained attention.   
 


U.S. Army Maj. Gen. Vincent K. Brooks, the United 
States Division-South commander, administers the 
oath of enlistment during a mass re-enlistment 
ceremony to Soldiers from 3rd Armored Cavalry 
Regiment in Babil province, Iraq, Nov. 11, 2010. 
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We have made significant progress in the readiness of our reserve component, 
and this will remain a key focus area.  The missions we undertake are growing 
more diverse as we work more with our civilian counterparts.  In turn, the 
skills and experiences of our Reserve and National Guard forces have become 
ever more relevant.  To capitalize on the progress made, we must continue to 
utilize the Reserve Component and National Guard in an operational capacity 
as a trained, equipped, ready, and available force for routine, predictable 
deployments. 
  
Capabilities and Readiness 
 
Both our Nation and military will face increased budget pressures and we 
cannot assume an increase in the defense budget.  As we adjust to these 
pressures, we must not become a hollow force with a large force structure 
lacking the readiness, training, and modern equipment it needs.  Instead, we 
will maintain a whole, Joint Force that retains quality people, sustains and 
develops the right capabilities, and maintains a sustainable tempo to effectively 
mitigate operational, institutional, force management, and future challenges 
risk.  We must continue to maintain our margin of technological superiority 
and ensure our Nation’s industrial base is able to field the capabilities and 
capacity necessary for our forces to succeed in any contingency.  At the same 
time, we will pursue deliberate acquisition process improvements and selective 
force modernization with the cost effective introduction of new equipment and 
technology.   
 
Capabilities – Our strategy, forged in war, is 
focused on fielding modular, adaptive, general 
purpose forces that can be employed in the 
full range of military operations.  Joint Forces 
will improve their ability to surge on short 
notice, deploy agile command and control 
systems, and be increasingly interoperable with other U.S. government 
agencies.  Forces will operate with an aptitude for precise and discriminate 
action and increasingly possess security force assistance expertise.  Joint 
Forces must become more expeditionary in nature and will require a smaller 
logistical footprint in part by reducing large fuel and energy demands.  
Additionally, Joint Forces must train and exercise in degraded air, sea, cyber, 
and space environments. 
 
The Joint Force must ensure access, freedom of maneuver, and the ability to 
project power globally through all domains: 
 


 Land – Joint Forces will be capable of full spectrum operations, and be 
organized to provide a versatile mix of tailorable and networked 
organizations operating on a sustainable rotational cycle.   


Our strategy, forged in war, 
is focused on fielding 


modular, adaptive, general 
purpose forces that can be 


employed in the full range of 
military operations. 
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 Maritime – Joint forces will include an appropriate mix of small, mission-
tailored and large, multi-mission capable units, formations and 
platforms.  This will provide the ability to conduct the full range of naval 
operations across the spectrum of maritime environments. 


 Air – Joint Forces will perform full spectrum operations to secure, 
maintain, and assure unhindered domain access, global strike, rapid 
global mobility, globally integrated intelligence, surveillance, and 
reconnaissance (ISR), command and control, and retain the ability to 
project power into distant, anti-access environments.  


 Space – Joint Forces will pursue resilient architectures, space situational 
awareness, provide options for self-defense and reconstitution, maintain 
symmetric and asymmetric capabilities to deter adversaries, and train for 
operations in space-degraded environments. 


 Cyberspace – Joint Forces will secure the ‘.mil’ domain, requiring a 
resilient DoD cyberspace architecture that employs a combination of 
detection, deterrence, denial, and multi-layered defense.  We will improve 
our cyberspace capabilities so they can often achieve significant and 
proportionate effects with less cost and lower collateral impact.     


 
Joint nuclear forces will continue to support strategic stability through 
maintenance of an assured second-strike capability.  We will ensure our 
nuclear forces remain effective, safe, and secure.  We will retain sufficient 
nuclear force structure to hedge against unexpected geopolitical change, 
technological problems, and operational vulnerabilities.  
 
Joint special operations forces will remain decentralized and flexible, have 
regional expertise, and maintain a wide range of capabilities to support our 
Nation’s counter-terrorism efforts and other missions that require their unique 
attributes.  We will increase enablers critical for the success of special 
operations forces. 
 
In today’s knowledge-based environment, the 
weight of operational efforts is increasingly 
prioritized not only by the assignment of 
forces, but also by the allocation of ISR 
capabilities.  The ability to create precise, 
desirable effects with a smaller force and a 
lighter logistical footprint depends on a 
robust ISR architecture.  Across all domains, 
we will improve sharing, processing, analysis, 
and dissemination of information to better 
support decision makers.  We will make our 
command and control more survivable and resilient through redundancy, and 
improve human intelligence capabilities.  To do so, we must change our 
mindset from simply increasing the density of ISR capabilities to evaluating our 


RQ-1 Predators, like the one shown here, are 
being deployed from Creech Air Force Base, 
Nev., to provide intelligence, surveillance 
and reconnaissance capabilities in support 
of relief efforts in Haiti. 
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methodologies for employing and integrating ISR assets.  Joint Force processes 
must efficiently employ and allocate all ISR assets from across the Services, 
and strengthen the linkage between ISR and cyberspace operations where they 
leverage each other or operate in the same space.   
 
No other military can match the Joint 
Force’s strike, logistics, strategic 
mobility, planning, and command and 
control capabilities.  We will explore joint 
operational concepts leveraging mobile 
and more survivable bases, sea-borne 
mobility, and innovative uses of space.  
We will maintain this superiority and the 


capacity to extend these competitive 
advantages to others – our unique 
capabilities amplify their efforts.  


Lending these niche capabilities to partners, or surging them in times of crisis, 
is the right partnering investment, and builds long-lasting goodwill. 
 
Readiness – Readiness, too, must remain a top priority, as our forces, systems, 
and capabilities will continue to be under extraordinary stress.  Readiness is 
the ability to provide and integrate capabilities required by Combatant 
Commanders to execute their assigned missions.  Restoring readiness will help 
improve our strategic depth to conduct full-spectrum operations, which has 
been degraded by sustained combat.   
 
Short term efforts to improve readiness will focus on resetting equipment and 
reconstituting units, in some cases--most notably rotational and expeditionary 
forces--this will be in stride. As we reset, we will conduct more full-spectrum 
joint, combined, interagency, and multinational training, exercises and 
experimentation. Forward presence and engagement will take on greater 
importance during this time. Long-term modernization efforts will improve 
readiness by developing essential capabilities and capacity to outpace emerging 
threats.  A further degradation of readiness for the full range of military 
operations would undermine our ability to fulfill our national defense objectives 
– an unacceptable risk.   
 
We will develop more effective ways to assess joint and unit readiness that 
emphasize “joint” capabilities and concepts.  While accounting for missions 
that require continual readiness, we must develop strategic concepts that 
measure joint readiness across the services to deter conflict and respond 
promptly during contingencies.  We will streamline the requirements-to-
capabilities process, synchronizing force-providers with force-commander 
needs.   


U.S. Service members retrieve cargo dropped from a 
U.S. Air Force C-17 Globemaster III near Forward 
Operating Base Todd in Afghanistan's Badghis 
province on Jan. 6, 2011. 
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IV. Conclusion.  
 
This strategy is derived from a thorough assessment of the strategic 
environment and how to advance our national interests within it.  It describes 
how the Joint Force will redefine America’s military leadership by enabling 
whole-of-nation approaches to address national security challenges.  It calls for 
a broad portfolio of leadership approaches – facilitator, enabler, convener, and 
guarantor - to address problems that are truly international in nature.  Our 
leadership approaches magnify the capabilities we possess, making them just 
as important to assuring favorable outcomes.  Our ability to lead will determine 
how well we advance America’s interests through this strategic inflection point.     
 
This strategy also sets a vector toward transition from a force that has been 
engaged in sustained combat operations to a Joint Force that is shaped for the 
future.  As the challenges we face require a Joint Force that is flexible, agile, 
and adaptive, it emphasizes people as much as platforms.  It recognizes that 
the unique character of our Service members, working hand-in-hand with 
other government agencies and in support of public-private partnerships, is a 
formidable advantage.  We must continue to care for Service members and 
their families, and set conditions for their continued success – in and out of 
uniform.  This will require significant support from Congress, the American 
people, and a thoughtful, reflective military leadership.  By successfully 
contributing to America’s security and prosperity, we will continue to advance 
our Nation’s enduring interests well into the 21st Century.   
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I. Overview of National Security Strategy
At the dawn of the 21st century, the United States of America faces a broad and complex array of chal-
lenges to our national security. Just as America helped to determine the course of the 20th century, 
we must now build the sources of American strength and influence, and shape an international order 
capable of overcoming the challenges of the 21st century.


The World as It Is, A Strategy for the World We Seek 


To succeed, we must face the world as it is. The two decades since the end of the Cold War have been 
marked by both the promise and perils of change. The circle of peaceful democracies has expanded; the 
specter of nuclear war has lifted; major powers are at peace; the global economy has grown; commerce 
has stitched the fate of nations together; and more individuals can determine their own destiny. Yet these 
advances have been accompanied by persistent problems. Wars over ideology have given way to wars 
over religious, ethnic, and tribal identity; nuclear dangers have proliferated; inequality and economic 
instability have intensified; damage to our environment, food insecurity, and dangers to public health 
are increasingly shared; and the same tools that empower individuals to build enable them to destroy. 


The dark side of this globalized world came to the forefront for the American people on September 
11, 2001. The immediate threat demonstrated by the deadliest attacks ever launched upon American 
soil demanded strong and durable approaches to defend our homeland. In the years since, we have 
launched a war against al-Qa’ida and its affiliates, decided to fight a war in Iraq, and confronted a sweep-
ing economic crisis. More broadly, though, we have wrestled with how to advance American interests in a 
world that has changed—a world in which the international architecture of the 20th century is buckling 
under the weight of new threats, the global economy has accelerated the competition facing our people 
and businesses, and the universal aspiration for freedom and dignity contends with new obstacles. 


Our country possesses the attributes that have supported our leadership for decades—sturdy alliances, 
an unmatched military, the world’s largest economy, a strong and evolving democracy, and a dynamic 
citizenry. Going forward, there should be no doubt: the United States of America will continue to 
underwrite global security—through our commitments to allies, partners, and institutions; our focus on 
defeating al-Qa’ida and its affiliates in Afghanistan, Pakistan, and around the globe; and our determina-
tion to deter aggression and prevent the proliferation of the world’s most dangerous weapons. As we do, 
we must recognize that no one nation—no matter how powerful—can meet global challenges alone. 
As we did after World War II, America must prepare for the future, while forging cooperative approaches 
among nations that can yield results. 


Our national security strategy is, therefore, focused on renewing American leadership so that we can 
more effectively advance our interests in the 21st century. We will do so by building upon the sources 
of our strength at home, while shaping an international order that can meet the challenges of our 
time. This strategy recognizes the fundamental connection between our national security, our national 
competitiveness, resilience, and moral example. And it reaffirms America’s commitment to pursue our 
interests through an international system in which all nations have certain rights and responsibilities. 
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This will allow America to leverage our engagement abroad on behalf of a world in which individuals 
enjoy more freedom and opportunity, and nations have incentives to act responsibly, while facing 
consequences when they do not. 


Renewing American Leadership—Building at Home, Shaping Abroad 


Our approach begins with a commitment to build a stronger foundation for American leadership, 
because what takes place within our borders will determine our strength and influence beyond them. 
This truth is only heightened in a world of greater interconnection—a world in which our prosperity is 
inextricably linked to global prosperity, our security can be directly challenged by developments across 
an ocean, and our actions are scrutinized as never before. 


At the center of our efforts is a commitment to renew our economy, which serves as the wellspring of 
American power. The American people are now emerging from the most devastating recession that we 
have faced since the Great Depression. As we continue to act to ensure that our recovery is broad and 
sustained, we are also laying the foundation for the long term growth of our economy and competitive-
ness of our citizens. The investments that we have made in recovery are a part of a broader effort that 
will contribute to our strength: by providing a quality education for our children; enhancing science and 
innovation; transforming our energy economy to power new jobs and industries; lowering the cost of 
health care for our people and businesses; and reducing the Federal deficit. 


Each of these steps will sustain America’s ability to lead in a world where economic power and individual 
opportunity are more diffuse. These efforts are also tied to our commitment to secure a more resilient 
nation. Our recovery includes rebuilding an infrastructure that will be more secure and reliable in the 
face of terrorist threats and natural disasters. Our focus on education and science can ensure that the 
breakthroughs of tomorrow take place in the United States. Our development of new sources of energy 
will reduce our dependence on foreign oil. Our commitment to deficit reduction will discipline us to 
make hard choices, and to avoid overreach. These steps complement our efforts to integrate homeland 
security with national security; including seamless coordination among Federal, state, and local govern-
ments to prevent, protect against, and respond to threats and natural disasters. 


Finally, the work to build a stronger foundation for our leadership within our borders recognizes that 
the most effective way for the United States of America to promote our values is to live them. America’s 
commitment to democracy, human rights, and the rule of law are essential sources of our strength and 
influence in the world. They too must be cultivated by our rejection of actions like torture that are not in 
line with our values, by our commitment to pursue justice consistent with our Constitution, and by our 
steady determination to extend the promise of America to all of our citizens. America has always been 
a beacon to the peoples of the world when we ensure that the light of America’s example burns bright. 


Building this stronger foundation will support America’s efforts to shape an international system that 
can meet the challenges of our time. In the aftermath of World War II, it was the United States that 
helped take the lead in constructing a new international architecture to keep the peace and advance 
prosperity—from NATO and the United Nations, to treaties that govern the laws and weapons of war; 
from the World Bank and International Monetary Fund, to an expanding web of trade agreements. This 
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architecture, despite its flaws, averted world war, enabled economic growth, and advanced human 
rights, while facilitating effective burden sharing among the United States, our allies, and partners. 


Today, we need to be clear-eyed about the strengths and shortcomings of international institutions that 
were developed to deal with the challenges of an earlier time and the shortage of political will that has 
at times stymied the enforcement of international norms. Yet it would be destructive to both American 
national security and global security if the United States used the emergence of new challenges and 
the shortcomings of the international system as a reason to walk away from it. Instead, we must focus 
American engagement on strengthening international institutions and galvanizing the collective action 
that can serve common interests such as combating violent extremism; stopping the spread of nuclear 
weapons and securing nuclear materials; achieving balanced and sustainable economic growth; and 
forging cooperative solutions to the threat of climate change, armed conflict, and pandemic disease. 


The starting point for that collective action will be our engagement with other countries. The cornerstone 
of this engagement is the relationship between the United States and our close friends and allies in 
Europe, Asia, the Americas, and the Middle East—ties which are rooted in shared interests and shared 
values, and which serve our mutual security and the broader security and prosperity of the world. We are 
working to build deeper and more effective partnerships with other key centers of influence—includ-
ing China, India, and Russia, as well as increasingly influential nations such as Brazil, South Africa, and 
Indonesia—so that we can cooperate on issues of bilateral and global concern, with the recognition 
that power, in an interconnected world, is no longer a zero sum game. We are expanding our outreach 
to emerging nations, particularly those that can be models of regional success and stability, from the 
Americas to Africa to Southeast Asia. And we will pursue engagement with hostile nations to test their 
intentions, give their governments the opportunity to change course, reach out to their people, and 
mobilize international coalitions. 


This engagement will underpin our commitment to an international order based upon rights and 
responsibilities. International institutions must more effectively represent the world of the 21st century, 
with a broader voice—and greater responsibilities—for emerging powers, and they must be modernized 
to more effectively generate results on issues of global interest. Constructive national steps on issues 
ranging from nuclear security to climate change must be incentivized, so nations that choose to do 
their part see the benefits of responsible action. Rules of the road must be followed, and there must be 
consequences for those nations that break the rules—whether they are nonproliferation obligations, 
trade agreements, or human rights commitments. 


This modernization of institutions, strengthening of international norms, and enforcement of inter-
national law is not a task for the United States alone—but together with like-minded nations, it is a 
task we can lead. A key source of American leadership throughout our history has been enlightened 
self-interest. We want a better future for our children and grandchildren, and we believe that their lives 
will be better if other peoples’ children and grandchildren can live in freedom and prosperity. The belief 
that our own interests are bound to the interests of those beyond our borders will continue to guide 
our engagement with nations and peoples. 
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Advancing Top National Security Priorities 


Just as our national security strategy is focused on renewing our leadership for the long term, it is also 
facilitating immediate action on top priorities. This Administration has no greater responsibility than 
the safety and security of the American people. And there is no greater threat to the American people 
than weapons of mass destruction, particularly the danger posed by the pursuit of nuclear weapons by 
violent extremists and their proliferation to additional states. 


That is why we are pursuing a comprehensive nonproliferation and nuclear security agenda, grounded 
in the rights and responsibilities of nations. We are reducing our nuclear arsenal and reliance on nuclear 
weapons, while ensuring the reliability and effectiveness of our deterrent. We are strengthening the 
Nuclear Non-Proliferation Treaty (NPT) as the foundation of nonproliferation, while working through 
the NPT to hold nations like Iran and North Korea accountable for their failure to meet international 
obligations. We are leading a global effort to secure all vulnerable nuclear materials from terrorists. 
And we are pursuing new strategies to protect against biological attacks and challenges to the cyber 
networks that we depend upon. 


As we secure the world’s most dangerous weapons, we are fighting a war against a far-reaching network 
of hatred and violence. We will disrupt, dismantle, and defeat al-Qa’ida and its affiliates through a com-
prehensive strategy that denies them safe haven, strengthens front-line partners, secures our homeland, 
pursues justice through durable legal approaches, and counters a bankrupt agenda of extremism and 
murder with an agenda of hope and opportunity. The frontline of this fight is Afghanistan and Pakistan, 
where we are applying relentless pressure on al-Qa’ida, breaking the Taliban’s momentum, and strength-
ening the security and capacity of our partners. In this effort, our troops are again demonstrating their 
extraordinary service, making great sacrifices in a time of danger, and they have our full support. 


In Iraq, we are transitioning to full Iraqi sovereignty and responsibility—a process that includes the 
removal of our troops, the strengthening of our civilian capacity, and a long-term partnership to the 
Iraqi Government and people. We will be unwavering in our pursuit of a comprehensive peace between 
Israel and its neighbors, including a two-state solution that ensures Israel’s security, while fulfilling the 
Palestinian peoples’ legitimate aspirations for a viable state of their own. And our broader engagement 
with Muslim communities around the world will spur progress on critical political and security matters, 
while advancing partnerships on a broad range of issues based upon mutual interests and mutual 
respect. 


As we rebuild the economic strength upon which our leadership depends, we are working to advance 
the balanced and sustainable growth upon which global prosperity and stability depends. This includes 
steps at home and abroad to prevent another crisis. We have shifted focus to the G-20 as the premier 
forum for international economic cooperation, and are working to rebalance global demand so that 
America saves more and exports more, while emerging economies generate more demand. And we will 
pursue bilateral and multilateral trade agreements that advance our shared prosperity, while accelerat-
ing investments in development that can narrow inequality, expand markets, and support individual 
opportunity and state capacity abroad. 
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These efforts to advance security and prosperity are enhanced by our support for certain values that are 
universal. Nations that respect human rights and democratic values are more successful and stronger 
partners, and individuals who enjoy such respect are more able to achieve their full potential. The United 
States rejects the false choice between the narrow pursuit of our interests and an endless campaign 
to impose our values. Instead, we see it as fundamental to our own interests to support a just peace 
around the world—one in which individuals, and not just nations, are granted the fundamental rights 
that they deserve. 


In keeping with the focus on the foundation of our strength and influence, we are promoting universal 
values abroad by living them at home, and will not seek to impose these values through force. Instead, 
we are working to strengthen international norms on behalf of human rights, while welcoming all 
peaceful democratic movements. We are supporting the development of institutions within fragile 
democracies, integrating human rights as a part of our dialogue with repressive governments, and sup-
porting the spread of technologies that facilitate the freedom to access information. And we recognize 
economic opportunity as a human right, and are promoting the dignity of all men and women through 
our support for global health, food security, and cooperatives responses to humanitarian crises. 


Finally, our efforts to shape an international order that promotes a just peace must facilitate cooperation 
capable of addressing the problems of our time. This international order will support our interests, but 
it is also an end that we seek in its own right. New challenges hold out the prospect of opportunity, but 
only if the international community breaks down the old habits of suspicion to build upon common 
interests. A global effort to combat climate change must draw upon national actions to reduce emis-
sions and a commitment to mitigate their impact. Efforts to prevent conflicts and keep the peace in their 
aftermath can stop insecurity from spreading. Global cooperation to prevent the spread of pandemic 
disease can promote public health.


Implementing this agenda will not be easy. To succeed, we must balance and integrate all elements 
of American power and update our national security capacity for the 21st century. We must maintain 
our military’s conventional superiority, while enhancing its capacity to defeat asymmetric threats. Our 
diplomacy and development capabilities must be modernized, and our civilian expeditionary capac-
ity strengthened, to support the full breadth of our priorities. Our intelligence and homeland security 
efforts must be integrated with our national security policies, and those of our allies and partners. And 
our ability to synchronize our actions while communicating effectively with foreign publics must be 
enhanced to sustain global support.


However, America’s greatest asset remains our people. In an era that will be shaped by the ability to seize 
the opportunities of a world that has grown more interconnected, it is the American people who will 
make the difference—the troops and civilians serving within our government; businesses, foundations, 
and educational institutions that operate around the globe; and citizens who possess the dynamism, 
drive, and diversity to thrive in a world that has grown smaller. Because for all of its dangers, globalization 
is in part a product of American leadership and the ingenuity of the American people. We are uniquely 
suited to seize its promise. 
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Our story is not without imperfections. Yet at each juncture that history has called upon us to rise to 
the occasion, we have advanced our own security, while contributing to the cause of human progress. 
To continue to do so, our national security strategy must be informed by our people, enhanced by the 
contributions of the Congress, and strengthened by the unity of the American people. If we draw on 
that spirit anew, we can build a world of greater peace, prosperity, and human dignity. 
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II. Strategic approach 
“More than at any point in human history—the interests of nations and peoples are 
shared. The religious convictions that we hold in our hearts can forge new bonds among 
people, or tear us apart. The technology we harness can light the path to peace, or forever 
darken it. The energy we use can sustain our planet, or destroy it. What happens to the 
hope of a single child—anywhere—can enrich our world, or impoverish it.” 


—President Barack Obama, United Nations General Assembly, September 22, 2009


—
The United States must renew its leadership in the world by building and cultivating the sources of our 
strength and influence. Our national security depends upon America’s ability to leverage our unique 
national attributes, just as global security depends upon strong and responsible American leadership. 
That includes our military might, economic competitiveness, moral leadership, global engagement, 
and efforts to shape an international system that serves the mutual interests of nations and peoples. 
For the world has changed at an extraordinary pace, and the United States must adapt to advance our 
interests and sustain our leadership. 


American interests are enduring. They are:


 • The security of the United States, its citizens, and U.S. allies and partners;


 • A strong, innovative, and growing U.S. economy in an open international economic system that 
promotes opportunity and prosperity;


 • Respect for universal values at home and around the world; and


 • An international order advanced by U.S. leadership that promotes peace, security, and oppor-
tunity through stronger cooperation to meet global challenges.


Currently, the United States is focused on implementing a responsible transition as we end the war in 
Iraq, succeeding in Afghanistan, and defeating al-Qa’ida and its terrorist affiliates, while moving our 
economy from catastrophic recession to lasting recovery. As we confront these crises, our national 
strategy must take a longer view. We must build a stronger foundation for American leadership and 
work to better shape the outcomes that are most fundamental to our people in the 21st century. 


The Strategic Environment—The World as It Is 


In the two decades since the end of the Cold War, the free flow of information, people, goods and services 
has accelerated at an unprecedented rate. This interconnection has empowered individuals for good 
and ill, and challenged state based international institutions that were largely designed in the wake of 
World War II by policymakers who had different challenges in mind. Nonstate actors can have a dramatic 
influence on the world around them. Economic growth has alleviated poverty and led to new centers of 
influence. More nations are asserting themselves regionally and globally. The lives of our citizens —their 
safety and prosperity—are more bound than ever to events beyond our borders. 
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Within this environment, the attacks of September 11, 2001, were a transformative event for the United 
States, demonstrating just how much trends far beyond our shores could directly endanger the personal 
safety of the American people. The attacks put into sharp focus America’s position as the sole global 
superpower, the dangers of violent extremism, and the simmering conflicts that followed the peaceful 
conclusion of the Cold War. And they drew a swift and forceful response from the United States and 
our allies and partners in Afghanistan. This response was followed by our decision to go to war in Iraq, 
and the ensuing years have seen America’s forces, resources, and national security strategy focused on 
these conflicts. 


The United States is now fighting two wars with many thousands of our men and women deployed in 
harm’s way, and hundreds of billions of dollars dedicated to funding these conflicts. In Iraq, we are sup-
porting a transition of responsibility to the sovereign Iraqi Government. We are supporting the security 
and prosperity of our partners in Afghanistan and Pakistan as part of a broader campaign to disrupt, 
dismantle, and defeat al-Qa’ida and its violent extremist affiliates. 


Yet these wars—and our global efforts to successfully counter violent extremism—are only one ele-
ment of our strategic environment and cannot define America’s engagement with the world. Terrorism 
is one of many threats that are more consequential in a global age. The gravest danger to the American 
people and global security continues to come from weapons of mass destruction, particularly nuclear 
weapons. The space and cyberspace capabilities that power our daily lives and military operations are 
vulnerable to disruption and attack. Dependence upon fossil fuels constrains our options and pollutes 
our environment. Climate change and pandemic disease threaten the security of regions and the health 
and safety of the American people. Failing states breed conflict and endanger regional and global 
security. Global criminal networks foment insecurity abroad and bring people and goods across our 
own borders that threaten our people. 


The global economy is being reshaped by innovation, emerging economies, transition to low-carbon 
energy, and recovery from a catastrophic recession. The convergence of wealth and living standards 
among developed and emerging economies holds out the promise of more balanced global growth, but 
dramatic inequality persists within and among nations. Profound cultural and demographic tensions, 
rising demand for resources, and rapid urbanization could reshape single countries and entire regions. 
As the world grows more interconnected, more individuals are gaining awareness of their universal 
rights and have the capacity to pursue them. Democracies that respect the rights of their people remain 
successful states and America’s most steadfast allies. Yet the advance of democracy and human rights 
has stalled in many parts of the world. 


More actors exert power and influence. Europe is now more united, free, and at peace than ever before. 
The European Union has deepened its integration. Russia has reemerged in the international arena as a 
strong voice. China and India—the world’s two most populous nations—are becoming more engaged 
globally. From Latin America to Africa to the Pacific, new and emerging powers hold out opportunities 
for partnership, even as a handful of states endanger regional and global security by flouting interna-
tional norms. International institutions play a critical role in facilitating cooperation, but at times cannot 
effectively address new threats or seize new opportunities. Meanwhile, individuals, corporations, and 
civil society play an increasingly important role in shaping events around the world. 
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The United States retains the strengths that have enabled our leadership for many decades. Our society 
is exceptional in its openness, vast diversity, resilience, and engaged citizenry. Our private sector and 
civil society exhibit enormous ingenuity and innovation, and our workers are capable and dedicated. 
We have the world’s largest economy and most powerful military, strong alliances and a vibrant cultural 
appeal, and a history of leadership in economic and social development. We continue to be a destination 
that is sought out by immigrants from around the world, who enrich our society. We have a transparent, 
accountable democracy and a dynamic and productive populace with deep connections to peoples 
around the world. And we continue to embrace a set of values that have enabled liberty and opportunity 
at home and abroad. 


Now, the very fluidity within the international system that breeds new challenges must be approached 
as an opportunity to forge new international cooperation. We must rebalance our long-term priorities so 
that we successfully move beyond today’s wars, and focus our attention and resources on a broader set 
of countries and challenges. We must seize on the opportunities afforded by the world’s interconnection, 
while responding effectively and comprehensively to its dangers. And we must take advantage of the 
unparalleled connections that America’s Government, private sector, and citizens have around the globe. 


The Strategic Approach—The World We Seek 


In the past, the United States has thrived when both our nation and our national security policy have 
adapted to shape change instead of being shaped by it. For instance, as the industrial revolution took 
hold, America transformed our economy and our role in the world. When the world was confronted by 
fascism, America prepared itself to win a war and to shape the peace that followed. When the United 
States encountered an ideological, economic, and military threat from communism, we shaped our 
practices and institutions at home—and policies abroad—to meet this challenge. Now, we must once 
again position the United States to champion mutual interests among nations and peoples.


Building Our Foundation 
Our national security begins at home. What takes place within our borders has always been the source 
of our strength, and this is even truer in an age of interconnection. 


First and foremost, we must renew the foundation of America’s strength. In the long run, the welfare 
of the American people will determine America’s strength in the world, particularly at a time when our 
own economy is inextricably linked to the global economy. Our prosperity serves as a wellspring for 
our power. It pays for our military, underwrites our diplomacy and development efforts, and serves as 
a leading source of our influence in the world. Moreover, our trade and investment supports millions 
of American jobs, forges links among countries, spurs global development, and contributes to a stable 
and peaceful political and economic environment.


Yet even as we have maintained our military advantage, our competitiveness has been set back in recent 
years. We are recovering from underinvestment in the areas that are central to America’s strength. We 
have not adequately advanced priorities like education, energy, science and technology, and health 
care—all of which are essential to U.S. competitiveness, long-term prosperity, and strength. Years of 
rising fiscal and trade deficits will also necessitate hard choices in the years ahead.  
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That is why we are rebuilding our economy so that it will serve as an engine of opportunity for the 
American people, and a source of American influence abroad. The United States must ensure that we 
have the world’s best-educated workforce, a private sector that fosters innovation, and citizens and busi-
nesses that can access affordable health care to compete in a globalized economy. We must transform 
the way that we use energy—diversifying supplies, investing in innovation, and deploying clean energy 
technologies. By doing so, we will enhance energy security, create jobs, and fight climate change. 


Rebuilding our economy must include putting ourselves on a fiscally sustainable path. As such, imple-
menting our national security strategy will require a disciplined approach to setting priorities and mak-
ing tradeoffs among competing programs and activities. Taken together, these efforts will position our 
nation for success in the global marketplace, while also supporting our national security capacity—the 
strength of our military, intelligence, diplomacy and development, and the security and resilience of 
our homeland. 


We are now moving beyond traditional distinctions between homeland and national security. National 
security draws on the strength and resilience of our citizens, communities, and economy. This includes a 
determination to prevent terrorist attacks against the American people by fully coordinating the actions 
that we take abroad with the actions and precautions that we take at home. It must also include a com-
mitment to building a more secure and resilient nation, while maintaining open flows of goods and 
people. We will continue to develop the capacity to address the threats and hazards that confront us, 
while redeveloping our infrastructure to secure our people and work cooperatively with other nations. 


America’s example is also a critical component of our foundation. The human rights which America has 
stood for since our founding have enabled our leadership, provided a source of inspiration for peoples 
around the world, and drawn a clear contrast between the United States and our democratic allies, and 
those nations and individuals that deny or suppress human rights. Our efforts to live our own values, 
and uphold the principles of democracy in our own society, underpin our support for the aspirations of 
the oppressed abroad, who know they can turn to America for leadership based on justice and hope. 


Our moral leadership is grounded principally in the power of our example—not through an effort to 
impose our system on other peoples. Yet over the years, some methods employed in pursuit of our 
security have compromised our fidelity to the values that we promote, and our leadership on their 
behalf. This undercuts our ability to support democratic movements abroad, challenge nations that 
violate international human rights norms, and apply our broader leadership for good in the world. 
That is why we will lead on behalf of our values by living them. Our struggle to stay true to our values 
and Constitution has always been a lodestar, both to the American people and to those who share our 
aspiration for human dignity.


Our values have allowed us to draw the best and brightest to our shores, to inspire those who share our 
cause abroad, and to give us the credibility to stand up to tyranny. America must demonstrate through 
words and deeds the resilience of our values and Constitution. For if we compromise our values in pur-
suit of security, we will undermine both; if we fortify them, we will sustain a key source of our strength 
and leadership in the world—one that sets us apart from our enemies and our potential competitors. 
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Pursuing Comprehensive Engagement 
Our foundation will support our efforts to engage nations, institutions, and peoples around the world 
on the basis of mutual interests and mutual respect. 


Engagement is the active participation of the United States in relationships beyond our borders. It is, 
quite simply, the opposite of a self-imposed isolation that denies us the ability to shape outcomes. 
Indeed, America has never succeeded through isolationism. As the nation that helped to build our 
international system after World War II and to bring about the globalization that came with the end of 
the Cold War, we must reengage the world on a comprehensive and sustained basis. 


Engagement begins with our closest friends and allies—from Europe to Asia; from North America to 
the Middle East. These nations share a common history of struggle on behalf of security, prosperity, and 
democracy. They share common values and a common commitment to international norms that recog-
nize both the rights and responsibilities of all sovereign nations. America’s national security depends on 
these vibrant alliances, and we must engage them as active partners in addressing global and regional 
security priorities and harnessing new opportunities to advance common interests. For instance, we 
pursue close and regular collaboration with our close allies the United Kingdom, France, and Germany 
on issues of mutual and global concern.


We will continue to deepen our cooperation with other 21st century centers of influence—including 
China, India, and Russia—on the basis of mutual interests and mutual respect. We will also pursue 
diplomacy and development that supports the emergence of new and successful partners, from the 
Americas to Africa; from the Middle East to Southeast Asia. Our ability to advance constructive coopera-
tion is essential to the security and prosperity of specific regions, and to facilitating global cooperation on 
issues ranging from violent extremism and nuclear proliferation, to climate change, and global economic 
instability—issues that challenge all nations, but that no one nation alone can meet. 


To adversarial governments, we offer a clear choice: abide by international norms, and achieve the 
political and economic benefits that come with greater integration with the international community; 
or refuse to accept this pathway, and bear the consequences of that decision, including greater isolation. 
Through engagement, we can create opportunities to resolve differences, strengthen the international 
community’s support for our actions, learn about the intentions and nature of closed regimes, and plainly 
demonstrate to the publics within those nations that their governments are to blame for their isolation. 


Successful engagement will depend upon the effective use and integration of different elements of 
American power. Our diplomacy and development capabilities must help prevent conflict, spur eco-
nomic growth, strengthen weak and failing states, lift people out of poverty, combat climate change 
and epidemic disease, and strengthen institutions of democratic governance. Our military will continue 
strengthening its capacity to partner with foreign counterparts, train and assist security forces, and 
pursue military-to-military ties with a broad range of governments. We will continue to foster economic 
and financial transactions to advance our shared prosperity. And our intelligence and law enforcement 
agencies must cooperate effectively with foreign governments to anticipate events, respond to crises, 
and provide safety and security.







NaT I O Na l  S e C u r I T y  S T r aT e g y


12★ ★


Finally, we will pursue engagement among peoples—not just governments—around the world. The 
United States Government will make a sustained effort to engage civil society and citizens and facilitate 
increased connections among the American people and peoples around the world—through efforts 
ranging from public service and educational exchanges, to increased commerce and private sector 
partnerships. In many instances, these modes of engagement have a powerful and enduring impact 
beyond our borders, and are a cost-effective way of projecting a positive vision of American leadership. 
Time and again, we have seen that the best ambassadors for American values and interests are the 
American people—our businesses, nongovernmental organizations, scientists, athletes, artists, military 
service members, and students. 


Facilitating increased international engagement outside of government will help prepare our country 
to thrive in a global economy, while building the goodwill and relationships that are invaluable to sus-
taining American leadership. It also helps leverage strengths that are unique to America—our diversity 
and diaspora populations, our openness and creativity, and the values that our people embody in their 
own lives. 


Promoting a Just and Sustainable International Order 
Our engagement will underpin a just and sustainable international order—just, because it advances 
mutual interests, protects the rights of all, and holds accountable those who refuse to meet their 
responsibilities; sustainable because it is based on broadly shared norms and fosters collective action 
to address common challenges. 


This engagement will pursue an international order that recognizes the rights and responsibilities of all 
nations. As we did after World War II, we must pursue a rules-based international system that can advance 
our own interests by serving mutual interests. International institutions must be more effective and 
representative of the diffusion of influence in the 21st century. Nations must have incentives to behave 
responsibly, or be isolated when they do not. The test of this international order must be the cooperation 
it facilitates and the results it generates—the ability of nations to come together to confront common 
challenges like violent extremism, nuclear proliferation, climate change, and a changing global economy. 


That is precisely the reason we should strengthen enforcement of international law and our commit-
ment to engage and modernize international institutions and frameworks. Those nations that refuse 
to meet their responsibilities will forsake the opportunities that come with international cooperation. 
Credible and effective alternatives to military action—from sanctions to isolation—must be strong 
enough to change behavior, just as we must reinforce our alliances and our military capabilities. And if 
nations challenge or undermine an international order that is based upon rights and responsibilities, 
they must find themselves isolated. 


We succeeded in the post-World War II era by pursuing our interests within multilateral forums like the 
United Nations—not outside of them. We recognized that institutions that aggregated the national inter-
ests of many nations would never be perfect; but we also saw that they were an indispensable vehicle 
for pooling international resources and enforcing international norms. Indeed, the basis for international 
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cooperation since World War II has been an architecture of international institutions, organizations, 
regimes, and standards that establishes certain rights and responsibilities for all sovereign nations. 


In recent years America’s frustration with international institutions has led us at times to engage the 
United Nations (U.N.) system on an ad hoc basis. But in a world of transnational challenges, the United 
States will need to invest in strengthening the international system, working from inside interna-
tional institutions and frameworks to face their imperfections head on and to mobilize transnational 
cooperation. 


We must be clear-eyed about the factors that have impeded effectiveness in the past. In order for collec-
tive action to be mobilized, the polarization that persists across region, race, and religion will need to be 
replaced by a galvanizing sense of shared interest. Swift and effective international action often turns on 
the political will of coalitions of countries that comprise regional or international institutions. New and 
emerging powers who seek greater voice and representation will need to accept greater responsibility 
for meeting global challenges. When nations breach agreed international norms, the countries who 
espouse those norms must be convinced to band together to enforce them.  


We will expand our support to modernizing institutions and arrangements such as the evolution of the 
G-8 to the G-20 to reflect the realities of today’s international environment. Working with the institutions 
and the countries that comprise them, we will enhance international capacity to prevent conflict, spur 
economic growth, improve security, combat climate change, and address the challenges posed by weak 
and failing states. And we will challenge and assist international institutions and frameworks to reform 
when they fail to live up to their promise. Strengthening the legitimacy and authority of international 
law and institutions, especially the U.N., will require a constant struggle to improve performance. 


Furthermore, our international order must recognize the increasing influence of individuals in today’s 
world. There must be opportunities for civil society to thrive within nations and to forge connections 
among them. And there must be opportunities for individuals and the private sector to play a major role 
in addressing common challenges—whether supporting a nuclear fuel bank, promoting global health, 
fostering entrepreneurship, or exposing violations of universal rights. In the 21st century, the ability of 
individuals and nongovernment actors to play a positive role in shaping the international environment 
represents a distinct opportunity for the United States. 


Within this context, we know that an international order where every nation upholds its rights and 
responsibilities will remain elusive. Force will sometimes be necessary to confront threats. Technology 
will continue to bring with it new dangers. Poverty and disease will not be completely abolished. 
Oppression will always be with us. But if we recognize these challenges, embrace America’s responsibil-
ity to confront them with its partners, and forge new cooperative approaches to get others to join us 
in overcoming them, then the international order of a globalized age can better advance our interests 
and the common interests of nations and peoples everywhere. 
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Strengthening National Capacity—A Whole of Government Approach 


To succeed, we must update, balance, and integrate all of the tools of American power and work with our 
allies and partners to do the same. Our military must maintain its conventional superiority and, as long as 
nuclear weapons exist, our nuclear deterrent capability, while continuing to enhance its capacity to defeat 
asymmetric threats, preserve access to the global commons, and strengthen partners. We must invest 
in diplomacy and development capabilities and institutions in a way that complements and reinforces 
our global partners. Our intelligence capabilities must continuously evolve to identify and characterize 
conventional and asymmetric threats and provide timely insight. And we must integrate our approach to 
homeland security with our broader national security approach.


We are improving the integration of skills and capabilities within our military and civilian institutions, so 
they complement each other and operate seamlessly. We are also improving coordinated planning and 
policymaking and must build our capacity in key areas where we fall short. This requires close coopera-
tion with Congress and a deliberate and inclusive interagency process, so that we achieve integration of 
our efforts to implement and monitor operations, policies, and strategies. To initiate this effort, the White 
House merged the staffs of the National Security Council and Homeland Security Council. 


However, work remains to foster coordination across departments and agencies. Key steps include more 
effectively ensuring alignment of resources with our national security strategy, adapting the education and 
training of national security professionals to equip them to meet modern challenges, reviewing authorities 
and mechanisms to implement and coordinate assistance programs, and other policies and programs that 
strengthen coordination. 


• Defense: We are strengthening our military to ensure that it can prevail in today’s wars; to prevent and 
deter threats against the United States, its interests, and our allies and partners; and prepare to defend 
the United States in a wide range of contingencies against state and nonstate actors. We will continue to 
rebalance our military capabilities to excel at counterterrorism, counterinsurgency, stability operations, 
and meeting increasingly sophisticated security threats, while ensuring our force is ready to address 
the full range of military operations. This includes preparing for increasingly sophisticated adversaries, 
deterring and defeating aggression in anti-access environments, and defending the United States and 
supporting civil authorities at home. The most valuable component of our national defense is the men 
and women who make up America’s all-volunteer force. They have shown tremendous resilience, adapt-
ability, and capacity for innovation, and we will provide our service members with the resources that 
they need to succeed and rededicate ourselves to providing support and care for wounded warriors, 
veterans, and military families. We must set the force on a path to sustainable deployment cycles and 
preserve and enhance the long-term viability of our force through successful recruitment, retention, 
and recognition of those who serve. 


• Diplomacy: Diplomacy is as fundamental to our national security as our defense capability. Our diplo-
mats are the first line of engagement, listening to our partners, learning from them, building respect for 
one another, and seeking common ground. Diplomats, development experts, and others in the United 
States Government must be able to work side by side to support a common agenda. New skills are 
needed to foster effective interaction to convene, connect, and mobilize not only other governments 
and international organizations, but also nonstate actors such as corporations, foundations, nongovern-
mental organizations, universities, think tanks, and faith-based organizations, all of whom increasingly 
have a distinct role to play on both diplomatic and development issues. To accomplish these goals our 
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diplomatic personnel and missions must be expanded at home and abroad to support the increasingly 
transnational nature of 21st century security challenges. And we must provide the appropriate authori-
ties and mechanisms to implement and coordinate assistance programs and grow the civilian expedi-
tionary capacity required to assist governments on a diverse array of issues.


• Economic: Our economic institutions are crucial components of our national capacity and our economic 
instruments are the bedrock of sustainable national growth, prosperity and influence. The Office of 
Management and Budget, Departments of the Treasury, State, Commerce, Energy, and Agriculture, 
United States Trade Representative, Federal Reserve Board, and other institutions help manage our 
currency, trade, foreign investment, deficit, inflation, productivity, and national competitiveness. 
Remaining a vibrant 21st century economic power also requires close cooperation between and 
among developed nations and emerging markets because of the interdependent nature of the global 
economy. America—like other nations—is dependent upon overseas markets to sell its exports and 
maintain access to scarce commodities and resources. Thus, finding overlapping mutual economic 
interests with other nations and maintaining those economic relationships are key elements of our 
national security strategy. 


• Development: Development is a strategic, economic, and moral imperative. We are focusing on assist-
ing developing countries and their people to manage security threats, reap the benefits of global 
economic expansion, and set in place accountable and democratic institutions that serve basic human 
needs. Through an aggressive and affirmative development agenda and commensurate resources, 
we can strengthen the regional partners we need to help us stop conflicts and counter global criminal 
networks; build a stable, inclusive global economy with new sources of prosperity; advance democracy 
and human rights; and ultimately position ourselves to better address key global challenges by growing 
the ranks of prosperous, capable, and democratic states that can be our partners in the decades ahead. 
To do this, we are expanding our civilian development capability; engaging with international financial 
institutions that leverage our resources and advance our objectives; pursuing a development budget 
that more deliberately reflects our policies and our strategy, not sector earmarks; and ensuring that our 
policy instruments are aligned in support of development objectives. 


• Homeland Security: Homeland security traces its roots to traditional and historic functions of govern-
ment and society, such as civil defense, emergency response, law enforcement, customs, border patrol, 
and immigration. In the aftermath of 9/11 and the foundation of the Department of Homeland Security, 
these functions have taken on new organization and urgency. Homeland security, therefore, strives to 
adapt these traditional functions to confront new threats and evolving hazards. It is not simply about 
government action alone, but rather about the collective strength of the entire country. Our approach 
relies on our shared efforts to identify and interdict threats; deny hostile actors the ability to operate 
within our borders; maintain effective control of our physical borders; safeguard lawful trade and travel 
into and out of the United States; disrupt and dismantle transnational terrorist, and criminal organiza-
tions; and ensure our national resilience in the face of the threat and hazards. Taken together, these 
efforts must support a homeland that is safe and secure from terrorism and other hazards and in which 
American interests, aspirations, and way of life can thrive.


• Intelligence: Our country’s safety and prosperity depend on the quality of the intelligence we collect 
and the analysis we produce, our ability to evaluate and share this information in a timely manner, 
and our ability to counter intelligence threats. This is as true for the strategic intelligence that informs 
executive decisions as it is for intelligence support to homeland security, state, local, and tribal govern-
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ments, our troops, and critical national missions. We are working to better integrate the Intelligence 
Community, while also enhancing the capabilities of our Intelligence Community members. We are 
strengthening our partnerships with foreign intelligence services and sustaining strong ties with our 
close allies. And we continue to invest in the men and women of the Intelligence Community. 


• Strategic Communications: Across all of our efforts, effective strategic communications are essential to 
sustaining global legitimacy and supporting our policy aims. Aligning our actions with our words is a 
shared responsibility that must be fostered by a culture of communication throughout government. 
We must also be more effective in our deliberate communication and engagement and do a better job 
understanding the attitudes, opinions, grievances, and concerns of peoples—not just elites—around 
the world. Doing so allows us to convey credible, consistent messages and to develop effective plans, 
while better understanding how our actions will be perceived. We must also use a broad range of meth-
ods for communicating with foreign publics, including new media. 


• The American People and the Private Sector: The ideas, values, energy, creativity, and resilience of our 
citizens are America’s greatest resource. We will support the development of prepared, vigilant, and 
engaged communities and underscore that our citizens are the heart of a resilient country. And we 
must tap the ingenuity outside government through strategic partnerships with the private sector, 
nongovernmental organizations, foundations, and community-based organizations. Such partnerships 
are critical to U.S. success at home and abroad, and we will support them through enhanced opportuni-
ties for engagement, coordination, transparency, and information sharing.
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III. advancing Our Interests 
To achieve the world we seek, the United States must apply our strategic approach in pursuit of four 
enduring national interests: 


 • Security: The security of the United States, its citizens, and U.S. allies and partners. 


 • Prosperity: A strong, innovative, and growing U.S. economy in an open international economic 
system that promotes opportunity and prosperity. 


 • Values: Respect for universal values at home and around the world. 


 • International Order: An international order advanced by U.S. leadership that promotes peace, 
security, and opportunity through stronger cooperation to meet global challenges.


Each of these interests is inextricably linked to the others: no single interest can be pursued in isolation, 
but at the same time, positive action in one area will help advance all four. The initiatives described 
below do not encompass all of America’s national security concerns. However, they represent areas of 
particular priority and areas where progress is critical to securing our country and renewing American 
leadership in the years to come. 


Security
“We will not apologize for our way of life, nor will we waver in its defense. And for those 
who seek to advance their aims by inducing terror and slaughtering innocents, we say to 
you now that our spirit is stronger and cannot be broken—you cannot outlast us, and we 
will defeat you.”


—President Barack Obama, Inaugural Address, January 20, 2009


—
The threats to our people, our homeland, and our interests have shifted dramatically in the last 20 years. 
Competition among states endures, but instead of a single nuclear adversary, the United States is now 
threatened by the potential spread of nuclear weapons to extremists who may not be deterred from 
using them. Instead of a hostile expansionist empire, we now face a diverse array of challenges, from 
a loose network of violent extremists to states that flout international norms or face internal collapse. 
In addition to facing enemies on traditional battlefields, the United States must now be prepared for 
asymmetric threats, such as those that target our reliance on space and cyberspace. 


This Administration has no greater responsibility than protecting the American people. Furthermore, 
we embrace America’s unique responsibility to promote international security—a responsibility that 
flows from our commitments to allies, our leading role in supporting a just and sustainable international 
order, and our unmatched military capabilities. 


The United States remains the only nation able to project and sustain large-scale military operations 
over extended distances. We maintain superior capabilities to deter and defeat adaptive enemies and 
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to ensure the credibility of security partnerships that are fundamental to regional and global security. 
In this way, our military continues to underpin our national security and global leadership, and when 
we use it appropriately, our security and leadership is reinforced. But when we overuse our military 
might, or fail to invest in or deploy complementary tools, or act without partners, then our military is 
overstretched, Americans bear a greater burden, and our leadership around the world is too narrowly 
identified with military force. And we know that our enemies aim to overextend our Armed Forces and 
to drive wedges between us and those who share our interests.


Therefore, we must continue to adapt and rebalance our instruments of statecraft. At home, we are inte-
grating our homeland security efforts seamlessly with other aspects of our national security approach, 
and strengthening our preparedness and resilience. Abroad, we are strengthening alliances, forging new 
partnerships, and using every tool of American power to advance our objectives—including enhanced 
diplomatic and development capabilities with the ability both to prevent conflict and to work alongside 
our military. We are strengthening international norms to isolate governments that flout them and to 
marshal cooperation against nongovernmental actors who endanger our common security. 


Strengthen Security and Resilience at Home
At home, the United States is pursuing a strategy capable of meeting the full range of threats and 
hazards to our communities. These threats and hazards include terrorism, natural disasters, large-scale 
cyber attacks, and pandemics. As we do everything within our power to prevent these dangers, we 
also recognize that we will not be able to deter or prevent every single threat. That is why we must also 
enhance our resilience—the ability to adapt to changing conditions and prepare for, withstand, and 
rapidly recover from disruption. To keep Americans safe and secure at home, we are working to:


Enhance Security at Home: Security at home relies on our shared efforts to prevent and deter attacks 
by identifying and interdicting threats, denying hostile actors the ability to operate within our borders, 
protecting the nation’s critical infrastructure and key resources, and securing cyberspace. That is why 
we are pursuing initiatives to protect and reduce vulnerabilities in critical infrastructure, at our borders, 
ports, and airports, and to enhance overall air, maritime, transportation, and space and cyber security. 
Building on this foundation, we recognize that the global systems that carry people, goods, and data 
around the globe also facilitate the movement of dangerous people, goods, and data. Within these 
systems of transportation and transaction, there are key nodes—for example, points of origin and 
transfer, or border crossings—that represent opportunities for exploitation and interdiction. Thus, we 
are working with partners abroad to confront threats that often begin beyond our borders. And we are 
developing lines of coordination at home across Federal, state, local, tribal, territorial, nongovernmental, 
and private-sector partners, as well as individuals and communities.


Effectively Manage Emergencies: We are building our capability to prepare for disasters to reduce or 
eliminate long-term effects to people and their property from hazards and to respond to and recover 
from major incidents. To improve our preparedness, we are integrating domestic all hazards planning 
at all levels of government and building key capabilities to respond to emergencies. We continue to 
collaborate with communities to ensure preparedness efforts are integrated at all levels of government 
with the private and nonprofit sectors. We are investing in operational capabilities and equipment, and 
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improving the reliability and interoperability of communications systems for first responders. We are 
encouraging domestic regional planning and integrated preparedness programs and will encourage 
government at all levels to engage in long-term recovery planning. It is critical that we continually test 
and improve plans using exercises that are realistic in scenario and consequences. 


Empowering Communities to Counter Radicalization: Several recent incidences of violent extremists 
in the United States who are committed to fighting here and abroad have underscored the threat to 
the United States and our interests posed by individuals radicalized at home. Our best defenses against 
this threat are well informed and equipped families, local communities, and institutions. The Federal 
Government will invest in intelligence to understand this threat and expand community engagement 
and development programs to empower local communities. And the Federal Government, drawing 
on the expertise and resources from all relevant agencies, will clearly communicate our policies and 
intentions, listening to local concerns, tailoring policies to address regional concerns, and making clear 
that our diversity is part of our strength—not a source of division or insecurity. 


Improve Resilience Through Increased Public-Private Partnerships: When incidents occur, we must show 
resilience by maintaining critical operations and functions, returning to our normal life, and learning 
from disasters so that their lessons can be translated into pragmatic changes when necessary. The 
private sector, which owns and operates most of the nation’s critical infrastructure, plays a vital role in 
preparing for and recovering from disasters. We must, therefore, strengthen public-private partnerships 
by developing incentives for government and the private sector to design structures and systems that 
can withstand disruptions and mitigate associated consequences, ensure redundant systems where 
necessary to maintain the ability to operate, decentralize critical operations to reduce our vulnerability 
to single points of disruption, develop and test continuity plans to ensure the ability to restore critical 
capabilities, and invest in improvements and maintenance of existing infrastructure.


Engage with Communities and Citizens: We will emphasize individual and community preparedness 
and resilience through frequent engagement that provides clear and reliable risk and emergency 
information to the public. A key part of this effort is providing practical steps that all Americans can 
take to protect themselves, their families, and their neighbors. This includes transmitting information 
through multiple pathways and to those with special needs. In addition, we support efforts to develop 
a nationwide public safety broadband network. Our efforts to inform and empower Americans and their 
communities recognize that resilience has always been at the heart of the American spirit.


Disrupt, Dismantle, and Defeat Al-Qa’ida and its Violent Extremist Affiliates in 
Afghanistan, Pakistan, and Around the World
The United States is waging a global campaign against al-Qa’ida and its terrorist affiliates. To disrupt, 
dismantle and defeat al-Qa’ida and its affiliates, we are pursuing a strategy that protects our homeland, 
secures the world’s most dangerous weapons and material, denies al-Qa’ida safe haven, and builds 
positive partnerships with Muslim communities around the world. Success requires a broad, sustained, 
and integrated campaign that judiciously applies every tool of American power—both military and 
civilian—as well as the concerted efforts of like-minded states and multilateral institutions. 
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We will always seek to delegitimize the use of terrorism and to isolate those who carry it out. Yet this is 
not a global war against a tactic—terrorism or a religion—Islam. We are at war with a specific network, 
al-Qa’ida, and its terrorist affiliates who support efforts to attack the United States, our allies, and partners. 


Prevent Attacks on and in the Homeland: To prevent acts of terrorism on American soil, we must enlist 
all of our intelligence, law enforcement, and homeland security capabilities. We will continue to inte-
grate and leverage state and major urban area fusion centers that have the capability to share classified 
information; establish a nationwide framework for reporting suspicious activity; and implement an 
integrated approach to our counterterrorism information systems to ensure that the analysts, agents, 
and officers who protect us have access to all relevant intelligence throughout the government. We 
are improving information sharing and cooperation by linking networks to facilitate Federal, state, and 
local capabilities to seamlessly exchange messages and information, conduct searches, and collaborate. 
We are coordinating better with foreign partners to identify, track, limit access to funding, and prevent 
terrorist travel. Recognizing the inextricable link between domestic and transnational security, we will 
collaborate bilaterally, regionally, and through international institutions to promote global efforts to 
prevent terrorist attacks. 


Strengthen Aviation Security: We know that the aviation system has been a particular target of al-Qa’ida 
and its affiliates. We must continue to bolster aviation security worldwide through a focus on increased 
information collection and sharing, stronger passenger vetting and screening measures, the develop-
ment and development of advanced screening technologies, and cooperation with the international 
community to strengthen aviation security standards and efforts around the world.


Deny Terrorists Weapons of Mass Destruction: To prevent acts of terrorism with the world’s most danger-
ous weapons, we are dramatically accelerating and intensifying efforts to secure all vulnerable nuclear 
materials by the end of 2013, and to prevent the spread of nuclear weapons. We will also take actions 
to safeguard knowledge and capabilities in the life and chemical sciences that could be vulnerable to 
misuse. 


Deny Al-Qa’ida the Ability to Threaten the American People, Our Allies, Our Partners and Our Interests 
Overseas: Al-Qa’ida and its allies must not be permitted to gain or retain any capacity to plan and launch 
international terrorist attacks, especially against the U.S. homeland. Al Qa’ida’s core in Pakistan remains 
the most dangerous component of the larger network, but we also face a growing threat from the 
group’s allies worldwide. We must deny these groups the ability to conduct operational plotting from 
any locale, or to recruit, train, and position operatives, including those from Europe and North America. 


Afghanistan and Pakistan: This is the epicenter of the violent extremism practiced by al Qa’ida. The 
danger from this region will only grow if its security slides backward, the Taliban controls large swaths of 
Afghanistan, and al-Qa’ida is allowed to operate with impunity. To prevent future attacks on the United 
States, our allies, and partners, we must work with others to keep the pressure on al-Qa’ida and increase 
the security and capacity of our partners in this region. 


In Afghanistan, we must deny al-Qa’ida a safe haven, deny the Taliban the ability to overthrow the gov-
ernment, and strengthen the capacity of Afghanistan’s security forces and government so that they can 
take lead responsibility for Afghanistan’s future. Within Pakistan, we are working with the government 
to address the local, regional, and global threat from violent extremists. 
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We will achieve these objectives with a strategy comprised of three components. 


 • First, our military and International Security Assistance Force (ISAF) partners within Afghanistan 
are targeting the insurgency, working to secure key population centers, and increasing efforts 
to train Afghan security forces. These military resources will allow us to create the conditions to 
transition to Afghan responsibility. In July 2011, we will begin reducing our troops responsibly, 
taking into account conditions on the ground. We will continue to advise and assist Afghanistan’s 
Security Forces so that they can succeed over the long term. 


 • Second, we will continue to work with our partners, the United Nations, and the Afghan 
Government to improve accountable and effective governance. As we work to advance our 
strategic partnership with the Afghan Government, we are focusing assistance on supporting 
the President of Afghanistan and those ministries, governors, and local leaders who combat 
corruption and deliver for the people. Our efforts will be based upon performance, and we will 
measure progress. We will also target our assistance to areas that can make an immediate and 
enduring impact in the lives of the Afghan people, such as agriculture, while supporting the 
human rights of all of Afghanistan’s people—women and men. This will support our long-term 
commitment to a relationship between our two countries that supports a strong, stable, and 
prosperous Afghanistan. 


 • Third, we will foster a relationship with Pakistan founded upon mutual interests and mutual 
respect. To defeat violent extremists who threaten both of our countries, we will strengthen 
Pakistan’s capacity to target violent extremists within its borders, and continue to provide 
security assistance to support those efforts. To strengthen Pakistan’s democracy and develop-
ment, we will provide substantial assistance responsive to the needs of the Pakistani people, 
and sustain a long-term partnership committed to Pakistan’s future. The strategic partnership 
that we are developing with Pakistan includes deepening cooperation in a broad range of 
areas, addressing both security and civilian challenges, and we will continue to expand those 
ties through our engagement with Pakistan in the years to come. 


Deny Safe Havens and Strengthen At-Risk States: Wherever al-Qa’ida or its terrorist affiliates attempt 
to establish a safe haven—as they have in Yemen, Somalia, the Maghreb, and the Sahel—we will meet 
them with growing pressure. We also will strengthen our own network of partners to disable al-Qa’ida’s 
financial, human, and planning networks; disrupt terrorist operations before they mature; and address 
potential safe-havens before al-Qa’ida and its terrorist affiliates can take root. These efforts will focus on 
information-sharing, law enforcement cooperation, and establishing new practices to counter evolving 
adversaries. We will also help states avoid becoming terrorist safe havens by helping them build their 
capacity for responsible governance and security through development and security sector assistance.


Deliver Swift and Sure Justice: To effectively detain, interrogate, and prosecute terrorists, we need 
durable legal approaches consistent with our security and our values. We adhere to several principles: 
we will leverage all available information and intelligence to disrupt attacks and dismantle al-Qa’ida and 
affiliated terrorist organizations; we will bring terrorists to justice; we will act in line with the rule of law 
and due process; we will submit decisions to checks and balances and accountability; and we will insist 
that matters of detention and secrecy are addressed in a manner consistent with our Constitution and 
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laws. To deny violent extremists one of their most potent recruitment tools, we will close the prison at 
Guantanamo Bay. 


Resist Fear and Overreaction: The goal of those who perpetrate terrorist attacks is in part to sow fear. If we 
respond with fear, we allow violent extremists to succeed far beyond the initial impact of their attacks, or 
attempted attacks—altering our society and enlarging the standing of al-Qa’ida and its terrorist affiliates 
far beyond its actual reach. Similarly, overreacting in a way that creates fissures between America and 
certain regions or religions will undercut our leadership and make us less safe. 


Contrast Al-Qa’ida’s Intent to Destroy with Our Constructive Vision: While violent extremists seek to 
destroy, we will make clear our intent to build. We are striving to build bridges among people of different 
faiths and regions. We will continue to work to resolve the Arab-Israeli conflict, which has long been a 
source of tension. We will continue to stand up for the universal rights of all people, even for those with 
whom we disagree. We are developing new partnerships in Muslim communities around the world on 
behalf of health, education, science, employment, and innovation. And through our broader emphasis 
on Muslim engagement, we will communicate our commitment to support the aspirations of all people 
for security and opportunity. Finally, we reject the notion that al-Qa’ida represents any religious author-
ity. They are not religious leaders, they are killers; and neither Islam nor any other religion condones the 
slaughter of innocents. 


Use of Force


Military force, at times, may be necessary to defend our country and allies or to preserve broader peace 
and security, including by protecting civilians facing a grave humanitarian crisis. We will draw on diplo-
macy, development, and international norms and institutions to help resolve disagreements, prevent 
conflict, and maintain peace, mitigating where possible the need for the use of force. This means credibly 
underwriting U.S. defense commitments with tailored approaches to deterrence and ensuring the U.S. 
military continues to have the necessary capabilities across all domains—land, air, sea, space, and cyber. It 
also includes helping our allies and partners build capacity to fulfill their responsibilities to contribute to 
regional and global security.


While the use of force is sometimes necessary, we will exhaust other options before war whenever we can, 
and carefully weigh the costs and risks of action against the costs and risks of inaction. When force is neces-
sary, we will continue to do so in a way that reflects our values and strengthens our legitimacy, and we will 
seek broad international support, working with such institutions as NATO and the U.N. Security Council.  


The United States must reserve the right to act unilaterally if necessary to defend our nation and our inter-
ests, yet we will also seek to adhere to standards that govern the use of force. Doing so strengthens those 
who act in line with international standards, while isolating and weakening those who do not. We will also 
outline a clear mandate and specific objectives and thoroughly consider the consequences —intended 
and unintended—of our actions. And the United States will take care when sending the men and women 
of our Armed Forces into harm’s way to ensure they have the leadership, training, and equipment they 
require to accomplish their mission. 
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Reverse the Spread of Nuclear and Biological Weapons and Secure Nuclear 
Materials 
The American people face no greater or more urgent danger than a terrorist attack with a nuclear 
weapon. And international peace and security is threatened by proliferation that could lead to a nuclear 
exchange. Indeed, since the end of the Cold War, the risk of a nuclear attack has increased. Excessive 
Cold War stockpiles remain. More nations have acquired nuclear weapons. Testing has continued. Black 
markets trade in nuclear secrets and materials. Terrorists are determined to buy, build, or steal a nuclear 
weapon. Our efforts to contain these dangers are centered in a global nonproliferation regime that has 
frayed as more people and nations break the rules. 


That is why reversing the spread of nuclear weapons is a top priority. Success depends upon broad 
consensus and concerted action, we will move forward strategically on a number of fronts through our 
example, our partnerships, and a reinvigorated international regime. The United States will: 


Pursue the Goal of a World Without Nuclear Weapons: While this goal will not be reached during this 
Administration, its active pursuit and eventual achievement will increase global security, keep our 
commitment under the NPT, build our cooperation with Russia and other states, and increase our cred-
ibility to hold others accountable for their obligations. As long as any nuclear weapons exist, the United 
States will sustain a safe, secure, and effective nuclear arsenal, both to deter potential adversaries and 
to assure U.S. allies and other security partners that they can count on America’s security commitments. 
But we have signed and seek to ratify a landmark New START Treaty with Russia to substantially limit our 
deployed nuclear warheads and strategic delivery vehicles, while assuring a comprehensive monitoring 
regime. We are reducing the role of nuclear weapons in our national security approach, extending a 
negative security assurance not to use or threaten to use nuclear weapons against those nonnuclear 
nations that are in compliance with the NPT and their nuclear nonproliferation obligations, and investing 
in the modernization of a safe, secure, and effective stockpile without the production of new nuclear 
weapons. We will pursue ratification of the Comprehensive Test Ban Treaty. And we will seek a new treaty 
that verifiably ends the production of fissile materials intended for use in nuclear weapons. 


Strengthen the Nuclear Non-Proliferation Treaty: The basic bargain of the NPT is sound: countries with 
nuclear weapons will move toward disarmament; countries without nuclear weapons will forsake 
them; and all countries can access peaceful nuclear energy. To strengthen the NPT, we will seek more 
resources and authority for international inspections. We will develop a new framework for civil nuclear 
cooperation. As members of the Global Nuclear Energy Partnership have agreed, one important ele-
ment of an enhanced framework could be cradle-to-grave nuclear fuel management. We will pursue a 
broad, international consensus to insist that all nations meet their obligations. And we will also pursue 
meaningful consequences for countries that fail to meet their obligations under the NPT or to meet the 
requirements for withdrawing from it. 


Present a Clear Choice to Iran and North Korea: The United States will pursue the denuclearization of the 
Korean peninsula and work to prevent Iran from developing a nuclear weapon. This is not about singling 
out nations—it is about the responsibilities of all nations and the success of the nonproliferation regime. 
Both nations face a clear choice. If North Korea eliminates its nuclear weapons program, and Iran meets 
its international obligations on its nuclear program, they will be able to proceed on a path to greater 







NaT I O Na l  S e C u r I T y  S T r aT e g y


24★ ★


political and economic integration with the international community. If they ignore their international 
obligations, we will pursue multiple means to increase their isolation and bring them into compliance 
with international nonproliferation norms.  


Secure Vulnerable Nuclear Weapons and Material: The Global Nuclear Security Summit of 2010 rallied 47 
nations behind the goal of securing all nuclear materials from terrorist groups. By the end of 2013, we 
will seek to complete a focused international effort to secure all vulnerable nuclear material around the 
world through enhanced protection and accounting practices, expanded cooperation with and through 
international institutions, and new partnerships to lock down these sensitive materials. To detect and 
intercept nuclear materials in transit, and to stop the illicit trade in these technologies, we will work to 
turn programs such as the Proliferation Security Initiative and the Global Initiative to Combat Nuclear 
Terrorism into durable international efforts. And we will sustain broad-based cooperation with other 
nations and international institutions to ensure the continued improvements necessary to protect 
nuclear materials from evolving threats. 


Support Peaceful Nuclear Energy: As countries move increasingly to tap peaceful nuclear energy to 
provide power generation while advancing climate goals, the world must develop an infrastructure 
in the countries that seek to use nuclear energy for their energy security needs and climate goals to 
ensure that nuclear energy is developed in a safer manner. We will do so by promoting safety through 
regulatory bodies and training of operators, promoting physical security to prevent terrorist acts, and 
assuring safe and secure handling of fuel at the front and back ends of the nuclear fuel cycle.


Counter Biological Threats: The effective dissemination of a lethal biological agent within a population 
center would endanger the lives of hundreds of thousands of people and have unprecedented eco-
nomic, societal, and political consequences. We must continue to work at home with first responders 
and health officials to reduce the risk associated with unintentional or deliberate outbreaks of infectious 
disease and to strengthen our resilience across the spectrum of high-consequence biological threats. 
We will work with domestic and international partners to protect against biological threats by promot-
ing global health security and reinforcing norms of safe and responsible conduct; obtaining timely 
and accurate insight on current and emerging risks; taking reasonable steps to reduce the potential 
for exploitation; expanding our capability to prevent, attribute, and apprehend those who carry out 
attacks; communicating effectively with all stakeholders; and helping to transform the international 
dialogue on biological threats.


Advance Peace, Security, and Opportunity in the Greater Middle East 
The United States has important interests in the greater Middle East. They include broad cooperation on 
a wide range of issues with our close friend, Israel, and an unshakable commitment to its security; the 
achievement of the Palestinian people’s legitimate aspirations for statehood, opportunity, and the real-
ization of their extraordinary potential; the unity and security of Iraq and the fostering of its democracy 
and reintegration into the region; the transformation of Iranian policy away from its pursuit of nuclear 
weapons, support for terrorism, and threats against its neighbors; nonproliferation; and counterterrorism 
cooperation, access to energy, and integration of the region into global markets. 
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At the same time, our engagement must be both comprehensive and strategic. It should extend beyond 
near-term threats by appealing to peoples’ aspirations for justice, education, and opportunity and by 
pursuing a positive and sustainable vision of U.S. partnership with the region. Furthermore, our relation-
ship with our Israeli and Arab friends and partners in the region extends beyond our commitment to its 
security and includes the continued ties we share in areas such as trade, exchanges, and cooperation 
on a broad range of issues.


Complete a Responsible Transition as We End the War in Iraq: The war in Iraq presents a distinct and 
important challenge to the United States, the international community, the Iraqi people, and the region. 
America’s servicemen and women, along with our coalition partners, have performed remarkably in 
fighting determined enemies and have worked with our civilians to help the Iraqi people regain control 
of their own destiny. Going forward, we have a responsibility, for our own security and the security of 
the region, to successfully end the war through a full transition to Iraqi responsibility. We will cultivate 
an enduring relationship with Iraq based on mutual interests and mutual respect. 


Our goal is an Iraq that is sovereign, stable, and self-reliant. To achieve that goal, we are continuing to 
promote an Iraqi Government that is just, representative, and accountable and that denies support and 
safe haven to terrorists. The United States will pursue no claim on Iraqi territory or resources, and we 
will keep our commitments to Iraq’s democratically elected government. These efforts will build new 
ties of trade and commerce between Iraq and the world, enable Iraq to assume its rightful place in the 
community of nations, and contribute to the peace and security of the region.


We are pursuing these objectives with a strategy that has three core components. 


 • Transition Security: First, we are transitioning security to full Iraqi responsibility. We will end the 
combat mission in Iraq by the end of August 2010. We will continue to train, equip, and advise 
Iraqi Security Forces; conduct targeted counterterrorism missions; and protect ongoing civilian 
and military efforts in Iraq. And, consistent with our commitments to the Iraqi Government, 
including the U.S.-Iraq Security Agreement, we will remove all of our troops from Iraq by the 
end of 2011. 


 • Civilian Support: Second, as the security situation continues to improve, U.S. civilian engage-
ment will deepen and broaden. We will sustain a capable political, diplomatic, and civilian effort 
to help the Iraqi people as they resolve outstanding differences, integrate those refugees and 
displaced persons who can return, and continue to develop accountable democratic institu-
tions that can better serve their basic needs. We will work with our Iraqi partners to implement 
the Strategic Framework Agreement, with the Department of State taking the lead. This will 
include cooperation on a range of issues including defense and security cooperation, political 
and diplomatic cooperation, rule of law, science, health, education, and economics. 


 • Regional Diplomacy and Development: Third, we will continue to pursue comprehensive 
engagement across the region to ensure that our drawdown in Iraq provides an opportunity 
to advance lasting security and sustainable development for both Iraq and the broader Middle 
East. The United States will continue to retain a robust civilian presence commensurate with 
our strategic interests in the country and the region. We are transforming our relationship to 
one consistent with other strategic partners in the region.
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Pursue Arab-Israeli Peace: The United States, Israel, the Palestinians, and the Arab States have an interest 
in a peaceful resolution of the Arab-Israeli conflict—one in which the legitimate aspirations of Israelis 
and Palestinians for security and dignity are realized, and Israel achieves a secure and lasting peace with 
all of its neighbors. 


The United States seeks two states living side by side in peace and security—a Jewish state of Israel, with 
true security, acceptance, and rights for all Israelis; and a viable, independent Palestine with contiguous 
territory that ends the occupation that began in 1967 and realizes the potential of the Palestinian people. 
We will continue to work regionally and with like-minded partners in order to advance negotiations 
that address the permanent-status issues: security for Israelis and Palestinians; borders, refugees, and 
Jerusalem. We also seek international support to build the institutions upon which a Palestinian state 
will depend, while supporting economic development that can bring opportunity to its people.


Any Arab-Israeli peace will only be lasting if harmful regional interference ends and constructive regional 
support deepens. As we pursue peace between Israelis and Palestinians, we will also pursue peace 
between Israel and Lebanon, Israel and Syria, and a broader peace between Israel and its neighbors. We 
will pursue regional initiatives with multilateral participation, alongside bilateral negotiations. 


Promote a Responsible Iran: For decades, the Islamic Republic of Iran has endangered the security of 
the region and the United States and failed to live up to its international responsibilities. In addition 
to its illicit nuclear program, it continues to support terrorism, undermine peace between Israelis and 
Palestinians, and deny its people their universal rights. Many years of refusing to engage Iran failed to 
reverse these trends; on the contrary, Iran’s behavior became more threatening. Engagement is some-
thing we pursue without illusion. It can offer Iran a pathway to a better future, provided Iran’s leaders 
are prepared to take it. But that better pathway can only be achieved if Iran’s leaders change course, 
act to restore the confidence of the international community, and fulfill their obligations. The United 
States seeks a future in which Iran meets its international responsibilities, takes its rightful place in the 
community of nations, and enjoys the political and economic opportunities that its people deserve. 
Yet if the Iranian Government continues to refuse to live up to its international obligations, it will face 
greater isolation. 


Invest in the Capacity of Strong and Capable Partners 
Where governments are incapable of meeting their citizens’ basic needs and fulfilling their responsibili-
ties to provide security within their borders, the consequences are often global and may directly threaten 
the American people. To advance our common security, we must address the underlying political and 
economic deficits that foster instability, enable radicalization and extremism, and ultimately undermine 
the ability of governments to manage threats within their borders and to be our partners in addressing 
common challenges. To invest in the capacity of strong and capable partners, we will work to: 


Foster Security and Reconstruction in the Aftermath of Conflict: The United States and the international 
community cannot shy away from the difficult task of pursuing stabilization in conflict and post-conflict 
environments. In countries like Iraq and Afghanistan, building the capacity necessary for security, eco-
nomic growth, and good governance is the only path to long term peace and security. But we have also 
learned that the effectiveness of these efforts is profoundly affected by the capacity of governments and 
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the political will of their leaders. We will take these constraints into account in designing appropriate 
assistance strategies and will facilitate the kind of collaboration that is essential—within our govern-
ment and with international organizations—in those instances when we engage in the difficult work 
of helping to bring conflicts to an end. 


Pursue Sustainable and Responsible Security Systems in At-Risk States: Proactively investing in stronger 
societies and human welfare is far more effective and efficient than responding after state collapse. 
The United States must improve its capability to strengthen the security of states at risk of conflict and 
violence. We will undertake long-term, sustained efforts to strengthen the capacity of security forces to 
guarantee internal security, defend against external threats, and promote regional security and respect 
for human rights and the rule of law. We will also continue to strengthen the administrative and oversight 
capability of civilian security sector institutions, and the effectiveness of criminal justice. 


Prevent the Emergence of Conflict: Our strategy goes beyond meeting the challenges of today, and 
includes preventing the challenges and seizing the opportunities of tomorrow. This requires investing 
now in the capable partners of the future; building today the capacity to strengthen the foundations of 
our common security, and modernizing our capabilities in order to ensure that we are agile in the face 
of change. We have already begun to reorient and strengthen our development agenda; to take stock 
of and enhance our capabilities; and to forge new and more effective means of applying the skills of our 
military, diplomats, and development experts. These kinds of measures will help us diminish military risk, 
act before crises and conflicts erupt, and ensure that governments are better able to serve their people. 


Secure Cyberspace 
Cybersecurity threats represent one of the most serious national security, public safety, and economic 
challenges we face as a nation. The very technologies that empower us to lead and create also empower 
those who would disrupt and destroy. They enable our military superiority, but our unclassified govern-
ment networks are constantly probed by intruders. Our daily lives and public safety depend on power 
and electric grids, but potential adversaries could use cyber vulnerabilities to disrupt them on a massive 
scale. The Internet and e-commerce are keys to our economic competitiveness, but cyber criminals 
have cost companies and consumers hundreds of millions of dollars and valuable intellectual property. 


The threats we face range from individual criminal hackers to organized criminal groups, from terrorist 
networks to advanced nation states. Defending against these threats to our security, prosperity, and 
personal privacy requires networks that are secure, trustworthy, and resilient. Our digital infrastruc-
ture, therefore, is a strategic national asset, and protecting it—while safeguarding privacy and civil  
liberties—is a national security priority. We will deter, prevent, detect, defend against, and quickly recover 
from cyber intrusions and attacks by: 


Investing in People and Technology: To advance that goal, we are working across the government and 
with the private sector to design more secure technology that gives us the ability to better protect and 
to improve the resilience of critical government and industry systems and networks. We will continue 
to invest in the cutting-edge research and development necessary for the innovation and discovery 
we need to meet these challenges. We have begun a comprehensive national campaign to promote 
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cybersecurity awareness and digital literacy from our boardrooms to our classrooms and to build a 
digital workforce for the 21st century.


Strengthening Partnerships: Neither government nor the private sector nor individual citizens can meet 
this challenge alone—we will expand the ways we work together. We will also strengthen our interna-
tional partnerships on a range of issues, including the development of norms for acceptable conduct 
in cyberspace; laws concerning cybercrime; data preservation, protection, and privacy; and approaches 
for network defense and response to cyber attacks. We will work with all the key players— including 
all levels of government and the private sector, nationally and internationally—to investigate cyber 
intrusion and to ensure an organized and unified response to future cyber incidents. Just as we do for 
natural disasters, we have to have plans and resources in place beforehand. 


Prosperity 
“The answers to our problems don’t lie beyond our reach. They exist in our laboratories 
and universities; in our fields and our factories; in the imaginations of our entrepreneurs 
and the pride of the hardest-working people on Earth. Those qualities that have made 
America the greatest force of progress and prosperity in human history we still possess in 
ample measure. What is required now is for this country to pull together, confront boldly 
the challenges we face, and take responsibility for our future once more.” 


—President Barack Obama, Address to Joint Session of Congress, February 24, 2009


—
The foundation of American leadership must be a prosperous American economy. And a growing and 
open global economy serves as a source of opportunity for the American people and a source of strength 
for the United States. The free flow of information, people, goods, and services has also advanced peace 
among nations, as those places that have emerged more prosperous are often more stable. Yet we have 
also seen how shocks to the global economy can precipitate disaster—including the loss of jobs, a 
decline in standards of living in parts of our country, and instability and a loss of U.S. influence abroad. 
Meanwhile, growing prosperity around the world has made economic power more diffuse, creating a 
more competitive environment for America’s people and businesses. 


To allow each American to pursue the opportunity upon which our prosperity depends, we must 
build a stronger foundation for economic growth. That foundation must include access to a complete 
and competitive education for every American; a transformation of the way that we produce and use 
energy, so that we reduce our dependence on fossil fuels and lead the world in creating new jobs and 
industry; access to quality, affordable health care so our people, businesses, and government are not 
constrained by rising costs; and the responsible management of our Federal budget so that we balance 
our priorities and are not burdened by debt. To succeed, we must also ensure that America stays on the 
cutting edge of the science and innovation that supports our prosperity, defense, and international 
technological leadership. 
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This new foundation must underpin and sustain an international economic system that is critical to both 
our prosperity and to the peace and security of the world. We must reinvigorate and fortify it for the 
21st century: by preventing cycles of boom and bust with new rules of the road at home and abroad; by 
saving more and spending less; by resisting protectionism and promoting trade that is free and fair; by 
coordinating our actions with other countries, and reforming international institutions to give emerging 
economies a greater voice and greater responsibility; and by supporting development that promotes 
good governance, unleashes the potential of different populations, and creates new markets overseas. 
Taken together, these actions can ensure inclusive growth that is balanced and sustained.


Strengthen Education and Human Capital
In a global economy of vastly increased mobility and interdependence, our own prosperity and leader-
ship depends increasingly on our ability to provide our citizens with the education that they need to 
succeed, while attracting the premier human capital for our workforce. We must ensure that the most 
innovative ideas take root in America, while providing our people with the skills that they need to 
compete. That means we must: 


Improve Education at All Levels: The United States has lost ground in education, even as our competi-
tiveness depends on educating our children to succeed in a global economy based on knowledge and 
innovation. We are working to provide a complete and competitive education for all Americans, to 
include supporting high standards for early learning, reforming public schools, increasing access to 
higher education and job training, and promoting high-demand skills and education for emerging 
industries. We will also restore U.S. leadership in higher education by seeking the goal of leading the 
world in the proportion of college graduates by 2020. 


Invest in Science, Technology, Engineering, and Math Education (STEM): America’s long-term leader-
ship depends on educating and producing future scientists and innovators. We will invest more in 
STEM education so students can learn to think critically in science, math, engineering, and technology; 
improve the quality of math and science teaching so American students are no longer outperformed 
by those in other nations; and expand STEM education and career opportunities for underrepresented 
groups, including women and girls. We will work with partners—from the private-sector and nonprofit 
organizations to universities—to promote education and careers in science and technology.


Increase International Education and Exchange: The pervasiveness of the English language and American 
cultural influence are great advantages to Americans traveling, working, and negotiating in foreign 
countries. But we must develop skills to help us succeed in a dynamic and diverse global economy. We 
will support programs that cultivate interest and scholarship in foreign languages and intercultural 
affairs, including international exchange programs. This will allow our citizens to build connections with 
peoples overseas and to develop skills and contacts that will help them thrive in the global economy. 
We must also welcome more foreign exchange students to our shores, recognizing the benefits that can 
result from deeper ties with foreign publics and increased understanding of American society. 


Pursue Comprehensive Immigration Reform: The United States is a nation of immigrants. Our ability to 
innovate, our ties to the world, and our economic prosperity depend on our nation’s capacity to welcome 
and assimilate immigrants, and a visa system which welcomes skilled professionals from around the 
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world. At the same time, effective border security and immigration enforcement must keep the country 
safe and deter unlawful entry. Indeed, persistent problems in immigration policy consume valuable 
resources needed to advance other security objectives and make it harder to focus on the most danger-
ous threats facing our country. Ultimately, our national security depends on striking a balance between 
security and openness. To advance this goal, we must pursue comprehensive immigration reform that 
effectively secures our borders, while repairing a broken system that fails to serve the needs of our nation.


Enhance Science, Technology, and Innovation 
Reaffirming America’s role as the global engine of scientific discovery and technological innovation 
has never been more critical. Challenges like climate change, pandemic disease, and resource scarcity 
demand new innovation. Meanwhile, the nation that leads the world in building a clean energy economy 
will enjoy a substantial economic and security advantage. That is why the Administration is investing 
heavily in research, improving education in science and math, promoting developments in energy, and 
expanding international cooperation. 


Transform our Energy Economy: As long as we are dependent on fossil fuels, we need to ensure the 
security and free flow of global energy resources. But without significant and timely adjustments, our 
energy dependence will continue to undermine our security and prosperity. This will leave us vulnerable 
to energy supply disruptions and manipulation and to changes in the environment on an unprecedented 
scale. 


The United States has a window of opportunity to lead in the development of clean energy technology. 
If successful, the United States will lead in this new Industrial Revolution in clean energy that will be 
a major contributor to our economic prosperity. If we do not develop the policies that encourage the 
private sector to seize the opportunity, the United States will fall behind and increasingly become an 
importer of these new energy technologies.


We have already made the largest investment in clean energy in history, but there is much more to do 
to build on this foundation. We must continue to transform our energy economy, leveraging private 
capital to accelerate deployment of clean energy technologies that will cut greenhouse gas emissions, 
improve energy efficiency, increase use of renewable and nuclear power, reduce the dependence of 
vehicles on oil, and diversify energy sources and suppliers. We will invest in research and next-generation 
technology, modernize the way we distribute electricity, and encourage the usage of transitional fuels, 
while moving towards clean energy produced at home.


Invest in Research: Research and development is central to our broader national capacity. Incidents 
like the outbreak of H1N1 influenza and the challenge of identifying new, renewable sources of energy 
highlight the importance of research in basic and applied science. We are reversing the decades-long 
decline in federal funding for research, including the single largest infusion to basic science research 
in American history. Research and innovation is not something government can do on its own, which 
is why we will support and create incentives to encourage private initiatives. The United States has 
always excelled in our ability to turn science and technology into engineering and products, and we 
must continue to do so in the future. 
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Expand International Science Partnerships: America’s scientific leadership has always been widely 
admired around the world, and we must continue to expand cooperation and partnership in science 
and technology. We have launched a number of Science Envoys around the globe and are promoting 
stronger relationships between American scientists, universities, and researchers and their counterparts 
abroad. We will reestablish a commitment to science and technology in our foreign assistance efforts 
and develop a strategy for international science and national security. 


Employ Technology to Protect our Nation: Our renewed commitment to science and technology—and 
our ability to apply the ingenuity of our public and private sectors toward the most difficult foreign policy 
and security challenges of our time—will help us protect our citizens and advance U.S. national security 
priorities. These include, for example, protecting U.S. and allied forces from asymmetric attacks; support-
ing arms control and nonproliferation agreements; preventing terrorists from attacking our homeland; 
preventing and managing widespread disease outbreaks; securing the supply chain; detecting weapons 
of mass destruction before they reach our borders; and protecting our information, communication, 
and transportation infrastructure. 


Leverage and Grow our Space Capabilities: For over 50 years, our space community has been a catalyst 
for innovation and a hallmark of U.S. technological leadership. Our space capabilities underpin global 
commerce and scientific advancements and bolster our national security strengths and those of our 
allies and partners. To promote security and stability in space, we will pursue activities consistent with 
the inherent right of self-defense, deepen cooperation with allies and friends, and work with all nations 
toward the responsible and peaceful use of space. To maintain the advantages afforded to the United 
States by space, we must also take several actions. We must continue to encourage cutting-edge space 
technology by investing in the people and industrial base that develops them. We will invest in the 
research and development of next-generation space technologies and capabilities that benefit our 
commercial, civil, scientific exploration, and national security communities, in order to maintain the 
viability of space for future generations. And we will promote a unified effort to strengthen our space 
industrial base and work with universities to encourage students to pursue space-related careers. 


Achieve Balanced and Sustainable Growth
Balanced and sustainable growth, at home and throughout the global economy, drives the momentum 
of the U.S. economy and underpins our prosperity. A steadily growing global economy means an expand-
ing market for exports of our goods and services. Over time, deepening linkages among markets and 
businesses will provide the setting in which the energies and entrepreneurship of our private sector can 
flourish, generating technologies, business growth, and job creation that will boost living standards for 
Americans. United States economic leadership now has to adapt to the rising prominence of emerging 
economies; the growing size, speed, and sophistication of financial markets; the multiplicity of market 
participants around the globe; and the struggling economies that have so far failed to integrate into 
the global system. 


To promote prosperity for all Americans, we will need to lead the international community to expand the 
inclusive growth of the integrated, global economy. At the same time, we will need to lead international 
efforts to prevent a recurrence of economic imbalances and financial excesses, while managing the 
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many security threats and global challenges that affect global economic stability. To promote growth 
that can be balanced and sustained, we will:


Prevent Renewed Instability in the Global Economy: The recent crisis taught us the very high cost of the 
boom and bust cycle that has plagued the global economy and has served neither the United States 
nor our international partners. Once Americans found themselves in debt or out of work, our demand 
for foreign goods fell sharply. As foreign economies weakened, their financial institutions and public 
finances came under stress too, reinforcing the global slowdown. We must prevent the reemergence 
of imbalanced growth, with American consumers buying and borrowing, and Asian and other export-
ing countries selling and accumulating claims. We must pursue reform of the U.S. financial system to 
strengthen the health of our economy and encourage Americans to save more. And we must prevent 
the reemergence of excesses in our financial institutions based on irresponsible lending behavior, and 
abetted by lax and uncoordinated regulation. 


Save More And Export More: Striking a better balance at home means saving more and spending less, 
reforming our financial system, and reducing our long-term budget deficit. With those changes, we will 
see a greater emphasis on exports that we can build, produce, and sell all over the world, with the goal 
of doubling U.S. exports by 2014. This is ultimately an employment strategy, because higher exports 
will support millions of well-paying American jobs, including those that service innovative and profit-
able new technologies. As a part of that effort, we are reforming our export controls consistent with 
our national security imperatives. 


Shift To Greater Domestic Demand Abroad: For the rest of the world, especially in some emerging market 
and developing countries, a better balance means placing greater emphasis on increasing domestic 
demand as the leading driver of growth and opening markets. Those countries will be able to import 
the capital and technologies needed to sustain the remarkable productivity gains already underway. 
Rebalancing will provide an opportunity for workers and consumers over time to enjoy the higher 
standards of living made possible by those gains. As balanced growth translates into sustained growth, 
middle-income, and poor countries, many of which are not yet sufficiently integrated into the global 
economy, can accelerate the process of convergence of living standards toward richer countries—a 
process that will become a driver of growth for the global economy for decades to come.


Open Foreign Markets to Our Products and Services: The United States has long had one of the most 
open markets in the world. We have been a leader in expanding an open trading system. That has 
underwritten the growth of other developed and emerging markets alike. Openness has also forced 
our companies and workers to compete and innovate, and at the same time, has offered market access 
crucial to the success of so many countries around the world. We will maintain our open investment 
environment, consistent with our national security goals. In this new era, opening markets around the 
globe will promote global competition and innovation and will be crucial to our prosperity. We will 
pursue a trade agenda that includes an ambitious and balanced Doha multilateral trade agreement, 
bilateral and multilateral trade agreements that reflect our values and interests, and engagement with 
the transpacific partnership countries to shape a regional agreement with high standards. 


As we go forward, our trade policy will be an important part of our effort to capitalize on the opportuni-
ties presented by globalization, but will also be part of our effort to equip Americans to compete. To make 
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trade agreements work for Americans, we will take steps to restore confidence, with realistic programs 
to deal with transition costs, and promote innovation, infrastructure, healthcare reform and education. 
Our agreements will contain achievable enforcement mechanisms to ensure that the gains we negotiate 
are in fact realized and will be structured to reflect U.S. interests, especially on labor and environment. 


Build Cooperation with Our International Partners: The United States has supported the G-20’s emer-
gence as the premier forum for international economic cooperation. This flows from the recognition that 
we need a broader and more inclusive engagement with the countries responsible for most of global 
output and trade. U.S. leadership in the G-20 will be focused on securing sustainable and balanced 
growth, coordinating reform of financial sector regulation, fostering global economic development, 
and promoting energy security. We also need official international financial institutions to be as modern 
and agile as the global economy they serve. Through the G-20, we will pursue governance reform at 
the International Monetary Fund (IMF) and World Bank. We will also broaden our leadership in other 
international financial institutions so that the rapidly growing countries of the world see their repre-
sentation increase and are willing to invest those institutions with the authority they need to promote 
the stability and growth of global output and trade.


Deterring Threats to the International Financial System: Today’s open and global financial system also 
exposes us to global financial threats. Just as we work to make the most of the opportunities that glo-
balization brings, the actors that pose a threat to our national security—terrorists, proliferators, narcotics 
traffickers, corrupt officials, and others—are abusing the global financial system to raise, move, and safe-
guard funds that support their illicit activities or from which they derive profit. Their support networks 
have global reach and are not contained by national borders. Our strategy to attack these networks 
must respond in kind and target their illicit resources and access to the global financial system through 
financial measures, administration and enforcement of regulatory authorities, outreach to the private 
sector and our foreign partners, and collaboration on international standards and information sharing. 


Accelerate Sustainable Development
The growth of emerging economies in recent decades has lifted people out of poverty and forged a 
more interconnected and vibrant global economy. But development has been uneven, progress is fragile, 
and too many of the world’s people still live without the benefits that development affords. While some 
countries are growing, many lag behind—mired in insecurity, constrained by poor governance, or overly 
dependent upon commodity prices. But sustained economic progress requires faster, sustainable, and 
more inclusive development. That is why we are pursuing a range of specific initiatives in areas such 
as food security and global health that will be essential to the future security and prosperity of nations 
and peoples around the globe. 


Increase Investments in Development: The United States has an interest in working with our allies to help 
the world’s poorest countries grow into productive and prosperous economies governed by capable, 
democratic, and accountable state institutions. We will ensure a greater and more deliberate focus 
on a global development agenda across the United States Government, from policy analysis through 
policy implementation. We are increasing our foreign assistance, expanding our investments in effective 
multilateral development institutions, and leveraging the engagement of others to share the burden. 
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Invest in the Foundations of Long-Term Development: The United States will initiate long-term invest-
ments that recognize and reward governments that demonstrate the capacity and political will to pursue 
sustainable development strategies and ensure that all policy instruments at our disposal are harnessed 
to these ends. And we will provide our support in multiple ways—by strengthening the ability of gov-
ernments and communities to manage development challenges and investing in strong institutions 
that foster the democratic accountability that helps sustain development. This will expand the circle of 
nations—particularly in Africa—who are capable of reaping the benefits of the global economy, while 
contributing to global security and prosperity. 


Exercise Leadership in the Provision of Global Public Goods: Our approach needs to reflect the fact that 
there are a set of development challenges that strongly affect the likelihood of progress, but cannot be 
addressed by individual countries acting alone. Particularly in Africa, these challenges—such as adap-
tation to global warming, the control of epidemic disease, and the knowledge to increase agricultural 
productivity—are not adequately addressed in bilateral efforts. We will shape the international archi-
tecture and work with our global partners to address these challenges, and increase our investments 
and engagement to transition to a low-carbon growth trajectory, support the resilience of the poorest 
nations to the effects of climate change, and strengthen food security. We must also pursue potential 
“game changers” for development such as new vaccines, weather-resistant seed varieties, and green 
energy technologies.


Spend Taxpayers’ Dollars Wisely
The United States Government has an obligation to make the best use of taxpayer money, and our ability 
to achieve long-term goals depends upon our fiscal responsibility. A responsible budget involves mak-
ing tough choices to live within our means; holding departments and agencies accountable for their 
spending and their performance; harnessing technology to improve government performance; and 
being open and honest with the American people. A responsible budget also depends upon working 
with our global partners and institutions to share burdens and leverage U.S. investments to achieve 
global goals. Our national security goals can only be reached if we make hard choices and work with 
international partners to share burdens. 


Reduce the Deficit: We cannot grow our economy in the long term unless we put the United States 
back on a sustainable fiscal path. To begin this effort, the Administration has proposed a 3-year freeze 
in nonsecurity discretionary spending, a new fee on the largest financial services companies to recoup 
taxpayer losses for the Troubled Asset Relief Program (TARP), and the closing of tax loopholes and 
unnecessary subsidies. The Administration has created a bipartisan fiscal commission to suggest further 
steps for medium-term deficit reduction and will work for fiscally responsible health insurance reform 
that will bring down the rate of growth in health care costs, a key driver of the country’s fiscal future.


Reform Acquisition and Contracting Processes: Wasteful spending, duplicative programs, and contracts 
with poor oversight have no place in the United States Government. Cost-effective and efficient pro-
cesses are particularly important for the Department of Defense, which accounts for approximately 
70 percent of all Federal procurement spending. We will scrutinize our programs and terminate or 
restructure those that are outdated, duplicative, ineffective, or wasteful. The result will be more relevant, 
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capable, and effective programs and systems that our military wants and needs. We are also reforming 
Federal contracting and strengthening contracting practices and management oversight with a goal 
of saving Federal agencies $40 billion dollars a year. 


Increase Transparency: Americans have a right to know how their tax dollars are spent, but that informa-
tion can be obscured or unavailable. In some instances, incomplete accounting of the budget has been 
used to conceal the reality of our fiscal situation. To uphold our commitment to a transparent budget 
process, we are simultaneously requesting both base budget and overseas contingency operations costs, 
with the same amount of justification and explanatory material for each, so that Americans can see the 
true cost of our war efforts and hold leaders accountable for decisions with all of the facts.


Values 
“We uphold our most cherished values not only because doing so is right, but because 
it strengthens our country and keeps us safe. Time and again, our values have been our 
best national security asset—in war and peace, in times of ease, and in eras of upheaval. 
Fidelity to our values is the reason why the United States of America grew from a small 
string of colonies under the writ of an empire to the strongest nation in the world.” 


—President Barack Obama, National Archives, May 21, 2009 


—
The United States believes certain values are universal and will work to promote them worldwide. These 
include an individual’s freedom to speak their mind, assemble without fear, worship as they please, 
and choose their own leaders; they also include dignity, tolerance, and equality among all people, and 
the fair and equitable administration of justice. The United States was founded upon a belief in these 
values. At home, fidelity to these values has extended the promise of America ever more fully, to ever 
more people. Abroad, these values have been claimed by people of every race, region, and religion. 
Most nations are parties to international agreements that recognize this commonality. And nations 
that embrace these values for their citizens are ultimately more successful—and friendly to the United 
States—than those that do not.


Yet after an era that saw substantial gains for these values around the world, democratic develop-
ment has stalled in recent years. In some cultures, these values are being equated with the ugly face 
of modernity and are seen to encroach upon cherished identities. In other countries, autocratic rulers 
have repressed basic human rights and democratic practices in the name of economic development 
and national unity. Even where some governments have adopted democratic practices, authoritarian 
rulers have undermined electoral processes and restricted the space for opposition and civil society, 
imposing a growing number of legal restrictions so as to impede the rights of people to assemble and 
to access information. And while there has been substantial progress in combating poverty in many 
parts of the world, too many of the world’s people still lack the dignity that comes with the opportunity 
to pursue a better life. 
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The United States supports those who seek to exercise universal rights around the world. We promote 
our values above all by living them at home. We continue to engage nations, institutions, and peoples in 
pursuit of these values abroad. And we recognize the link between development and political progress. 
In doing so, our goals are realistic, as we recognize that different cultures and traditions give life to these 
values in distinct ways. Moreover, America’s influence comes not from perfection, but from our striving 
to overcome our imperfections. The constant struggle to perfect our union is what makes the American 
story inspiring. That is why acknowledging our past shortcomings —and highlighting our efforts to 
remedy them—is a means of promoting our values. 


America will not impose any system of government on another country, but our long-term security and 
prosperity depends on our steady support for universal values, which sets us apart from our enemies, 
adversarial governments, and many potential competitors for influence. We will do so through a variety 
of means—by speaking out for universal rights, supporting fragile democracies and civil society, and 
supporting the dignity that comes with development. 


Strengthen the Power of Our Example
More than any other action that we have taken, the power of America’s example has helped spread 
freedom and democracy abroad. That is why we must always seek to uphold these values not just when 
it is easy, but when it is hard. Advancing our interests may involve new arrangements to confront threats 
like terrorism, but these practices and structures must always be in line with our Constitution, preserve 
our people’s privacy and civil liberties, and withstand the checks and balances that have served us so 
well. To sustain our fidelity to our values—and our credibility to promote them around the world—we 
will continue to: 


Prohibit Torture without Exception or Equivocation: Brutal methods of interrogation are inconsistent 
with our values, undermine the rule of law, and are not effective means of obtaining information. They 
alienate the United States from the world. They serve as a recruitment and propaganda tool for terror-
ists. They increase the will of our enemies to fight against us, and endanger our troops when they are 
captured. The United States will not use or support these methods. 


Legal Aspects of Countering Terrorism: The increased risk of terrorism necessitates a capacity to detain 
and interrogate suspected violent extremists, but that framework must align with our laws to be effective 
and sustainable. When we are able, we will prosecute terrorists in Federal courts or in reformed military 
commissions that are fair, legitimate, and effective. For detainees who cannot be prosecuted—but pose 
a danger to the American people—we must have clear, defensible, and lawful standards. We must have 
fair procedures and a thorough process of periodic review, so that any prolonged detention is carefully 
evaluated and justified. And keeping with our Constitutional system, it will be subject to checks and 
balances. The goal is an approach that can be sustained by future Administrations, with support from 
both political parties and all three branches of government. 


Balance the Imperatives of Secrecy and Transparency: For the sake of our security, some information 
must be protected from public disclosure—for instance, to protect our troops, our sources and methods 
of intelligence-gathering or confidential actions that keep the American people safe. Yet our democ-
racy depends upon transparency, and whenever possible, we are making information available to the 
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American people so that they can make informed judgments and hold their leaders accountable. For 
instance, when we invoke the State Secrets privilege, we will follow clear procedures so as to provide 
greater accountability and to ensure the privilege is invoked only when necessary and in the narrowest 
way possible. We will never invoke the privilege to hide a violation of law or to avoid embarrassment 
to the government.


Protect Civil Liberties, Privacy, and Oversight: Protecting civil liberties and privacy are integral to the 
vibrancy of our democracy and the exercise of freedom. We are balancing our solemn commitments 
to these virtues with the mandate to provide security for the American people. Vigorous oversight of 
national security activities by our three branches of government and vigilant compliance with the rule of 
law allow us to maintain this balance, affirm to our friends and allies the constitutional ideals we uphold. 


Uphold the Rule of Law: The rule of law—and our capacity to enforce it—advances our national security 
and strengthens our leadership. At home, fidelity to our laws and support for our law enforcement com-
munity safeguards American citizens and interests, while protecting and advancing our values. Around 
the globe, it allows us to hold actors accountable, while supporting both international security and the 
stability of the global economy. America’s commitment to the rule of law is fundamental to our efforts to 
build an international order that is capable of confronting the emerging challenges of the 21st century. 


Draw Strength from Diversity: The United States has benefited throughout our history when we have 
drawn strength from our diversity. While those who advocate on behalf of extremist ideologies seek 
to sow discord among ethnic and religious groups, America stands as an example of how people from 
different backgrounds can be united through their commitment to shared values. Within our own 
communities, those who seek to recruit and radicalize individuals will often try to prey upon isolation 
and alienation. Our own commitment to extending the promise of America will both draw a contrast 
with those who try to drive people apart, while countering attempts to enlist individuals in ideological, 
religious, or ethnic extremism. 


Promote Democracy and Human Rights Abroad 
The United States supports the expansion of democracy and human rights abroad because governments 
that respect these values are more just, peaceful, and legitimate. We also do so because their success 
abroad fosters an environment that supports America’s national interests. Political systems that protect 
universal rights are ultimately more stable, successful, and secure. As our history shows, the United States 
can more effectively forge consensus to tackle shared challenges when working with governments that 
reflect the will and respect the rights of their people, rather than just the narrow interests of those in 
power. The United States is advancing universal values by:


Ensuring that New and Fragile Democracies Deliver Tangible Improvements for Their Citizens: The 
United States must support democracy, human rights, and development together, as they are mutually 
reinforcing. We are working closely with citizens, communities, and political and civil society leaders 
to strengthen key institutions of democratic accountability—free and fair electoral processes, strong 
legislatures, civilian control of militaries, honest police forces, independent and fair judiciaries, a free 
and independent press, a vibrant private sector, and a robust civil society. To do so, we are harnessing 
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our bilateral and multilateral capabilities to help nascent democracies deliver services that respond 
to the needs and preferences of their citizens, since democracies without development rarely survive. 


Practicing Principled Engagement with Non-Democratic Regimes: Even when we are focused on 
interests such as counterterrorism, nonproliferation, or enhancing economic ties, we will always seek 
in parallel to expand individual rights and opportunities through our bilateral engagement. The United 
States is pursuing a dual-track approach in which we seek to improve government-to-government 
relations and use this dialogue to advance human rights, while engaging civil society and peaceful 
political opposition, and encouraging U.S. nongovernmental actors to do the same. More substantive 
government-to-government relations can create permissive conditions for civil society to operate and 
for more extensive people-to-people exchanges. But when our overtures are rebuffed, we must lead 
the international community in using public and private diplomacy, and drawing on incentives and 
disincentives, in an effort to change repressive behavior. 


Recognizing the Legitimacy of All Peaceful Democratic Movements: America respects the right of all 
peaceful, law-abiding, and nonviolent voices to be heard around the world, even if we disagree with 
them. Support for democracy must not be about support for specific candidates or movements. America 
will welcome all legitimately elected, peaceful governments, provided they govern with respect for 
the rights and dignity of all their people and consistent with their international obligations. Those who 
seek democracy to obtain power, but are ruthless once they do, will forfeit the support of the United 
States. Governments must maintain power through consent, not coercion, and place legitimate political 
processes above party or narrow interest. 


Supporting the Rights of Women and Girls: Women should have access to the same opportunities and 
be able to make the same choices as men. Experience shows that countries are more peaceful and 
prosperous when women are accorded full and equal rights and opportunity. When those rights and 
opportunities are denied, countries often lag behind. Furthermore, women and girls often dispropor-
tionally bear the burden of crises and conflict. Therefore the United States is working with regional and 
international organizations to prevent violence against women and girls, especially in conflict zones. 
We are supporting women’s equal access to justice and their participation in the political process. We 
are promoting child and maternal health. We are combating human trafficking, especially in women 
and girls, through domestic and international law enforcement. And we are supporting education, 
employment, and micro-finance to empower women globally. 


Strengthening International Norms Against Corruption: We are working within the broader international 
system, including the U.N., G-20, Organization for Economic Cooperation and Development (OECD), 
and the international financial institutions, to promote the recognition that pervasive corruption is a 
violation of basic human rights and a severe impediment to development and global security. We will 
work with governments and civil society organizations to bring greater transparency and accountability 
to government budgets, expenditures, and the assets of public officials. And we will institutionalize 
transparent practices in international aid flows, international banking and tax policy, and private sec-
tor engagement around natural resources to make it harder for officials to steal and to strengthen the 
efforts of citizens to hold their governments accountable.
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Building a Broader Coalition of Actors to Advance Universal Values: We are working to build support 
for democracy, rule of law, and human rights by working with other governments, nongovernmental 
organizations, and multilateral fora. The United States is committed to working to shape and strengthen 
existing institutions that are not delivering on their potential, such as the United Nations Human Rights 
Council. We are working within the broader U.N. system and through regional mechanisms to strengthen 
human rights monitoring and enforcement mechanisms, so that individuals and countries are held 
accountable for their violation of international human rights norms. And we will actively support the 
leadership of emerging democracies as they assume a more active role in advancing basic human rights 
and democratic values in their regions and on the global stage.


Marshalling New Technologies and Promoting the Right to Access Information: The emergence of tech-
nologies such as the Internet, wireless networks, mobile smart-phones, investigative forensics, satellite 
and aerial imagery, and distributed remote sensing infrastructure has created powerful new opportuni-
ties to advance democracy and human rights. These technologies have fueled people-powered political 
movements, made it possible to shine a spotlight on human rights abuses nearly instantaneously, and 
increased avenues for free speech and unrestricted communication around the world. We support the 
dissemination and use of these technologies to facilitate freedom of expression, expand access to infor-
mation, increase governmental transparency and accountability, and counter restrictions on their use. 
We will also better utilize such technologies to effectively communicate our own messages to the world.


Promote Dignity by Meeting Basic Needs 
The freedom that America stands for includes freedom from want. Basic human rights cannot thrive in 
places where human beings do not have access to enough food, or clean water, or the medicine they 
need to survive. The United States has embraced the United Nation’s Millennium Development Goals 
and is working with others in pursuit of the eradication of extreme poverty—efforts that are particularly 
critical to the future of nations and peoples of Africa. And we will continue to promote the dignity that 
comes through development efforts such as: 


Pursuing a Comprehensive Global Health Strategy: The United States has a moral and strategic interest 
in promoting global health. When a child dies of a preventable disease, it offends our conscience; when 
a disease goes unchecked, it can endanger our own health; when children are sick, development is 
stalled. That is why we are continuing to invest in the fight against HIV/AIDS. Through the Global Health 
Initiative, we will strengthen health systems and invest in interventions to address areas where progress 
has lagged, including maternal and child health. And we are also pursuing the goal of reducing the 
burden of malaria and tuberculosis and seeking the elimination of important neglected tropical diseases. 


Promoting Food Security: The United States is working with partners around the world to advance a food 
security initiative that combats hunger and builds the capacity of countries to feed their people. Instead 
of simply providing aid for developing countries, we are focusing on new methods and technologies for 
agricultural development. This is consistent with an approach in which aid is not an end in itself—the 
purpose of our foreign assistance will be to create the conditions where it is no longer needed. 


Leading Efforts to Address Humanitarian Crises: Together with the American people and the international 
community, we will continue to respond to humanitarian crises to ensure that those in need have the 
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protection and assistance they need. In such circumstances, we are also placing a greater emphasis on 
fostering long-term recovery. Haiti’s devastating earthquake is only the most recent reminder of the 
human and material consequences of natural disasters, and a changing climate portends a future in 
which the United States must be better prepared and resourced to exercise robust leadership to help 
meet critical humanitarian needs.


International Order 
“As President of the United States, I will work tirelessly to protect America’s security and 
to advance our interests. But no one nation can meet the challenges of the 21st century 
on its own, nor dictate its terms to the world. That is why America seeks an international 
system that lets nations pursue their interests peacefully, especially when those interests 
diverge; a system where the universal rights of human beings are respected, and violations 
of those rights are opposed; a system where we hold ourselves to the same standards that 
we apply to other nations, with clear rights and responsibilities for all.”


—President Barack Obama, Moscow, Russia, July 7, 2009 


—
The United States will protect its people and advance our prosperity irrespective of the actions of any 
other nation, but we have an interest in a just and sustainable international order that can foster collec-
tive action to confront common challenges. This international order will support our efforts to advance 
security, prosperity, and universal values, but it is also an end that we seek in its own right. Because 
without such an international order, the forces of instability and disorder will undermine global secu-
rity. And without effective mechanisms to forge international cooperation, challenges that recognize 
no borders—such as climate change, pandemic disease, and transnational crime—will persist and 
potentially spread. 


International institutions—most prominently NATO and the United Nations—have been at the center 
of our international order since the mid 20th century. Yet, an international architecture that was largely 
forged in the wake of World War II is buckling under the weight of new threats, making us less able to 
seize new opportunities. Even though many defining trends of the 21st century affect all nations and 
peoples, too often, the mutual interests of nations and peoples are ignored in favor of suspicion and 
self-defeating competition. 


What is needed, therefore, is a realignment of national actions and international institutions with shared 
interests. And when national interests do collide—or countries prioritize their interests in different 
ways—those nations that defy international norms or fail to meet their sovereign responsibilities will 
be denied the incentives that come with greater integration and collaboration with the international 
community. 


No international order can be supported by international institutions alone. Our mutual interests must 
be underpinned by bilateral, multilateral, and global strategies that address underlying sources of 
insecurity and build new spheres of cooperation. To that end, strengthening bilateral and multilateral 
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cooperation cannot be accomplished simply by working inside formal institutions and frameworks. It 
requires sustained outreach to foreign governments, political leaderships, and other critical constituen-
cies that must commit the necessary capabilities and resources to enable effective, collective action. And 
it means building upon our traditional alliances, while also cultivating partnerships with new centers of 
influence. Taken together, these approaches will allow us to foster more effective global cooperation to 
confront challenges that know no borders and affect every nation.


Ensure Strong Alliances
The foundation of United States, regional, and global security will remain America’s relations with our 
allies, and our commitment to their security is unshakable. These relationships must be constantly 
cultivated, not just because they are indispensible for U.S. interests and national security objectives, 
but because they are fundamental to our collective security. Alliances are force multipliers: through 
multinational cooperation and coordination, the sum of our actions is always greater than if we act 
alone. We will continue to maintain the capacity to defend our allies against old and new threats. We will 
also continue to closely consult with our allies as well as newly emerging partners and organizations so 
that we revitalize and expand our cooperation to achieve common objectives. And we will continue to 
mutually benefit from the collective security provided by strong alliances. 


Although the United States and our allies and partners may sometimes disagree on specific issues, we 
will act based upon mutual respect and in a manner that continues to strengthen an international order 
that benefits all responsible international actors. 


Strengthening Security Relationships: Our ability to sustain these alliances, and to build coalitions 
of support toward common objectives, depends in part on the capabilities of America’s Armed Forces. 
Similarly, the relationships our Armed Forces have developed with foreign militaries are a critical com-
ponent of our global engagement and support our collective security. 


We will continue to ensure that we can prevail against a wide range of potential adversaries—to include 
hostile states and nonstate actors—while broadly shaping the strategic environment using all tools to 
advance our common security. We will continue to reassure our allies and partners by retaining our abil-
ity to bring precise, sustained, and effective capabilities to bear against a wide range of military threats 
and decisively defeat the forces of hostile regional powers. We will work with our allies and partners 
to enhance the resilience of U.S. forward posture and facilities against potential attacks. Finally, we will 
strengthen our regional deterrence postures—for example, through phased, adaptive missile defense 
architectures—in order to make certain that regional adversaries gain no advantages from their acquisi-
tion of new, offensive military capabilities. 


European Allies: Our relationship with our European allies remains the cornerstone for U.S. engage-
ment with the world, and a catalyst for international action. We will engage with our allies bilaterally, 
and pursue close consultation on a broad range of security and economic issues. The North Atlantic 
Treaty Organization (NATO) is the pre-eminent security alliance in the world today. With our 27 NATO 
allies, and the many partners with which NATO cooperates, we will strengthen our collective ability to 
promote security, deter vital threats, and defend our people. NATO’s new Strategic Concept will provide 
an opportunity to revitalize and reform the Alliance. We are committed to ensuring that NATO is able to 
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address the full range of 21st century challenges, while serving as a foundation of European security. And 
we will continue to anchor our commitment in Article V, which is fundamental to our collective security.


Building on European aspirations for greater integration, we are committed to partnering with a stronger 
European Union to advance our shared goals, especially in promoting democracy and prosperity in 
Eastern European countries that are still completing their democratic transition and in responding to 
pressing issues of mutual concern. We will remain dedicated to advancing stability and democracy in 
the Balkans and to resolving conflicts in the Caucasus and in Cyprus. We will continue to engage with 
Turkey on a broad range of mutual goals, especially with regard to pursuit of stability in its region. And 
we will seek to strengthen existing European institutions so that they are more inclusive and more 
effective in building confidence, reducing tensions, and protecting freedom.


Asian Allies: Our alliances with Japan, South Korea, Australia, the Philippines, and Thailand are the 
bedrock of security in Asia and a foundation of prosperity in the Asia-Pacific region. We will continue to 
deepen and update these alliances to reflect the dynamism of the region and strategic trends of the 21st 
century. Japan and South Korea are increasingly important leaders in addressing regional and global 
issues, as well as in embodying and promoting our common democratic values. We are modernizing our 
security relationships with both countries to face evolving 21st century global security challenges and 
to reflect the principle of equal partnership with the United States and to ensure a sustainable founda-
tion for the U.S. military presence there. We are working together with our allies to develop a positive 
security agenda for the region, focused on regional security, combating the proliferation of weapons of 
mass destruction, terrorism, climate change, international piracy, epidemics, and cybersecurity, while 
achieving balanced growth and human rights. 


In partnership with our allies, the United States is helping to offer a future of security and integration 
to all Asian nations and to uphold and extend fundamental rights and dignity to all of its people. These 
alliances have preserved a hard-earned peace and strengthened the bridges of understanding across the 
Pacific Ocean in the second half of the 20th century, and it is essential to U.S., Asian, and global security 
that they are as dynamic and effective in the 21st century. 


North America: The strategic partnerships and unique relationships we maintain with Canada and 
Mexico are critical to U.S. national security and have a direct effect on the security of our homeland. With 
billions of dollars in trade, shared critical infrastructure, and millions of our citizens moving across our 
common borders, no two countries are more directly connected to our daily lives. We must change the 
way we think about our shared borders, in order to secure and expedite the lawful and legitimate flow 
of people and goods while interdicting transnational threat that threaten our open societies. 


Canada is our closest trading partner, a steadfast security ally, and an important partner in regional 
and global efforts. Our mutual prosperity is closely interconnected, including through our trade rela-
tionship with Mexico through NAFTA. With Canada, our security cooperation includes our defense of 
North America and our efforts through NATO overseas. And our cooperation is critical to the success of 
international efforts on issues ranging from international climate negotiations to economic cooperation 
through the G-20. 


With Mexico, in addition to trade cooperation, we are working together to identify and interdict threats 
at the earliest opportunity, even before they reach North America. Stability and security in Mexico are 
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indispensable to building a strong economic partnership, fighting the illicit drug and arms trade, and 
promoting sound immigration policy.


Build Cooperation with Other 21st Century Centers of Influence 
The United States is part of a dynamic international environment, in which different nations are exerting 
greater influence, and advancing our interests will require expanding spheres of cooperation around the 
word. Certain bilateral relationships—such as U.S. relations with China, India, and Russia—will be critical 
to building broader cooperation on areas of mutual interest. And emerging powers in every region of the 
world are increasingly asserting themselves, raising opportunities for partnership for the United States.


Asia: Asia’s dramatic economic growth has increased its connection to America’s future prosperity, and 
its emerging centers of influence make it increasingly important. We have taken substantial steps to 
deepen our engagement in the region, through regional organizations, new dialogues, and high-level 
diplomacy. The United States has deep and enduring ties with the countries of the region, including 
trade and investment that drive growth and prosperity on both sides of the Pacific, and enhancing these 
ties is critical to our efforts to advance balanced and sustainable growth and to doubling U.S. exports. 
We have increasing security cooperation on issues such as violent extremism and nuclear proliferation. 
We will work to advance these mutual interests through our alliances, deepen our relationships with 
emerging powers, and pursue a stronger role in the region’s multilateral architecture, including the 
Association of Southeast Asian Nations (ASEAN), the Asia Pacific Economic Cooperation forum, the 
Trans-Pacific Partnership, and the East Asia Summit. 


We will continue to pursue a positive, constructive, and comprehensive relationship with China. We 
welcome a China that takes on a responsible leadership role in working with the 


United States and the international community to advance priorities like economic recovery, confront-
ing climate change, and nonproliferation. We will monitor China’s military modernization program and 
prepare accordingly to ensure that U.S. interests and allies, regionally and globally, are not negatively 
affected. More broadly, we will encourage China to make choices that contribute to peace, security, and 
prosperity as its influence rises. We are using our newly established Strategic and Economic Dialogue 
to address a broader range of issues, and improve communication between our militaries in order to 
reduce mistrust. We will encourage continued reduction in tension between the People’s Republic of 
China and Taiwan. We will not agree on every issue, and we will be candid on our human rights concerns 
and areas where we differ. But disagreements should not prevent cooperation on issues of mutual inter-
est, because a pragmatic and effective relationship between the United States and China is essential to 
address the major challenges of the 21st century. 


The United States and India are building a strategic partnership that is underpinned by our shared 
interests, our shared values as the world’s two largest democracies, and close connections among our 
people. India’s responsible advancement serves as a positive example for developing nations, and 
provides an opportunity for increased economic, scientific, environmental, and security partnership. 
Working together through our Strategic Dialogue and high-level visits, we seek a broad-based relation-
ship in which India contributes to global counterterrorism efforts, nonproliferation, and helps promote 
poverty-reduction, education, health, and sustainable agriculture. We value India’s growing leadership 
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on a wide array of global issues, through groups such as the G-20, and will seek to work with India to 
promote stability in South Asia and elsewhere in the world.


Russia: We seek to build a stable, substantive, multidimensional relationship with Russia, based on 
mutual interests. The United States has an interest in a strong, peaceful, and prosperous Russia that 
respects international norms. As the two nations possessing the majority of the world’s nuclear weap-
ons, we are working together to advance nonproliferation, both by reducing our nuclear arsenals and 
by cooperating to ensure that other countries meet their international commitments to reducing the 
spread of nuclear weapons around the world. We will seek greater partnership with Russia in confronting 
violent extremism, especially in Afghanistan. We also will seek new trade and investment arrangements 
for increasing the prosperity of our peoples. We support efforts within Russia to promote the rule of 
law, accountable government, and universal values. While actively seeking Russia’s cooperation to act 
as a responsible partner in Europe and Asia, we will support the sovereignty and territorial integrity of 
Russia’s neighbors. 


Emerging Centers of Influence: Due to increased economic growth and political stability, individual 
nations are increasingly taking on powerful regional and global roles and changing the landscape of 
international cooperation. To achieve a just and sustainable order that advances our shared security and 
prosperity, we are, therefore, deepening our partnerships with emerging powers and encouraging them 
to play a greater role in strengthening international norms and advancing shared interests. 


The rise of the G-20, for example, as the premier international economic forum, represents a distinct shift 
in our global international order toward greater cooperation between traditional major economies and 
emerging centers of influence. The nations composing the G-20—from South Korea to South Africa, 
Saudi Arabia to Argentina—represent at least 80 percent of global gross national product, making it an 
influential body on the world stage. Stabilizing our global economy, increasing energy efficiency around 
the globe, and addressing chronic hunger in poor countries are only three examples of the broad global 
challenges that cannot be solved by a few countries alone. 


Indonesia—as the world’s fourth most populous country, a member of the G-20, and a democracy—will 
become an increasingly important partner on regional and transnational issues such as climate change, 
counterterrorism, maritime security, peacekeeping, and disaster relief. With tolerance, resilience, and 
multiculturalism as core values, and a flourishing civil society, Indonesia is uniquely positioned to help 
address challenges facing the developing world. 


In the Americas, we are bound by proximity, integrated markets, energy interdependence, a broadly 
shared commitment to democracy, and the rule of law. Our deep historical, familial, and cultural ties 
make our alliances and partnerships critical to U.S. interests. We will work in equal partnership to advance 
economic and social inclusion, safeguard citizen safety and security, promote clean energy, and defend 
universal values of the people of the hemisphere. 


We welcome Brazil’s leadership and seek to move beyond dated North-South divisions to pursue 
progress on bilateral, hemispheric, and global issues. Brazil’s macroeconomic success, coupled with its 
steps to narrow socioeconomic gaps, provide important lessons for countries throughout the Americas 
and Africa. We will encourage Brazilian efforts against illicit transnational networks. As guardian of a 
unique national environmental patrimony and a leader in renewable fuels, Brazil is an important partner 
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in confronting global climate change and promoting energy security. And in the context of the G-20 
and the Doha round, we will work with Brazil to ensure that economic development and prosperity is 
broadly shared. 


We have an array of enduring interests, longstanding commitments and new opportunities for broaden-
ing and deepening relationships in the greater Middle East. This includes maintaining a strong partner-
ship with Israel while supporting Israel’s lasting integration into the region. The U.S. also will continue 
to develop our key security relationships in the region with such Arab states as with Egypt, Jordan, 
and Saudi Arabia and other Gulf Cooperation Council (GCC) countries—partnerships that enable our 
militaries and defense systems to work together more effectively. 


We have a strategic interest in ensuring that the social and economic needs and political rights of people 
in this region, who represent one of the world’s youngest populations, are met. We will continue to 
press governments in the region to undertake political reforms and to loosen restrictions on speech, 
assembly and media. We will maintain our strong support for civil society groups and those individuals 
who stand up for universal rights. And we will continue to foster partnerships in areas like education, 
economic growth, science, and health to help expand opportunity. On a multilateral basis, we seek to 
advance shared security interests, such as through NATO’s Istanbul Cooperation Initiative with the GCC, 
and common interests in promoting governance and institutional reform through participating in the 
Forum for the Future and other regional dialogues.


The diversity and complexity of the African continent offer the United States opportunities and chal-
lenges. As African states grow their economies and strengthen their democratic institutions and gov-
ernance, America will continue to embrace effective partnerships. Our economic, security, and political 
cooperation will be consultative and encompass global, regional, and national priorities including access 
to open markets, conflict prevention, global peacekeeping, counterterrorism, and the protection of vital 
carbon sinks. The Administration will refocus its priorities on strategic interventions that can promote job 
creation and economic growth; combat corruption while strengthening good governance and account-
ability; responsibly improve the capacity of African security and rule of law sectors; and work through 
diplomatic dialogue to mitigate local and regional tensions before they become crises. We will also 
reinforce sustainable stability in key states like Nigeria and Kenya that are essential subregional linchpins.


The United States will work to remain an attractive and influential partner by ensuring that African 
priorities such as infrastructure development, improving reliable access to power, and increased trade 
and investment remain high on our agenda. South Africa’s inclusion in the G-20 should be followed by a 
growing number of emerging African nations who are charting a course toward improved governance 
and meaningful development. South Africa’s vibrant democracy, combined with its regional and global 
leadership roles, is a critical partner. From peacemaking to climate change to capacity-building, South 
Africa brings unique value and perspective to international initiatives. With its strong, diversified, well-
managed economy, it often serves as a springboard to the entire African continent, and we will work 
to pursue shared interests in Africa’s security, growth, and the development of Africa’s human capital.
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Strengthen Institutions and Mechanisms for Cooperation
Just as U.S. foresight and leadership were essential to forging the architecture for international coopera-
tion after World War II, we must again lead global efforts to modernize the infrastructure for international 
cooperation in the 21st century. Indeed, our ability to advance peace, security, and opportunity will 
turn on our ability to strengthen both our national and our multilateral capabilities. To solve problems, 
we will pursue modes of cooperation that reflect evolving distributions of power and responsibility. 
We need to assist existing institutions to perform effectively. When they come up short, we must seek 
meaningful changes and develop alternative mechanisms. 


Enhance Cooperation with and Strengthen the United Nations: We are enhancing our coordination 
with the U.N. and its agencies. We need a U.N. capable of fulfilling its founding purpose—maintaining 
international peace and security, promoting global cooperation, and advancing human rights. To this 
end, we are paying our bills. We are intensifying efforts with partners on and outside the U.N. Security 
Council to ensure timely, robust, and credible Council action to address threats to peace and security. We 
favor Security Council reform that enhances the U.N.’s overall performance, credibility, and legitimacy. 
Across the broader U.N. system we support reforms that promote effective and efficient leadership and 
management of the U.N.’s international civil service, and we are working with U.N. personnel and mem-
ber states to strengthen the U.N.’s leadership and operational capacity in peacekeeping, humanitarian 
relief, post-disaster recovery, development assistance, and the promotion of human rights. And we are 
supporting new U.N. frameworks and capacities for combating transnational threats like proliferation 
of weapons of mass destruction, infectious disease, drug-trafficking, and counterterrorism. 


Pursue Decisions though a Wide Range of Frameworks and Coalitions: We need to spur and harness a 
new diversity of instruments, alliances, and institutions in which a division of labor emerges on the basis 
of effectiveness, competency, and long-term reliability. This requires enhanced coordination among 
the United Nations, regional organizations, international financial institutions, specialized agencies, 
and other actors that are better placed or equipped to manage certain threats and challenges. We are 
attempting to forge new agreement on common global challenges among the world’s leading and 
emerging powers to ensure that multilateral cooperation reflects the sustained commitment of influen-
tial countries. While we are pursuing G-8 initiatives with proven and long-standing partners, have begun 
to shift the focus of our economic coordination to the G-20, which is more reflective of today’s diffusion 
of power and the need to enlist the efforts of a broader spectrum of countries across Asia to Europe, 
Africa to the Middle East, and our neighbors in the Americas. We are also renewing U.S. leadership in 
the multilateral development banks and the IMF, and leveraging our engagement and investments in 
these institutions to strengthen the global economy, lift people out of poverty, advance food security, 
address climate and pandemics, and secure fragile states such as Afghanistan and Haiti.


Invest in Regional Capabilities: Regional organizations can be particularly effective at mobilizing and 
legitimating cooperation among countries closest to the problem. Regional organizations—whether 
NATO, the Organization for Security Cooperation in Europe, the Organization of the Islamic Conference, 
the African Union, Organization of American States, or ASEAN, and the Gulf Cooperation Council—vary 
widely in their membership, constitutions, histories, orientation, and operational capabilities. That variety 
needs to inform a strategic approach to their evolving roles and relative contributions to global security. 
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The United States is encouraging continued innovation and development of enhanced regional capabili-
ties in the context of an evolving division of labor among local, national, and global institutions that seeks 
to leverage relative capacities. Where appropriate, we use training and related programs to strengthen 
regional capacities for peacekeeping and conflict management to improve impact and share burdens. 
We will also encourage a more comprehensive approach to regional security that brings balanced focus 
to issues such as food security, global health, and education; access to more affordable and greener 
forms of energy; access to fair and efficient justice; and a concerted effort to promote transparency at 
all levels and to fight the corrosive effect of corruption.


Sustain Broad Cooperation on Key Global Challenges 
Many of today’s challenges cannot be solved by one nation or even a group of nations. The test of our 
international order, therefore, will be its ability to facilitate the broad and effective global cooperation 
necessary to meet 21st century challenges. Many of these challenges have been discussed previously, 
including violent extremism, nuclear proliferation, and promotion of global prosperity. In addition, other 
key challenges requiring broad global cooperation include:


Climate Change: The danger from climate change is real, urgent, and severe. The change wrought by a 
warming planet will lead to new conflicts over refugees and resources; new suffering from drought and 
famine; catastrophic natural disasters; and the degradation of land across the globe. The United States 
will therefore confront climate change based upon clear guidance from the science, and in cooperation 
with all nations—for there is no effective solution to climate change that does not depend upon all 
nations taking responsibility for their own actions and for the planet we will leave behind. 


 • Home: Our effort begins with the steps that we are taking at home. We will stimulate our energy 
economy at home, reinvigorate the U.S. domestic nuclear industry, increase our efficiency 
standards, invest in renewable energy, and provide the incentives that make clean energy the 
profitable kind of energy. This will allow us to make deep cuts in emissions—in the range of 17 
percent by 2020 and more than 80 percent by 2050. This will depend in part upon comprehen-
sive legislation and its effective implementation. 


 • Abroad: Regionally, we will build on efforts in Asia, the Americas, and Africa to forge new clean 
energy partnerships. Globally, we will seek to implement and build on the Copenhagen Accord, 
and ensure a response to climate change that draws upon decisive action by all nations. Our goal 
is an effective, international effort in which all major economies commit to ambitious national 
action to reduce their emissions, nations meet their commitments in a transparent manner, and 
the necessary financing is mobilized so that developing countries can adapt to climate change, 
mitigate its impacts, conserve forests, and invest in clean energy technologies. We will pursue 
this global cooperation through multiple avenues, with a focus on advancing cooperation 
that works. We accept the principle of common but differentiated responses and respective 
capabilities, but will insist that any approach draws upon each nation taking responsibility for 
its own actions.  


Peacekeeping and Armed Conflict: The untold loss of human life, suffering, and property damage that 
results from armed conflict necessitates that all responsible nations work to prevent it. No single nation 
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can or should shoulder the burden for managing or resolving the world’s armed conflicts. To this end, 
we will place renewed emphasis on deterrence and prevention by mobilizing diplomatic action, and 
use development and security sector assistance to build the capacity of at-risk nations and reduce 
the appeal of violent extremism. But when international forces are needed to respond to threats and 
keep the peace, we will work with international partners to ensure they are ready, able, and willing. We 
will continue to build support in other countries to contribute to sustaining global peace and stability 
operations, through U.N. peacekeeping and regional organizations, such as NATO and the African Union. 
We will continue to broaden the pool of troop and police contributors, working to ensure that they are 
properly trained and equipped, that their mandates are matched to means, and that their missions are 
backed by the political action necessary to build and sustain peace. 


In Sudan, which has been marred by violent conflict for decades, the United States remains committed 
to working with the international community to support implementation of outstanding elements of 
the Comprehensive Peace Agreement and ensure that the referendum on the future of Southern Sudan 
in 2011 happens on time and that its results are respected. In addition, we will continue to engage in the 
efforts necessary to support peace and stability after the referendum, and continue to work to secure 
peace, dignity, and accountability in Darfur.


 • Prevent Genocide and Mass Atrocities: The United States and all member states of the U.N. 
have endorsed the concept of the “Responsibility to Protect.” In so doing, we have recognized 
that the primary responsibility for preventing genocide and mass atrocity rests with sovereign 
governments, but that this responsibility passes to the broader international community when 
sovereign governments themselves commit genocide or mass atrocities, or when they prove 
unable or unwilling to take necessary action to prevent or respond to such crimes inside their 
borders. The United States is committed to working with our allies, and to strengthening our 
own internal capabilities, in order to ensure that the United States and the international com-
munity are proactively engaged in a strategic effort to prevent mass atrocities and genocide. 
In the event that prevention fails, the United States will work both multilaterally and bilaterally 
to mobilize diplomatic, humanitarian, financial, and—in certain instances—military means to 
prevent and respond to genocide and mass atrocities. 


 • International Justice: From Nuremberg to Yugoslavia to Liberia, the United States has seen 
that the end of impunity and the promotion of justice are not just moral imperatives; they 
are stabilizing forces in international affairs. The United States is thus working to strengthen 
national justice systems and is maintaining our support for ad hoc international tribunals and 
hybrid courts. Those who intentionally target innocent civilians must be held accountable, and 
we will continue to support institutions and prosecutions that advance this important interest. 
Although the United States is not at present a party to the Rome Statute of the International 
Criminal Court (ICC), and will always protect U.S. personnel, we are engaging with State Parties 
to the Rome Statute on issues of concern and are supporting the ICC’s prosecution of those cases 
that advance U.S. interests and values, consistent with the requirements of U.S. law.


Pandemics and Infectious Disease: The threat of contagious disease transcends political boundaries, and 
the ability to prevent, quickly detect and contain outbreaks with pandemic potential has never been so 
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important. An epidemic that begins in a single community can quickly evolve into a multinational health 
crisis that causes millions to suffer, as well as spark major disruptions to travel and trade. Addressing these 
transnational risks requires advance preparation, extensive collaboration with the global community, 
and the development of a resilient population at home.


Recognizing that the health of the world’s population has never been more interdependent, we 
are improving our public health and medical capabilities on the front lines, including domestic and 
international disease surveillance, situational awareness, rapid and reliable development of medical 
countermeasures to respond to public health threats, preparedness education and training, and surge 
capacity of the domestic health care system to respond to an influx of patients due to a disaster or 
emergency. These capabilities include our ability to work with international partners to mitigate and 
contain disease when necessary. 


We are enhancing international collaboration and strengthening multilateral institutions in order to 
improve global surveillance and early warning capabilities and quickly enact control and containment 
measures against the next pandemic threat. We continue to improve our understanding of emerging 
diseases and help develop environments that are less conducive to epidemic emergence. We depend 
on U.S. overseas laboratories, relationships with host nation governments, and the willingness of states 
to share health data with nongovernmental and international organizations. In this regard, we need to 
continue to work to overcome the lack of openness and a general reluctance to share health information. 
Finally, we seek to mitigate other problem areas, including limited global vaccine production capacity, 
and the threat of emergent and reemergent disease in poorly governed states. 


Transnational Criminal Threats and Threats to Governance: Transnational criminal threats and illicit 
trafficking networks continue to expand dramatically in size, scope, and influence—posing significant 
national security challenges for the United States and our partner countries. These threats cross borders 
and continents and undermine the stability of nations, subverting government institutions through 
corruption and harming citizens worldwide. Transnational criminal organizations have accumulated 
unprecedented wealth and power through trafficking and other illicit activities, penetrating legitimate 
financial systems and destabilizing commercial markets. They extend their reach by forming alliances 
with government officials and some state security services. The crime-terror nexus is a serious concern 
as terrorists use criminal networks for logistical support and funding. Increasingly, these networks are 
involved in cyber crime, which cost consumers billions of dollars annually, while undermining global 
confidence in the international financial system. 


Combating transnational criminal and trafficking networks requires a multidimensional strategy that 
safeguards citizens, breaks the financial strength of criminal and terrorist networks, disrupts illicit traffick-
ing networks, defeats transnational criminal organizations, fights government corruption, strengthens 
the rule of law, bolsters judicial systems, and improves transparency. While these are major challenges, 
the United States will be able to devise and execute a collective strategy with other nations facing the 
same threats.  


Safeguarding the Global Commons: Across the globe, we must work in concert with allies and partners 
to optimize the use of shared sea, air, and space domains. These shared areas, which exist outside exclu-
sive national jurisdictions, are the connective tissue around our globe upon which all nations’ security 
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and prosperity depend. The United States will continue to help safeguard access, promote security, 
and ensure the sustainable use of resources in these domains. These efforts require strong multilateral 
cooperation, enhanced domain awareness and monitoring, and the strengthening of international 
norms and standards.


We must work together to ensure the constant flow of commerce, facilitate safe and secure air travel, 
and prevent disruptions to critical communications. We must also safeguard the sea, air, and space 
domains from those who would deny access or use them for hostile purposes. This includes keeping 
strategic straits and vital sea lanes open, improving the early detection of emerging maritime threats, 
denying adversaries hostile use of the air domain, and ensuring the responsible use of space. As one 
key effort in the sea domain, for example, we will pursue ratification of the United Nations Convention 
on the Law of the Sea. 


Many of these goals are equally applicable to cyberspace. While cyberspace relies on the digital infra-
structure of individual countries, such infrastructure is globally connected, and securing it requires global 
cooperation. We will push for the recognition of norms of behavior in cyberspace, and otherwise work 
with global partners to ensure the protection of the free flow of information and our continued access. 
At all times, we will continue to defend our digital networks from intrusion and harmful disruption. 


Arctic Interests: The United States is an Arctic Nation with broad and fundamental interests in the Arctic 
region, where we seek to meet our national security needs, protect the environment, responsibly 
manage resources, account for indigenous communities, support scientific research, and strengthen 
international cooperation on a wide range of issues. 
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Iv. Conclusion 
“It’s easy to forget that, when this war began, we were united, bound together by the 
fresh memory of a horrific attack and by the determination to defend our homeland 
and the values we hold dear. I refuse to accept the notion that we cannot summon that 
unity again. I believe with every fiber of my being that we, as Americans, can still come 
together behind a common purpose, for our values are not simply words written into 
parchment. They are a creed that calls us together and that has carried us through the 
darkest of storms as one nation, as one people.”


—President Barack Obama, West Point, New York, December 2, 2009


—
This strategy calls for a comprehensive range of national actions, and a broad conception of what con-
stitutes our national security. Above all, it is about renewing our leadership by calling upon what is best 
about America—our innovation and capacity; our openness and moral imagination. 


Success will require approaches that can be sustained and achieve results. One of the reasons that this 
nation succeeded in the second half of the 20th century was its capacity to pursue policies and build 
institutions that endured across multiple Administrations, while also preserving the flexibility to endure 
setbacks and to make necessary adjustments. In some instances, the United States has been able to 
carry forward this example in the years since the Cold War. But there are also many open questions, 
unfinished reforms, and deep divisions—at home and abroad—that constrain our ability to advance 
our interests and renew our leadership. 


To effectively craft and implement a sustainable, results-oriented national security strategy, there must 
be effective cooperation between the branches of government. This Administration believes that we 
are strong when we act in line with our laws, as the Constitution itself demands. This Administration is 
also committed to active consultation with Congress, and welcomes robust and effective oversight of its 
national security policies. We welcome Congress as a full partner in forging durable solutions to tough 
challenges, looking beyond the headlines to take a long view of America’s interests. And we encour-
age Congress to pursue oversight in line with the reforms that have been enacted through legislation, 
particularly in the years since 9/11. 


The executive branch must do its part by developing integrated plans and approaches that leverage 
the capabilities across its departments and agencies to deal with the issues we confront. Collaboration 
across the government—and with our partners at the state, local, and tribal levels of government, in 
industry, and abroad—must guide our actions. 


This kind of effective cooperation will depend upon broad and bipartisan cooperation. Throughout the 
Cold War, even as there were intense disagreements about certain courses of action, there remained a 
belief that America’s political leaders shared common goals, even if they differed about how to reach 
them. In today’s political environment, due to the actions of both parties that sense of common purpose 
is at times lacking in our national security dialogue. This division places the United States at a strategic 
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disadvantage. It sets back our ability to deal with difficult challenges and injects a sense of anxiety 
and polarization into our politics that can affect our policies and our posture around the world. It must 
be replaced by a renewed sense of civility and a commitment to embrace our common purpose as 
Americans. 


Americans are by nature a confident and optimistic people. We would not have achieved our position of 
leadership in the world without the extraordinary strength of our founding documents and the capability 
and courage of generations of Americans who gave life to those values—through their service, through 
their sacrifices, through their aspirations, and through their pursuit of a more perfect union. We see those 
same qualities today, particularly in our young men and women in uniform who have served tour after 
tour of duty to defend our nation in harm’s way, and their civilian counterparts. 


This responsibility cannot be theirs alone. And there is no question that we, as a nation, can meet our 
responsibility as Americans once more. Even in a world of enormous challenges, no threat is bigger than 
the American peoples’ capacity to meet it, and no opportunity exceeds our reach. We continue to draw 
strength from those founding documents that established the creed that binds us together. We, too, 
can demonstrate the capability and courage to pursue a more perfect union and—in doing so—renew 
American leadership in the world.  
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The United States faces a rapidly changing security environment.  We are 


repositioning to focus on the strategic challenges and opportunities that will 


define our future: new technologies, new centers of power, and a world that is 


growing more volatile, more unpredictable, and in some instances more 


threatening to the United States.  Challenges to our many allies and partners 


around the globe remain dynamic and unpredictable, particularly from regimes 


in North Korea and Iran.  Unrest and violence persist elsewhere, creating a fertile 


environment for violent extremism and sectarian conflict, especially in fragile 


states, stretching from the Sahel to South Asia, and threatening U.S. citizens 


abroad.  Meanwhile, modern warfare is evolving rapidly, leading to increasingly 


contested battlespace in the air, sea, and space domains – as well as cyberspace – 


in which our forces enjoyed dominance in our most recent conflicts.  


Our sustained attention and engagement will be important in shaping emerging 


global trends, both positive and negative.  Unprecedented levels of global 


connectedness provide common incentives for international cooperation and 


shared norms of behavior, and the growing capacity of some regional partners 


provides an opportunity for countries to play greater and even leading roles in 


advancing mutual security interests in their respective regions.  In addressing the 


changing strategic environment, the United States will rely on our many 


comparative advantages, including the strength of our economy, our strong 


network of alliances and partnerships, and our military’s human capital and 


technological edge.  Doing so will require exceptional agility in how we shape, 


prepare, and posture the Joint Force.  
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The Department of Defense is also facing a changing and equally uncertain fiscal environment.  
Beginning with the Fiscal Year (FY) 2012 appropriations, the Department began absorbing 
significant impacts from the $487 billion, ten-year cut in spending due to caps instituted by the 
Budget Control Act (BCA) of 2011.  The BCA also instituted a sequestration mechanism 
requiring cuts of about $50 billion annually.  The Bipartisan Budget Act of 2013 provided 
modest immediate relief from sequestration, but unless Congress acts, annual sequestration cuts 
are set to resume in FY2016.  To protect the security interests of the United States most 
effectively while recognizing the fiscal imperative of deficit reduction, the President’s FY2015 
Budget reduces projected defense budgets by about $113 billion over five years compared to 
levels requested in the FY2014 Budget.  The President’s Budget provides a balanced and 
responsible path forward given continuing fiscal uncertainty.  It reflects the strict constraints on 
discretionary funding required by the Bipartisan Budget Act in FY2015, but it does not accept 
sequestration levels thereafter, funding the Department at about $115 billion more than 
projected sequestration levels through 2019. 


Given this dynamic environment, the 2014 Quadrennial Defense Review (QDR) is principally 
focused on preparing for the future by rebalancing our defense efforts in a period of increasing 
fiscal constraint.  The 2014 QDR advances three important initiatives.  First, it builds on the 
Defense Strategic Guidance, published in 2012, by outlining an updated defense strategy that 
protects and advances U.S. interests and sustains U.S. leadership.  Second, the QDR describes 
how the Department is responsibly and realistically taking steps to rebalance major elements of 
the Joint Force given the changing environment.  Third, the QDR demonstrates our intent to 
rebalance the Department itself as part of our effort to control internal cost growth that is 
threatening to erode our combat power in this period of fiscal austerity.  We will protect the 
health of the All-Volunteer Force as we undertake these reforms.   


The QDR makes clear that this updated national defense strategy is right for the Nation, 
sustaining the global leadership role of the United States and providing the basis for decisions 
that will help bring our military into balance over the next decade and responsibly position us 
for an era of both strategic and fiscal uncertainty.  The FY2015 funding levels requested by the 
President will allow the military to protect and advance U.S. interests and execute the updated 
defense strategy – but with increased levels of risk for some missions.  We will continue to 
experience gaps in training and maintenance over the near term and will have a reduced margin 
of error in dealing with risks of uncertainty in a dynamic and shifting security environment over 
the long term.  The President’s “Opportunity, Growth, and Security” Initiative would add $26 
billion in FY2015 defense investments, allowing the Department to continue restoring and 
sustaining readiness, investing in weapons modernization, and making needed facilities 
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improvements – significantly mitigating these risks.  Overall, the Department can manage these 
risks under the President’s FY2015 Budget plan, but the risks would grow significantly if 
sequester-level cuts return in FY2016, if proposed reforms are not accepted, or if uncertainty 
over budget levels continues.  It is essential that we work closely with Congress to ensure that, as 
we put our Nation’s fiscal house in order, we provide sufficient resources to preserve our 
national security. 


BUILDING ON THE DEFENSE STRATEGIC GUIDANCE 


The United States exercises global leadership in support of our interests: U.S. security and that 
of our allies and partners; a strong economy in an open economic system; respect for universal 
values; and an international order that promotes peace, security, and opportunity through 
cooperation.  Protecting and advancing these interests, consistent with the National Security 
Strategy, the 2014 QDR embodies the 21st century defense priorities outlined in the 2012 
Defense Strategic Guidance.  These priorities include rebalancing to the Asia-Pacific region to 
preserve peace and stability in the region; maintaining a strong commitment to security and 
stability in Europe and the Middle East; sustaining a global approach to countering violent 
extremists and terrorist threats, with an emphasis on the Middle East and Africa; continuing to 
protect and prioritize key investments in technology while our forces overall grow smaller and 
leaner; and invigorating efforts to build innovative partnerships and strengthen key alliances and 
partnerships.  The 2014 QDR builds on these priorities and incorporates them into a broader 
strategic framework.  The Department’s defense strategy emphasizes three pillars: 


 Protect the homeland, to deter and defeat attacks on the United States and to support 
civil authorities in mitigating the effects of potential attacks and natural disasters.  


 Build security globally, in order to preserve regional stability, deter adversaries, support 
allies and partners, and cooperate with others to address common security challenges. 


 Project power and win decisively, to defeat aggression, disrupt and destroy terrorist 
networks, and provide humanitarian assistance and disaster relief. 


These pillars are mutually reinforcing and interdependent, and all of the military Services play 
important roles in each.  Our nuclear deterrent is the ultimate protection against a nuclear 
attack on the United States, and through extended deterrence, it also serves to reassure our 
distant allies of their security against regional aggression.  It also supports our ability to project 
power by communicating to potential nuclear-armed adversaries that they cannot escalate their 
way out of failed conventional aggression.  Building security globally not only assures allies and 
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partners and builds their capacity but also helps protect the homeland by deterring conflict and 
increasing stability in regions like the Middle East and North Africa.  Our ability to project 
forces to combat terrorism in places as far away as Yemen, Afghanistan, and Mali – and to build 
capacity to help partners counter terrorism and counter the proliferation of weapons of mass 
destruction (WMD) – reduces the likelihood that these threats could find their way to U.S. 
shores. 


 
Across each of the three pillars of the updated defense strategy, the Department is committed to 
finding creative, effective, and efficient ways to achieve our goals and assist in making strategic 
choices.  Innovation – within our own Department and in our interagency and international 
partnerships – is a central line of effort.  We are identifying new presence paradigms, including 
potentially positioning additional forward deployed naval forces in critical areas, and deploying 
new combinations of ships, aviation assets, regionally aligned or rotational ground forces, and 
crisis response forces, all with the intention of maximizing effects while minimizing costs.  With 
our allies and partners, we will make greater efforts to coordinate our planning to optimize their 
contributions to their own security and to our many combined activities.  The impacts of 
climate change may increase the frequency, scale, and complexity of future missions, including 
defense support to civil authorities, while at the same time undermining the capacity of our 
domestic installations to support training activities.  Our actions to increase energy and water 
security, including investments in energy efficiency, new technologies, and renewable energy 
sources, will increase the resiliency of our installations and help mitigate these effects.  


 
Reflecting the requirements of this updated defense strategy, the U.S. Armed Forces will be 
capable of simultaneously defending the homeland; conducting sustained, distributed 
counterterrorist operations; and in multiple regions, deterring aggression and assuring allies 
through forward presence and engagement.  If deterrence fails at any given time, U.S. forces will 
be capable of defeating a regional adversary in a large-scale multi-phased campaign, and denying 
the objectives of – or imposing unacceptable costs on – a second aggressor in another region.   


The President’s Budget provides the resources to build and sustain the capabilities to conduct 
these operations, although at increased levels of risk for some missions.  With the President’s 
Budget, our military will be able to defeat or deny any aggressor.  Budget reductions inevitably 
reduce the military’s margin of error in dealing with risks, and a smaller force strains our ability 
to simultaneously respond to more than one major contingency at a time.  The Department can 
manage these risks under the President’s FY2015 Budget plan, but the risks would grow 
significantly if sequester-level cuts return in FY2016, if proposed reforms are not accepted, or if 
uncertainty over budget levels continues. 







 


E X E C U T I V E  S U M M A R Y   VII 
 


REBALANCING FOR THE 21ST CENTURY 


Given major changes in our nation’s security environment – including geopolitical changes, 
changes in modern warfare, and changes in the fiscal environment – our updated defense 
strategy requires that the Department rebalance the Joint Force in several key areas to prepare 
most effectively for the future.   


 
Rebalancing for a broad spectrum of conflict. Future conflicts could range from hybrid 
contingencies against proxy groups using asymmetric approaches, to a high-end conflict against 
a state power armed with WMD or technologically advanced anti-access and area-denial 
(A2/AD) capabilities.  Reflecting this diverse range of challenges, the U.S. military will shift 
focus in terms of what kinds of conflicts it prepares for in the future, moving toward greater 
emphasis on the full spectrum of possible operations.  Although our forces will no longer be 
sized to conduct large-scale prolonged stability operations, we will preserve the expertise gained 
during the past ten years of counterinsurgency and stability operations in Iraq and Afghanistan.  
We will also protect the ability to regenerate capabilities that might be needed to meet future 
demands. 


 
The Joint Force must also be prepared to battle increasingly sophisticated adversaries who could 
employ advanced warfighting capabilities while simultaneously attempting to deny U.S. forces 
the advantages they currently enjoy in space and cyberspace.  We will sustain priority 
investments in science, technology, research, and development both within the defense sector 
and beyond.  The Department is taking steps to ensure that progress continues in areas most 
critical to meeting future challenges such as full-spectrum cyberspace capabilities and where the 
potential for game-changing breakthroughs appears most promising.  We will actively seek 
innovative approaches to how we fight, how we posture our force, and how we leverage our 
asymmetric strengths and technological advantages.  Innovation is paramount given the 
increasingly complex warfighting environment we expect to encounter. 


 
The United States will maintain a worldwide approach to countering violent extremists and 
terrorist threats using a combination of economic, diplomatic, intelligence, law enforcement, 
development, and military tools.  The Department of Defense will rebalance our 
counterterrorism efforts toward greater emphasis on building partnership capacity, especially in 
fragile states, while retaining robust capability for direct action, including intelligence, persistent 
surveillance, precision strike, and Special Operations Forces.  We will remain focused on 
countering WMD, which undermine global security.  We will sustain efforts to strengthen key 
alliances and partnerships, placing more focus on deepening existing cooperation as well as 
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building new and innovative partnerships.  Finally, Combatant Commanders will invigorate 
their efforts to adjust contingency planning to reflect more closely the changing strategic 
environment. 


 
Rebalancing and sustaining our presence and posture abroad to better protect U.S. national security 
interests.  In striving to achieve our three strategic objectives, the Department will also continue 
to rebalance and sustain our global posture.  We will continue our contributions to the U.S. 
rebalance to the Asia-Pacific region, seeking to preserve peace and stability in a region that is 
increasingly central to U.S. political, economic, and security interests.  Faced with North 
Korea’s long-range missiles and WMD programs – particularly its pursuit of nuclear weapons – 
the United States is committed to maintaining peace and security on the Korean Peninsula.  As 
part of our broader efforts for stability in the Asia-Pacific region, the United States will maintain 
a robust footprint in Northeast Asia while enhancing our presence in Oceania and Southeast 
Asia.  As we end combat operations in Afghanistan, we are prepared to transition to a limited 
mission focused on counterterrorism and training, advising, and assisting Afghan security forces. 


The United States also has enduring interests in the Middle East, and we will remain fully 
committed to the security of our partners in the region.  We will continue to maintain a strong 
military posture in the Gulf region – one that can respond swiftly to crisis, deter aggression, and 
assure our allies and partners – while making sure that our military capabilities evolve to meet 
new threats.  Given our deep and abiding interests in maintaining and expanding European 
security and prosperity, we will continue our work with allies and partners to promote regional 
stability and Euro-Atlantic integration, as well as to improve capacity, interoperability, and 
strategic access for coalition operations.  Across the globe, we will ensure the access needed to 
surge forces rapidly in the event of a crisis. 


Rebalancing capability, capacity, and readiness within the Joint Force.  After more than twelve 
years of conflict and amid ongoing budget reductions, the Joint Force is currently out of 
balance.  Readiness further suffered due to the implementation of sequestration in FY2013, and 
the force has not kept pace with the need to modernize.  We will need time and funding to reset 
and reconstitute the Joint Force as we transition from operations in Afghanistan.  The 
President’s FY2015 Budget proposal outlines a range of realistic and responsible adjustments in 
specific areas the Department believes must be made in the near term to restore balance in the 
Joint Force.  The force will become smaller in the next five years but will gradually become 
more modern as well, with readiness improving over time.  Taking the prudent steps outlined in 
this QDR in the near term will improve the Department’s ability to meet our national security 
needs should the fiscal outlook not improve.  The longer critical decisions are delayed in the 
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hope that budget caps will be raised, the more difficult and painful those decisions will be to 
implement, and the more damaging they will be to our ability to execute the strategy if no 
additional resources are made available.  Key end strength and force structure decisions in this 
QDR include: 


 Maintaining an Air Force with global power projection capabilities crucial for this 
updated defense strategy.  We will modernize next-generation Air Force combat 
equipment – including fighters and bombers – particularly against advancing modern 
air defense systems.  To free resources for these programs as well as to preserve 
investments in critical capabilities, the Air Force will reduce or eliminate capacity in 
some single-mission aviation platforms.  If sequestration-level cuts are imposed in 
FY2016 and beyond, the Air Force would have to retire 80 more aircraft, slow down 
purchases of the Joint Strike Fighter, and make other difficult adjustments.  


 Sustaining a world-class Army capable of conducting the full range of operations on 
land, including prompt and sustained land combat as part of large, multi-phase joint 
and multinational operations by maintaining a force structure that we can man, train, 
equip, and keep ready.  To sustain this force, the Department will rebalance within the 
Army, across the Active, Guard, and Reserves.  The active Army will reduce from its 
war-time high force of 570,000 to 440,000-450,000 Soldiers.  The Army National 
Guard will continue its downsizing from a war-time high of 358,000 to 335,000 
Soldiers, and the U.S. Army Reserve will reduce from 205,000 to 195,000 Soldiers.  If 
sequestration-level cuts are imposed in FY2016 and beyond, all components of the 
Army would be further reduced, with active duty end strength decreasing to 420,000, 
the Army National Guard drawing down to 315,000, and the Army Reserves reducing 
to 185,000. 


 Preserving Naval capacity to build security globally and respond to crises.  Through an 
aggressive effort to reduce acquisition costs and temporary ship lay-ups, the Navy will 
modernize its fleets of surface ships, aircraft, and submarines to meet 21st century 
threats.  We must ensure that the fleet is capable of operating in every region and across 
the full spectrum of conflict.  No new negotiations beyond 32 Littoral Combat Ships 
(LCS) will go forward, and the Navy will submit alternative proposals to procure a 
capable and lethal small surface combatant.  If sequestration-level cuts are imposed in 
FY2016 and beyond, the USS George Washington aircraft carrier would need to be 
retired before scheduled refueling and overhaul.  The Department will have to make this 
decision, which would leave the Navy with ten carrier strike groups, in the 2016 budget 
submission.  
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 Maintaining the role of the Marine Corps as a vital crisis response force, protecting its 
most important modernization priorities and ensuring readiness, but planning for an 
end strength of 182,000 active Marines.  This end strength includes almost 900 more 
Marines for the Embassy Security Guard program, which will protect U.S. interests and 
installations abroad.  If sequestration-level cuts are imposed in FY2016 and beyond, the 
Marines would continue their drawdown to an end strength of 175,000. 


As the Joint Force rebalances so that it remains modern, capable, and ready, the Department 
will take the following additional steps that are consistent with the President’s FY2015 Budget 
submission to protect key capability areas in support of our strategy:  


 Cyber. We will invest in new and expanded cyber capabilities and forces to enhance our 
ability to conduct cyberspace operations and support military operations worldwide, to 
support Combatant Commanders as they plan and execute military missions, and to 
counter cyberattacks against the United States. 


 Missile Defense. We are increasing the number of Ground-Based Interceptors and 
deploying a second radar in Japan to provide early warning and tracking.  We will make 
targeted investments in defensive interceptors, discrimination capabilities, and sensors; 
and we are studying the best location for an additional missile defense interceptor site in 
the United States if additional interceptors are needed. 


 Nuclear Deterrence. We will continue to invest in modernizing our essential nuclear 
delivery systems; warning, command and control; and, in collaboration with the 
Department of Energy, nuclear weapons and supporting infrastructure.   


 Space. We will move toward less complex, more affordable, more resilient systems and 
system architectures and pursue a multi-layered approach to deter attacks on space 
systems while retaining the capabilities to respond should deterrence fail. 


 Air/Sea. We will continue to invest in combat aircraft, including fighters and long-range 
strike, survivable persistent surveillance, resilient architectures, and undersea warfare to 
increase the Joint Force’s ability to counter A2/AD challenges.  


 Precision Strike. We will procure advanced air-to-surface missiles that will allow fighters 
and bombers to engage a wide range of targets and a long-range anti-ship cruise missile 
that will improve the joint ability of U.S. air forces to engage surface combatants in 
defended airspace. 
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 Intelligence, Surveillance, and Reconnaissance (ISR). We will rebalance investments 
toward systems that are operationally responsive and effective in highly contested 
environments, while sustaining capabilities appropriate for more permissive 
environments in order to support global situational awareness, counterterrorism, and 
other operations. 


 Counter Terror and Special Operations. We will grow overall Special Operations Forces 
end strength to 69,700 personnel, protecting our ability to sustain persistent, 
networked, distributed operations to defeat al Qa’ida, counter other emerging 
transnational threats, counter WMD, build the capacity of our partners, and support 
conventional operations.  


Rebalancing tooth and tail.  Finally, the Department itself will rebalance internally to control 
cost growth and generate greater efficiencies in order to prioritize spending on combat power.  
The Department has previously submitted three packages of budget proposals aimed at 
achieving efficiencies and now plans to implement additional overhead reduction efforts.  Key 
ongoing activities include reducing the Department’s major headquarters budgets by 20 percent 
and decreasing the number of direct reports to the Secretary of Defense.  These will lower the 
Department’s operating costs by $5 billion over the next five years and by more than twice that 
amount over the next decade.  The Department is making selected cutbacks in civilian 
personnel and contractors to hold down costs and is seeking to harness lower growth in private-
sector health care costs in order to slow growth in military health care expenses.  In addition, 
the Department is also improving its financial management, in part to achieve auditable 
financial statements.   


We are also continuing to implement acquisition reform efforts, most notably through the 
Better Buying Power initiative that seeks to achieve affordable programs by controlling costs, 
incentivizing productivity and innovation in industry and government, eliminating 
unproductive processes and bureaucracy, promoting effective competition, improving tradecraft 
in contracted acquisition of services, and improving the professionalism of the total acquisition 
workforce.  The Department will remain committed to continuously increasing productivity in 
defense acquisition.  


Substantial long-term savings will be realized if the Department is permitted to eliminate 
unneeded infrastructure.  We estimate that we already have more infrastructure than we need, 
and this will grow as we reduce end strength.  The only effective way to eliminate unneeded 
infrastructure in the United States is through the Base Realignment and Closure (BRAC) 
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process.  Congress has denied the Department’s request for another BRAC in each of the past 
two years.  If the Department is to make more effective use of taxpayer dollars, it is imperative 
that Congress authorize another BRAC round in 2017. 


MAINTAINING THE STRENGTH OF THE ALL-VOLUNTEER 
FORCE AND IMPLEMENTING NEW REFORMS  


As we restore balance to the Joint Force and the Department, the United States will maintain its 
two-fold sacred contract with U.S. Service members: to properly compensate and care for our 
men and women in uniform and their families both during and after their service, and to 
provide our Service members the best training and equipment possible so they can safely 
accomplish their missions. 


Service members will be treated fairly and equally, on and off the battlefield.  The Department 
last year expanded opportunities for women to serve in the U.S. Armed Forces and is seeking to 
integrate women successfully into the few remaining restricted occupational fields.  Eliminating 
sexual assault is one of the Department of Defense’s highest priorities, requiring an absolute and 
sustained commitment to improving the Department’s prevention and response programs – 
ensuring that we provide a safe environment free from threats to our military personnel.  The 
Department will continue to implement changes needed to realize fully its decision to allow gay 
men and women to serve openly in the military.  For those returning from combat ill or 
wounded, and for those who require hospitalization or rehabilitation, we will continue to 
provide the best possible care.  And the Department of Defense will continue working with the 
Departments of Veterans Affairs and Labor to provide the best possible assistance to Service 
members transitioning into private life.   


In a constrained fiscal environment, the Department cannot afford to sustain the rate of growth 
in military pay and benefits that we experienced over the last decade.  The Department and the 
American people have rightfully been very supportive of our men and women in uniform for 
more than a decade of war, providing increases in military pay and benefits that have more than 
closed compensation gaps and have appropriately recognized the sacrifices of those who are 
serving and have served and their families.  The Department is proposing changes that will 
ensure we can continue to offer a competitive compensation package to recruit and retain our 
Joint Force of the future.  These changes include: restrained annual military pay raises over the 
next five years; slowing the rate of growth in tax-free housing allowances; simplifying and 
modernizing the TRICARE programs, including modestly increasing co-pays and deductibles in 
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ways that encourage members to use the most affordable means of care, adjusting pharmacy co-
pay structure, and establishing a modest fee for the TRICARE-for-Life coverage for Medicare-
eligible retirees; and decreasing commissary subsidies.  If implemented fully, these proposals 
would save approximately $12 billion over the next five years and considerably more by the end 
of ten years. 


Without support from Congress and the American people for reforms to slow the rate of growth 
in military compensation, the Department will be left with no choice but to take resources away 
from its ability to field the future Joint Force we need.  The Secretary of Defense, the Secretaries 
of the Military Departments and Service Chiefs, the Senior Enlisted Advisers, and the 
Department’s senior leadership team support this comprehensive approach to reform and will 
work in partnership with Congress and the American public to continue to sustain the world’s 
finest military.   


IMPLICATIONS OF SEQUESTRATION-LEVEL CUTS 


The FY2015 funding levels requested by the President will allow the military to protect and 
advance U.S. interests and fulfill the updated defense strategy – but with increased levels of risk 
for some missions.  In the near term, U.S. forces will remain actively engaged in building 
partnerships and enhancing stability in key regions, but our engagement will be even more 
tailored and selective.  We will continue to sustain a heightened alert posture in regions like the 
Middle East and North Africa.  At requested budget levels, we can sustain adequate readiness 
and modernization that is most relevant to strategic priorities over the near term.  Moreover, the 
President’s “Opportunity, Growth, and Security” Initiative would fund an additional $26 
billion in FY2015 defense investments, helping the Department to make faster progress toward 
restoring readiness, investing in weapons modernization, and making needed facilities 
improvements.  The development of advanced capabilities and sophisticated weapons systems 
by global rivals and potential adversaries will inevitably pose more risks to our forces and our 
security.  The Department can manage these risks under the President’s FY2015 Budget plan, 
but the risks would grow significantly if sequester-level cuts return in FY2016, if proposed 
reforms are not accepted, or if uncertainty over budget levels continues. 


If the modest, immediate relief that the Bipartisan Budget Act provides from sequestration – 
more so in FY2014 and less so in FY2015 – is followed by the return of annual reductions to 
the sequestration level, the Department would be unable to adjust the size and shape of the 
Joint Force in the more balanced way envisioned in the President’s Budget submission.  Our 
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ability to implement the defense strategy would be significantly reduced over the entire BCA 
period.  The Department’s readiness challenges, particularly in the near term, would greatly 
reduce both our ability to conduct steady state activities and to respond quickly in a crisis.  
Critical modernization programs would be slowed or truncated, creating deficiencies in the 
technological capability of our forces.  The United States would likely need to count more on 
allied and partner contributions in future confrontations and conflicts, assuming they would be 
willing and able to act in support of shared interests.  Reductions in capacity and capability 
would significantly challenge our ability to respond to strategic surprise, particularly those 
requiring large numbers of modern forces.   


Left unaddressed, continuing sequestration-level cuts would greatly affect what the U.S. military 
can and cannot do over the next ten years.  The American people would have to accept that the 
level of risk in conducting military operations would rise substantially.  Our military would be 
unbalanced and eventually too small to meet the needs of our strategy fully, leading to greater 
risk of longer wars with potentially higher casualties for the United States and for our allies and 
partners in the event of a conflict.  Ultimately, continued resourcing at sequestration level 
would likely embolden our adversaries and undermine the confidence of our allies and partners, 
which in turn could lead to an even more challenging security environment than we already 
face. 


CONCLUSION 


The United States remains committed to protecting its interests, sustaining U.S. leadership, and 
preserving global stability, security, and peace.  Recognizing current fiscal realities, the 
Department has made a number of decisions to ensure the Joint Force remains as balanced as 
possible over time, even as it must begin force structure reductions due to fiscal constraints.  We 
will prepare the Department of Defense for the future and preserve the health of the All-
Volunteer Force as we implement reforms.  


The President’s FY2015 Budget provides a realistic alternative to sequester-level cuts, 
supporting the Department’s ability to achieve our updated defense strategy and beginning an 
efficient transition to a smaller force over time.  Resumption of sequestration-level cuts would 
lead to more immediate and severe risks to the strategy.  Ultimately, with sequestration-level 
cuts, by 2021 the Joint Force would be too small and too outdated to fully implement our 
defense strategy.  As a global leader, the United States requires a robust national defense strategy 
to protect and advance its interests and to ensure the security of its allies and partners with a 
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military and civilian workforce that can implement that strategy effectively.  This can only be 
achieved by the strategic balance of reforms and reductions that the Department is presenting to 
Congress and will require Congress to partner with the Department of Defense in making 
politically difficult choices. 
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I N T R O D U C T I O N  


 


The 2014 QDR was a strategy-driven and resource-informed process focused on 
preparing the Department of Defense for the future and prioritizing our efforts 
in a period of fiscal austerity.  The QDR advances three important initiatives.  
First, it builds on the Defense Strategic Guidance, published in 2012, to 
continue protecting and advancing U.S. interests and sustaining American 
leadership.  Second, the QDR describes how the Department is responsibly and 
realistically taking steps to rebalance major elements of the Joint Force given the 
changing fiscal environment.  Third, the QDR demonstrates our intent to 
rebalance the Department itself as part of our effort to control internal cost 
growth that is threatening to erode our combat power in this period of fiscal 
austerity.  We will preserve and enhance the health of the All-Volunteer Force as 
we undertake these reforms. 


In conducting the 2014 QDR, the Department first assessed the challenging 
international security environment.  Senior leaders sought to identify plausible 
strategic and operational futures that we could face over the near-, mid-, and 
long-term – paying particular attention to threats, challenges, and opportunities 
emerging since the release of the 2012 Defense Strategic Guidance.  Informed 
by this assessment, senior leadership identified objectives the Department will 
likely need to be capable of accomplishing in support of U.S. national security 
interests and assessed the sufficiency and proficiency of the Joint Force to meet 
these demands.  The results of these assessments guided development of the 
Department’s force planning construct and informed the President’s FY2015 
Budget request.  Throughout the QDR process, senior leaders also considered 
the impact of lower budget levels – including sequestration-level cuts – on the 
Department’s ability to protect U.S. interests.  The foundation of this QDR is a 
steadfast commitment to protect spending on combat power, while identifying 
new ways of achieving our goals and new approaches to reforming the Defense 
enterprise.   
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A U.S. Air Force MQ-9 Reaper unmanned aerial vehicle taxis at Kandahar 
Airfield, Afghanistan. (U.S. Air Force photo by Tech. Sgt. Efren Lopez) 
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As the United States completes its transition in Afghanistan and looks to the 
future, the international security environment remains uncertain and 
complicated.  The United States will likely face a broad array of threats and 
opportunities and must prepare to address both effectively in the coming years.   


 
Powerful global forces are emerging.  Shifting centers of gravity are empowering 
smaller countries and non-state actors on the international stage.  Global 
connections are multiplying and deepening, resulting in greater interaction 
between states, non-
state entities, and 
private citizens.  In  
a fundamentally 
globalized world, 
economic growth in 
Asia; aging 
populations in the 
United States, 
Europe, China, and 
Japan; continued 
instability in the 
Middle East and 
Africa; and many 
other trends interact dynamically.  The operating environment is increasingly 
enabled by technology, which provides the types of capabilities once largely 
limited to major powers to a broad range of actors.  The rapidly accelerating 
spread of information is challenging the ability of some governments to control 
their populations and maintain civil order, while at the same time changing how 
wars are fought and aiding groups in mobilizing and organizing.   


 
Regional and global trends in the security environment, coupled with increasing 
fiscal austerity, will make it imperative that the United States adapt more 
quickly than it has in the past and pursue more innovative approaches and 
partnerships in order to sustain its global leadership role.   
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U.S. Marines with the 2nd Fleet Anti-Terrorism Security Team and 
Australian soldiers with the 5th Battalion, Royal Australian Regiment conduct 
training at a live-fire range at Robertson Barracks in Darwin, Australia. 
(U.S. Marine Corps photo by Sgt. Pete Thibodeau) 


Regional Trends 


The United States has been a Pacific power for more than a century, with deep and enduring 
economic and security ties to the region.  Particularly in the past six decades, the United States 
has helped ensure peace and prosperity in the Asia-Pacific region through our commitment to 
free and open commerce, promotion of a just international order, and maintenance of open 
access to shared domains.  U.S. economic, security, and people-to-people ties with the region 
are strong and growing.   


The Asia-Pacific region is increasingly central to global commerce, politics, and security. 
Defense spending in this region continues to rise.  As nations in the region continue to develop 
their military and security capabilities, there is greater risk that tensions over long-standing 
sovereignty disputes or claims to natural resources will spur disruptive competition or erupt into 
conflict, reversing the trends of rising regional peace, stability, and prosperity.  In particular, the 
rapid pace and comprehensive scope of China’s military modernization continues, combined 
with a relative lack of transparency and openness from China’s leaders regarding both military 
capabilities and intentions.  


A multilateral security architecture – composed of groups such as the Association of South East 
Asian Nations (ASEAN) and regional actors collaborating on issues ranging from humanitarian 
assistance to maritime security to counterterrorism – is emerging to help manage tensions and 
prevent conflict.  Traditional anchors 
of regional security such as Australia, 
Japan, and the Republic of Korea 
(ROK), and growing powers such as 
India and Indonesia, are taking on 
additional leadership roles to foster 
increased communication and shared 
understanding. 


As many Asia-Pacific countries seek 
to achieve greater prosperity, 
establish regional norms, and strive 
for a stable military balance, North 
Korea remains closed and authoritarian.  North Korea’s long-range missile and weapons of mass 
destruction (WMD) programs – particularly its pursuit of nuclear weapons in contravention of 
its international obligations – constitutes a significant threat to peace and stability on the 
Korean Peninsula and in Northeast Asia and is a growing, direct threat to the United States.   
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Friction points also endure in the Middle East.  Religious differences, particularly a widening 
Sunni-Shi’a divide, are among the sources of trans-national division in the region.  Competition 
for resources, including energy and water, will worsen tensions in the coming years and could 
escalate regional confrontations into broader conflicts – particularly in fragile states.  In the 
region, Iran remains a destabilizing actor that threatens security by defying international law 
and pursuing capabilities that would allow it to develop nuclear weapons.  Even as Iran pledges 
not to pursue nuclear weapons, Iran’s other destabilizing activities will continue to pose a threat 
to the Middle East, especially to the security of our allies and partners in the region and around 
the world.  


Many countries in the Middle East and Africa are undergoing significant political and social 
change.  People in countries including Tunisia, Libya, Yemen, and Egypt are seeking a greater 
voice in their governance, upending traditional power centers in the process.  Terrorist groups 
seek to exploit transitional governments and expand their influence.  Internal strife in Syria 
continues amid sectarian friction, at great cost to human life.  Syria has become a magnet for 
global jihad – a situation that is likely to persist as long as the current leadership remains in 
power.  Ongoing, severe spillover effects include an influx of foreign fighters and a flood of 
refugees into neighboring countries.  These difficult political transitions are a reminder that 
events in the region will take years – perhaps decades – to develop fully.  


In Africa, terrorists, criminal organizations, militias, corrupt officials, and pirates continue to 
exploit ungoverned and under-governed territory on the continent and its surrounding waters.  
The potential for rapidly developing threats, particularly in fragile states, including violent 
public protests and terrorist attacks, could pose acute challenges to U.S. interests.  At the same 
time, there is also significant opportunity to develop stronger governance institutions and to 
help build professional, capable military forces that can partner with the United States to 
address the full spectrum of regional security challenges.  Multilateral peace operations under 
the aegis of the United Nations, African Union, and sub-regional organizations are playing an 
increasingly prominent role in maintaining and restoring international security, including 
through prevention and mitigation of mass atrocities in threat environments that previously 
would have deterred multilateral action.   


Europe remains our principal partner in promoting global security.  As unrest and violence 
persist, particularly in the Middle East and North Africa, Europe will be critical in addressing 
these challenges.  Europe is home to our most stalwart and capable allies and partners, and the 
strategic access and support these countries provide is essential to ensuring that the U.S. Armed 
Forces are more agile, expeditionary, and responsive to global challenges.  While most European 
countries today are producers of security, continued instability in the Balkans and on the 
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European periphery will continue to pose a security challenge.  The United States is willing to 
undertake security cooperation with Russia, both in the bilateral context and in seeking 
solutions to regional challenges, when our interests align, including Syria, Iran, and post-2014 
Afghanistan.  At the same time, Russia’s multi-dimensional defense modernization and actions 
that violate the sovereignty of its neighbors present risks.  We will engage Russia to increase 
transparency and reduce the risk of military miscalculation. 


In the Western Hemisphere, predominant security challenges no longer stem principally from 
state-on-state conflict, right-wing paramilitaries, or left-wing insurgents.  Today’s threats stem 
from the spread of narcotics and other forms of transnational organized crime, the effects of 
which can be exacerbated by natural disasters and uneven economic opportunity.  These 
challenges are shared and do not respect sovereign boundaries.  It is in the mutual interest of all 
the nations of the Western Hemisphere to unite to develop regional capacity to disrupt, 
dismantle, and defeat these threats from non-state actors. 


Global Trends 


The global trends that will define the future security environment are characterized by a rapid 
rate of change and a complexity born of the multiple ways in which they intersect and influence 
one another.  As a result, despite the growing availability and flow of information around the 
world, it is increasingly challenging to predict how global threats and opportunities will evolve.   


The United States’ sustained attention and engagement will be important in shaping emerging 
global trends, both positive and negative.  In many regions we are witnessing the emergence of 
international partners with the capacity to play productive and even leading security roles in 
their respective regions.  Unprecedented levels of global interconnectedness through technology, 
travel, trade, and social media provide common incentives for, and more effective means of, 
fostering international cooperation and shared norms of behavior.  The forces of globalization 
are contributing to important macroeconomic changes in some of the world’s most destitute 
areas.  And the pace of technological and scientific innovation in the private sector, particularly 
in energy markets, has the potential not only to revolutionize entire industries but also to enable 
new ways of providing for U.S. security in the future.     


At the same time, the technology-enabled 21st century operational environment offers new 
tools for state and non-state adversaries such as terrorists to pursue asymmetric approaches, 
exploiting where we are weakest.  In the coming years, countries such as China will continue 
seeking to counter U.S. strengths using anti-access and area-denial (A2/AD) approaches and by 
employing other new cyber and space control technologies.  Additionally, these and other states 
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continue to develop sophisticated integrated air defenses that can restrict access and freedom of 
maneuver in waters and airspace beyond territorial limits.  Growing numbers of accurate 
conventional ballistic and cruise missile threats represent an additional, cost-imposing challenge 
to U.S. and partner naval forces and land installations.   


The United States has come to depend on cyberspace to communicate in new ways, to make 
and store wealth, to deliver essential services, and to perform national security functions.  The 
importance of cyberspace to the American way of life – and to the Nation’s security – makes 
cyberspace an attractive target for those seeking to challenge our security and economic order.  
Cyberspace will continue to feature increasing opportunities but also constant conflict and 
competition – with vulnerabilities continually being created with changes in hardware, software, 
network configurations, and patterns of human use.  Cyber threats come from a diverse range of 
countries, organizations, and individuals whose activities are posing increasingly significant risks 
to U.S. national interests.  Some threats seek to undercut the Department’s near- and long-term 
military effectiveness by gaining unauthorized access to Department of Defense and industry 
networks and infrastructure on a routine basis.  Further, potential adversaries are actively 
probing critical infrastructure throughout the United States and in partner countries, which 
could inflict significant damage to the global economy and create or exacerbate instability in the 
security environment.  


Space also remains vital to U.S. security as well as to the global economy.  Congestion in space 
is growing, due both to routine space activities and to irresponsible behavior.  Threats to U.S. 
space capabilities, as well as to the space environment itself, are steadily increasing.  Some 
nations are developing a range of counter-space capabilities – with both reversible and 
permanent effects – designed to deny or degrade our ability to conduct military operations and 
to project power globally.  Additionally, many states are integrating space-enabled precision 
effects in their own systems to allow them to hold U.S. assets at risk. 


The spread of other sophisticated technologies poses a range of new challenges.  Counter-stealth 
technology is just one example of how highly advanced weapons systems – previously available 
only to those with significant research and development capabilities and large acquisition 
budgets – could proliferate and change warfighting equations.  Automated and autonomous 
systems as well as robotics already have a wide range of commercial, industrial, and military 
applications – a trend that will likely continue.  The availability of low-cost three-dimensional 
printers could revolutionize manufacturing and logistics related to warfare.  New ways of 
developing WMD – such as biotechnology breakthroughs – could make dangerous agents more 
widely available, potentially presenting fast-moving threats that are very difficult to detect and 
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A Soldier assigned to 1st Battalion, 72nd Armor Regiment, 1st Armored 
Brigade Combat Team, 2nd Infantry Division provides security during 
an anti-terrorism force protection exercise at Camp Casey, ROK. 
(U.S. Army photo by Sgt. Michael Dator) 


even more difficult to counter.  How these and other technologies will ultimately manifest on 
the battlefield remains unclear. 


Whether employing high-technology 
tools or less-advanced weapons, the 
terrorist threat to our Nation’s interests 
persists and has evolved greatly since 
2001.  Many of the leading al Qa’ida 
elements who were responsible for 
planning and prosecuting attacks on 
U.S. soil have been captured or killed.  
Although core al Qa’ida has been 
severely degraded, instability in the 
Middle East and civil war in Syria have 
enabled al Qa’ida to expand its global 
reach and operate in new areas.  Terrorists remain willing and able to threaten the United 
States, our citizens, and our interests – from conducting major and well-coordinated attacks to 
executing attacks that are smaller and less complex.  Terrorist networks continue to demonstrate 
interest in obtaining WMD.  Foreign terrorist groups affiliated with al Qa’ida, as well as 
individual terrorist leaders, may seek to recruit or inspire Westerners to carry out attacks against 
our homeland with little or no warning.  Homegrown violent extremists, for instance, have 
attacked DoD personnel and installations.  Even groups that are unable to cause harm on U.S. 
soil may still threaten U.S. interests and personnel overseas.  The possibility that rapidly-
developing threats, including violent protests and terrorist attacks, could escalate quickly and 
directly threaten U.S. interests at home and abroad is a significant challenge for the United 
States. 


Climate change poses another significant challenge for the United States and the world at large.  
As greenhouse gas emissions increase, sea levels are rising, average global temperatures are 
increasing, and severe weather patterns are accelerating.  These changes, coupled with other 
global dynamics, including growing, urbanizing, more affluent populations, and substantial 
economic growth in India, China, Brazil, and other nations, will devastate homes, land, and 
infrastructure.  Climate change may exacerbate water scarcity and lead to sharp increases in food 
costs.  The pressures caused by climate change will influence resource competition while placing 
additional burdens on economies, societies, and governance institutions around the world.  
These effects are threat multipliers that will aggravate stressors abroad such as poverty, 
environmental degradation, political instability, and social tensions – conditions that can enable 
terrorist activity and other forms of violence.  
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A U.S. Marine greets a child during the annual Japan Air Self-Defense Force 
Nyutabaru Air Base Air Show in Okinawa, Japan. (U.S. Marine Corps 
photo by Cpl. Benjamin Pryer) 


U.S. Strengths and Opportunities 
In addressing this challenging environment, the United States will rely upon our many 
comparative advantages.  The U.S. economy, which is strengthening following the global 
economic crisis, remains the foundation of U.S. power.  Our economic strength is closely tied 
to a stable international order, underwritten by the U.S. military’s role and that of our allies and 
partners in ensuring freedom of access and the free flow of commerce globally.  Shale gas 
discoveries and new technologies allowing access to hydrocarbon deposits appear likely to enable 
the United States to be a net energy 
exporter in the coming decades.  
Overall, future prospects for the U.S. 
economy are strong.   


Built on a foundation of common 
interests and shared values, the 
strength of U.S. alliances and 
partnerships is unparalleled.  People 
around the world gravitate toward the 
freedom, equality, rule of law, and 
democratic governance that American 
citizens are able to enjoy.  From setting 
global norms to defeating terrorist threats and providing humanitarian assistance, the United 
States collaborates with allies and partners to accomplish a wide range of strategic, operational, 
and tactical goals.  We leverage U.S. leadership and capabilities to drive global cooperation on 
security challenges in the United Nations and other multilateral fora.  In recent years alone, we 
have cooperated with European allies and partners on operations in Afghanistan and Libya and 
have joined forces with Asian allies and partners on regional security issues.  These and other 
key networks of alliances and partnerships, many of which are with other leading global military 
powers, will undergird the ability of the United States to face future crises and contingencies. 


Finally, the U.S. military remains well-positioned to leverage our technological and human 
capital strengths.  The United States will remain a global leader in creative development and use 
of technology.  U.S. innovations in warfighting, which have provided key capability advantages 
in areas such as undersea warfare, are built on the continued strength of our defense industrial 
base, a national asset that the Department of Defense is committed to supporting.  Advanced 
technology, in addition to providing new combat capabilities, will continue providing life-
altering advances for the treatment of Soldiers, Sailors, Airmen, and Marines. And our Service 
members’ ability to fight – honed through rigorous training in the classroom and hard-earned 
experiences on the battlefield alike – will remain second to none.   
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C H A P T E R  I I :  T H E  D E F E N S E  S T R A T E G Y  


 
The United States underwrites global security by exercising leadership in support of 
four core national interests: 


 The security of the United States, its citizens, and U.S. allies and partners; 


 A strong, innovative, and growing U.S. economy in an open international 
economic system that promotes opportunity and prosperity; 


 Respect for universal values at home and around the world; and 


 An international order advanced by U.S. leadership that promotes peace, 
security, and opportunity through stronger cooperation to meet global 
challenges. 


The military is just one of many tools we as a nation have to protect our national 
interests.  Whenever possible, we seek to pursue these interests through diplomacy, 
economic development, cooperation and engagement, and through the power of 
our ideas.  When necessary, the United States and our allies have shown the 
willingness and the ability to resort to force in defense of our national interests and 
the common good.  To ensure the military can answer that call, the Department of 
Defense must be prepared to execute a wide range of contingencies.   


The role of the Department of Defense in supporting U.S. interests is rooted in our 
efforts to reduce the potential for conflict, by deterring aggression and coercive 
behavior in key regions, and by positively influencing global events through our 
proactive engagement.  Any decision to commit U.S. forces to hostile environments 
should be based not only on the likely costs and expected risks of military action 
but fundamentally on the nature of the national interests at stake.  Protecting the 
security of the United States and its citizens is a vital national interest.  If the 
security of the Nation is at risk, our national leadership will be prepared to use 
force and to do so unilaterally if necessary.  We will ensure that our military 
remains global, capable, and sustainable so that our diplomacy can always be 
reinforced as needed by credible military force.  We will be principled and selective 
when using military force and do so only when necessary and in accordance with all 
applicable law, as well as with U.S. interests and U.S. values. 
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The 2014 QDR represents an evolution of this Administration’s prior defense reviews.  The 
2010 QDR was fundamentally a wartime strategy.  It balanced near-term efforts to prevail in 
Iraq and Afghanistan with longer-term imperatives to prevent and deter conflict, and to prepare 
for a wide range of future contingencies, all while preserving and enhancing the health of the 
All-Volunteer Force.  The 2012 Defense Strategic Guidance described a set of 21st century 
defense priorities and began the Department’s transition from conducting ongoing wars to 
preparing for future challenges, while also guiding how the Department would absorb $487 
billion in spending cuts required under the Budget Control Act. 


Protecting and advancing U.S. interests, consistent with the National Security Strategy, the 
2014 QDR embodies the 21st century defense priorities outlined in the 2012 Defense Strategic 
Guidance.  These priorities include rebalancing to the Asia-Pacific region to preserve peace and 
stability; maintaining a strong commitment to security and stability in Europe and the Middle 
East; sustaining a global approach to countering violent extremists and terrorist threats, with an 
emphasis on the Middle East and Africa; continuing to protect and prioritize key investments in 
technology, while our forces overall grow smaller and leaner; and invigorating efforts to build 
innovative partnerships and strengthen key alliances and partnerships.  The 2014 QDR builds 
on these priorities and incorporates them into a broader strategic framework.  As the United 
States completes the transition in Afghanistan, this updated national defense strategy is intended 
to protect and advance U.S. interests, sustain U.S. leadership, and take advantage of strategic 
opportunities.  The Department’s defense strategy emphasizes three pillars:  


 Protect the Homeland. Maintaining the capability to deter and defeat attacks on the 
United States is the Department’s first priority, and reflects an enduring commitment to 
securing the homeland at a time when non-state and state threats to U.S. interests are 
growing.  Protection of the homeland will also include sustaining capabilities to assist 
U.S. civil authorities in protecting U.S. airspace, shores, and borders, and in responding 
effectively to domestic man-made and natural disasters. 


 Build Security Globally. Continuing a strong U.S. commitment to shaping world events 
is essential to deter and prevent conflict and to assure our allies and partners of our 
commitment to our shared security. This global engagement is fundamental to U.S. 
leadership and influence. 


 Project Power and Win Decisively. The ability of the U.S. Armed Forces to deter acts of 
aggression in one or more theaters by remaining capable of decisively defeating 
adversaries is critical to preserving stability and is fundamental to our role as a global 
leader.  U.S. Armed Forces also project power to provide humanitarian assistance and 
disaster relief. 







 


C H A P T E R  I I :  T H E  D E F E N S E  S T R A T E G Y  13 
 


Soldiers of the 1140th Engineer Battalion, civilian first responders, and local 
residents work quickly to build a three-foot sandbag wall to prevent possible 
flood waters from closing a Missouri highway intersection. (Photo by Michelle 
Queiser/Missouri National Guard) 


These pillars are mutually reinforcing and interdependent.  Our nuclear deterrent is the 
ultimate protection against a nuclear attack on the United States, and through extended 
deterrence, it also serves to reassure our distant allies of their security against regional aggression.  
It also supports our ability to project power by communicating to potential nuclear-armed 
adversaries that they cannot escalate their way out of failed conventional aggression.  Building 
security globally not only assures allies and partners and builds partnership capacity, but also 
helps protect the homeland by deterring conflict and increasing stability in regions like the 
Middle East and North Africa.  Our ability to project forces to combat terrorism in places as far 
away as Yemen, Afghanistan, and Mali – and to build capacity to help partners counter 
terrorism and counter the proliferation and use of WMD – reduces the likelihood that these 
threats could find their way to U.S. shores. 


Funding levels requested by the President for the Fiscal Year (FY) 2015 will allow the military 
to protect and advance U.S. interests and fulfill the updated defense strategy – but with 
increased levels of risk for some missions.  The Department can manage these risks under the 
President’s FY2015 Budget plan, but the risks would grow significantly if sequester-level cuts 
return in FY2016, if proposed reforms are not accepted, or if uncertainty over budget levels 
continues.  


PILLARS OF THE U.S. DEFENSE STRATEGY  


Protect the Homeland 


The most fundamental duty of the 
Department of Defense is to protect 
the security of U.S. citizens.  The 
homeland is no longer a sanctuary for 
U.S. forces, and we must anticipate 
the increased likelihood of an attack 
on U.S. soil.  Against a varied, multi-
faceted, and growing set of threats, 
we continue to take an active, layered 
approach to protecting the homeland.  
We will maintain steady-state force 
readiness, resilient infrastructure to 
support mission assurance, and a 
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robust missile defense capability to defend the homeland against a limited ballistic missile 
attack.  The Department will sustain a modernized continuity of operations and continuity of 
government posture and will prepare to support civil authorities if needed.   


Advances in missile technology and the proliferation of these capabilities to new actors represent 
a growing challenge to the U.S. military’s defense of the homeland.  We must stay ahead of 
limited ballistic missile threats from regional actors such as North Korea and Iran, seeking to 
deter attacks or prevent them before they occur.  To do this, we are increasing our emphasis on 
actively countering ballistic missile challenges by detecting missiles and continuously defending 
the U.S. homeland at longer ranges and at all altitudes.  The ability to deter and defeat these 
kinds of threats protects the United States, reassures our allies and partners, and preserves 
strategic stability with Russia and China.   


The fundamental role of U.S. nuclear forces is to deter nuclear attack on the United States, as 
well as on our allies and partners.  The United States will continue to reduce the role of nuclear 
weapons in deterring non-nuclear attack.  However, nuclear forces continue to play a limited 
but critical role in the Nation’s strategy to address threats posed by states that possess nuclear 
weapons and states that are not in compliance with their nuclear nonproliferation obligations.  
Against such potential adversaries, our nuclear forces deter strategic attack on the homeland and 
provide the means for effective responses should deterrence fail.  Our nuclear forces contribute 
to deterring aggression against U.S. and allied interests in multiple regions, assuring U.S. allies 
that our extended deterrence guarantees are credible, and demonstrating that we can defeat or 
counter aggression if deterrence fails.  U.S. nuclear forces also help convince potential 
adversaries that they cannot successfully escalate their way out of failed conventional aggression 
against the United States or our allies and partners.   


The United States will continue to maintain safe, secure, and effective nuclear forces while 
reducing our strategic nuclear forces in accordance with the New START Treaty.  We will 
pursue further negotiated reductions with Russia.  In a new round of negotiated reductions, the 
United States would be prepared to reduce ceilings on deployed strategic warheads by as much 
as one-third below New START levels.  The United States will also work with our NATO allies 
to seek bold reductions in U.S. and Russian non-strategic nuclear weapons in Europe. 


As the frequency and complexity of cyber threats grow, we will continue to place high priority 
on cyber defense and cyber capabilities.  The Department of Defense will deter, and when 
approved by the President and directed by the Secretary of Defense, will disrupt and deny 
adversary cyberspace operations that threaten U.S. interests.  To do so, we must be able to 
defend the integrity of our own networks, protect our key systems and networks, conduct 
effective cyber operations overseas when directed, and defend the Nation from an imminent, 
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U.S. Air Force technicians assigned to the 354th Communications Squadron 
support the new Air Force Network system enhancing cyber capabilities, by 
providing network oversight to all U.S. Air Force installations. (U.S. Air 
Force photo by Staff Sgt. Christopher Boitz) 


destructive cyberattack on vital U.S. interests.  U.S. forces will abide by applicable laws, policies, 
and regulations that protect the privacy and civil liberties of U.S. persons.  Further, the 
Department will operate consistent 
with the policy principles and legal 
frameworks associated with the law of 
war. 


Deterring and defeating cyber threats 
requires a strong, multi-stakeholder 
coalition that enables the lawful 
application of the authorities, 
responsibilities, and capabilities 
resident across the U.S. Government, 
industry, and international allies and 
partners.  We support the Federal 
government cybersecurity team and 
will continue working with the Department of Homeland Security (DHS) to improve critical 
infrastructure cybersecurity, and with DHS and the Federal Bureau of Investigation to support 
law enforcement activities.  The Department of Defense remains committed to working with 
industry and international partners as well, sharing threat information and capabilities to 
protect and defend U.S. critical infrastructure, including in our role as the sector-specific agency 
for the defense industrial base.  We will ensure that international alliances and partnerships 
remain relevant to challenges in the threat environment by helping these partners improve their 
own cyber defense capabilities and mitigate shared cyber threats through mutual action.  


In addition to countering high-technology threats to the homeland, the Department of Defense 
will also remain able to defend against less advanced but still potentially lethal challenges.  We 
will be prepared to deter, and if necessary, defend against direct air and maritime attacks.  We 
will maintain persistent air domain awareness and capable, responsive defense forces.  We will 
also provide support to civil authorities in the event of a domestic crisis.  The American people 
expect the Department of Defense to assist civil authorities in saving and sustaining lives after 
natural and man-made disasters, including extreme weather events, pandemics, and industrial 
accidents.    


The surest way to stop potential attacks is to prevent threats from developing.  Defeating 
terorrist attacks in the United States from the highly diversified and increasingly networked 
terrorist threat requires an equally diverse and networked counter effort.  The Department of 
Defense’s activities to protect the homeland do not stop at our nation’s borders.  We will 
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U.S. Army Sgt. 1st Class, assigned to the 12th Combat Aviation Brigade, carries 
supplies from a UH-60A Black Hawk to deliver to citizens in Montenegro 
stranded by severe weather.  A U.S. task force provided humanitarian assistance 
after record snowfalls left tens of thousands in the country's mountainous north 
unable to receive food, fuel, or medical assistance. (U.S. Army photo by Sgt. 
Edwin M. Bridges) 


collaborate with interagency and international partners to tackle root drivers of conflict, 
including building capacity with allied and partner militaries, and to sustain a global effort to 
detect, disrupt, and defeat terrorist plots.  Global prevention, detection, and response efforts are 
essential to address dangers across the WMD spectrum before they confront the homeland.  For 
instance, the Department of Defense remains committed to funding global cooperative efforts 
to reduce proliferation and threats of WMD.  This includes preventing the acquisition of, 
accounting for, securing, and destroying as appropriate WMD abroad – a process that is 
ongoing in Syria. 


Build Security Globally 


The U.S. military forward and 
rotationally deploys forces – which 
routinely provide presence and 
conduct training, exercises, and 
other forms of military-to-military 
activities – to build security globally 
in support of our national security 
interests.  In support of these goals, 
the Department will continue 
rebalancing how we posture 
ourselves globally.  As we rebalance, 
we will continue to operate in close 
concert with allies and partners to establish norms and confront common threats, because no 
country alone can address the globalized challenges we collectively face.   


U.S. interests remain inextricably linked to the peace and security of the Asia-Pacific region.  
The Department is committed to implementing the President’s objective of rebalancing U.S. 
engagement toward this critical region.  Our enduring commitment to peace and security in the 
Asia-Pacific region requires a sustained ability to deter aggression, operate effectively across all 
domains, and respond decisively to emerging crises and contingencies.  In support of these 
goals, we are enhancing and modernizing our defense relationships, posture, and capabilities 
across the region.   


The centerpiece of the Department of Defense commitment to the U.S. Government’s 
rebalance to the Asia-Pacific region continues to be our efforts to modernize and enhance our 
security alliances with Australia, Japan, the ROK, the Philippines, and Thailand.  We are taking 
steps with each of our allies to update our combined capacity and to develop forward-looking 
roles and missions to address emerging regional challenges most effectively.  We are also 
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U.S. Navy Officer from USS Mason discusses techniques with Chinese sailors 
aboard the Chinese destroyer Harbin before a combined small-arms exercise in 
the Gulf of Aden. (U.S. Navy photo by Petty Officer 2nd Class Rob Aylward) 


deepening our defense relationships 
with key partners in the region, such 
as Singapore, Malaysia, Vietnam, 
and many others.  Through both 
our alliances and partnerships, we 
are focused on enhancing our 
partners’ capacity to address growing 
regional challenges in areas such as 
missile defense, cyber security, space 
resilience, maritime security, and 
disaster relief.  With China, the 
Department of Defense is building a 
sustained and substantive dialogue with the People’s Liberation Army designed to improve our 
ability to cooperate in concrete, practical areas such as counter-piracy, peacekeeping, and 
humanitarian assistance and disaster relief.  At the same time, we will manage the competitive 
aspects of the relationship in ways that improve regional peace and stability consistent with 
international norms and principles. 


Underpinning all of the Department’s engagements in the Asia-Pacific region is our 
commitment to key principles and values that are essential to regional peace and security.  We 
are working to support and expand the flourishing network of multilateral organizations and 
engagements that are taking root in the region.  We are focused on promoting responsible 
behaviors and establishing mechanisms that will prevent miscalculation and disruptive regional 
competition and avoid escalatory acts that could lead to conflict.  This includes supporting 
trilateral engagements and exercises, as well as strengthening ASEAN’s central role in the region 
through participation in institutions such as the ASEAN Defense Ministers’ Meeting-Plus.   


As we end combat operations in Afghanistan, we are prepared to transition to a limited mission 
focused on counterterrorism and training, advising, and assisting Afghan security forces.  We 
will continue efforts to help stabilize Central and Southwest Asia and deepen our engagement in 
the Indian Ocean region to bolster our rebalance to Asia.  The stability of Pakistan and peace in 
South Asia remain critical to this effort.  The United States supports India’s rise as an 
increasingly capable actor in the region, and we are deepening our strategic partnership, 
including through the Defense Trade and Technology Initiative.  


The United States will retain a deep, enduring interest in and a commitment to a stable Middle 
East.  We will seek to deepen our strategic cooperation with Middle East partners based on 
common, enduring interests.  We will strengthen joint planning with allies and partners to 
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Burundi soldiers prepare to load onto a U.S. C-17 Globemaster at 
Bujmumbura Airport, Burundi.  In coordination with the French military 
and the African Union, the U.S. military provided airlift support to 
transport Burundi soldiers, food, and supplies in the Central African 
Republic.  (U.S. Air Force photo by Staff Sgt Erik Cardenas) 


operate multilaterally, across domains, and to counter challenges to access and freedom of 
navigation.  The Department will develop new or expanded forums to exchange views with 
allies and partners on the threats and opportunities facing the Gulf, particularly through the 
multilateral forum of the Gulf Cooperation Council (GCC).  The Department plans to pursue 
a U.S.-GCC Defense Ministerial in 2014 and deepen U.S.-GCC ballistic missile defense 
cooperation.  The United States will continue to seek more innovative and flexible approaches 
to meeting its enduring commitment to a secure Middle East. 


The United States will also remain active in other parts of the world.  We have deep and 
abiding interests in a European partner that is militarily capable and politically willing to join 
with the United States to address future security challenges.  Our commitment to the NATO 
Alliance is steadfast and resolute, and the United States will work with allies and partners to 
ensure NATO remains a modern and capable alliance.  U.S. forces work closely with the 
nations of Europe on a wide range of shared goals, including strengthening NATO military 
capability and interoperability, counterterrorism efforts, maintaining shared strategic and 
operational access, and building the capacity of other global partners.  Through continued 
defense cooperation, the Department will continue to promote regional security, Euro-Atlantic 
integration, and enhanced capacity and interoperability for coalition operations.  We will 
continue to adapt the U.S. defense posture in Europe to support U.S. military operations 
worldwide while also conducting a range of prevention, deterrence, and assurance-related 
activities in Europe itself.   


U.S. engagement in the Western 
Hemisphere is aimed at promoting and 
maintaining regional stability.  The 
Department will focus its limited 
resources on countries that want to 
partner with the United States and 
demonstrate a commitment to investing 
the time and resources required to 
develop and sustain an effective, 
civilian-led enterprise.  We will 
emphasize building defense institutional 
capacity, increasing interoperability 
with the United States and other like-
minded partners, and supporting a 
system of multilateral defense cooperation such as the Conference of Defense Ministers of the 
Americas and the Inter-American Defense Board to respond to shared challenges.  
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The Enterprise Carrier Strike Group transits the Atlantic Ocean, supporting 
maritime security operations and theater security cooperation efforts in the U.S. 
6th Fleet area of responsibility. (U.S. Navy photo by Petty Officer 3rd Class 
Scott Pittman) 


The United States remains focused on maximizing our impact throughout Africa by actively 
working with key partners to foster stability and prosperity.  Many African countries are 
undertaking efforts to address the wide range of challenges they face, by improving their 
governance institutions, strengthening rule of law, and protecting borders more effectively.  The 
U.S. Armed Forces cooperate with counterparts on counterterrorism and counter-piracy efforts, 
partnership capacity building – especially for peacekeeping – and crisis and contingency 
response.  Recent engagements in Somalia and Mali, in which African countries and regional 
organizations are working together with international partners in Europe and the United States, 
may provide a model for future partnerships.  


Project Power and Win Decisively 


Our posture of global engagement is the foundation from which the United States responds to 
crises when required.  For more than sixty years, the United States has maintained unmatched 
capabilities to project large-scale military power over great distances.  Our power projection 
capabilities include ready and trained forces in the United States, the ability of our forces to 
move rapidly from place to place, and our forces’ ability to operate anywhere around the world.  
These capabilities have allowed our Nation to advance its interests worldwide, influencing 
events far from our shores and 
helping to bring stability to conflict-
prone regions.  


As the Department rebalances 
toward greater emphasis on full-
spectrum operations, maintaining 
superior power projection 
capabilities will continue to be 
central to the credibility of our 
Nation’s overall security strategy.  
Although our forces will no longer be sized to conduct large-scale, prolonged stability 
operations, we will preserve the expertise gained during the past ten years of counterinsurgency 
and stability operations in Iraq and Afghanistan.  We will protect the ability to regenerate 
capabilities that might be needed to meet future demands. 


Joint Forces will be prepared to battle increasingly sophisticated adversaries who could employ 
advanced warfighting capabilities while simultaneously attempting to deny U.S. forces the 
advantages they currently enjoy in space and cyberspace.  To counter these challenges, the U.S. 
Armed Forces will not only invest in new systems and infrastructure but also continue to 
develop innovative operational concepts that confound adversary strategies.  The United States 
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F-35A Lightning IIs perform an aerial refueling mission with a KC-135 
Stratotanker, off the coast of Florida. The 33rd Fighter Wing at Eglin Air 
Force Base trains Air Force, Marine, Navy, and international partner operators 
and maintainers of the F-35 Lightning II. (U.S. Air Force photo by Master Sgt. 
Donald R. Allen) 


will continue modernizing our regional defense capabilities, including deploying advanced air 
and missile defense systems; fifth-generation fighters; long-range strike; intelligence, 
surveillance, and reconnaissance (ISR); and updated models of critical naval assets.  The 
Department will also improve the resilience of air, naval, ground, space, and missile-defense 
capabilities, even in the face of large-scale, coordinated attacks.  Maintaining our ability to 
project power will also require exploiting, extending, and gaining advantages in cyber and space 
control technologies, as well as in unmanned systems and stand-off weapons.   


U.S. global communications and military operations depend on freedom of access in space, 
making security in this domain vital to our ability to project power and win decisively in 
conflict.  The Department will pursue a multi-layered approach to deter attacks on space 
systems while retaining the ability to respond, should deterrence fail.  This will require 
continuing to develop capabilities, plans, and options to defend against and, if necessary, defeat 
adversary efforts to interfere with or attack U.S. or allied space systems.  We will continue to 
improve the resilience and affordability of critical space architectures.  Growing 
commercialization and international investment in space will also provide opportunities to 
diversify space capabilities. All of the Department’s initiatives in space will continue to be 
underpinned by U.S. Government efforts to work with industry, allies, and other international 
partners to shape rules of the road in this domain. 


We will retain and strengthen our 
power projection capabilities so that 
we can deter conflict, and if 
deterrence fails, win decisively against 
aggressors.  The North Korean regime 
continues to pursue interests counter 
to those of the United States.  Faced 
with this threat, the United States is 
committed to maintaining peace and 
security on the Korean Peninsula and 
closely monitors the situation through 
military and diplomatic channels in 
coordination with the ROK, Japan, China, and Russia.  The U.S. Armed Forces will continue 
their close collaboration with the ROK military to deter and defend against North Korean 
provocations.  The ROK military is a highly capable, professional force that is increasing its 
ability to lead the defense of Korea.  The United States trains regularly with members of the 
ROK military and participates in a variety of bilateral and multilateral exercises aimed at 
increasing interoperability.   
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Soldiers of the U.S. Army 10th Mountain Division's Headquarters Company, 
3rd Brigade Combat Team conduct live-fire range training with M4 carbines in 
Afghanistan's Paktiya province. (U.S. Army photo by Pfc. Dixie Rae Liwanag) 


The United States is also committed to ensuring it has the capability to win decisively in 
conflicts in the Middle East.  Over the past five years, a top Administration priority in the 
Middle East has been preventing Iran from acquiring a nuclear weapon, pursued through a 
multilateral, multi-pronged strategy combining diplomacy, international economic pressure, 
and the resolve to keep military options on the table.  The November 2013 Joint Plan of Action 
in the P5-plus-one nuclear negotiations with Iran represents only a first step toward a longer-
term comprehensive solution.  Concerns over Iran’s destabilizing influence as well as the 
uncertain trajectory of the greater Middle East will require the United States and our regional 
partners to remain capable of defeating aggression in this volatile region.  As diplomacy on 
nuclear issues continues, the Department will maintain all options on the table and counter 
other threats that Iran poses in the region, including development of mid- and long-range 
missiles and support to terrorists and insurgents. 


Maintaining power projection 
capabilities that can counter not only 
state threats but also non-state 
threats is also increasingly critical.  
The United States will maintain a 
worldwide approach to countering 
violent extremists and terrorist 
threats using a combination of 
economic, diplomatic, intelligence, 
law enforcement, development, and 
military tools.  The Department of 
Defense will rebalance our 
counterterrorism efforts toward greater emphasis on building partnership capacity especially in 
fragile states, while still retaining robust capabilities for direct action, including intelligence, 
persistent surveillance, precision strike, and Special Operations Forces (SOF).  We will remain 
focused on countering the proliferation and use of WMD, which continues to undermine global 
security.  The Department will continue to cooperate with regional partners to disrupt, 
dismantle, and defeat al Qa’ida and other extremist threats.  We will remain vigilant to threats 
posed by other designated terrorist organizations, such as Hezbollah and Hamas.  As these 
threats continue to diversify and adapt, we will increase the use of special operations capabilities 
to maintain security and preserve the element of surprise. 


Given the threat of violent protests and terrorist attacks that can imperil U.S. citizens and 
interests abroad, the United States is committed to improving the security of U.S. installations 
and personnel.  The Department will work with the State Department and host nations to 
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develop proactive measures to augment security of U.S. facilities overseas, and we will be 
prepared to respond to a range of contingencies. 


Finally, U.S. power projection capabilities are not only about defeating threats.  From 
responding to crises to executing non-combatant evacuations and partnering with civilian 
agencies to conduct humanitarian disaster relief missions, the U.S. Armed Forces project power 
to provide stability when countries or regions need it most.   


FORCE PLANNING CONSTRUCT 


Consistent with the requirements of the updated defense strategy and resourced at the 
President’s Budget level, FY2015 – 2019 Future Years Defense Program (FYDP) forces, in 
aggregate, will be capable of simultaneously defending the homeland; conducting sustained, 
distributed counterterrorist operations; and in multiple regions, deterring aggression and 
assuring allies through forward presence and engagement.  If deterrence fails at any given time, 
U.S. forces could defeat a regional adversary in a large-scale multi-phased campaign, and deny 
the objectives of – or impose unacceptable costs on – another aggressor in another region.  


The President’s FY2015 Budget provides the resources to build and sustain the capabilities to 
conduct these operations, although at increased levels of risk for some missions. With the 
President’s Budget, our military will be able to defeat or deny any aggressor.  Budget reductions 
inevitably reduce the military’s margin of error in dealing with risks, and a smaller force strains 
our ability to simultaneously respond to more than one major contingency at a time.  The 
Department can manage these risks under the President’s FY2015 Budget plan, but the risks 
would grow significantly if sequester-level cuts return in FY2016, if proposed reforms are not 
accepted, or if uncertainty over budget levels continues. 


A FOUNDATION OF INNOVATION AND ADAPTATION 


Across the three pillars of the defense strategy, the Department is committed to finding creative, 
effective, and efficient ways to achieve our goals and in making hard strategic choices. 
Innovation – within our own Department and in our interagency and international partnerships 
– is a central line of effort.  Infusing a culture of innovation and adaptability that yields tangible 
results into an organization as large as the Department of Defense is by necessity a long-term, 
incremental undertaking.  We will actively seek innovative approaches to how we fight, how we 
posture our force, and how we leverage our asymmetric strengths and technological advantages.  
Innovation is paramount given the increasingly complex warfighting environment we expect to 
encounter. 
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An unmanned underwater vehicle submerges during International Mine 
Countermeasures Exercise (IMCMEX) 13 in the U.S. 5th Fleet Area of 
Responsibility. The USS Ponce operates in the background. (U.S. Navy photo 
by Mass Communication Specialist 1st Class Daniel Gay) 


The past twelve years of conflict in 
Iraq and Afghanistan have spurred 
tremendous tactical and technical 
innovation as the U.S. Armed Forces 
grew more experienced and 
interoperable.  All four Services and 
the U.S. Special Operations 
Command have made greater use of 
unmanned aerial systems in support of 
a wide array of joint missions, 
developing new generations of 
platforms and sensors capable of providing long-dwell coverage across the battlespace.  
Improved intelligence capabilities and processes have enabled effective targeting and 
engagement of high-value, elusive targets.  By helping to build both the Iraqi and Afghan armed 
forces, U.S. forces learned valuable lessons about how to train, advise, and assist partner nation 
forces more effectively.  Improvements in these and other areas are already being codified in 
doctrine, tactics, education, training, and elsewhere.   


Lessons that U.S. forces absorbed in Iraq and Afghanistan will remain invaluable as the 
Department turns its attention to future challenges.  To most effectively prepare for wartime 
engagements, Combatant Commanders will invigorate their efforts to adjust contingency 
planning to reflect more clearly the changing strategic environment.  Even when we are at 
peace, U.S. forces cannot be everywhere all of the time, and so the Department is pursuing a set 
of creative new presence paradigms to manage and employ our forces to enhance overseas 
presence and activities.  The following examples demonstrate some of the concrete steps the 
Department is pursuing: 


 Positioning additional forward-deployed naval forces in critical areas, such as the Asia-
Pacific region, to achieve faster response times and additional presence at a lower 
recurring cost;  


 Deploying new combinations of ships, aviation assets, and crisis response forces that 
allow for more flexible and tailored support to regional Combatant Command steady-
state and contingency requirements;  


 Employing regionally-focused forces to provide additional tailored packages that achieve 
critical global and regional objectives, including in critical areas such as the Asia-Pacific 
region; 
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British Royal Navy destroyer HMS Daring operates alongside the U.S. aircraft 
carrier USS Carl Vinson in the U.S. 5th Fleet area of responsibility.  (Photo: 
Leading Airman (Photographer) Keith Morgan RN. Crown Copyright, UK 
Government)


 Optimizing the use of multilateral, joint training facilities overseas in order to increase 
readiness and interoperability with our allies and partners; 


 Developing concepts, posture and presence options, and supporting infrastructure to 
exploit the Department’s investment in advanced capabilities rapidly, such as the Joint 
Strike Fighter;  


 Extending the life of ships in innovative ways to get longer use out of our investments; 
and 


 Pursuing access agreements that provide additional strategic and operational flexibility 
in case of crisis. 


A further key element of the Department’s strategic commitment to innovate and adapt 
includes working with allies and partners, especially Gulf countries and those in Asia, to 
facilitate greater contributions to their own defense and, in the case of Europe, to facilitate 
greater security contributions across regions.  The Department is developing strategically 
complementary approaches to deepen cooperation with close allies and partners, including more 
collaboratively planning our roles and missions and investments in future capabilities.  Doing so 
not only helps our allies and partners develop the capabilities most needed to defend themselves, 
but also enables them to work more closely and more effectively with the United States.  Going 
forward, we will thoroughly reflect the evolving capacity of our allies and partners in our defense 
planning efforts.  


For example, the United States will 
work with the United Kingdom and 
Australia to enhance collaboration 
between our respective defense 
planning processes.  The United States 
is working with the United Kingdom 
to regenerate its aircraft carrier 
capability in the future, which will 
enable interoperable use of advanced 
fighters and allow more flexible 
options for combined employment of 
our forces, particularly to project power in key regions of the world.  The United States and 
Australia are working toward full implementation of U.S. force posture initiatives in northern 
Australia, as both countries enhance collaboration between their planning processes to 
strengthen interoperability and cooperation, with a focus on submarine systems and weapons, 
helicopters, and combat and transport aircraft. 
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Student veteran, Lucas Bultema (right), is part of the Energy Systems 
Technology Evaluation Program, an innovative Office of Naval 
Research program that helps student veterans find high-level, 
meaningful opportunities in energy-related fields within the Navy and 
Marine Corps. (U.S. Navy photo by John F. Williams) 


The Department is also working on its investment portfolio – as well as with our closest allies – 
to better align our investments and ensure that our activities complement one another’s mutual 
priorities.  The United States has long relied on technically superior equipment and systems to 
counter adversaries.  Our technological superiority has allowed largely unfettered access to 
project power where needed.  However, this superiority is being challenged by increasingly 
capable and economically strong potential adversaries that are likely developing and fielding 
counters to some or all of the key technologies on which the United States has come to rely.  To 
maintain superiority, it will be necessary for the military to develop new capabilities, tactics, 
techniques, and procedures to continue to be effective.   


While the global technology landscape indicates that the United States should not plan to rely 
on unquestioned technical leadership in all fields, the Department must ensure that 
technological superiority is maintained in areas most critical to meeting current and future 
military challenges.  The Department has invested in energy efficiency, new technologies, and 
renewable energy sources to make us a stronger and more effective fighting force.  Energy 
improvements enhance range, endurance, and agility, particularly in the future security 
environment where logistics may be constrained. 


Finally, the Department will employ 
creative ways to address the impact of 
climate change, which will continue to 
affect the operating environment and the 
roles and missions that U.S. Armed Forces 
undertake.  The Department will remain 
ready to operate in a changing 
environment amid the challenges of 
climate change and environmental 
damage.  We have increased our 
preparedness for the consequences of 
environmental damage and continue to 
seek to mitigate these risks while taking advantage of opportunities.  The Department’s 
operational readiness hinges on unimpeded access to land, air, and sea training and test space.  
Consequently, we will complete a comprehensive assessment of all installations to assess the 
potential impacts of climate change on our missions and operational resiliency, and develop and 
implement plans to adapt as required.  


Climate change also creates both a need and an opportunity for nations to work together, which 
the Department will seize through a range of initiatives.  We are developing new policies, 
strategies, and plans, including the Department’s Arctic Strategy and our work in building 
humanitarian assistance and disaster response capabilities, both within the Department and with 
our allies and partners.    
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Informed by the changing strategic environment and consistent with our 


updated defense strategy, the Department of Defense is responsibly and 
realistically taking steps to rebalance major elements of the Joint Force.  After 


more than twelve years of conflict and amid ongoing budget reductions, the 


Joint Force is currently out of balance.  Readiness levels already in decline from 


this period of conflict were significantly undercut by the implementation of 
sequestration in FY2013, and the force has not kept pace with the need to 


modernize.   


The Department of Defense will continue to face a challenging fiscal 


environment.  Beginning with FY2012 Budget appropriations, the Department 
began absorbing significant impacts from a $487 billion, ten-year cut in 


spending due to caps instituted by the Budget Control Act (BCA) of 2011.  The 


BCA also instituted a sequestration mechanism requiring additional cuts of 


about $50 billion annually through FY2021.  The Bipartisan Budget Act of 
2013 provided modest immediate relief from sequestration, but unless Congress 


acts, annual sequestration cuts are set to resume in FY2016.  Acknowledging the 


current fiscal environment, the President’s FY2015 Budget reduces the defense 


budget by about another $113 billion over 5 years compared to levels in the 
FY2014 Budget request.  It reflects the strict constraints on discretionary 


funding required by the Bipartisan Budget Act in FY2015, but does not accept 


sequestration levels thereafter, and funds the Department at about $115 billion 


more than projected sequestration levels over the 5-year period.  Compared to 
sequestration-level cuts, the President’s Budget provides a more prudent and 


strategic approach to managing declining resources given fiscal uncertainty.  In 


support of the strategy, the Joint Force will become smaller across the FYDP, 


but will gradually become more modern as well, with readiness returning to pre-
sequestration levels. 
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Taking the prudent steps outlined in this QDR in the near term will improve the Department’s 
ability to meet our national security needs should the fiscal outlook not improve.  The longer 
critical decisions are delayed in the hope that the budget caps will be raised, the more difficult 
and painful those decisions will be to implement, and the more damaging they will be to our 
ability to execute the strategy if no additional resources are made available.  These decisions – 
which are reflected in the President’s FY2015 Budget – are intended to protect key priorities 
and minimize risk.   


AIR FORCE 


Airpower is vital to the Department’s ability to project power globally and to rapidly respond to 
contingencies.  The Air Force brings capabilities critical to national security in the air, in space, 
and in cyberspace and will continue to improve performance in each.  We will incorporate next-
generation equipment and concepts into the force to address sophisticated threats.  Key 
priorities include continuing plans to field a new generation of combat aircraft and making 
advancements in cyber capabilities, avionics, weapons, tactics, and training.  The Air Force will 
prioritize its most critical modernization efforts, including: 


 The multi-role, fifth-generation F-35 fighter, which will provide improved survivability 
and an integrated suite of sensors to recapitalize the bulk of its fighter fleet; 


 A new, stealthy, long-range strike aircraft, to maintain the ability to operate from long 
ranges, carry substantial payloads, and operate in and around contested airspace; and 


 The KC-46A next-generation tanker/cargo aircraft to replace the legacy tanker fleet, to 
enable efficient and rapid long-range deployments. 


To free resources for these investments, the Air Force will make near-term capacity reductions 
in mission areas such as lift, command and control, and fighters.  If sequestration-level cuts are 
imposed in FY2016 and beyond, the Air Force would have to retire 80 more aircraft, including 
the entire KC-10 tanker fleet and the Global Hawk Block 40 fleet, slow down purchases of the 
Joint Strike Fighter, sustain ten fewer Predator and Reaper 24-hour combat patrols, and take 
deep cuts to flying hours. 


ARMY 


Ground forces will remain an indispensable element of this Nation’s ability to preserve peace 
and stability.  Since their inception, Army forces have been employed to win and safeguard our 
freedom, deter and defeat aggression, render aid to civilian populations, build and sustain 
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U.S. and Indonesian Army paratroopers descend during a partnered mass-tactical 
airborne operation as part of exercise Garuda Shield 2013.  The paratroopers are 
assigned to the 82nd Airborne Division’s 1st Brigade Combat Team. (U.S. Army 
photo by Sgt. Michael J. MacLeod) 


alliances, develop the security forces of other nations to enhance collective security and respect 
human rights and civilian governance, and defend our national interests.  The end of U.S.-led 
combat operations in Afghanistan provides the Army with an opportunity to prepare more 
broadly for the full range of future challenges that will likely require the employment of ground 
forces.  A globally-engaged, modern, trained, and ready Army will need to be capable of 
conducting a wide spectrum of operations – from support to civil authorities in the homeland 
to security force assistance to major 
combat operations, and from 
deterring aggression to having the 
ability to win decisively if deterrence 
fails.  In a fiscally constrained 
environment, the future U.S. Army 
will need to be capable of 
conducting prompt and sustained 
land combat as part of large-scale, 
multi-phase joint and multilateral 
operations, including post-conflict 
stability operations that transform 
battlefield victories into enduring 
security and prosperity.  To restore a balanced force over time, the Army will reduce all of its 
components.  The Regular Army will continue to reduce from its war-time high force of 
570,000 to 440,000-450,000 Soldiers.  The Army National Guard will continue its downsizing 
from a war-time high of 358,000 to 335,000 Soldiers, and the U.S. Army Reserve will reduce 
from 205,000 to 195,000 Soldiers.  


The pace of planned Army reductions will enable the Army to realize savings rapidly while not 
breaking the Army force, although the Army will experience readiness and modernization 
shortfalls in the near term.  The Army’s planned force reductions in all components – along 
with decisions to restructure Army aviation and conclude development of the Ground Combat 
Vehicle at the end of the current technology development phase of the program – will make 
available resources to eventually restore readiness levels and invest in improvements to 
warfighting capabilities.  These include selective upgrades of combat and support vehicles and 
aircraft, and investments in new technologies required for 21st century warfare.  If 
sequestration-level cuts are imposed in FY2016 and beyond, all components of the Army would 
be further reduced, with active duty end strength decreasing to 420,000, the Army National 
Guard drawing down to 315,000, and the Army Reserves reducing to 185,000.  
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NAVY 


Building security globally and projecting power will continue to require sea power – on, above, 
and below the world’s oceans.  The Navy will continue to build a future fleet that is able to 
deliver the required presence and capabilities and address the most important warfighting 
scenarios.  Investments will focus on those assets that will ensure U.S. naval preeminence and 
preserve the Nation’s security and prosperity.  The Navy will prioritize: 


 Maintaining a credible, modern, and safe sea-based strategic deterrent, including 
required investments to start SSBN(X) submarine construction in FY2021; and 


 Sustaining or affordably enhancing asymmetric advantages to remain ahead of or keep 
pace with adversary threats including offensive strike capabilities such as the Offensive 
Anti-Surface Warfare weapons, Next-Generation Land Attack Weapon, Virginia 
Payload Module, and F-35 programs. 


The Navy’s ship inventory will continue to grow into the 2020s, and will be influenced by a 
review of the desired capabilities of the future surface fleet in view of the emerging security 
environment.  Specifically, AEGIS cruisers will be laid up for long-term modernization which 
will significantly extend their useful service life and sustain the Navy’s Air Defense Commander 
abilities well into the 2030s.  Flight III DDG-51 destroyer production plans will significantly 
increase air and missile defense capabilities.  No new contract negotiations beyond 32 Littoral 
Combat Ships (LCS) will go forward.  The Navy will closely examine whether the LCS has the 
protection and firepower to survive against a more advanced military adversary, especially in the 
Asia-Pacific region.  The Navy will submit alternative proposals to procure a capable and lethal 
small surface combatant.  Recapitalization of LSD-41/49-class amphibious ships will commence 
with advance procurement funding for LX(R) in FY2019.  To sustain investment in critical 
force structure and modernization, the Navy will reduce its funding for contractor services by 
approximately $3 billion per year to return to 2001 levels of contractor support. If 
sequestration-level cuts are imposed in FY2016 and beyond, the USS George Washington 
aircraft carrier would need to be retired before scheduled refueling and overhaul.  We will have 
to make this decision, which would leave the Navy with ten carrier strike groups, in the 2016 
budget submission.  


MARINE CORPS 


The Marine Corps will remain an expeditionary force in readiness, forward deployed to deter 
conflict, assure allies and partners, and respond to crises around the world.  When access to 
critical regions or allies is denied or in jeopardy, rapidly employable Marine Corps forces are 
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trained and ready to execute amphibious operations in support of U.S. interests.  In order to 
facilitate these operations, the Marine Corps will pursue the following steps: 


 A phased acquisition approach to the Amphibious Combat Vehicle (ACV).  This will 
enable procurement of an ACV while continuing science and technology investments in 
technologies and capabilities that enabled extended littoral maneuver. 


 In order to invest in critical modernization of this amphibious capability, the Marine 
Corps will plan for an end strength of 182,000 active duty Marines, with additional cuts 
to 175,000 if sequestration-level cuts are imposed in FY2016 and beyond.  This end 
strength includes almost 900 more Marines for the Embassy Security Guard program 
that protects U.S. interests and installations abroad.   


ADJUSTING THE BALANCE BETWEEN  
ACTIVE AND RESERVE COMPONENTS 


Achieving the right balance between the Active Component and the Reserve Component is 
critical to the Department’s overall efforts to size and shape the future Joint Force.  The Reserve 
Components provide critical capabilities and capacity necessary to execute our national defense 
strategy.  More than a decade of sustained and large-scale use of Reserve Component Soldiers, 
Sailors, Airmen, and Marines, conducting overseas contingency operations and supporting 
domestic emergencies has transformed our Reserve Components to a force that is routinely and 
effectively engaged in a wide range of missions.  


As the United States completes its mission in Afghanistan, the Reserve Components will 
continue to play a key role in protecting the homeland, building security globally, and 
projecting power and winning decisively.  To meet future defense requirements, the 
Department will sustain Reserve Components that are capable of providing trained units and 
personnel to augment and complement their Active Components when needed.  As the 
Department evolves its forces and capabilities, the Reserve Component will seek to recruit 
personnel with critical skill sets, retain highly experienced personnel, and maintain 
complementary capabilities with the Active Component. 


PROTECTING KEY PRIORITIES 


Particularly in an era of reduced resources, the Department will redouble its efforts to protect 
capabilities that are most closely aligned to the pillars of our updated defense strategy.   
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A Standard Missile 3 (SM-3) Block 1B 
interceptor launches from the guided missile 
cruiser USS Lake Erie during a Missile Defense 
Agency and U.S. Navy test.  The SM-3 Block 
1B intercepted a medium-range ballistic missile 
target off the coast of Kauai, Hawaii. (DoD 
photo by Jessica Kosanovich, Missile Defense 
Agency, U.S. Navy)  


Protect the Homeland 


The Department of Defense will continue to size and shape the Joint Force based on the need 
to defend the U.S. homeland, our most vital national interest.  


 Missile Defense. The United States is increasing the 
number of Ground-Based Interceptors (GBI) 
from 30 to 44 and building depth into our sensor 
network.  With the support of the Japanese 
government, we are deploying a second 
surveillance radar in Japan that will provide early 
warning and tracking of any missile launched by 
North Korea. To ensure the homeland is 
protected against the projected intercontinental 
ballistic missile threat in the 2020 timeframe, the 
Department will target investments to increase 
defensive interceptor reliability and effectiveness, 
to improve discrimination capabilities, and to 
establish a more robust sensor network. The 
Department is also studying the best location for 
an additional missile defense interceptor site in the 
United States to shorten the time required to 
deploy additional interceptors if needed. Allied 
and partner acquisition of interoperable ballistic 
missile defense capabilities and participation in regional deterrence and defense 
architectures will counter the coercive and operational value of adversary ballistic missile 
systems as well. 


 Nuclear. As U.S. nuclear forces are reduced through negotiated agreements with Russia, 
the importance of ensuring our remaining forces are safe, secure, and effective increases.  
Thus, the Department of Defense, in collaboration with the Department of Energy, will 
continue to invest in modernizing our essential nuclear delivery systems; warheads; 
warning, command and control; and nuclear weapons infrastructure.  These programs 
will ensure that the United States retains an effective triad of strategic nuclear delivery 
systems and forward deployable tactical aircraft capable of delivering nuclear weapons. 


 Cyber. The Department of Defense will continue to invest in new and expanded cyber 
capabilities, building on significant progress made in recent years in recruiting, training, 
and retaining cyber personnel.  A centerpiece of our efforts is the development of the 
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27th Fighter Squadron F-22 Raptor aircraft returning from deployment in 
support of a 40-day training exercise in Southwest Asia. (U.S. Air Force photo 
by Airman Rebecca Montez) 


Department of Defense Cyber Mission Force.  The Force includes Cyber Protection 
Forces that operate and defend the Department’s networks and support military 
operations worldwide, Combat Mission Forces that support Combatant Commanders 
as they plan and execute military missions, and National Mission Forces that counter 
cyberattacks against the United States.  The Cyber Mission Force will be manned by 
2016.  In addition to personnel, the Department is investing in state-of-the-art tools 
and infrastructure to conduct its missions.  To defend its own networks, the 
Department is also migrating its information systems to a common, Defense-wide 
network infrastructure known as the Joint Information Environment (JIE).  This JIE is 
critical to developing a more defensible network architecture and to improving network 
operations.  The Department also will continue working with other U.S. departments 
and agencies, as well as with allies and partners abroad, to build their own cyber defense 
capabilities and mitigate shared cyber risks. 


 Air/Land/Sea. Sustaining 
capacity to protect U.S. 
airspace, shores, and borders 
will remain a priority for the 
Department of Defense.  U.S. 
Air Force fighters conducting 
Operation NOBLE EAGLE 
will remain on alert to defeat 
air threats over major cities. 
We will also maintain 
specialized ground-based air 
defense assets in the National 
Capital Region that are capable of rapidly intercepting hostile air targets.  At sea, U.S. 
Navy assets will continue to provide maritime domain awareness and security off U.S. 
shores. 


 Support to Civil Authorities. The Department will continue to reshape the ability of U.S. 
military forces to provide support to civil authorities when needed, and work closely 
with the Department’s domestic agency partners.  Beginning in 2010, the Department 
restructured domestic chemical, biological, radiological, and nuclear (CBRN) response 
forces, rebalancing Federal, regional, and state distributed military force contributions to 
the “whole-of-community” approach to national preparedness.  In the coming years, we 
will build on improvements in preparedness for responding to major homeland natural 
disasters and man-made threats by better coordinating our pre- and post-incident 
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A U.S. Marine and a Philippine Army soldier distribute U.S. Agency for 
International Development relief supplies from an MV-22 Osprey in Luzon, 
Philippines, following Typhoon Haiyan. (U.S. Marine Corps photo by Capt. 
Caleb Eames) 


planning and response activities with domestic partners.  The Department will continue 
working to assist the Federal civilian law enforcement agencies in preventing attacks by 
homegrown violent extremists and other groups that threaten the homeland. 


Build Security Globally 


Maintaining U.S. global posture and presence to support stability, security, and prosperity will 
become more challenging – but perhaps even more essential – in an environment of constrained 
resources.  The Department will continue to rebalance our presence and posture abroad to 
protect U.S. national security interests more effectively.  


 Asia-Pacific. Supporting the broader U.S. rebalance to the region, the United States will 
maintain a robust footprint in Northeast Asia while enhancing our presence in Oceania, 
Southeast Asia, and the Indian Ocean.  By 2020, 60 percent of U.S. Navy assets will be 
stationed in the Pacific, including enhancements to our critical naval presence in Japan.  
This will include LCSs rotated through Singapore, a greater number of destroyers and 
amphibious ships home-
ported in the Pacific, and the 
deployment of surface vessels 
such as Joint High Speed 
Vessels to the region.  The 
Department is increasing the 
number of U.S. naval and air 
forces and relocating Marines 
to Guam as part of our 
distributed laydown, which 
will result in a force posture 
that is more geographically 
distributed, operationally resilient, and politically sustainable.  The U.S. Air Force 
already stations assets in the Asia-Pacific region, including tactical and long-range strike 
aircraft, and will move additional forces such as ISR assets to the region, operating in 
concert with allies and partners to improve land, air, and maritime domain awareness.  
The deployment of Marines to Darwin, Australia will grow with the goal of establishing 
a rotational presence of a 2,500 strong Marine Air Ground Task Force (MAGTF) over 
the coming years.  Even during the past decade while engaged in two warfights, the U.S. 
Army maintained a viable, substantial presence on the Korean peninsula and in 
Northeast Asia to deter aggression and demonstrate commitment to regional stability.  
The end of U.S. combat in Iraq and Afghanistan will mean that forces currently 
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allocated to these conflicts will be available to return to their assigned home stations – 
many of which are in the Asia-Pacific region – to support the rebalance or for other 
missions.  These forces will resume regular bilateral and multilateral training exercises, 
pursue increased training opportunities to improve capabilities and capacity of partner 
nations, as well as support humanitarian, disaster relief, counterterrorism, and other 
operations that contribute to the stability of the region. 


 Middle East. The Department will continue to maintain a strong military posture in the 
Gulf region – one that can respond swiftly to crisis, deter aggression, and assure our 
allies – while making sure that our military capabilities evolve to meet new threats.  The 
U.S. Armed Forces today have a strong presence in the region with more than 35,000 
military personnel in and immediately around the Gulf, including advanced fighter 
aircraft, ISR assets, missile defense capabilities, rotational ground forces building 
partnership capacity, and a robust naval presence.  Our forces are working closely with 
regional partners to provide reassurance and sufficiently robust capabilities to deter and 
respond to an array of challenges, from terrorist, paramilitary, and conventional threats, 
among others.  Going forward, the Department will place even more emphasis on 
building the capacity of our partners in order to complement our strong military 
presence in the region.  Together, we will work closely to enhance key multilateral 
capabilities, including integrated air and missile defense, maritime security, and SOF.  
In addition to the forward posture in the region, the Department will plan to flow 
additional forces to the region in times of crisis.  


 Europe. U.S. forces will continue to pursue innovative ways to strengthen the military 
capabilities of European allies and partners by maintaining forward-stationed forces 
there and providing rotational presence, including through shared allied and partner 
locations.  Recognizing Europe’s strategic importance to operations in both Africa and 
the Middle East, we will work closely with host nations to improve the access and 
flexibility of our European basing to be able to better respond to crises in the region and 
beyond.  We will continue to study U.S. infrastructure and headquarters in Europe to 
balance further consolidation in a time of fiscal austerity with our enduring 
responsibility to provide forces in response to crises in the region and beyond, and to 
train with NATO allies and partners.  The Department will make every effort to 
enhance training with European nations, recognizing their role as primary U.S. partners 
in operations globally.  We will continue to work to achieve a Europe that is peaceful 
and prosperous, and we will engage Russia constructively in support of that objective. 







 


C H A P T E R  I I I :  R E B A L A N C I N G  T H E  J O I N T  F O R C E   36 
 


A U.S. Navy Diver lowers a side-scan sonar 
with the help of Colombian divers during 
Navy Dive-Southern Partnership Station 
2012, off the coast of Colombia. (U.S. Navy 
photo by Petty Officer 2nd Class Kathleen 
A. Gorby) 


 Africa. The Department will continue to maximize the impact of a relatively small U.S. 
presence in Africa by engaging in high-return training and exercise events; negotiating 
flexible agreements; working with interagency 
partners; investing in new, effective, and efficient 
small footprint locations; and developing innovative 
approaches to using host nation facilities or allied 
joint-basing.  


 Latin America. Working with our interagency 
colleagues and international partners, we will assist 
as appropriate in countering diversified illicit drug 
trafficking and transnational criminal organization 
networks in Latin America that are expanding in 
size, scope, and influence.  The Department will 
continue to maximize the impact of U.S. presence in 
Latin America by continuing to foster positive 
security relationships with our partners to maintain 
peace and security of the Western Hemisphere.  


Project Power and Win Decisively 


The ability of the United States to project large-scale military power abroad is central to 
protecting and advancing U.S. interests and promoting security worldwide.  Sustaining superior 
power projection forces – enabled by mobility capabilities including airlift, aerial refueling, 
surface lift, sealift, and prepositioning – will remain a top priority for force planning and 
development, even in an austere fiscal environment.  


 Air/Sea. The Department’s investments in combat aircraft, including fighters and long-
range strike, survivable persistent surveillance, resilient architectures, and undersea 
warfare will increase the Joint Force’s ability to counter A2/AD challenges.  The 
Department will continue to invest in a range of needed capabilities, including the Air 
Force, Navy, and Marine Corps commitment to the F-35 program.  The Department 
will also deepen collaboration with key allies and partners as they develop future forces 
and capabilities to counter more sophisticated adversaries.  Allied procurement of F-35s 
provides a major step toward enhancing our interoperability. 


 Ground Forces. The ability to defeat an enemy’s ground force and occupy territory is 
central to our ability to deter aggression, gain access, project power and win decisively.  
We will refine our doctrine, modernize our capabilities, and regain our proficiency to 
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conduct forcible entry and large-scale combined arms maneuver operations against 
larger and more capable adversaries than we have confronted over the past decade. 


 Space. The Department will continue to emphasize space investments that provide 
enhanced resilience and the ability to deter, defend against, and defeat attacks to U.S. or 
allied systems.  International partnerships in space situational awareness, such as the 
relocation of a radar and space surveillance telescope to Australia, will allow the 
Department to increasingly diversify, expanding coverage in key regions while yielding 
savings.  Similarly, the Department will increasingly turn to hosted payloads, 
commercial imagery, and international ISR capabilities to provide diversified sources of 
space capabilities.  Near-term investments in technology demonstrations and capabilities 
are needed to evolve toward more resilient architectures.  Additionally, the Department 
is fielding new capabilities to detect and characterize interference with space systems, to 
enable timely attribution and response.  The Department also will accelerate initiatives 
to counter adversary space capabilities including adversary ISR and space-enabled 
precision strike.  These activities must be coordinated by a more dynamic, defense-
focused battle management command, control, and communications architecture.   


 Counterterrorism and Special Operations. The Department of Defense will continue to 
protect its capacity and capability to counter terrorist threats around the world.  U.S. 
Special Operations Forces play a central role in these efforts, increasingly maintaining 
persistent forward presence to prevent crises in addition to serving as a crisis response 
and contingency force.  The Department will grow overall SOF end strength to 69,700.  
We will protect the ability of SOF to sustain persistent, networked, distributed 
operations to defeat al Qa’ida and counter other emerging transnational threats, counter 
WMD, build partnership capacity for counterterrorism, deny enemy sanctuary, and 
conduct or support direct action, as appropriate.  As forces are withdrawn from 
Afghanistan, more SOF will be available to support Combatant Commanders’ efforts to 
counter a range of challenges across the globe.  The demand for U.S. forces to expand 
the counterterrorism capabilities of allied or partner forces will likely increase in the 
coming years.  The United States will continue to advise, train, and equip partner forces 
to perform essential tasks against terrorist networks, complementing U.S. activities in 
the field.  Operations and activities in the Maghreb, Sahel, and Horn of Africa, for 
example, further our national security interests without a large commitment of U.S. 
forces.   


 Precision Strike. Whether by air, land, or sea, the Department is prioritizing the ability 
to strike with precision.  The Air Force will procure air-to-surface missiles that will allow 
both fighter and bomber aircraft to engage a wide range of targets effectively even when 







 


C H A P T E R  I I I :  R E B A L A N C I N G  T H E  J O I N T  F O R C E   38 
 


the enemy’s air defenses have not been fully suppressed.  The Navy is also developing a 
new, joint, long-range anti-ship cruise missile that will improve the ability of Joint 
Forces to engage surface combatants in defended airspace.  Although the Navy will 
reduce its annual purchase of Tomahawk Land Attack Cruise Missiles – which are 
deployed across our fleet of surface combatants and submarines – thousands of these 
long-range, accurate missiles will remain in the Navy’s inventory.  


 Intelligence, Surveillance, and Reconnaissance (ISR).  Timely, accurate information about 
operational and tactical situations is essential to the effective accomplishment of any 
military mission.  U.S. forces operate a wide range of systems to provide such 
information in peacetime, crisis, and conflict.  In the wake of the drawdown of forces 
from Iraq and Afghanistan and in light of growing challenges from state adversaries, the 
Department will rebalance investments toward systems that will be effective in defended 
airspace and denied areas.  We will make critical space-based systems more resilient by 
expanding access to commercial and allied space ISR systems.  As the Department 
makes these investments, we will sustain capabilities appropriate for more permissive 
environments in order to support global situational awareness, counterterrorism, and 
other operations.  We will extend the range of our counterterrorism airborne ISR 
platforms and continue to equip them with new and better sensors.  Continuing a trend 
that began in the late 1990s, U.S. forces will increase the use and integration of 
unmanned aerial systems for ISR.   


 Resilience. The Department will also improve the resilience of air, naval, ground, space, 
and missile-defense capabilities, even in the face of large-scale, coordinated attacks.  We 
will pursue a number of complementary measures that, in combination, will reduce the 
vulnerability of U.S. forces and allow them to sustain high-tempo operations. This 
includes active and passive measures to enhance the resilience of overseas bases.  The 
Department will enhance capabilities to disperse land-based and naval expeditionary 
forces to other bases and operating sites, providing the ability to operate and maintain 
front-line combat aircraft from austere bases while using only a small complement of 
logistical and support personnel and equipment.  We will also invest in additional rapid 
airfield repair capabilities, as well as procure fuel bladders to ensure survivability of 
supplies.   


RISKS 


The QDR makes clear that our updated national defense strategy is right for the Nation, 
sustaining the role of the United States as a global leader and providing the basis for decisions 
that will help bring our military into balance over the next decade and responsibly prepare for 
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fiscal and strategic uncertainty.  The United States will need to continue to make difficult and 
deliberate decisions about how to prioritize the use of military force and how to deploy forces to 
our global Combatant Commanders based on its national security interests.  In the near term, 
U.S. forces will remain actively engaged in building partnerships and enhancing stability in key 
regions, but our engagement will be even more tailored and selective.  We will sustain a 
heightened alert posture in regions like the Middle East and North Africa.  When possible, we 
will seek to reinforce our commitment to regional security by undertaking activities such as 
military-to-military engagements with critical partners.  Over the long term, we face the risk of 
uncertainty inherent to the dynamic nature of the security environment.  Although the Joint 
Force will gradually become more modern, we will face risks as others develop and field 
advanced capabilities and sophisticated weapons systems.  We will have less margin of error to 
deal with unforeseen shifts in the security environment. 


The Department can manage these risks under the President’s FY2015 Budget plan, but they 
would grow significantly if sequester-level cuts return in FY2016.  The Department’s approach 
thus provides a realistic alternative to sequestration-level cuts, sustaining adequate readiness and 
modernization most relevant to the Department’s long-term strategic priorities.  Moreover, the 
additional $26 billion in FY2015 in “Opportunity, Growth, and Security” Initiative funds that 
the President proposed providing to the Department would mitigate near-term readiness and 
investment risks.  To sustain a healthy, ready, and modern force into the future, it is essential 
that requested savings from Base Realignment and Closure (BRAC), compensation, health care, 
and other efficiencies be approved.  


MAIN ELEMENTS OF PLANNED U.S. FORCE STRUCTURE 
AND END STRENGTH, FY20191 


Department of the Army* 
18 divisions (10 Regular Army; 8 Army National Guard) 


22 aviation brigades (10 Regular Army, 2 U.S. Army Reserve, and 10 Army National Guard) 


15 Patriot air and missile defense battalions, 7 Terminal High-Altitude Area Defense (THAAD) 
missile defense batteries (all Regular Army) 


                                                            
 


1 Some out year force structure plans may change if Congress appropriates at the five-year level in the President’s 
Budget request. 
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Military Personnel: 440,000 - 450,000 Regular Army; 195,000 U.S. Army Reserve; 335,000 
Army National Guard 


*Specific numbers and composition of Army forces are not yet finalized as the Army balances forces, 
modernization, and readiness, and considers innovative force designs. 


Department of the Navy 
11 aircraft carriers (CVNs) and 10 carrier air wings (CVWs) 


92 large surface combatants (68 DDG-51s, 3 DDG-1000s, and 21 CG-47s with 10-11 cruisers 
in temporary lay-up for modernization) 


43 small surface combatants (25 LCS, 8 MCMs, and 10 PCs) 


33 amphibious warfare ships (10 LHAs/LHDs, 11 LPDs, and 12 LSDs, with 1 LSD in 
temporary lay-up for modernization) 


51 attack submarines (SSNs) and 4 guided missile submarines (SSGNs) 


Personnel end strength: 323,200 Active Component (AC); 58,800 Naval Reserve 


2 Marine Expeditionary Forces organized in 3 AC and 1 Reserve Component (RC) 
Division/Wing/Logistics Group teams 


3 Marine Expeditionary Brigade Command Elements 


7 Marine Expeditionary Unit Command Elements 


Personnel end strength: 182,000 AC; 39,000 RC 


Department of the Air Force*  
48 fighter squadrons (26 AC; 22 RC)  (971 aircraft) 


9 heavy bomber squadrons (96 aircraft:  44 B-52, 36 B-1B, 16 B-2) 


443 aerial refueling aircraft (335 KC-135, 54 KC-46, 54 KC-10) 


211 strategic airlift aircraft (39 C-5, 172 C-17) 


300 tactical airlift aircraft (C-130) 


280 ISR aircraft (231 MQ-9, 17 RC-135, 32 RQ-4) 


27 Command and Control Aircraft (18 E-3, 3 E-4, 6 E-8) 


6 operational satellite constellations (missile warning, navigation and timing, wideband & 
protected SATCOM, environmental monitoring, multi-mission) 


Personnel end strength: 308,800 AC; 66,500 Air Force Reserve; 103,600 Air National Guard 


* Numbers shown for U.S. Air Force aircraft reflect “combat coded” inventory; that is, aircraft 
assigned to units for performance of their wartime missions. 







 


C H A P T E R  I I I :  R E B A L A N C I N G  T H E  J O I N T  F O R C E   41 
 


Special Operations Forces 


Approximately 660 special operations teams (Includes Army Special Forces Operational 
Detachment-Alpha [ODA] teams and their equivalents; Navy Sea, Air, Land [SEAL] platoons; 
Marine special operations teams; Air Force special tactics teams; and operational aviation 
detachments [OADs].  Does not include civil affairs [CA] teams or military information 
support operations [MISO] detachments.)   


3 Ranger battalions 


259 mobility and fire support aircraft  


Approximately 83 ISR aircraft (40 remotely-piloted and 43 manned) 


Personnel end strength: 69,700 


Strategic Nuclear Forces* 


No more than 1550 accountable deployed warheads for the following strategic nuclear delivery 
vehicles: 


Up to 420 Minuteman III intercontinental-range ballistic missiles  


240 submarine-launched ballistic missiles deployed on 12 of 14 SSBNs 


Up to 60 nuclear-capable heavy bombers, with each deployed heavy bomber counting as one 
deployed warhead 


* This U.S. strategic nuclear force complies with the central limits set forth in the U.S.-Russia New 
START Treaty.  These limits must not be exceeded from 5 February 2018 onward; that is, seven 
years after the treaty entered into force.  These numbers pertain to deployed warheads and deployed 
strategic nuclear delivery vehicles as defined in the New START Treaty. 


Cyber Mission Forces  


13 National Mission Teams (NMTs) with 8 National Support Teams (NSTs) 


27 Combat Mission Teams (CMTs) with 17 Combat Support Teams (CSTs)  


18 National Cyber Protection Teams (CPTs)  


24 Service CPTs 


26 Combatant Command and DOD Information Network CPTs  
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A U.S. Navy Specialist Seaman teaches children to salute at the Yawkey Boys and 
Girls Club during Boston Navy Week 2012 which commemorated the 
Bicentennial of the War of 1812. The eight-day event hosted service members 
from the U.S. Navy, Marine Corps, and Coast Guard as well as coalition ships 
from around the world. (U.S. Marine Corps photo by Cpl. Marco Mancha) 
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The Department of Defense is taking steps to rebalance its own enterprise in order 
to control accelerating internal cost growth that threatens to be unsustainable in 
the future.  The Department’s first priority is to maintain the strength of our 
greatest asset – the men and women who serve in the United States Armed Forces 
and their families.  We will continue to support all current Service members, as 
well as those who transition out of the U.S. military, and especially those who 
require care after returning from combat.  Maintaining our commitment to 
sustaining and strengthening the health of the All-Volunteer Force in times of 
decreasing defense budgets requires us to make prudent, significant, and enduring 
reforms wherever possible. This includes finding efficiencies within the 
Department of Defense organization, reforming our internal processes and 
consolidating our infrastructure, and making some adjustments to pay and 
compensation.  In doing so, we will exercise good stewardship over the resources 
entrusted to the Department of Defense while continuing to honor the sacrifices 
of all those who serve. 


STRENGTHENING THE HEALTH  
OF THE ALL-VOLUNTEER FORCE 
The past twelve years 
of combat have 
profoundly affected the 
All-Volunteer Force.  
Soldiers, Sailors, 
Airmen, and Marines 
from all components 
have served with 
distinction.  Even as 
the entire Joint Force 
reaches the end of the 
U.S.-led combat 
mission in Afghanistan 
and devotes greater 
attention to preparing for future challenges, members of the U.S. military will 
continue to endure hardships, including lengthy family separations and 
deployments in harm’s way.  
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Army Spc. Elizabeth Wasil wins gold in the 1500-meter wheelchair race 
during the 2013 Warrior Games in Colorado Springs, Colorado. (Defense 
Department photo by EJ Hersom)


As the Department undertakes this transition from wartime, we will continue to ensure that 
Service members whose sacrifices have resulted in wounds, illnesses, or injuries receive top-
quality physical and psychological care.  The Department of Defense is committed to 
supporting the approximately 14,000 wounded warriors and their families recovering from, and 
coping with, injuries sustained during global operations.  The Department will invest in 
initiatives like the Recovery Coordination Program, which assigns a single point of contact to 
help Service members from the moment of an injury to when they return to active duty or leave 
active service.  And we will sustain efforts to build the strongest possible support network for the 
men and women of the U.S. Armed Forces who are in hospitals, rehabilitation, or are otherwise 
recovering.  


All veterans of the U.S. Armed Forces 
deserve the opportunity to translate 
their extraordinary experiences – 
leading teams, making decisions, and 
solving problems – into new 
occupations after they leave active 
service.  The Department of Defense 
will continue to work with the 
Departments of Veterans Affairs (VA) 
and Labor (DOL) to help U.S. 
corporations, associations, 
municipalities, and non-profit 
organizations select from the rich talent 
pool of separating Service members and retirees of the U.S. Armed Forces.  As one example, the 
Department of Defense will continue work with the VA and DOL to support the Transition 
Assistance Program (TAP), which helps Service members receive training, education, and 
credentials needed to transition successfully to the civilian workforce.  Efforts like these are 
mutually beneficial, not only aiding the men and women who have served our country in 
finding rewarding employment, but also providing potential employers with motivated, 
accomplished, effective workers, managers, leaders, and executives. 


For all current members of the U.S. Armed Forces, each of whom makes sacrifices in support of 
the Nation’s security, the Department must seek to provide an environment where our 
personnel can succeed to the best of their abilities.  Responsibly confronting instances of sexual 
assault remains a top priority for the Department.  We are standardizing prevention efforts 
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across the Services, and strengthening commander accountability and victim advocacy while 
enhancing victim support and pretrial investigations.  We are committed to demonstrating 
measurable progress in sexual assault prevention and response.   


We are also continuing to take major steps toward reducing all remaining gender-based barriers 
to service.  The Army has ended the direct ground combat exclusion rule for female Service 
members, and other Services are moving forward to eliminate all unnecessary gender-based 
barriers to service.  As a result of these and other decisions, since 2012 the Department opened 
approximately 57,000 positions to women, and our efforts to evaluate occupational 
performance standards are ongoing.  The Department will also continue to implement changes 
needed to realize fully its decision to allow gay men and women to serve openly in the military.  
Across all of these efforts, senior leadership remains committed to one principle: ensuring that 
no form of discrimination persists in the U.S. Armed Forces.   


REBALANCING THE DEFENSE INSTITUTION 


Decreasing defense budgets require the Department to continue making prudent, significant, 
and enduring reforms wherever possible.  


Efficiencies 


This QDR builds on the successes of two previous Secretaries of Defense in driving institutional 
reforms.  We have implemented or are currently implementing changes designed to reduce 
health provider costs, increase efficiencies in our internal health care facilities, eliminate lower-
priority organizations, consolidate information technology operations, and much more.  In the 
President’s FY2010 Budget submission, the Department capped and cancelled billions of dollars 
in programs that were inefficient and underperforming.  As a result of a 2011 Secretary of 
Defense-led efficiency review, the Department realized five-year savings of $150 billion.  In 
2012, the Department identified another $60 billion in planned reductions over five years, with 
an additional $35 billion in 2013.  In December 2013, Secretary Hagel announced that the 
Department will implement a number of additional efficiencies, including:  


 Reducing the Department’s major headquarters budgets by 20 percent, beginning with 
the Office of the Secretary of Defense (OSD), the Joint Staff, Service Headquarters and 
Secretariats, Combatant Commands, and Defense Agencies and Field Activities; and 







 


C H A P T E R  I V :  R E B A L A N C I N G  T H E  D E F E N S E  I N S T I T U T I O N   46 
 


 Reducing the number of direct reports to the Secretary of Defense by further 
consolidating functions within OSD, as well as eliminating positions. 


In all, these efforts will reduce the Department’s operating costs by some $5 billion over the 
next five years and more than twice that amount over the next decade.  The Services are also 
finding efficiencies within their organizations.   


Better Buying Power and Financial Management Reforms 


Achieving greater efficiencies is a central piece of the Department’s efforts to increase 
productivity in defense spending to deliver better value to the taxpayer and warfighter.  
Introduced in 2010, Better Buying Power encompasses a set of initiatives intended to move the 
Department toward this goal.  In November 2012, the Department began its second phase of 
Better Buying Power, which reflects the Department’s commitment to continuous 
improvement in seven key areas: 


 Achieve affordable programs; 


 Control costs throughout the product lifecycle; 


 Incentivize productivity and innovation in industry and government; 


 Eliminate unproductive processes and bureaucracy; 


 Promote effective competition; 


 Improve tradecraft in acquisition of contracted services; and 


 Improve the professionalism of the total acquisition workforce. 


The initiatives that support these broad goals emphasize innovation, technology, best value, and 
professionalism of the workforce.  This last area recognizes that people are essential to changing 
the way the Department provides critical capabilities to the warfighter and thus seeks to 
establish higher standards for key leadership positions, implement stronger professional 
qualification – not just certification – requirements for all acquisition specialties, increase the 
recognition of excellence in acquisition management, and continue to increase the cost 
consciousness of the acquisition workforce.   
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The Department is also improving its financial management, in part to achieve auditable 
financial statements.  We have taken many steps: tightening financial business processes, 
installing modern systems, and instituting a formal course-based certification program for 
defense financial managers.  Now our efforts are paying off.  This year for the first time a 
military service – the Marine Corps – has achieved an unqualified opinion on its current-year 
budget statement, and we expect most of our budget statements to be audit ready by September 
2014.  Through these financial and acquisition improvements, as well as efficiencies, the 
Department continues to demonstrate its commitment to increasing productivity in defense 
spending. 


Managing the Total Force 


The Department’s civilian workforce, augmented with contract support, directly contributes to 
mission readiness and serves as a key enabler of the operating forces by providing essential 
training, performing equipment modernization and reset, providing medical care, delivering 
base operating and infrastructure services, and ensuring the viability of critical family support 
programs.  From FY2001 through FY2012, the Department saw a steady increase in its civilian 
workforce, especially in emerging areas such as intelligence, cyber, and acquisition – areas where 
civilians are increasingly operators.  The Department sought to reduce stress on the Joint Force 
by converting 50,000 military billets to civilian ones, freeing up more military personnel for 
combat, as well as increasing logistics and medical staff, among others.  Civilian workforce 
increases enabled the Department to reduce excessive reliance on contractor support and 
rebalance the Total Force to ensure organic capabilities and government performance of 
inherently governmental and critical functions.  


Given the planned reductions to the uniformed force, changes to our force structure, and the 
Department’s strategic direction under fiscal constraints, the Department must continue to find 
efficiencies in its total force of active and reserve military, civilian personnel, and contracted 
support.  The Department needs the flexibility to size and structure all elements of its Total 
Force in a manner that most efficiently and effectively meets mission requirements, delivers the 
readiness our Commanders require, and preserves the viability, morale, and welfare of the All-
Volunteer Force.  
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Base Realignment and Closure (BRAC) 


Especially as the Department reduces force structure, we must avoid spending precious defense 
dollars on maintaining unnecessary facilities.  The Department estimates that we already have 
more infrastructure than we need; our excess capacity will grow as we reduce force structure.  
The most effective way to eliminate unneeded infrastructure within the United States is through 
the BRAC process.  BRAC is an analytical, apolitical, transparent, independently validated 
process that has proven to be a successful efficiency tool, saving more than $12 billion annually 
from the five BRAC rounds that have occurred during the past twenty-five years.  Congress has 
denied the Department’s request for another BRAC round in each of the past two years.  If the 
Department of Defense is to make effective use of taxpayer dollars, Congress must authorize 
another BRAC round in 2017.  


While a U.S. BRAC is needed to eliminate the costs of unneeded infrastructure, the 
Department is also looking for efficiencies in its global infrastructure.  To that end, the 
Department has embarked on a comprehensive review of its European infrastructure.  This 
effort should deliver changes that will make a material improvement in both operating efficiency 
and effectiveness and validate the infrastructure we must maintain to meet our strategic 
commitments in the region.  


PAY AND COMPENSATION 


Strengthening the health of the All-Volunteer Force requires keeping the force in balance during 
this period of austerity.  America will maintain its two-fold sacred contract with the U.S. Armed 
Forces: to properly compensate and care for our men and women in uniform and their families 
– both during and after their service – and to provide our Service members the best training and 
equipment possible so they can safely accomplish their missions.  


The Department and the American people have rightfully been very supportive of our men and 
women in uniform for more than a decade of war.  Since 2001, increases in military pay and 
benefits have more than closed compensation gaps and have better aligned military 
compensation with the rest of the Nation’s workforce.  Increases in the glideslope of 
compensation growth were primarily a result of the following: 


 Setting basic pay raises higher than private sector wage growth; 


 A new health care plan for retirees 65 and older (TRICARE for Life); and 
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 Providing a housing allowance to cover 100 percent of surveyed rent, basic utilities, and 
renter insurance costs. 


Reflecting these enhancements, the All-Volunteer Force today is compensated with a broad mix 
of pay and benefits including Basic Pay, Basic Allowance for Housing, Health Care, 
Subsistence, Clothing, Commissaries, and Special Pays and Incentives.  To ensure a future force 
that is sized, shaped, trained, and equipped appropriately within increasingly constrained 
budgets, and to keep personnel costs on a sustainable path, it is necessary for the Department to 
slow the rate of growth in pay and compensation responsibly, fairly, and sustainably.  The 
Department must make adjustments to place the still-upward compensation trajectory on a 
more appropriate, sustainable, and responsible glideslope.  


The Department is proposing a range of changes that will continue to offer a competitive 
package for recruiting and retaining our Joint Force of the future while slowing the rate of 
compensation growth.  If implemented fully, these proposals could save approximately $12 
billion over the next five years and considerably more by the end of ten years.  And, these 
changes represent a far smaller percentage of the legislated total reduction in the Department’s 
topline than we are taking from force capability, capacity, and readiness. 


Military Basic Pay is taxable Service member income based on pay grade and time in service.  
The Department proposes restraining the annual military pay raise over the next five years by 
providing pay raises below the Employment Cost Index, beginning at 1 percent in FY2015.  
This excludes general and flag officers, whose pay will be frozen for one year.  


Basic Allowance for Housing (BAH) is a tax-free cash allowance for Service member housing 
costs when government quarters are not utilized.  Prior to 2001, a member’s housing allowance 
covered only about 80 percent of his or her full housing costs.  Starting in 2001, the 
Department phased-in a “zero out-of-pocket expenses” policy, and by 2005, BAH covered 100 
percent of average expected expenses.  As more Service members took advantage of BAH and 
the Services grew, the cost share and impact to the budget grew correspondingly. The 
Department proposes slowing the rate of BAH growth over a phase-in period of three years and 
no longer reimbursing for renter’s insurance until tax-free housing allowances cover an average 
of 95 percent of expenses.  The proposal applies to domestic BAH only, and Service members 
are “rate protected” until they change duty stations.  This change is projected to save about $5 
billion from FY2015-FY2019.   
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TRICARE provides low-cost, world-class medical care for Service members, their families, and 
retirees.  Over the past decade, Military Health System costs have more than doubled from $19 
billion in FY2001 to $49 billion in the President’s FY2014 Budget request, with some of this 
increase coming from the creation of TRICARE for Life for retirees 65 and older.  Moreover, 
member fees have only been adjusted modestly since TRICARE was fully implemented in 1996, 
when a working age retiree’s family of three who used civilian care contributed on average 
roughly 27 percent of the total cost of its health care.  Today, that percentage contribution has 
dropped to less than 11 percent as costs have increased without a proportionate increase in user 
fees.   


In line with recent attempts to reform military health care, the Department has proposed 
combining the three TRICARE fee-for-service and managed care options into a consolidated 
plan.  Modeled after best practices in the private sector, this proposal reduces costs without 
negatively affecting health care services, and will save about $9 billion from FY2015-FY2019.  It 
includes adjustments in deductibles and co-pays to encourage members to use the most 
affordable means of care.  Active duty Service member health care benefits will not change.  
Beneficiaries will be able to maintain their choice of doctor, and nothing we are doing will 
create incentives for current providers or doctors to leave TRICARE.  Medically retired 
personnel and survivors of those who died on active duty will be treated as active duty family 
members.  The Department will continue to fully fund its Wounded, Ill, and Injured warrior 
programs.  Even with additional fees, the coverage is far cheaper than equivalent civilian sector 
health care plans, and the care will remain comparable to or better than the civilian sector. 


The Defense Commissary Agency operates 243 military grocery stores around the world (178 
domestic, 65 overseas locations), providing at-cost groceries plus a 5 percent surcharge to 
Service members, their families, and retirees.  Commissaries were established decades ago when 
military pay was much less, the majority of military members lived on installations, and the 
civilian market provided fewer low-cost store options near Department of Defense installations.  
This is not the case in most locations today.  The Department proposes gradually reducing by 
$1 billion over the next three years the annual direct subsidy provided to military commissaries, 
which now totals $1.4 billion.  Under this plan, all commissaries would still receive free rent 
and pay no taxes, and overseas commissaries – as well as those in remote locations – would 
continue receiving direct subsidies.  In all, this proposal is projected to save $3.9 billion from 
FY2015-FY2019.     


In their totality, these proposed changes will maintain our promise to provide the All-Volunteer 
Force with fair and appropriate pay and compensation while always sending them into combat 
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with the best possible training and equipment that we can provide.  The Secretary of Defense, 
the Secretaries of the Military Departments and the Service Chiefs, the Senior Enlisted Advisers, 
and the Department’s entire senior leadership team support this comprehensive reform package, 
which we believe will put us on a sustainable path and will help fund the warfighting 
capabilities we need to maintain the Joint Force.  We will work in partnership with Congress 
and the American public to implement these reforms so that we can ensure we continue to 
sustain the world’s finest military.   
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CHAPTER V:  IMPLICATIONS AND RISKS OF SEQUESTRATION-LEVEL CUTS 


 
The Department of Defense is committed to protecting and advancing U.S. 
national security interests by taking steps to rebalance and prepare for the future.  
Today, at the level supported by the President’s FY2015 Budget, the Department 
will still be capable of protecting our country and fulfilling the defense strategy, 
but with increased levels of risk for some missions.  The Department can manage 
these risks under the President’s FY2015 Budget plan, but the risks would grow 
significantly if sequester-level cuts return in FY2016, if proposed reforms are not 
accepted, or if uncertainty over budget levels continues.  The scale and timeline 
of reductions would force the Department to make greater reductions in the 
military’s size, reach, and margin of technological superiority.  Under this 
scenario, the Department of Defense could see its planned budget reduced by 
almost $1 trillion over ten years compared to levels envisioned three years ago.  
Cuts to meet these budget levels would slash force structure and modernization 
too deeply to viably execute our defense strategy. 


IMPLICATIONS OF SEQUESTRATION-LEVEL  
CUTS ON THE DEFENSE STRATEGY AND FORCE 
PLANNING 


The return of sequestration-level cuts in FY2016 would significantly reduce the 
Department’s ability to fully implement our strategy.  Relative to funding levels 
in the President’s FY2015 Budget, risks associated with conducting military 
operations would rise substantially.  Our military would be unbalanced and 
eventually too small and insufficiently modern to meet the needs of our strategy, 
leading to greater risk of longer wars with higher casualties for the United States 
and our allies and partners.  Ultimately, continued sequestration-level cuts would 
likely embolden our adversaries and undermine the confidence of our allies and 
partners, which in turn could lead to an even more challenging security 
environment than we already face.   
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Under continued sequestration-level cuts, the Department would maintain its priority focus on 
homeland defense – albeit at heightened risk.  Decreased levels of readiness and capacity would 
challenge the Department’s ability to maintain air, missile, and maritime defenses over time, 
particularly if we faced a large-scale conflict overseas, while also negatively affecting our ability 
to support domestic homeland security agencies and catastrophic disaster response support to 
civil authorities. 


Sequestration-level cuts over the near-, mid-, and long-term would have an even more negative 
impact on the Department’s ability to shape events globally.  Under sequestration-level cuts, the 
United States would remain focused on strengthening alliances and partnerships and working 
with our partners to build capacity, but the Department would have difficulty matching our 
intent with the reduced resources available for engagement activity.  Over the next decade, 
reductions in readiness and capacity imposed by sequestration-level cuts would diminish the 
Department’s ability to build security globally, preserve stability, deter conflict, and reassure 
allies.  For instance, the number of ships available for the Navy to provide global presence 
would decrease further than it did under sequestration in FY2013.  Engagement programs such 
as Joint Combined Exchange Training events would be reduced significantly as well.  Over 
time, the Department’s ability to counter terrorism, conduct exercises and training activities 
with partners, make port visits, and provide ISR capabilities to regional Combatant 
Commanders would be significantly constrained. 


Under sequestration-level cuts, the United States would continue prioritizing efforts to sustain 
and complete our rebalance to the Asia-Pacific region, including our focus on ensuring strong 
relations with our allies and partners.  The Department would continue implementing key 
posture initiatives in the region, and by 2020, the Department would have home-ported 60 
percent of naval ships in the region.  Reduced capacity, however, would create challenges in 
maintaining current levels of presence, particularly aircraft carriers, across the Pacific.  The scale, 
number, and complexity of U.S. exercises in the region and with our allies and partners would 
also significantly decrease over time if resource levels did not increase. 


While the Department of Defense would sustain its focus on the Middle East – seeking to 
counter violent extremists and destabilizing threats – we would need to move toward a leaner, 
yet still responsive, posture if sequestration-level cuts remain in place in the years to come.  As 
in the Asia-Pacific region, smaller surface fleet capacity would lead to reduced presence.  
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The United States would remain committed to the security of our European allies and partners, 
but under sequestration-level cuts we would be unable to continue participating at current levels 
in joint training and exercises that are central to our relationships with allies and partners.  This 
and other trends over the mid- to long-term would degrade hard-earned interoperability that we 
have developed between our forces and European militaries, threatening our ability to 
collectively and rapidly achieve objectives in potential future operations.  If sequestration 
continues, there would be fewer U.S. military forces in other regions, such as the Western 
Hemisphere and Africa, than there are today.  These regions are already seeing the impact of 
increasingly constrained resources. 


Sequestration-level cuts would also lead to significant risk in the Department’s ability to project 
power and to win decisively in future conflicts.  The Department would have less ability to 
deter conflict and would face challenges in being able to defeat an adversary quickly if called 
upon to engage in major combat.  Reductions in capacity – across all Services but particularly in 
the Army – would challenge our ability to respond to strategic surprises, particularly those 
requiring large numbers of forces.  We would likely need to count more on allied and partner 
contributions in confrontations and conflicts, assuming they would be willing and able to act in 
support of shared interests.   


Reductions in overall readiness, particularly in the near years, would further challenge the ability 
of U.S. forces to project power and respond to contingencies.  Reducing readiness generates 
savings quickly, but it also robs the Services and U.S. Special Operations Command of resources 
they use to man, train, and equip their forces – including aircraft carriers, Brigade Combat 
Teams, Special Operations Forces, and flying units.  Sequestration-level cuts would reduce 
capacity available for the Services to maintain a ready “surge” pool of forces that could deploy 
rapidly.  Deploying forces, especially in the Army and Marine Corps, could in some cases have 
to draw on personnel and equipment from non-deployed forces, resulting in lower readiness 
levels in the event of an unexpected contingency or the need to deploy forces to provide forward 
presence.  Readiness decisions today will continue to have an impact for years to come.  We 
know that core and niche skills take exponentially longer to regenerate than the time they take 
to erode.  These corrosive readiness effects would require time and money to remedy. 


Critical modernization programs would also be broken under sequestration-level cuts, creating 
deficiencies in the technological capability of our forces despite the requirement that they be 
able to respond to a wide array of threats, including substantial A2/AD and cyberspace 
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challenges, as well as threats posed by adversaries employing innovative combinations of modern 
weaponry and asymmetric tactics.  Development and fielding of critical warfighting capabilities, 
including advanced fifth-generation fighters, long-range strike assets, surface and undersea 
combatants, and precision weapons would be at significant risk, despite the fact that these are 
the capabilities the Department most needs to address growing threats.  The Department would 
need to make tradeoffs in critical capabilities.  The Services would have to delay, curtail, or 
cancel some high-priority modernization programs, as well as many lower-priority programs.   


Finally, in the event of sequestration-level cuts, the Department would be forced to make a 
number of non-strategic decisions with negative impacts for U.S. interests.  For instance, the 
Navy would be forced to consider inactivating an aircraft carrier and its associated air wing and 
cutting one nuclear submarine, up to three DDG-51 destroyers, three logistics vessels 
(TAO(X)), and one Afloat Forward Staging Base/MLP from the shipbuilding plan in the next 
few years, solely to avoid near-term costs.  Doing so would undermine a core competitive 
advantage for the United States, decreasing our ability to engage globally, project power, deter 
conflict, and decisively win against potential adversaries.  The other Military Services would 
have to make similar difficult tradeoffs.  The negative impact of choices like these would be 
clear – not only to U.S. forces but to allies and partners we seek to reassure and to potential 
adversaries we seek to deter.  


The United States remains committed to protecting its interests, sustaining U.S. leadership, and 
preserving global stability, security, and peace.  Recognizing current fiscal realities, the 
Department has made a number of decisions to ensure the Joint Force remains balanced over 
time, even as it must begin getting smaller given fiscal constraints.  We will prepare the 
Department of Defense and the Joint Force for the future and preserve the health of the All-
Volunteer Force as we implement reforms.  


The FY2015 funding levels requested by the President will allow the military to protect and 
advance U.S. interests and fulfill the updated defense strategy – but with increased levels of risk 
for some missions.  The Department can manage these risks under the President’s FY2015 
Budget plan, but the risks would grow significantly if sequester-level cuts return in FY2016, if 
proposed reforms are not accepted, or if uncertainty over budget levels continues.  Ultimately, if 
the fiscal environment does not improve, by 2021 the Joint Force will be too small and 
insufficiently modern to fully implement our defense strategy.   As a global leader, the United 
States requires a robust national defense strategy to protect and advance its interests, with a 
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military that can implement that strategy effectively.  The Department is committed to working 
with Congress and the American people to ensure that as the Nation puts its fiscal house in 
order, we continue to provide sufficient resources for a strong national defense. 
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C H A I R M A N ’ S  A S S E S S M E N T  O F  T H E  Q U A D R E N N I A L  D E F E N S E  R E V I E W  


 


I support the strategic direction articulated in the 2014 Quadrennial Defense 
Review (QDR).  As we rebuild our readiness following more than a decade of 
conflict, the U.S. military will be capable of executing the 2014 QDR strategy 
but with higher risk in some areas.  In fact, our military risk will grow quickly 
over time if we don’t make the types and scope of changes identified in the 
report. 


Strategy is about balancing ends, ways, and means; that is, our national 
objectives, our operational concepts, and the resources available to us.  Clearly 
this QDR addresses the fact that for the foreseeable future the Department of 
Defense will have fewer “means” to apply to defending our national security 
interests.  Not surprisingly, given our responsibilities as a global power, the 
strategy articulated in the QDR preserves the “ends” articulated in the Defense 
Strategic Guidance of 2012 as they are considered necessary to protect the core 
interests of the United States.  With our “ends” fixed and our “means” 
declining, it is therefore imperative that we innovate within the “ways” we 
defend the Nation.  Successful innovation, particularly for an organization as 
large and complex as the U.S. military, is difficult.  It will require strong, 
courageous leadership within the military, as well as close collaboration with our 
elected leaders.  


Thus, the core theme for the FY 2014 QDR from my point of view is one of 
rebalance.  Because of geo-political change, frequent evolution in the way wars 
are fought, improving capabilities of our potential adversaries, and reduced 
resources as a result of the national imperative of deficit reduction, we will need 
to rebalance in many areas.  These include: 


 The types of conflict for which we prepare the Joint Force.  The force 
has been focused on a single type of conflict for the past decade and 
needs to restore its readiness for the full spectrum of potential conflict. 
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 Our forward posture across the globe.  We will need to balance permanent, 
prepositioned, and rotational presence with surge capability.  We will seek new presence 
models that assure our allies and deter our adversaries while addressing our many 
responsibilities around the world. 


 The capability, capacity and readiness of our force.  It will take time to restore the 
balance among what we can do, how often we can do it, and maintaining readiness for 
both our known commitments and for inevitable surprise.  They are significantly out of 
balance at the moment. 


 Our “tooth to tail” ratio.  Though inefficiency is often imposed from outside the 
Department, we need to continue to press to become more efficient as an organization 
in order to preserve our combat power. 


 The force mix of Active, Guard, and Reserve.  We need to carefully consider potential 
changes in the balance among our Active, Guard, and Reserve forces, leveraging the 
unique attributes and responsibilities of our Services and their components. 


ASSESSMENT 


As mentioned in my risk assessment last year, I believe there are six national security interests for 
which we are responsible directly derived from the four core interests outlined in the National 
Security Strategy.  These interests are what we protect—they are the “ends” of our strategy: 


1. The survival of the Nation; 
2. The prevention of catastrophic attack against U.S. territory; 
3. The security of the global economic system; 
4. The security, confidence, and reliability of our allies; 
5. The protection of American citizens abroad; and 
6. The preservation and extension of universal values. 


 
They are all important, but not equally so, and they inform us in the formulation of strategy 
and in the application of our resources. 


Based on these six interests, the Joint Chiefs and I use the following prioritization of missions 
(or “ways”) to advise the Secretary of Defense and the President and to determine how to 
distribute the force among our Combatant Commanders: 


1. Maintain a secure and effective nuclear deterrent; 
2. Provide for military defense of the homeland; 
3. Defeat an adversary; 
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4. Provide a global, stabilizing presence; 
5. Combat terrorism; 
6. Counter weapons of mass destruction; 
7. Deny an adversary’s objectives; 
8. Respond to crisis and conduct limited contingency operations; 
9. Conduct military engagement and security cooperation; 
10. Conduct stability and counterinsurgency operations; 
11. Provide support to civil authorities; and 
12. Conduct humanitarian assistance and disaster response. 


 
Prioritization aids us in choosing among resource options, analyzing plans, and articulating risk 
over time.  Today the U.S. military can conduct all of these missions, but under certain 
circumstances we could be limited by capability, capacity and readiness in the conduct of several 
of them.  Few powers possess the ability to deny American power projection.  Our overseas 
basing is diplomatically and militarily secure.  The homeland is safe.  Our technological 
advantages still outpace other state adversaries. 


However, in the next 10 years, I expect the risk of interstate conflict in East Asia to rise, the 
vulnerability of our platforms and basing to increase, our technology edge to erode, instability 
to persist in the Middle East, and threats posed by violent extremist organizations to endure.  
Nearly any future conflict will occur on a much faster pace and on a more technically 
challenging battlefield.  And, in the case of U.S. involvement in conflicts overseas, the homeland 
will no longer be a sanctuary either for our forces or for our citizens. 


I believe the QDR acknowledges this future and sets us on a useful direction to mitigate risk.  
We will need new operational concepts, new thinking about how to employ our comparative 
advantages, and new organizations and formations.  We will need the synergy of the Joint Force 
even more than we do today.  Above all, we will need to invest more in finding and developing 
leaders of consequence at every level, men and women of both competence and character. 


I consider the QDR’s force structure recommendations appropriate to the resources available.  
The QDR prioritizes investments that support our interests and missions, with particular 
attention to space, cyber, situational awareness and intelligence capabilities, stand-off strike 
platforms and weapons, technology to counter cruise and ballistic missiles, and preservation of 
our superiority undersea. 


The QDR force takes risk in the capacity of each Service but most notably in land forces.  
While a U.S. military response to aggression most often begins in the air or maritime 
domains—and in the future could begin with confrontations in the cyber and space domains—
they typically include and end with some commitment of forces in the land domain.  Therefore, 
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our QDR land forces will need to be even better organized, trained, and equipped for the full 
spectrum of 21st Century challenges.  Moreover, since time is a defining factor in the 
commitment of land forces, I strongly recommend a comprehensive review of the Nation’s 
ability to mobilize its existing reserves as well as its preparedness for the potential of national 
mobilization. 


Risk is increasing in other areas as well.  We will need capabilities that can operate effectively in 
contested environments and that can execute forced entry.  This means capabilities that have 
greater operating ranges and are more interoperable with other systems and concepts and 
capabilities that will enable dispersed operations.  We will need to continue to provide and 
enhance a network of systems that can defeat deeply buried and hardened targets and that can 
track and destroy mobile launchers.  We need to begin to move away from traditional platforms 
and methods, without sacrificing the benefits of our current posture and capability set.  Such a 
transition will be challenging and could be costly.  We must avoid procuring expensive and 
exquisite systems that can be neutralized by adversaries with far less investment. 


Determining just how costly this will be is nearly impossible.  We are likely to be surprised—
pleasantly and unpleasantly—by the speed of technology proliferation, increasingly 
sophisticated systems being developed by potential state adversaries, the cleverness and 
persistence of terrorists, the ability to adapt our own acquisition programs and capabilities, and 
the vitality of the U.S. technology and economic cycle.  Estimations of how and where we 
would fight a war or militarily intervene will also probably be largely wrong. 


We will need to build a balanced Joint Force and that force will need to be prepared for 
frequent adaptation. 


RISK 


The QDR asserts that the U.S. military can meet the updated national defense strategy, albeit at 
higher levels of risk in some areas.  I want to highlight three main areas of higher risk. 


 More Difficult Conventional Fights.  Our operational plans require capability, capacity, 
and force readiness.  Operational plans cannot be executed with a large force that is not 
ready in time or a ready force that is too small.  The most stressing interpretation of the 
strategy calls for defending the homeland while conducting simultaneous defeat and 
deny campaigns.  When measured against high- to mid-intensity operational plans, 
executing this combination of contingencies simultaneously would be higher risk with 
the QDR force.  To mitigate potential risks, we are currently reviewing our operational 
plans to ensure we have fully leveraged intelligence capabilities to see approaching 
threats early enough to ensure our asymmetric capabilities will be fully integrated into 
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operational approaches, and that we have optimized our overseas posture to shorten 
response and logistics timelines. 


 Reliance on Allies and Partners.  Reductions in our capacity are unlikely to be 
completely mitigated by increased reliance on our allies and partners.  We expect more 
from our allies even as their military power is mostly in decline, particularly relative to 
potential threats.  Our effort to build new partners—a core competence of each of our 
Services—will be made more difficult by our own declining force structure.  As part of 
our interaction with allies and counterparts, we have pursued more visibility into force 
management.  Additional mitigation could include blended forces, an allied “pool” for 
force demand and supply, and increasing interoperability and training. 


 The Reality of Global Responsibilities.  The military objectives associated with meeting 
long-standing U.S. policy commitments are extraordinary and are growing in difficulty.  
The security environment is rapidly shifting.  As the QDR explains, more diverse global 
actors are better connected, have more access to advanced technologies, and have proven 
their resilience and adaptability.  Middleweight powers can threaten the homeland while 
sub-state actors can grab power without accountability.  The number of nuclear-capable 
nations is growing.  Our aging combat systems are increasingly vulnerable against 
adversaries who are modernizing—many of whom have invested in leap-ahead 
technologies—making our ability to develop and employ leading-edge technologies, 
systems and concepts even more urgent.  Additionally, we must increasingly protect our 
forces, platforms, and installations against innovative, low-technology threats and 
tactics.  All of these factors diminish our present military advantage and complicate our 
ability to meet ambitious strategic objectives.  The Chiefs and I are working with the 
Secretary of Defense to refine and prioritize U.S. military objectives to align with the 
size and capabilities of our programmed force. 


CONCLUSION 


I believe that in 2020, we will still be the most powerful military in the world.  More than 1 
million men and women under arms—present in more than 130 countries and at sea—will still 
possess capabilities in every domain that overmatches potential adversaries.  Enjoying alliances 
with a majority of the most powerful states, we will be the only nation able to globally project 
massive military power. 


Our forces will also have considerable responsibilities.  They must protect allies, be globally 
present to deter conflict, protect the global commons, and keep war far from our shores and our 
citizens.  These obligations are unique to the United States military, and they are inherently 
expensive. 
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The smaller and less capable military outlined in the QDR makes meeting these obligations 
more difficult.  Most of our platforms and equipment will be older, and our advantages in some 
domains will have eroded.  Our loss of depth across the force could reduce our ability to 
intimidate opponents from escalating conflict.  Nations and non-state actors who have become 
accustomed to our presence could begin to act differently, often in harmful ways.  Moreover, 
many of our most capable allies will lose key capabilities.  The situation will be exacerbated 
given our current readiness concerns, which will worsen over the next 3 to 4 years. 


The essentials of the 2014 QDR are correct.  Given the increasing uncertainty of our future, 
and the inherent uncertainty in judging risk, I support its short-term conclusions and direction.  
As suggested by the QDR, we will be challenged as an institution to make even relatively simple 
and well-understood reforms.  We will be preoccupied in the near term with restoring readiness 
given the devastating impacts of previous budget cuts.  Nevertheless, if our elected leaders 
reverse the Budget Control Act caps soon—and if we can execute the promises of the QDR—
then I believe we can deliver security to the Nation at moderate risk. 


My greatest concern is that we will not innovate quickly enough or deeply enough to be 
prepared for the future, for the world we will face 2 decades from now.  I urge Congress—
again—to move quickly to implement difficult decisions and to remove limitations on our 
ability to make hard choices within the Department of Defense.  The changes required for 
institutional reform are unpleasant and unpopular, but we need our elected leaders to work with 
us to reduce excess infrastructure, slow the growth in military pay and compensation, and retire 
equipment that we do not need.  Savings from these and other reforms will help us modernize, 
will add to research and development investments, and will provide needed funds to recover 
readiness.  The lack of will to do what is necessary may drain us of the will to pursue the more 
far-reaching ideas promised in the QDR. 


The true risk is that we will fail to achieve the far-reaching changes to our force, our plans, our 
posture, our objectives, and our concepts of warfare.  I believe that dramatic changes will be 
needed in all of these by 2025.  Some of these changes are well-known and outlined in the 
QDR.  Some of these changes are only dimly perceived today and need encouragement and 
direction.  Innovation is the military imperative and the leadership opportunity of this 
generation.  It’s a fleeting opportunity. 


When we commit America’s sons and daughters into combat, we must ensure that they are the 
best-trained, best-equipped, and best-led fighting force on the planet.  That takes time, it takes 
money, and it is perishable.  


 
 
 MARTIN E. DEMPSEY 
 General, U.S. Army  
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CHAPTER VII: ACTION WITH RESPECT TO THREATS TO THE PEACE, BREACHES 
OF THE PEACE, AND ACTS OF AGGRESSION 


Article 39 


The Security Council shall determine the existence of any threat to the peace, breach of the peace, or act of 
aggression and shall make recommendations, or decide what measures shall be taken in accordance with 
Articles 41 and 42, to maintain or restore international peace and security. 


Article 40 


In order to prevent an aggravation of the situation, the Security Council may, before making the 
recommendations or deciding upon the measures provided for in Article 39, call upon the parties concerned to 
comply with such provisional measures as it deems necessary or desirable. Such provisional measures shall 
be without prejudice to the rights, claims, or position of the parties concerned. The Security Council shall duly 
take account of failure to comply with such provisional measures. 


Article 41 


The Security Council may decide what measures not involving the use of armed force are to be employed to 
give effect to its decisions, and it may call upon the Members of the United Nations to apply such measures. 
These may include complete or partial interruption of economic relations and of rail, sea, air, postal, 
telegraphic, radio, and other means of communication, and the severance of diplomatic relations.  


Article 42 
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Should the Security Council consider that measures provided for in Article 41 would be inadequate or have 
proved to be inadequate, it may take such action by air, sea, or land forces as may be necessary to maintain or 
restore international peace and security. Such action may include demonstrations, blockade, and other 
operations by air, sea, or land forces of Members of the United Nations.  


Article 43 


1. All Members of the United Nations, in order to contribute to the maintenance of international peace and 
security, undertake to make available to the Security Council, on its call and in accordance with a special 
agreement or agreements, armed forces, assistance, and facilities, including rights of passage, 
necessary for the purpose of maintaining international peace and security. 


2. Such agreement or agreements shall govern the numbers and types of forces, their degree of readiness 
and general location, and the nature of the facilities and assistance to be provided. 


3. The agreement or agreements shall be negotiated as soon as possible on the initiative of the Security 
Council. They shall be concluded between the Security Council and Members or between the Security 
Council and groups of Members and shall be subject to ratification by the signatory states in accordance 
with their respective constitutional processes. 


Article 44 


When the Security Council has decided to use force it shall, before calling upon a Member not represented on 
it to provide armed forces in fulfilment of the obligations assumed under Article 43, invite that Member, if the 
Member so desires, to participate in the decisions of the Security Council concerning the employment of 
contingents of that Member's armed forces.  


Article 45 


In order to enable the United Nations to take urgent military measures, Members shall hold immediately 
available national air-force contingents for combined international enforcement action. The strength and degree 
of readiness of these contingents and plans for their combined action shall be determined within the limits laid 
down in the special agreement or agreements referred to in Article 43, by the Security Council with the 
assistance of the Military Staff Committee.  


Article 46 


Plans for the application of armed force shall be made by the Security Council with the assistance of the 
Military Staff Committee.  


Article 47 


1. There shall be established a Military Staff Committee to advise and assist the Security Council on all 
questions relating to the Security Council's military requirements for the maintenance of international 
peace and security, the employment and command of forces placed at its disposal, the regulation of 
armaments, and possible disarmament. 


2. The Military Staff Committee shall consist of the Chiefs of Staff of the permanent members of the 
Security Council or their representatives. Any Member of the United Nations not permanently 
represented on the Committee shall be invited by the Committee to be associated with it when the 
efficient discharge of the Committee's responsibilities requires the participation of that Member in its 
work. 


3. The Military Staff Committee shall be responsible under the Security Council for the strategic direction of 
any armed forces placed at the disposal of the Security Council. Questions relating to the command of 
such forces shall be worked out subsequently. 


4. The Military Staff Committee, with the authorization of the Security Council and after consultation with 
appropriate regional agencies, may establish regional sub-committees. 







Article 48 


1. The action required to carry out the decisions of the Security Council for the maintenance of international 
peace and security shall be taken by all the Members of the United Nations or by some of them, as the 
Security Council may determine. 


2. Such decisions shall be carried out by the Members of the United Nations directly and through their 
action in the appropriate international agencies of which they are members. 


Article 49 


The Members of the United Nations shall join in affording mutual assistance in carrying out the measures 
decided upon by the Security Council.  


Article 50 


If preventive or enforcement measures against any state are taken by the Security Council, any other state, 
whether a Member of the United Nations or not, which finds itself confronted with special economic problems 
arising from the carrying out of those measures shall have the right to consult the Security Council with regard 
to a solution of those problems.  


Article 51 


Nothing in the present Charter shall impair the inherent right of individual or collective self-defence if an armed 
attack occurs against a Member of the United Nations, until the Security Council has taken measures 
necessary to maintain international peace and security. Measures taken by Members in the exercise of this 
right of self-defence shall be immediately reported to the Security Council and shall not in any way affect the 
authority and responsibility of the Security Council under the present Charter to take at any time such action as 
it deems necessary in order to maintain or restore international peace and security.  


CHAPTER VIII: REGIONAL ARRANGEMENTS 


Article 52 


1. Nothing in the present Charter precludes the existence of regional arrangements or agencies for dealing 
with such matters relating to the maintenance of international peace and security as are appropriate for 
regional action provided that such arrangements or agencies and their activities are consistent with the 
Purposes and Principles of the United Nations. 


2. The Members of the United Nations entering into such arrangements or constituting such agencies shall 
make every effort to achieve pacific settlement of local disputes through such regional arrangements or 
by such regional agencies before referring them to the Security Council. 


3. The Security Council shall encourage the development of pacific settlement of local disputes through 
such regional arrangements or by such regional agencies either on the initiative of the states concerned 
or by reference from the Security Council. 


4. This Article in no way impairs the application of Articles 34 and 35. 


Article 53 


1. The Security Council shall, where appropriate, utilize such regional arrangements or agencies for 
enforcement action under its authority. But no enforcement action shall be taken under regional 
arrangements or by regional agencies without the authorization of the Security Council, with the 
exception of measures against any enemy state, as defined in paragraph 2 of this Article, provided for 
pursuant to Article 107 or in regional arrangements directed against renewal of aggressive policy on the 







part of any such state, until such time as the Organization may, on request of the Governments 
concerned, be charged with the responsibility for preventing further aggression by such a state. 


2. The term enemy state as used in paragraph 1 of this Article applies to any state which during the 
Second World War has been an enemy of any signatory of the present Charter. 


Article 54 


The Security Council shall at all times be kept fully informed of activities undertaken or in contemplation under 
regional arrangements or by regional agencies for the maintenance of international peace and security.  
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I-5320 The National Security Council (NSC) System 


20 October 2014 


LESSON LINKAGE 


This is the second lesson in a series of three lessons focused on the national security system.  The 
first lesson, ISS Power & Paradigms, laid the foundation for understanding the security 
environment.  This lesson builds on that foundation by examining the organization and system 
used by the President of the United States (POTUS) to maintain watch on all matters of national 
security—the National Security Council (NSC) System.  This lesson directly links to the third 
lesson in the series, Strategic Partners, as well as links to Decision Making, Airpower, and Joint 
Force Organization.  This lesson explores the history of the NSC System (creation, evolution 
and current composition) as well as the processes of the NSC in executing its duties.  Central to 
this lesson is grasping how the NSC has an effect on military policy and operations today. 


LESSON OBJECTIVES 


• Comprehend the construct and function of the National Security Council (NSC).
(CESG 4.3, ICL B2a)


• Comprehend the various forces behind national security decisions at the strategic level.
(CESG 4.3, ICL B2a, ICL B3a)


• Comprehend how NSC decisions affect military policy at home and abroad.
(CESG 4.3, ICL B2a)


LESSON OUTLINE 


Main Point 1:  Creation of the National Security Council:  A Byproduct of Compromise. 


The National Security Council System as it exists today is the product of an evolving, 
tumultuous, and at times, chaotic process which began formally in 1947 with passage of the 
National Security Act.  In addition to the creation of the Department of the Air Force, the Central 
Intelligence Agency and what would eventually become the Department of Defense, the law 
created the National Security Council.  It’s important for the students to understand how 
differing and often conflicting priorities at the national level affect the military. 


Main Point 2:  From Eisenhower to George W. Bush. 


The National Security Council System began as an accidental byproduct of compromise, but it 
evolved into a powerful entity which advises the President on long-term policy (for example, 
drafting the National Security Strategy) and day-to-day decisions regarding the national security 
of the United States.  In general, the NSC is the lever the president uses to make the national 
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security component of the U.S.  government move.  Students should understand that even as 
presidents changed, the National Security Council has grown in power and influence over time. 


Main Point 3:  Current National Security Council System 


The National Security Council System as it exists today is the product of several decades of 
evolution.  What has remained constant is the increased power and influence this body has 
gained and continues to gain in the presidential decision making process.  Today, the President 
of the United States can leverage this body to aid, not only in policy making, but also in policy 
execution.  The excerpt from Secretary Gates’ memoir provides a basis for analyzing the power 
and influence of the NSC today. 


READINGS AND RATIONALE 


Gates, Robert M.  “The Quiet Fury of Robert Gates.” The Wall Street Journal, 7 January 2014.  
READ:  Attachment 1 (reading located at the end of this lesson plan).  RATIONALE:  This 
excerpt gives students an inside look at the NSC from the perspective of one of its statutory 


members.   Rativa, Jorge E.   “The National Security Council System:  Primer”.  READ:  pp. 1-7.
RATIONALE:  Custom reader presents core information on the National Security 
Council organization and system. 


SUGGESTED ADDITIONAL READINGS 


Whittaker, Alan, Brown, Shannon A., Smith, Frederick C., McKune, Elizabeth.  The National 
Security Policy Process:  The National Security Council and Interagency System. 
Washington, D.C.:  National Defense University, 2011.  READ:  pp. 6-25 (“Evolution of 
the National Security System”) RATIONALE:  This reading describes the creation and 
current components of the NSC and the role of each of the components.   


Joint Publication (JP) 1, Doctrine for the Armed Forces of the United States, 20 May 2007. 
Incorporating Change 1, 20 March 2009.  READ:  pp. II-1 – II-3 (“National Strategic 
Direction”).  RATIONALE:  Covers the broad structures, processes, and responsibilities 
that link NSC policy decisions to application of the military instrument of power.  
Available at http://www.dtic.mil/doctrine/new_pubs/jp1.pdf. 


Zegart, Amy.  Flawed by Design:  The Evolution of the CIA, JCS and NSC.  Stanford University 
Press, 1999.  READ:  pp 68-75.  RATIONALE:  Describes the origin of the National 
Security System through the lens of the National Security Council.  It also illustrates the 
central idea of the lesson—national policy is the product of the particular forces acting on 
policy makers at any particular time and not necessarily the product of strategy. 


2 
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https://soc.blackboard.com/bbcswebdav/institution/SOC/SOS%20Resident%205-week/2.%20Readings/Readings/5.%20International%20Security%20Studies/I-5320%20National%20Security%20Council%20System/I-5320-RE-NSC%20Primer.pdf
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CONTACT TIME:  00+50 – Guided Discussion 


ASSESSMENT:  Indirect (I-5400 Critical Analysis paper and presentation) 


PROGRAM OUTCOME LINKAGE 


1. Articulate the contributions of all instruments of national power to national security and
the security environment.


2. Forge professional relationships to build teams and facilitate teamwork.


3. Think critically about the impact of airpower and warfighting principles in military
operations.


3 







Squadron Officer School (SOS) 
TEACHING Plan 


I-5320 Attachment #1 (STUDENT HANDOUT) 


Source:  Gates, Robert M.  “The Quiet Fury of Robert Gates.” The Wall Street Journal,  
7 January 2014.  http://online.wsj.com/news/articles/SB10001424052702304617404579306851526222552. 


The Quiet Fury of Robert Gates 


Bush and Obama’s secretary of defense had to wage war in Iraq, 
Afghanistan—and today’s Washington.  


By Robert M. Gates 


All too often during my 4½ years as secretary of defense, when I found myself sitting yet again 
at that witness table at yet another congressional hearing, I was tempted to stand up, slam the 
briefing book shut and quit on the spot. The exit lines were on the tip of my tongue:  I may be the 
secretary of defense, but I am also an American citizen, and there is no son of a bitch in the 
world who can talk to me like that. I quit. Find somebody else. It was, I am confident, a fantasy 
widely shared throughout the executive branch. 


Much of my frustration came from the exceptional offense I took at the consistently adversarial, 
even inquisition-like treatment of executive-branch officials by too many members of Congress 
across the political spectrum—creating a kangaroo-court environment in hearings, especially 
when television cameras were present. But my frustration also came from the excruciating 
difficulty of serving as a wartime defense secretary in today’s Washington. Throughout my 
tenure at the Pentagon, under both President George W. Bush and President Barack Obama, I 
was, in personal terms, treated better by the White House, Congress and the press for longer than 
almost anyone I could remember in a senior U.S. government job. So why did I feel I was 
constantly at war with everybody? Why was I so often so angry? Why did I so dislike being back 
in government and in Washington? 


It was because, despite everyone being “nice” to me, getting anything consequential done was so 
damnably difficult—even in the midst of two wars. I did not just have to wage war in 
Afghanistan and Iraq and against al Qaeda; I also had to battle the bureaucratic inertia of the 
Pentagon, surmount internal conflicts within both administrations, avoid the partisan abyss in 
Congress, evade the single-minded parochial self-interest of so many members of Congress and 
resist the magnetic pull exercised by the White House, especially in the Obama administration, to 
bring everything under its control and micromanagement. Over time, the broad dysfunction of 
today’s Washington wore me down, especially as I tried to maintain a public posture of 
nonpartisan calm, reason and conciliation. 


I was brought in to help salvage the wars in Iraq and Afghanistan—both going badly when I 
replaced Donald Rumsfeld in December 2006. When I was sworn in, my goals for both wars 
were relatively modest, but they seemed nearly unattainable. In Iraq, I hoped we could stabilize 
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the country so that when U.S. forces departed, the war wouldn’t be viewed as a strategic defeat 
for the U.S. or a failure with global consequences; in Afghanistan, I sought an Afghan 
government and army strong enough to prevent the Taliban from returning to power and al 
Qaeda from returning to use the country again as a launch pad for terror. Fortunately, I believe 
my minimalist goals were achieved in Iraq and remain within reach in Afghanistan. 


President Bush always detested the notion, but our later challenges in Afghanistan—especially 
the return of the Taliban in force by the time I reported for duty—were, I believe, significantly 
compounded by the invasion of Iraq. Resources and senior-level attention were diverted from 
Afghanistan. U.S. goals in Afghanistan—a properly sized, competent Afghan national army and 
police, a working democracy with at least a minimally effective and less corrupt central 
government—were embarrassingly ambitious and historically naive compared with the meager 
human and financial resources committed to the task, at least before 2009. 


For his part, President Obama simply wanted to end the “bad” war in Iraq and limit the U.S. role 
in the “good” war in Afghanistan. His fundamental problem in Afghanistan was that his political 
and philosophical preferences for winding down the U.S. role conflicted with his own pro-war 
public rhetoric (especially during the 2008 campaign), the nearly unanimous recommendations 
of his senior civilian and military advisers at the Departments of State and Defense, and the 
realities on the ground. 


The continuing fight over Afghanistan strategy in the Obama administration led to a helpful, 
steady narrowing of our objectives and ambitions. Still, I witnessed a good deal of wishful 
thinking in the Obama administration about how much improvement we might see with enough 
dialogue with Pakistan and enough civilian assistance to the Afghan government and people. 
When real improvements in those areas failed to materialize, too many people—especially in the 
White House—concluded that the president’s entire strategy, including the military component, 
was a failure and became eager to reverse course. 


But if I had learned one useful lesson from Iraq, it was that progress depended on security for 
much of the population. This was why I could not sign onto Vice President Biden’s preferred 
strategy of reducing our presence in Afghanistan to rely on counterterrorist strikes from afar:  
“Whack-A-Mole” hits on Taliban leaders weren’t a long-term strategy. That is why I continue to 
believe that the troop increase that Obama boldly approved in late 2009 was the right decision—
providing sufficient forces to break the stalemate on the ground, rooting the Taliban out of their 
strongholds while training a much larger and more capable Afghan army. 


It is difficult to imagine two more different men than George W. Bush and Barack Obama. 
Clearly, I had fewer issues with Bush. Partly that is because I worked for him in the last two 
years of his presidency, when, with the exception of the Iraq surge, nearly all the big national 
security decisions had been made. He had made his historical bed and would have to lie in it. I 
don’t recall Bush ever discussing domestic politics—apart from congressional opposition—as a 
consideration in decisions he made during my time with him (although, in fairness, his sharp-
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elbowed political gurus were nearly all gone by the time I arrived). By early 2007, Vice 
President Dick Cheney was the hawkish outlier on the team, with Bush, Secretary of State 
Condoleezza Rice, National Security Adviser Stephen Hadley and me in broad agreement. 


With Obama, however, I joined a new, inexperienced president determined to change course—
and equally determined from day one to win re-election. Domestic political considerations would 
therefore be a factor, though I believe never a decisive one, in virtually every major national 
security problem we tackled. The White House staff—including Chiefs 


of Staff Rahm Emanuel and then Bill Daley as well as such core political advisers as Valerie 
Jarrett, David Axelrod and Robert Gibbs —would have a role in national security decision 
making that I had not previously experienced (but which, I’m sure, had precedents). 


I never confronted Obama directly over what I (as well as Secretary of State Hillary Clinton, 
then-CIA Director Leon Panetta and others) saw as his determination that the White House 
tightly control every aspect of national security policy and even operations.  


His White House was by far the most centralized and controlling in national security of any I had 
seen since Richard Nixon and Henry Kissinger ruled the roost. 


I had no problem with the White House driving policy; the bureaucracies at the State and 
Defense Departments rarely come up with big new ideas, so almost any meaningful change must 
be driven by the president and his National Security Staff (NSS), led during my tenure under 
Obama by Gen. James Jones, Thomas Donilon and Denis McDonough. But I believe the major 
reason the protracted, frustrating Afghanistan policy review held in the fall of 2009 created so 
much ill will was due to the fact it was forced on an otherwise controlling White House by the 
theater commander’s unexpected request for a large escalation of American involvement. Gen. 
Stanley McChrystal’s request surprised the White House (and me) and provoked a debate that 
the White House didn’t want, especially when it became public. I think Obama and his advisers 
were incensed that the Department of Defense—specifically the uniformed military—had taken 
control of the policy process from them and threatened to run away with it. 


Most of my conflicts with the Obama administration during the first two years weren’t over 
policy initiatives from the White House but rather the NSS’s micromanagement and operational 
meddling, which I routinely resisted. For an NSS staff member to call a four-star combatant 
commander or field commander would have been unthinkable when I worked at the White 
House—and probably cause for dismissal. It became routine under Obama. I directed 
commanders to refer such calls to my office. The controlling nature of the Obama White House, 
and its determination to take credit for every good thing that happened while giving none to the 
career folks in the trenches who had actually done the work, offended Secretary Clinton as much 
as it did me. 


Stylistically, Bush and Obama had much more in common than I expected. Both were most 
comfortable around a coterie of close aides and friends (like most presidents) and largely 
shunned the Washington social scene. Both, I believe, detested Congress and resented having to 
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deal with it, including members of their own party. They both had the worst of both worlds on 
the Hill:  They were neither particularly liked nor feared. Nor did either work much at 
establishing close personal relationships with other world leaders. Both presidents, in short, 
seemed aloof from two constituencies important to their success. 


The relationship between senior military leaders and their civilian commander in chief is often 
tense, and that was certainly my experience under both Bush and Obama. Bush was willing to 
disagree with his senior military advisers, but he never (to my knowledge) questioned their 
motives or mistrusted them personally. Obama was respectful of senior officers and always heard 
them out, but he often disagreed with them and was deeply suspicious of their actions and 
recommendations. Bush seemed to enjoy the company of the senior military; I think Obama 
considered time spent with generals and admirals an obligation. 


Such difficulties within the executive branch were nothing compared with the pain of dealing 
with Congress. Congress is best viewed from a distance—the farther the better—because up 
close, it is truly ugly. I saw most of Congress as uncivil, incompetent at fulfilling their basic 
constitutional responsibilities (such as timely appropriations), micro-managerial, parochial, 
hypocritical, egotistical, thin-skinned and prone to put self (and re-election) before country. 


I was more or less continuously outraged by the parochial self-interest of all but a very few 
members of Congress.  


Any defense facility or contract in their district or state, no matter how superfluous or wasteful, 
was sacrosanct. I was constantly amazed and infuriated at the hypocrisy of those who most 
stridently attacked the Defense Department as inefficient and wasteful but fought tooth and nail 
to prevent any reduction in defense activities in their home state or district. 


I also bristled at what’s become of congressional hearings, where rude, insulting, belittling, 
bullying and all too often highly personal attacks on witnesses by members of Congress violated 
nearly every norm of civil behavior. Members postured and acted as judge, jury and executioner. 
It was as though most members were in a permanent state of outrage or suffered from some sort 
of mental duress that warranted confinement or at least treatment for anger management. 


I continue to worry about the incessant scorched-earth battling between Congress and the 
president (which I saw under both Bush and Obama) but even more about the weakening of the 
moderate center in Congress. Today, moderation is equated with lacking principles and 
compromise with “selling out.” Our political system has rarely been so polarized and unable to 
execute even the basic functions of government. 


I found all of this dysfunction particularly troubling because of the enormity of the duties I 
shouldered. Until becoming secretary of defense, my exposure to war and those who fought it 
had come from antiseptic offices at the White House and CIA. Serving as secretary of defense 
made the abstract real, the antiseptic bloody and horrible. I saw up close the cost in lives ruined 
and lives lost. 
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Wars are a lot easier to get into than out of. Those who ask about exit strategies or question what 
will happen if assumptions prove wrong are rarely welcome at the conference table when the 
fire-breathers are demanding that we strike—as they did when advocating invading Iraq, 
intervening in Libya and Syria, or bombing Iran’s nuclear sites. But in recent decades, presidents 
confronted with tough problems abroad have too often been too quick to reach for a gun. Our 
foreign and national security policy has become too militarized, the use of force too easy for 
presidents. 


Today, too many ideologues call for U.S. force as the first option rather than a last resort. On the 
left, we hear about the “responsibility to protect” civilians to justify military intervention in 
Libya, Syria, Sudan and elsewhere. On the right, the failure to strike Syria or Iran is deemed an 
abdication of U.S. leadership. And so the rest of the world sees the U.S. 


as a militaristic country quick to launch planes, cruise missiles and drones deep into sovereign 
countries or ungoverned spaces. There are limits to what even the strongest and greatest nation 
on Earth can do—and not every outrage, act of aggression, oppression or crisis should elicit a 
U.S. military response. 


This is particularly worth remembering as technology changes the face of war. A button is 
pushed in Nevada, and seconds later a pickup truck explodes in Mosul. A bomb destroys the 
targeted house on the right and leaves the one on the left intact. For too many people—including 
defense “experts,” members of Congress, executive branch officials and ordinary citizens—war 
has become a kind of videogame or action movie:  bloodless, painless and odorless. But my 
years at the Pentagon left me even more skeptical of systems analysis, computer models, game 
theories or doctrines that suggest that war is anything other than tragic, inefficient and uncertain. 
The people who understand this best are our men and women in uniform. I will always have a 
special place in my heart for all who served on the front lines in Iraq and Afghanistan—most in 
their 20s, some in their teens. While I was sitting in a hotel restaurant before my confirmation 
hearings, the mother of two soldiers then in Iraq came up to me and, weeping, said, “For God’s 
sake, bring them back alive.” I never forgot that—not for one moment. 


On each visit to the war zones, as I would go to joint security stations in Baghdad or forward 
operating bases and combat outposts in Afghanistan, I knew I wasn’t being exposed to the true 
grim reality of our troops’ lives. And I could only contrast their selfless service and sacrifice 
with so many self-serving elected and nonelected officials back home. 


I came to believe that no one who had actually been in combat could walk away without scars, 
without some measure of post-traumatic stress. And while those I visited in the hospitals put on a 
brave front, in my mind’s eye, I could see them lying awake, alone, in the hours before dawn, 
confronting their pain, broken dreams and shattered lives. I would wake in the night, think back 
to a wounded soldier or Marine I had seen at Landstuhl, Bethesda or Walter Reed, and in my 
imagination, I would put myself in his hospital room, and I would hold him to my chest to 
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comfort him. At home, in the night, I silently wept for him. So when a young soldier in 
Afghanistan asked me once what kept me awake at night, I answered honestly:  He did. 


—Dr. Gates was the 22nd secretary of defense. This essay is adapted from his latest book, 
“Duty:  Memoirs of a Secretary at War,” to be published next Tuesday by Knopf. 


________________ 
Permission to post on a Course Management system granted from CCC.  Published by Dow 
Jones, Inc. © by Dow Jones & Company, Inc. 
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National Security Council (NSC) Primer 
Compiled by Captain Jorge Rativa, SOC/DEF, 4 November 2014 


 


Creation 
The most common misperceptions regarding the creation of the National Security Council (NSC) 
is that it was created by Congress to reorganize federal agencies in order to prevent another 
surprise attack like the one at Pearl Harbor in December of 1941.  Additionally, there is the idea 
that the US Congress wanted to find a way to curtail presidential power following the twelve-
year administration of President Franklin D. Roosevelt.  The truth is a lot more nuanced; 
surprisingly, it hardly involved Congress, and the NCS system itself was a secondary 
consideration.  Instead, the debate surrounded the issue of whether, or to what extent, to merge 
the military services under a unified Defense Department.  The NSC was originally proposed by 
the Department of the Navy as a substitute for a unified Department of Defense in an effort to 
protect the Navy’s budgetary authority, congressional influence, and national prestige.  In the 
end, however, the NSC was created a conciliatory presidential measure to win the Navy’s 
acceptance of service unification.  Following WWII the military services were left in a position 
to compete for their share of the national military budget.   Amy Zegart, author and Senior 
Fellow at Stanford's Hoover Institution describes the creation of the NSC by outlining the 
interests and positions of the main players, namely, The Department of War (Army and Army 
Air Forces), the Department of the Navy (Naval and Marine forces) and President Harry S. 
Truman.  Competition for postwar military budgets, service pride and prestige, and a 
conciliatory, and at times, politically expedient executive are among the driving forces behind 
the creation of the National Security Council. (Zegart, 1999, 55)  


Department of War (The Army) 


According to Dr. Zegart, Army Chief of Staff George C. Marshall first proposed the idea of 
comprehensive military unification before the end of WWII arguing that unification of military 
forces under one department would save money and strengthen American defenses.  In addition 
to Gen Marshall’s overt claims, there were three underlying reasons supporting the War 
Department’s position.   


First, the Army believed that through unification they could get a larger share of the military 
budget since the military structure prevalent during the war put the Department of War at a 
disadvantage (sharing the budget with the increasingly significant Army Air Forces while the 
Department of the Navy had its own appropriations).  General Dwight D. Eisenhower described 
the situation during unification debates as follows: 







Now, can you conceive, with the glamour that attaches to the Navy and to the Air 
Forces that the ground forces, the boys who finally have to wade in and fight and 
take the losses, and win the battle, are going to get anything out of this?  Not for 
an instant.  The tendency is going to be to give appropriations and great concern 
to these more glamorous people, those who would win wars by pushing buttons.  
And the poor doughboy who finally has to trudge and take his losses and win his 
battle is the one who will suffer (quoted in Zegart, 1999, 58). 


Beyond the passion of a leader advocating for his people, Dr. Zegart cites evidence which seem 
to support the Army’s position (1999, 58):  “In the 1930s, congressional funds built into one of 
the three strongest in the world, while the US Army ranked about 17th…. “In 1939 
appropriations for a single battleship exceeded the budget for all Army weapons” (58).  In the 
face of traditional post-war budget cuts and the inevitable establishment of the Air Force as a 
separate service, the Army perceived service unification as its best prospect for maintaining 
budgetary parity. 


Second, the Army demonstrated a preference for “central, hierarchical command and clear lines 
of authority” (Zegart, 1999, 58) which included its view on how the nation’s defenses should be 
organized.  The War Department created the position of Chief of Staff in an effort to centralize 
decision making while it advocated for organizing the military based on weapon types.  Ground-
based weapons should be the purview of the Army, sea-based weapons should be controlled by 
the Navy, and aerial weapons should belong to the Army Air Forces.  


Finally, according to Dr. Zegart, the War Department saw the debate surrounding unification of 
the armed forces as a battle for service supremacy and even service survival.  She cites several 
important factors to support this assertion:  The growth of the Army Air Forces from 22,000 men 
to 2.4 million between 1939 and 1944, the advent of atomic weapons and jet engines, and the 
almost certain creation of the Air Force as a separate service.  In this context, the Army saw 
unification of the military services under a Defense Department as a way to provide balance 
against the existing power of the Department of the Navy and the increasing influence and luster 
of a rising independent Air Force. 


Department of the Navy 


The Department of the Navy on the other hand, had much to lose and very little to win from 
unification of the armed services.   Immediately following WWII the Navy was a “satisfied 
service” with its own high level access to both Congress and the President; it had become the 
most powerful naval force in the world, with a Marine Corps amphibious landing force second to 
none, and a well-funded air arm (Zegart, 1999, 59).  Unifying the services under a single Defense 
Department would threaten the Navy’s privileged position by adding a military service chief 
similar to the Army’s and a Secretary of Defense who would have the final say in matters of 
training, budget and strategic direction.  Contrary to the Army’s position, the Navy was not in 
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favor of a service Chief of Staff because the concept went against the Navy’s preferred command 
organization, which favored a more horizontal and collegial decision making structure outside 
actual theaters of war.  Also, unlike the Army’s belief on strict service distinctions based on 
weapon types, the Navy believed that “each service should be assigned a basic mission and given 
whatever weapons were needed to achieve it” (Zegart, 1999, 59).  However, quite like the Army, 
the Department of the Navy perceived the advent of the jet age and the development of atomic 
weapons as a threat to the service’s survival.  The Navy had three main concerns as described by 
Zegart:  First, they believed that the creation of a separate Air Force was a foregone conclusion, 
and that the new service would monopolize research and development of nuclear weapons, 
missiles, rockets and other new technologies.  Second, and along the same lines, the Navy 
believed that the new Air Force along with the Army would “gang up against them in budget 
votes, and that a unified system would invariably undervalue the role of sea power” (Zegart, 
1999, 60).  Finally, the Department of the Navy believed that unification of the services would 
lead to the dilution of the composite naval, amphibious and air power that proved so successful 
during WWII.  They believed that under unification the Department of War would weaken the 
Marine Corps in such a way that it would become ineffective, while the Air Force would simply 
absorb naval aviation leaving American shores without the first line of defense (Zegart, 1999, 
60).  Rear Admiral Aaron S. “Tip” Merrill, former Pacific combat commander warned, “when 
the next war comes, we will need the finest army and air force in the world because, with a 
greatly weakened navy, submerged under army control, the fighting will be on our shores” 
(quoted in Zegart, 1999, 61).  In short, any change to the status quo would leave the Department 
of the Navy in a weaker position with respect t-o budget, power and prestige. 


The President 


President Truman was the final player in this debate.  In spite of what could be perceived as bias 
because of his WWI service in the Army and his time as the Senate Military Affairs 
Subcommittee on War Department Appropriations, his reasons for supporting unification of the 
armed services came from a presidential perspective (Zegart, 1999, 61).  President Truman 
backed unification to “enhance the power and effectiveness of his own office,” in a time when 
the Cold War presented a growing national security concern.  A unified Defense Department 
would allow him to shift coordination, conflict resolution, strategy development and military 
operations to the Secretary of Defense, freeing the Office of the President to focus on other 
facets of the national security apparatus in light of global developments. 


One final point of note Dr. Zegart describes is the passive role of Congress.  Even though both 
services had their advocates in both chambers, Congress opted for deferring to the military 
services on the decision on unification.  An active debate on the issue would require “critical 
judgments on military organization, force requirements, service roles and missions, and longer 
term defense needs in the Cold War” (Zegart, 1999, 63); so, Congress determined that military 
leaders were in a better position to make these judgments and waited for the Department of War 
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and the Department of the Navy to reach a consensus.   Congressional hearings, then, became the 
forum for military leaders and other stake holders to make their arguments on either side of the 
unification issue. 


The NSC is Born 


According to Dr. Zegart, the NSC and its staff were “the Navy’s brainchild and arrived none too 
early” (Zegart, 1999, 64), and in spite of the Navy’s best efforts, the NSC turned out to be largely 
disappointing.   A few events conspired to tip the scales in favor of those advocating for 
unification.  One of them was the creation of the Woodrum committee which was created to 
investigate post-WWII military requirements and was headed by a pro-unification backer, and 
the death of President Franklin D. Roosevelt, a key Navy supporter.  In light of these events, the 
Department of the Navy had to present an alternative to unification instead of merely vociferous 
opposition.  This alternative came in the form of a committee system headed by a National 
Security Council which, instead of merging the military services under a single department, it 
would coordinate their activities, formulate policy and advise the president on the military 
budget.  It was proposed in a study written by Ferdinand Eberstadt, a close friend of the 
Department of the Navy Secretary, and presented to the Senate Military Affairs Committee.  In 
essence, the NSC would “integrate all US military and foreign policies” (Zegart, 1999, 65).  In 
spite of the seemingly egalitarian arrangement, the truth is that the report sought to protect the 
Navy’s privileged status, so it was summarily rejected by President Truman who presented his 
own plan for the services to be unified under a single defense department without mention of a 
National Security Council.  However, the Department of the Navy’s political influence proved to 
be a powerful force.  President Truman was forced to modify his unification proposal, and in an 
effort to appease the Navy, he included a watered down version of the Eberstadt’s NSC along 
with, and not in place of, a new unified defense department.  In the end, Congress, through the 
National Security Act of 1947, approved the merger of the Department of the Navy and the 
Department of War and created the Department of the Air Force, all unified under a National 
Military Establishment (which later became the Department of Defense).  It also approved the 
establishment of the Joint Chiefs of Staff, the Central Intelligence Agency and an advisory and 
coordinating executive body, the National Security Council.  In sum, “contrary to conventional 
wisdom, the NSC was not foisted on a reluctant Harry Truman by a public-spirited Congress” 
(Zegart, 1999, 75). It was the byproduct of compromise, and what had begun as the core of the 
Navy’s scheme against service unification became a “largely ignored presidential concession” 
(Zegart, 1999, 68). 


Evolution 
Even though the National Security Act provided a framework for the establishment and 
operation of the National Security Council, presidents have been able to exert their influence on 
its makeup and behavior; but in spite of presidential prerogatives, the NSC and its staff have 
consistently grown in power and influence from its inception until present day.  The NSC staff is 
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such a fundamental part of presidential decision making that they are charged with writing the 
National Security Strategy.  An example of presidential preference is illustrated by President 
Eisenhower.  His experience with wartime campaigns was put to good use in organizing and 
codifying the processes of the NSC.  “President Eisenhower ‘institutionalized’ the National 
Security Council by formalizing and expanding the structure and procedures of the NSC and, in 
effect, creating an NSC system” (Inderfurth & Johnson, 2004, 46).  Eisenhower strongly believed 
that the advent of mechanized and aerial warfare made efficient response to national security 
events absolutely essential—the President needed to be able to govern at the new speed of war.  
One of the significant moves Eisenhower made to create tangible efficiencies in the NSC 
advisory process was to create the role of the Special Assistant to the President for National 
Security Affairs (now called National Security Advisor). 


The National Security Adviser (NSA) was intended by Eisenhower to objectively manage the 
NSC processes, not champion any particular political viewpoint (Inderfurth & Johnson, 2004, 
48).  This is very important, because the NSA sets the agenda for NSC meetings—he determines 
which issues are presented and discussed.  The NSA is the “communication node” between the 
President and all the members of the NSC, as well as the public; in addition to setting the agenda, 
he disseminates Presidential decisions on items of national security, he compiles, reviews, 
contextualizes, and provides to the President all information regarding national security issues 
requiring action from the President, and he communicates with the media.  The NSA is 
responsible for all day-to-day national security business in the Executive Branch.   


Eisenhower both expanded the NSC and its role and also streamlined its processes.  During 
Eisenhower’s presidency, the NSC was an influential advisory body which met on a nearly 
weekly basis, and he relied heavily on the NSC to provide him with both the background and the 
potential outcomes of foreign policy and national security decisions.   The NSC provided 
information, debated events and potential actions, and communicated its recommendations to the 
President in a formalized, efficient manner.   


Presidential style had great impact on the process and usage of the NSC, and as President 
Kennedy’s style was much more informal than Eisenhower’s, the role of the NSC and its 
components shifted during Kennedy’s administration (Rosati & Scott, 2011, 113).  Two 
distinguishing characteristics of President Kennedy particularly shaped the evolution of the 
NSC—Kennedy’s voracious appetite for information and his ad hoc approach to policy.  Both of 
these characteristics were due in part to the political circumstances of his time—the Cold War 
era fostered an environment where few people or political systems were trusted, and this only 
intensified after the failed CIA-led invasion of Cuba at the Bay of Pigs.  The national security 
system of Kennedy’s time was also shaped by his personality; Kennedy’s desire to work closely 
with a trusted few advisors and at whatever time he was inspired led to the both the decrease in 
size of the NSC and also the development of the situation room.  This caused a rise in the 
importance of the NSA as the spokesperson of the NSC and the personal adviser to the President, 
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as well as increased individual importance of the NSC members.  They became selected not just 
as representatives of their particular agencies or fields of expertise, but for their own particular 
attributes and also the level of confidence the President had in them. 


President Nixon further shaped the trajectory of the NSA and staff—under his administration 
they became “ascendant over the cabinet officers and departments for information, advice, and 
management of the foreign policy process for the President” (Rosati & Scott, 2011, 114).  Nixon 
also appointed Henry Kissinger as both the NSA and the Secretary of State. President Nixon 
wanted ensure White House control of foreign policy, so he gave Kissinger the authority to 
expand the NSC staff.  These individuals concentrated on “acquiring analytical information from 
the departments and then refining it for the National Security Advisor” (Whittaker, et al., 2011, 
8).  Kissinger then summarized the inputs and presented his own recommendations to the 
President. The system reflected President Nixon’s preference for detailed written assessments 
rather than large group discussions. This system also reflected Kissinger’s “dominating 
personality, as well as his bureaucratic maneuverings to establish the NSC staff as the 
preeminent national security\foreign policy group in the administration” (Whittaker, et al., 2011, 
8).  During the Nixon administration the power of the NSC was pervasive, and national security 
policy was at its most centralized. 


President Reagan’s approach to national security was nearly polar opposite of Kennedy.  Where 
Kennedy was a “people President,” and the very epitome of “hands-on,” Reagan was rather 
“hands-off” in his approach, and delegated national security policy to cabinet members and the 
NSC staff.  He believed that President Carter’s administration had been weakened by his 
preoccupation with the details of foreign policy making; therefore, he preferred to focus on “the 
big picture” while the cabinet and NSC staff filled in the details (Inderfurth & Johnson, 2004, 
167).  The NSC staff in effect, transitioned from policy advisers to policy makers, assuming 
presidential approval for their actions even if actual approval was never formally given.  For 
example, during the Iran-Contra crisis, the National Security Advisor, Admiral John Poindexter 
said that President Reagan would have approved the proposed sale of missiles to Iran for an 
exchange of American Hostages “if he had been asked” (Inderfurth & Johnson, 2004, 168).  The 
president said he wouldn’t have done so, but that didn’t matter since he was never asked.  As the 
Iran-Contra affair demonstrates, the increasing power of the NSC and its staff, if not properly 
managed, can have disastrous consequences.  That said, both congressional and presidential 
investigations concluded that “the mistakes of Iran-Contra were the result of inappropriate 
decisions by managers and individuals, not flaws in the structure or recommended functions of 
the national security system” (Whittaker, et al., 2011, 9). 


The events of September 11, 2001, and President George W. Bush’s response, further 
empowered the NSC and changed the face of American government.  These changes include: the 
formation of the Office of the Director of National Intelligence, the Homeland Security Council 
and the Department of Homeland Security, and a hybrid NSC relying heavily on both formalized 
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institutional processes and also informal supplemental meetings with key advisors.  The younger 
President Bush relied heavily on the framework developed by his father, wherein the NSC took 
the shape of a “three-tiered formal interagency policy process dependent on the NSC staff and 
the coordination of the NSA” (Rosati & Scott, 2011, 117).  This current evolution of the NSC 
encompasses a system where the NSC and NSA no longer merely advise and coordinate policy, 
but make and implement national security policy.  The NSC continues, as it has since its 
inception, to operate at the pleasure of the President and with little to no congressional oversight.   


Today’s NSC, under President Obama, retains the structure developed by the elder President 
Bush and his NSA, Brent Scowcroft—the three-tiered process mentioned above, where a 
Principals Committee, at the Secretary level, leads the NSC, supported by the Deputies 
Committee and powered by the working-group-level Interagency Policy Committees.  Like his 
predecessor, President Obama favors a White House-centric process, where his staff funnels 
communications between himself and the NSC, and serve, to an extent, as both process 
regulators and gatekeepers. The NSC is the principal forum for consideration of national security 
policy issues requiring Presidential determination (Whittaker, et al., 2011, 12). It is chaired by 
the President and is called into session at the President’s discretion. Its statutory members are the 
President, Vice President, and the Secretaries of State, Defense and Energy. The Chairman of the 
Joint Chiefs of Staff is the statutory military advisor to the Council, and the Director of National 
Intelligence is the intelligence advisor.  


President Obama’s NSC also has some significant differences from previous council systems.  In 
an attempt to further regulate and control policy-making, decrease redundancy, and eliminate the 
dissention of related groups at cross-purposes to one another, President Obama merged the 
Homeland Security Council staff and the NSC staff together (Rosati & Scott, 2011 123).  Much 
like previous presidents, President Obama attempts to evolve the NSC into a format that best 
suits current geo-political context.   


The creation and evolution of the National Security Council system indicate that there are many 
competing forces which drive US national security decision making.  Domestic politics, budgets, 
geopolitics and presidential personalities all have an impact on the way the nation approaches 
national security challenges, so it’s important to understand how these forces interact, especially 
when the use of the military is concerned 
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The National Security Policy Process:                                
The National Security Council and Interagency System 


 
By 


Alan G. Whittaker, Shannon A. Brown, Frederick C. Smith, and Elizabeth McKune 
 


 
 How United States’ foreign, defense, and other national security policies 
are developed, coordinated, articulated, and implemented is critically important to 
this nation’s well being.  This process begins internally with the federal agencies 
responsible for our national security and culminates with the President ultimately 
making the decisions.  To do this, the President needs a defined and smoothly 
functioning policy development and decision-making process.  Other than an 
extremely broad outline of who should participate in the process, there are no 
laws or regulations directing how policy decisions should be made.  Much 
depends upon personalities and the strengths and weaknesses of the people 
who work for the President, as well as the personality and management style of 
the President himself. 
 
Central to the policy development and decision-making process is the National 
Security Council (NSC) which serves as the President's principal forum for 
considering national security and foreign policy matters with his senior national 
security advisors and cabinet officials.  The NSC advises and assists the 
President on national security and foreign policies and serves as the President's  
principal arm for coordinating these policies among various government 
agencies.1  The Homeland Security Council (HSC) is a complementary body of 
---------------------------------------------------------------------------------------------------------- 
Dr. Alan G. Whittaker is the former Dean of Faculty and Academic Programs at the Industrial 
College of the Armed Forces, National Defense University and previously served as a Political 
Psychologist for the CIA.    
Dr. Shannon A. Brown is a Professor of National Security Studies at the Industrial College of the 
Armed Forces, National Defense University. 
Frederick C. Smith is a former Deputy Assistant Secretary of Defense, served over 30 years in 
the Department of Defense, and is a veteran of numerous interagency deliberations. 
Ambassador Elizabeth McKune is a retired career Foreign Service Officer who has served as the 
State Department’s Deputy Executive Secretary, and also was U.S. Ambassador to the State of 
Qatar from 1998-2001. 
 
The authors are indebted to Leonard H. Hawley, whose experiences as a Deputy Assistant 
Secretary at both DOD and the State Department, and as an NSC Director provided numerous 
insights into interagency dynamics, objectives, and lessons; to Nate Tibbits, Executive Secretary, 
National Security Council, and Douglas A. Koneff and Valerie Smith Boyd, Deputy Exec 
Secretaries, NSS; Phil McNamara, Department of Homeland Security Executive Secretary; Don 
Swain, DHS Deputy Exec Sec, Juliana Totaro, DHS Exec Sec Director of White House Actions 
and Mark Dolan, Plans Director, DHS OPS; The Office of the Director of National Intelligence; 
Saadia Sarkis, Interagency Coordinator, State Department Secretariat; Barry Cardwell, NORAD-
USNORTHCOM, and Jan P. Ithier, Deputy Director, NORAD-USNORTHCOM Washington Office 
for their collaboration, review, and coordination of the 2011 report. 
 


5  







  


cabinet officials established to advise the President on preparedness and 
response to potential threats against the homeland.  Together, the personnel 
supporting the NSC and the HSC are referred to as the National Security Staff. 
 


This report provides an annually updated description of the national 
security decision-making process of the U.S. government.  Although decisions 
affecting our security have been made since the nation’s birth, the foundations of 
the current system were laid following World War II with the National Security Act 
of 1947.  This report briefly summarizes how the process has evolved since its 
creation under President Truman.  It describes the current NSS organizational 
structure and processes, and defines the roles of the key departments and 
agencies, including that of the National Security Staff.  Readers should keep in 
mind that the processes described in this report reflect, in general, the operation 
of the national security interagency system.  However, at times, individuals and 
circumstances have produced idiosyncratic ways of doing business.  Finally, the 
report discusses how the interagency process is incorporating the relatively new 
organizational structures associated with homeland defense and homeland 
security. 
 
EVOLUTION OF THE NATIONAL SECURITY SYSTEM 2 
 


The national security decision-making process is critical to the 
management of the national security interests of the United States.  When the 
President makes foreign policy statements, meets with visiting heads of state, 
travels abroad, or holds press conferences dealing with national security his 
words usually have been carefully crafted and are the result of lengthy and 
detailed deliberations within the administration.  U.S. presidents have been 
supported by some kind of interagency policymaking process in the United 
States government since World War I.   The current interagency system involving 
the routine consultations of senior department and agency officials, however, 
was not the creation of the President or the Executive Branch.   Initially, in 1947, 
the National Security Council was an unwanted bureaucracy imposed upon the 
President by Congress, and was both little used and viewed with suspicion by the 
chief executive.  
 


At the end of World War II, Congress sought to pass legislation that would, 
in part, reorganize the conduct of national security affairs for the U.S. 
government to ensure that a surprise attack upon the United States, such as that 
inflicted at Pearl Harbor, would never again occur3.  President Harry S Truman 
supported some kind of reorganization.  When looking at the disparate pieces of 
information available to different elements of the United States government prior 
to December 7, 1941, President Truman was reported to have concluded, “If 
we’d all had that information in one agency, by God, I believe we could have 
foreseen what was going to happen in Pearl Harbor.”4  To put this in a current 
context, Truman’s reaction and goals were not unlike those raised by The 
National Commission on Terrorist Attacks Upon the United States (also known as 
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the 9-11 Commission)5 in evaluating the deficiencies in interagency collaboration 
and coordination which preceded the terrorist attacks of September 11th.  
Moreover, the attacks of 2001 reflect the new post-Cold War challenges for the 
various components of the U.S. national security community in monitoring 
dispersed, non-state actors using asymmetric tactics.  


 
Truman supported Congress’s desire to establish a permanent, centrally 


managed intelligence community and a unified Department of Defense.  But 
Congress also wanted an apparatus in the Executive Branch to ensure 
integration and coordination of policies across departments and agencies, and to 
advise the president on national security interests.  As a result of Pearl Harbor, 
but also in reaction to President Roosevelt’s highly personalized management of 
policy during World War II, Congress established a formal national security 
structure that was codified in the National Security Act of 1947.6  Congress 
believed that if formal interagency consultative structures were established, 
intelligence and policy would be better coordinated, and experienced voices 
would be present to advise the President on important decisions. 


 
President Truman agreed with the intelligence and defense aspects of the 


legislation, and agreed to the need for an established advisory group, but was 
resistant to the idea of creating any other organization with decision-making 
authority or operational responsibilities within the Executive Branch.7  Truman 
fully intended to maintain direct control of national security affairs, and any 
National Security Council the Congress wanted to establish would operate within 
his administration purely as an advisory group to be convened and recessed at 
the president’s discretion.8  Consequently, Truman rarely attended NSC 
meetings.9  NSC meetings were chaired by the Secretary of State and often, 
instead of producing coordinated policy, provided a forum for interagency turf 
battles.10  Department Secretaries sought guidance and decisions in private 
follow-up meetings with the President.   


 
 With the outbreak of the Korean War in 1950, President Truman suddenly 


found the NSC’s function of bringing together senior policymakers to be useful for 
his own decision-making process.11   He began convening regular meetings to 
develop, discuss, and coordinate policy related to the war.  Truman’s increased 
use of the NSC system brought about procedures that have endured to the 
present day, including interagency committees with responsibilities for specific 
regional and functional areas, analysis and development of policy options, and 
recommendations for Presidential decisions.12 


The NSC and its staff grew in importance, size, and responsibilities with 
the election of Dwight D. Eisenhower.  President Eisenhower's experience with a 
military staff system led him to establish an elaborate interagency structure 
centered on a Planning Board to coordinate policy development, and an 
Operations Coordinating Board for monitoring the implementation of policies.13  
Eisenhower also created, in 1953, the post of Special Assistant to the President 
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for National Security Affairs, now commonly called the National Security 
Advisor.14    


President Kennedy was uncomfortable with the extensive staff and 
committee system of the Eisenhower presidency and adopted a system where he 
talked directly with assistant secretaries or others in various agencies, as well as 
utilizing a small staff of hand-picked experts in the White House.15   Under 
Kennedy, there were only 12 substantive experts on the NSC staff.16  Kennedy 
also was responsible for converting the bowling alley in the basement of the 
White House West Wing into a Situation Room, where around-the-clock 
communications are maintained with all national security agencies, U.S. 
embassies, and military command posts. 17  


Sharing Kennedy's affinity for more personalized access and control over 
his advisory system, President Johnson continued with an informal advisory NSC 
system relying upon the National Security Advisor, a small NSC staff, ad hoc 
groups, and trusted friends.  Johnson instituted a “Tuesday Lunch” policy 
discussion group that included the Secretaries of State and Defense, CIA 
Director, and Chairman of the Joint Chiefs of Staff. 18  Later administrations have 
found similar weekly breakfasts or lunches among principals to be useful for 
exploring and coordinating policy issues.   


Centralized control of the interagency national security process, and 
domination of the development and execution of foreign policy by the White 
House staff reached its zenith under Presidents Nixon and Ford.  President 
Nixon wanted to be certain that the White House fully controlled foreign policy.  
Henry Kissinger's expanded NSC staff (80 professionals) concentrated on 
acquiring analytical information from the departments and then refining it for the 
National Security Advisor.  Kissinger then crafted his own written 
recommendations for President Nixon.  The system reflected the President's 
preference for detailed written assessments rather than group deliberations.  This 
system also reflected Kissinger’s dominating personality, as well as his 
bureaucratic maneuverings to establish the NSC staff as the preeminent national 
security\foreign policy group in the administration19.  Often, Secretary of State 
Rogers was not even consulted about major foreign policy decisions.20  
Kissinger’s roles in representing Nixon for opening relations with the PRC and 
negotiating the Vietnam War’s Paris Peace Talks are illustrative of the 
extraordinary operational authority the National Security Advisor received from 
the President for both policy-making and implementation.  


After Richard Nixon’s resignation, President Ford inherited the final 
national security configuration of the Nixon era which found Henry Kissinger 
serving both as National Security Advisor and as the Secretary of State.  
Recognizing the pitfalls of vesting too much authority in one individual, Ford 
appointed Lieutenant General Brent Scowcroft (USAF) as National Security 
Advisor.  As Secretary of State, Kissinger maintained his role as chief foreign 
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policy advisor to the president, and Scowcroft coordinated analyses and policy 
options between the executive branch departments and agencies.21  


President Carter came into office wanting more diversity in the policy 
options coming to the president and greater balance in the contributions of 
department principals to ensure that he was presented with the best policy 
options available from across his national security system.  The interagency 
process initially was structured to allow for a more prominent role for the State 
Department.  Moreover, Carter’s concerns about foreign policy being overly 
dominated by a single individual (as it had been by Kissinger) led him to appoint 
a National Security Advisor (Zbigniew Brzezinski) who was independent and able 
to provide alternative judgments to those he received from the State 
Department.22  As the administration progressed, Brzezinski increasingly acted 
as public advocate on policy issues rather than playing a more restricted role as 
policy broker and coordinator.  Brzezinski’s public discourses often led to 
tensions and disagreements over policy and roles between the NSC staff, State, 
and other departments. 23 


The Reagan administration desired a more collegial approach to decision-
making and sought to avoid public disagreements among the principal advisors 
over policy options.  The National Security Advisor was downgraded from taking 
a leading policy development role; now reporting to the Chief of Staff to the 
President, who exercised a coordinating role in the White House.  Collegiality 
among powerful department heads was not successfully maintained, however, 
and conflicts became public, especially between the Departments of State and 
Defense.  As a result of this chaotic situation, the Reagan administration has the 
distinction of having the most National Security Advisors (six individuals), each 
serving one- or two-year terms.  The NSC staff also emerged as an independent 
actor, not only in formulating policy, but also in implementation.  These 
operational activities resulted in the Iran-Contra affair that was investigated both 
by the U.S. Congress and a presidential commission.24   In 1987, the Tower 
Commission and congressional investigations determined that the NSC staff 
deviated from its policy coordination role into policymaking and operational 
implementation.  Both investigations concluded that the mistakes of Iran-Contra 
were the result of inappropriate decisions by managers and individuals, not flaws 
in the structure or recommended functions of the national security system. 25   


Having served eight years as Vice President and participated regularly in 
deliberations of the Reagan administration, President George H.W. Bush came 
into office with definite ideas as to how the national security policy process 
should be organized.  First, he appointed Lieutenant General (Ret.) Brent 
Scowcroft, recognized for his bureaucratic skills and collegial personality, to 
another tour as the National Security Advisor.  President Bush reorganized the 
NSC system to include a Principals Committee, Deputies Committee, and eight 
Policy Coordinating Committees, and sought (not always successfully) to 
establish a collegial system in which the NSC acted as a broker and coordinator 
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of policy across the Executive Branch.  The basic structural organization of 
interagency working groups, department deputies, and department principals 
organized in the George H.W. Bush administration has been retained for every 
succeeding presidential administration. 


Like its predecessors, the Clinton administration sought to emphasize a 
collegial approach within the interagency, but differences over policy 
recommendations between the NSC staff and the cabinet departments 
sometimes produced tensions and turf battles.  Weekly lunches involving the 
Secretaries of State and Defense and the National Security Advisor were used 
by the Clinton administration as a regular senior policy forum for exploring and 
coordinating issues.  The biggest change in the Clinton administration was the 
emphasis on economics as an element of U.S. national security.  The NSC 
membership was expanded to include the Secretary of the Treasury and the 
Assistant to the President for Economic Policy, who was head of a National 
Economic Council (NEC) created by Clinton.  The NEC was established to deal 
with foreign and domestic economic issues in much the same way as the NSC 
coordinated diplomatic and security issues and some individuals served 
simultaneously on both the NSC and NEC staffs.  


The George W. Bush administration’s NSPD-1 defined the duties of the 
NSC system to “coordinate executive departments and agencies in the effective 
development and implementation of … national security policies.”26  However, 
the advent of the terrorist attacks of September 11, 2001 resulted in numerous 
changes to the original intentions for the Bush administration in the conduct of 
national security affairs.  Most significant among these was the creation of new 
executive branch organizations related to national security affairs.  One of the 
major findings of both the National Commission on Terrorist Attacks Upon the 
United States (more commonly known as the 9/11 Commission, and the 
congressional Joint Inquiry into Intelligence Community Activities before and after 
the Terrorist Attacks of September 11, 2001 (or 'JIICATAS911") was that there 
were significant signals of a looming terrorist attack in different parts of the 
intelligence community, but information and analysis sharing and synthesis was 
inadequate.27  One result of these findings was the creation of the Office of the 
Director of National Intelligence to oversee and direct the implementation of the 
U.S. National Intelligence Program and act as the principal advisor to the 
President, the National Security Council, and the Homeland Security Council for 
intelligence matters related to the national security.  More information on the 
ODNI and its role is contained in the section of this report on the U.S. intelligence 
community.     


Other major U.S. government organizational structures created during the 
aftermath of 9/11 were the Homeland Security Council (HSC) and the 
Department of Homeland Security (DHS).  These institutions brought new 
organizational responsibilities and perspectives to the consideration of national 
security affairs (both are discussed in detail later in this report).  The increased 
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concern with domestic as well as foreign terrorist threats raised a range of new 
policy issues including debates over what constitutes “national” versus 
“homeland” security, separate and overlapping staff responsibilities (as reflected 
in the number of officials who were members both of the NSC and HSC), and the 
involvement of state and local governments as considerations in national policy 
making.  National security policy development and coordination was heavily 
influenced by the Global War on Terrorism, Operation Enduring Freedom, 
Operation Iraqi Freedom, and by the significant concentration of operational 
imperatives and resources in the Department of Defense and U.S. Central 
Command.    


The period following the September 11 terrorist attacks brought both 
temporary operational changes to policy processes, and several organizational 
changes to the structure of the NSC staff.  In the immediate aftermath of the 
September 11 attacks and subsequent interventions in Afghanistan and Iraq, 
much of the policy development and decision-making for national security affairs 
was conducted at the NSC and PC level.  Organizational changes in the NSC 
staff structure included the establishment of the Office for Combating Terrorism 
headed by a new Deputy Assistant to the President/Deputy National Security 
Advisor for Combating Terrorism and Deputy Assistants to the President/Deputy 
National Security Advisors (DAP/DNSA) for Strategic Communication and Global 
Outreach, and Global Democracy Strategy.  Moreover, as the interventions in 
Iraq and Afghanistan extended into long term Stabilization, Security, Transition 
and Reconstruction (SSTR) operations, the NSC during the second term of the 
Bush administration found that it needed to adapt new structures to respond to 
immediate operational issues requiring high level guidance; political, economic 
and SSTR concerns; longer term policy planning and consideration of strategic 
interests; as well as facilitate interagency coordination.   


 
These major, long term interventions during the Bush administration also 


saw the addition to the NSC of the positions of Special Advisor for Strategic 
Planning and Institutional Reform, and Special Advisor for Policy Implementation/ 
Execution in 2005.  Other changes including elevating the NSC Directorate for 
Southwest Asia in 2005 to the level of Assistant to the President and Deputy 
National Security Advisor for Iraq and Afghanistan with sub-directorates for 
Afghanistan and Iraq, and then in May 2007 expanding the responsibilities for 
this position to coordinating activities across the Executive Branch to support 
operational commanders and other U.S. government officials in Iraq and 
Afghanistan.28  In particular, this individual reported directly to the president and 
had the authority to coordinate strategy and policy with department and agency 
officials up to the level of Cabinet secretaries, as well as solicit information and 
resources, “identify and remedy” day to day problems, and execute policies and 
strategies identified by the President.   
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NSC ORGANIZATION 


The National Security Council is the principal forum for consideration of 
national security policy issues requiring Presidential determination.  It is chaired 
by the President and is called into session at the President’s discretion.  Its 
statutory members are the President, Vice President, and the Secretaries of 
State, Defense and Energy29.  The Chairman of the Joint Chiefs of Staff is the 
statutory military advisor to the Council, and the Director of National Intelligence 
is the intelligence advisor.  The National Security Advisor is not a statutory 
member, but traditionally is responsible for determining the agenda in 
consultation with the other regular attendees of the NSC, ensuring that the 
necessary papers are prepared, recording NSC deliberations, and disseminating 
Presidential decisions.   However, the authorities and responsibilities of National 
Security Advisor, as well as other members of the President’s national security 
team, often have varied significantly from one administration to another.  


Although there has been relative stability in the statutory membership of 
the NSC since its inception, and in the supporting staff structures since the 
administration of President George H.W. Bush, one fundamental principle 
underlies the actual operation of the national security structures of all Presidents: 
the operation of the national security policy process is the result of what the 
President decides.  Those who wish to understand the operations of the NSC 
and its NSS staff must recognize that regardless of organizational charts or 
procedural memos produced by each administration, the actual processes are 
shaped by what the POTUS wants; the authorities he delegates to the various 
principals, staffs, and organizations; and how his staff conducts its business 
according their judgments about what the President most needs in terms of 
policy development, implementation and decision support.   As such, formal lines 
of authority may be over-ridden or circumvented by informal authorities or 
relationships utilized by the President and/or his senior staff. 
 


In practice, Presidential administrations tend to be unconcerned with 
whether the membership of a meeting constitutes an “official NSC” meeting, or 
whether all statutory, designated, or invited members are actually present.  The 
participants in meetings at all levels are dictated by the requirements of the policy 
issue(s) at hand.  If the President (or other principal) is needed, he will be 
present.  If not, then his limited discretionary time will not be diverted to attending 
a meeting just so all the “members” will be recorded as present.  For example, 
although the Secretary of Energy is a statutory NSC member, he is unlikely to 
attend unless energy or nuclear development or security issues are on the 
agenda.   


 
In addition to the statutory members, each president traditionally 


designates other NSC members, regular attendees, invited attendees, and topic 
area invitees.  According to the Obama administration’s Presidential Policy 
Directive-1, which sets out the organization of the National Security Council 
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system, in addition to the statutory members indicated above, President Obama 
has directed that the “membership” of the NSC will include: the Secretary of the 
Treasury, the Attorney General, the Secretary of Homeland Security, the 
Representative of the United States of America to the United Nations, the 
Assistant to the President and Chief of Staff (Chief of Staff to the President), and 
the Assistant to the President for National Security Affairs (National Security 
Advisor).  
 
Regular attendees include:  


• The Director of National Intelligence (as a statutory advisor) 
• The Chairman of the Joint Chiefs of Staff (as a statutory advisor) 


 
Regular invited attendees include:  


• The Counsel to the President  
• The Assistant to the President and Deputy National Security Advisor (also 


designated to serve as Secretary) 
 
Topic area invitees:  
 Invitees as required when international economic issues are on the agenda: 


• The Secretary of Commerce 
• The United States Trade Representative 
• The Assistant to the President for Economic Policy 
• The Chair of the Council of Economic Advisers.  


 
Regular invitee for homeland security or counter-terrorism issues: 


• The Assistant to the President for Homeland Security and 
Counterterrorism 


 
Regular invitee for science and technology related issues:  


• The Director of the Office of Science and Technology Policy  
 
Heads of other executive departments and agencies, as well as other senior 
officials, also are invited when appropriate.   
 


The National Security Advisor is the President’s personal advisor responsible 
for the daily management of national security affairs, and advises the President 
on the entirety of national security matters and coordinates the development of 
interagency policies.  Thomas E. Donilon succeeded General James L. Jones as 
President Obama’s NSA in October 2010.   The President alone decides national 
security policy, but the National Security Advisor is responsible for ensuring that 
the President has all the necessary information, that a full range of policy options 
have been identified, that the prospects and risks of each option have been 
evaluated, that legal and funding considerations have been addressed, that 
potential difficulties in implementation have been identified, and that all NSC 
principals have been included in the policy development and recommendation 
process.  President Obama has stipulated that his National Security Advisor 
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preside at NSC meetings in his absence (officially, if the President does not 
attend, the meeting is a Principals Committee meeting and not an NSC meeting).  
The National Security Advisor, appointed by the President as a personal aide, is 
not subject to Congressional confirmation.  Thus, any attempt at reviewing the 
processes or policymaking of the National Security Council and its staff by 
Congress must be conducted through meetings with the President or other 
Senate-confirmed principals of the National Security Council. 
 


The professionals who work directly for the President under the National 
Security Advisor’s direction constitute the National Security Staff.  President 
Obama, shortly after taking office, promulgated Presidential Policy Directive-1 
(PPD-1, see Appendix C for a list of PPDs and President Study Directives-
PSDs), “Organization of the National Security Council System,” which 
established the procedures for assisting the President in carrying out his 
responsibilities in the area of national security.30  He also merged the Homeland 
Security Council Staff and the National Security Council Staff into a single 
National Security Staff.   Under PPD-1, the NSS is charged with running a 
proactive and rigorous interagency policy process, consisting of Interagency 
Policy Committees (IPCs), chaired by a Senior Director and consisting primarily 
of interagency Assistant Secretaries; Deputies Committees (DCs), chaired by 
either the Deputy National Security Advisor or the Assistant to the President for 
Homeland Security and Counterterrorism and consisting primarily of interagency 
Deputy Secretaries; and Principals Committees (PCs), chaired by either the 
National Security Advisor or, at times, the Assistant to the President for 
Homeland Security and Counterterrorism and consisting primarily of interagency 
Secretaries.   The IPCs, DC, and PCs can all make decisions, but must do so by 
consensus of its interagency members.  The chair, including the NSA, cannot 
make decisions or “break ties.”   


 
NSS staff members handling substantive issues include political appointees 


(frequently experts from think tanks and academia), senior professionals on 
detail from Executive Branch departments, and military officers.  The expertise of 
career Foreign Service Officers in foreign affairs, for example, often means that 
the senior positions of the NSS regional directorates are assigned to State 
Department personnel.  This staff (see Appendix D) conducts the day-to-day 
management of national security affairs for the White House and currently 
numbers approximately 320, with around 175 policy positions and the remainder 
support positions (including the White House Situation Room staffed by 
approximately 35 watch officers and 35 technical/communications staffers).  
However, the NSC and its staff also are able to rely on a network of former NSC 
members, staffers, and other trusted policy experts, if needed, when reviewing 
policy issues.   
 


President Obama has conducted formal NSC meetings on a regular basis 
throughout his administration, but has emphasized the composition of meetings 
according to the topics under consideration and the needs of the President rather 
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than concerns with formally established “National Security Council” meetings.  
Press statements from the Obama White House often mention the President’s 
meetings with his “national security team” rather than the formal NSC.  Although 
the Obama administration regularly utilizes the technological upgrades to the 
White House Situation Room implemented during 2006-2007, President Obama 
prefers to hold NSC meetings in person, and most PC meetings are face-to-face.  
Use of the Secure Video-Teleconference Service (or SVTS-- pronounced “civits”) 
is used when the President or other principals travel, or for Deputies Committee, 
Interagency Policy Committee meetings or other inter-departmental discussions.      
 


The most senior interagency group is the Principals Committee 
(NSC/PC).31  The PC for all practical purposes is the membership of the NSC 
without the President and Vice President.  The PC is called into session and 
chaired by the National Security Advisor.  In addition to the National Security 
Advisor, the other principal members of the PC are the Secretaries of State, 
Defense, Treasury, Homeland Security, and Energy, the National Security 
Advisor, the Attorney General, the Director of the Office of Management and 
Budget, the Representative of the United States of America to the United 
Nations, the Chief of Staff to the President, the Director of National Intelligence, 
and Chairman of the Joint Chiefs of Staff. 32   


 
The Obama administration Principals Committee meets on a regular basis 


(usually at least weekly) to discuss current and developing national security 
issues, review and coordinate policy recommendations developed by subordinate 
interagency groups and affected departments and agencies, and give direction 
for implementation or follow-up analyses.  The Vice President attends PC 
meetings when issues related to his interests or responsibilities are being 
considered.   


 
Other key Executive Branch officials may be invited to attend Principals 


Committee meetings when issues related to their areas of responsibility are 
discussed.  Regularly invited attendees include the White House Chief of Staff, 
Counsel to the President, and the Assistant to the Vice President for National 
Security Affairs.  Topic area invitees may include the Secretary of Commerce, 
the United States Trade Representative, and the Assistant to the President for 
Economic Policy when international economic issues are on the Agenda.  Topic 
area invitees for homeland security or counterterrorism related issues usually 
include the Assistant to the President for Homeland Security and 
Counterterrorism (who also serves as the PC chair on homeland security topics).  
Topic area invitees for science and technology related issues might include the 
Director of the Office of Science and Technology Policy. Similar to NSC 
meetings, the heads of other executive departments and agencies, along with 
additional senior officials, may be invited to PC meetings as appropriate. 
 


Subordinate to the Principals Committee is the Deputies Committee 
(NSC/DC).  As the senior sub-Cabinet interagency forum, the DC is responsible 
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for directing the work of interagency working groups and ensuring that issues 
brought before the PC or the NSC have been properly analyzed and prepared for 
high-level deliberation.  President Obama has codified this responsibility for the 
DC in his Presidential Policy Directive organizing the National Security Council 
System (PPD-1) by directing that “NSC/DC shall ensure that all papers to be 
discussed by the NSC or the NSC/PC fully analyze the issues, fairly and 
adequately set out the facts, consider a full range of views and options, and 
satisfactorily assess the prospects, risks, and implications of each.”33  
Historically, the DC is where the bulk of the government’s policy decisions are 
made in preparation for the PC’s review and the President’s decision.  Issues 
decided above the DC level either are the most sensitive national security 
decisions, are very contentious within the interagency, or both.  In some 
circumstances (e.g., crisis situations) a significant portion of interagency policy 
development and coordination may be done at the DC level rather than at lower 
levels.   PPD-1 specifically identifies this responsibility of the DC by directing that 
“the NSC/DC shall be responsible for day-today crisis management.”  As such, 
the DC meets very frequently —usually on a daily basis, and sometimes several 
times a day.   
 


The DC is composed of the deputy or relevant under secretaries to the 
cabinet secretaries.  The DC is chaired by the Assistant to the President and 
Deputy National Security Advisor (AP/DNSA) or the Assistant to the President for 
Homeland Security and Counterterrorism.  The regular members of the DC 
include the Deputy Secretary of State (who in practice sometimes may be 
represented by the Under Secretary of State for Political Affairs), Under 
Secretary of the Treasury (who sometimes may be represented by the Under 
Secretary of the Treasury for International Affairs), Deputy Secretary of Defense 
(who sometimes may be represented by the Under Secretary of Defense for 
Policy), Deputy Attorney General, Deputy Secretary of Energy, Deputy Director 
of the Office of Management and Budget, Deputy to the United States 
Representative to the United Nations, Deputy Director of National Intelligence (or 
sometimes the Director of the National Counterterrorism Center if 
counterterrorism issues are being considered), Vice Chairman of the Joint Chiefs 
of Staff, and Assistant to the Vice President for National Security Affairs.   
 


Like the PC, other senior executive branch officials may participate in DC 
meetings when appropriate for the substantive issues on the agenda.  The 
Assistant to the President for Homeland Security and Counterterrorism and 
Deputy National Security Advisor chairs DC meetings when homeland security or 
counterterrorism related issues are on the agenda, and attends meetings on 
other topics as appropriate.   Likewise, the Deputy Assistant to the President and 
Deputy National Security Advisor for International Economics will attend DC 
meetings when international economic issues are on the agenda and may be 
directed to chair the meeting at the discretion of the AP/DNSA.  PPD-1 also 
directs that an Associate Director of the Office of Science and Technology Policy 
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will participate in DC meetings when science and technology related issues are 
being considered. 


Subordinate to the DC are a variety of interagency working groups called 
Interagency Policy Committees (NSC/IPCs).34  These interagency committees 
are composed of substantive experts and senior officials from the departments 
and agencies represented on the DC.  Although bounded by how much control is 
exerted over policy issues by the PC and DC groups, IPC-type committees 
historically are the main forum for interagency coordination.  These groups 
conduct the day-to-day interagency analysis, generation of courses of action, 
policy development, coordination, resource determination, and policy 
implementation planning.  Sometimes events may affect this traditional role, as 
when crisis situations or other high level national security developments warrant 
considerable attention by the PC or NSC.   


Contingent upon the scope of their responsibilities, some IPCs may meet 
regularly (weekly or even several times daily in a crisis situation) while others 
meet only when developments or planning require policy synchronization.  They 
are responsible for managing the development and implementation of national 
security policies when they involve more than one government agency.  IPCs 
provide policy analysis for consideration by the more senior committees of the 
NSC system (e.g., the DC and PC) and ensure timely responses to decisions 
made by the President.  The role of each IPC in policy development and 
implementation has tended to vary from administration to administration 
according to the amount of authority and responsibility delegated to them by the 
DC and PC.  In the Obama administration, IPCs are expected whenever possible 
to find consensus before elevating issues to DCs. They are organized around 
either regional or functional issues.   


Regional IPCs normally are headed by Assistant Secretaries of State 
while functional IPCs are headed by senior department officials or NSS Senior 
Directors.   


The Obama administration has not released an unclassified list of IPCs.  
However, the IPCs of the new administration can be expected to continue to 
work on policy issues in most of the same areas as the PCCs that functioned 
during the George W. Bush administration.   


Regional PCCs that functioned during the Bush administration included 
(the department responsible for chairing the committee is in parentheses): 


• Europe and Eurasia (State) 
• Western Hemisphere (State and NSC co-chair) 
• Mexico/Central America Regional Strategy (State and NSC 


co-chair) 
• East Asia (State) 
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• South and Central Asia (State) 
• Iran (State and NSC co-chair) 
• Syria-Lebanon (State and NSC co-chair) 
• Africa (State and NSC co-chair)  
• Russia (State and NSC co-chair) 
• Iraq (NSC) 
• Afghanistan (State and NSC co-chair) 


Functional PCCs that functioned during the Bush administration included 
(the department responsible for chairing the committee is in parentheses): 


• Arms Control (NSC) 
• Biodefense (NSC and HSC) 
• Combating Terrorism Information Strategy (NSC) 
• Contingency Planning/Crisis Response Group (NSC) 
• Counter-Terrorism Security Group (NSC and HSC) 
• Defense Strategy, Force Structure, and Planning (DOD)  
• Democracy, Human Rights, and International Operations 


(NSC) 
• Detainees (NSC) 
• Global Environment (NSC and NEC co-chair) 
• HIV-AIDS and Infectious Diseases (State & NSC) 
• Information Sharing (NSC and HSC) 
• Intelligence and Counterintelligence (NSC) 
• Interdiction (NSC) 
• International Development and Humanitarian Assistance 


(State and NSC co-chair))  
• International Drug Control Policy (NSC and ONDCP) 
• International Finance (Treasury) 
• International Organized Crime (NSC) 
• Maritime Security (NSC and HSC) 
• Proliferation Strategy, Counterproliferation, and Homeland 


Defense (NSC) 
• Reconstruction and Stabilization Operations (State and 


NSC) 
• Records Access and Information Security (NSC) 
• Space (NSC) 
• Public Diplomacy and Strategic Communications (State) 
• Transnational Economic Issues (NSC) 
• Weapons of Mass Destruction – Terrorism (WMD-T) (NSC) 
• Avian and Pandemic Influenza (NSC and HSC) 
• Communication Systems and Cybersecurity (NSC and HSC) 
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Although IPCs are divided into regional or functional groups, participation 
is not limited to people with only regional or functional expertise.  Regional IPCs 
may include department or agency members with functional expertise, and 
functional IPCs are likely to include regional experts.  For example, the non-
proliferation IPC may include regional experts covering countries involved with 
proliferation issues, and the Counterterrorism Security Group (or CSG, which 
meets weekly) includes representatives from the Department of Homeland 
Security.   


The NSC, PC, DC, and IPC entities all are supported by the National 
Security Staff.  The NSS is one of several senior advisory groups or offices 
organized under the Executive Office of the President (EOP) to advise the 
President across a range of critical policy areas.35  Although the councils and 
offices of the EOP have tended to remain fairly stable across administrations 
(some components, such as the Council of Economic Advisors is statutory, while 
others, such as the National Economic Council, have been created by Executive 
Orders), Presidents often have altered their structures or created new policy 
advisory or analysis groups as a result of historical events. 


National Security Staff 
 


The Obama administration believes that “homeland security is 
indistinguishable from national security” and has been using a single, integrated 
staff structure to manage both national security and homeland security crises and 
policy development and implementation.36   Although President Obama has 
determined that the Homeland Security Council should be retained as the 
“principal venue for interagency deliberations on issues that affect the security of 
the homeland such as terrorism, weapons of mass destruction, natural disasters, 
and pandemic influenza,” he also determined that the NSC and HSC should be 
supported by a single “National Security Staff” headed by the National Security 
Advisor.  To ensure proper attention is paid to homeland security and 
counterterrorism issues at the NSS, day-to-day responsibilities in these areas are 
assigned to the Assistant to the President for Homeland Security and 
Counterterrorism/Deputy National Security Advisor (AP/HSCT & DNSA), and his 
Deputy Assistant to the President for Homeland Security (DAP/HS, see Appendix 
D).37   


 
The Obama administration’s NSS views homeland security issues within a 


global context and has sought to avoid characterizing security matters as 
homeland versus international.  Responsibilities for “national security” or 
“homeland security” are derived from the substantive areas of responsibility 
assigned to each directorate.  For example, if homeland security matters arise in 
a regional directorate, those staffers are expected to be responsible for 
coordinating with the AP/HSCT, the DHS, the Department of State, or other 
appropriate agencies for the development of policy analysis and 
recommendations to the DC, PC, or the President.38 39  
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As revealed in its organizational structure, the NSS handles a wide range 
of substantive national security issues for President Obama (see Appendix D).  
Two specific areas that continue to receive considerable NSS, congressional, 
and domestic attention are Iraq and Afghanistan.  These two areas illustrate the 
extent to which NSS structures and functions may change and adapt to seek the 
most effective organizational processes to handle complex national security 
problems.  For example, U.S. policy for Iraq is handled in the Gulf sub-
Directorate of the Central Region Directorate of the NSS.  The Iraq Policy and 
Operations Group (IPOG) established during the first term of the George W. 
Bush administration was dissolved in August 2011 and its remaining functions 
relegated back to IPC and other departmental and interagency working groups.  


Homeland Security Council 40 
 


The Homeland Security Council (HSC) was established on October 8, 
2001 in response to the terrorist attacks of September 11, 2001, and serves as 
the mechanism for ensuring coordination of homeland security-related activities 
of executive departments and agencies and effective development and 
implementation of homeland security policies.41  President Obama has stated 
that he views the HSC as his “principal venue for interagency deliberations on 
issues that affect the security of the homeland such as terrorism, weapons of 
mass destruction, natural disasters, and pandemic influenza.”42  It also serves as 
the President’s principal forum for reviewing homeland security policy matters 
with his senior national security advisors and cabinet officials.   


 
The Obama administration has retained the membership of the HSC as 


specified in HSPD-1.43  The members of the HSC include the President, the Vice 
President, the Secretary of Homeland Security, the Secretary of the Treasury, 
the Secretary of Defense, the Attorney General, the Secretary of Health and 
Human Services, the Secretary of Transportation, the Director of the Federal 
Bureau of Investigation, the Director of National Intelligence, the Director of the 
Office of Management and Budget, the Assistant to the President for Homeland 
Security and Counterterrorism (APHS/CT), the Chief of Staff to the President, 
and the Chief of Staff to the Vice President.  The Assistant to the President for 
National Security Affairs and the Counsel to the President are invited to attend all 
meetings of the HSC.  The Secretary of State and the Chairman of the Joint 
Chiefs of Staff (as the statutory principal military adviser to the HSC) have 
regularly attended HSC meetings during the Bush administration, as well as the 
Secretary of Agriculture, Secretary of the Interior, Secretary of Energy, Secretary 
of Labor, Secretary of Commerce, Secretary of Veterans Affairs, Administrator of 
the Environmental Protection Agency, Assistant to the President for Economic 
Policy, and Assistant to the President for Domestic Policy who are invited to 
attend meetings pertaining to their responsibilities. The heads of other executive 
departments and agencies and other senior officials are invited to attend Council 
meetings when appropriate.  
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The HSC meets with the President at his direction and, during the Obama 
administration, has met less frequently than the NSC.  This pattern is the result of 
President Obama’s emphasis on bringing together principals who need to be 
consulted on various policy issues (vice convening a formal HSC meeting), as 
well as the overlap between the membership of the NSC and its PC and the HSC 
and its PC.   At the President's direction, the APHS/CT may preside at HSC 
meetings when the POTUS is absent.  The APHS/CT also is responsible for 
determining the agenda, ensuring that necessary papers are prepared, and 
recording Council actions and Presidential decisions.  Like the National Security 
Advisor in matters of national security, the APHS/CT serves as the President’s 
key homeland security and counterterrorism advisor in the White House. 


 
The HSC Principals Committee (HSC/PC) and Deputies Committee 


(HSC/DC) both continue to operate under the Obama administration’s NSS 
reorganization.  The Principals Committee of the Homeland Security Council is 
organized as the senior interagency forum for homeland security issues.  With 
the merging of the NSC and HSC staffs (into the National Security Staff), more 
homeland security and counterterrorism issues are handled by the NSA, the 
APHS/CT, Principals and other appropriate advisors, resulting in less need for 
formal HSC/PC meetings.  However, the HSC/PC meets whenever necessary, 
and individual PC members meet on regular basis with each other to discuss 
developments and policy issues.  Regular members of the HSC/PC include the 
Vice President, Secretary of Homeland Security, Secretary of the Treasury, 
Secretary of Defense, Attorney General, Secretary of Health and Human 
Services, Secretary of Transportation, Director of the Federal Bureau of 
Investigation, Director of National Intelligence, Director of the Office of 
Management and Budget, APHS/CT, Chief of Staff to the President, and Chief of 
Staff to the Vice President.    The meetings are chaired by the APHS/CT or 
another senior staff member, and the National Security Advisor and the Counsel 
to the President are invited to attend all meetings.  Other key Executive Branch 
officials may be called to attend HSC/Principals Committee meetings when 
issues related to their areas of responsibility are discussed.  These invitees may 
include the Secretaries of State, Interior, Commerce, Agriculture, Labor, Energy, 
Veterans Affairs, and the Administrator of the Environmental Protection Agency.   


 
A comparison of NSC and HSC organizations reveals that all 11 members 


(or statutory advisors or frequent substantive invitees) of the NSC are official 
HSC members (the President, Vice President, Secretary of Defense, Attorney 
General, Director of National Intelligence,) or invited participants (the Secretaries 
of State and Energy, the Chairman of the Joint Chiefs of Staff, the Chief of Staff 
to the President, the Assistant to the President for National Security Affairs, 
White House Counsel, Assistant to the President for Economic Policy and 
Director of the Office of Management and Budget) to the HSC.44  As noted 
above, the Obama administration has tended to focus on determining 
participants in policy meetings according to the substance of the meeting and the 
appropriateness of the participants, and has been less concerned about whether 
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the membership of the group constitutes a formal NSC, HSC, or PC meeting.  
Meetings among principals, the President, and staff occur on a regular basis 
each week to deal with events and the development of policy.   


The HSC system also has a Deputies Committee (HSC/DC) and 
Interagency Policy Committees (IPCs).  The role of the HSC/DC is to ensure that 
matters brought before the HSC or HSC/PC have been properly analyzed, 
reviewed by key interagency stakeholders, and prepared for action.  The 
HSC/DC meets on a regular basis to oversee homeland security issues and 
manage breaking incidents.  The regular members of the HSC/DC include the 
Deputy Secretary of Homeland Security, Deputy Secretary of the Treasury, 
Deputy Secretary of Defense, Deputy Attorney General, Deputy Secretary of 
Transportation, Deputy Secretary of Health and Human Services, Deputy 
Director of National Intelligence, and Deputy Directors of the Office of 
Management and Budget, and the FBI.  The HSC/DC meetings are chaired by 
the Deputy Assistant to the President for Homeland Security.  The Deputy 
National Security Advisor, Deputy Chief of Staff to the President, and Deputy 
Chief of Staff to the Vice President are invited to attend all meetings.   Other 
officials who may be invited to attend HSC/DC meetings when issues pertaining 
to their departmental responsibilities or areas of expertise are involved include 
Deputy Secretaries of State, Interior, Commerce, Agriculture, Labor, Energy, 
Veterans Affairs, and the Environmental Protection Agency.  Given the wide 
range, and often overlapping interests of the HSC and the NSC and their various 
sub-committees, organizers try to avoid encroaching upon already busy 
schedules.  Meeting schedules and topics are widely disseminated in advance 
across the interagency to allow invitees to determine whether departmental 
interests are involved, and whether their presence is needed.   


Because the HSC remains as a separate policy advisory body, the Obama 
administration has retained a variety of Interagency Policy Coordination 
Committees (IPCs) subordinate to the HSC/DC.  These interagency committees 
are composed of Assistant Secretary-level officials from the departments and 
agencies represented on the DC.  Each department or agency representative is 
designated by his or her department or agency, and is expected to be able to 
speak on behalf of the department or agency.  HSC IPCs are the workhorses of 
the HSC policy development and coordination process, typically providing the 
first serious, broad interagency review and discussion of proposals or initiatives; 
they also provide policy analysis and recommendations for the more senior 
committees of the HSC system.   Most IPCs meet on a weekly basis.   


The Obama administration has not released an unclassified list of HSC 
IPCs.  However, many will continue the work of the HSC PCCs that functioned 
during the George W. Bush administration.  Bush HSC PCCs included (all 
chaired by HSC Special Assistants to the President):   


• Biodefense 
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• Border and Transportation Security 
• Communications Systems and Cybersecurity (CSC, administered 


jointly with NSC) 
• Continuity 
• Critical Infrastructure Protection 
• Domestic Nuclear Defense 
• Domestic Readiness 
• Information Sharing (administered jointly with NSC) 
• Maritime Security (administered jointly with NSC) 
• National Security Professional Development 


 
National Economic Council 


One notable example of an advisory office established in response to 
historical developments and increasing influence on U.S. national interests is that 
of the National Economic Council (NEC).  Historically, international economic 
issues were handled by the NSC staff and supported by the President’s Council 
of Economic Advisors (a small office established in 1946 to provide the President 
with objective economic analysis and advice).  The increasing complexity of 
macro-economic issues, however, and the extent to which national interests 
progressively involved economic policy led to the creation of the National 
Economic Council in 1993 by President Clinton and the appointment of an 
Assistant to the President for Economic Policy.  The NEC advises the President 
on matters related to global economic policy.  By Executive Order, the NEC has 
four principal functions:  to coordinate policy-making for domestic and 
international economic issues; to coordinate economic policy advice for the 
President; to ensure that policy decisions and programs are consistent with the 
President's economic goals; and to monitor implementation of the President's 
economic policy agenda.45   


The purview of the NEC extends to policy matters affecting the various 
sectors of the nation's economy, as well as to the overall strength of the U.S. and 
global economies. Therefore, in general, members of the NEC are the 
department and agency heads whose policy jurisdictions affect the nation's 
economy.  The NEC staff is composed of policy specialists whose expertise 
pertains to the Council's specific areas of decision-making.  In the past there 
have been two Assistants to the President whose responsibilities are divided 
between domestic and international economic issues. Currently there is one  
Assistant to the President for Economic Policy (who also serves as the Director 
of National Economic Council) and one Deputy Assistant to the President (and 
Deputy National Security Advisor) for International Economics.  The Deputy 
Assistant for International Economics reports both to the National Security 
Advisor and the NEC Director.  The NEC staff also is comprised of two other 
Deputy Assistants to the President and several Special Assistants to the 
President who report to the Director on economic policy issues related to fiscal 
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policy, energy, financial markets, health care, and labor.  Several NSS staff 
members, who report directly to the Deputy National Security Advisor, also 
support and coordinate with the NEC Director.  


Increasingly from the time of the Clinton administration, economic issues 
are a major concern in the overall national security of the United States.  In many 
foreign policy areas, economic issues have become equally or more important 
than traditional military issues—as in the case of China.  Also increasingly, 
international and domestic policy issues and their implications for the well-being 
of the U.S. are seen to overlap.  As a result, there is increased coordination and 
integration between the NSS and NEC staffs across the spectrum of economic 
policy issues.    


 


NSC POLICY PROCESS 
 


The process of producing national security policies is determined by the 
organizational structure of the system approved by the President, the National 
Security Advisor’s overall management of the system, and the performance of 
key individuals responsible for foreign policy and other national security issues 
across the executive branch.  Perhaps the most thorough analysis and critical 
assessment of the policy processes for national security was conducted by the 
Project on National Security Reform, and reported in its “findings” report of July 
2008.46  Headed by a board of senior, experienced former government officials, 
the project evaluated the national security policy development and execution 
process in various administrations and identified the organizational strengths and 
weaknesses of those processes.  One finding of the report was that the working 
relationships of the “different parts of the national security system” always 
reflected “the managerial style of the president.”  Furthermore, “(d)ifferent 
presidents rearranged these relationships frequently. However, only infrequently 
would they seek to change the bureaucracies themselves or significantly alter the 
outputs these bureaucracies were expected to produce.”47   
 


Thus, the basic organizational structures used by each presidential 
administration since that of George H.W. Bush have tended to be remarkably 
similar.  Nevertheless, no matter how similar various administration 
organizational charts may be, or however the National Security Advisor and the 
staff want to organize meetings, procedures, or prepare reports, the actual 
process is shaped by the President’s management style and what structures and 
processes the president desires and supports.  It is the President’s preferences 
for using (or excluding) different subordinates in his decision making process, 
what responsibilities, authorities, and access he allocates to his staff at the White 
House or various executive branch departments and agencies, and (perhaps 
most importantly) how he refines the process based upon the successes or 
failures of his system to produce satisfactory results in foreign policy and other 
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national security affairs that yield the actual day-to-day “policy process” of his 
administration.48  As such, particularly as an administration’s term proceeds, 
formal lines of authority may be over-ridden or circumvented by informal 
authorities or relationships utilized by the President and/or his senior staff. 
 


The National Security Council is the President's principal forum for 
considering national security and foreign policy matters with his senior national 
security advisors and cabinet officials.  The National Security Act of 194749 
directs that the function of the NSC “shall be to advise the President with respect 
to the integration of domestic, foreign, and military policies related to the national 
security so as to enable the military services and the other departments and 
agencies of the government to cooperate more effectively in matters involving the 
national security,” as well as to perform “other functions the President may direct 
for the purpose of more effectively coordinating the policies and functions of the 
departments and agencies of the government relating to the national security.”  
The NSC has the responsibility to “assess and appraise the objectives, 
commitments, and risks of the United States” and to “consider policies on matters 
of common interest to the departments and agencies of the Government 
concerned with the national security.”   Ensuring the continuity of this important 
organization in the current administration is reflected in President Obama’s 
Presidential Policy Directive #1 which directs that “the NSC shall advise and 
assist me in integrating all aspects of national security policy as it affects the 
United States -- domestic, foreign, military, intelligence, and economic (in 
conjunction with the National Economic Council).  Along with its subordinate 
committees, the NSC shall be my principal means for coordinating executive 
departments and agencies in the development and implementation of national 
security policy.”50 


 
When the president makes a policy decision he usually will transmit the 


information verbally to the relevant cabinet secretaries, the National Security 
Advisor, or other appropriate officials.  Frequently, this takes place at formal NSC 
meetings.  At times, he will wish to ensure that there is clear understanding of 
policy objectives and requirements of the initial decision, and he will issue a 
formal decision document (which may be classified or unclassified) stating the 
policy in order to communicate the specifics of the decision to affected 
government departments and agencies, or to the general public.  The current 
Obama administration calls these formal policy decisions Presidential Policy 
Directives (PPDs).  See Appendix A for the titles used in previous 
administrations.  
 
 
The National Security Advisor and the Policy Process 
 


Presidents rely heavily upon their National Security Advisor (NSA, whose 
formal title is Assistant to the President for National Security Affairs) to undertake 
a number of specific roles to support them in the management of national 
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security affairs.  Because the National Security Advisor is a personal aide to the 
President, this person must enjoy the President’s full trust and confidence.  The 
1987 report by the Tower Commission on the operation of the NSC staff 
identified a number of specific roles for National Security Advisors that have 
evolved and proven beneficial to the President in the effective management of 
national security affairs:51 


 
• He is an “honest broker” for the NSC process.  He assures that issues are 


clearly presented to the President; that all reasonable options, together 
with an analysis of their disadvantages and risks, are brought to his 
attention; and that the views of the President’s other principal advisors are 
accurately conveyed. 


• He provides advice from the President’s vantage point, unalloyed by 
institutional responsibilities and biases.  Unlike the Secretaries of State or 
Defense, who have substantial organizations for which they are 
responsible, the President is the National Security Advisor’s only 
constituency.  


• He monitors the actions taken by the executive departments in 
implementing the President’s national security policies.  He questions 
whether these actions are consistent with Presidential decisions and 
whether, over time, the underlying policies continue to serve U.S. 
interests.   


• He assumes a special role in crisis management.  The rapid pace of 
developments during crises often draws the National Security Advisor into 
an even more active role of advising the President on the implications for 
national security of unfolding events.  He fulfills the need for prompt and 
coordinated action under Presidential control (often with secrecy being 
essential) and in communicating Presidential needs and directives to the 
departments and agencies of the Executive Branch. 


• He reaches out for new ideas and initiatives that will give substance to 
broad Presidential objectives for national security. 


• He keeps the President informed about international events and 
developments in the Congress and the Executive Branch that affect the 
President’s policies and priorities. 


 
The emphasis placed upon these various roles as they are described in the 


Tower Commission report varies from administration to administration according 
to the President’s preferences for managing national security affairs, the National 
Security Advisor’s interpretation of his or her role, and the personalities and 
styles of the various members of the Principals Committee and other 
policymaking bodies. 52  


 
 The national security policy process during the first years of the Obama 
administration mirrored that of previous administrations in the challenges of 
having the capability to immediately advise the President on a wide range of 
national security matters while establishing it’s staffing, procedures, and 
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processes.  No new administration comes into office with a fully staffed, unified 
national security team.   The National Security Advisor must draw upon and 
integrate experts and advisors from the presidential campaign retinue, 
professionals from previous administrations with national security experience, 
academic and think tank experts, and, finally, senior career employees from 
across the executive branch with deep experience in national security affairs.    
 


 In general, the National Security Advisor’s (NSA) primary roles are to advise 
the President, advance the President’s national security policy agenda, and 
oversee the effective operation of the interagency system.  The NSA must be 
able to manage the process of integrating information and policy considerations 
affecting national interests across the spectrum of government agencies and 
instruments of power and foreign policy, prioritizing their strategic importance, 
and synthesizing them into concise issues and options for the President’s 
consideration.  Moreover, the NSA must bring to the President not only 
information he wants to see, but also information he needs to see—and in a form 
compatible with the President’s decision-making and management style.  For 
example, President George W. Bush preferred to make the final decision on 
policy recommendations that reflected a consensus of his advisors.  As such, 
NSAs Rice and Hadley sought to hammer out a general agreement among 
Principals and departments before bringing a decision paper with a 
recommended policy to President Bush for a final decision.  President Obama, 
on the other hand, prefers not to have recommended positions brought to him for 
a yes or no decision.  Instead, he favors a slate of options on policy issues with 
detailed assessments of the pros and cons for each option.  If brought a 
consensus position by his policy advisors, President Obama also expects to see 
a full analysis of any significant dissenting positions on the policy area under 
consideration.   


 
The NSA should bring to the President only those issues that have been 


vetted through the interagency system so that he can benefit from the counsel of 
those departments with concomitant responsibilities and authorities.  The NSA 
also must ensure that, given demands upon the President’s time from such a 
wide variety of policy issues and political constituencies, the President only has 
to deal with those problems that require his level of involvement.  This is a 
delicate management problem to not usurp the President’s authority on “lower 
level” issues, while, at the same time, not consume his limited time on issues that 
others have been delegated the authority to decide.    


 
Protecting the President’s time involves not only concisely and effectively 


presenting issues to the President, but also managing the constant demands of 
visiting dignitaries and modern telecommunications that allow foreign 
governments, U.S. Ambassadors, military commanders, and other officials 
throughout the world the capability to communicate directly with the White 
House.   Increasingly, the ability for foreign leaders and others to converse 
directly means the NSA must manage the President’s direct communications and 
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act as a gatekeeper for the President to determine who warrants access to 
directly discuss national security matters.53 


 
On occasion, protecting the President’s time requires the NSA to meet with 


foreign officials to deliver or receive messages, or discuss U.S. policy (as when 
NSA Donilon met with Israeli Minister of Defense Barak over security cooperation 
and developments in the Middle East in February 2011, with members of the 
Libyan Transitional National Council in May 2011, and with UN Secretary-
General Ban Ki-moon over Middle East events and the humanitarian emergency 
in the Horn of Africa in July 2011).54  The Tower Commission strongly cautioned 
that neither the National Security Advisor nor the NSC staff should be engaged in 
operations, or the direct implementation of policy, as happened during the Iran-
Contra affair.  Nevertheless, although the Department of State clearly has the 
responsibility for dealing with foreign officials and implementing foreign policy, 
the NSA may act as the President’s emissary to the extent that the President 
wishes to use the National Security Advisor in this manner—although this role 
has been utilized sparingly in recent administrations.   


 
     The National Security Advisor also has responsibilities beyond national 
security affairs that affect the President’s domestic political standing.  This 
involves the NSA’s dealings with Congress and the media.  The NSA must work 
alongside other executive branch officials to build trust with Congress in order to 
facilitate cooperation between the branches to achieve the administration’s 
national security objectives.  Moreover, the NSA must avoid, if possible, any 
appearance of national security decisions being driven by domestic politics (e.g., 
emphasizing international crises to divert attention from a domestic political 
problem), both because national security affairs should be dealt with on their own 
merits, and because of the need to build bi-partisan consensus on foreign policy 
issues.   As such, one additional responsibility of the NSA is insulating the NSS 
staff from any political pressure--either from other components of the White 
House staff responsible for domestic political affairs or from political interests 
outside the White House.  This can be a difficult mission because national 
security priorities (and, in particular, those dealing with homeland security issues) 
often are influenced by domestic politics or have domestic implications.  
Consequently, the NSA must focus on advising the President about broader 
national security problems while being mindful of domestic political factors that 
may influence the acceptability of policy options. 


 
The National Security Advisor’s dealings with the media are complicated 


because while the Secretary of State is primarily responsible for the overall 
management and explanation of foreign policy, the NSA often acts as an 
“explicator” of policy to the media.  The NSA must balance secrecy requirements 
with the public’s right to know, and the unrelenting pressure from the media for 
information on a daily basis.  Secrets are difficult to maintain in a democracy with 
a massive bureaucracy and a free press.   According to former NSC/NSS 
staffers, news reporting and analysis generally lags policy decisions by 3-4 days 
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and is about 60-80% accurate, depending upon the news operation and its 
familiarity with the issues being covered. 


 
 Thus, to be effective, the National Security Advisor must have the trust of 
the President, the principals of the departments and agencies involved in national 
security matters, substantive experts in the bureaucracy, numerous foreign 
leaders and their ministries, members of both parties in the Congress, and the 
news media.  He, or she, must be able to manage this series of complex 
interrelationships and promote cooperation rather than competition among the 
various stakeholders.  In an increasingly complex, multi-dimensional policy world 
still possessing strategic threats, the NSA must effectively administer advice and 
access to the President to enable him to effectively do this part of his job.  
 


A list of the individuals who have served as the National Security Advisor, 
and the dates they served, is attached at Appendix B. 
 
 
 
The National Security Staff and the Policy Process 
 


Like the National Security Advisor, the roles and missions undertaken by 
the National Security Staff have evolved over time.  Variations from one 
administration to another are due largely to presidential preferences as to 
specific NSS roles, organizational and management preferences of the National 
Security Advisor, and changes brought about through the necessity of 
responding to crises or complex national security problems.  One of the most 
significant examples was the decision on May 26, 2009 by President Obama to 
reorganize the previous NSC and Homeland Security Council staffs into a single 
“National Security Staff.”55  Although this reorganization did not substantially 
affect the normal practices of crisis response, policy development, and 
implementation oversight, it did have the effect of fully integrating international, 
transnational and homeland security matters, and placing all policy matters under 
a single organizational chain of command. 


 
Although the National Security Staff (NSS) frequently plays a key role in 


policy development and recommendations because of their direct relationship 
with the President, a close working relationship between the President and his 
cabinet secretaries may result in those departments dominating the development 
and implementation of national security policy.  Alternatively, greater dependence 
by the President on the National Security Advisor and interagency rivalries 
sometimes can lead to a more active role in initiating and guiding policy for the 
NSS.  Historical events also can limit or expand the roles taken on by the NSS.  
For example, the establishment of the National Economic Council in 1993 
resulted from the increasing importance and complexity of economic issues in 
national security policy following the collapse of the Soviet Union and the growth 
of fledgling market economics in former communist countries.  Likewise, the 
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terrorist attacks of September 11, 2001 increased the involvement of the NSC 
staff in counterterrorism policymaking for both domestic and international venues, 
and the political and military complexities of U.S. actions in Afghanistan and Iraq 
have emphasized the roles of DOD and the State Department in policy 
development and implementation.    


 
  Some of the responsibilities of the (previous) NSC staff and current NSS that 


have evolved over time as a result of bureaucratic dynamics and historical 
developments include:56  
 


• Coordination of the interagency policy process and policy implementation 
follow-up. 


• Articulation of the President’s policies to other departments and, at times, 
to the U.S. public (through the National Security Advisor). 


• Liaison with foreign governments. 
• Support to the President during telephone conversations with foreign 


leaders.  
• Support for negotiations in Presidential summits.57 
• Coordination of summit meetings and overseas travel by the President.  
• Direct support to the President in crisis management. 


 
   
The development of coordinated interagency strategic national security policy 


is both a priority and a challenge for the President and his National Security Staff.  
All components of the NSS are expected to work closely with other executive 
branch departments and agencies on a continuing basis.  For the Obama NSS, 
the newly organized Strategic Planning Directorate, in particular, works across 
directorates to provide strategic oversight for the policy process. The Strategic 
Planning Directorate currently performs five core functions: 1) support on the 
administration’s top national security priorities, particularly those that require 
broad development of policy guidance; 2) assistance on urgent crises; 3) 
supporting the President’s engagement and outreach to key allies, partners and 
the strategic community; 4) ensuring strategic and contingency planning 
conforms to Presidential guidance; and 5) assisting the National Security Advisor 
with special projects. 


 
The wide-ranging duties and activities of the NSS result from the fact that the 


National Security Advisor and the NSS work directly for the President.  Although 
the Secretaries of State and Defense are cabinet level officials who belong to the 
formal National Security Council, they have no authority over the NSS.  To the 
extent that the National Security Advisor and his/her staff take on functions seen 
as the prerogative of departments or agencies, tensions and turf battles can 
develop that may affect the ability of an administration to develop and coordinate 
policy.  Moreover, whenever NSS takes on operational roles it raises concerns 
that such actions may be conducted secretly, as well as independently of the 
review of other departments and agencies with greater substantive experience, 
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and without the knowledge of other cabinet officials who have responsibilities for 
informing congress.58 


 
   For example, President Nixon’s desire to ensure that he controlled U.S. 


foreign policy led him to support National Security Advisor Kissinger’s efforts to 
direct a number of foreign policy issues, including normalizing bilateral relations 
with the People’s Republic of China, conducting the war in Vietnam and 
eventually chairing the peace talks with North Vietnam in Paris.  This led to a 
dominant role by the NSC staff in the development and implementation of policy 
in a number of areas while supporting the National Security Advisor.  During the 
Nixon and Ford administrations (1973-1975), Henry Kissinger served 
concurrently as the National Security Advisor and Secretary of State.  This 
arrangement most likely will never occur again, in part, because this arrangement 
defeats the objective of having the National Security Advisor act as an honest 
broker of policy among the various Executive Branch agencies involved in 
national security affairs.   


 
   Although the Secretary of State, by law, is responsible for the development 


and implementation of foreign policy, the President ultimately decides who 
among his national security team has what duties and responsibilities.  
Presidents who do not wish to be involved in the details and implementation of 
foreign policy delegate that authority to the Secretary of State.  On the other 
hand, Presidents who wish to be intimately involved usually rely heavily upon the 
National Security Advisor to help formulate foreign policy and keep them updated 
on developments. 


 
   A President’s willingness to delegate authority for managing specific 


national security issues to his National Security Advisor also occasionally has 
resulted in past NSC staffs assuming responsibility both for policy planning and 
execution.  This is the situation that developed during the Reagan administration, 
resulting in the Iran-Contra affair referenced earlier in this report. 


 
 
 
Principals and Deputies Committees and the Policy Process 
 


The Principals Committee (PC) acts as the President’s senior level policy 
review and coordination group.  In effect, the PC is the same as the National 
Security Council without the President and Vice President (although Vice 
President Cheney regularly participated in PC meetings during the Bush 
administration).  The PC’s mission is to ensure that, as much as possible, policy 
decisions brought to the President reflect a consensus within the departments 
and agencies.  If the process works as intended, the President does not have to 
spend time on uncoordinated policy recommendations and can focus on high 
level problems and those issues upon which the departments and agencies could 
not reach a consensus.  In administrations where there are strong rivalries 
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among senior advisors (such as the Kissinger-Secretary of State Rogers enmity 
during the Nixon administration, or the competition between National Security 
Advisor Brzezinski and Secretary of State Vance during the Carter 
administration), policy coordination frequently breaks down.  Even when strong 
disagreements (or rivalries) occur between senior policy advisors such as the 
Secretaries of State and Defense (e.g., Shultz and Weinberger during the 
Reagan administration, and Powell and Rumsfeld as reported during the first 
term of George W. Bush term), regularly scheduled PC meetings allow for such 
differences to be aired and identified, and consensus policy recommendations 
coordinated where agreement exists.     


 
The frequency of Principals Committee meetings is driven primarily by the 


pace of events.  It often meets once or twice each week to review policy on 
pressing matters, but may meet less or more frequently depending upon 
circumstances such as crisis situations or just prior to major summit meetings.  
Currently, the PC (or some variation if all the official PC members are not 
present) in the Obama administration meets several times each week based 
upon the number of issues requiring its attention.  In addition (or sometimes in 
lieu of formal PC meetings), weekly informal meetings involving the Secretaries 
of State and Defense, and National Security Advisor are held over breakfast or 
lunch, or via secure telephone conference calls or secure video teleconferences 
(using the SVTS system).  For the Obama administration, almost all PC meetings 
are conducted in person, with the SVTS system reserved for crises or other 
rapidly emerging situations.  During the last year, meetings topics have included 
discussions of overall strategies for Iraq, Afghanistan, terrorism threats, political 
turmoil in the Middle East (the so-called “Arab Spring” phenomena), policy on 
U.S.-China strategic and economic relations, Japan’s tsunami and nuclear crisis, 
and relations with Pakistan, Haiti, North Korea, and Iran.  Issues that are time 
sensitive and involve critical U.S. interests (such as the Japanese Tsunami, and 
the implications of the protests that overthrew the Mubarak regime in Egypt) are 
likely to be discussed at the PC level at first, but quickly fall under the 
responsibility of the Deputies Committee.   


 
Likewise, the Deputies Committee (DC) meets when necessary, usually 


daily (and, at times, more than once in a single day), to review IPC 
recommendations, deliberate issues upon which the IPCs could not reach a 
consensus, and decide what matters should be forwarded to the PC.  The 
Obama administration DC has favored face-to-face meetings for its senior policy-
making groups (rather than teleconferences over SVTS) and tends to holds 
meetings in balance with the schedules and responsibilities of the deputies in 
their home departments. 59 


 
Issues forwarded to the PC include a range of policy options, any 


consensus policy recommendations made at the DC and IPC level, and 
identification of policy issues upon which an interagency consensus could not be 
reached at the IPC and DC levels.  In general, the DC seeks to review issue 
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papers and policy options and recommendations provided by IPC level groups 
and pass them up to the PC.  Other than face-to-face or SVTS meetings to 
discuss policy issues, the PC and, especially the DC, also have an additional 
mechanism called the “paper PC” or “paper DC” process.  In circumstances 
when a policy decision or action is called for and either there is insufficient time 
to bring PC or DC members together for a meeting, or the issue can be handled 
without the time required for a face-to-face (or SVTS) meeting, the National 
Security Advisor will circulate a written policy draft to PC or DC members to 
review, adjudicate, and return within a short period of time.  The DC, which tends 
to review a wider range of policy issues (only the most important rise to the PC 
level), uses the “paper DC” process much more frequently than the PC.  There 
are often four or five “paper DC” documents circulating at any one time.   
 


During crisis periods, the PC, DC, and IPCs meet frequently.  For 
example, during crises such as the 1991 Gulf War, 1999 Kosovo crisis, the 
aftermath of the terrorist attacks in September 2001, and the conduct of military 
operations in Afghanistan and Iraq, a typical day often included:   


 
• Departmental meetings with Secretaries or Deputy Secretaries in the early 


morning to review developments, responsibilities, taskings, and policy 
issues of concern to the mission of each department.   


• In mid-morning, the DC meets, sometimes conducted via secure 
teleconferencing with senior staff and area/functional experts, to develop 
interagency positions on developments and new policy issues.  This DC 
meeting might be followed immediately by a meeting of the DC senior 
members (without supporting staff) to discuss sensitive intelligence or 
policy issues.   


• In late morning or early afternoon, the PC meets to discuss the results and 
unresolved issues of the DC, consider strategic policy directions, and 
determine what issues need to be brought to the attention of the 
President.   PC members may then meet with the President (who usually 
receives updates on the crisis situation from the National Security Advisor 
throughout the day).   


• In mid or late afternoon, the DC again meets to discuss the 
implementation of decisions reached by the PC and President, and to 
discuss the results of IPC meetings that have been held throughout the 
day (individual IPCs may meet more than once a day during crisis 
periods).   


• Individual members of the DC are likely to have a late afternoon meeting 
with their principals to confer about developments of the day, and a 
subsequent meeting with their staffs to discuss the day’s decisions, 
developments, and next steps.  Depending upon the circumstances of the 
day, the PC may have an additional evening meeting and subsequent 
consultation with the President. 
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This kind of high operational tempo may persist for several weeks or 
months, depending upon the duration of the crisis and the need to involve the 
President and cabinet level officers on a daily basis.  Not only do crisis situations 
alter the “normal” policy review and determination processes of an 
administration, but also, as noted above, the dynamics and processes will evolve 
in response to the President’s preferences for managing the crisis.  The national 
security policy apparatus is not a rigid system-- it adapts to circumstances and 
operates according to what the President needs, wants, and supports.60    


 
 
Interagency Policy Committees and the Policy Process 


Interagency Policy Committees (IPCs) are responsible for a range of 
national security issues that cut across the responsibilities of Executive Branch 
departments and agencies.  Issues may be regional, such as U.S. policy toward 
Iraq or NATO expansion, or functional, such as arms control agreements with 
Russia or terrorism in South Asia. 


 IPC work is different than that performed in the departments or agencies.  
Departmental or agency planning focuses on achieving agency objectives on a 
regional and operational level.  Coordination is focused on departmental ways 
and means and is based upon internal agency doctrine and processes.  
Contentious issues are resolved internally at senior levels.  IPC planning is 
focused more on advance planning at the political and strategic level.   IPCs do 
the “heavy lifting” in analyzing policy issues and developing policy options and 
recommendations that provide policy-makers with flexibility and a range of 
options that are politically acceptable and minimize the risk of failure.  
Interagency groups also must develop policy options that advance U.S. interests 
through coordinated actions often involving many departments and agencies.  An 
effective interagency process reduces the complexity of the policy decisions and 
focuses the planning on mission success factors.  This means that policy 
planning must integrate desired policy aims and synchronize the efforts of the 
different departments and agencies.  Planning to advance U.S. interests is likely 
to involve multi-agency and multilateral considerations.   
 


Collaboration is central to an IPC’s success, but teamwork and unity is 
vulnerable to political risks, bureaucratic equities, and personal relationships.     
Because U.S. interests and foreign policy have tended to remain fairly stable 
from administration to administration, an informal policy consensus often exists 
across agencies when dealing with routine matters.   But, policy disagreements 
and turf battles are inevitable because of divergent political philosophies, 
different departmental objectives and priorities, disagreements about the 
dynamics or implications of developing situations, or because departments are 
seeking to evolve or formulate new roles and missions.  Also, hard problems do 
not lend themselves to easy solutions, and frequently there are genuine 
differences between departments over the best ways, means, and objectives for 
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dealing with a national security problem.  Moreover, because regional experts 
tend to dominate on overall policy approaches (even though they may lack 
expertise on many functional issues), different interpretations of events or 
credibility issues may arise within the IPC group.  These issues must be openly 
addressed to enable the group to collaborate effectively, refine core policy 
issues, and achieve a consensus policy document.   As one former NSC staff 
member observed, the easiest outcome to produce in the interagency process is 
to prevent policy from being made.  The wide range of issues, the different policy 
perspectives of various departments, the nature of bureaucratic politics, contests 
over turf and responsibilities, disagreements over which department has the lead, 
and the clash of personalities and egos all place a premium on ensuring that the 
equities of all involved agencies are considered, and on building an informal 
policy consensus amongst the players.   
  
 The operational dynamics of individual IPCs, like most working group 
entities, vary according to the personalities (and, sometimes, personal agenda) 
of the individuals who are in charge of, or participate in them.  In general, 
however, most IPCs undertake a five-part process when working on a policy 
issue: 
  


• Define the problem.  This includes assessing what U.S. national interests 
and strategic objectives are involved, reviewing intelligence reports, and 
seeking to determine some understanding of the dynamics of the situation 
(including what is known, what is assumed, and what is unknown) and the 
interests and motivations of the actors involved.  Is there a consensus on 
the issues at stake for the U.S. and the implications of acting or not 
acting?  This part of the process also includes identifying additional 
information and intelligence needs and levying requirements to the 
intelligence and diplomatic communities.    


 
• Issue Terms of Reference.   Develop broad principles to guide the way the 


interagency group should think about a problem and craft a strategy for 
addressing it.   Clarify IPC processes and intra-group procedures for 
conducting meetings and accomplishing the task(s).  


 
• Articulate policy objectives, assess options, and develop an overall 


strategy for U.S. policy.  Deliberations may include preventive strategies, 
or strategies for responses to possible developments as policies are 
implemented.  Mission areas for the departments and agencies should be 
clarified and component strategies (including identifying capabilities and 
resource needs) developed that, eventually, are integrated into a single 
strategic approach.   “Straw man” proposals are useful for clarifying 
departmental perspectives.  Strategies usually are required for consulting 
with friends and allies, and developing multilateral consensus on strategic 
objectives and operational activities.  Other considerations include 
monitoring the implementation of complex, multi-dimensional activities 
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(which may include the activities of several departments), and anticipating 
transition dynamics as policies begin to produce expected and 
unanticipated effects.   


 
• Identify policy instruments and component strategies (including ways and 


means) to achieve the desired policy objectives.  Operational planning 
must be clarified and coordinated among the agencies involved and 
integrated missions must be identified and coordinated where appropriate.  
A process must be developed that steers around interagency and 
bureaucratic roadblocks.  The standard operating procedures in 
departments and agencies may have difficulty working with coordinated 
interagency plans and gaps may develop in implementation.  IPCs must 
seek ways to talk with operational-level staff to determine potential 
problems and solicit suggestions for effective implementation. 


 
• Draft an integrated policy options document.  Ideally, this document 


should confirm the strategic approach, objectives, scope of effort and 
timelines, requirements and preparatory actions, chains of command, 
communication, and responsibilities (independent and shared) and 
accountability for the departments.  It also should identify assets, 
resources, and logistical requirements.  Mechanisms should be 
established for integration at all levels as policies are implemented.  Key 
judgments about the situation, the important policy issues, and 
recommendations should be identified for the Deputies and Principals 
Committees.  The Deputies and Principals need enough detail (but not too 
much) to be able to understand the dynamics of the situation, the major 
issues at stake, and implications for our national security.  Depending 
upon the preferences of the incumbent administration, the IPC may be 
tasked to recommend a single policy option or multiple options, and 
provide majority and dissenting positions.[Ideally, this process should 
include mechanisms for measuring the success of the policies, i.e., 
“metrics.”   There also should be milestones set for completion of the 
various components of the policy to ensure implementers are clear that 
action is expected to be taken, and results reported back to senior 
policymakers.}  


 
Although regional or functional IPCs deal with issues unique to their area 


of responsibility, there are a number of issues that most, if not all, IPCs find 
useful to consider.  These include assessments of:  
 


• Whether there is a compelling necessity for action.  Are there threats to 
vital (or critical or important) U.S. interests?  Is there an imperative for the 
U.S. to act?  Are there viable alternatives to U.S. action?  


• Desired U.S. objectives and the level of commitment to those objectives 
(by the departments and agencies, Congress, and U.S. public).   Are the 
objectives clear and directly linked to U.S. interests?  
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• The level of U.S. resolve in its policy commitments as perceived by the 
countries the policies are targeted toward, other states in the region; 
allied, friendly, neutral and hostile states.   The IPCs also should consider 
how the U.S. Congress and the U.S. public are likely to perceive the 
administration’s resolve on proposed policies.   


• The capabilities and willingness of allies, friends, and neutrals to support 
U.S. policy objectives and initiatives.  Is there a consensus by key states 
or actors on the issue?  What are their national interests?  To what extent 
will they benefit or experience costs for supporting U.S. policy?   What 
resources (political or otherwise) will they be willing to commit in support 
of the policy objectives; are they willing to act in a combined or 
coordinated manner?   


• The likely reaction of regional states, allies, friends, neutrals, or hostile 
states that might oppose U.S. objectives.  What are their calculations of 
costs and risks versus benefits to opposing the U.S.? 


• The likely reaction of the United Nations or other international 
organizations to U.S. objectives.   What are their calculations of costs 
versus benefits to supporting or opposing the U.S.? 


• Costs and risks in implementing the policy versus costs and risks of 
inaction. 


• Supporting or opposing legal authorities (e.g., international law, U.N. 
resolutions).  


• The effects of stalled policy initiatives, and the administration’s willingness 
to escalate (e.g., incentives, influence, coercion, etc.) to achieve policy 
objectives.   


• Receptivity to considerations of alternative policies, and strategies for 
achieving the policy objectives in the face of stalled initiatives.   


• The inherent limitations in trying to influence the course of events in 
achieving policy objectives.    


• The effects of policy actions over time, including unintended 
consequences.  


• Expected costs and benefits for those departments and agencies involved.  
 


Some policy issues are even more complex and involve multidimensional 
assessments of allies and friends, neutrals, international organizations, and 
affected populations.  For example, policy planning for peace operations, 
stabilization and reconstruction, or humanitarian missions would include 
consideration of issues related to:   
  


• Diplomatic collaboration to solicit participants and build coalitions for 
delivering humanitarian assistance and deploying military forces (if 
required).  


• The role of regional groups and organizations 
• The role of the United Nations or other international organizations 
• Cease-fire / disengagement / stabilization in the crisis area 
• Prisoner exchange between warring parties  
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• Weapons control / demobilization 
• De-mining 
• Humanitarian relief 
• Refugee / displaced person return 
• Internal political cooperation 
• Counter-insurgency and counter-terrorism    
• Anti-official corruption / illicit criminal operations  
• Strengthening local or regional institutions or organizations 
• Management of factions / actors in the crisis area with political objectives 


incompatible with, or in direct opposition to U.S. objectives and who will 
seek to thwart U.S. actions   


• Political transition / elections / democratization 
• Rule of law / police / criminal justice 
• Atrocities / abuses / war crimes prosecution 
• Civil and social order 
• National reconciliation  
• Economic reform and restoration / private investment 
• Public diplomacy 
• Flash point management 


 
  Likewise, an IPC dealing with trade issues would involve considerations 
related to domestic and foreign economic and political issues, international laws 
and organizations, and different concerns for the departments and agencies 
involved.   
 


Managing the process by which an IPC conducts business is complicated 
given the range and complexity of issues addressed.  Lessons learned in the IPC 
process for promoting collaboration and high performance include maintaining a 
focus on a “high conceptual level.”  This includes having participants support the 
following objectives: 
 


Share an understanding of principles, goals, and priorities 
• Bureaucratic interests must be represented, but remember that the 


final objective is good policy. 
• Fully understand the policy context and preferences of their 


department principals, as well as those represented by others 
around the table. 


• Expand individual frames of reference to gain an understanding of 
diplomatic, political, military, economic, humanitarian, development, 
and legal perspectives on the policy problem at hand.   


• Seek a broad situation assessment, utilizing a wide range of 
intelligence, diplomatic, allies and friends, and NGO sources.   


• Search for ambiguous assumptions and information gaps.    
• Focus on a realistic time horizon. 
• Clarify the tough value trade-offs in the policy decisions. 
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• Match commitments with political will. 
 
Support a prudent consensus approach  


• Agree on an effective process plan.  
• Strengthen interagency team identity. 
• Control internal politics among team members.   
• Foster competitive--and constructive--debate. 
• Prepare well thought out issue or policy positions backed up by 


data, examples, or persuasive points of argument.  
• Forge a consensus approach for action.  Internally, bring together 


opposing views and develop a consolidated position without diluting 
or ignoring important issues.  Externally, build support with those 
sharing similar perspectives, and bring in supporting material from 
outside actors not directly involved in meetings but who can affect 
final acceptance of policy decisions (e.g., congressmen, staffers, 
trade interests, NGOs, etc.).   This consideration should be 
weighed against the desires of higher level policy groups who 
prefer to have multiple analyses and options to contemplate in 
order to determine their own policy recommendations.  Awareness 
of the preferences and operating styles of senior policy groups is 
crucial for working effectively at the IPC level. 


• Keep your boss informed of developments, don’t let him or her be 
blindsided in a higher-level policy forum.  


 
Maintain vigilance over intra-group management    


• Be well prepared on substantive issues, legal constraints, and the 
bureaucratic/policy preferences of your principal and the other 
agencies represented. 


• Adjust and self-correct for changing conditions or ineffective group 
practices. 


• Manage time, including competing commitments and 
responsibilities in order to advance the analytical and decision 
process and produce required policy products on time. 


• Seek to be constructive and be willing to compromise and make 
trade offs.   


• Participants in such meetings are not immune to considerations of 
their professional reputations and careers.  Professionalism and the 
constructive handling of disagreements are important to successful 
operations.   


• Keep pace--stay ahead of the crisis environment. 
• Anticipate media/press issues and congressional concerns.     


 
Meetings in response to crisis conditions are likely to experience 


additional complications.  Crises are characterized by fast moving events, 
pressure to act quickly to minimize damage or prevent crisis escalation, partial 
and sometimes confusing or conflicting information or intelligence, and the 
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complexities of multi-tasking and coordinating the activities of a wide range of 
actors and interested parties.  Moreover, in rapidly developing crisis situations 
similar to the post-September 11 period in the George W. Bush first term, IPCs 
may find that most policy decisions are handled at the PC and DC level.  The IPC 
groups may find that they are dealing with regularly changing higher level policy 
directives, uncertainty about policy deliberations and decisions, and limited 
representative authority from their department to make decisions because the 
rapid pace of developments keeps most serious decision issues at the PC or DC 
level.   


 
For the individual, the keys to being an effective member of a crisis 


management team are: (1) flexibility in thinking, (2) maintaining involvement, (3) 
maintaining alertness, (4) maintaining a strategic focus, (5) excellent writing 
skills, and (6) being unbiased.    


• Flexibility in thinking.  The preparation process for this annual report 
involves interviewing a range of experienced, senior USG officials who 
have served on or supported principals in high level policy groups.  
The one attribute most frequently mentioned by these senior officials 
over the years as needed for working effectively in interagency groups 
is flexibility in thinking.  Participants must be able to understand the 
concerns and perspectives of other participants, quickly recognize new 
problems, and be creative in developing new approaches for dealing 
with problems.  Reaching a consensus decision does not mean settling 
for the lowest common denominator, but instead balancing competing 
concerns to achieve the best policy recommendations for U.S. 
interests.  Participants also must be able to understand the viewpoints 
of other participants and agencies, and capable of “re-framing” their 
perspectives on analyses and issues as events, actors, and 
interagency needs change.   A firmly fixed view of the world and USG 
priorities becomes an obstacle to finding creative and effective 
solutions to complex, multi-dimensional problems. 


• Maintaining involvement.  Effective participation in working groups 
includes being an active team member, making insightful (but not 
redundant) contributions at meetings, knowing your department’s 
positions and equities, keeping senior officials in your department 
informed, staying abreast of the latest developments (e.g., reading the 
intelligence reports and embassy cables), doing a share of the drafting 
of papers, and being reliable (i.e., producing what you say you are 
going to do).   This skill also includes being able to contribute to 
effective meeting dynamics in unstructured situations.  This may 
include supporting processes that move the analytical and policy 
options and recommendation process along in an expeditious manner, 
and contributing to producing a high quality written document in a 
timely fashion.  


• Maintaining alertness.  Although self-evident at a superficial level, the 
day to day demands of working at the NSS or on interagency groups 
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can be grueling, often 12-14 hours a day, seven days a week.   NSS 
Directors frequently work on 3-5 IPCs simultaneously, sometimes 
working multiple taskings from each group in addition to their normal 
staff responsibilities.  Moreover, NSS Senior Directors also have 
responsibility for the 3-6 Directors who work under his or her 
supervision.  Working in support of the president requires having 
physical and mental stamina.  Crises that last weeks and months are 
even more physically and mentally demanding.  They require 
perseverance and a willingness to spend long hours attending 
meetings and doing follow up work.  During crisis situations, periods of 
threat, or rapidly developing events, IPC members may find 
themselves meeting several times a day over extended periods.    


• Maintaining a strategic focus.  Although individual working group 
members normally represent individual agencies, they must be able to 
concentrate on strategic interests and broad objectives, and not 
become mired in tactical or trivial issues that are the responsibilities of 
the policy implementing departments.  They must keep in mind that 
they are writing recommendations for presidential action that must 
serve the interests of all agencies as well as the nation.  Participants 
must be able to succinctly identify the critical central issues in 
frequently volatile, uncertain, complex and ambiguous situations.  


• Excellent writing skills.  NSC/NSS officials from the last 20 years 
identify accomplished writing, after substantive expertise, as one of the 
most essential skills required for working on the NSS.  The typical 
policy issue paper written for the National Security Advisor or the 
President is only a couple of pages.  IPC level issue papers on 
complex topics are only a few pages long.  Working group members 
must be able to write short, well-organized documents which clearly 
and succinctly describe the policy issue being considered, why the 
issue is important enough to warrant presidential attention, and what 
options the President has for dealing with the situation.   Participants 
must be able to think and write at the presidential level and present 
concise, clear analysis and arguments.  A clearly written, well 
organized issue paper allows for more effective use of a senior policy-
maker’s time.   


• Being unbiased means coming to working groups without personal 
agendas or pre-determined, inflexible positions.  Effective participation 
on working groups requires the ability to be objective about different 
perspectives and aspects of policy issues and being able to develop 
balanced analyses and recommendations that take into account the 
many concerns and equities of the interagency.  Written 
recommendations for the President must clearly present facts and 
data, what is known, unknown or assumed, without partiality.   
Participants also must be able to step back from the crisis periodically 
to see if interests, dynamics, or its strategic context have changed.  
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Effective IPCs must be able to periodically question assumptions 
established earlier in the crisis management cycle.   


 
 
 


The HSC and the Policy Process  
 


The primary role of the Homeland Security Council and the APHS/CT is to 
advise the President on homeland security and counterterrorism matters.  
Homeland security is a critical part of overall national security and increasingly 
has both national and international dimensions as the U.S. seeks to increase its 
security by promoting cooperation with international partners.61  As defined in the 
President’s National Strategy for Homeland Security (October 2007)62, 
“homeland security is a concerted national effort to prevent terrorist attacks within 
the United States, reduce American’s vulnerability to terrorism, and minimize the 
damage and recover from attacks that do occur.”   In the years since 9/11, the 
HSC has taken an “all hazards” approach to its mission of protecting the U.S. 
homeland from harm and homeland security programs focus on activities within 
the United States and its territories, supporting domestically-based systems and 
processes, or safeguard against external threats through visa screening, watch 
lists, the foreign government Container Screening Initiative, etc.63 The 2007 
Homeland Security Strategy emphasizes leveraging a wide range of instruments 
of national power and influence “to prevent terrorism, protect the lives and 
livelihoods of the American people, and respond to and recover from incidents.”64  
As such, Homeland Security policy involves a wide range of U.S. government 
agencies engaged in countering threats and protecting the country both at home 
and abroad.  


 
 In the post 9/11 security environment, U.S. national security issues 
encompass both foreign dangers and homeland security threats.  Homeland 
security concerns include not only issues pertaining to attacks within the U.S. by 
foreign interests or factions, but also attacks perpetrated by domestic groups not 
affiliated with external organizations or nations.  Homeland security also 
addresses public safety events that occur within U.S. borders, such as pandemic 
influenza, and responses to national disasters and emergencies such as 
Hurricanes Katrina and Rita that struck the U.S. Gulf coast in August and 
September of 2005, and the May 2010 Gulf of Mexico oil spill.  Thus, while the 
NSC emphasizes national security trends and developments outside of the U.S. 
and combating terrorism overseas, at a minimum, national security and 
homeland security have large areas of overlapping responsibilities.  This is 
particularly evident when examining the make-up of the National Security Council 
and the Homeland Security Council.   Moreover, the steady evolution of 
homeland security threats involving both national and international dimensions 
was a major contributor to the merger of the NSC and HSC staffs into a single 
National Security Staff early in the Obama administration. 
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Regardless of its relationship to the NSC, the HSC has numerous 
homeland security priorities in policy development.  These include supporting the 
President and his objective of ensuring the security of the United States, and 
ensuring that policies associated with homeland security are based upon 
strategic national security interests and not political pressures.  A core function of 
the HSC is to recommend policies to the President that integrate various 
departmental and agency perspectives, and have been coordinated across the 
federal government state and local governments, as well as appropriate entities 
in the private sector.  When circumstances involving global terrorism or other 
threats with domestic implications occur, the APHS/CT and the National Security 
Advisor have shared responsibilities and are expected to act in concert.   
Because homeland security involves a wide swath of domestic issues--some of 
which have significant international components (e.g., visa policy, port security, 
pandemic issues, etc.)--HSC coordination challenges can involve a wider range 
of domestically oriented Executive Branch agencies, the Congress, and state, 
local and private interests.  Preventive planning considerations for homeland 
security that are likely to require state-level resource commitments; affect 
immigration, trade, or other economic issues; produce outcomes that are harder 
to visibly demonstrate (i.e., policies that produce greater security means that 
potential attacks are thwarted and become “non-events”); and affect a wide 
range of federal, state, and local (not to mention private sector) entities are highly 
likely to have local political as well as national security effects and implications.   
 
 In general, the HSC provides policy support to the President on homeland 
security matters.  HSC serves as the conduit into and from the President (and 
other White House offices) on homeland security policy matters.  The HSC is 
responsible for pulling together the perspectives of government agencies 
involved with homeland security matters that might be affected by proposed 
homeland security-related policy, and then coordinating those views through to a 
policy decision, and monitoring the implementation of the policy.  The HSC deals 
mainly with domestic security policy issues, but also may play a major role in the 
consideration of issues and policy recommendations related to Canada, Mexico, 
other actors in the immediate CONUS geographic region, and, increasingly, 
states in other regions when potential homeland security issues may be involved.  
These bi-lateral policy issues may involve air transport security, visa screening 
and traveler watch lists, shipping container screening, maritime security, and 
border security.  Although such issues are handled with the expanded NSS staff 
structure, they still fall under HSC policy areas rather than formal NSC policy 
responsibilities.  HSC also is responsible for understanding the domestic 
implications of potential policy decisions in the homeland security area, and 
working with DHS which is responsible for coordinating with state and local 
officials both with regard to their responsibilities,65 on policies or DHS activities 
that affect state and local administrations and business.  
 
 Like the Principals Committee for the NSC, the PC for the HSC acts as the 
President’s forum for senior level forum for policy review and coordination, and 
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seeks to ensure that, as much as possible, policy decisions brought to the 
President reflect a consensus between the relevant departments and agencies, 
but also clearly presents any unresolved disagreements (consensus is a goal—
but not if the result is a policy reflecting the lowest common denominator of 
agreement).  Typically the HSC PC meets regularly, but adjusts its frequency 
depending upon circumstances such as crisis situations or increased threat 
levels.  The types of issues considered by the PC and DC of the HSC include 
prevent and disrupt terrorist attacks; protect critical infrastructure; respond to and 
recover from incidents (including natural disasters); cyber-security; bioterrorism; 
air, rail, road and maritime security; preparedness and protection against 
terrorism and natural disasters; information sharing; and coordination and 
communication with federal, state, and local authorities, as well as the private 
sector.  The NSA, APHS/CT and the National Security Staff (as well as Principals 
and Deputies when appropriate) are responsible for ensuring interagency 
coordination with the Department of Homeland Security, other Cabinet 
Departments, and the Intelligence Community (including the National 
Counterterrorism Center (NCTC)).  For example, the APHS/CT typically consults 
weekly with DHS officials and daily with the ODNI.   
 
 The HSC NSS IPCs analyze policy issues and develop policy options 
and recommendations that provide policy-makers with flexibility and a range of 
options that are politically acceptable and minimize the risk of failure.  
Interagency groups also must develop policy options that advance homeland 
security through coordinated actions often involving many departments and 
agencies, as well as state and local governments and the private sector.  An 
effective interagency process reduces the complexity of the policy decisions and 
focuses the planning on mission success factors.  This means that policy 
planning must integrate desired policy aims and synchronize the efforts of the 
different departments and agencies.   
 


 
KEY DEPARTMENTS AND AGENCIES IN THE NATIONAL 
SECURITY POLICY PROCESS 
 
Department of State 


 
Under the U.S. Constitution, the Executive Branch and Congress have 


constitutional responsibilities for U.S. foreign policy.  President George 
Washington’s first cabinet included Secretary of State Thomas Jefferson.  The 
Secretary of State is fourth in line of succession to the presidency.   
 


Within the executive branch, the Department of State is the lead foreign 
affairs agency and the Secretary of State is the President’s principal foreign 
policy advisor.  The Department also supports the foreign affairs activities of 
other U.S. Government entities, including the Department of Commerce and the 
Agency for International Development. 
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   In addition, as the lead foreign affairs agency, the Department of State has 


the primary role in: 
 


• Leading interagency coordination in developing and implementing foreign 
policy; 


• Managing the foreign affairs budget and other foreign affairs resources; 
• Leading and coordinating U.S. representation abroad, and conveying U.S. 


foreign policy to foreign governments and international organizations 
through U.S. embassies and consulates in foreign countries and 
diplomatic missions to international organizations;  


• Conducting negotiations and concluding agreements and treaties on 
issues ranging from trade to nuclear weapons; and 


• Coordinating and supporting international activities of other U.S. agencies 
and officials. 


 
   The Department of State, like many other cabinet departments, is a 


centralized organization, with the Secretary of State at the helm.  Beneath the 
Secretary in the senior hierarchy are other senior officials, including a Deputy 
Secretary of State for policy, a Deputy Secretary of State for Management and 
Resources, and the Counselor of the Department.  Beneath the Deputy 
Secretaries are a series of Under Secretaries responsible for policy and 
management areas.  Assistant Secretaries for regional and functional bureaus 
then follow in terms of authority and responsibilities.  (See Appendix D for a State 
Department organizational chart) 
 
    Although the Department of State is the lead government foreign affairs 
agency, it does not dictate foreign policy for the U.S. government.  Because so 
many executive branch departments have international programs, there is an 
inherent difference in perspective at interagency meetings.  Secretary Colin 
Powell, in his testimony before Congress (April 23, 2003), addressed the 
phenomenon in this way:  “With respect to what’s going on within the 
administration, it’s not the first time I have seen discussions within the 
administration between one department and another.  I have seen four straight 
administrations at a senior level; and thus it has been, and thus it has always 
been, and thus it should be.  There should be tension within the national security 
team, and from that tension, arguments are surfaced for the President.  And the 
one who decides, the one who makes the foreign policy decisions for the United 
States of America, is not the Secretary of State, or the Secretary of Defense or 
the National Security Advisor.  It’s the President.” 
 


   In conducting international affairs, the Secretary attends cabinet meetings, 
NSC meetings, and PCs chaired by the National Security Advisor.  When the 
Secretary is traveling abroad, a deputy may be designated to attend as State’s 
senior representative.  For example, Secretary of State Hillary Clinton designated 
former Deputy Secretary Steinberg to attend PCs in her absence.  Similarly, 
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Deputy Secretary Steinberg asked Under Secretaries or Assistant Secretaries to 
attend DCs.   Under Secretary for Political Affairs William Burns (who replaced 
Steinberg as Deputy Secretary) is a prime example of an under secretary who 
has attended PCs and DCs, in part because of the expertise he brings to bear.  
Regarding IPCs, assistant secretaries or their deputies usually attend.  
Delegating others to attend interagency meetings has been a fairly common 
practice in all administrations. 


 
  Frequently, special senior interagency committees are established.  During 


the Clinton administration, an interagency “Coordinating Sub Group” on 
terrorism, whose members included State’s Ambassador for Counter-Terrorism 
Affairs and similarly ranked officials from DOD, FBI and CIA, met under the 
chairmanship of a senior NSC official.  This practice persists in the current 
Obama administration.  For example, there is an “Executive Steering Group”, 
chaired by a senior NSC advisor, which deals with a wide variety of issues 
(including Iraq) and a Counter-Terrorism Security Group that reports directly to 
the Deputies Committee.  


 
  After the August 1998 bombings at the U.S. embassies in Kenya and 


Tanzania, Secretary of State Albright appointed Accountability Review Boards 
(ARBs) for both events.66  These boards were chaired by the late Admiral William 
Crowe, a former Chairman of the Joint Chiefs of Staff and later U.S. Ambassador 
to Great Britain.  This was done in accordance with U.S. laws that mandate 
convening such boards anytime there is a security-related incident causing 
serious injury, loss of life, or significant damage of property at or related to a U.S. 
mission abroad.  In brief, ARBs investigate and to make recommendations.  
Retired and active duty representatives from State, the FBI, CIA, and the private 
sector served on the two boards.   
 


       Among the recommendations from the ARBs chaired by Crowe was an 
appropriation of $1.4 billion a year for at least ten years for embassy construction 
and repair.  Madeleine Albright writes in her autobiography:  “By the time I left 
office, we had gained agreement for appropriations close to the level 
recommended by Admiral Crowe, an agreement that was critical because we had 
learned that the dangers to our personnel were no longer localized but global.  
There was no such thing as a low-risk post.  If we had soft spots, we could 
expect our enemies to exploit them.”  The program to secure U.S. facilities 
overseas continues with $1.4B per year as the basis for the Capital Security Cost 
Sharing program.  Each agency having an overseas presence is expected to 
contribute to the $1.4B total.  
 


   Below this level, there are numerous other interagency groups.  They may 
meet recurrently or just once.  After Saddam Hussein’s invasion of Kuwait and 
Operation Desert Storm, there were a series of interagency sessions on a wide 
range of U.S. policy issues in the Gulf.  Similarly, during the Clinton 
administration, the State Department called a one-time interagency meeting on 
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Lebanon when the issue of the passport restriction on American citizens was 
under review.  Officers at the GS-15 or equivalent rank were asked to attend 
from a wide array of agencies--DOD, FAA, CIA and the like.  Likewise, a variety 
of interagency meetings were held before, during and after Operation Iraqi 
Freedom.  The purpose of such meetings may not be to decide the issue, but to 
exchange views and lay groundwork for issues expected to be considered by 
IPCs, DCs, and PCs. Staff work for such meetings may be narrowly focused, and 
handled even by a single office in a bureau. 


 
One State Department office created explicitly for the purpose of promoting 


interagency collaboration on policy development and execution is the Office of 
the Coordinator for Reconstruction and Stabilization (S/CRS).  Established on 
August 5, 2004, the mission of S/CRS is “to lead, coordinate and institutionalize 
U.S. Government civilian capacity to prevent or prepare for post-conflict 
situations, and to help stabilize and reconstruct societies in transition from 
conflict or civil strife, so they can reach a sustainable path toward peace, 
democracy and a market economy.”67  The State Department’s authority for this 
mission is derived from National Security Presidential Directive-44 (NSPD-44) 
concerning the “Management of Interagency Efforts Concerning Reconstruction 
and Stabilization” which directs the Secretary of State to “coordinate and lead 
integrated United States Government efforts, involving all U.S. Departments and 
Agencies with relevant capabilities, to prepare, plan for, and conduct stabilization 
and reconstruction activities.”68  Working under the authority of NSPD-44, S/CRS 
has established a number of sub-IPC working groups to plan, prepare, and 
conduct stabilization and reconstruction missions.  The office works with the U.S. 
Agency for International Development (USAID), the Office of the Secretary of 
Defense, the Joint Staff, Justice, Treasury, the Department of Labor, Office of 
Management and Budget and other government agencies to devise interagency 
organizational structures, identify resource requirements and prepare 
interagency mobilization plans, coordinate political-military planning for 
stabilization and reconstruction operations, conduct decision support exercises 
and prepare implementation strategies.   


 
    The staff work done for the Secretary of State and his or her principals for 


interagency meetings is a complex and highly organized undertaking.  The Office 
of the Executive Secretary (S/ES) is key.  S/ES is located on State’s “seventh 
floor” and is comprised of some 175 plus employees. It is responsible for 
coordinating State Department’s internal operations, liaising between the 
bureaus and principals, running the State Department’s 24\7 operations center, 
organizing and staffing the Secretary’s foreign travel, and liaising between the 
NSC and other executive branch departments.  More specifically, S/ES is 
responsible for tasking papers within the State Department for the Secretary’s 
international trips and for interagency meetings involving Department principals.  
S/ES sets the due dates for these papers in line with the time of the meetings. 
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    An Executive Secretary and three Deputy Executive Secretaries lead S/ES.  
The Executive Secretary traditionally is a senior career Foreign Service officer. 
 


   The relationship between State’s Executive Secretary and Executive 
Secretaries in the National Security Council and the Department of Defense is 
very important.  It is often through their communications, both verbally and in 
writing that notification of high-level meetings is made.  State Executive 
Secretaries also may receive debriefs from their counterparts on decisions from 
more informal meetings or discussions among the Secretary of State, Secretary 
of Defense, and National Security Advisor.    


 
   One aspect of the State Department which sets it apart vis-a-vis the 


interagency process is its own special composition.  In his memoirs, James 
Baker, former Secretary of State under Bush 41, wrote that, “Without a doubt, the 
State Department has the most unique bureaucratic culture I’ve ever 
encountered.  In most of the federal government, the work is guided by a small 
number of political appointees who work together with civil service –the career 
bureaucracy that is designated to be above politics and provide institutional 
memory and substantive expertise.  But at State there is also the Foreign 
Service, the elite corps of foreign affairs officers who staff the Department’s 
country and functional desks in Washington and our embassies abroad.”69 
 


   At interagency meetings, the State Department representatives, whether in 
support of a principal or on their own, bring to the table a wealth of on the 
ground, in-depth experiences in dealing with foreign governments and cultures 
from around the globe, which helps frame their recommendations and 
conclusions.  In addition, by virtue of State’s position as the lead government 
agency in foreign affairs, the State Department has an unusual breadth of 
information to tap—from all agencies.  In his memoirs, Secretary Shultz wrote 
that, “As Secretary, I could see that I had at hand an extraordinary information 
machine: it could produce a flow of reports on what was happening in real time, 
background on what had been done before and how that had worked, analyses 
of alternative courses of action, and ideas on what might be done.  The 
Department is a great engine of diplomacy for the Secretary to use in carrying 
out the president’s foreign policy.” 70   
 
Department of Defense 
 
 To understand and have an appreciation of the Department of Defense’s 
(DOD’s) role in the interagency process, it is instructive to look briefly at DOD’s 
history and how it evolved into the organization it is today. 
 
 First, one should remember that the department did not exist, nor did the 
Joint Chiefs of Staff (JCS), until the late 1940s.  Up until and through the Second 
World War, there were two military departments--War and Navy.  Both the 
Secretary of War and Secretary of the Navy reported directly to the President.  
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Conflicting judgments often arose between the Army and Navy over critical 
issues, including allocation of resources, strategic priorities, and command 
arrangements.  Disagreements sometimes affected how military operations were 
conducted.  To coordinate efforts during WW II, some 75 inter-service agencies 
and inter-departmental committees were formed.  These ad hoc arrangements 
worked, but only because of the nation’s vast resources were we able to 
compensate for mistakes, inefficiencies, and internal divisions.   
 
 The National Security Act of 1947 created a National Military 
Establishment (NME) headed by a Secretary of Defense.  The three secretaries 
of the military departments (including the Secretary of the newly formed Air 
Force) retained their powers, subject only to the authority of the Secretary of 
Defense to exercise “general direction, authority, and control.”   The newly 
formed National Security Council (NSC), chaired by the President, included the 
Secretaries of State, Defense, Army, Navy, and Air Force, and the Chairman of 
the National Security Resources Board.  During this nascent phase of the NSC, 
the military’s perspectives were well represented by occupying four of the seven 
NSC seats.  
 
 The NME was replaced by the DOD under provisions of the 1949 
Amendment to the National Security Act.  The 1949 Amendment also increased 
the powers of the Secretary of Defense, diminished those of the military 
departments, and provided for a Chairman with no direct military command 
function to preside over the JCS (and the Service Chiefs as a corporate body).  
Moreover, with this amendment, the secretaries of the military departments lost 
their membership on the NSC. 
 
 There were two legislative acts during the Eisenhower administration 
(1953 and 1958) that consolidated more authority in the hands of the Secretary 
of Defense.  Given President Eisenhower’s military background, it should be no 
surprise that he was a firm believer in centralized control and a clearly defined 
chain of command.  A fairly strong Secretary of Defense, together with a weakly 
structured JCS that functioned as a committee, prevailed through the 1960s 
(mainly the McNamara years) and the 1970s.  It was not until the Goldwater-
Nichols Act of 1986 that the military gained a greater voice in interagency affairs.  
The Act provided, among other things, for a stronger Chairman of the Joint 
Chiefs of Staff (CJCS) who would be the principal advisor to the President, the 
NSC, and Secretary of Defense (as compared to a Chairman who previously 
represented the views of the four Chiefs of the Services).  Goldwater-Nichols 
also significantly increased the powers of the combatant commanders and 
clarified the chain of command from the President to the Secretary of Defense to 
the unified commanders.  This ascension of the commanders, in effect, further 
weakened the influence of the individual service secretaries and chiefs. 
 


 Today, the DOD is a centralized organization where the Secretary of 
Defense exercises authority, direction and control over the DOD, and serves as a 
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member of the President's Cabinet and the NSC.  The Secretary of Defense, 
together with the Commander-in-Chief, epitomizes the principle of “civilian control 
of the military.”  Ultimate authority within the Department of Defense rests with 
the Secretary.  The three Service Secretaries report directly to him, as do the 
senior civilian officials in the Office of the Secretary of Defense.  The Chairman of 
the Joint Chiefs of Staff (CJCS) is the senior ranking member of the U.S. armed 
forces and the principal military advisor to the President and the Secretary of 
Defense, but by law does not exercise military command.  While the unified 
combatant commanders, by statute, report to the Secretary of Defense, by 
practice they clear (or at least discuss) all positions with the CJCS prior to 
communicating with the Secretary.  The JCS refers to the Joint Chiefs of Staff of 
the Service Chiefs, while the Joint Staff refers to the staff that works directly for 
the Chairman, CJCS, not for the JCS (See Appendix F for a Defense Department 
organizational chart). 
 


The Secretary of Defense and CJCS are the primary Defense players in 
the national level interagency arena.  They represent the Department at NSC 
meetings chaired by the President, and at Principal Committee meetings chaired 
by the National Security Advisor.  Their deputies, the Deputy Secretary of 
Defense and Vice Chairman of the Joint Chiefs of Staff, attend the Deputies 
Committee meetings (throughout the first Bush and the Clinton administrations, 
however, the Secretary of Defense was represented at the DC meetings by the 
Under Secretary of Defense for Policy). 
 
 At the staff level, virtually all the work in DOD for interagency deliberations 
is done in the Policy organization for the Office of the Secretary of Defense 
(OSD) and in the J-5 directorate (Strategy, Plans and Policy) for the Joint Staff.  
Attendees at the Policy Coordination Committee meetings and lower-level 
interagency groups are Assistant Secretaries, Deputy Assistant Secretaries, and 
GS-15s from Policy and one- or two-star flag officers and action officers (O-5s 
and O-6s) from J-5.  With regard to homeland defense and civil support 71 
issues, the Assistant Secretary of Defense for Homeland Defense and Am
Security Affairs is the single point of contact for the many directorates and 
agencies within the DOD.   


ericas’ 


 
 Historically, it was uncommon for representatives from the unified 
commands or the individual services to attend the most senior level interagency 
meetings.  The possible exception might be if a combatant commander is 
specifically invited by the President (or National Security Advisor) to attend a 
meeting.  The Joint Staff typically represents the combatant commanders in 
interagency meetings.  The Joint Staff is quite protective of the fact that they 
work to fulfill the statutory responsibilities of the CJCS as the principal military 
advisor to the President, the Secretary of Defense, the NSC, and the HSC72.  
(The Joint Staff worked for the JCS as a body prior to Goldwater-Nichols.  Now 
they work directly for the Chairman.  The lack of command function for the CJCS 
and Joint Staff was directed by Congress to prevent the development of a 
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centralized “general staff” which might develop too much power.  Specifically, 
they wished to avoid the possibility of replicating the control of strategy held by 
the German General Staff during the two World Wars.) 
 
 The advent of U.S. military interventions in Iraq and Afghanistan, 
combined with enhanced teleconferencing upgrades to the White House 
Situation room, have led to increased participation by theater commanders in 
SVTS sessions with the President.  For example, during the U.S. “surge” of 
military forces into the Baghdad region during 2007, General David Petraeus, the 
Commander of Multi-National Force-Iraq, participated in SVTS sessions with 
President Bush to discuss developments in the country.  Likewise, General 
Petraeus, as the Commander, International Security Assistance Force (ISAF) 
and Commander, U.S. Forces Afghanistan, regularly participates in SVTS 
conferences with President Obama and his national security team.  Moreover, 
widespread VTC capabilities have facilitated increased participation by military 
commands in lower level interagency VTC conferences.  For example, since 
2009 the Pentagon has hosted a weekly Pakistan-Afghanistan Federation Forum 
VTC that includes various U.S. military commands in the U.S. and around the 
world, the State Department in Washington, D.C. and overseas embassies, 
White House NSS staff members, the U.S. Agency for International 
Development, and other executive branch agencies.  VTC forums such as the 
PAK-AF forum allow the military and civilian interagency components concerned 
with specific national security issues to share information and plan strategy on a 
regular basis. 
 
 Some Presidents have preferred to hear a coordinated DOD position while 
others wished to hear counter-arguments and multiple options.  Especially since 
Goldwater-Nichols, the military’s views should be submitted separately from 
OSD’s.  However, crisis conditions may affect the President’s willingness to 
pursue extensive debates on competing options.  For example, after the 
September 11, 2001 terrorist attacks, the Secretary of Defense and Deputy 
Secretary of Defense expressed opinions at a strategy session of senior 
Presidential advisors.  At the conclusion of the meeting, the President’s Chief of 
Staff pulled the two participants aside and admonished, “The President will 
expect one person to speak for the Department of Defense.”73  Some DOD 
officials believe strongly that if the OSD civilians and the military have a 
coordinated position and speak as one voice, the Department’s views carry more 
weight and DOD officials can be more effective in the interagency process.   
 
 Another example of differing voices occurred during the initial 
deliberations in August 1990 after Iraq invaded Kuwait.  After a meeting with the 
President, then Secretary of Defense Cheney chastised General Powell, then the 
CJCS, for offering an opinion that the Secretary perceived as political advice.  
”Colin,” he said, “you’re the Chairman of the Joint Chiefs.  You’re not Secretary of 
State.  You’re not the National Security Advisor anymore.  And you’re not 
Secretary of Defense.  So stick to military matters.”74  
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 This is not to say, however, that military officers should not speak at 
interagency meetings.  They should speak.  They are obligated to give their best 
military advice on the issue at hand.  Often, military officers are criticized for not 
speaking out more forcefully.  Their reluctance to speak might be because they 
do not want to be viewed (especially at the lower officer levels) as presenting the 
views of the CJCS.  Another reason for their reluctance may be more personality 
driven, i.e., a certain amount of intimidation by the senior civilians around the 
table.  Nevertheless, some senior flag officers believe strongly that military 
officers also should comment on non-military matters.  They argue that military 
officers bring a strategic perspective to interagency groups that can help clarify 
(or question) assumptions, identify conflicting interests, or raise questions about 
unintended second or third order effects of proposed policies.   One former DC 
participant with extensive government experience recommended that military 
officers educate themselves more broadly on national security issues (including 
resource and economic issues, homeland defense and security, intra-state 
conflict, refugees and migration, etc.) to be able to better understand how military 
roles and missions may affect, or are affected by, such traditionally non-military 
policy issues that increasingly involve or constrain military planning.    
 
 Even so, it is important that the proper military advice be given (with 
officers clearly delineating whether they are representing the “position of the 
Chairman” or based upon their own expertise).  Most of the civilians at 
interagency meetings have little or no experience with military operations.  They 
generally do not have an appreciation for what happens “behind the scenes” of 
any successful military operation.  Without getting into the weeds, military officers 
need to explain what could be accomplished with the use of military forces, as 
well as the limitations and potential consequences in using such forces.  At the 
same time, the military should expect at the conclusion of these deliberations to 
have a clear set of objectives and parameters within which to operate.  It is 
critical that DOD, and especially the uniformed military, be fully engaged in 
debates taking place in the White House by civilians when use of the military 
instrument of national policy is being considered.  
 
 Traditionally, the DOD performs a secondary (or support) role to State’s 
lead in foreign policy, but plays an active role at interagency meetings in 
determining the parameters, or tools, of our foreign policy.  From DOD’s 
perspective, three primary concerns are: possible uses of military forces; 
expenditure of Defense resources; and preventing a situation from deteriorating 
to the point that it requires military intervention.   
 


In some circumstances, DOD plays a more than equal role in foreign 
policy discussions because of coalition military considerations and political-
military and security issues (e.g., civil-military, nation-building and/or stability 
operations in Afghanistan and Iraq).  Historically, though, DOD frequently has 
resisted the involvement of U.S. troops because situations were assessed to not 
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constitute a proper military mission or there are other alternatives available (i.e., 
other countries’ military forces, UN, NGOs).  The Department’s position in such 
meetings often is to withhold use of U.S. forces unless they, and only they, 
possess the capability to perform a function that protects or promotes U.S. 
security interests.   
 


The second frequent DOD concern is the expenditure of resources.  
Policymakers rarely consider the cost of operations directed by the NSC.  This 
usually is due to the urgency of taking action or a tendency to ignore (or avoid) 
the fact that ultimately someone has to pay the bill.  There also is a common 
belief that “DOD possesses all the resources.”  While it is true that Defense’s 
budget is larger than the Department of State’s, laws and regulations govern 
precisely how and for what purposes DOD’s money may be spent.  So, just as 
use of military forces is not necessarily the best, or only, solution, careful 
attention needs to be paid to the cost of such actions taken through the 
interagency process, and to who will pay those costs.  


 
The third concern is preventing a situation from deteriorating to the point 


that it requires military intervention.  DOD plays an active role in interagency 
meetings shaping the strategic situation in many regions of the world.  DOD 
strives to ensure that USG policy and resources are adequately coordinated to 
shape the environment and obtain results favorable to U.S. interests.  Working 
closely with the Department of State, USAID and other agencies, DOD’s 
involvement in regional programs can be the catalyst for policy changes that 
could avert future military intervention.  An example of this was DOD’s active role 
in changing USG policy regarding Colombia.  Until 2002, U.S. policy for 
Colombia was primarily based upon helping Colombia reduce its drug production.  
After 9/11, DOD lobbied hard for a change in the policy and was successful in 
getting a PC to authorize the development of a new NSPD for Colombia.  DOD 
led the effort to produce NSPD 18 in November 2002--in effect changing the 
Colombia policy from counter-drug to counter-narcoterrorism.  This policy’s 
immediate impact was the strengthening of the Colombian government and 
avoiding potential instability that could have triggered a request for U.S. military 
intervention. 


 
Ultimately the decision to use military forces may be based upon political 


interests and not DOD’s judgments about the “best” use of combatant forces.  
For example, in the days leading up to the decision to deploy U.S. forces into 
Somalia in 1992 to assist humanitarian operations responding to widespread 
famine, the combatant commander of the US Central Command (USCENTCOM) 
argued about the deleterious impact on military readiness for dealing with 
potential threats to higher level U.S. interests in the Persian Gulf and broader 
Middle East region.  Nevertheless, the political decision that the acute 
humanitarian and U.S. international leadership interests at the time required U.S. 
intervention.  These political interests overrode DOD’s concerns about the impact 
on traditional mission capabilities.   
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The terrorist attacks of September 11, 2001, as well as the 2004 Indian 


Ocean Tsunami disaster response operations, and the 2005 Hurricanes Katrina 
and Rita disaster response operations broadened the scope of DOD’s contacts, 
roles and missions in the interagency arena.  In response to the terrorist attacks 
and the need for greater coordination and integrated operations with mission 
partners, DOD approved the concept of Joint Interagency Coordination Groups 
(JIACG) to improve interagency cooperation and improve operational 
effectiveness for all Geographic Combatant Commands, USJFCOM, 
USTRANSCOM, USSOCOM, and USSTRATCOM.  JIACGs are tailored to meet 
the requirements and challenges of each Combatant Commander’s AOR, and 
may include representatives from a wide range of USG agencies, the intelligence 
community, as well as private voluntary or non-governmental organizations 
(PVOs or NGOs) such as the American Red Cross.   


 
The JIACG concept seeks to establish operational connections between 


civilian and military departments and agencies that will improve planning and 
coordination within the government.75  The JIACG is a multi-functional, advisory 
element that represents the civilian departments and agencies and facilitates 
information sharing across the interagency community.  It provides regular, 
timely, and collaborative day-to-day working relationships between civilian and 
military operational planners.  JIACGs support Joint Planning Groups, Joint 
Operations Groups, Interagency Coordination Groups, and Joint Support Cells.   


 
JIACGs complement the interagency coordination that takes place at the 


strategic level through the National Security Council System (NSCS).  Members 
participate in deliberate, crisis, and transition planning, and provide links back to 
their parent civilian agencies to help synchronize joint task force (JTF) operations 
with the efforts of civilian USG agencies and departments.  


 
JIACG functions include: 
• Participate in combatant command staff crisis planning and assessment.  
• Advise the combatant command staff on civilian agency campaign planning.  
• Work civilian-military campaign planning issues.  
• Provide civilian agency perspectives during military operational planning     
 activities and exercises.  
• Present unique civilian agency approaches, capabilities, requirements and  


limitations to the military campaign planners.  
• Provide vital links to Washington civilian agency campaign planners.  
• Arrange interfaces for a number of useful agency crisis planning activities.  
• Conduct outreach to key civilian domestic, international, intergovernmental, 
 regional, and Private Sector/Non-Governmental (PS/NGO) contacts. 
 
 In day-to-day planning at the combatant commander headquarters, the 
JIACG group supports planners by advising on civilian agency operations and 
plans, and providing perspective on civilian agency approaches, capabilities and 
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limitations to develop a coordinated use of national power.   For example, 
USEUCOM identifies the mission of its USEUCOM Plans and Operations Center 
Joint Interagency Coordination Group (EPOC-JIACG) to be:  “Synchronizes, 
coordinates, and integrates USEUCOM, DOD and non-DOD U.S. governmental 
agency joint, joint interagency, combined, and joint/combined interagency 
counterterrorist (CT) operations within the USEUCOM Area of Operations and, in 
concert with other unified combatant commands, within the USEUCOM Area of 
Interest.  Resources permitting, EPOC-JIACG (CT) expands beyond CT to 
support the full spectrum of conflict.”76   
 
 When a joint task force forms and deploys, the JIACG extends this 
support to the commander's staff through the JFHQ political-military planning 
staff. This becomes the mechanism to plan the best mix of capabilities to achieve 
the desired effects that include the full range of diplomatic, information, and 
economic interagency activities. 


 
 In the aftermath of September 11, DOD also established the United States 
Northern Command (See Appendix G for a USNORTHCOM organizational 
chart).  The command’s mission is to conduct homeland defense, civil support 
and security cooperation to defend and secure the United States and its 
interests.  The area of responsibility (AOR) includes the U.S. (minus Hawaii 
which is in US Pacific Command’s AOR), Canada, Mexico, Puerto Rico, the 
Virgin Islands, Bahamas, Turks and Caicos Islands, and associated Maritime 
areas.  USNORTHCOM has both a homeland defense mission and a civil 
support mission including defense support of civilian authorities (DSCA) 
operations as directed by the President or Secretary of Defense.  


 
The Commander of USNORTHCOM is dual-hatted as the NORAD 


Commander.  NORAD conducts aerospace warning, aerospace control, and 
maritime warning in defense of North America.  NORAD has unique security 
relationships with various interagency partners in the U.S. and Canada.  Close 
working relationships with The Royal Canadian Mounted Police, DHS’s Customs 
and Border Protection, and Department of Justice’s Federal Bureau of 
Investigation link both countries together in the day-to-day air defense of North 
America.  This dual command arrangement is unique in the sense that NORAD 
and USNORTHCOM mission areas have direct implications for both HSC and 
NSC policy matters.  The USNORTHCOM organization reflects the complexity of 
its AOR.  To facilitate coordination with federal, state and local agencies, the 
Command has a robust Interagency Coordination (IC) directorate headed by a 
Senior Executive Service (SES) official.   In concert with the Assistant Secretary 
of Defense for Homeland Defense & America’s Security Affairs, interagency 
activities range from incident response, to operational planning, to Theater 
Security Cooperation and Building Partnership Capacity programs and efforts, to 
joint exercises between the Department of Homeland Security and 
USNORTHCOM.  These joint exercises include multiple hazard chemical, 
biological, radiological, and nuclear (CBRN) incidents; threats to infrastructure, 
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aviation, or shipping facilities; airport, port, and border security; and support to 
civil authorities.    


 
USNORTHCOM works closely with the Department of Homeland Security 


and other Federal agencies on issues pertaining to Homeland Defense and 
Homeland Security such as coordinating and de-conflicting responsibilities for 
maritime awareness and interdiction, and counter-drug and counter-
narcoterrorism operations.  When directed by the President or Secretary of 
Defense, USNORTHCOM provides defense support of civil authorities (i.e., 
DSCA, including responding to requests for assistance (RFAs) when local, state, 
or Federal agencies need DOD capabilities such as aviation support, specialized 
medical support, etc.) and also coordinates with the National Guard to integrate 
their capabilities when they are in State or Federal status.77  The homeland 
defense/civil support requirements for USNORTHCOM necessitate that it often is 
involved in very non-traditional operations for a geographic combatant command.   


 
Recent examples of NORAD and USNORTHCOM activities include 


support for recovery operations of the Space Shuttle Columbia disaster, military 
support for the United Nations General Assembly, G-8/G-20 Summits, 
Democratic and Republican National Conventions, POTUS protection, and 
Presidential inaugurations and funerals.  Moreover, NORAD continues to provide 
Operation NOBLE EAGLE combat air patrols ensuring air defense coverage for 
North America, including the National Capital Region (NCR) and during National 
Special Security Events (NSSE).  In support of NSSEs, POTUS protection, and 
NCR security, NORAD and USNORTHCOM work daily with the United States 
Secret Service, Transportation Security Administration, Federal Aviation 
Administration, Transport Canada, and numerous other interagency partners 
both in the U.S. and Canada.  In the NCR, the multi-domain NCR Coordination 
Center (NCRCC) has representatives from the NORAD Eastern Air Defense 
Sector in the same facility with all federal agencies involved with aviation security 
in the NCR.  
 
Some of USNORTHCOM’s unique challenges include: 


• Planning for active duty, reserve, and National Guard requirement 
contingencies for homeland defense or civil support.   


• Planning for prevention, response, and consequence management for the 
possibility of multiple, simultaneous geographically dispersed terrorist 
incidents in CONUS. 


• Managing planning requirements since USNORTHCOM has a limited 
number of assigned forces for civil support.  In the event of incidents that 
might require the use of military forces in CONUS, USNORTHCOM is 
responsible for specifying to DOD what capabilities are needed.  The 
inherent time delay in this process and the training capabilities or 
shortfalls of available forces are important issues, especially when put in 
the context of responding in a timely and effective manner to 9/11 and/or 
Hurricane Katrina level (or greater) homeland events. 
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• Advocating for homeland defense planning to be fully integrated into 
planning for more traditional security issues such as WMD, force 
projection, regional security concerns, etc.  


• Planning for integrating and synchronizing the activities of DOD, DHS, 
DOJ, state and local entities, and NGOs to ensure mutual understanding 
and unity of effort.   USNORTHCOM coordinates with the interagency 
community so that mechanisms for CONUS incidents will be driven by the 
type of problem encountered rather than by pre-set bureaucratic 
structures.  


• Providing early situational awareness, conduct effective operations when 
required, and facilitate planning for future operations. 


• Promoting information sharing between USNORTHCOM and federal, 
state, local, and PS/NGO partners. 


• Enhancing interoperable communications during catastrophic disasters to 
be able to provide support where needed, when needed.  Viable and 
interoperable communication nodes are necessary to expedite 
USNORTHCOM’s assistance and to target support where the critical 
need exists.   


• Establishing a Common Operating Picture.  Catastrophic disasters 
mandate a requirement for quick assessment of the situation and support 
needs from affected locations.  The Federal Government and 
USNORTHCOM require real time information about the magnitude and 
effects of natural and manmade disasters to properly, and promptly, tailor 
effective DOD support to Homeland Defense and Civil Support partners.  


 
It is important that the proper military advice be given (with officers clearly 


delineating who they represent).  Many of the civilians at interagency meetings 
have little or no experience with military operations.  They generally do not have 
an appreciation for what happens “behind the scenes” of any successful military 
operation.  Military officers need to explain what could be accomplished with the 
use of military forces, as well as the limitations and potential consequences in 
using such forces.  At the same time, the military should expect at the conclusion 
of these deliberations to have a clear set objectives and parameters within which 
to operate.  However, military officers also must recognize that changing political 
developments that often accompany military operations may necessitate 
changes in previously established objectives and parameters.  What often is 
characterized as “mission creep” in the media often is the result of a re-
evaluation of interests and policies because of changing political conditions on 
the ground or at the strategic level.  Nevertheless, it is critical that DOD, and 
especially the uniformed military, be fully engaged in debates taking place in the 
White House when decisions about the military instrument of national policy are 
being considered. 
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The Intelligence Community  
 


The primary role of the intelligence community in the process of national 
security decision-making is to provide information and analysis of that information 
to help policy-makers (including war-fighters and those in the law enforcement 
communities) understand the elements and dynamics of the various situations 
they must address.  Information provided by the Director of National Intelligence, 
Central Intelligence Agency, Defense Intelligence Agency, National Security 
Agency, National Geospatial-Intelligence Agency, Federal Bureau of 
Investigation, and other intelligence community components contributes to the 
overall assessment about what is happening on the ground, what is the nature of 
the concern in a particular geographic area, who are the actors, what are their 
dispositions, and what are their likely capabilities and intentions.  The latter is the 
most difficult analysis for the intelligence community to produce and may 
sometimes result in differing opinions and predictions, based upon the inherently 
subjective nature such analysis.  (See Appendix H for an Intelligence Community 
organizational chart) 


 
The Office of the Director of National Intelligence (ODNI) was established 


in December 2004 by the Intelligence Reform and Terrorism Prevention Act of 
2004, further amending the National Security Act of 1947.  The Director of 
National Intelligence (DNI), who is appointed by the President and confirmed by 
the U.S. Senate, is the principal adviser to the President and National Security 
Council for intelligence matters related to national security, and serves as the 
head of the U.S. intelligence community.  The DNI establishes objectives, 
priorities, and guidance for the intelligence community and manages and directs 
tasking of collection, analysis, production, and dissemination of national 
intelligence.78 The DNI approves requirements for collection and analysis, 
including requirements responding to the needs of policymakers and other 
intelligence consumers. The DNI also has responsibility for developing and 
monitoring the execution of the National Intelligence Program (NIP) budget and 
provides budget guidance to intelligence elements of departments and agencies 
that are outside of the NIP. The DNI has the authority to establish national 
intelligence centers as necessary and is responsible for the National Intelligence 
Council (NIC) which produces National Intelligence Estimates.  The DNI also is 
responsible for ensuring accurate all-source intelligence, competitive analysis 
and that alternative views are brought to the attention of policymakers, and 
included in the President’s Daily Brief (PDB). 


 
Since the establishment of the ODNI in 2004 and the appointment of its 


first director in April 2005, the DNI has undertaken the role of primary intelligence 
advisor to the President and the NSC, replacing the Director of Central 
Intelligence (DCI).  The DNI serves on the Principals Committee (PC), and 
likewise, the DNI Principal Deputy Director serves on the Deputies Committee 
(DC).  However, the Director of the Central Intelligence Agency (DCIA) and 
DDCIA attend NSC, PC and DC meetings (respectively) when appropriate per 
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CIA authorities and equities.  The DNI also has the authority to issue binding 
policy directives for the intelligence community.   


 
Established to oversee and direct the implementation of the National 


Intelligence Program, the ODNI serves as an interface between the Intelligence 
Community and policymakers to set the national priorities for intelligence 
collection and analysis.  Significant intelligence taskers are routed through the 
ODNI to ensure proper coordination, although finished intelligence products often 
move directly from each agency to NSC members and other policymakers.  Many 
other responsibilities and functions of intelligence community components (such 
as the CIA, NSA, NGA, etc.) have not changed with the establishment of the 
ODNI.  Of note, though, the ODNI is now responsible for the President’s Daily 
Brief, with input from across the Community.  Whenever covert action activities 
are being considered, the DCIA is involved because the CIA retains its 
responsibility as the executive agency responsible for covert operations (i.e., 
secretly executed actions which implement policy directives of the President). 


 
Including representatives from the various elements in the intelligence 


community in IPCs or other national security policy planning groups is often 
critical because reviewing existing intelligence information and determining 
requirements for additional intelligence collection and analysis should be one of 
the first steps in considering national security issues.   The National Intelligence 
Managers at ODNI also serve this coordinating function for many issues or 
geographic areas of interest.  Analysis from the intelligence community will help 
decision-makers better understand conditions (political, social, economic, 
military, transportation, communications, public health, environmental, etc.) in 
other countries, the capabilities of groups or countries in the area, the 
motivations and likely intentions of leaders, the interests and capabilities of other 
stakeholders, and what the potential threats are to U.S. interests and personnel 
both abroad and within the United States.   The intelligence community also can 
provide assessments of the likely effects (near and long term) of proposed U.S. 
courses of action on specific individuals, groups, or national and regional 
populations.  However, remember that policymakers may not always get all the 
information they want or feel that they need.  The intelligence community is 
highly capable, but not omniscient.  


 
An example of intelligence support to the interagency policy process is the 


National Counterterrorism Center.   The NCTC is responsible for integrating and 
analyzing all intelligence pertaining to terrorism and counterterrorism (CT), and 
conducting strategic operational planning by integrating all appropriate 
instruments of national power.  As part of that last responsibility, the NCTC 
ensures that all elements of the Executive Branch—beyond just elements of the 
Intelligence Community—are coordinated in their counterterrorism efforts.  The 
Director of the NCTC (D/NCTC) has two reporting channels.  Regarding 
intelligence operations conducted by the intelligence community and NCTC’s 
intelligence analysis activities, the D/NCTC reports to the DNI.  On matters 
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concerning the planning for strategic counterterrorism operations (other than 
wholly intelligence operations), the D/NCTC reports to the President. 


 
Ultimately, it is up to the policy maker to decide how he or she uses 


intelligence; and there are many reasons why a policy maker will or will not use 
intelligence.  For example, intelligence information enhances power in policy 
discussions when it bolsters one’s own position, but, unfortunately, it may be 
discounted if it calls into question the wisdom of following a preferred policy path.   
Policymakers must work out how to resolve often-conflicting information or 
unknowns resulting from incomplete intelligence.  For example, recent debates 
over national missile defense reflect differing interpretations of intelligence 
analyses about the technical capabilities and intentions of terrorist groups or 
states hostile to the United States.  Policymakers may request analyses from 
specific intelligence agencies, or community-coordinated assessments produced 
under the authority of the National Intelligence Council.  The NIC also produces 
National Intelligence Estimates (NIEs), typically at the request of policymakers, 
on strategic national security issues that make judgments about the course of 
future events and identify the implications for US national interests.  Conversely, 
policymakers may resist additional intelligence analysis if they worry that their 
policy positions will not be supported by the results.   


 
Although the intelligence community’s mission is to produce objective 


analyses that support the policy process, it often is drawn into policy 
deliberations by providing assessments about the likely outcome of proposed 
courses of action, by determining what kinds of policies are most likely to 
influence leaders or groups, and by advising on whether different factions in 
foreign governments (including intelligence services) are likely to help or hinder 
the implementation of policies.   The involvement of the Director of Central 
Intelligence George Tenet (July 1997-July 2004), with Israeli and Palestinian 
security services on security issues in a possible peace agreement reflects how 
intelligence sometimes has a direct involvement in the implementation of U.S. 
policy.  If directed by the President, the Central Intelligence Agency also can be 
used to implement foreign policy through the use of covert action—secret 
activities in which the involvement of the United States is concealed and denied.  


 
 


Homeland Security 
 
 In response to the September 11, 2001attacks and the continuing terrorist 
threats to the United States, President George W. Bush established the 
Homeland Security Council in October 2001 and a new Department of Homeland 
Security in March 2003.   The Homeland Security Council and National Security 
Staff are discussed in earlier sections of this report.  
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Department of Homeland Security 


The U.S. Department of Homeland Security (DHS) was formed on March 
1, 2003, through the merger of over 22 programs and agencies (currently over 
290,000 personnel) from throughout the Federal government.  Headed by a 
cabinet-level Secretary of Homeland Security, DHS has a stated mission to lead 
“a concerted national effort to ensure a homeland that is safe, secure, and 
resilient against terrorism and other hazards where American interests, 
aspirations, and way of life can thrive.”79   


To accomplish this mission, DHS has identified five responsibilities as part 
of the 2009 Quadrennial Homeland Security Review:80 


1. Preventing Terrorism and Enhancing Security  
o Goal 1.1: Prevent Terrorist Attacks  
o Goal 1.2: Prevent the Unauthorized Acquisition or Use of Chemical, 


Biological, Radiological , and Nuclear Materials and Capabilities  
o Goal 1.3: Manage Risks to Critical Infrastructure , Key Leadership 


and Events 
 
2. Securing and Managing our Borders  


o Goal 2.1: Effectively control U.S. Air, Land and Sea Borders  
o Goal 2.2: Safeguard Lawful Trade and Travel   
o Goal 2.3: Disrupt and Dismantle Transnational Criminal 


Organizations 
 


3. Enforcing and Administering our Immigration Laws  
o Goal 3.1: Strengthen and Effectively Administer the Immigration 


System  
o Goal 3.2: Prevent Unlawful Immigration 


 
4. Safeguarding and Securing Cyberspace  


o Goal 4.1: Create a Safe, Secure, and Resilient Cyber Environment  
o Goal 4.2: Promote Cybersecurity Knowledge and Innovation 


 
5. Ensuring Resilience to Disasters  


o Goal 5.1: Mitigate Hazards  
o Goal 5.2: Enhance Preparedness   
o Goal 5.3: Ensure Effective Emergency Response  
o Goal 5.4: Rapidly Recover  


 
DHS is charged with synthesizing and analyzing homeland security 


intelligence, assessing threats, guarding U.S. borders and airports, protecting the 
critical infrastructure of the country, and coordinating emergency response 
(including natural disaster assistance).  The Department has broad responsibility 
for a wide range of functions and activities required to safeguard the citizens of 
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the United States, including coastal security, border security, customs, 
immigration, transportation security, infrastructure protection, emergency 
response, and information systems security.  DHS’s intelligence mission includes 
analyzing and sharing information and intelligence pertinent to homeland security 
with State, local, tribal, territorial, and private sector partners, and other 
Intelligence Community members such as the Federal Bureau of Investigation 
(FBI), Director of National Intelligence (DNI), and the Central Intelligence Agency 
(CIA).   
 


During 2006, DHS implemented a major reorganization based upon 
lessons learned from the operations of the Department since its inception.  To 
fully perform its mission, DHS has three major "Directorates”, seven operational 
Components, and 15 support Components (See Appendix I for a DHS 
organizational chart).81 
 
Directorates 
 
• Management (MGMT) Directorate is responsible for Department budgets and 


appropriations, expenditure of funds, accounting and finance, procurement; 
human resources, information technology systems, facilities and equipment, 
and the identification and tracking of performance measurements.  The Under 
Secretary for Management is assisted in carrying out management 
responsibilities and duties by a team that includes the following:  Chief 
Administrative Services Officer; Chief Financial Officer; Chief Human Capital 
Officer; Chief Information Officer; Chief Procurement Officer; Chief Security 
Officer. 


 
• National Protection and Programs Directorate (NPPD) seeks to advance 


the Department's risk-reduction mission.  Reducing risk requires an integrated 
approach that encompasses both physical and virtual threats and their 
associated human elements.  NPPD divisions include Federal Protective 
Service and the offices of Cyber Security and Communications, Infrastructure 
Protection, Risk Management and Analysis, and US-VISIT.   


 
• Science and Technology (S&T) Directorate seeks to protect the homeland 


by providing Federal and local officials with state-of-the-art technology and 
other resources.  S&T engages government, industry, and academia in 
collaborative efforts to identify and remedy areas of vulnerability through 
research, development, testing and evaluation of new technologies. 


 
DHS Operational Components  
• Federal Emergency Management Agency (FEMA)  
• U.S. Citizenship and Immigration Services (USCIS)  
• U.S. Coast Guard (USCG)  
• U.S. Customs and Border Protection (CBP)  
• U.S. Immigration and Customs Enforcement (ICE) 
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• U.S. Secret Service (USSS)  
• Transportation Security Administration (TSA)  
 
 


    Because of the overlapping issues between the global war on terrorism, 
homeland defense, and homeland security, DHS works closely with the 
Department of Defense’s (DOD) Assistant Secretary for Homeland Defense and 
with a number of DOD and other U.S. Government entities including 
USNORTHCOM as mentioned above in the section on the Department of 
Defense.  In addition to working with DOD, DHS operates through its Under 
Secretary for Intelligence and Analysis (in her role as the Department’s Chief 
Intelligence Officer) on a daily basis with the DNI, CIA, FBI, and other elements 
of the Intelligence Community to coordinate the collection, analysis, and sharing 
of intelligence related to homeland security.   
 


    The reorganization of DHS in 2006 was intended to capitalize on the 
successful lessons learned during DHS’s brief existence, create new entities to 
more effectively coordinate the operations of the many Components of the 
agency, and improve strategic planning and policy coordination.  Because of its 
broad responsibilities for homeland security, and its complex, multi-organizational 
structure, DHS has researched best practices in other departments and 
agencies, and developed structures and processes to more effectively manage 
its roles and missions.  For example, like other agencies with responsibilities for 
national security operations, DHS staffs a 24-hour watch center (National 
Operations Center) for threat analysis and incident response.  The Secretary of 
Homeland Security and senior advisors receive a daily security brief about 
developments, warning issues, policy concerns, and intelligence analysis.  There 
are formalized procedures for working with IPCs, the National Security Staff, and 
responding to congressional inquiries and taskers.  The DHS Office of the 
Executive Secretariat, in coordination with the Office of Policy, established a 
White House Actions and Interagency Coordination team which is designed to be 
a single point of contact for White House and interagency concerns and views, 
as well as ensuring that official DHS positions are coordinated and 
communicated through a single entity. 
 
 In addition to a formalized structure to support its participation in IPCs, 
DHS also has established standard operating procedures for supporting DHS 
participation at the HSC Deputies and Principals Committees level.  These 
include staff work on interagency coordination and policy development, tasker 
identification, scheduling and briefing preparation, meeting participants and 
support, IPC developments, and preparation of meeting Summary of Conclusions 
(SOC).  
 
 In January 2011, the President approved PPD-7, National Terrorism 
Advisory System (NTAS), which directed the Secretary of Homeland Security to 
establish the NTAS.  NTAS replaces the color-coded Homeland Security 
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Advisory System (HSAS), and the new system will more effectively communicate 
information about terrorist threats by providing timely, detailed information to the 
public, government agencies, first responders, and stakeholders in the private 
sector. 
 
 In coordination with other Federal entities, the Secretary of Homeland 
Security will decide whether an NTAS Alert should be issued after reviewing 
credible information about a terrorist threat. The alerts will include a clear 
statement that there is an imminent threat or elevated threat.  NTAS Alerts will be 
based on the nature of the threat: in some cases, alerts will be sent directly to 
law enforcement or affected areas of the private sector, while in others, alerts will 
be issued more broadly to the American people through both official and media 
channels.  NTAS Alerts contain a sunset provision indicating a specific date 
when the alert expires. 
 


In addition to senior level policy development, coordination, and 
implementation, and defense against terrorist threats, DHS also must address 
preparations for responding to major emergencies within the U.S.  According to 
Homeland Security Presidential Directive (HSPD) -5, “The Secretary of 
Homeland Security is the principal Federal official (PFO) for domestic incident 
management.”82  As such, the DHS Secretary is “responsible for coordinating 
Federal operations within the United States to prepare for, respond to, and 
recover from terrorist attacks, major disasters, and other emergencies.”83  To 
coordinate the myriad federal, state, and local agencies that would be involved in 
a terrorist attack, major disaster or other homeland security “incident” is a 
daunting challenge for interagency cooperation and management.  In response 
to this challenge, DHS may activate a strategic- level interagency Crisis Action 
Team to support execution of the Secretary of DHS’ ability to execute his or her 
HSPD-5 responsibilities.  When activated, the DHS Crisis Action Team will 
integrate its effort with DHS’ National Operations Center to conduct its primary 
functions of strategic-level “situational awareness reporting, decision support, 
and planning activities” in support of the Secretary of DHS.84   
 
 In the national security world of post 9/11, it is clear that the lines between 
traditional national security and homeland security increasingly have become 
blurred.  The significant overlap of individuals who are members both of the 
National Security Council (NSC) and the HSC, the many overlapping issues 
handled by the respective PCs and DCs, and the many joint NSC-HSC IPCs all 
reflect the domestic nature of national security, and the many international facets 
of homeland security and defense.  The highly complex aspects of trend analysis 
and interagency policy development, coordination, integration, implementation, 
and monitoring increasingly will continually test the ability of the many 
components of the U.S. Government and its senior policymakers to work 
together both across inter-departmental lines and international dimensions.  The 
country and its national/homeland security apparatus must be capable of 
responding in innovative ways to new challenges that emerge and to ensure that 
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the myriad departments and agencies of the executive branch are able to work 
together effectively to advance U.S. national security efforts.  Nothing less than 
the security of the United States of America is at stake. 
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APPENDIX A 


 
HISTORICAL NOMENCLATURE OF PRESIDENTIAL 


NATIONAL SECURITY POLICY DECISION DOCUMENTS 
 
 
Truman  National Security Council papers (NSC) 
Eisenhower  National Security Council papers (NSC) 
Kennedy  National Security Action Memorandum (NSAM) 
Johnson  National Security Action Memorandum (NSAM) 
Nixon/Ford  National Security Decision Memorandum (NSDM) 
Carter   Presidential Directive (PD) 
Reagan  National Security Decision Directive (NSDD) 
Bush   National Security Directive (NSD) 
Clinton  Presidential Decision Directive (PDD) 
Bush   National Security Presidential Directive (NSPD) 
Obama  Presidential Policy Directive (PPD)85 
 
Note: Presidents use Executive Orders and PPDs (or their historical equivalents) 
to authorize most executive actions.  In addition, the President uses directives 
called “findings” to authorize covert actions.   
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APPENDIX B 
 
 


ASSISTANTS TO THE PRESIDENT FOR NATIONAL SECURITY AFFAIRS 
 


On March 23, 1953, President Dwight D. Eisenhower established the position of 
Assistant to the President for National Security Affairs.  The following is a list of 
the people who have occupied this position: 
 
     Appointed  Departed 
Robert Cutler March 23, 1953 April 2, 1955 
Dillon Anderson April 2, 1955 September 1, 1956 
Robert Cutler January 7, 1957 June 24, 1958 
Gordon Gray June 24, 1958 January 13, 1961 
McGeorge Bundy January 20, 1961 February 28, 1966 
Walt W. Rostow April 1, 1966 December 2, 1968 
Henry A. Kissinger December 2, 1968 November 3, 1975* 
Brent Scowcroft November 3, 1975 January 20, 1977 
Zbigniew Brzezinski January 20, 1977 January 21, 1981 
Richard V. Allen January 21, 1981 January 4, 1982 
William P. Clark January 4, 1982 October 17, 1983 
Robert C. McFarlane October 17, 1983 December 4, 1985 
John M. Poindexter December 4, 1985 November 25, 1986 
Frank C. Carlucci December 2, 1986 November 23, 1987 
Colin L. Powell November 23, 1987 January 20, 1989 
Brent Scowcroft January 20, 1989 January 20, 1993 
W. Anthony Lake January 20, 1993 March 14, 1997 
Samuel R. Berger March 14, 1997 January 20, 2001 
Condoleezza Rice January 20, 2001 January 24, 2005 
Stephen Hadley January 25, 2005 January 19, 2009 
James Jones January 20, 2009     October 8, 2010 
Thomas Donilon October 8, 2010  to present 


 
• Henry Kissinger served concurrently as Secretary of State from September 21, 


1973 until November 3, 1975. 
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APPENDIX C 


 
 


Obama Administration PPDs and PSDs 
 
 
PPD 1    Organization of the National Security Council System (2/13/09) 
PPD 2    Implementation of the National Strategy for Countering Biological  


   Threats (11/23/09) 
PPD 3    unavailable 
PPD 4    National Space Policy (6/28/10) 
PPD 5    unavailable 
PPD 6    Global Development (9/22/10) 
PPD 7    National Terrorism Advisory System (1/26/11) 
PPD 8    National Preparedness (3/30/11) 
 
PSD 1     Organizing for Homeland Security and Counterterrorism (2/23/09) 
PSD 2     classified 
PSD 3     National Space Policy Review (5/14/09) 
PSD 4     2010 Nuclear Posture Review (5/21/09) 
PSD 5     classified 
PSD 6     2010 Quadrennial Defense Review (7/30/09) 
PSD 7     U.S. Global Development Policy (8/13/09) 
PSD 8     Export Control Reform (12/21/09) 
PSD 9     Military Family Policy (5/11/10) 
PSD 10   Creation of an Interagency Atrocities Prevention Board and  


     Corresponding Interagency Review (8/4/11)  
PSD 11   classified 
 
 
 
 


68  







  


 
 


 
 


69  







  


 


70  







  


 


71  







  


 
 


 
 


72  







  


73  







  


 


 


74  







 


75 


 


 


ENDNOTES 
 
 
                                                 
1 See “National Security Council”, U.S. Government White House Website, 
Retrieved July 2011: http://www.whitehouse.gov/nsc/ .    
2 See “National Security Council, History”,  U.S. Government White House 
Website, Retrieved July 2011: http://www.whitehouse.gov/administration/eop/nsc/history/.  
Also see Carnes Lord, The Presidency and the Management of National 
Security.  (New York: The Free Press, 1988), pp 68-83 for a more detailed 
history of NSC organization and operations through the Reagan administration.   
3  The need to restructure the national security apparatus, in fact, had been long 
recognized.  Between 1921 and 1945, 50 bills had been introduced into 
Congress to reorganize the War and Navy Departments.  None was successful in 
being enacted into law.   
4 See Clark Clifford,  “The workings of the national security system: past, present, 
and future,”  SAIS Review, Winter-Spring 1988, interview with Philip Geyelin, pp. 
19-20. 
5 See National Commission on Terrorist Attacks upon the United States. (Philip 
Zelikow, Executive Director; Bonnie D. Jenkins, Counsel; Ernest R. May, Senior 
Advisor). The 9/11 Commission Report. New York: W.W. Norton & Company, 
2004. 
6 See Carnes Lord, The Presidency and the Management of National Security.  
(New York: The Free Press, 1988), pp 68-69;  Paul S. Stevens, “The National 
Security Council: Past and Prologue.  Strategic Review, Winter 1989, pp 56-57. 
7 See Clark Clifford,  “The workings of the national security system: past, present, 
and future,”  SAIS Review, Winter-Spring 1988, interview with Philip Geyelin, pp. 
19-20.; Paul S. Stevens, “The National Security Council: Past and Prologue.  
Strategic Review, Winter 1989, pp 56-57; Zbigniew Brzezinski, “The NSC’s 
Midlife Crisis,” Foreign Policy, 69, Winter 1987-88, pg. 83. 
8 See Clark Clifford,  “The workings of the national security system: past, present, 
and future,”  SAIS Review, Winter-Spring 1988, interview with Philip Geyelin, pp. 
19-20. 
9 See “National Security Council, History”, U.S. Government White House 
Website, Retrieved July 2011:  http://www.whitehouse.gov/administration/eop/nsc/history/ ;  
Joseph G. Bock, J.G., & Duncan L. Clarke,  “The National Security Assistant and 
the White House Staff: National Security Policy Decisionmaking and Domestic 
Political Considerations, 1947-1984, Presidential Studies Quarterly, XVI, 2, 1986, 
pp.258-260.; Carnes Lord, The Presidency and the Management of National 
Security.  (New York: The Free Press, 1988), pp 68-69;    Paul S. Stevens, “The 
National Security Council: Past and Prologue.  Strategic Review, Winter 1989, pp 
56-57;  Zbigniew Brzezinski, “The NSC’s Midlife Crisis,” Foreign Policy, 69, 
Winter 1987-88, pg. 83. 
10 See “National Security Council, History”, U.S. Government White House 
Website, Retrieved July 2011: http://www.whitehouse.gov/administration/eop/nsc/history/; 
William P. Bundy, “The national security process,”  International Security, 7, 3, 



http://www.whitehouse.gov/nsc/

http://www.whitehouse.gov/administration/eop/nsc/history/

http://www.wwnorton.com/

http://www.whitehouse.gov/administration/eop/nsc/history/

http://www.whitehouse.gov/administration/eop/nsc/history/





 


76 


 


 


                                                                                                                                                 
1983, pp. 96-97;  Carnes Lord, The Presidency and the Management of National 
Security.  (New York: The Free Press, 1988), pp 68-69.   
11 See “National Security Council, History”, U.S. Government White House 
Website, Retrieved July 2011:  http://www.whitehouse.gov/administration/eop/nsc/history/; 
Paul S. Stevens, “The National Security Council: Past and Prologue.  Strategic 
Review, Winter 1989, pp 56-57; Zbigniew Brzezinski, “The NSC’s Midlife Crisis,” 
Foreign Policy, 69, Winter 1987-88, pg. 83. 
12 See “National Security Council, History”, U.S. Government White House 
Website, Retrieved July 2011: http://www.whitehouse.gov/administration/eop/nsc/history/; 
Paul S. Stevens, “The National Security Council: Past and Prologue.  Strategic 
Review, Winter 1989, pp 56-57. 
13  See “National Security Council, History”, U.S. Government White House 
Website, Retrieved July 2011: http://www.whitehouse.gov/administration/eop/nsc/history/;  
Joseph G. Bock, J.G., & Duncan L. Clarke,  “The National Security Assistant and 
the White House Staff: National Security Policy Decisionmaking and Domestic 
Political Considerations, 1947-1984, Presidential Studies Quarterly, XVI, 2, 1986, 
pp.260-261; Carnes Lord, The Presidency and the Management of National 
Security.  (New York: The Free Press, 1988), pp 70-71;    Stevens, P.S. (1989), 
The national security council: past and prologue.  Strategic Review, Winter 1998, 
55-62.  pp. 57-58; Zbigniew Brzezinski, “The NSC’s Midlife Crisis,” Foreign 
Policy, 69, Winter 1987-88, pg. 83-85. 
14  See Joseph G. Bock, J.G., & Duncan L. Clarke,  “The National Security 
Assistant and the White House Staff: National Security Policy Decisionmaking 
and Domestic Political Considerations, 1947-1984, Presidential Studies 
Quarterly, XVI, 2, 1986, pp.258-260 regarding Eisenhower’s action.  The 
designations Assistant to the President for National Security Affairs and National 
Security Advisor tend to be used interchangeably by the White House and 
government agencies although the former is the official title.  The media nearly 
always uses the designation of National Security Advisor.  The position of 
Assistant to the President for National Security Affairs evolved from the original 
position specified in the National Security of 1947 establishing that “(t)he 
(National Security) Council shall have a staff to be headed by a civilian executive 
secretary” (National Security Act of 1947,  Sec. 101. [U.S.C. 402] (c)).   President 
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Council: Past and Prologue.  Strategic Review, Winter 1989, pp 59-60; 
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Government Printing Office, February 26, 1987. 
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Retrieved July 2011.  Federation of American Scientists website: 
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commission "to prepare a full and complete account of the circumstances" 
regarding the terrorist attacks of 9/11.  Upon the enactment of Public Law 107-
306 on November 27, 2002, the National Commission on Terrorist Attacks Upon 
the United States (more commonly known as the 9/11 Commission) was 
established.  The commission released its final report in July 2004.  For 



http://www.fas.org/irp/offdocs/direct.htm





 


79 


 


 


                                                                                                                                                 
additional information on the Joint Inquiry, see: 
http://www.gpoaccess.gov/serialset/creports/911.html.  For additional information 
on the 9/11 Commission, see: http://govinfo.library.unt.edu/911/report/index.htm 
28   The White House, Office of the Press Secretary May 15, 2007  Fact Sheet: 
Lieutenant General Douglas E. Lute: Experience and Authority.  Originally 
Retrieved November 2008: 
http://www.whitehouse.gov/news/releases/2007/05/20070515-10.html 
29    The Secretary of Energy was added as a statutory member of the National 
Security Council by the Energy Independence and Security Act of 2007 (P.L. 
110-140, H.R. 6), in Title IX: International Energy Programs, Subtitle C, 
Miscellaneous Provisions, Section 932: National Security Council 
Reorganization.  This section amended Section 101(a) of the National Security 
Act of 1947 (50 U.S.C. 402(a)). 
30  See Presidential Policy Directive-1 (February 13, 2009). 
Retrieved July 2011.  Federation of American Scientists website: 
http://www.fas.org/irp/offdocs/direct.htm 
31 Although called by a variety of names in past administrations, this most senior 
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Committee since the administration of George H.W. Bush (1989-1993).   
32 See Presidential Policy Directive-1 (February 13, 2009). 
Retrieved July 2011.  Federation of American Scientists website: 
http://www.fas.org/irp/offdocs/direct.htm 
33 See Presidential Policy Directive-1 (February 13, 2009). 
Retrieved July 2011.  Federation of American Scientists website: 
http://www.fas.org/irp/offdocs/direct.htm 
34  These groups were called Interagency Working Groups (IWGs, pronounced “i-
wigs”) during the Clinton administration, Policy Coordination Committees, or 
PCCs, during the George W. Bush administration, and Interagency Policy 
Committees, or IPCs, by the Obama administration.  Regardless of the name 
assigned, these working groups have shared similar responsibilities, functions, 
and seniority of participants in each administration.   
35 The Executive Office of the President (EOP) was created in 1939 by President 
Franklin D. Roosevelt. The EOP is composed of senior advisory groups or offices 
established to advise the President across a range of critical policy areas and is 
overseen by the White House Chief of Staff.  The following entities exist within 
the Executive Office of the President: National Security Council, National 
Economic Council, Council of Economic Advisers, Council on Environmental 
Quality, Domestic Policy Council, Office of Administration, Office of Management 
and Budget, Office of National Drug Control Policy, Office of Science and 
Technology Policy, Office of the United States Trade Representative, and the 
White House Office.  Retrieved July 2011.  White House website:  
http://www.whitehouse.gov/administration/eop  
36 See Statement by the President on the White House Organization for 
Homeland Security and Counterterrorism, White House Press Office, May 26, 
2009.   U.S. Government White House Website. Retrieved July 2011:    
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http://www.whitehouse.gov/the_press_office/Statement-by-the-President-on-the-
White-House-Organization-for-Homeland-Security-and-Counterterrorism , and 
Presidential Study Directive-1 (February 23, 2009).  Retrieved July 2011.  
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http://www.fas.org/irp/offdocs/direct.htm.  
37 See Statement by the President on the White House Organization for 
Homeland Security and Counterterrorism, White House Press Office, May 26, 
2009.  U.S. Government White House Website. Retrieved July 2011:  
http://www.whitehouse.gov/the_press_office/Statement-by-the-President-on-the-
White-House-Organization-for-Homeland-Security-and-Counterterrorism 
38  Within the Executive Office of the President, the most senior staff members 
have the title of Assistant to the President (such as the Assistant to the President 
for National Security Affairs--more commonly known as the National Security 
Advisor).  Next in seniority on the staff are Deputy Assistants to the President.  
The third level of seniority are the Special Assistant to the President, who often 
also are the Senior Directors who manage the various regional and functional 
offices.  The fourth level of seniority is Senior Directors who do not hold the title 
of Special Assistant to the President.  Finally, the fifth level of substantive staff at 
the NSC hold the title of Director in regional or functional areas.  NSC staff also 
may include “Special Advisors” who are responsible for areas of special concern 
to the President.  See Appendix C for an organizational chart of the NSC staff.  
39 The Obama White House has three APs (two of whom are DNSAs) and five 
DAPs (three of whom are DNSAs).  The following positions utilize these titles: 
Assistant to the President and National Security Advisor 
Assistant to the President and Deputy National Security Advisor 
Assistant to the President for Homeland Security and Counterterrorism (holds the 
rank of DNSA, but this designation is not used in his regular title) 
Deputy Assistant to the President and National Security Staff Chief of Staff (holds 
the rank of DNSA, but this designation is not used in his regular title) 
Deputy Assistant to the President and Deputy National Security Advisor for 
Strategic Communications and Speechwriting 
Deputy Assistant to the President for International Economic Affairs 
Deputy Assistant to the President for Homeland Security (not a DNSA) 
40 See Homeland Security Presidential Directive-1, (October 29, 2001), 
Retrieved July 2011.  Federation of American Scientists website:  
http://www.fas.org/irp/offdocs/nspd/hspd-1.htm . 
41  See:  AN ACT To establish the Department of Homeland Security, and for other 
purposes. H. R. 5005, 107th CONGRESS. (2002).  Retrieved April 9, 2007, from 
LexisNexis Congressional database. 
SEC. 1004. OTHER FUNCTIONS AND ACTIVITIES. 


For the purpose of more effectively coordinating the policies and functions 
of the United States Government relating to homeland security, the 
Council shall-- 
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(1) assess the objectives, commitments, and risks of the United 
States in the interest of homeland security and to make resulting 
recommendations to the President; 
(2) oversee and review homeland security policies of the Federal 
Government and to make resulting recommendations to the 
President; and 
(3) perform such other functions as the President may direct. 


 
42 See Statement by the President on the White House Organization for 
Homeland Security and Counterterrorism, White House Press Office, May 26, 
2009.   U.S. Government White House Website. Retrieved July 2011:    
http://www.whitehouse.gov/the_press_office/Statement-by-the-President-on-the-
White-House-Organization-for-Homeland-Security-and-Counterterrorism 
43 See Homeland Security Presidential Directive-1, (October 29, 2001), Retrieved 
July 2011.  Federation of American Scientists website:  
http://www.fas.org/irp/offdocs/nspd/hspd-1.htm . 
44 See Homeland Security Presidential Directive-1, (October 29, 2001), Retrieved 
July 2011.  Federation of American Scientists website:  
http://www.fas.org/irp/offdocs/nspd/hspd-1.htm . 
45 See National Economic Council.  U.S. Government White House Website. 
Retrieved July 2011:   http://www.whitehouse.gov/administration/eop/nec 
46 See Locher, James R., et al. Project on National Security Reform - Preliminary 
Findings. July 2008.  Available at: 
http://www.pnsr.org/web/page/579/sectionid/579/pagelevel/1/interior.asp  
47 See Locher, James R., et al. Project on National Security Reform - Preliminary 
Findings. July 2008, p. 12. 
48   See Locher, James R., et al. Project on National Security Reform - Preliminary 
Findings. July 2008.   For example, the Preliminary Findings report points out 
that President Carter provided few incentives to “compel” Secretary of State 
Cyrus Vance and National Security Advisor Zbigniew Brzezinski work together on 
the coordination of foreign policy development and execution (p. 15) and the 
experiences of other administrations in allocating responsibilities and authorities 
(p.45-47).  During the George W. Bush administration, the intense involvement of 
the Departments of Defense and State in the global war on terrorism and 
missions in Afghanistan and Iraq resulted in Secretaries Rumsfeld and Powell 
being more frequently involved directly in policy development and coordination 
with the President and Vice President rather than coordinating policy through the 
NSA, Condoleezza Rice (author’s note).  The PNSR also identifies a number of 
structural problems that often directly conflict with a president’s desire to 
delegate responsibility and authority to other parts of the interagency—frequently 
yielding less than satisfactory results and often leading to re-centralizing decision 
making and policy monitoring in the White House.  See the “Systemic 
Deficiencies Burden The President With Issue Management” section on the 
Preliminary Findings report, pp. 45-52.  
49  As amended.  
50 See Presidential Policy Directive-1 (February 13, 2009). 
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Retrieved July 2011.  Federation of American Scientists website: 
http://www.fas.org/irp/offdocs/direct.htm 
51 See Report of the President’s Special Review Board, U.S. 
Government Printing Office, February 26, 1987. 
52 For example, during the tenure of Condoleezza Rice as NSA for George W. 
Bush, she focused more on advising the President and ensuring coordination of 
policy between departments, and less on initiating policy at the NSC and directly 
monitoring the implementation of policy in Executive Branch departments.   As 
the wars in Iraq, Afghanistan, and against terrorism progressed and more routine 
patterns of policy management were established, her successor, Stephen 
Hadley, increasingly focused upon brokering policy decisions and developing 
consensus between executive branch agencies.  Hadley took a more hands-on 
approach to triage information coming into the NSC staff and organize the kinds 
of policy documents being prepared for the various policy committees and 
President Bush.  President Obama’s first National Security Advisor, Gen (retired) 
James Jones, left such oversight to other members of the staff and focused more 
on maximizing the quality and range of information and policy options available to 
President Obama with detailed supporting information.  Jones’ philosophy as the 
NSA also included placing a high priority on ensuring that President Obama 
always received multiple views on policy issues, and also received multiple 
options with regard to possible policy actions.   
53 Managing communications as part of the policy process involves not only the 
President, but also the NSA and NSS staff.  For example, the terrorist attacks of 
9/11 and operations in Afghanistan and Iraq highlighted critical White House 
needs for maintaining situational awareness and ensuring that the President has 
the most up-to-date information.  At the time of 9/11, the White House possessed 
limited meeting space beyond the Situation Room, and limited facilities for 
teleconferencing and other multi-media communication and presentations.  In 
response to these requirements, the Bush administration undertook an extensive 
renovation of the Situation Room complex on the ground floor of the West Wing 
during 2006-2007 to construct multiple conference rooms incorporating state of 
the art secure telecommunications, video and data displays.  These conference 
facilities enable the President, Principals, Deputies, and NSS staff to securely 
video conference with officials around the world and across departments and 
agencies in Washington D.C. and the rest of the United States.  See also, “The 
White House Museum: Situation Room.”     
http://www.whitehousemuseum.org/west-wing/situation-room.htm.  The White 
House Museum site contains an excellent series of photos about the history of 
the White House Situation Room, and its post-renovation appearance.  Also, see 
Michael Donley, Cornelius O'Leary, and John Montgomery, Inside The White 
House Situation Room: A National Nerve Center. CIA Center for the Study of 
Intelligence, 2007.  https://www.cia.gov/library/center-for-the-study-of-
intelligence/csi-publications/csi-studies/studies/97unclass/whithous.html ).   
54 See “Readout of National Security Advisor Tom Donilon’s meeting with 
Secretary Clinton, Secretary Gates and Israeli Minister of Defense Barak”, 
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February 9, 2011.  http://qatar.usembassy.gov/pr-readoutdonilon.html.  Also see 
“Readout of National Security Advisor Donilon's Meeting with Dr. Mahmoud 
Gibril”, May 13, 2011.  http://www.whitehouse.gov/the-press-
office/2011/05/13/readout-national-security-advisor-donilons-meeting-dr-
mahmoud-gibril.  Also see “Readout of National Security Advisor Donilon's 
Meeting with the UN Secretary-General”, July 21, 2011.  
http://www.whitehouse.gov/the-press-office/2011/07/21/readout-national-security-
advisor-donilons-meeting-un-secretary-general. 
55 See White House Press release, May 26, 2009. Statement by the President on 
the White House Organization for Homeland Security and Counterterrorism.  
Retrieved July 2011.  White House Website:  
http://www.whitehouse.gov/the_press_office/Statement-by-the-President-on-the-
White-House-Organization-for-Homeland-Security-and-Counterterrorism 
56 See Report of the President’s Special Review Board, U.S. 
Government Printing Office, February 26, 1987. 
57  Primary support for summits dealing principally with economic issues are 
supported by the National Economic Council staff or a designated Assistant 
Secretary or Deputy Assistant Secretary of State responsible for the political-
economic issues of the summit, but the NSC does take the lead on economic 
summits with a strong political component, such as the G8 summit meetings.  
58 See I.M. Destler and Ivo H. Daalder, A New NSC for a New Administration.  
Brookings Policy Brief Series, # 87, Brookings Institution, Washington, D.C.  
Retrieved July 2011: 
http://www.brookings.edu/papers/2000/11governance_daalder.aspx 
59 The Secure Video-Teleconference Service (or SVTS) system is an important 
tool for the President and his National Security Staff to manage crises and rapidly 
coordinate policy development and implementation across the interagency and 
with U.S. officials and military commanders overseas.  The Obama 
administration’s preference to maximize face-to-face meetings on policy issues 
for Washington-based senior officials is a departure from the pattern which 
evolved during the second Bush term when approximately 50% of PC meetings 
were conducted using the SVTS. 
60 For example, the terrorist attacks of September 11, 2001 and the subsequent 
military missions of Operation Enduring Freedom (Afghanistan) and Operation 
Iraqi Freedom produced a policy decision tempo that resulted in unusually 
frequent (compared with historically normal day-to-day operations) NSC and PC 
meetings during the George W. Bush administration.  Due to the simultaneity of 
the missions in Afghanistan and Iraq, the evolving policies and operations related 
to the global war on terrorism (GWOT), and domestic policy concerns related to 
the establishment of the Department of Homeland Security and potential 
domestic terrorist threats, the NSC and PC found themselves meeting on a 
regular, frequently daily, basis during the first term of the Bush administration.  
The swiftness with which potential threats and circumstances could change, and 
the complex, multiple, and often overlapping or conflicting policy and operational 
issues required regular review of mission outcomes and their implications for 
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maintaining or altering related policy decisions.  The rapid pace of developments 
combined with the extensive senior government experience of the PC members 
(Vice President Cheney as a former Secretary of Defense, Secretary Powell as a 
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Joint Publication 1, Doctrine for the Armed Forces of the United States, is the capstone 
publication for all joint doctrine, presenting fundamental principles and overarching 
guidance for the employment of the Armed Forces of the United States.  This change 
represents the evolution in our warfighting guidance — including the consolidation, behind 
one cover, of fundamental overarching doctrine and guidance governing the unified 
direction and employment of forces and the functions of the Department of Defense and its 
major components. 
 
It is vital that we not only develop our military capabilities, but also strengthen the capacity 
of other government agencies.  This publication ties joint doctrine to the national security 
strategy and national military strategy and describes the military’s role in the development 
of national policy and strategy. It thus provides the linkage between joint doctrine and the 
contribution of other government agencies and multinational endeavors.   
 
As we look globally at our posture and the associated strategic risk, it is imperative that our 
doctrine also rapidly adjust to reflect our wartime footing.  The guidance in this publication 
will enable current and future leaders of the Armed Forces of the United States to organize, 
train, and execute worldwide missions as our forces transform to meet emerging challenges.  
The joint force must simultaneously think ahead at the strategic level, stay current at the 
operational level, and be informed by tactical level developments. 
 
I challenge all commanders to ensure the widest distribution of this capstone joint 
publication and actively promote the use of all joint publications at every opportunity. I 
further challenge you to study and understand the guidance contained in this publication and 
teach these principles to your subordinates. Only then will we be able to fully exploit the 
remarkable military potential inherent in our joint teams. 
 
 


 
      M. G. MULLEN 
      Admiral, U. S. Navy 
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1.  Scope 
 


This publication is the capstone joint doctrine publication.  It provides doctrine for 
unified action by the Armed Forces of the United States.  As such, it specifies the authorized 
command relationships and authority that military commanders can use, provides guidance 
for the exercise of that military authority, provides fundamental principles and guidance for 
command and control, prescribes guidance for organizing joint forces, and describes policy 
for selected joint activities.  It also provides the doctrinal basis for interagency coordination 
and for US military involvement in multiagency and multinational operations. 
 
2.  Purpose 
 


a. The Armed Forces fulfill unique and crucial roles, defending the United States 
against all adversaries and serving the Nation as a bulwark and the guarantors of its security 
and independence.  When called to action, the Armed Forces support and defend national 
interests worldwide.  The Armed Forces embody the highest values and standards of 
American society and the profession of arms.  The Armed Forces fulfill their roles, 
missions, and functions within the American system of civil-military relations.  The Armed 
Forces also serve under the civilian control of the President who is the Commander in Chief. 


 
b. The nature of the challenges to the United States and its interests demand that the 


Armed Forces operate as a fully integrated joint team across the range of military 
operations.  These operations may take place with the military forces of allies and coalition 
partners, US and foreign government agencies, state and local government agencies, and 
intergovernmental and nongovernmental organizations.  The challenges are best met when 
the unified action of the Armed Forces elicits the maximum contribution from each Service 
and Department of Defense (DOD) agency and their unique but complementary capabilities.  
The resulting synergy from their synchronized and integrated action is a direct reflection of 
those capabilities. 


 
c. Joint warfare is team warfare.  Effective integration of joint forces exposes no 


weak points or seams to an adversary.  They rapidly and efficiently find and exploit the 
adversary’s critical vulnerabilities and other weak points as they contribute most to mission 
accomplishment.  This does not mean that all forces will be equally represented in each 
operation.  Joint force commanders (JFCs) may choose the capabilities they need from the 
forces at their disposal. 
 
3.  Application 
 


a. This publication is written to assist members of the Armed Forces of the United 
States to operate successfully together.  The joint team is comprised of the members of each 
Service, DOD agencies, as well as associated civilians supporting governmental and private 
sector workforces.  The guidance in this publication is broad, authoritative, and serves as a 
foundation for the development more specific joint guidance.  This doctrine will be followed 
except when, in the judgment of the commander, exceptional circumstances dictate 
otherwise.  It serves as the foundation for further refinement of joint doctrine. 
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b. The Services and United States Special Operations Command (in areas unique to 
special operations) have responsibilities to organize, train, equip, and sustain forces.  These 
forces are employed under JFCs.  Therefore, to assure that the Armed Forces achieve their 
fullest potential, all US military leaders must incorporate the policy and philosophy of this 
publication into their efforts to develop leaders and train forces for joint and multinational 
operations.  They will include them as fundamental precepts while conducting interagency 
coordination. 


 
c. Service skills form the very core of US military capability.  Joint warfare relies 


upon Service traditions, cohesion, and expertise.  When combined with the ability to 
integrate these qualities into joint operations with partner military services and other 
defense, logistical, and intelligence agencies, they become a formidable and capable force.  
Successful joint operations are made possible by the capabilities developed and embodied in 
each Service.  With a mutual understanding and respect of other partner services capabilities 
and the ability to be interoperable and effectively integrate operations to accomplish an 
overall campaign and/or US Government objective(s), the Armed Forces of the United 
States continue to build on the tradition of joint victory in war that began with the 
Revolutionary War.  


 
d. The Armed Forces of the United States face unparalleled challenges to US interests 


around the world.  This means the joint forces must master several types of operations (e.g., 
offense, defense, and stability) across the range of military operations in order to conduct 
unified action.  The chapters that follow describe the principles for forming, training, 
exercising, and employing joint forces in unified action at all levels across the range of 
military operations.  These broad principles that guide operations are neither policy nor 
strategy — they are doctrine.  The principles apply to action undertaken by the Armed 
Forces of the United States to execute applicable national policies, as well as the 
contemporary national security, national defense, and military strategies.  


 
e. Today, joint operations are practiced and routine.  The key to maintaining and 


enhancing joint force effectiveness is the military leader’s diligence in studying, applying, 
teaching, and ultimately improving joint doctrine, which provides the foundation for joint 
warfare. 
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CHANGE 1 TO JOINT PUBLICATION 1 
DATED 14 MAY 2007 


 
• Incorporates the use of the term and approved definition of “cyberspace” 


 
• Incorporates a modified discussion of Joint Capability Areas 


 
 
 


 







 


iv  JP 1 (CH 1) 


 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 


Intentionally Blank 
 







TABLE OF CONTENTS 


v 


PAGE 
EXECUTIVE SUMMARY ............................................................................................... ix 
 
CHAPTER I 
 FOUNDATIONS 


 
•  Fundamentals ................................................................................................................I-1 
•  The Strategic Security Environment .............................................................................I-5 
•  Instruments of National Power .....................................................................................I-8 
•  The Unified Command Plan and Unified Action........................................................I-10 
•  Strategic Guidance and Responsibilities.....................................................................I-11 
•  Range of Military Operations .....................................................................................I-15 
•  Joint Operation Planning.............................................................................................I-18 
•  Termination of Operations ..........................................................................................I-18 
•  Legal Considerations...................................................................................................I-21 
 
CHAPTER II 


DOCTRINE GOVERNING UNIFIED DIRECTION OF ARMED FORCES 
 


•  National Strategic Direction........................................................................................ II-1 
•  Unified Action............................................................................................................. II-2 
•  Roles and Functions .................................................................................................... II-3 
•  Chain of Command ..................................................................................................... II-4 
•  The Combatant Commands......................................................................................... II-4 
•  The Military Departments, Services, Forces, and Combat Support Agencies............ II-6 
•  Relationship Between Combatant Commanders, Military Secretaries,  
 Service Chiefs, and Forces ...................................................................................... II-7 
 
CHAPTER III 
 FUNCTIONS OF THE DEPARTMENT OF DEFENSE AND 
    ITS MAJOR COMPONENTS 
 
SECTION A.  THE DEPARTMENT OF DEFENSE ................................................... III-1 
 
•  General ...................................................................................................................... III-1 
•  Organizations in the Department of Defense ............................................................. III-1 
•  Functions of the Department of Defense ................................................................... III-1 
•  Functions and Responsibilities within the Department of Defense ........................... III-2 
•  Executive Agents ....................................................................................................... III-2 
 
SECTION B.  THE JOINT CHIEFS OF STAFF .......................................................... III-3 
 
•  Composition and Functions ....................................................................................... III-3 
•  Chairman of the Joint Chiefs of Staff ........................................................................ III-4 
•  Vice Chairman of the Joint Chiefs of Staff................................................................ III-9 
•  The Joint Staff .......................................................................................................... III-10 







Table of Contents 


vi  JP 1 


 
SECTION C.  COMMON FUNCTIONS OF THE MILITARY DEPARTMENTS  
   AND SERVICES....................................................................................... III-10 
 
•   Common Functions of the Military Services and the United States Special   
  Operations Command.................................................................................. III-10 
 
SECTION D.  RESPONSIBILITIES OF THE COMBATANT COMMANDERS.... III-12 
 
•  General .................................................................................................................... III-12 
•  Assigned Responsibilities ........................................................................................ III-12 
•  Additional Authority ................................................................................................ III-15 
•  Authority over Subordinate Commanders ............................................................... III-15 
 
CHAPTER IV 
 DOCTRINE FOR JOINT COMMAND AND CONTROL 
 
SECTION A.  COMMAND RELATIONSHIPS........................................................... IV-1 
 
•  General Principles ...................................................................................................... IV-1 
•  Command Relationships and Assignment and Transfer of Forces ............................ IV-2 
•  Combatant Command (Command Authority)............................................................ IV-4 
•  Operational Control.................................................................................................... IV-7 
•  Tactical Control.......................................................................................................... IV-9 
•  Support .................................................................................................................... IV-10 
•  Categories of Support............................................................................................... IV-11 
•  Support Relationships Between Combatant Commanders ...................................... IV-12 
•  Support Relationships Between Component Commanders ..................................... IV-12 
•  Other Authorities...................................................................................................... IV-12 
•  Command of National Guard and Reserve Forces................................................... IV-13 
 
SECTION B.  COMMAND AND CONTROL OF JOINT FORCES......................... IV-15 
 
•  Background .............................................................................................................. IV-15 
•  Command and Control Fundamentals...................................................................... IV-15 
•  Organization for Joint Command and Control......................................................... IV-19 
•  Joint Command and Staff Process ........................................................................... IV-19 
•  Command and Control Support ............................................................................... IV-20 
•  National Military Command System ....................................................................... IV-20 
•  Nuclear Command and Control System................................................................... IV-21 
•  Defense Continuity Program.................................................................................... IV-21 
 







Table of Contents 


vii 


CHAPTER V 
 DOCTRINE FOR JOINT COMMANDS 
 
SECTION A.  ESTABLISHING UNIFIED AND SUBORDINATE 
   JOINT COMMANDS................................................................................... V-1 
 
•  General ....................................................................................................................... V-1 
•  Unified Command....................................................................................................... V-5 
•  Specified Command.................................................................................................... V-9 
•  Subordinate Unified Command .................................................................................. V-9 
•  Joint Task Force ........................................................................................................ V-10 
 
SECTION B.  THE COMMANDER, STAFF, AND COMPONENTS 
   OF A JOINT FORCE.................................................................................. V-12 
 
•  Commander Responsibilities .................................................................................... V-12 
•  Staff of a Joint Force................................................................................................. V-13 
•  Service Component Commands................................................................................ V-17 
•  Functional Component Commands........................................................................... V-19 
 
SECTION C.  DISCIPLINE AND PERSONNEL ADMINISTRATION.................... V-20 
 
•  Responsibility............................................................................................................ V-20 
•  Uniform Code of Military Justice ............................................................................. V-21 
•  Rules and Regulations............................................................................................... V-21 
•  Jurisdiction ................................................................................................................ V-21 
•  Trial and Punishment ................................................................................................ V-21 
•  Morale, Welfare, and Recreation .............................................................................. V-22 
•  Awards and Decorations ........................................................................................... V-22 
•  Efficiency, Fitness, and Performance Reports .......................................................... V-22 
•  Personnel Accountability .......................................................................................... V-23 
•  Religious Support...................................................................................................... V-23 
 
CHAPTER VI 
 MULTINATIONAL OPERATIONS 
 
•  General ......................................................................................................................VI-1 
•  Multinational Unity of Effort .....................................................................................VI-2 
•  Multinational Organizational Structure .....................................................................VI-3 
•  Command and Control of US Forces in Multinational Operations ...........................VI-4 
 







Table of Contents 


viii  JP 1 


CHAPTER VII 
 INTERAGENCY, INTERGOVERNMENTAL ORGANIZATION, AND  
 NONGOVERNMENTAL ORGANIZATION COORDINATION 
 
•  General .....................................................................................................................VII-1 
•  Interagency Unity of Effort.......................................................................................VII-1 
•  Interagency Coordination and Integration ................................................................VII-4 
 
APPENDIX 


 
A Role of Doctrine.................................................................................................. A-1 
B Establishing Directive (Support Relationship) Considerations ...........................B-1 
C  References ...........................................................................................................C-1 
D Administrative Instructions................................................................................. D-1 


 
GLOSSARY 
 


Part I   Abbreviations and Acronyms....................................................................GL-1 
Part II   Terms and Definitions ...............................................................................GL-5 


 
FIGURE 
 


I-1 Principles of Joint Operations.........................................................................I-3 
I-2 National Strategic Direction .........................................................................I-13 
I-3 Range of Military Operations .......................................................................I-16 
II-1 Unified Action .............................................................................................. II-3 
II-2 Chain of Command and Control ................................................................... II-5 
III-1 Common Functions of the Military Services ............................................. III-11 
III-2 Common Functions of a Combatant Commander ..................................... III-12 
IV-1 Command Relationships .............................................................................. IV-2 
IV-2 Command Relationships Overview ............................................................. IV-3 
IV-3 Categories of Support ................................................................................ IV-11 
V-1 Possible Components in a Joint Force .......................................................... V-3 
V-2 Unified Command Organizational Options .................................................. V-6 
V-3 Specified Command Organizational Options ............................................... V-9 
V-4 Subordinate Unified Command Organizational Options............................ V-10 
V-5 Joint Task Force Organizational Options ................................................... V-11 
VI-1 Notional Multinational Command Structure ...............................................VI-4 
VII-1 Notional Joint Interagency Coordination Group Structure.........................VII-6 
VII-2 Notional Composition of a Civil-Military Operations Center ....................VII-8 
 







EXECUTIVE SUMMARY
COMMANDER’S OVERVIEW


This publication provides
overarching guidance for
the employment of the
Armed Forces of the
United States.


Joint doctrine presents
fundamental principles
that guide the
employment of US
military forces in
coordinated and
integrated action toward a
common objective.


US military service is
based on values.


Joint Publication 1 is the capstone publication of the US joint doctrine
hierarchy.  As such, it is a bridge between policy and doctrine.


Joint doctrine promotes a common perspective from which to plan,
train, and conduct military operations.  It represents what is taught,
believed, and advocated as what is right (i.e., what works best).
Conducting joint operations generally involve 12 broad principles,
collectively known as the “principles of joint operations”.  These
principles guide warfighting at the strategic, operational, and tactical
levels of war.  They combine the nine historical principles of war (present
in joint doctrine since its inception) with three additional principles
born out of experience across the range of military operations.


US military service is based on values that US military experience has
proven to be vital for operational success. These values adhere to the
most idealistic societal norms, are common to all the Services, and
represent the essence of military professionalism.  Competent joint
warfighters must be skilled in thinking strategically and at optimizing
joint capabilities, applying strategic and operational art, and having a
joint perspective.  There are five values, while not specific to joint


• Discusses the Foundations of Joint Doctrine


• Characterizes Doctrine Governing Unified Direction of Armed Forces


• Outlines the Functions of the Department of Defense and Its Major
Components


• Describes the Fundamental Principles for Joint Command and Control


• Details Doctrine for Joint Commands


• Provides Guidance for Multinational Operations


• Addresses Interagency, Intergovernmental Organization, and
Nongovernmental Organization Coordination


Foundations of Joint Doctrine


ix







Executive Summary


JP 1 (CH 1)x


The strategic security
environment is extremely
fluid.


Irregular warfare has
emerged as a major form
of warfare


The instruments of
national power come from
the diplomatic,
informational, military,
and economic sectors.


The purpose of the Armed
Forces is to fight and win
the Nation’s wars.


Unified action includes a
wide scope of actions.


operations, that have special impact on the conduct of joint operations.
The values are integrity, competency, physical courage, moral
courage, and teamwork.


The security environment is extremely fluid, with continually
changing coalitions, alliances, partnerships, and new (both national
and transnational) threats are constantly appearing, disappearing, or in
remission.  The US military is well positioned to conduct operations
but must also be prepared to address emerging peer competitors and
irregular, catastrophic, and disruptive challenges.


Traditional war is characterized as a confrontation between nation-
states or coalitions/alliances of nation-states.  Traditional war typically
involves small-scale to large-scale, force-on-force military operations
in which adversaries employ a variety of conventional military
capabilities against each other in the air, land, maritime, and space
physical domains and the information environment (which includes
cyberspace).  Irregular warfare (IW) has emerged as a major and
pervasive form of warfare.  Typically in IW, a less powerful adversary
seeks to disrupt or negate the military capabilities and advantages of a
more powerful, conventionally armed military force, which often
represents the nation’s established regime.


The ability of the United States to achieve its national strategic objectives
is dependent on the effectiveness of the US Government (USG) in
employing the instruments of national power.  These instruments of
national power (diplomatic, informational, military, and
economic), are normally coordinated by the appropriate governmental
officials, often with National Security Council (NSC) direction.  They
are the tools the United States uses to apply its sources of power,
including its culture, human potential, industry, science and technology,
academic institutions, geography, and national will.


As the military instrument of national power, the Armed Forces must
ensure their adherence to US values, constitutional principles,
and standards for the profession of arms.  The United States
wields the military instrument of national power at home and abroad in
support of its national security goals in a variety of military operations.


Unified action includes a wide scope of actions (including the
synchronization of activities with other government agencies [OGAs],
intergovernmental organizations [IGOs], and coordination with
nongovernmental organizations [NGOs] and the private sector) taking
place within unified commands, subordinate unified commands, or joint
task forces (JTF) to achieve unity of effort.
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The President and Secretary of Defense (SecDef), through the
Chairman of the Joint Chiefs of Staff (CJCS), provide direction for
Service Secretaries and combatant commanders (CCDRs).  The
National Security Strategy (NSS), signed by the President,
addresses the tasks that, as a nation, are necessary to shape the global
environment and provide enduring security for the American people.
It provides a broad strategic context for employing military capabilities
in concert with other instruments of national power.  The National
Strategy for Homeland Security, also signed by the President,
provides national direction to secure the homeland through a
comprehensive framework for organizing the efforts of federal, state,
local, and private organizations whose primary functions are often
unrelated to national security.


Although there is no statutory requirement, SecDef may produce a
National Defense Strategy (NDS), which outlines the Department
of Defense (DOD) approach to implement the President’s NSS.  The
NDS will support the NSS by establishing a set of overarching defense
objectives that guide DOD’s security activities and provide direction
for the National Military Strategy (NMS).  The NMS, signed by
the CJCS, supports the aims of the NSS and implements the NDS.  It
describes the Armed Forces’ plan to achieve military objectives in the
near term and provides the vision for ensuring they remain decisive in
the future.  The National Response Plan (NRP) was developed by the
Department of Homeland Security (DHS).  As a signatory, DOD
agreed to modify existing interagency and agency incident management
and emergency response plans to facilitate compliance with the NRP.
The purpose of the NRP is to establish a comprehensive, national
level, all-hazards, all-discipline approach to domestic incident
management.


The United States employs its military capabilities at home and abroad
in support of its national security goals in a variety of operations.  These
operations vary in size, purpose, and combat intensity within a range
of military operations that extends from military engagement,
security cooperation, and deterrence activities to crisis response
and limited contingency operations, and if necessary, major
operations and campaigns.  The use of joint capabilities in military
engagement, security cooperation, and deterrence activities
shapes the operational environment and helps to keep the day-to-day
tensions between nations or groups below the threshold of armed
conflict while maintaining US global influence.


National policy and
planning documents
generally provide national
strategic direction.


The National Security
Strategy is supported by
other reports.


The range of military
operations is varied.
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The nature of the termination will shape the futures of the contesting
nations or groups.  It is absolutely essential to understand that
termination of operations is an essential link between NSS,
NDS, NMS, and the national strategic end state.  The design
and implementation of leverage and the ability to know how and when
to terminate operations are part of operational design.  Further, some
military operations normally will continue after the conclusion of combat
operations.  An extended US presence will be required to conduct
stability operations to enable legitimate civil authority and attain the
national strategic end state.


The law of war is international law that regulates the conduct of
armed hostilities, and is binding on the United States and its individual
citizens.  It includes treaties and international agreements to which the
United States is a party, as well as applicable customary international
law.


National strategic direction is governed by the Constitution, federal
law, USG policy regarding internationally-recognized law and the
national interest.  This direction leads to unified action.  The result of
effective unified action is unity of effort to achieve national goals.  At
the strategic level, unity of effort requires coordination among
government departments and agencies within the executive branch,
between the executive and legislative branches, with NGOs, IGOs,
the private sector, and among nations in any alliance or coalition.


The term “unified action” in military usage is a broad term referring to
the synchronization, coordination, and/or integration of the activities of
governmental and nongovernmental entities with military operations to
achieve unity of effort.  Within this general category of operations,
subordinate commanders (CDRs) of assigned or attached forces
conduct either single-Service or joint operations to support the overall
operation.  Unified action synchronizes, coordinates, and/or integrates
joint, single-Service, and multinational operations with the operations
of other USG agencies, NGOs, and IGOs (e.g., United Nations
[UN]), and the private sector to achieve unity of effort.


“Roles” are the broad and enduring purposes for which the Services
and US Special Operations Command (USSOCOM) were established
in law.  Functions are the appropriate assigned duties, responsibilities,
missions, or tasks of an individual, office, or organization.  As defined
in the National Security Act of 1947, as amended, the term “function”
includes functions, powers, and duties.


Unified Direction of Armed Forces


The design and
implementation of
leverage and the ability to
know how and when to
terminate operations are
part of operational design.


Commanders at all levels
ensure their forces operate
in accordance with the
“law of war,” often called
the “law of armed
conflict.”


National strategic
direction leads to unified
action.


Unified action
synchronizes joint,
Service, and
multinational operations
with governmental and
nongovernmental
agencies.


The terms “roles and
functions” often are used
interchangeably, but the
distinctions among them
are important.
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The President and SecDef exercise authority and control of the Armed
Forces through two distinct branches of the chain of command.
One branch runs from the President, through the SecDef, to the CCDRs
for missions and forces assigned to their commands.  The other branch
used for purposes other than operational direction of forces assigned
to the combatant commands, runs from the President through the
SecDef to the Secretaries of the Military Departments.  The Military
Departments, organized separately, operate under the authority,
direction, and control of the Secretary of that Military Department.
The Secretaries of the Military Departments exercise authority through
their respective Service Chiefs over Service forces not assigned to the
CCDRs.  The Service Chiefs, except as otherwise prescribed by law,
perform their duties under the authority, direction, and control of the
Secretaries of the respective Military Departments to whom they are
directly responsible.


The President, through the SecDef and with the advice and
assistance of the CJCS, establishes combatant (unified)
commands for the performance of military missions and
prescribes the force structure of such commands.  CDRs in the
chain of command exercise combatant command (command authority)
(COCOM), operational control (OPCON), tactical control
(TACON), or a support command relationship as prescribed by law
or a superior CDR over the military force under their command.  The
CJCS assists the President and the SecDef in performing their
command functions.  The CJCS transmits to the CCDRs the orders
given by the President, or the SecDef and, as directed by the SecDef,
oversees the activities of those commands.  Orders issued by the
President or the SecDef normally are conveyed by the CJCS under
the authority and direction of SecDef.


The authority vested in the Secretaries of the Military
Departments in the performance of their role to organize, train,
equip, and provide forces runs from the President through the SecDef
to the Secretaries.  The Secretaries of the Military Departments are
responsible for the administration and support of Service forces.  CDRs
of forces are responsible to their respective Service Chiefs for the
administration, training, and readiness of their unit(s).  The US Coast
Guard is a military Service and a branch of the Armed Forces of the
United States at all times.  However, it is established separately by law
as a Service in the DHS, except when transferred to the Department
of the Navy during time of war or when the President so directs.


The forces, units, and systems of all Services must operate
together effectively.  This effectiveness is achieved in part through


The President and
Secretary of Defense
(SecDef) exercise
authority and control of
the Armed Forces through
two distinct branches of
the chain of command.


The President, through
the SecDef and with the
advice and assistance of
the Chairman of the Joint
Chiefs of Staff (CJCS),
establishes combatant
(unified) commands


The Services role is to
organize, train, equip, and
provide forces.


Unified action demands
maximum interoperability.
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interoperability.  This includes the development and use of joint doctrine,
the development and use of joint operation plans (OPLANs); and the
development and use of joint and/or interoperable communications
and information systems.  It also includes conducting joint training and
exercises.


The DOD is composed of the Office of the Secretary of Defense, the
Military Departments, the Joint Chiefs of Staff (JCS), the Joint Staff,
the combatant commands, the Inspector General of the Department
of Defense, the DOD agencies, DOD field activities, and such other
offices, agencies, activities, and commands established or designated
by law, by the President, or by the SecDef.  As prescribed by higher
authority, the DOD will maintain and employ Armed Forces to fulfill
the following aims: support and defend the Constitution of the United
States against all enemies, foreign and domestic; ensure, by timely and
effective military action, the security of the United States, its possessions,
and areas vital to its interest; and, uphold and advance the national
policies and interests of the United States


The JCS, consists of the CJCS; the Vice Chairman of the Joint Chiefs
of Staff; the Chief of Staff, US Army; the Chief of Naval Operations;
the Chief of Staff, US Air Force; and the Commandant of the Marine
Corps; supported by the Joint Staff.  The JCS constitutes the immediate
military staff of the SecDef. The Commandant of the Coast Guard
may be invited by the CJCS or the Service Chiefs to participate in
meetings or to discuss matters of mutual interest to the Coast Guard
and the other Services.


The Commanders, US Central Command, US European Command,
US Pacific Command, US Southern Command, and US Northern
Command are each assigned a geographic area of responsibility (AOR)
within which their missions are accomplished with assigned and/or
attached forces.  Forces under the direction of the President or the
SecDef may conduct operations from or within any geographic area
as required for accomplishing assigned tasks, as mutually agreed by
the CDRs concerned or as specifically directed by the President or
the SecDef.  Functional CCDRs support geographic combatant
commanders (GCCs), conduct operations in direct support of the
President or the SecDef normally in coordination with the GCC in
whose AOR the operation will be conducted, and may be designated
by the SecDef as the supported CCDR for an operation.


All functions in the
Department of Defense
and its component
agencies are performed
under the authority,
direction, and control of
the SecDef.


The CJCS is the principal
military advisor to the
President, the National
Security Council (NSC),
and the SecDef.


Geographic combatant
commanders (CCDRs)
are assigned a geographic
area of responsibility  by
the President with the
advice of the SecDef as
specified in the Unified
Command Plan.


Functions of the Department of Defense and Its Major Components
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Command is central to all
military action, and unity
of command is central to
unity of effort.


Combatant command
(command authority)
(COCOM) is the
command authority over
assigned forces vested
only in the commanders of
combatant commands.


Operational control
(OPCON) is inherent in
COCOM.


Tactical control is
inherent in OPCON


Inherent in command is the authority that a military CDR
lawfully exercises over subordinates including authority to assign
missions and accountability for their successful completion.
Although CDRs may delegate authority to accomplish missions, they
may not absolve themselves of the responsibility for the attainment of
these missions.  Authority is never absolute; the extent of authority is
specified by the establishing authority, directives, and law.  Unity of
command means all forces operate under a single CDR with the
requisite authority to direct all forces employed in pursuit of a common
purpose.  Unity of effort, however, requires coordination and
cooperation among all forces toward a commonly recognized
objective, although they are not necessarily part of the same command
structure.


COCOM is the authority of a CCDR to perform those functions of
command over assigned forces involving organizing and employing
commands and forces, assigning tasks, designating objectives, and
giving authoritative direction over all aspects of military operations,
joint training (or in the case of USSOCOM, training of assigned forces),
and logistics necessary to accomplish the missions assigned to the
command.  It cannot be delegated or transferred.


OPCON is the command authority that may be exercised by CDRs
at any echelon at or below the level of combatant command and may
be delegated within the command.  When forces are transferred
between combatant commands, the command relationship the gaining
CDR will exercise (and the losing CDR will relinquish) over these
forces must be specified by the SecDef. OPCON is inherent in
COCOM and is the authority to perform those functions of command
over subordinate forces involving organizing and employing commands
and forces, assigning tasks, designating objectives, and giving
authoritative direction necessary to accomplish the mission.  OPCON
includes authoritative direction over all aspects of military operations
and joint training necessary to accomplish missions assigned to the
command.


TACON is the command authority over assigned or attached forces
or commands, or military capability or forces made available for tasking,
that is limited to the detailed direction and control of movements or
maneuvers within the operational area necessary to accomplish
assigned missions or tasks.  TACON is inherent in OPCON and may
be delegated to and exercised by CDRs at any echelon at or below


Fundamental Principles for Joint Command and Control
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Support is a command
authority.


Command of National
Guard and reserve forces.


Command is the most
important function
undertaken by a joint
force commander.


the level of combatant command.  When forces are transferred between
CCDRs, the command relationship the gaining CDR will exercise (and
the losing CDR will relinquish) over those forces must be specified by
the SecDef.


A support relationship is established by a superior CDR between
subordinate CDRs when one organization should aid, protect,
complement, or sustain another force. Support may be exercised by
CDRs at any echelon at or below the combatant command level.  This
includes the SecDef designating a support relationship between CCDRs
as well as within a combatant command.  The designation of supporting
relationships is important as it conveys priorities to CDRs and staffs
that are planning or executing joint operations.  The support command
relationship is, by design, a somewhat vague but very flexible
arrangement.  The establishing authority (the common superior CDR)
is responsible for ensuring that both the supported CDR and supporting
CDRs understand the degree of authority that the supported CDR is
granted.  There are four defined categories of support that a CCDR
may direct over assigned or attached forces to ensure the appropriate
level of support is provided to accomplish mission objectives.  These
include general support, mutual support, direct support, and close
support.


All National Guard and reserve forces (except those forces specifically
exempted) are assigned by the SecDef to the combatant commands.
However, those forces are available for operational missions only when
mobilized for specific periods in accordance with the law, or when
ordered to active duty and after being validated for employment by
their parent Service.


Command is the exercise of authority and direction by a properly
designated CDR over assigned and attached forces.  Command
and control (C2) is the means by which a joint force commander
(JFC) synchronizes and/or integrates joint force activities in order to
achieve unity of command.  C2 ties together all the operational functions
and tasks, and applies to all levels of war and echelons of command
across the range of military operations.  Unity of effort over complex
operations is made possible through decentralized execution of
centralized, overarching plans.  Unity of command is strengthened
through adherence to the following C2 tenets: clearly defined authorities,
roles and relationships; information management; implicit
communication; timely decision making; coordination mechanisms;
battle rhythm discipline; responsive, dependable, and interoperable
support systems; situational awareness; and mutual trust.
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Organizing joint forces.


The composition of the
staff will reflect the
composition of the joint
force


A unified command has
broad continuing
missions under a single
commander.


A specified command is
established by the
President.


Subordinate unified
commands are authorized
by the SecDef.


A joint task force is
established when the
mission has a specific
limited objective.


A Service component
command supports
Services assigned to a
CCDR.


Joint forces are established at three levels: unified commands,
subordinate unified commands, and JTFs and can be established
on either a geographic area or functional basis.  A JFC has the authority
to organize assigned or attached forces with specification of OPCON
to best accomplish the assigned mission based on the concept of
operations.


The composition of the JFC’s staff will reflect the composition of
the joint force to ensure that those responsible for employing joint
forces have a thorough knowledge of the capabilities and limitations of
assigned or attached forces.  Positions on the staff should be divided
so that Service representation and influence generally reflect the Service
composition of the force


A unified command is a command with broad continuing missions
under a single CDR, composed of forces from two or more Military
Departments, and established by the President through the SecDef
and with the advice and assistance of the CJCS.


A specified command is a command that has broad continuing
missions and is established by the President, through the SecDef,
with the advice and assistance of the CJCS. There are currently no
specified commands designated.


When authorized by the SecDef through the CJCS, commanders of
unified commands may establish subordinate unified commands (also
called subunified commands) to conduct operations on a continuing
basis in accordance with the criteria set forth for unified commands.


A JTF is a joint force that is constituted and so designated by the
SecDef, a CCDR, a subordinate unified CDR, or an existing JTF
CDR.  A JTF may be established on a geographical area or
functional basis when the mission has a specific limited objective
and does not require overall centralized control of logistics.


A Service component command, assigned to a CCDR, consists of
the Service component CDR and the Service forces (such as individuals,
units, detachments, and organizations, including the support forces)
that have been assigned to that CCDR.  Forces assigned to CCDRs
are identified in the “Forces for Unified Commands” memorandum
signed by the SecDef.  When a Service command is designated as the
“Service component commander” to multiple CCDRs, the Service


Doctrine for Joint Commands
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Functional component
commands may be
established to perform
particular operational
missions.


The Uniform Code of
Military Justice provides
the basic law for
discipline of the Armed
Forces.


International
partnerships continue to
underpin unified efforts to
address 21st century
challenges.


Operations conducted by
forces of two or more
nations are termed
“multinational
operations.”


CDR and only that portion of the CDR’s assets assigned to a particular
CCDR are under the command authority of that particular CCDR.


CCDRs and CDRs of subordinate unified commands and JFCs have
the authority to establish functional component commands to control
military operations.  JFCs may decide to establish a functional
component command to integrate planning; reduce their span of control;
and/or significantly improve combat efficiency, information flow, unity
of effort, weapon systems management, component interaction, or
control over the scheme of maneuver.


The JFC is responsible for the discipline and administration of
military personnel assigned to the joint organization.  Each Service
component in a combatant command is responsible for the internal
administration and discipline of that Service’s component forces,
subject to Service regulations and directives established by the CCDR.
In a joint force, however, the JFC should publish rules and regulations
that establish uniform policies applicable to all Services’ personnel within
the joint organization where appropriate.  For example, joint rules and
regulations should be published to address hours and areas authorized
for liberty, apprehension of Service personnel, black market, combating
trafficking in persons, sexual assault prevention and response policies,
currency control regulations, and any other matters that the JFC deems
appropriate.


Shared principles, a common view of threats, and commitment to
cooperation provide far greater security than the United States could
achieve independently.  These partnerships must be nurtured and
developed to ensure their relevance even as new challenges emerge.
The ability of the United States and its allies to work together
to influence the global environment is fundamental to defeating
21st century threats.  Wherever possible, the United States works
with or through others nations, enabling allied and partner capabilities
to build their capacity and develop mechanisms to share the risks and
responsibility of today’s complex challenges.


Multinational operations are usually undertaken within the
structure of a coalition or alliance.  Other possible arrangements
include supervision by an IGO such as the UN or the Organization for
Security and Cooperation in Europe.  Other commonly used terms
for multinational operations include allied, bilateral, combined, coalition,
or multilateral, as appropriate.  An alliance is a relationship that results
from a formal agreement (e.g., treaty) between two or more nations


Guidance for Multinational Operations
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for broad, long-term objectives that further the common interests of
the members.  Operations conducted with units from two or more
allies are referred to as combined operations. A coalition is an ad hoc
arrangement between two or more nations for common action.
Coalitions are formed by different nations with specific objectives,
usually for a single occasion or for longer cooperation in a narrow
sector of common interest.  Operations conducted with units from
two or more coalition members are referred to as coalition operations


Cultural, psychological, religious, economic, technological,
informational, and political factors as well as transnational
dangers all impact multinational operations.  Many OPLANs to
deter or counter threats are prepared within the context of a treaty or
alliance framework.  Sometimes they are developed in a less structured
coalition framework, based on temporary agreements or arrangements.
Much of the information and guidance provided for unified action and
joint operations are applicable to multinational operations.  However,
differences in laws, doctrine, organization, weapons, equipment,
terminology, culture, politics, religion, and language within alliances
and coalitions must be considered.  Normally, each alliance or coalition
develops its own OPLANs to guide multinational action.


Each coalition or alliance will create the structure that best meets the
objectives, political realities, and constraints of the participating nations.
Political considerations heavily influence the ultimate shape of the
command structure.  However, participating nations should strive to
achieve unity of effort for the operation to the maximum extent
possible, with missions, tasks, responsibilities, and authorities clearly
defined and understood by all participants.  While command
relationships are well defined in US doctrine, they are not necessarily
part of the doctrinal lexicon of nations with whom the United States
may operate in an alliance or coalition.


Attaining unity of effort through unity of command for a
multinational operation may not be politically feasible, but it
should be a goal.  There must be a common understanding among all
national forces of the overall aim of the multinational force (MNF) and
the plan for its attainment.  A coordinated policy, particularly on such
matters as alliance or coalition commanders’ authority over national
logistics (including infrastructure); rules of engagement; fratricide
prevention; and intelligence, surveillance, and reconnaissance; etc., is
essential for unity of effort.  There are five tenets of multinational
operations that cannot guarantee success; however, ignoring them may
lead to mission failure due to a lack of unity of effort.  The tenets are
respect, rapport, knowledge of partners, patience, and coordination.


Many factors impact
multinational operations.


No single command
structure best fits the
needs of all alliances and
coalitions.


Command and control in
multinational
organizations.







Executive Summary


JP 1xx


There are three types of
multination
organizational structures.


Most nations establish a
national component.


National command of
multinational forces.


Interagency coordination
forges the vital link
between the military and
the diplomatic,
informational, and
economic instruments of
national power.


The basic structures for multinational operations fall into one of three
types: integrated; lead nation; or parallel command.  Integrated
commands have representative members from the member nations in
the command headquarters.  A lead nation structure exists when all
member nations place their forces under the control of one nation.
Under a parallel command structure, no single force CDR is
designated.


Regardless of how the MNF is organized operationally, each nation
furnishing forces normally establishes a national component. (often
called a national command element) to ensure effective administration
of its forces.  The national component provides a means to administer
and support the national forces, coordinate communication to the parent
nation, tender national military views and recommendations directly to
the multinational commander, facilitate the assignment and reassignment
of national forces to subordinate operational multinational organizations,
and maintain personnel accountability.


Although nations will often participate in multinational
operations, they rarely, if ever, relinquish national command of
their forces.  As such, forces participating in a multinational operation
will always have at least two distinct chains of command: a national
chain of command and a multinational chain of command.  For
the United States, under national command, the President retains and
cannot relinquish national command authority over US forces.  National
command includes the authority and responsibility for organizing,
directing, coordinating, controlling, planning employment, and protecting
military forces.  The President also has the authority to terminate US
participation in multinational operations at any time.  During multinational
command, command authority for a MNF commander is normally
negotiated between the participating nations and can vary from nation
to nation.  Command authority will be specified in the implementing
agreements and may include aspects of OPCON and/or TACON, as
well as support relationships and coordinating authority.


Interagency coordination is the cooperation and communication that
occurs between agencies of the USG, including the DOD, to accomplish
an objective.  Similarly, in the context of DOD involvement, IGO and
NGO coordination refers to coordination between elements of DOD
and IGOs or NGOs to achieve an objective.  CCDRs and other
subordinate JFCs must consider the potential requirements for
interagency, IGO, and NGO coordination as a part of their activities
across the range of military operations within and outside of their


Interagency, Intergovernmental Organization, and Nongovernmental
Organization Coordination
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The interagency process
often is described as
“more art than science.”


The NSC is the principal
forum for consideration of
national security policy
issues requiring
Presidential
determination.


The Homeland Security
Council provides a
parallel forum for
considering unique
homeland security
matters.


operational areas.  Military operations must be coordinated, integrated,
and/or deconflicted with the activities of other agencies of the USG,
IGOs, NGOs, regional organizations, the operations of foreign forces,
and activities of various host nation agencies within and en route to
and from the operational area.


The interagency process often is described as “more art than
science,” while military operations tend to depend more on structure
and doctrine.  However, some of the techniques, procedures, and
systems of military C2 can facilitate unity of effort if they are adjusted
to the dynamic world of interagency coordination and different
organizational cultures.  Unity of effort can only be achieved
through close, continuous interagency and interdepartmental
coordination and cooperation, which are necessary to overcome
discord, inadequate structure and procedures, incompatible
communications, cultural differences, and bureaucratic and personnel
limitations.


The NSC advises and assists the President in integrating all
aspects of national security policy—domestic, foreign, military,
intelligence, and economic (in conjunction with the National Economic
Council). Along with its subordinate committees, the NSC is the
principal means for coordinating, developing, and implementing national
security policy.  The statutory members of the NSC are the President,
Vice President, Secretary of State, and SecDef.  The CJCS is the
council’s statutory military advisor and the Director of National
Intelligence is the council’s statutory intelligence advisor.  Officials of
the Office of the SecDef represent the SecDef in NSC interagency
groups.  Similarly, the CJCS, assisted by the Joint Staff, represents the
CCDRs for interagency matters in the NSC system.  Other senior
officials are invited to attend NSC meetings, as appropriate.


While the NSC serves as the principal forum for considering national
security policy issues requiring Presidential determination, the
Homeland Security Council (HSC) provides a parallel forum for
considering unique homeland security (HS) matters, especially those
concerning terrorism within the United States. The HSC is responsible
for advising and assisting the President with respect to all aspects of
homeland security, and serves as the mechanism for ensuring
coordination of homeland security-related activities of executive
departments and agencies and effective development and
implementation of HS policies.
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Special arrangements may
be required during
domestic interagency
coordination.


The Constitution, law,
and other governmental
directives limit the scope
and nature of domestic
military actions.


A joint interagency
coordination group can
provide increased
capability.


For domestic HS-related interagency coordination that may require
military participation in countering domestic terrorism and other civil
support (CS) tasks, the DHS has the lead.  For homeland defense
interagency coordination, DOD will have the lead.  The DHS is the
primary forum for coordinating Executive Branch efforts to
detect, prepare for, prevent, protect against, respond to, and
recover from terrorist attacks within the United States.


In domestic situations, the Constitution, law, and other governmental
directives limit the scope and nature of military actions.  The National
Guard has unique roles in domestic operations.  Under control of the
respective states, National Guard units in Title 32, US Code (USC)
and state active duty status provide a wide variety of CS.  Per the
Posse Comitatus Act and DOD policy, the United States refrains
from employing Title 10, USC DOD forces to enforce the law except
in cases of necessity.  Unless under authorization by the President,
Congress, or the Constitution, Posse Comitatus, together with
related DOD regulations, prohibits the Army, Air Force, Marine
Corps, and Navy from directly participating in civilian law
enforcement activities within the United States.  In its maritime
law enforcement role under DHS, the US Coast Guard as a Service
under DHS, has jurisdiction in both US waters and on the high seas as
prescribed in law.


When formed, a joint interagency coordination group (JIACG)
can provide the CCDR with an increased capability to collaborate
with other USG civilian agencies and departments.  The JIACG, an
element of a GCC’s staff, is an interagency staff group that establishes
and enhances regular, timely, and collaborative working relationships
between other governmental agencies’ representatives and military
operational planners at the combatant commands.  If augmented with
other partners such as IGOs, NGOs, and/or multinational
representatives, the JIACG enhances the capability to collaborate and
coordinate with the private sector and/or regional organizations.
JIACGs complement the interagency coordination that occurs at the
national level through the DOD and the NSC and HSC systems.
JIACG members participate in contingency, crisis action, and security
cooperation planning.  They provide a conduit back to their parent
organizations to help synchronize joint operations with the efforts of
OGAs.
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This publication is the capstone joint doctrine publication.  It provides
doctrine for unified action by the Armed Forces of the United States.
As such, it specifies the authorized command relationships and authority
that military CDRs can use, provides guidance for the exercise of that
military authority, provides fundamental principles and guidance for
C2, prescribes guidance for organizing joint forces, and describes policy
for selected joint activities.  It also provides the doctrinal basis for
interagency coordination and for US military involvement in multi-
agency and multinational operations.


CONCLUSION
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CHAPTER I 
FOUNDATIONS 


 


I-1 


1.  Fundamentals  
 


a. This publication provides overarching guidance for the employment of the 
Armed Forces of the United States.  It is the capstone publication of the United States 
(US) joint doctrine hierarchy.  As such, it is a bridge between policy and doctrine.  It sets the 
conditions for further detailed treatment of all aspects of joint warfighting in subordinate 
publications.  Joint doctrine presents fundamental principles that guide the employment of 
US military forces in coordinated and integrated action toward a common objective.  It 
promotes a common perspective from which to plan, train, and conduct military operations.  
It represents what is taught, believed, and advocated as what is right (i.e., what works best).  
It provides distilled insights and wisdom gained from employing the military instrument of 
national power in operations to achieve national objectives.   


 
For more information, refer to Appendix A, Role of Doctrine. 


 
b. War is socially sanctioned violence to achieve a political purpose.  In its essence, war 


is a violent clash of wills.  War is a complex, human undertaking that does not respond to 
deterministic rules.  Clausewitz described it as “the continuation of politics by other means” 
[Book one, Chapter 1, Section 24 heading].  It is characterized by the shifting interplay of a 
trinity of forces (rational, nonrational, and irrational) connected by principal actors that 
comprise a social trinity of the people, military forces, and the government.  He noted that the 
conduct of war combines obstacles such as friction, chance, and uncertainty.  The cumulative 
effect of these obstacles is often described as “the fog of war.”  These observations remain true 
today and place a burden on the commander (CDR) to remain responsive, versatile, and 
adaptive in real time to seize opportunities and reduce vulnerabilities.  This is the art of war. 


 
c. As a nation, the United States wages war employing all instruments of national 


power – diplomatic, informational, military, and economic.  The President employs the 
Armed Forces of the United States to achieve national strategic objectives.  Decisive unified 
action ensures unity of effort focused on those objectives and leading to the conclusion of 
operations on terms favorable to the United States.   
 


d. In the traditional paradigm, nation-states wage war for reasons as broad and varied 
as the array of national interests.  The context of irregular warfare (IW) is marked by a 
violent struggle among state and non-state actors for legitimacy and influence over the 
relevant population.  IW favors indirect and asymmetric approaches, though it may employ 
the full range of military and other capacities, in order to erode an adversary’s power, 
influence, and will.  Our enemies may be loosely organized networks or entities with no 
discernible hierarchical structure.  Nevertheless, they have critical vulnerabilities to be 


“Doctrine provides a military organization with a common philosophy, a common 
language, a common purpose, and a unity of effort.” 


GEN George H. Decker, USA







Chapter I 


I-2  JP 1 


exploited within their interconnected political, military, economic, social, informational, and 
infrastructure systems.  These actors often wage protracted conflicts in an attempt to break 
the will of the nation-state.  Military operations alone rarely resolve such conflicts.  This 
publication will address all the instruments of national power.  Nation-states have sovereign 
rights and a social contract with their inhabitants; therefore, they have sovereign 
responsibilities to combat these irregular threats. 


 
e. The Armed Forces of the United States conduct military operations as a joint 


force.  “Joint” connotes activities, operations, and organizations in which elements of two or 
more Military Departments participate.  Joint matters relate to the integrated employment of 
military forces in joint operations, including matters relating to (1) national military strategy 
(NMS); (2) strategic planning and contingency planning; (3) command and control (C2) of 
joint operations; and (4) unified action with the US interagency and intergovernmental 
communities, nongovernmental organizations (NGOs), and multinational forces (MNFs) 
and organizations.  The capacity of the Armed Forces of the United States to operate as a 
cohesive joint team is a chief advantage in any operational environment.   


 
f. Joint warfare is team warfare.  The synergy that results from the operations of joint 


forces maximizes the capability of the force.  The advantage of a joint team extends beyond the 
battlefield and across the range of military operations.  A joint operation does not require that 
all forces participate in a particular operation merely because they are available.  The joint force 
commander (JFC) has the authority and responsibility to tailor forces for the mission at hand, 
selecting those that most effectively and efficiently ensure success. 


 
g. Conducting joint operations generally involves 12 broad principles, collectively 


known as the “principles of joint operations” (see Figure I-1).  These principles guide 
warfighting at the strategic, operational, and tactical levels of war.  They combine the nine 
historical principles of war (present in joint doctrine since its inception) with three additional 
principles born out of experience across the range of military operations.   


 
A more detailed treatment of the principles of joint operations is found in Appendix A of Joint 
Publication (JP) 3-0, Joint Operations. 


 
h. The Joint Force.  Twenty years after the Goldwater-Nichols Department of Defense 


(DOD) Reorganization Act (Title 10, US Code [USC], Sections 151-155) directed actions to 
remove the institutional barriers to jointness, the Armed Forces of the United States is a joint 
team.  All Service components contribute their distinct capabilities to the joint campaign; 
however, their interdependence is critical to overall joint effectiveness.  Joint interdependence 
is the purposeful reliance by one Service on another Service’s capabilities to maximize 
complementary and reinforcing effects of both; the degree of interdependence varying with 
specific circumstances.  Fundamentally, joint forces require high levels of interoperability and 
systems that are “born joint” (i.e., conceptualized and designed with joint architectures and 
acquisition strategies).  This level of interoperability ensures that technical, doctrinal, and 
cultural barriers do not limit the ability of JFCs to achieve objectives.  The goal is to design 
joint force capabilities – lethal and nonlethal – to fight and win the Nation’s wars and 
effectively carry out all other missions assigned across the range of military operations. 
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i. Values of Joint Service.  US military service is based on values that US military 


experience has proven to be vital for operational success.  These values adhere to the most 
idealistic societal norms, are common to all the Services, and represent the essence of 
military professionalism.  Competent joint warfighters must be skilled in thinking 
strategically and at optimizing joint capabilities, applying operational art, and having a joint 
perspective.  The following five values, while not specific to joint operations, have special 
impact on the conduct of joint operations. 


 
(1) Integrity is our foremost value.  It is the cornerstone for building trust.  


American Service men and women must be able to rely on each other, regardless of the 
challenge at hand; they must individually and collectively say what they mean and do what 
they say.  Integrity inspires confidence in others to carry out assigned tasks and is a 
fundamental requirement for building effective teams. 


 
(2) Competence is at the core of the profession of arms and of the relationship of 


the profession with the American people.  Competent performance includes both the 
technical competence to perform the relevant task to standard as well as the ability to 
integrate that skill with others according to joint doctrine.  The American people and 
multinational partners expect US military competence in every aspect of warfare.  Service 
men and women deserve no less from those who lead them into battle.  Successful joint 
action relies on each of the Services to deliver trained and ready, competent and confident 


PRINCIPLES OF JOINT OPERATIONS
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Figure I-1.  Principles of Joint Operations
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forces and leaders, able to fight decisively under JFCs.  For the dedicated professional, 
building Service competence is an intense, lifelong affair.  Moreover, many serve in 
assignments requiring additional competency in joint skills, and all members of the Armed 
Forces must understand their fellow Services to the extent required for effective operations.  
Those who will lead joint operations must develop skill in integrating forces into smoothly      
functioning joint teams.  


 
(3) Physical courage, throughout the history, has defined warriors.  The United 


States of America is blessed with its Soldiers, Sailors, Airmen, Marines, and Coast Guardsmen, 
whose courage knows no boundaries.  Even in warfare characterized by advanced technology, 
individual fighting spirit and courage remain the inspiration for teamwork. 


 
(4) Moral courage is also essential in military operations.  This includes the 


willingness to stand up for what one believes to be right even if that stand is unpopular or 
contrary to conventional wisdom.  Other aspects of moral courage involve risk taking and 
tenacity: making bold decisions in the face of uncertainty, accepting full responsibility for 
the outcome, and holding to the chosen course despite challenges or difficulties.  
Competence is an essential foundation for moral courage.  Competence separates the 
professional from the foolhardy.  Military power must be wielded in an unimpeachable 
moral fashion, with respect for human rights and adherence to the Geneva Conventions.  
This morality should not be a matter of legality, but of conscience.  Moral behavior is 
essential for gaining and maintaining the positive worldwide reputation of American 
fighting men and women as well as the confidence and support of the American people, a 
basic source of American military strength. 


 
(5) Teamwork is the cooperative effort by the members of a group to achieve 


common goals.  The Armed Forces of the United States — every military organization to 
the lowest level — are a team.  Deterring adversaries, and when necessary, winning the 
Nation’s wars are the team’s common goals.  Americans respond to and respect teamwork 
as an important value.  This societal approval provides to the Armed Forces of the United 
States a solid basis upon which to build effective joint teams.  


 
(a) Trust and confidence are central to military unity of effort.  A highly 


effective team is based on the team members having trust and confidence in each other.  
This trust does not result from good feelings or devout wishes.  Trust is based on the mutual 
confidence resulting from honest efforts to learn about and understand the capabilities each 
member brings to the team.  Trust and confidence within a joint force are built the same way 
as within a Service tactical unit, by hard work, demonstrated competence, and planning and 
training together.   


 
(b) Successful teamwork requires delegation of authority commensurate 


with responsibility.  This is a necessary part of building and maintaining the trust based on 
competence that characterizes the successful team.  Oversupervision disrupts teamwork.  
Delegation unleashes the best efforts and greatest initiative among all members of military 
teams.  Delegation is especially important in joint warfare where Service expertise is an 
essential building block. 
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(c) Successful teamwork also requires cooperation.  While this aspect of 
teamwork can be at tension with competition and both are central human characteristics, the 
nature of modern warfare puts a premium on cooperation within the team in order to compete 
successfully with the adversary.  Higher echelons should never have to mandate cooperation.  
Cooperation requires team players and the willingness to share credit with all team members. 
 


(6) When the members of the Armed Forces of the United States internalize and 
embody these values of joint warfare, their attitude about joint warfighting produces a 
synergy that multiplies the effects of their individual actions.  A freely developed 
cooperative attitude is the key to the most productive integration of all force competencies 
and capabilities, and to the effective prosecution of the campaign. 
 
2.  The Strategic Security Environment 


 
a. The security environment is extremely fluid, with continually changing coalitions, 


alliances, partnerships, and new national and transnational threats constantly appearing, 
disappearing, or in remission.  The US military is well positioned to conduct operations but 
must also be prepared to address emerging peer competitors and irregular, catastrophic, and 
disruptive challenges.  These challenges include IW, catastrophic terrorism employing 
weapons of mass destruction (WMD), and disruptive threats to US ability to maintain its 
qualitative edge and to project power. 
 


b. Joint operations increasingly occur in urban terrain and the information 
environment.  The operational area often contains humanitarian crisis conditions requiring 
foreign humanitarian assistance.  In addition to military forces and noncombatants, there may 
be a large number of other government agencies (OGAs), international government agencies 
(IGOs), nongovernmental organizations (NGOs), regional organizations, and elements of the 
private sector in the operational area.  Each agency and/or organization has an agenda that 
may complement or compete with the activities of the other’s and the overall joint operation.  
Joint forces deploy with command and support structures not available to other government 
organizations or agencies.  Joint forces should be prepared to develop, conduct and support 
nonmilitary functions until other agencies or organizations are able to assume responsibility.  
These functions may be as diverse as humanitarian assistance, disaster relief or even nascent 
stages of nation building, while simultaneously ensuring a secure environment.   


 


“The gravest danger to freedom lies at the crossroads of radicalism and technology.  
When the spread of chemical and biological and nuclear weapons, along with ballistic 
missile technology . . . occurs, even weak states and small groups could attain a 
catastrophic power to strike great nations.  Our enemies have declared this very 
intention, and have been caught seeking these terrible weapons.  They want the 
capability to blackmail us, or to harm us, or to harm our friends—and we will oppose 
them with all our power.” 


President George W. Bush 
West Point, New York 


June 1, 2002 
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c. Political and military leaders must consider the employment of military force in 
operations characterized by a complex, interconnected, and global operational 
environment -- the composite of the conditions, circumstances, and influences that affect 
the employment of capabilities and bear on the decisions of the commander (CDR).  The 
operational environment is influenced by the confronted adversary, adversaries exploiting 
opportunities or conditions, and the functional health of the local society and its institutions.  
Often, the adversaries are motivated by ideas that make up a belief system quite different 
from our own.  As part of the national strategy, we must undermine the adversary’s 
confidence in the ideas that motivate them. 


 
NOTE:  This publication uses the term “operational environment” where the term 
“battlespace” was used previously, because the term “battlespace” is being replaced by the 
term “operational environment” in joint doctrine as JPs are revised.   
 


d. Traditional war is characterized as a confrontation between nation-states or 
coalitions/alliances of nation-states.  This confrontation typically involves small-scale to 
large-scale, force-on-force military operations in which adversaries employ a variety of 
conventional military capabilities against each other in the air, land, maritime, and space       
physical domains and the information environment (which includes cyberspace).  The 
objective is to defeat an adversary’s armed forces, destroy an adversary’s war-making 
capacity, or seize or retain territory in order to force a change in an adversary’s government 
or policies.  Military operations in traditional war normally focus on an adversary’s armed 
forces to ultimately influence the adversary’s government.  It generally assumes that the 
people indigenous to the operational area are nonbelligerents and will accept whatever 
political outcome the belligerent governments impose, arbitrate, or negotiate.  A fundamental 
military objective is to minimize civilian interference in those operations.  The near-term 
results of traditional war are often evident, with the conflict ending in victory for one side and 
defeat for the other or in stalemate.   
 


e. IW has emerged as a major and pervasive form of warfare although it is not per se, 
a new or an independent type of warfare.  Typically in IW, a less powerful adversary seeks to 
disrupt or negate the military capabilities and advantages of a more powerful, conventionally 
armed military force, which often represents the nation’s established regime.  The weaker 
opponent will seek to avoid large-scale combat and will focus on small, stealthy, hit-and-run 
engagements and possibly suicide attacks.  The weaker opponent also could avoid engaging 


“Pure military skill is not enough.  A full spectrum of military, para-military and civil 
action must be blended to produce success.  The enemy uses economic and political 
warfare, propaganda and naked military aggression in an endless combination to 
oppose a free choice of government, and suppress the rights of the individual by 
terror, by subversion and by force of arms.  To win in this struggle, our officers and 
[service] men must understand and combine the political, economic and civil actions 
with skilled military efforts in the execution of the mission.”  
 


President John F. Kennedy 
Letter to the United States Army, April 11, 1962 
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the superior military forces entirely and instead attack nonmilitary targets in order to 
influence or control the local populace.  An adversary using irregular warfare methods 
typically will endeavor to wage protracted conflicts in an attempt to break the will of their 
opponent and its population.  IW typically manifests itself as one or a combination of several 
possible forms including insurgency, terrorism, information operations (disinformation, 
propaganda, etc.), organized criminal activity (such as drug trafficking), strikes, and raids.  
The specific form will vary according to the adversary’s capabilities and objectives.  IW 
focuses on the control of populations, not on the control of an adversary’s forces or territory.  
The belligerents, whether states or other armed groups, seek to undermine their adversaries’ 
legitimacy and credibility and to isolate their adversaries from the relevant population, 
physically as well as psychologically.  At the same time, they also seek to bolster their own 
legitimacy and credibility to exercise authority over that same population.  The focus of IW 
operations is on employing subversion, attrition, and exhaustion to undermine and erode an 
adversary’s power, influence, and will to exercise political authority over a relevant 
population.  What makes IW “irregular” is the focus of its operations – a relevant population 
– and its strategic purpose – to gain or maintain control or influence over, and the support of 
that relevant population through political, psychological, and economic methods.  Warfare 
that has the population as its “focus of operations” requires a different mindset and different 
capabilities than warfare that focuses on defeating an adversary militarily.  When engaged in 
irregular warfare, the US response will vary according to established national and coalition 
objectives, the specific type or combination of operations required (such as 
counterinsurgency and counterterrorism), and other situation-specific factors.  


 
f. Hostile states and non-state actors in possession of WMD represent significant 


security challenges.  Some states, including supporters of terrorism, already possess WMD 
and are seeking even greater capabilities, as tools of coercion and intimidation.   
 


g. The US homeland and other US interests are potential targets for direct and 
indirect attack.  Rather than directly confronting US military operations, adversary attacks 
may focus on political and public institutions.  Lines of communications, ports, airports, 
staging areas, civilian populations, economic centers, and regional allies and friends are 
likely targets. 


 
h. The US continues to become more dependent on cyberspace, a global domain   


within the information environment consisting of the interdependent network of 
information technology infrastructures, including the Internet, telecommunications 
networks, computer systems, and embedded processors and controllers.  Private, public, 
global, and regional information systems in cyberspace are tempting targets.  Advances in 
information technology increase the tempo, lethality, and depth of warfare.  It is imperative 
that we safeguard the inherent vulnerabilities of current and developing systems.   


 
i. Within this environment, maintaining national security and managing the inevitable 


changes are continuous processes that often preclude simple solutions.  It requires well-
planned and executed joint campaigns and operations in conjunction with ad hoc partners.  
Additionally, joint operations are increasingly being conducted simultaneously (i.e., where 
offensive, defensive, and stability operations are ongoing in the same operational area).   
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j. Global Nature of Operations.  US joint forces have global reach and are capable of 
engaging threats, influencing potential adversaries, assuring friends, and promoting peace and 
stability with a variety of capabilities.  As well, the challenging nature of globalization is 
affecting the character of the threat confronting the United States.  Globalization and emerging 
technologies will allow small groups to use asymmetric approaches to include criminal activity, 
terrorism, or armed aggression on a transnational scale with relative ease and with little cost.  
Adversaries are placing greater emphasis on developing capabilities to threaten the United 
States directly and indirectly.  Likewise, we must be prepared to simultaneously engage our 
enemies directly and indirectly.  The increased interdependence of national economies and the 
rapid movement of information around the world create significant challenges in the defense of 
the nation’s interest.  Identifying potential threats (state and non-state actors) created by these 
changing global dynamics, which operate independently or in loose coalitions, determining 
their intent and the best course of action (COA) to counter their actions is a continuing 
interagency and multinational challenge for the United States.  The elusive nature of 
adversaries and the ever-increasing speed of global communications and the media demand 
greater adaptability and networking from US joint forces, particularly communications and 
intelligence resources.  Consequently and as directed, the US military conducts some 
operations on a global, not theater, scale (e.g., special operations [SO] in the Global War on 
Terrorism [GWOT], network operations, space control).  These operations are conducted in       
depth, focusing on the threat source across geographical regions that include forward regions, 
approaches, the homeland, and in cyberspace.  The divisions among the geographical regions 
are not absolute and may overlap or shift depending on the situation and threat. 


 
3.  Instruments of National Power 
 


a. The ability of the United States to achieve its national strategic objectives is 
dependent on the effectiveness of the US Government (USG) in employing the instruments of 
national power.  The appropriate governmental officials, often with National Security Council 
(NSC) direction, normally coordinate these instruments of national power (diplomatic, 
informational, military, and economic).  They are the tools the United States uses to apply its 
sources of power, including its culture, human potential, industry, science and technology, 
academic institutions, geography, and national will. 


 
b. At the President’s direction through the interagency process, military power is 


integrated with the other instruments of national power to advance and defend US values, 
interests, and objectives.  To accomplish this integration, the armed forces interact with the 
other responsible agencies to ensure mutual understanding of the capabilities, limitations, and 
consequences of military and civilian actions.  They also identify the ways in which military 
and nonmilitary capabilities best complement each other.  The NSC plays key roles in the 
integration of all instruments of national power facilitating mutual understanding, cooperation, 
and integration of effort.  This process of different USG agencies and organizations 
coordinating and working together is called “interagency coordination.”  Refer to JP 3-08 
Interagency, Intergovernmental Organization, and Nongovernmental Organization 
Coordination During Joint Operations, Vol. I, for a detailed discussion of interagency 
coordination.  The use of the military to conduct combat operations should be a last resort when 
the other instruments of national power have failed to achieve our nation’s objectives. 
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c. Diplomacy.  Diplomacy is the principal instrument for engaging with other states 
and foreign groups to advance US values, interests, and objectives.  The Department of State 
(DOS) is the lead agency for the USG for foreign affairs.  The credible threat of force 
reinforces, and in some cases, enables the diplomatic process.  Leaders of the Armed Forces 
of the United States have a responsibility to understand US foreign policy and to assure that 
those responsible for US diplomacy have a clear understanding of the capabilities, 
limitations, and consequences of military action.  Geographic combatant commanders 
(GCCs) are responsible for integrating military activities with diplomatic activities in their 
areas of responsibility (AORs).  The US ambassador and the corresponding country team 
are normally in charge of diplomatic-military activities in countries abroad.  When directed 
by the President or Secretary of Defense (SecDef), the GCC employs military forces in 
concert with the other instruments of national power.  In these circumstances, the US 
ambassador and the country team or another diplomatic mission team may have 
complementary activities (employing the diplomatic instrument) that do not entail control of 
military forces, which remain under command authority of the GCC.  Since diplomatic 
efforts are often complementary with military objectives, planning should be 
complementary and coincidental. 


 
d. Information.  In a broad sense, the informational instrument of national power has 


a diffuse and complex set of components with no single center of control.  The United States 
believes in the free market place of ideas.  Therefore, information is freely exchanged with 
minimal government controls.  Constraints on public access to USG information normally 
may be imposed only for national security and individual privacy reasons.  Information 
readily available from multiple sources influences domestic and foreign audiences including 
citizens, adversaries, and governments.  It is important for the official agencies of 
government, including the armed forces, to recognize the fundamental role of the media as a 
conduit of information. 
 


(1) The USG uses strategic communication (SC) to provide top-down 
guidance relative to using the informational instrument of national power in specific 
situations.  SC is focused USG processes and efforts to understand and engage key 
audiences to create, strengthen, or preserve conditions favorable to advancing national 
interests and objectives through the use of coordinated information, themes, messages, and 
products synchronized with the actions of all instruments of national power.  SC’s primary 
communication capabilities are coupled with defense support to public diplomacy 
(DSPD) and military diplomacy activities to implement a holistic SC effort.   
 


(2) The predominant military activities that support SC themes and messages are 
information operations (IO), public affairs (PA), and DSPD.  IO are those military actions to 
attack an adversary’s information and related systems while defending our own.  PA are 
those public information, command information, and community relations activities directed 
toward both the external and internal publics with interest in the Department of Defense.  
DSPD comprises those activities and measures taken by DOD components to support and 
facilitate USG public diplomacy efforts.  SC planning must be integrated into military 
planning and operations, documented in operation plans (OPLANs), and coordinated and 
synchronized with OGAs and multinational partners.   
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See JP 3-0, Joint Operations, and JP 3-13, Information Operations, for more information on 
strategic communication and information operations. 
 


e. The Military.  The purpose of the Armed Forces is to fight and win the 
Nation’s wars.  As the military instrument of national power, the Armed Forces must 
ensure their adherence to US values, constitutional principles, and standards for the 
profession of arms.  The United States wields the military instrument of national power at 
home and abroad in support of its national security goals in a variety of military operations.   
 
For further guidance on the range of military operations, refer to JP 3-0, Joint Operations. 


 
f. The Economy 
 


(1) The United States free market economy is only partially controlled by 
governmental agencies.  In keeping with US values and constitutional imperatives, 
individuals and entities have broad freedom of action worldwide.  The responsibility of the 
USG lies with facilitating the production, distribution, and consumption of goods and 
services worldwide.  A strong US economy with free access to global markets and resources 
is a fundamental engine of the general welfare, the enabler of a strong national defense, and 
an influence for economic expansion by US trade partners worldwide.  


 
(2) The USG’s financial management ways and means support the economic 


instrument of national power.  The Department of the Treasury, as the steward of US 
economic and financial systems, is an influential participant in the international economy.  It 
is responsible for a wide range of activities including advising the President on economic 
and financial issues, promoting the President’s growth agenda, and enhancing corporate 
governance in financial institutions.  In the international arena, the Department of the 
Treasury works with other federal agencies, the governments of other nations, and the 
international financial institutions to encourage economic growth, raise standards of living, 
and predict and prevent, to the extent possible, economic and financial crises. 
 
4.  The Unified Command Plan and Unified Action 
 


a. The Unified Command Plan (UCP) establishes combatant commands.  
Commanders of unified commands may establish subordinate unified commands when so 
authorized by the SecDef.  The SecDef, combatant commander (CCDR), a subordinate 
unified CDR, or an existing joint task force (JTF) CDR may establish JTFs.  Unified action 
includes a wide scope of actions (including the synchronization of activities with OGAs, 
IGOs, and coordination with NGOs and the private sector) taking place within unified 
commands, subordinate unified commands, or JTFs to achieve unity of effort. 
 


b. CCDRs have responsibility for a geographic area of responsibility (AOR) or a 
function (e.g., SO) assigned through the UCP.  Functional combatant commanders (FCCs) 
support (or can be supported by) GCCs or may conduct assigned missions in accordance 
with the UCP independently.   
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c. The Armed Forces of the United States are most effective when employed as a 
joint force.  This “comprehensive approach” involving all participating organizations within 
an operational area requires the JFC to understand the capabilities, limitations, and mandates 
of those organizations involved and to effectively communicate the mission of the joint 
force.  The basic doctrinal foundations for joint functions at all levels across the range of 
military operations are outlined in this chapter.  
 
5.  Strategic Guidance and Responsibilities 
 


a. Strategic Direction.  National policy and planning documents generally provide       
national strategic direction.  The President and SecDef, through the Chairman of the Joint 
Chiefs of Staff (CJCS), provide direction for Service Secretaries and CCDRs to ensure the 
following: 
 


(1) The national strategic objectives are clearly defined, understood, and achievable. 
 
(2) Strategic direction is current and timely. 
 
(3) Active Component (AC) forces are ready for combat and Reserve Component 


(RC) forces are in a proper state of readiness for mobilization to active service. 
 
(4) Intelligence systems and efforts focus on the operational environment. 
 
(5) DOD, allies, coalition partners, and/or OGAs are fully integrated during planning 


and subsequent operations.  The JFC is either the supported CDR, a component commander of 
an MNF, or provides support to another federal agency. 


 
(6) All required support assets are maintained in a high state of readiness. 
 
(7) Forces and associated sustaining capabilities deploy ready to support the 


JFC’s concept of operations (CONOPS). 
 


Refer to JP 3-0, Joint Operations, and JP 5-0, Joint Operation Planning, for more information 
on specific policy and planning documents related to national strategic direction. 
 


b.  Military Planning.  Military planning consists of joint strategic planning with       
its three subsets: security cooperation planning, force planning, and joint operation 
planning.  Regarding force planning, the Department of Defense is shifting toward 
capabilities-based planning (CBP), changing the way warfighting needs are identified and 
prioritized.  The essence of CBP is to identify capabilities that adversaries could employ 
and capabilities that could be available to the United States, then evaluate their 
interaction, rather than over-optimize the joint force for a limited set of threat scenarios.  
Integral to a capabilities-based approach are Joint Capability Areas (JCAs), the DOD’s 
capability management language and framework.  JCAs are collections of like DOD 
capabilities functionally grouped to support capability analysis, strategy development, 
investment, decision-making, capability portfolio management, and capabilities-based 
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force development and operation planning.  They link the strategies for developing, 
managing, and employing the force by providing an organizing construct and common 
language that facilitates collaboration among the many related DOD activities and 
processes.  As the JCAs mature, they are vetted and verified through best practices based 
on extant capabilities and placed into joint doctrine. 
 
 c. National Planning Documents   
 


(1) The National Security Strategy (NSS), signed by the President, addresses the 
tasks that, as a nation, are necessary to shape the global environment and provide enduring 
security for the American people.  It provides a broad strategic context for employing 
military capabilities in concert with other instruments of national power. 


 
(2) The National Strategy for Homeland Security, also signed by the President, 


provides national direction to secure the homeland through a comprehensive framework for 
organizing the efforts of federal, state, local, and private organizations whose primary 
functions are often unrelated to national security.   


 
(3) Although there is no statutory requirement, SecDef may produce a National 


Defense Strategy (NDS), which outlines the DOD approach to implement the President’s 
NSS.  The NDS will support the NSS by establishing a set of overarching defense objectives 
that guide DOD’s security activities and provide direction for the National Military Strategy 
(NMS).  The NDS objectives will serve as links between military activities and those other 
government agencies in pursuit of national goals.  


 
(4) The NMS, signed by the CJCS, supports the aims of the NSS and implements 


the NDS.  It describes the Armed Forces’ plan to achieve military objectives in the near term 
and provides the vision for ensuring they remain decisive in the future.  It also provides 
focus for military activities by defining a set of interrelated military objectives and joint 
operating concepts from which the CCDRs and Service Chiefs identify desired capabilities 
and against which the CJCS assesses risk. 


 
(5) The National Response Framework was developed by the Department of 


Homeland Security.  As a signatory, DOD agreed to modify existing interagency and 
agency incident management and emergency response plans to facilitate compliance with 
the National Response Framework.  The purpose of the National Response Framework is to 
establish a comprehensive, national level, all-hazards, all-discipline approach to domestic 
incident management.  It covers the full range of complex and constantly changing 
requirements in anticipation of, or in response to, threats or acts of terrorism, major 
disasters, and other emergencies. 


 
(6) Contingency Planning Guidance (CPG).  The CPG is written guidance from the 


SecDef to the CJCS for the preparation and review of contingency plans for specific missions.  
This guidance includes the relative priority of the plans, specific force levels, and supporting 
resource levels projected to be available for the period of time for which such plans are to be 
effective.  It is a primary source document used by the CJCS to develop the Joint 
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Strategic Capabilities Plan (JSCP). 
 
(7) Further, the Security Cooperation Guidance (SCG) and JSCP provide CCDRs 


with specific planning guidance for preparation of their security cooperation plans (SCPs) 
and contingency plans respectively.  Figure I-2 illustrates the various strategic guidance 
sources described below in the context of national strategic direction.  
 


(a) Joint Strategic Capabilities Plan. The JSCP provides planning guidance to 
the CCDRs and the Service Chiefs to accomplish tasks and missions using current military 
capabilities. The JSCP provides a coherent framework for capabilities-based military advice 
to the President and SecDef. 


 
(b) Security Cooperation Strategy.  A security cooperation strategy is a 


strategic planning document intended to link a CCDR’s military engagement activities with 
national strategic objectives. 
 


1. A theater security cooperation strategy is based on planning guidance 
provided by the SCG.  A theater security cooperation strategy identifies the prioritization, 
integration, and synchronization of military engagement activities on a command basis and 
illustrates the efficiencies gained from coordinated engagement activities.  Theater security 
cooperation strategy represents a large portion of “shape” phase operations outlined in the 


 
Figure I-2.  National Strategic Direction 
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CCDR’s operation plans.  For planning purposes, GCCs use assigned forces, those 
rotationally deployed into theater, and those forces that historically have been deployed for 
engagement activities.  Each CCDR’s theater security cooperation strategy is forwarded to 
the CJCS for review and integration into the global family of theater security cooperation 
strategies.  Commanders’ security cooperation plans are internal documents intended to 
communicate operationalization of the theater SC strategy to subordinate components. 


 
2. Supporting combatant commands, Services, and DOD agencies 


routinely conduct security cooperation activities within a GCC’s AOR or involving foreign 
nationals from countries within an AOR.  These organizations will coordinate and provide 
their security cooperation strategies to the supported GCC for the development of, and 
inclusion in, the GCC’s security cooperation strategy.  When approved, security cooperation 
strategies of supported combatant commands are used by the Services, supporting CDRs, 
DOD agencies and OGAs to develop programs and budgets.  The Services assigned as 
component commanders to the GCCs are required to develop and publish their own SCP, 
which is based on the GCCs country plans and SCP.  These plans shall be annually 
reviewed and submitted to the GCCs. 


 
d. Role of the Geographic Combatant Commanders 


 
(1) GCCs are the vital link between those who determine national security policy 


and strategy and the military forces or subordinate JFCs that conduct military operations within 
their geographical AORs.  GCCs are responsible for a large geographical area requiring single 
responsibility for effective coordination of the operations within that area.  Directives flow 
from the President and SecDef through CJCS to the GCCs, who plan and conduct the 
operations that achieve national, alliance, or coalition strategic objectives.  GCCs provide 
guidance and direction through strategic estimates, command strategies, and plans and orders 
for the employment of military force.  As military force may not achieve national objectives, it 
must be coordinated, synchronized, and if appropriate, integrated with OGAs, IGOs, NGOs, 
MNFs, and elements of the private sector.   


 
(2) Using their strategic estimate(s), GCCs develop strategies that translate national 


and multinational direction into strategic concepts or COAs to meet strategic and joint 
operation planning requirements.  GCCs’ plans provide strategic direction; assign missions, 
tasks, forces, and resources; designate objectives; provide authoritative direction; promulgate 
rules of engagement (ROE) or rules for the use of force (RUF); establish constraints and 
restraints; and define policies and CONOPS to be integrated into subordinate or supporting 
plans.  GCCs also exercise authority for force protection over all DOD personnel (including 
their dependents) assigned, attached, transiting through, or training in the GCC’s AOR.  The 
exception is for those for whom a chief of mission retains security responsibility. 
 
 


e. Role of the Functional Combatant Commanders.  FCCs provide support to and 
may be supported by GCCs and other FCCs as directed by higher authority.  FCCs are 
responsible for a large functional area requiring single responsibility for effective coordination 
of the operations therein.  These responsibilities are normally global in nature.  The President 







Foundations 


I-15 
 


and SecDef direct what specific support and to whom such support will be provided.  When an 
FCC is the supported CDR and operating within GCC’s AORs, close coordination and 
communication between them is paramount. 


 
f. Role of the Service Secretaries and Commander, United States Special 


Operations Command (CDRUSSOCOM).  The Service Secretaries and CDRUSSOCOM 
(in areas unique to SO) under authority established in Title 10, USC, among other tasks, 
organize, train, and equip AC and RC forces, DOD civilian personnel, contractor personnel, 
and selected host nation (HN) personnel.  The AC and RC are fully integrated partners in 
executing US military strategy.  Unpredictable crises call for trained and ready forces that are 
either forward deployed or are rapidly and globally deployable.  These forces should be initially 
self-sufficient and must possess the capabilities needed to effectively act in the US national 
interest or signal US resolve prior to conflict.  Such forces are usually drawn from the active 
force structure and normally are tailored and integrated into joint organizations that capitalize 
on the unique and complementary capabilities of the Services and US Special Operations 
Command (USSOCOM).  RC forces enhance an already robust, versatile joint force.  RC 
individuals or forces often are required to facilitate the deployment of forces; provide 
continuous support and manpower augmentation to ongoing CCDR, Service, and SO; conduct 
homeland defense and civil support (CS) operations; and participate in SCP activities. 
 


g. Role of the United States Coast Guard (USCG).  The Commandant of the Coast 
Guard is responsible for organizing, training, and equipping Service forces under Titles 10 and 
14 USC.  The Commandant may provide forces to GCCs to perform activities for which those 
forces are uniquely suited.  Under Title 14 USC, the USCG is assigned to the Department of 
Homeland Security for homeland security (HS).  In addition, the Commandant is responsible 
for the coordination and conduct of maritime law enforcement and security operations under 
civil authorities for HS in the US maritime domain.  DOD forces may act in direct support of 
USCG commanders.  The USCG has authority to make inquires, examinations, inspections, 
searches, seizures, and arrests upon the high seas and waters over which the United States has 
jurisdiction. It is the only Military Service, in addition to Army and Air National Guard under 
Title 32 USC, not constrained by the Posse Comitatus Act or its extension by DOD directive. 


 
6.  Range of Military Operations 
 


a. General.  The United States employs its military capabilities at home and abroad 
in support of its national security goals in a variety of operations.  These operations vary in 
size, purpose, and combat intensity within a range of military operations that extends from 
military engagement, security cooperation, and deterrence activities to crisis response 
and limited contingency operations, and if necessary, major operations and campaigns 
(see Figure I-3).  The use of joint capabilities in military engagement, security 
cooperation, and deterrence activities shapes the operational environment and helps to 
keep the day-to-day tensions between nations or groups below the threshold of armed 
conflict while maintaining US global influence.  Many of the missions associated with crisis 
response and limited contingencies, such as CS and foreign humanitarian assistance 
(FHA), may not require combat.  But others, as evidenced by Operation RESTORE HOPE 
in Somalia, can be extremely dangerous and may require combat operations to protect US 
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forces while accomplishing the mission.  Individual major operations and campaigns 
often contribute to a larger, long-term effort (e.g., Operation ENDURING FREEDOM 
[OEF] is part of the GWOT).  The nature of the security environment is such that the US 
military often will be engaged in several types of joint operations simultaneously across the 
range of military operations.  For these operations, CDRs combine and sequence offensive, 
defensive, and stability missions and activities to accomplish the objective.  The CDR for a 
particular operation determines the emphasis to be placed on each type of mission or 
activity.   
 


b. Military Engagement, Security Cooperation, and Deterrence.  These ongoing 
activities establish, shape, maintain, and refine relations with other nations and domestic 
civil authorities (e.g., state governors or local law enforcement).  The general strategic and 
operational objective is to protect US interests at home and abroad. 
 


(1) Military engagement is the routine contact and interaction between 
individuals or elements of the Armed Forces of the United States and those of another 
nation’s armed forces, or foreign civilian authorities or agencies to build trust and 
confidence, share information, coordinate mutual activities, and maintain influence. 


 
(2) Security cooperation involves all DOD interactions with foreign defense 


establishments to build defense relationships that promote specific US security interests, 
develop allied and friendly military capabilities for self-defense and multinational 
operations, and provide US forces with peacetime and contingency access to a region.  
Security cooperation is a key element of global and theater shaping operations.   


 
NOTE:  Military engagement occurs as part of security cooperation, but also extends to 
interaction with domestic civilian authorities. 


 
(3) Deterrence helps prevent adversary action through the presentation of a 


credible threat of counteraction. 


RANGE OF MILITARY OPERATIONS


Crisis Response and
Limited Contingency Operations


Major Operations and 
Campaigns


Military Engagement, Security 
Cooperation, and Deterrence


Figure I-3.  Range of Military Operations 
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(4) Joint operations (such as nation assistance for foreign internal defense, 
security assistance, humanitarian and civic assistance, antiterrorism, DOD support to 
counterdrug operations, show of force operations, and arms control) are applied to meet 
military engagement, security cooperation, and deterrence objectives. 
 


c. Crisis Response and Limited Contingency Operations.  A crisis response or 
limited contingency operation can be a single small-scale, limited-duration operation or a 
significant part of a major operation of extended duration involving combat.  The associated 
general strategic and operational objectives are to protect US interests and prevent surprise 
attack or further conflict.  A limited contingency operation in response to a crisis includes all 
of those operations for which the joint operation planning process (JOPP) is required and a 
contingency or crisis action plan is developed.  The level of complexity, duration, and 
resources depends on the circumstances.  Included are operations to ensure the safety of 
American citizens and US interests while maintaining and improving US ability to operate 
with multinational partners to deter the hostile ambitions of potential aggressors (e.g., JTF 
SHINING HOPE in the spring of 1999 to support refugee humanitarian relief for hundreds 
of thousands of Albanians fleeing their homes in Kosovo).  Many such operations involve a 
combination of military forces and capabilities in close cooperation with OGAs, IGOs, and 
NGOs.  A crisis may prompt the conduct of FHA, CS, noncombatant evacuation 
operations (NEOs), peace operations, strikes, raids, or recovery operations. 
 


d. Major Operations and Campaigns.  When required to achieve national strategic 
objectives or protect national interests, the US national leadership may decide to conduct a 
major operation or campaign involving large-scale combat, placing the United States in a 
wartime state.  In such cases, the general goal is to prevail against the enemy as quickly as 
possible, conclude hostilities, and establish conditions favorable to the HN and the United 
States and its multinational partners.  Establishing these conditions often requires conducting 
stability operations in support of broader stability, security, transition, and reconstruction 
(SSTR) efforts.  Stability operations are a core US military mission that help to establish order 
that advances US interests and values.  The immediate goal often is to provide the local 
populace with security, restore essential services, and meet humanitarian needs.  The long-term 
goal is to help develop indigenous capacity for securing essential services, a viable market 
economy, rule of law, democratic institutions, and a robust civil society.  Major operations and 
campaigns typically are comprised of multiple phases (e.g., Operations DESERT SHIELD and 
DESERT STORM [1990-1991] and Operation IRAQI FREEDOM [OIF] [2003]).   


 
NOTE:  Some specific crisis response or limited contingency operations may not involve 
large-scale combat, but could be considered major operations/campaigns depending on their 
scale and duration (e.g., Operation UNIFIED ASSISTANCE tsunami and Hurricane Katrina 
relief efforts in 2005). 
 


e. Simultaneous Nature of Theater Operations 
 


(1) Simultaneous joint operations with different military end states can be 
conducted within a GCC’s AOR.  Major operations and campaigns can be initiated while 
security cooperation activities are ongoing in the same or another part of the theater (e.g., OEF 
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during the enforcement of United Nations [UN] sanctions on Iraq).  Further, a crisis response or 
limited contingency operation may be initiated separately or as part of a campaign or major 
operation (e.g., the 1991 NEO in Somalia during Operation DESERT SHIELD).  In the 
extreme, separate major operations within a theater may be initiated/ongoing while a global 
campaign is being waged (e.g., OEF and OIF during the GWOT).  Consequently, GCCs 
should pay particular attention to synchronizing and integrating the activities of assigned, 
attached, and supporting forces through subordinate and supporting JFCs.  This is for the 
purpose of achieving national, theater, and/or multinational strategic objectives.  Additionally, 
CCDRs and subordinate JFCs work with DOS (e.g., US ambassadors or diplomatic 
missions), and other agencies to best integrate the military actions with other instruments of 
national power to promote unity of effort. 
 


(2) Some military operations may be conducted for one purpose.  Disaster 
relief operations, for example, are military operations with a humanitarian purpose.  A strike 
may be conducted for the specific purpose of compelling action or deterrence (e.g., 
Operation EL DORADO CANYON, the 1986 operation to coerce Libya to conform with 
international laws against terrorism).  Often, however, military operations will have 
multiple purposes and be influenced by a fluid and changing situation.  Branch and 
sequel events may require additional tasks by the joint force (e.g., Operations PROVIDE 
RELIEF and RESTORE HOPE, 1992-93, peace enforcement operations evolved from FHA 
efforts, challenging the command with multiple missions).  Joint forces must strive to meet 
such challenges with clearly defined objectives addressing diverse purposes. 
 
7.  Joint Operation Planning 


 
a. Well-planned joint operation and campaign planning is supported by an intelligence 


preparation of the operational environment that benefits from a comprehensive perspective of 
all the systems in the operational environment relevant to the mission.  In today’s world, this 
requires a broader and deeper understanding of the operational environment.  CDRs and their 
staffs apply operational art – supported by their skill, knowledge, and expertise – to design 
strategies, campaigns, and major operations and organize and employ military forces.   


 
b. Operational design includes the key considerations used as a framework in the 


course of planning for a campaign or major operation.  Operational design essentially 
involves understanding strategic guidance, identifying the adversary's centers of gravity and 
critical factors, and developing an operational concept to achieve strategic objectives.  To 
that end, the elements of operational design are a tool to aid the CCDR and planners in 
visualizing what the campaign should look like and shaping the CDR's intent. 


 
c. The complementary and coordinated application of all of the instruments of 


national power, when synergized consistent with operational art and design, provide the 
joint force capability required to achieve JFC objectives and the strategic end state. 
 
8.  Termination of Operations 
 


a. General.  The design and implementation of leverage and the ability to know how 
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and when to terminate operations are part of operational design.  The nature of the 
termination will shape the futures of the contesting nations or groups.  It is absolutely 
essential to understand that termination of operations is an essential link between NSS, 
NDS, NMS, and the national strategic end state.  Further, some military operations 
normally will continue after the conclusion of combat operations.  An extended US presence 
will be required to conduct stability operations to enable legitimate civil authority and attain 
the national strategic end state.  It must be considered throughout planning and execution 
that stability operations may be required to attain the national strategic end state.  These 
stability operations historically have required an extended presence by US military forces to 
assist by conducting stability operations.  This contingency should be considered during the 
initial COA development and recommendation for execution. 


 
b. Termination Approaches.  There are three approaches for achieving national 


strategic objectives by military force.  The first is to force an imposed settlement by the threat 
of or actual occupation of an enemy’s land, resources, or people.  Supporting the threat of, or 
actual occupation is the destruction of critical functions and assets such as C2 or infrastructure 
or by making the adversary unable to resist the imposition of US will.  The second seeks a 
negotiated settlement through coordinated political, diplomatic, military, and economic 
actions, which convince an adversary that to yield will be less painful than continued resistance.  
Negotiating power in armed conflict springs from three sources: national resolve, military 
success, and military potential.  History has proven over that our national resolve is most 
important in impressing upon an adversary the need to seriously negotiate a conclusion to 
conflict.  Military success provides military, geographic, political, psychological, or economic 
advantage and sets the stage for negotiations.  Military potential may compel the opposing 
nation or group to consider a negotiated conclusion.  Negotiating an advantageous conclusion 
to operations requires time, power, and the demonstrated will to use both.  In addition to 
imposed and negotiated termination, there may be an armistice or truce, which is a negotiated 
intermission in operations, not a peace.  In effect, it is a device to buy time pending negotiation 
of a permanent settlement or resumption of operations.  Before agreeing to one, the United 
States needs to consider the advantages of a truce and the difficulty of maintaining it.  The third 
approach for achieving national security objectives in relation to the irregular challenges posed 
by non-state actors is an indirect approach that erodes an adversary’s power, influence, and 
will; undermines the credibility and legitimacy of his political authority; and undermines 
adversary influence and control over, and support by, the indigenous population. 
 


(1) Even when pursuing an imposed termination, the USG requires some means 
of communication with the adversary.  Declarations of intentions, requirements, and minor 
concessions may speed conflict termination, as the adversary considers the advantages of 
early termination versus extended resistance. 


 
(2) The issue of termination is impacted by an adversary’s will and freedom of 


action.  Once the adversary’s strategic objective shifts from maintaining or extending gains 
to reducing losses, the possibilities for negotiating an advantageous termination improve.  
Efforts of all the instruments of national power need to be coordinated toward causing and 
exploiting that shift.  Termination of operations must be considered from the outset of  
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planning and should be a coordinated OGA, IGO, NGO, and multinational effort that 
is refined as operations move toward advantageous termination.   
 


c. The National Strategic End State.  The first and primary political task regarding 
termination is to determine an achievable national strategic end state based on clear national 
strategic objectives.  For specific situations that require the employment of military 
capabilities (particularly for anticipated major operations), the President and SecDef 
typically will establish a set of national strategic objectives.  Achieving these objectives is 
necessary to attain the national strategic end state — the broadly expressed 
diplomatic, informational, military, and economic conditions that should exist after the 
conclusion of a campaign or operation.  The supported CCDR must work closely with the 
civilian leadership to ensure a clearly defined national strategic end state is determined.  
Thinking of this “end state” as an integrated set of aims is useful because national strategic 
objectives usually are closely related rather than independent.  The supported CCDR often 
will have a role in achieving more than one national strategic objective.  Some national 
strategic objectives will be the primary responsibility of the supported CCDR, while others 
will require a more balanced use of all instruments of national power, with the CCDR in 
support of other agencies.  Therefore, considering all of the objectives necessary to reach the 
national strategic end state will help the supported CCDR formulate proposed termination 
criteria — the specified standards approved by the President and/or the SecDef that must be 
met before a joint operation can be concluded.  CDRs and their staffs must understand that 
many factors can affect national strategic objectives, possibly causing the national strategic 
end state to change even as military operations unfold. 
 


d. Objectives.  An objective is the clearly defined, decisive, and attainable goal 
toward which every military operation should be directed — the military objective.  
Objectives provide the focus for military action; they are essential for unity of effort.  An 
objective may be a physical object of the action taken (e.g., a definite terrain feature, the 
seizure or holding of which is essential to the CDR’s plan, or the destruction of an 
adversarial force without regard to terrain features).  This is more accurately termed the 
“physical objective.”  Usually, physical objectives contribute to the attainment of military 
objectives.  Military objectives must contribute to the achievement of national objectives 
(e.g., defend territorial integrity of an ally; ensure freedom of maritime commerce). 
 


e. Military Considerations.  In its strategic context, military success is measured in the 
attainment of military objectives supporting the national strategic end state and associated 
termination criteria.  Termination criteria for a negotiated settlement will differ significantly 
from those of an imposed settlement.  Military strategic advice to civilian leadership regarding 
termination criteria should be reviewed for military feasibility, adequacy, and acceptability as 
well as estimates of the time, costs, and military forces required to reach the criteria.  
Implementing military CDRs should request clarification of the national strategic end state and 
termination criteria from higher authority when required.  An essential consideration is 
ensuring that the longer-term stabilization and enabling of civil authority needed to achieve 
national strategic objectives continues upon the conclusion of sustained operations.  Stability 
operations that support SSTR efforts primarily support OGAs, IGOs, and NGOs to restore civil 
authority, rebuild the infrastructure, and reestablish commerce, education, and public utilities.  
Planning for these operations should begin when the JOPP is initiated.  The JFC and staff 
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should consider conducting early collaborative planning with interagency and multinational 
members, harmonizing the civil and military effort, and establishing the appropriate 
organization to conduct operations during the “stabilize” and “enable civil authority” phases. 
 


f. Mission 
 


(1) An organization’s mission is the task, together with the purpose, that clearly 
indicates the action to be taken and the reason therefore.  In common usage, especially when 
applied to lower military units, the mission is a duty assigned to an individual or unit; a task. 


 
(2) In a process called mission analysis, the JFC and staff analyze directives and 


guidance from higher headquarters and many other factors (including the higher 
headquarters’ mission) to understand the problem and purpose of the operation and issue 
appropriate guidance to subordinate and supporting organizations.  The JFC’s mission 
analysis results in a mission statement relative to the specific operation at hand. 
 
9.  Legal Considerations 
 


a. CDRs at all levels ensure their forces operate in accordance with the “law of war,” 
often called the “law of armed conflict.”  The law of war is international law that regulates 
the conduct of armed hostilities, and is binding on the United States and its individual 
citizens.  It includes treaties and international agreements to which the United States is a 
party, as well as applicable customary international law.  It specifically applies to all cases 
of declared war or any other armed conflict between the US and other nations; by policy, the 
principles and spirit of the law of war applies to all other military operations short of 
international armed conflict.  ROE and RUF are independent of actual declaration of war.  
CCDRs must be particularly aware of the status of the conflict and the characterization of 
adversarial combatants and noncombatants (supporters). 


 
b. ROE are directives issued by competent military authority that delineate the 


circumstances and limitations under which US forces will initiate and/or continue combat 
engagement with other forces encountered.  ROE are drafted in consideration of the law of 
war, national policy, public opinion, and military operational constraints.  ROE are often 
more restrictive than what the law of war would allow.  ROE ensure actions, especially 
force employment, are consistent with military objectives, domestic and international 
law, and national policy.   


 
c. RUF are directives issued to guide US forces on the use of force during various 


operations other than combat.  These directives may take the form of execute orders, 
deployment orders, memoranda of agreement, or plans.  RUF are not the same as ROE but also 
are used to provide guidance on the use of force by military forces.  RUF are typically used in 
CS operations, land based homeland defense missions, and select other military operations. 
 
For further guidance on ROE and RUF, refer to CJCS Instruction (CJCSI) 3121.01B, 
Standing Rules of Engagement/Standing Rules for the Use of Force for US Forces, and JP 
1-04, Legal Support to Joint Operations.  For further guidance on the law of war, refer to 
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CJCSI 5810.01C, Implementation of the DOD Law of War Program. 
 
Understanding the foundations of joint doctrine is essential for the Armed Forces of the 
United States.  As joint doctrine guides the employment of US military forces in 
coordinated action toward a common objective, its principles also provide strategic 
direction to joint forces. 
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1.  National Strategic Direction 
 


a. National strategic direction is governed by the Constitution, federal law, USG 
policy regarding internationally-recognized law and the national interest.  This direction 
leads to unified action.  The result of effective unified action is unity of effort to achieve 
national goals.  At the strategic level, unity of effort requires coordination among 
government departments and agencies within the executive branch, between the executive 
and legislative branches, with NGOs, IGOs, the private sector, and among nations in any 
alliance or coalition. 


 
b. Responsibilities for national strategic direction as established by the 


Constitution and federal law and practice are as follows. 
 


(1) The President of the United States, advised by the NSC, is responsible to the 
American people for national strategic direction.   
 


(a) When the United States undertakes military operations, the Armed Forces 
of the United States are only one component of a national-level effort involving all 
instruments of national power.  Instilling unity of effort at the national level is necessarily a 
cooperative endeavor involving a number of Federal departments and agencies.  In certain 
operations, agencies of states, localities, or foreign countries may also be involved.  The 
President establishes guidelines for civil-military integration and normally disseminates 
decisions and monitors execution through the NSC. 


 
(b) Complex operations, such as peace operations, may require a high order 


of civil-military integration.  Presidential directives guide participation by all US civilian 
and military agencies in such operations.  Military leaders must work with the other 
members of the national security team in the most skilled, tactful, and persistent ways to 
promote unity of effort.  Operations of agencies representing the diplomatic, economic, and 
informational instruments of power are not under command of the Armed Forces of the 
United States or of any specific CCDR.  In domestic US situations, anther department such 
as the Department of Homeland Security (DHS) may assume overall control of interagency 
coordination including military elements.  Abroad, the US ambassador and the country team 
may be in control in operations other than war not involving the use of force. 
 


“The ideals that have inspired our history – freedom, democracy, and human dignity – 
are increasingly inspiring individuals and nations throughout the world.  We choose 
leadership over isolationism and the pursuit of free trade and open markets over 
protectionism.  We choose to deal with challenges now rather than leaving them for 
future generations.  We fight our enemies abroad instead of waiting for them to arrive in 
our country.  We seek to shape the world, not merely be shaped by it; to influence events 
for the better instead of being at their mercy.” 
 


President George W. Bush 
Letter Introducing the 2006 National Security Strategy 
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(2) The SecDef is responsible to the President for creating, supporting, and 
employing military capabilities.  The SecDef provides authoritative direction, and control 
over the Services through the Secretaries of the Military Departments.  SecDef exercises 
control of and authority over those forces not specifically assigned to the combatant 
commands and administers this authority through the Military Departments, the Service 
Chiefs, and applicable chains of command.  The Secretaries of the Military Departments 
organize, train, and equip forces to operate across the range of military operations and 
provide for the administration and support of all those forces within their department, 
including those assigned or attached to the CCDRs. 
 


(3) The CJCS is the principal military adviser to the President, the NSC, and 
SecDef and functions under the authority of the President and the direction and control of 
the President and SecDef, and oversees the activities of the CCDRs as directed by SecDef.  
Communications between the President or the SecDef and the CCDRs are normally 
transmitted through the CJCS. 


 
(4) Commanders of combatant commands exercise combatant command 


(command authority) (COCOM) over assigned forces and are responsible to the President 
and SecDef for the performance of assigned missions and the preparedness of their 
commands to perform assigned missions. 
 


(5) In a foreign country, the US ambassador is responsible to the President for 
directing, coordinating, and supervising all USG elements in the HN, except those under the 
command of a CCDR.  GCCs are responsible for coordinating with US ambassadors in their 
geographic AOR (as necessary) across the range of military operations, and for negotiating 
memoranda of agreement (MOAs) with the chiefs of mission in designated countries to 
support military operations.  Force protection is an example of a military 
operation/requirement where an MOA would enhance coordination and integration. 


 
2.  Unified Action 
 


a. The term “unified action” in military usage is a broad term referring to the 
synchronization, coordination, and/or integration of the activities of governmental and 
nongovernmental entities with military operations to achieve unity of effort.  Within this 
general category of operations, subordinate CDRs of assigned or attached forces conduct 
either single-Service or joint operations to support the overall operation.  Unified action 
synchronizes, coordinates, and/or integrates joint, single-Service, and multinational 
operations with the operations of other USG agencies, NGOs, and IGOs (e.g., UN), and the 
private sector to achieve unity of effort (see Figure II-1).  Unity of command within the 
military instrument of national power supports the national strategic direction through 
close coordination with the other instruments of national power. 


 
b. Success often depends on unified actions.  The CJCS and all CCDRs are in 


pivotal positions to ensure that unified actions are planned and conducted in accordance 
with the guidance and direction received from the President and SecDef in coordination 
with other authorities (i.e., alliance or coalition leadership). 
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c. Unity of command in the Armed Forces of the United States starts with national 
strategic direction.  For US military operations, unity of command is accomplished by 
establishing a joint force, assigning a mission, or objective(s) to the designated JFC, 
establishing command relationships, assigning and/or attaching appropriate forces to the 
joint force, and empowering the JFC with sufficient authority over the forces to accomplish 
the assigned mission. 


 
3.  Roles and Functions 
 


The terms “roles and functions” often are used interchangeably, but the distinctions 
among them are important.   


 
a. “Roles” are the broad and enduring purposes for which the Services and 


USSOCOM were established in law.   
 
b. Functions.  The appropriate assigned duties, responsibilities, missions, or tasks 


of an individual, office, or organization.  As defined in the National Security Act of 1947, 
as amended, the term “function” includes functions, powers, and duties (Title 50, USC, 
Section 410[a]).  


UNIFIED ACTION


JOINT
OPERATIONS


MULTINATIONAL
OPERATIONS


OPERATIONS WITH
US GOVERNMENT 


AGENCIES


OPERATIONS WITH
NONGOVERNMENTAL


ORGANIZATIONS


OPERATIONS WITH 
INTERGOVERNMENTAL 


ORGANIZATIONS


Joint
Force 


Commander


The construct of unified action highlights the integrated and synchronized activities of military 
forces and nonmilitary organizations, agencies, and the private sector to achieve common 
objectives, though in common parlance joint operations increasingly has this connotation.  
Unified actions are planned and conducted by joint force commanders in accordance with 
guidance and direction received from the President, Secretary of Defense, and combatant 
commanders.


Figure II-1.  Unified Action 
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For further information on functions, refer to Chapter III, “Functions of the Department of 
Defense and its Major Components.” 
 
4.  Chain of Command 
 
 The President and SecDef exercise authority and control of the Armed Forces through 
two distinct branches of the chain of command (see Figure II-2).  One branch runs from the 
President, through the SecDef, to the CCDRs for missions and forces assigned to their 
commands.  The other branch, used for purposes other than operational direction of forces 
assigned to the combatant commands, runs from the President through the SecDef to the 
Secretaries of the Military Departments.  The Military Departments, organized separately, 
operate under the authority, direction, and control of the Secretary of that Military 
Department.  The Secretaries of the Military Departments exercise authority through their 
respective Service Chiefs over Service forces not assigned to the CCDRs.  The Service 
Chiefs, except as otherwise prescribed by law, perform their duties under the authority, 
direction, and control of the Secretaries of the respective Military Departments to whom 
they are directly responsible. 
 


a. The CCDRs exercise COCOM of assigned forces and are directly responsible to 
the President and SecDef for the performance of assigned missions and the preparedness of 
their commands.  CCDRs prescribe the chain of command within their combatant 
commands and designate the appropriate command authority to be exercised by subordinate 
CDRs. 


 
b. The Military Departments operate under the authority, direction, and control of the 


SecDef.  This branch of the chain of command is responsible for all military forces within 
the respective Service not assigned to CCDRs.  This branch is separate and distinct from the 
branch of the chain of command that exists within a combatant command. 
 
5.  The Combatant Commands 
 


a. The President, through the SecDef and with the advice and assistance of the CJCS, 
establishes combatant (unified) commands for the performance of military missions and 
prescribes the force structure of such commands. 


 
b. The CJCS assists the President and the SecDef in performing their command 


functions.  The CJCS transmits to the commanders of the combatant commands the orders 
given by the President, or the SecDef and, as directed by the SecDef, oversees the activities 
of those commands.  Orders issued by the President or the SecDef normally are conveyed by 
the CJCS under the authority and direction of SecDef.  Reports from CCDRs normally will 
be submitted through CJCS who forwards them to the SecDef and acts as the spokesman for 
the commanders of the combatant commands. 
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Figure II-2.  Chain of Command and Control 
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c. CDRs in the chain of command exercise COCOM, operational control (OPCON), 
tactical control (TACON), or a support command relationship as prescribed by law or a 
superior CDR over the military force under their command.  Unless otherwise directed by 
the President or the SecDef, COCOM is reserved for the CCDR over assigned forces.  
During contingency planning, generic forces are apportioned to specific plans according to 
global force management procedures.  This requires supported CCDRs to coordinate with 
the supporting CCDRs on required capabilities during planning and on mission criteria for 
specific units once they have been allocated. 
 
Command relationships are discussed in detail in Chapter IV, “Doctrine for Joint 
Command and Control,” Section A, “Command Relationships.” 
 
6.  The Military Departments, Services, Forces, and Combat Support Agencies 
 


a. The authority vested in the Secretaries of the Military Departments in the 
performance of their role to organize, train, equip, and provide forces runs from the 
President through the SecDef to the Secretaries.  Then, to the degree established by the 
Secretaries or specified in law, this authority runs through the Service Chiefs to the Service 
component CDRs assigned to the CCDRs and to the CDRs of forces not assigned to the 
CCDRs.  Administrative control (ADCON) provides for the preparation of military forces 
and their administration and support, unless such responsibilities are specifically assigned by 
the SecDef to another DOD component. 


 
b. The Secretaries of the Military Departments are responsible for the administration 


and support of Service forces.  They fulfill their responsibilities by exercising ADCON 
through the CDRs of the Service component commands assigned to combatant commands 
and through the Service Chiefs (as determined by the Secretaries) for forces not assigned to 
the combatant commands.  The responsibilities and authority exercised by the Secretaries of 
the Military Departments are subject by law to the authority provided to the CCDRs in their 
exercise of COCOM. 


 
c. Each of the Secretaries of the Military Departments, coordinating as appropriate 


with the other Department Secretaries and with the CCDRs, has the responsibility for 
organizing, training, equipping, and providing forces to fulfill specific roles and for 
administering and supporting these forces.   


 
d. Commanders of forces are responsible to their respective Service Chiefs for the 


administration, training, and readiness of their unit(s).  Commanders of forces assigned to 
the combatant commands are under the authority, direction, and control of (and are 
responsible to) their CCDR to carry out assigned operational missions, joint training and 
exercises, and logistics. 


 
e. The USCG is a military Service and a branch of the Armed Forces of the United 


States at all times.  However, it is established separately by law as a Service in the DHS, 
except when transferred to the Department of the Navy (DON) during time of war or when 
the President so directs.  Authorities vested in the USCG under Title 10, USC, as an 
armed service and Title 14, USC, as a federal maritime safety and law enforcement 
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agency remain in effect at all times, including when USCG forces are operating within 
DOD/DON chain of command.  USCG commanders and forces may be attached to JFCs 
in performance of any activity for which they are qualified.  Coast Guard units routinely 
serve alongside Navy counterparts operating within a naval task organization in support 
of a maritime component CDR. 


 
f. In addition to the Services above, a number of DOD agencies provide combat 


support or combat service support to joint forces and are designated as combat support 
agencies (CSAs).  Included among CSAs are the Defense Intelligence Agency (DIA), 
National Geospatial-Intelligence Agency (NGA), Defense Information Systems Agency 
(DISA), Defense Logistics Agency (DLA), Defense Contract Management Agency 
(DCMA), Defense Threat Reduction Agency (DTRA), and National Security Agency 
(NSA).  These CSAs provide CCDRs’ specialized support and operate in a supporting role.  
Executive authority over these CSAs resides with the SecDef. 
 
7.  Relationship Between Combatant Commanders, Military Secretaries, Service 


Chiefs, and Forces 
 


a. Continuous Coordination.  The Military Services and USSOCOM (in areas unique 
to special operations) share the division of responsibility for developing military capabilities 
for the combatant commands.  All components of the DOD are charged to coordinate on 
matters of common or overlapping responsibility.  The Joint Staff, Service, and USSOCOM 
headquarters play a critical role in ensuring that CCDRs’ concerns and comments are 
included or advocated during the coordination. 


 
b. Interoperability.  Unified action demands maximum interoperability.  The forces, 


units, and systems of all Services must operate together effectively.  This effectiveness is 
achieved in part through interoperability.  This includes the development and use of joint 
doctrine, the development and use of joint OPLANs; and the development and use of joint 
and/or interoperable communications and information systems.  It also includes conducting 
joint training and exercises.  It concludes with a materiel development and fielding process 
that provides materiel that is fully compatible with and complementary to systems of all 
Services.  A key to successful interoperability is to ensure that planning processes are joint 
from their inception.  Those responsible for systems and programs intended for joint use will 
establish working groups that fully represent the services and functions that will be affected 
and interoperability must be considered in all joint program reviews.  CCDRs will ensure 
maximum interoperability and identify interoperability issues to the CJCS, who has overall 
responsibility for the joint interoperability program. 
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SECTION A.  THE DEPARTMENT OF DEFENSE 


 
1.  General 
 


Unified action in carrying out the military component of NSS is accomplished through 
an organized defense framework.  This chapter describes the components and their functions 
within that framework. 
 
2.  Organizations in the Department of Defense 
 


a. Responsibility.  The SecDef is the principal assistant to the President in all matters 
relating to the DOD.  All functions in the DOD and its component agencies are performed 
under the authority, direction, and control of the SecDef. 
 


b. The DOD is composed of the Office of the Secretary of Defense (OSD), the 
Military Departments, the Joint Chiefs of Staff (JCS), the Joint Staff, the combatant 
commands, the Inspector General of the Department of Defense, the DOD agencies, 
DOD field activities, and such other offices, agencies, activities, and commands 
established or designated by law, by the President, or by the SecDef.  The functions of 
the heads of these offices shall be as assigned by the SecDef according to existing law. 
 
3.  Functions of the Department of Defense 
 


As prescribed by higher authority, the DOD will maintain and employ Armed Forces to 
fulfill the following aims. 
 


a. Support and defend the Constitution of the United States against all enemies, 
foreign and domestic. 
 


b. Ensure, by timely and effective military action, the security of the United States, its 
possessions, and areas vital to its interest. 
 


c. Uphold and advance the national policies and interests of the United States. 
 


“It is a matter of record that the strategic direction of the war, as conducted by the 
Joint Chiefs of Staff, was fully as successful as were the operations which they 
directed . . . The proposals or the convictions of no one member were as sound, or as 
promising of success, as the united judgments and agreed decisions of all the 
members.” 
 


Ernest J. King 
The U.S. Navy at War, 1945 
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4.  Functions and Responsibilities within the Department of Defense 
 


a. The functions and responsibilities assigned to the Secretaries of the Military 
Departments, the Services, the JCS, the Joint Staff, and the combatant commands will be 
carried out in such a manner as to achieve the following. 
 


(1) Provide the best military advice to the President and the SecDef. 
 
(2) Effective strategic direction of the Armed Forces. 


 
(3) Employment of the Armed Forces in joint force commands whenever such 


arrangement is in the best interest of national security. 
 


(4)  Integration of the Armed Forces into an effective and efficient team. 
 


(5) Prevention of unnecessary duplication or overlapping capabilities among the 
Services by using personnel, intelligence, facilities, equipment, supplies, and services of any or all 
Services such that military effectiveness and economy of resources will thereby be increased. 
 


(6) Coordination of Armed Forces operations to promote efficiency and economy 
and to prevent gaps in responsibility. 
 


(7) Effective multinational operations and interagency, IGO, and NGO coordination. 
 


b. Development of Major Force Requirements.  Major force requirements to fulfill any 
specific primary function of an individual Service must be justified on the basis of existing or 
predicted need as recommended by the CJCS, in coordination with the JCS and CCDRs, and as 
approved by SecDef. 
 


c. Exceptions to Primary Responsibilities.  The development of special weapons and 
equipment and the provision of training equipment required by each of the Services are the 
responsibilities of the individual Service concerned unless otherwise directed by the SecDef. 
 


d. Responsibility of a Service Chief on Disagreements Related to That Service’s 
Primary Functions.  Each Service Chief is responsible for presenting to the CJCS any 
disagreement within the field of that Service’s primary functions that has not been resolved.  
This action will not be construed to prevent any Service Chief from presenting unilaterally any 
issue of disagreement with another Service. 
 
5.  Executive Agents 
 


a. The SecDef or Deputy Secretary of Defense may designate a DOD executive agent (EA) 
and assign associated responsibilities, functions, and authorities within DOD.  The head of a DOD 
component may be designated as a DOD EA.  The DOD EA may delegate to a subordinate 
designee within that official’s component the authority to act on that official’s behalf for any or all 
of those DOD EA responsibilities, functions, and authorities assigned by the SecDef or Deputy 
Secretary of Defense.  The nature and scope of the DOD EA responsibilities, functions, and 







Functions of the Department of Defense and Its Major Components 


III-3 
 


authorities shall be prescribed at the time of assignment and remain in effect until the SecDef or 
Deputy Secretary of Defense revokes or supersedes them.  For further information on establishing 
directives, refer to Appendix B, “Establishing Directive (Support Relationship) Considerations.” 
 


b. The term EA is used to indicate a delegation of authority by the SecDef or Deputy 
Secretary of Defense to a subordinate to act on the Secretary’s behalf.  Designation of EA, in 
and of itself, confers no authority.  The exact nature and scope of the authority delegated must 
be stated in the establishing directive.  An EA may be limited to providing only administration 
and support or coordinating common functions, or it may be delegated authority, direction, and 
control over specified resources for specific purposes.  EA responsibilities and activities 
assigned to the Secretary of a Military Department may serve as justification of budgetary 
requirements and may be used to identify requirements and resources, including force structure 
to the extent permitted by law, necessary to execute assigned responsibilities and functions. 
 


c. Responsibilities of an EA include the following listed below. 
 


(1) Implement and comply with the relevant policies and directives of the SecDef. 
 


(2) Ensure proper coordination among Military Departments, the combatant 
commands, the JCS, the Joint Staff, the OSD, and the DOD agencies and field activities, as 
appropriate, for the responsibilities and activities assigned. 


 
(3) Issue directives to other DOD components and take action on behalf of the 


SecDef, to the extent authorized in the directive establishing the executive agent. 
 


(4) Make recommendations to the SecDef for actions regarding the activity for 
which the EA was designated, including the manner and timing for dissolution of these 
responsibilities and duties. 


 
(5) Perform such other duties and observe such limitations as may be set forth in 


the directive establishing the EA. 
 


SECTION B.  THE JOINT CHIEFS OF STAFF 
 
6.  Composition and Functions 
 


a. The JCS, consists of the CJCS; the Vice Chairman of the Joint Chiefs of Staff 
(VCJCS); the Chief of Staff, US Army; the Chief of Naval Operations; the Chief of Staff, 
US Air Force; and the Commandant of the Marine Corps.  The Joint Staff supports the JCS 
and constitutes the immediate military staff of the SecDef. 
 


b. The CJCS is the principal military advisor to the President, the NSC, and the SecDef. 
 


c. The other members of the JCS are military advisors to the President, the NSC, and 
the SecDef as specified below. 
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(1) A member of the JCS may submit to the CJCS advice or an opinion in 
disagreement with, or in addition to, the advice or opinion presented by the CJCS.  If a 
member submits such advice or opinion, the CJCS shall present that advice or opinion to the 
President, SecDef, or NSC at the same time that he presents his own advice.  The CJCS 
shall also, as he considers appropriate, inform the President, the NSC, or the SecDef of the 
range of military advice and opinion with respect to any matter. 


 
(2) The members of the JCS, individually or collectively, in their capacity as 


military advisers, shall provide advice on a particular matter when the President, the NSC, 
or the SecDef requests such advice. 


 
d. To the extent it does not impair independence in the performance of duties as a 


member of the JCS, each member (except the CJCS) will inform their respective Service 
Secretary regarding military advice rendered by members of the JCS on matters affecting 
their Military Department. 
 


e. The duties of the Service Chiefs as members of the JCS take precedence over all 
their other duties. 
 


f. After first informing the SecDef, a member of the JCS may make such 
recommendations to Congress relating to DOD as the member may consider appropriate. 
 


g. When there is a vacancy, absence, or disability in the office of the CJCS, the 
VCJCS acts as and performs the duties of the CJCS until a successor is appointed or the 
absence or disability ceases. 
 


h. When there is a vacancy in the offices of both the CJCS and VCJCS, or when there 
is a vacancy in one such office and in the absence or disability of the officer holding the 
other, the President will designate another member of the JCS to act as and perform the 
duties of the CJCS until a successor to the CJCS or VCJCS is appointed or the absence or 
disability of the CJCS or VCJCS ceases. 
 


i. The Commandant of the Coast Guard may be invited by the CJCS or the Service 
Chiefs to participate in meetings or to discuss matters of mutual interest to the Coast Guard 
and the other Services. 
 
7.  Chairman of the Joint Chiefs of Staff 
 


a. The CJCS is appointed by the President, with the advice and consent of the Senate, 
from the officers of the regular component of the United States Armed Forces. 
 


b. The CJCS arranges for military advice, as appropriate, to be provided to all offices 
of the SecDef. 
 


c. While holding office, the CJCS outranks all other officers of the Armed Forces.  
The CJCS, however, may not exercise military command over the CCDRs, JCS, or any of 
the Armed Forces. 
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d. Subject to the authority, direction, and control of the SecDef, the CJCS serves as the 
spokesman for the CCDRs, especially on the operational requirements of their commands.  
CCDRs will send their reports to the CJCS, who will review and forward the reports as 
appropriate to the SecDef, subject to the direction of the SecDef, so that the CJCS may better 
incorporate the views of CCDRs in advice to the President, the NSC, and the SecDef.  The 
CJCS also communicates, as appropriate, the CCDRs’ requirements to other elements of DOD. 
 


e. The CJCS assists the President and the SecDef in providing for the strategic 
direction of the Armed Forces.  The CJCS transmits orders to the CCDRs as directed by the 
President or SecDef and coordinates all communications in matters of joint interest 
addressed to the CCDRs. 
 


f. In addition to other duties as a member of the JCS, the CJCS will, subject to the 
authority, direction, and control of the President and the SecDef: 
 


(1) Preside over the JCS; 
 


(2) Provide an agenda for each meeting of the JCS (including, as the CJCS 
considers appropriate, any subject for the agenda recommended by any other member of the 
JCS); 
 


(3) Assist the JCS in carrying out their business as promptly as practicable; and 
 


(4) Determine when issues under consideration by the JCS will be decided. 
 


g. In performing CJCS functions, duties, and responsibilities including those 
enumerated above, the CJCS will: 
 


(1) Convene regular meetings of the JCS; and 
 


(2) As appropriate, consult with and seek the advice of the other members of the 
JCS, collectively or individually, and of the CCDRs. 
 


h. Subject to the direction, authority, and control of the President and the SecDef, the 
CJCS has the following responsibilities. 
 


(1) Strategic planning. 
 


(a) Prepare strategic plans, including plans that conform with resource levels 
projected by SecDef to be available for the period of time for which the plans are to be 
effective. 


 
(b) Prepare joint logistic and mobility plans to support those strategic plans 


and recommend the assignment of logistic and mobility responsibilities to the Armed Forces 
in accordance with those logistic and mobility plans. 
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(c) Perform net assessments to determine the capabilities of the Armed Forces 
of the United States and its allies as compared with those of their potential adversaries.  
 


(2) Contingency planning; preparedness. 
 


(a) Provide for the preparation and review of contingency OPLANs that 
conform to policy guidance from the President and the SecDef. 


 
(b) Prepare joint logistic and mobility plans to support those contingency 


OPLANs and recommend the assignment of logistic and mobility responsibilities to the 
Armed Forces in accordance with those logistic and mobility plans. 


 
(c) Advise the SecDef on critical deficiencies and strengths in force 


capabilities (including manpower, logistic, and mobility support) identified during the 
preparation and review of joint OPLANs and assess the effect of such deficiencies and 
strengths on meeting national security objectives, policy, and strategic plans. 
 


(d) Establish and maintain after consultation with the CDRs of the unified 
and specified component commands, a uniform system of evaluating the preparedness of 
each combatant command to carry out their assigned missions. 
 


(3) Advice on requirements, programs, and budget. 
 


(a) Advise the SecDef on the priorities of the requirements identified by the 
CCDRs. 


 
(b) Advise the SecDef on the extent to which the program recommendations 


and budget proposals of the Military Departments and other DOD components for a fiscal 
year, conform with the priorities established in strategic plans and with the priorities 
established for the requirements of the CCDRs. 


 
(c) Submit to the SecDef alternative program recommendations and budget 


proposals, within projected resource levels and guidance provided by the SecDef, in order to 
achieve greater conformance with the priorities established in strategic plans and the 
prioritized requirements of the CCDRs. 


 
(d) Recommend to the SecDef (in accordance with Title 10, USC, Section 


166) a budget proposal for activities of each combatant command. 
 
(e) Advise the SecDef on the extent to which the major programs and 


policies of the Armed Forces in the area of manpower conform with strategic plans. 
 
(f) Assess military requirements for defense acquisition programs. 
 


(4) Doctrine, training, and education. 
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(a) Develop and establish doctrine for all aspects of the joint employment of 
the Armed Forces. 


 
(b) Formulate policies for the joint training of the Armed Forces. 
 
(c) Formulate policies for coordinating the military education and training of 


members of the Armed Forces. 
 


(5) Other matters. 
 


(a) Provide for representation of the United States on the Military Staff 
Committee of the UN in accordance with the USG law and policy. 


 
(b) Perform such other duties as may be prescribed by law or by the President 


or the SecDef. 
 
(c) Not later than January 1 of each odd-numbered year, the CJCS shall 


submit to the SecDef a report providing the CJCS's assessment of the nature and magnitude 
of the strategic and military risks associated with executing the missions called for under the 
current NMS. 


 
(d) At or about the time that the budget is submitted to Congress for a fiscal year 


(Title 31, USC, Section 1105(a)), the CJCS shall submit to the congressional defense committees 
a report on the requirements of the combatant commands (Title 10, USC, Section 161). 


 
(e) Not later then February 15 of each even-numbered year, the CJCS shall 


submit to the Committee on Armed Services of the Senate and the Committee on Armed 
Services of the House of Representatives a report containing the results of a comprehensive 
examination of the NMS. Each such examination shall be conducted by the CJCS in 
conjunction with the other members of the JCS and the commanders of the unified and 
specified commands. 


 
(f) Participate, as directed, in the preparation of multinational plans for 


military action in conjunction with the Armed Forces of other nations. 
 
(g) Manage, for the SecDef, the National Military Command System 


(NMCS), to meet the needs of the SecDef and the JCS and establish operational policies and 
procedures for all components of the NMCS and ensure their implementation. 


 
(h) Provide overall supervision of those DOD agencies and DOD field 


activities assigned to the CJCS by the SecDef.  Advise the SecDef on the extent to which the 
program recommendations and budget proposals of a DOD agency or DOD field activity, 
for which the CJCS has been assigned overall supervision, conform with the requirements of 
the Military Departments and of the combatant commands. 
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(i) Periodically (not less than every 2 years) report to the SecDef on the 
responsiveness and readiness of designated CSAs.  Those include the following: 
 


1. DCMA. 
 
2. DISA. 
 
3. DIA. 
 
4. DLA. 
 
5. NGA. 
 
6. NSA. 
 
7. DTRA. 
 
8. Any other DOD agency designated as a CSA by the SecDef. 
 


(j) Provide for the participation of combat support agencies in joint training 
exercises, assess their performance, and take steps to provide for changes to improve their 
performance. 
 


(k) Develop a uniform readiness reporting system for reporting the readiness 
of CSAs. 
 


(l) Provide military advice on the allocation of a CSA’s capabilities to 
SecDef in cases where support requirements exceed capacity. 


 
(m) Select officers to serve on the Joint Staff.  The CJCS may suspend from 


duty and recommend the reassignment of any officer assigned to the Joint Staff. 
 


(n) Exercise exclusive direction of the Joint Staff. 
 


(o) Advise and assist the SecDef on the establishment and review of joint 
duty positions, including those designated as critical joint duty positions. 
 


(p) Advise the SecDef on establishing career guidelines for officers with the 
joint specialty and on procedures for overseeing the careers, including promotions and 
career assignments, of officers with the joint specialty and other officers who serve in joint 
duty assignments. 
 


(q) Advise and assist the SecDef on the periodic review, accreditation, and 
revision of the curriculum of each professional military education school to enhance the 
education and training of officers in joint matters. 
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(r) Advise and assist the SecDef in preparing guidelines to be furnished to 
the Secretaries of the Military Departments for ensuring that specified officer promotion 
boards consider the performance of officers who are serving, or have served, in joint duty 
assignments. 
 


(s) Designate at least one officer currently serving in a joint duty assignment 
to each officer promotion board that will consider officers who are serving or have served in 
a joint duty assignment.   
 


(t) Review the reports of selection boards that consider for promotion 
officers serving, or having served, in joint duty assignments in accordance with guidelines 
furnished by the SecDef, and return the reports with determinations and comments to the 
Secretary of the appropriate Military Department. 


 
(u) Submit to the SecDef an evaluation of the joint duty performance of 


officers recommended for an initial appointment to the grade of lieutenant general or vice 
admiral, or initial appointment as general or admiral. 


 
(v) Prescribe the duties and functions of the VCJCS with the approval of the 


SecDef. 
 
(w) Appoint consultants to the Joint Staff from outside the DOD, subject to 


the approval of the SecDef. 
 
8.  Vice Chairman of the Joint Chiefs of Staff 
 


a. The VCJCS is appointed by the President, by and with the advice and consent of 
the Senate, from the officers of the regular components of the United States Armed Forces. 
 


b. The VCJCS holds the grade of general or admiral and outranks all other officers of 
the Armed Forces except the CJCS.  The VCJCS may not exercise military command over 
the JCS, the CCDRs, or any of the Armed Forces. 
 


c. The VCJCS performs the duties prescribed as a member of the JCS and such other 
duties and functions as may be prescribed by the CJCS with the approval of the SecDef. 
 


d. When there is a vacancy in the office of the CJCS, or in the absence or disability of 
the CJCS, the VCJCS acts as and performs the duties of the CJCS until a successor is 
appointed or the absence or disability ceases. 
 


e. The VCJCS is a member of the Joint Nuclear Weapons Council, is the Vice 
Chairman of the Defense Acquisition Board, and may be designated by the CJCS to act as 
the Chairman of the Joint Requirements Oversight Council. 
 







Chapter III 


III-10  JP 1 


9.  The Joint Staff 
 


a. The Joint Staff is under the exclusive authority, direction, and control of the CJCS.  
The Joint Staff will perform duties using procedures that the CJCS prescribes to assist the 
CJCS and the other members of the JCS in carrying out their responsibilities. 
 


b. The Joint Staff includes officers selected in proportional numbers from the Army, 
Navy and Marine Corps, and Air Force.  Coast Guard officers may also serve on the Joint Staff. 
 


c. Selection of officers to serve on the Joint Staff is made by the CJCS from a list of 
officers submitted by the Services.  Each officer whose name is submitted must be among 
those officers considered to be the most outstanding officers of that Service.  The CJCS may 
specify the number of officers to be included on such a list. 
 


d. After coordination with the other members of the JCS and with the approval of the 
SecDef, the CJCS may select a Director, Joint Staff. 
 


e. The CJCS manages the Joint Staff and its Director. 
 


f. The Joint Staff will not operate or be organized as an overall Armed Forces 
General Staff and will have no executive authority.  The Joint Staff is organized and 
operates along conventional staff lines to support the CJCS and the other members of the 
JCS in discharging their assigned responsibilities.  In addition, the Joint Staff is the focal 
point for the CJCS to ensure that comments and concerns of the CCDRs are well 
represented and advocated during all levels of coordination. 
 


SECTION C.  COMMON FUNCTIONS OF THE MILITARY DEPARTMENTS 
AND SERVICES 


 
10.  Common Functions of the Military Services and the United States Special 
Operations Command 
 


a. Subject to the authority, direction, and control of the SecDef and subject to the 
provisions of Title 10, USC, the Army, Navy, Marine Corps, and Air Force, under their 
respective Secretaries, are responsible for the functions prescribed in detail in Department of 
Defense Directive (DODD) 5100.1, Functions of the DOD and Its Major Components.  
Specific Service functions also are delineated in that directive (see Figure III-1). 
 


b. USSOCOM is unique among the combatant commands in that it performs certain 
Service-like functions (Title 10, USC, Chapter 6), including the following: 
 


(1) Organize, train, equip, and provide combat-ready special operations forces 
(SOF) to the other combatant commands and, when directed by the President or SecDef, 
conduct selected SO, usually in coordination with the GCC in whose AOR the SO will be 
conducted.  USSOCOM’s role in equipping and supplying SOF is generally limited to SO-
peculiar equipment, materiel, supplies, and services. 
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(2) Develop strategy, doctrine, and tactics, techniques, and procedures for SOF, to 
include psychological operations (PSYOP) and civil affairs (CA) forces.  (Note:  Joint 
doctrine is developed under the procedures approved by the CJCS.) 
 


COMMON FUNCTIONS OF THE 
MILITARY SERVICES


To prepare forces and establish reserves of manpower, equipment, and supplies 
for effective operations across the range of military operations and plan for the 
expansion of peacetime components to meet the needs of war.
To maintain in readiness mobile reserve forces, properly organized, trained, and 
equipped for employment in an emergency.
To provide adequate, timely, and reliable intelligence and counterintelligence for 
the Military Departments and other agencies as directed by competent authority.
To recruit, organize, train, and equip interoperable forces for assignment to 
combatant commands.
To prepare and submit programs and budgets for their respective departments; 
justify before Congress budget requests as approved by the President; and 
administer the funds made available for maintaining, equipping, and training the 
forces of their respective departments, including those assigned to combatant 
commands.  The budget submissions to the Secretary of Defense by the Military 
Departments will be prepared on the basis, among other things, of 
recommendations of combatant commanders and of Service component 
commanders of forces assigned to combatant commands.
To conduct research; develop tactics, techniques, and organization; and develop 
and procure weapons, equipment, and supplies essential to the fulfillment of the 
functions assigned by Department of Defense Directive 5100.1, 


To develop, garrison, supply, equip, and maintain bases and other installations, 
including lines of communications, and to provide administrative and logistic 
support for all forces and bases unless otherwise directed by the Secretary of 
Defense.
To provide, as directed, such forces, military missions, and detachments for 
service in foreign countries as may be required to support the national interest of 
the United States.
To assist in training and equipping the military forces of foreign nations.
To provide, as directed, administrative and logistic support to the headquarters 
of combatant commands, to include direct support of the development and 
acquisition of the command and control system of such headquarters.
To assist each other in the accomplishment of their respective functions, 
including the provisions of personnel, intelligence, training, facilities, equipment, 
supplies and services.
To prepare and submit, in coordination with other Military Departments, 
mobilization information to the Joint Chiefs of Staff.


Functions of the 
Department of Defense and its Major Components.


Figure III-1.  Common Functions of the Military Services 
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(3) Prepare and submit to the SecDef program recommendations and budget 
proposals for SOF and other forces assigned to USSOCOM. 
 


SECTION D.  RESPONSIBILITIES OF THE COMBATANT COMMANDERS 
 
11.  General 
 


GCCs are assigned a geographic AOR by the President with the advice of the SecDef as 
specified in the UCP.  Functional CCDRs support GCCs, conduct operations in direct support of 
the President or the SecDef normally in coordination with the GCC in whose AOR the operation 
will be conducted, and may be designated by the SecDef as the supported CCDR for an 
operation.  Unless otherwise directed by the President or the SecDef, the authority, direction, and 
control of the commander of a combatant command, with respect to the commands and the forces 
assigned to that command, are shown in Figure III-2. 
 


12.  Assigned Responsibilities 
 


a. The Commanders, US Central Command, US European Command, US Pacific 
Command, US Southern Command, and US Northern Command are each assigned a 
geographic AOR within which their missions are accomplished with assigned and/or 
attached forces.  Forces under the direction of the President or the SecDef may conduct 
operations from or within any geographic area as required for accomplishing assigned 
tasks, as mutually agreed by the CCDRs concerned or as specifically directed by the 
President or the SecDef.  Some responsibilities of these CCDRs are to: 


Giving authoritative direction to subordinate commands and forces necessary 
to carry out missions assigned to the command, including authoritative 
direction over all aspects of military operations, joint training, and logistics.


Prescribing the chain of command to the commands and forces within the 
command.


Organizing commands and forces within that command as necessary to carry 
out missions assigned to the command.


Employing forces within that command as necessary to carry out missions 
assigned to the command.


Assigning command functions to subordinate commanders.


Coordinating and approving those aspects of administration, support 
(including control of resources and equipment, internal organization, and 
training), and discipline necessary to carry out missions assigned to the 
command.


Exercising the authority with respect to selecting subordinate commanders, 
selecting combatant command staff, suspending subordinates, and convening 
courts-martial as delineated in Title 10, US Code, Section 164.


COMMON FUNCTIONS OF A COMBATANT COMMANDER


Figure III-2.  Common Functions of a Combatant Commander 







Functions of the Department of Defense and Its Major Components 


III-13 
 


(1) deter attacks against the United States, its territories, possessions and bases, 
and employ appropriate force should deterrence fail; 


 
(2) carry out assigned missions and tasks and plan for and executing military 


operations, as directed, in support of strategic guidance; 
 
(3) USPACOM and USSOUTHCOM will provide defense support to civil 


authorities as directed; 
 


b. The Commander, US Northern Command (CDRUSNORTHCOM) is responsible 
for: 
 


(1) providing defense support of civil authorities, as directed; 
 
(2) in coordination with US Strategic Command (USSTRATCOM), providing 


technical advice and assistance to geographic CCDRs conducting consequence management 
operations in response to chemical, biological, radiological, nuclear and high-yield 
explosives incidents outside its AOR (i.e., continental United States (CONUS), Alaska, 
Canada, Mexico, and the US approaches); 
 


(3) CDRUSNORTHCOM is also designated the Commander, US Element, North 
American Aerospace Defense Command (NORAD) and will normally be designated 
Commander, NORAD, a binational command of the US and Canada, responsible for 
aerospace warning and aerospace control for Canada, Alaska and the CONUS.  Through 
NORAD the commander answers to both the US and Canadian governments. 
 


(4) Planning for the binational Canada-US land and maritime defense of the 
Canada-US region. 


 
c. The Commander, US Joint Forces Command (CDRUSJFCOM) is responsible for:  


 
(1) leading joint concept development and experimentation; 
 
(2) serving as the lead joint force integrator, responsible for recommending changes 


in doctrine, organization, training, materiel, leadership and education, personnel, and facilities 
to integrate Service DOD agency, and interagency and multinational capabilities;  


 
(3) serving as the lead agent for joint force training;  
 
(4) leading the collaborative development of joint readiness standards for JTF 


headquarter (HQ) staffs, functional component HQ staffs, and HQ designated as potential 
joint HQ or portion thereof, for recommendation to CJCS;  


 
(5) serving as the primary joint force provider. 
 


d. CDRUSSOCOM is a functional CCDR who exercises COCOM of all Active and 
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RC SOF minus US Army Reserve civil affairs and PSYOP forces stationed in CONUS.  
When directed, CDRUSSOCOM provides US based SOF to a geographic CCDR who 
exercises COCOM of assigned and OPCON of attached SOF through a CDR of a theater 
SO command or a joint SO task force in a specific operational area or to prosecute SO in 
support of a theater campaign or other operations.  When directed, CDRUSSOCOM can 
establish and employ a joint SO task force as the supported CDR.  In a addition to functions 
specified in Title 10, USC, Section 167, CDRUSSOCOM is responsible to:  
 


(1) serve as the SOF joint force provider;  
 
(2) integrate and coordinate DOD PSYOP capabilities to enhance interoperability 


and support USSTRATCOM’s IO responsibilities and other CCDRs’ PSYOP planning and 
execution; 


 
(3) serve as the lead CCDR for planning, synchronizing, and as directed, 


executing global operations against terrorist networks in coordination with other CCDRs;  
 
(4) exercises C2 of selected SO missions as directed. 


 
e. The Commander, US Strategic Command is a functional CCDR who is 


responsible to: 
 


(1) maintain primary responsibility among CCDRs to support the national 
objective of strategic deterrence;  


 
(2) provide integrated global strike planning and C2 support of theater and 


national objectives, and exercising C2 of selected missions as directed; 
 
(3) plan, integrate, and coordinate global missile defense operations and support 


for missile defense; 
 
(4) plan, integrate, and coordinate intelligence, surveillance, and reconnaissance 


(ISR) in support of strategic and global operations to include tasking ISR capabilities in 
support of strategic employment as directed; 


 
(5) integrate and coordinate DOD IO that cross geographic AORs or across the 


core IO capabilities; 
 
(6) plan, integrate, and coordinate DOD global network operations; 
 
(7) serve as lead CCDR to integrate and synchronize combating WMD efforts for 


DOD;   
 
(8) plan and conduct space operations; 
 
(9)  synchronize planning for cyberspace operations. 
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f. The Commander, US Transportation Command (CDRUSTRANSCOM) is a 
functional CCDR who is responsible to:  
 


(1) Provide common-user and commercial air, land, and sea transportation, 
terminal management and aerial refueling to support global deployment, employment, 
sustainment, and redeployment of US forces; 


 
(2) Serve as the mobility joint force provider; 
 
(3) Provide DOD global patient movement, in coordination with geographic 


CCDRs, through the Defense Transportation Network; 
 
(4) Serve as the distribution process owner. 
 


For further detail concerning CCDRs’ assigned responsibilities, refer to the UCP. 
 
13.  Additional Authority 
 


If a CCDR at any time considers the CCDR’s authority, direction, or control with 
respect to any of the commands or forces assigned to the CCDR’s command to be 
insufficient to command effectively, the CCDR will promptly inform the SecDef through 
the CJCS. 
 
14.  Authority over Subordinate Commanders 
 


Unless otherwise directed by the President or the SecDef, commanders of the 
combatant commands exercise authority over subordinate CDRs as follows. 
 


a. Commanders of commands and forces assigned to a CCDR are under the authority, 
direction, and control of, and are responsible to, the CCDR on all matters for which the 
CCDR has been assigned authority as outlined in the UCP and Title 10, USC. 
 


b. The CDR of a command or force assigned to a CCDR will communicate with 
other elements of DOD on any matter for which the commander of the combatant command 
has been assigned authority in accordance with procedures, if any, established by the 
commander of the combatant command. 
 


c. Other elements of DOD will communicate with the commander of a command or 
force assigned to a CCDR on any manner for which the CCDR has been assigned authority 
in accordance with procedures, if any, established by the CCDR. 
 


d. The CDR of a subordinate command or force will advise the CCDR, if so directed, 
of all communications to and from other elements of the DOD on any matter for which the 
CCDR has not been assigned authority. 
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CHAPTER IV 
DOCTRINE FOR JOINT COMMAND AND CONTROL 


 


IV-1 


SECTION A.  COMMAND RELATIONSHIPS 
 
1.  General Principles 
 


a. Command.  Command is central to all military action, and unity of command is 
central to unity of effort.  Inherent in command is the authority that a military commander 
lawfully exercises over subordinates including authority to assign missions and 
accountability for their successful completion.  Although CDRs may delegate authority to 
accomplish missions, they may not absolve themselves of the responsibility for the 
attainment of these missions.  Authority is never absolute; the extent of authority is specified 
by the establishing authority, directives, and law. 
 


b. Unity of Command.  Unity of command means all forces operate under a single 
CDR with the requisite authority to direct all forces employed in pursuit of a common 
purpose.  Unity of effort, however, requires coordination and cooperation among all forces 
toward a commonly recognized objective, although they are not necessarily part of the same 
command structure.  During multinational operations and interagency coordination, unity of 
command may not be possible, but the requirement for unity of effort becomes paramount.  
Unity of effort — coordination through cooperation and common interests — is an essential 
complement to unity of command.  Unity of command requires that two CDRs may not 
exercise the same command relationship over the same force at any one time. 


 
c. Command and Staff.  JFCs are provided staffs to assist them in the decision 


making and execution process.  The staff is an extension of the CDR; its sole function is 
command support, and its authority is delegated to it by the CDR.  A properly trained and 
directed staff will free the CDR to devote more attention to directing subordinate CDRs and 
maintaining a picture of the situation as a whole.  The staff should be composed of the 
smallest number of qualified personnel who can do the job. 
 


(1) Chain of command is the succession of commanding officers from a superior 
to a subordinate through which command is exercised. 


 
(2) Staffing is the term used to describe the coordination that occurs between 


staffs at higher, adjacent, and subordinate headquarters.  These staff-to-staff contacts do not 
entail command relationships.  Higher headquarters staff officers exercise no independent 
authority over subordinate headquarters staffs, although staff officers normally respond to 
requests for information. 
 


“[My job is] to give the President and the Secretary of Defense military advice before 
they know they need it.” 


 
General John W Vessey Jr, US Army  
Chairman of the Joint Chiefs of Staff  


(18 June 1982-30 September 1985) 
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d. Levels of Authority.  The specific command relationship (COCOM, OPCON, 
TACON, and support) will define the level of authority a CDR has over assigned or attached 
forces.  A CDR can also have authority when coordinating authority, ADCON, and direct 
liaison authorized (DIRLAUTH) relationships have been specified.  An overview of 
command relationships is shown in Figure IV-1. 


2.  Command Relationships and Assignment and Transfer of Forces 
 


All forces under the jurisdiction of the Secretaries of the Military Departments (except 
those forces necessary to carry out the functions of the Military Departments as noted in 
Title 10, USC, Section 162) are assigned to combatant commands or CDR, US Element 
NORAD (USELEMNORAD) by the SecDef in the “Forces for Unified Commands” 
memorandum.  A force assigned or attached to a combatant command may be transferred 
from that command to another CCDR only when directed by the SecDef and under 
procedures prescribed by the SecDef and approved by the President.  The command 
relationship the gaining CDR will exercise (and the losing CDR will relinquish) will be 
specified by the SecDef.  Establishing authorities for subordinate unified commands and 
JTFs may direct the assignment or attachment of their forces to those subordinate 
commands and delegate the command relationship as appropriate (see Figure IV-2). 


COMMAND RELATIONSHIPS


Aid, assist, protect, 
or sustain another 
organization


Local direction and 
control of movements or 
maneuvers to accomplish 
mission


When
TACTICAL
CONTROL


is delegated


When
SUPPORT


relationship 
is delegated


Authoritative Direction for All Military Operations and 
Joint Training
Organize and Employ Commands and Forces
Assign Command Functions to Subordinates
Establish Plans and Requirements for Intelligence, 
Surveillance, and Reconnaissance Activities
Suspend Subordinate Commanders from Duty


When
OPERATIONAL


CONTROL
is delegated


Planning, Programming, Budgeting and Execution Process Input
Assignment of Subordinate Commanders
Relations with Department of Defense Agencies
Directive Authority for Logistics


Combatant Command (Command Authority)


(Unique to Combatant Commander)


Figure IV-1.  Command Relationships 
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a. The CCDR exercises COCOM over forces assigned or reassigned by the President 


or SecDef.  Forces are assigned or reassigned when the transfer of forces will be permanent 
or for an unknown period of time, or when the broadest level of C2 is required or desired.  
OPCON of assigned forces is inherent in COCOM and may be delegated within the 
combatant command by the CCDR.  Subordinate JFCs will exercise OPCON over assigned 
or reassigned forces.   
 


b. The CCDR normally exercises OPCON over forces attached by the SecDef.  
Forces are attached when the transfer of forces will be temporary.  Establishing authorities 
for subordinate unified commands and JTFs normally will direct the delegation of OPCON 
over forces attached to those subordinate commands. 
 


c. In accordance with the “Forces for Unified Commands” memorandum and the 
UCP, except as otherwise directed by the President or the SecDef, all forces operating 
within the geographic area assigned to a specific CCDR shall be assigned or attached to, and 
under the command of, that CCDR.  Transient forces do not come under the chain of 
command of the area CDR solely by their movement across operational area boundaries, 
except when the CCDR is exercising TACON for the purpose of force protection.  Unless 
otherwise specified by the SecDef, and with the exception of the United States Northern 
Command (USNORTHCOM) AOR, a CCDR has TACON for exercise purposes whenever 
forces not assigned to that CCDR undertake exercises in that CCDR’s AOR. 
 


COMMAND RELATIONSHIPS OVERVIEW


Forces, not command relationships, are transferred between commands.  
When forces are transferred, the command relationship the gaining 
commander will exercise (and the losing commander will relinquish) over 
those forces must be specified.


When transfer of forces to a joint force will be permanent (or for an unknown 
but long period of time) the forces should be reassigned.  Combatant 
commanders will exercise combatant command (command authority)  and 
subordinate joint force commanders (JFCs), 


 will exercise operational control (OPCON) over 
reassigned forces.


When transfer of forces to a joint force will be temporary, the forces will be 
attached to the gaining command and JFCs, normally through the Service 
component commander,  will exercise OPCON over the attached forces.


Establishing authorities for subordinate unified commands and joint task 
forces direct the assignment or attachment of their forces to those
subordinate commands as appropriate.


 normally through the Service 
component commander,


     
   


Figure IV-2.  Command Relationships Overview 
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3.  Combatant Command (Command Authority) 
 


COCOM is the command authority over assigned forces vested only in the 
commanders of combatant commands by Title 10, USC, Section 164 (or as directed by the 
President in the UCP) and cannot be delegated or transferred. 
 


a. Basic Authority.  COCOM is the authority of a CCDR to perform those functions of 
command over assigned forces involving organizing and employing commands and forces, 
assigning tasks, designating objectives, and giving authoritative direction over all aspects of 
military operations, joint training (or in the case of USSOCOM, training of assigned forces), 
and logistics necessary to accomplish the missions assigned to the command.  COCOM 
should be exercised through the CDRs of subordinate organizations.  Normally, this authority 
is exercised through subordinate JFCs and Service and/or FCCs functional component 
commander.  COCOM provides full authority to organize and employ commands and forces 
as the CCDR considers necessary to accomplish assigned missions. 
 


b. Unless otherwise directed by the President or the SecDef, the authority, direction, 
and control of the CCDR with respect to the command of forces assigned to that command 
includes the following: 
 


(1) Exercise or delegate OPCON, TACON, and establish support relationships 
among subordinate CDRs over assigned or attached forces, and designate coordinating 
authorities, as described in subparagraphs (8), (9), and (10) below. 


 
(2) Exercise directive authority for logistic matters (or delegate directive authority 


for a common support capability). 
 
(3) Prescribe the chain of command to the commands and forces within the 


command. 
 
(4) Employ forces within that command as necessary to carry out missions 


assigned to the command. 
 
(5) Assign command functions to subordinate CDRs. 
 
(6) Coordinate and approve those aspects of administration and support, and 


discipline necessary to carry out missions assigned to the command. 
 
(7) Give authoritative direction to subordinate commands and forces necessary to 


carry out missions assigned to the command, including authoritative direction over all 
aspects of military operations, joint training, and logistics. 


 
(8) Coordinate with other CCDRs, USG agencies, and organizations of other 


countries regarding matters that cross the boundaries of geographic areas specified in the 
UCP and inform USG agencies or organizations of other countries in the AOR, as 
necessary, to prevent both duplication of effort and lack of adequate control of operations in 
the delineated areas. 
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(9) Unless otherwise directed by the SecDef, function as the US military single 
point of contact and exercise directive authority over all elements of the command in 
relationships with other combatant commands, DOD elements, US diplomatic missions, 
other US agencies, and organizations of other countries in the AOR.  Whenever a CCDR 
conducts exercises, operations, or other activities with the military forces of nations in 
another CCDR’s AOR, those exercises, operations, and activities and their attendant 
command relationships will be mutually agreed to between the CCDRs. 
 


(10) Determine those matters relating to the exercise of COCOM in which 
subordinates must communicate with agencies external to the combatant command through 
the CCDR. 
 


(11) Establish personnel policies to ensure proper and uniform standards of 
military conduct. 
 


(12) Submit recommendations through the CJCS to the SecDef concerning the 
content of guidance affecting the strategy and/or fielding of joint forces. 
 


(13) Participate in the Planning, Programming, Budgeting, and Execution process 
as follows. 
 


(a) Submit to the CJCS comments and recommendations to be used in 
planning the proposed DOD policy, strategy, and force guidance for programming. 
 


(b) Provide guidance to subordinate commands and components on 
warfighting requirements and priorities for addressing their program and budget requests to 
the respective Military Departments. 
 


(c) Provide an integrated priority list of essential warfighting requirements 
prioritized across Service and functional lines for consideration by the Secretaries of the 
Military Departments, CDRUSSOCOM, the CJCS, and the SecDef in developing the DOD 
program and budget. 
 


(d) Review reports from subordinate component CDRs on the degree to which 
their program and budget requests meet the warfighting requirements of the command.  
CCDRs will communicate directly with the Secretaries of the Military Departments, 
CDRUSSOCOM, the CJCS, and the SecDef through the CJCS concerning their assessments of 
operational capability deficiencies associated with program and budget requests. 
 


(e) Review and provide comments and recommendations on the degree to 
which Service and DOD agencies’ programs satisfy warfighting requirements to the CJCS 
and the SecDef through the CJCS. 
 


(f) Assess the impact of OSD program and budget decisions and provide 
recommendations to the CJCS and the SecDef through the CJCS. 
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(g) As directed by the SecDef, prepare and submit budget proposals to the 
CJCS for activities of the command. 
 


(14) Participate in the Joint Strategic Planning System and the Joint Operation 
Planning and Execution System (JOPES).  CCDRs’ comments are critical to ensuring that 
warfighting and peacetime operational concerns are emphasized in all planning documents. 
 


(15) Concur in the assignment (or recommendation for assignment) of officers as 
CDRs directly subordinate to the CCDR and to positions on the combatant command staff.  
Suspend from duty and recommend reassignment, when appropriate, of any subordinate 
officer assigned to the combatant command. 
 


(16) Convene general courts-martial in accordance with the Uniform Code of 
Military Justice (UCMJ). 
 


(17) In accordance with laws and national and DOD policies, establish plans, 
policies, programs, priorities, and overall requirements for the C2, communications system, 
and ISR activities of the command. 
 


c. When directed in the UCP or otherwise authorized by the SecDef, the CDR of US 
elements of a multinational command may exercise COCOM of those US forces assigned to 
that command (e.g., USELEMNORAD). 
 


d. Directive Authority for Logistics.  CCDRs exercise directive authority for logistics 
and may delegate directive authority for a common support capability.  The CCDR may 
delegate directive authority for as many common support capabilities to a subordinate JFC 
as required to accomplish the subordinate JFC’s assigned mission.  For some commodities 
or support services common to two or more Services, one Service may be given 
responsibility for management based on DOD EA designations or inter-Service support 
agreements.  However, the CCDR must formally delineate this delegated directive authority 
by function and scope to the subordinate JFC or Service component commander.  The 
exercise of directive authority for logistics by a CCDR includes the authority to issue 
directives to subordinate CDRs, including peacetime measures necessary to ensure the 
following:  effective execution of approved OPLANs; effectiveness and economy of 
operation; and prevention or elimination of unnecessary duplication of facilities and 
overlapping of functions among the Service component commands.  CCDRs will coordinate 
with appropriate Services before exercising directive authority for logistics or delegate 
authority for subordinate CDRs to exercise common support capabilities to one of their 
components. 
 


(1) A CCDR’s directive authority does not: 
 


(a) Discontinue Service responsibility for logistic support; 
 


(b) Discourage coordination by consultation and agreement; or 
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(c) Disrupt effective procedures or efficient use of facilities or organizations. 
 


(2) Unless otherwise directed by the SecDef, the Military Departments and 
Services continue to have responsibility for the logistic support of their forces assigned or 
attached to joint commands, subject to the following guidance. 
 


(a) Under peacetime conditions, the scope of the logistic authority exercised 
by the commander of a combatant command will be consistent with the peacetime 
limitations imposed by legislation, DOD policy or regulations, budgetary considerations, 
local conditions, and other specific conditions prescribed by the SecDef or the CJCS.  
Where these factors preclude execution of a CCDR’s directive by component CDRs, the 
comments and recommendations of the CCDR, together with the comments of the 
component CDR concerned, normally will be referred to the appropriate Military 
Department for consideration.  If the matter is not resolved in a timely manner with the 
appropriate Military Department, it will be referred by the CCDR, through the CJCS, to the 
SecDef. 
 


(b) Under crisis action, wartime conditions, or where critical situations make 
diversion of the normal logistic process necessary, the logistic authority of CCDRs enables 
them to use all facilities and supplies of all forces assigned to their commands as necessary 
for the accomplishment of their missions.  The President or SecDef may extend this 
authority to attached forces when transferring those forces for a specific mission and should 
specify this authority in the establishing directive or order.  Joint logistic doctrine and policy 
developed by the CJCS establishes wartime logistic support guidance to assist the CCDR in 
conducting successful joint operations. 


 
For further information on logistic support refer to JP 4-0, Joint Logistic Support. 
 


(3) A CCDR will exercise approval authority over Service logistic programs (base 
adjustments, force basing, and other aspects, as appropriate) within the command’s AOR 
that will have a significant impact on operational capability or sustainability.  When the 
CCDR does not concur with a proposed Service logistic program action and coordination 
between the CCDR and the Service Chief fails to result in an arrangement suitable to all 
parties, the CCDR may forward the issue through the CJCS to the SecDef for resolution. 
 
4.  Operational Control 
 


OPCON is the command authority that may be exercised by CDRs at any echelon at or 
below the level of combatant command and may be delegated within the command.  When 
forces are transferred between combatant commands, the command relationship the gaining 
CDR will exercise (and the losing CDR will relinquish) over these forces must be specified 
by the SecDef.  
 


a. Basic Authority.  OPCON is inherent in COCOM and is the authority to perform 
those functions of command over subordinate forces involving organizing and employing 
commands and forces, assigning tasks, designating objectives, and giving authoritative 
direction necessary to accomplish the mission.  OPCON includes authoritative direction 
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over all aspects of military operations and joint training necessary to accomplish missions 
assigned to the command.  It should be exercised through the CDRs of subordinate 
organizations; normally, this authority is exercised through subordinate JFCs and Service 
and/or FCCs functional component commanders.  OPCON normally provides full authority 
to organize commands and forces and employ those forces as the commander considers 
necessary to accomplish assigned missions.  It does not include authoritative direction for 
logistics or matters of administration, discipline, internal organization, or unit training.  
These elements of COCOM must be specifically delegated by the CCDR.  OPCON does 
include the authority to delineate functional responsibilities and operational areas of 
subordinate JFCs. 
 


b. CDRs of subordinate commands, including JTFs, normally will be given OPCON 
of assigned or attached forces by the superior CDR. 
 


c. OPCON conveys the authority for the following. 
 


(1) Exercise or delegate OPCON and TACON, establish support relationships 
among subordinates, and designate coordinating authorities. 
 


(2) Give direction to subordinate commands and forces necessary to carry out 
missions assigned to the command, including authoritative direction over all aspects of 
military operations and joint training. 


 
(3) Prescribe the chain of command to the commands and forces within the 


command. 
 
(4) Organize subordinate commands and forces within the command as necessary 


to carry out missions assigned to the command. 
 
(5) Employ forces within the command, as necessary, to carry out missions 


assigned to the command. 
 
(6) Assign command functions to subordinate CDRs. 


 
(7) Plan for, deploy, direct, control, and coordinate the actions of subordinate 


forces. 
 
(8) Establish plans, policies, priorities, and overall requirements for the ISR 


activities of the command. 
 
(9) Conduct joint training and joint training exercises required to achieve effective 


employment of the forces of the command, in accordance with joint doctrine established by 
the CJCS, and establish training policies for joint operations required to accomplish the 
mission.  This authority also applies to forces attached for purposes of joint exercises and 
training. 
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(10) Suspend from duty and recommend reassignment of any officer assigned to 
the command. 


 
(11) Assign responsibilities to subordinate CDRs for certain routine operational 


matters that require coordination of effort of two or more CDRs. 
 
(12) Establish an adequate system of control for local defense and delineate such 


operational areas for subordinate CDRs as deemed desirable. 
 
(13) Delineate functional responsibilities and geographic operational areas of 


subordinate CDRs. 
 


d. The SecDef may specify adjustments to accommodate authorities beyond OPCON 
in an establishing directive when forces are transferred between CCDRs or when members 
and/or organizations are transferred from the Military Departments to a combatant 
command.  Adjustments will be coordinated with the participating CCDRs. 
 
5.  Tactical Control 
 


TACON is the command authority over assigned or attached forces or commands, or 
military capability or forces made available for tasking, that is limited to the detailed 
direction and control of movements or maneuvers within the operational area necessary to 
accomplish assigned missions or tasks. 
 


a. Basic Authority.  TACON is inherent in OPCON and may be delegated to and 
exercised by CDRs at any echelon at or below the level of combatant command.  When 
forces are transferred between CCDRs, the command relationship the gaining CDR will 
exercise (and the losing CDR will relinquish) over those forces must be specified by the 
SecDef. 
 


b. TACON provides the authority to: 
 


(1) Give direction for military operations; and 
 


(2) Control designated forces (e.g., ground forces, aircraft sorties, missile 
launches, or satellite payload management). 
 


c. TACON provides sufficient authority for controlling and directing the application 
of force or tactical use of combat support assets within the assigned mission or task.  
TACON does not provide organizational authority or authoritative direction for 
administrative and logistic support; the CDR of the parent unit continues to exercise these 
authorities unless otherwise specified in the establishing directive. 
 


d. Functional component CDRs typically exercise TACON over military capability or 
forces made available to the functional component for tasking. 
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6.  Support 
 


Support is a command authority.  A support relationship is established by a superior 
CDR between subordinate CDRs when one organization should aid, protect, complement, or 
sustain another force. 
 


a. Basic Authority.  Support may be exercised by CDRs at any echelon at or below 
the combatant command level.  This includes the SecDef designating a support relationship 
between CCDRs as well as within a combatant command.  The designation of supporting 
relationships is important as it conveys priorities to CDRs and staffs that are planning or 
executing joint operations.  The support command relationship is, by design, a somewhat 
vague but very flexible arrangement.  The establishing authority (the common superior 
CDR) is responsible for ensuring that both the supported CDR and supporting CDRs 
understand the degree of authority that the supported CDR is granted. 
 


b. The supported CDR should ensure that the supporting CDRs understand the 
assistance required.  The supporting CDRs will then provide the assistance needed, subject 
to a supporting CDR’s existing capabilities and other assigned tasks.  When a supporting 
CDR cannot fulfill the needs of the supported CDR, the establishing authority will be 
notified by either the supported CDR or a supporting CDR.  The establishing authority is 
responsible for determining a solution. 
 


c. An establishing directive normally is issued to specify the purpose of the support 
relationship, the effect desired, and the scope of the action to be taken.  It also should 
include: 
 


(1) The forces and resources allocated to the supporting effort; 
 


(2) The time, place, level, and duration of the supporting effort; 
 


(3) The relative priority of the supporting effort; 
 


(4) The authority, if any, of the supporting CDR to modify the supporting effort in 
the event of exceptional opportunity or an emergency; and 
 


(5) The degree of authority granted to the supported CDR over the supporting 
effort. 
 


d. Unless limited by the establishing directive, the supported CDR will have the 
authority to exercise general direction of the supporting effort.  General direction includes 
the designation and prioritization of targets or objectives, timing and duration of the 
supporting action, and other instructions necessary for coordination and efficiency. 
 


e. The supporting CDR determines the forces, tactics, methods, procedures, and 
communications to be employed in providing this support.  The supporting CDR will advise 
and coordinate with the supported CDR on matters concerning the employment and 
limitations (e.g., logistics) of such support, assist in planning for the integration of such 







Doctrine For Joint Command And Control 


IV-11 
 


support into the supported CDR’s effort as a whole, and ensure that support requirements 
are appropriately communicated within the supporting CDR’s organization. 
 


f. The supporting CDR has the responsibility to ascertain the needs of the supported 
force and take action to fulfill them within existing capabilities, consistent with priorities 
and requirements of other assigned tasks. 
 


g. Several categories of support have been defined to better characterize the support 
that should be given.  For example, land forces that provide fires normally are tasked in a 
direct support role.   
 
For further information, see Appendix B, Establishing Directive (Support Relationship) 
Considerations. 
 
7.  Categories of Support 
 


There are four defined categories of support that a CCDR may direct over assigned or 
attached forces to ensure the appropriate level of support is provided to accomplish mission 
objectives.  These include general support, mutual support, direct support, and close support.  
Figure IV-3 summarizes each of the categories of support.  The establishing directive will 
specify the type and extent of support the specified forces are to provide. 


CATEGORIES OF SUPPORT


GENERAL SUPPORT
That support which is given to the supported force as a whole 
rather than to a particular subdivision thereof.


MUTUAL SUPPORT
That support which units render each other against an enemy 
because of their assigned tasks, their position relative to each 
other and to the enemy, and their inherent capabilities.


DIRECT SUPPORT
A mission requiring a force to support another specific force and 
authorizing it to answer directly to the supported force's request 
for assistance.


CLOSE SUPPORT
That action of the supporting force against targets or objectives 
that are sufficiently near the supported force as to require 
detailed integration or coordination of the supporting action with 
the fire, movement, or other actions of the supported force.


 
Figure IV-3.  Categories of Support 







Chapter IV 


IV-12  JP 1 


8.  Support Relationships Between Combatant Commanders 
 


a. The SecDef establishes support relationships between the CCDRs for the planning 
and execution of joint operations.  This ensures that the tasked CCDR(s) receives the 
necessary support.  A supported CCDR requests capabilities, tasks supporting DOD 
components, coordinates with the appropriate Federal agencies (where agreements have 
been established), and develops a plan to achieve the common goal.  As part of the team 
effort, supporting CCDRs provide the requested capabilities, as available, to assist the 
supported CCDR to accomplish missions requiring additional resources. 
 


b. The CJCS organizes the joint planning and execution community for joint 
operation planning to carry out support relationships between the combatant commands.  
The supported CCDR has primary responsibility for all aspects of an assigned task.  
Supporting CCDRs provide forces, assistance, or other resources to a supported CCDR.  
Supporting CCDRs prepare supporting plans as required.  Under some circumstances, a 
CCDR may be a supporting CCDR for one operation while being a supported CCDR for 
another. 


 
9.  Support Relationships Between Component Commanders 
 


a. The JFC may establish support relationships between component CDRs to 
facilitate operations.  Support relationships afford an effective means to prioritize and ensure 
unity of effort for various operations.  Component CDRs should establish liaison with other 
component CDRs to facilitate the support relationship and to coordinate the planning and 
execution of pertinent operations.  Support relationships may change across phases of an 
operation as directed by the establishing authority. 


 
b. When the commander of a Service component is designated as an FCC functional 


component commander, the associated Service component responsibilities for assigned or 
attached forces are retained, but are not applicable to forces made available by other Service 
components.  The operational requirements of the functional component CDR’s subordinate 
forces are prioritized and presented to the JFC by the functional component CDR, relieving 
the affected Service component CDRs of this responsibility, but the affected Service 
component CDRs are not relieved of their administrative and support responsibilities. 
 


c. In rare situations, a supporting component CDR may be supporting two or more 
supported CDRs.  In these situations, there must be clear understanding among all parties, 
and a specification in the establishing directive, as to who supports whom, when, and with 
what prioritization.  When there is a conflict over prioritization between component CDRs, 
the CCDR having COCOM of the component CDRs will have final adjudication. 
 
10.  Other Authorities 
 


Other authorities outside the command relationships delineated above are described 
below. 
 


a. Administrative Control.  ADCON is the direction or exercise of authority over 
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subordinate or other organizations with respect to administration and support, including 
organization of Service forces, control of resources and equipment, personnel management, 
logistics, individual and unit training, readiness, mobilization, demobilization, discipline, 
and other matters not included in the operational missions of the subordinate or other 
organizations.  ADCON is synonymous with administration and support responsibilities 
identified in Title 10, USC.  This is the authority necessary to fulfill Military Department 
statutory responsibilities for administration and support.  ADCON may be delegated to and 
exercised by CDRs of Service forces assigned to a CCDR at any echelon at or below the 
level of Service component command.  ADCON is subject to the command authority of 
CCDRs.  ADCON may be delegated to and exercised by CDRs of Service commands 
assigned within Service authorities.  Service CDRs exercising ADCON will not usurp the 
authorities assigned by a CCDR having COCOM over CDRs of assigned Service forces. 
 


b. Coordinating Authority.  CDRs or individuals may exercise coordinating authority 
at any echelon at or below the level of combatant command.  Coordinating authority is the 
authority delegated to a CDR or individual for coordinating specific functions and activities 
involving forces of two or more Military Departments, two or more joint force components, 
or two or more forces of the same Service (e.g., joint security coordinator exercises 
coordinating authority for joint security area operations among the component CDRs).  
Coordinating authority may be granted and modified through a memorandum of agreement 
to provide unity of command and unity of effort for operations involving, RC, and AC 
forces engaged in interagency activities.  The CDR or individual has the authority to require 
consultation between the agencies involved but does not have the authority to compel 
agreement.  The common task to be coordinated will be specified in the establishing 
directive without disturbing the normal organizational relationships in other matters.  
Coordinating authority is a consultation relationship between CDRs, not an authority by 
which command may be exercised.  It is more applicable to planning and similar activities 
than to operations.  Coordinating authority is not in any way tied to force assignment.  
Assignment of coordinating authority is based on the missions and capabilities of the 
commands or organizations involved. 
 


c. Direct Liaison Authorized.  DIRLAUTH is that authority granted by a CDR (any 
level) to a subordinate to directly consult or coordinate an action with a command or agency 
within or outside of the granting command.  DIRLAUTH is more applicable to planning 
than operations and always carries with it the requirement of keeping the CDR granting 
DIRLAUTH informed.  DIRLAUTH is a coordination relationship, not an authority through 
which command may be exercised. 
 
11.  Command of National Guard and Reserve Forces 
 


a. All National Guard and reserve forces (except those forces specifically exempted) 
are assigned by the SecDef to the combatant commands under the authority provided in 
Title 10, USC, Sections 162 and 167, as indicated in the “Forces for Unified Commands” 
memorandum.  However, those forces are available for operational missions only when 
mobilized for specific periods in accordance with the law, or when ordered to active duty 
and after being validated for employment by their parent Service. 
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b. The authority CCDRs may exercise over assigned RC forces when not on active 
duty or when on active duty for training is training and readiness oversight (TRO).  CCDRs 
normally will exercise TRO over assigned forces through the Service component 
commanders.  TRO includes the authority to: 
 


(1) Provide guidance to Service component commanders on operational 
requirements and priorities to be addressed in Military Department training and readiness 
programs; 
 


(2) Comment on Service component program recommendations and budget 
requests; 
 


(3) Coordinate and approve participation by assigned RC forces in joint exercises 
and other joint training when on active duty for training or performing inactive duty for 
training; 
 


(4) Obtain and review readiness and inspection reports on assigned RC forces; and 
 


(5) Coordinate and review mobilization plans (including post-mobilization training 
activities and deployability validation procedures) developed for assigned RC forces. 
 


c. Unless otherwise directed by the SecDef, the following applies. 
 


(1) Assigned RC forces on active duty (other than for training) may not be 
deployed until validated by the parent Service for deployment. 
 


(2) CCDRs may employ RC forces assigned to their subordinate component 
CDRs in contingency operations only when the forces have been mobilized for specific 
periods in accordance with the law, or when ordered to active duty and after being 
validated for employment by their parent Service.   


 
(3) RC forces on active duty for training or performing inactive-duty training may 


be employed in connection with contingency operations only as provided by law, and when 
the primary purpose is for training consistent with their mission or specialty. 
 


d. CCDRs will communicate with assigned RC forces through the Military 
Departments when the RC forces are not on active duty or when on active duty for training. 
 


e. CCDRs may inspect assigned RC forces in accordance with DODD 5106.4, 
Combatant Command Inspectors General, when such forces are mobilized or ordered to 
active duty (other than for training). 
 


f. CDRUSSOCOM will exercise additional authority for certain functions for assigned 
RC forces and for all SOF assigned to other combatant commands in accordance with the 
current MOAs between CDRUSSOCOM and the Secretaries of the Military Departments. 
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SECTION B.  COMMAND AND CONTROL OF JOINT FORCES 
 
12.  Background 
 


Command is the most important function undertaken by a JFC.  It is the exercise of 
authority and direction by a properly designated CDR over assigned and attached forces.  C2 is 
the means by which a JFC synchronizes and/or integrates joint force activities in order to 
achieve unity of command.  C2 ties together all the operational functions and tasks, and applies 
to all levels of war and echelons of command across the range of military operations. 
 
13.  Command and Control Fundamentals 
 


C2 enhances the CDR’s ability to make sound and timely decisions and successfully 
execute them.  Unity of effort over complex operations is made possible through 
decentralized execution of centralized, overarching plans.  Advances in information systems 
and communications may enhance the situational awareness (SA) and understanding of 
tactical CDRs, subordinate JFCs, CCDRs, and even the national leadership.  These 
technological advances increase the potential for superiors, once focused solely on strategic 
and operational decision making, to assert themselves at the tactical level.  While this will be 
their prerogative, decentralized execution remains a basic C2 tenet of joint operations.  The 
level of control used will depend on the nature of the operation or task, the risk or priority of 
its success, and the associated comfort level of the CDR. 
 


a. Tenets.  Unity of command is strengthened through adherence to the following C2 
tenets. 
 


(1) Clearly Defined Authorities, Roles, and Relationships.  Effective C2 of joint 
operations begins by establishing unity of command through the designation of a JFC with 
the requisite authority to accomplish assigned tasks using an uncomplicated chain of 
command.  It is essential for the JFC to ensure that subordinate CDRs, staff principals, and 
leaders of C2 nodes (e.g., IO cell, joint movement center) understand their authorities, their 
role in decision making and controlling, and their relationships with others.  The assignment 
of responsibilities and the delegation of authorities foster initiative and speed the C2 
process.  Joint force staff principals must understand that their primary role is to provide 
sufficient, relevant information to enhance SA and understanding for the JFC and for 
subordinate CDRs.  Once a decision is made, CDRs depend on their staffs to communicate 
the decision to subordinates in a manner that quickly focuses the necessary capabilities 
within the command to achieve the CDR’s intent.  The CDR should give the staff the 
authority to make routine decisions within the constraints of the CDR’s intent while 
conducting operations.  Appropriate application of the command relationships discussed 
previously in Section A, will help ensure that the requisite amount of control is applied 
while enabling sufficient latitude for decentralized execution.  Additionally, commander-
staff and staff-staff relationships must be developed through training to promote the 
understanding of all regarding the direction and/or support required. 
 


(2) Information Management.  Control and appropriate sharing of information is a 
prerequisite to maintaining effective C2.  Identifying, requesting, receiving, tracking, and 
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sharing the needed information ensures that decision makers make informed, timely 
decisions.  This requires efficient use of people, procedures, and systems to keep the CDRs 
and staffs from being overwhelmed by information.  The commander’s critical information 
requirements (CCIRs) must be made known, and development of an information 
management plan is necessary to address appropriate vertical and horizontal information 
flow, including common operational picture (COP) criteria.  Action officers and decision 
makers need to be aware of the processes and procedures to be able to effectively use 
available system capabilities to share pertinent information based on the rule of sharing as 
the default and withholding as an exception. 


 
(3) Communication.  Because JFCs seek to minimize restrictive control measures and 


detailed instructions, they must find effective and efficient ways to create cooperation and 
compliance.  Commander’s intent fosters communication and understanding with all 
subordinates.  This common understanding builds teamwork and mutual trust.  Two joint C2 
constructs that ensure implicit communication are the commander’s intent and mission statement. 
 


(a) Commander’s intent represents a unifying idea that allows decentralized 
execution within centralized, overarching guidance.  It is a clear and concise expression of 
the purpose of the operation and the military end state.  It provides focus to the staff and 
helps subordinate and supporting CDRs take actions to achieve the military end state 
without further orders, even when operations do not unfold as planned.   


 
(b) JFCs use mission-type orders to decentralize execution.  Mission-type 


orders direct a subordinate to perform a certain task without specifying how to accomplish 
it.  Within these orders, the actual mission statement should be a short sentence or paragraph 
that describes the organization’s essential task (or tasks) and purpose — a clear statement of 
the action to be taken and the reason for doing so.  The senior leaves the details of execution 
to the subordinate, allowing the freedom — and the obligation — to take whatever steps are 
necessary to deal with the changing situation.  This freedom of action encourages the 
initiative at lower levels. 
 


(4) Timely Decision Making.  With well-defined CCIRs, effective COP 
management, and establishing clear objectives, the JFC can make timely and effective 
decisions to get inside the adversary’s decision and execution cycle.  Doing so generates 
confusion and disorder and slows an adversary’s decision making.  The CDR who can 
gather information and make better decisions faster will generate a quicker tempo of 
operations and gain a decided military advantage.  Consequently, decision making models 
and procedures must be flexible and allow abbreviation should the situation warrant it.  
Adoption of a decision aid(s) offers the CDR and staff a method(s) for maintaining SA of 
the ongoing operation as well as identifying critical decision points where the CDR’s action 
may be required to maintain force momentum. 
 


(5) Coordination Mechanisms.  Coordination mechanisms facilitate integration, 
synchronization, and synergistic interaction among joint force components.  Coordinating 
mechanisms can include: agreements, memoranda of understanding, exchange and/or liaison 
officers, direct and integrated staffing, interoperable communications systems, information 
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sharing, exercises and plan development.  Integration is achieved through joint operation 
planning and the skillful assimilation of forces, capabilities, and systems to enable their 
employment in a single, cohesive operation rather than a set of separate operations.  A 
synchronization matrix may be employed to visually portray critical actions that must be 
accomplished by multiple elements of the joint force.  Coordination is facilitated through the 
exchange of liaisons and interoperable communications systems.  These mechanisms provide 
the JFC with a linkage to the joint force staff and subordinate commands’ activities, and works 
to execute plans and coordinate changes required by the unfolding situation.  In interagency 
and/or multinational environments where unity of command may not be possible, unity of 
effort may be achieved through effective coordination, exchange of liaisons, and interoperable 
communications and/or common operating systems.  Constant coordination and cooperation 
between the combatant command and component staffs — and with other combatant 
commands — is a prerequisite for ensuring timely command awareness. 
 


(6) Battle Rhythm Discipline.  A command headquarters battle rhythm is its daily 
operations cycle for briefings, meetings, and reporting requirements.  A battle rhythm is 
essential to support decision making, staff actions, and higher headquarters information 
requirements and to manage the dissemination of decisions and information in a coordinated 
manner.  A defined battle rhythm should be based on the information needs requirements of 
the CCDR, subordinates, and senior commands.  It must be designed to minimize the time 
the CDR and key staff members spend attending meetings and listening to briefings—it 
must allow the staff and subordinate CDRs time to plan, communicate with the CDR, and 
direct the activities of their subordinates.  The battle rhythms of the joint and component 
headquarters should be synchronized and take into account multiple time zones and other 
factors.  Other planning, decision, and operating cycles or processes (intelligence, targeting, 
and air tasking order) influence the joint force headquarters battle rhythm.  Further, meetings 
of the necessary boards, bureaus, centers, cells, and working groups must be synchronized.  
Consequently, key members of the joint force staff, components, and supporting agencies 
should participate in the development of the joint force headquarters battle rhythm.  Those 
participants must consider the battle rhythm needs of higher, lower, lateral, and adjacent 
commands when developing the joint force headquarters battle rhythm. 
 


(a) Simple, focused displays of information delivered in a disciplined way 
are necessary.  Information displayed or discussed should be mission-related.  The attention 
of the JFC and joint staff is pulled both from above, by requirements from seniors, and from 
below, by the needs of component CDRs and their staffs.  These requirements must also be 
integrated into the activities of the JFC, but must not be allowed to dominate JFC actions.  
Technology offers a means to reduce the time required for conducting these essential C2 
events.  For example, video teleconferencing and other collaborative communication tools 
are common methods used in many headquarters to conduct scheduled and unscheduled 
meetings and conferences that include a wide range of key participants. 
 


(b) The JFC and staff must be sensitive to the battle rhythm of subordinate 
organizations.  Component CDRs also need information to function properly within their 
own decision cycles.  The JFC should establish and require adherence to norms that increase 
the speed of the component CDRs’ decision cycles. 
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(7) Responsive, Dependable, and Interoperable Support Systems.  ISR, space-
based, and communications systems must be responsive and dependable in real time to 
provide the JFC with accurate, timely, relevant, and adequate information.  Linking support 
systems that possess commonality, compatibility, and standardization to the greatest extent 
possible will contribute to a higher state of interoperability and thus C2 utility.  Integrating 
the support systems of multinational and other agency partners also must be considered. 
 


(8) SA.  The primary objective that the staff seeks to attain for the commander and 
for subordinate CDRs is SA — a prerequisite for CDRs anticipating opportunities and 
challenges.  True situational understanding should be the basis for all decision makers.  
Knowledge of friendly capabilities and adversary capabilities, intentions, and likely COAs 
enables CDRs to focus joint efforts where they best and most directly contribute to achieving 
objectives.  Further, the JFC’s situational awareness must be broad to include the actions and 
intentions of multinational partners, civilian agencies, adjacent commands, higher 
headquarters, HN authorities, and nongovernmental organizations. 
 


(9) Mutual Trust.  Decentralized execution, operating within the JFC’s intent, and 
mission-type orders capitalize on the initiative of subordinate CDRs.  However, for these 
methods to work within a joint force and, indeed, for the joint force to function at all, there 
must be a high degree of mutual trust.  Trust among the CDRs and staffs in a joint force 
expands the JFC’s options and enhances flexibility, agility, and the freedom to take the 
initiative when conditions warrant.  The JFC trusts the chain of command, leaders, and staffs 
to use the authority delegated to them to fulfill their responsibility for mission 
accomplishment; and the joint force trusts the JFC to use component capabilities 
appropriately.  Mutual trust results from honest efforts to learn about and understand the 
capabilities that each member brings to the joint force, demonstrated competence, and 
planning and training together. 
 


b. Decision-making Model.  JOPES is essentially the “model” used by the joint 
community to help the President and the SecDef decide when, where, and how to commit 
US military capabilities in response to a foreseen contingency or an unforeseen crisis.  
JOPES is the principal DOD system for translating policy decisions into OPLANS and 
orders in order to make the most effective use of US military capabilities and to meet US 
requirements for the employment of military forces.  JOPES includes contingency and crisis 
action planning processes.  It guides US military action during crises and transition to 
operations through rapid, coordinated planning and implementation of plans.  The JOPP is a 
less formal but proven analytical process, which provides a methodical approach to planning 
at any organizational level and at any point before and during joint operations.  JOPES and 
JOPP share the same basic approach and problem solving elements, such as mission analysis 
and COA development.  Joint operation planning normally begins with or during 
contingency planning and continues through crisis action planning until accomplishment of 
the strategic objectives(s).  The combination of JOPES and JOPP, whether for a limited 
contingency or a campaign, promotes coherent planning and sound decision making across 
all levels of war, command echelons, and joint operation phases. 
 
For further guidance on joint operation and campaign planning, refer to JP 5-0, Joint 
Operation Planning. 
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14.  Organization for Joint Command and Control 
 


Component and supporting commands’ organizations and capabilities must be 
integrated into a joint organization that enables effective and efficient joint C2.  The C2 
structure is centered on the JFC’s mission and CONOPS; available forces and capabilities; 
and joint force staff composition, capabilities, location, and facilities.  The JFC should be 
guided in this effort by the following principles. 
 


a. Simplicity.  Unity of command must be maintained through an unambiguous chain 
of command, well-defined command relationships, and clear delineation of responsibilities 
and authorities.  The JFC staff does not have direct authority over any subordinate CDR’s 
staffs.  The component staffs work solely for the component commander. 
 


b. Span of Control.  The desired reach of the JFC’s authority and direction over assigned 
or attached forces will vary depending on the mission and the JFC’s ability to C2 the actions 
required.  Span of control is based on many factors including the number of subordinates, 
number of activities, range of weapon systems, force capabilities, the size and complexity of 
the operational area, and the method used to control operations (centralized or decentralized). 
 


c. Unit Integrity.  Component forces should remain organized as designed and in the 
manner accustomed through training to maximize effectiveness.  The JFC may reorganize 
component units, if necessary.  However, these situations should be rare and any 
reorganization affecting the unit integrity of component forces should be done only after 
careful consultation and coordination with the component commander. 
 


d. Interoperability.  C2 capabilities within joint force headquarters, component 
commands, and other supporting commands must be interoperable to facilitate control of 
forces.  The simplest and most streamlined chain of command can be thwarted by an 
absence of interoperability among the components’ forces and systems.  This includes an 
emphasis on the use of joint doctrine development of ISR, communications systems, and 
logistic architectures; joint training and exercises; and establishment of a liaison structure 
that is consistent with joint guidance and policy. 
 
15.  Joint Command and Staff Process 
 


a. General.  The nature, scope, and tempo of military operations continually changes, 
requiring the CDR to make new decisions and take new actions in response to these 
changes.  This may be viewed as part of a cycle, which is repeated when the situation 
changes significantly.  The cycle may be deliberate or rapid, depending on the time 
available.  However, effective decision making and follow-through require that the basic 
process be understood by all CDRs and staff officers and adapted to the prevailing situation.  
Although the scope and details will vary with the level and function of the command, the 
purpose is constant: analyze the situation and need for action; determine the COA best 
suited for mission accomplishment; and carry out that COA, with adjustments as necessary, 
while continuing to assess the unfolding situation. 
 


b. Estimates, Decisions, and Directives.  These processes are iterative, beginning with 







Chapter IV 


IV-20  JP 1 (CH 1) 


the initial recognition that the situation has changed (e.g., change of mission, change in the 
friendly or adversary situation) requiring a new decision by the CDR.  The staff assembles 
available information regarding the adversary, friendly, and environmental situations and 
assists the CDR in analyzing the mission and devising COAs.  The staff then analyzes these 
COAs and the CDR makes a decision.  This decision identifies what the command is to do 
and becomes the “mission” paragraph of a plan or order.  An estimate process, as described 
in JP 5-0, Joint Operation Planning, may be used by CDRs and staffs during the preparation 
of estimates and directives.  Simulation and analysis capabilities can assist in correlation of 
friendly and adversary strengths and weaknesses, as well as in analysis of COAs. 
 


c. Follow-Through.  Having received and analyzed the mission, the CDR determines 
how it will be accomplished and directs subordinate CDRs to accomplish certain tasks that 
contribute to the common goal.  Then the CDR is responsible for carrying out the mission to 
successful conclusion, using supporting staff studies, coordination, and analysis relating to: 
 


(1) Supervision of the conduct of operations; 
 


(2) Changes to orders, priorities, and apportionment of support; 
 


(3) Commitment and reconstitution of the reserve; and 
 


(4) After mission attainment, consolidation and refit in preparation for the next task. 
 
16.  Command and Control Support 
 


A command and control support (C2S) system, which includes interoperable supporting 
communications systems, is the JFC’s principal tool used to collect, transport, process, 
share, and protect data and information.  Joint C2S systems must provide quality 
information to allow relevant and timely JFC decisions and provide feedback on the 
intended outcome.  To facilitate the execution and processes of C2, military 
communications systems must furnish rapid, reliable, and secure information throughout the 
chain of command.  All joint functions - C2, intelligence, fires, movement and maneuver, 
protection, and sustainment - depend on responsive and dependable communications 
systems that tie together all aspects of joint operations and allow the JFCs and their staffs to 
initiate, direct, monitor, question, and react.  Ultimately, effective C2 depends on the right 
person having the right information at the right time to support decision making. 
 
For further guidance on information quality criteria, refer to JP 6-0, Joint Communications 
System, and JP 3-13, Information Operations. 
 
17.  National Military Command System 
 


The NMCS is the priority component of the Global Information Grid (GIG) designed to 
support the President, SecDef, and the JCS in the exercise of their responsibilities.  The 
NMCS provides the means by which the President and the SecDef can receive warning and 
intelligence so that accurate and timely decisions can be made, the resources of the Military 
Services can be applied, military missions can be assigned, and direction can be 
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communicated to CCDRs or the CDRs of other commands.  Both the communication of 
warning and intelligence from all sources and the communication of decisions and 
commands to military forces require that the NMCS be a responsive, reliable, and survivable 
system.  An enduring command structure with survivable GIG systems is both required and 
fundamental to NMCS continuity of operations. 
 
For further information, refer to JP 6-0, Joint Communications System. 
 
18.  Nuclear Command and Control System 
 


General operational responsibility for the Nuclear Command and Control System 
(NCCS) lies with CJCS and is centrally directed through the Joint Staff.  The NCCS 
supports the Presidential nuclear C2 of the combatant commands in the areas of 
integrated tactical warning and attack assessment, decision making, decision dissemination, 
and force management and report back.  To accomplish this, the NCCS comprises those 
critical communications system components of the GIG that provide connectivity from the 
President and SecDef through the NMCS to the nuclear CCDRs and nuclear execution 
forces.  It includes the emergency action message dissemination systems and those systems 
used for tactical warning/attack assessment, conferencing, force report back, reconnaissance, 
retargeting, force management, and requests for permission to use nuclear weapons.  The 
NCCS is integral to and ensures performance of critical strategic functions of the Global 
Command and Control System.  The Minimum Essential Emergency Communications 
Network provides assured communications connectivity between the President and the 
strategic deterrent forces in stressed environments. 
 
19.  Defense Continuity Program 
 


The Defense Continuity Program (DCP) is an integrated program comprised of DOD 
policies, plans, procedures, assets, and resources that ensures continuity of DOD component 
mission essential functions under all circumstances, including crisis, attack, recovery, and 
reconstitution.  It encompasses the DOD components performing continuity of operations, 
continuity of government, and enduring constitutional government functions across the 
spectrum of threats. 
 
For further information, refer to DODD 3020.26, Defense Continuity Program (DCP). 







Chapter IV 


IV-22  JP 1 


 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 


Intentionally Blank 







CHAPTER V 
DOCTRINE FOR JOINT COMMANDS 


V-1 


SECTION A.  ESTABLISHING UNIFIED AND SUBORDINATE JOINT 
COMMANDS 


 
1.  General 
 


Joint forces are established at three levels: unified commands, subordinate unified 
commands, and JTFs. 
 


a. Authority to Establish.  In accordance with the UCP, combatant commands are 
established by the President, through the SecDef, with the advice and assistance of the 
CJCS.  Commanders of unified commands may establish subordinate unified commands 
when so authorized by the SecDef through the CJCS.  JTFs can be established by the 
SecDef, a CCDR, subordinate unified commander, or an existing JTF commander. 


 
b. Basis for Establishing Joint Forces.  Joint forces can be established on either a 


geographic area or functional basis. 
 


(1) Geographic Area.  Establishing a joint force on a geographic area basis is the 
most common method to assign responsibility for continuing operations.  The title of the 
areas and their delineation are prescribed in the establishing directive.  A JFC assigned a 
geographic area is considered an area commander.  Note:  Only commanders of geographic 
combatant commands are assigned AORs.  Subordinate JFCs normally are assigned other 
operational areas. 
 
For further information on operational areas refer to JP 3-0, Joint Operations. 
 


(a) The boundaries defining these AORs are not intended to delineate 
restrictive geographic AORs.  CCDRs may operate forces wherever required to accomplish 
their missions. 


 
(b) The UCP contains descriptions of the geographic boundaries assigned to 


CCDRs.  It provides that, unless otherwise directed by the SecDef, when significant 
operations overlap the boundaries of two CCDRs AORs, a JTF will be formed.  Command 
of this JTF will be determined by the SecDef and forces transferred to the JTF commander 
through a CCDR, including delegation of appropriate command authority over those forces. 
 


(c) Each GCC and subordinate JFC will be kept apprised of the presence, 
mission, movement, and duration of stay of transient forces within the operational area.  The 
subordinate JFC also will be apprised of the command channels under which these transient 


“I say when you get into a war, you should win as quick as you can, because your losses 
become a function of the duration of the war.  I believe when you get in a war, get 
everything you need and win it.” 
 


President Dwight D. Eisenhower
March 15, 1968 News Conference
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forces will function.  The authority directing movement or permanent location of transient 
forces is responsible for providing this information. 


 
(d) Forces not assigned or attached to a GCC or attached to a subordinate 


JFC often are assigned missions that require them to cross boundaries.  In such cases, it is 
the duty of the JFC to assist the operations of these transient forces to the extent of existing 
capabilities and consistent with other assigned missions.  The JFC may be assigned specific 
responsibilities with respect to installations or activities exempted from their control, such as 
logistic support or area defense, particularly if adversary forces should traverse the 
operational area to attack the exempted installation or activity.  GCC force protection 
policies take precedence over all force protection policies or programs of any other DOD 
component deployed in that command’s AOR and not under the security responsibility of 
the DOS.  The CCDR or a designated representative (e.g., a JTF or component commander) 
shall delineate the force protection measures for all DOD personnel not under the 
responsibility of the DOS. 


 
(e) Transient forces within the assigned AOR of a CCDR are subject to that 


CCDR’s orders in some instances (e.g., for coordination of emergency defense, force 
protection, or allocation of local facilities).   
 


(2) Functional.  Sometimes a joint force based solely on military functions 
without respect to a specific geographic region is more suitable to fix responsibility for 
certain types of continuing operations (e.g., some training and exercises, and the unified 
commands for transportation, SO, and strategic operations).  The commander of a joint force 
established on a functional basis is assigned a functional responsibility by the establishing 
authority. 
 


(a) When defining functional responsibilities, the focus should be on the 
effect desired or service provided.  The title of the functional responsibility and its 
delineation are prescribed in the establishing directive. 


 
(b) The missions or tasks assigned to the commander of a functional 


command may require that certain installations and activities of that commander be exempt, 
partially or wholly, from the command authority of a GCC in whose area they are located or 
within which they operate.  Such exemptions must be specified by the authority that 
establishes the functional command.  Such exemptions do not relieve the commanders of 
functional commands of the responsibility to coordinate with the affected GCC. 
 


c. Organizing Joint Forces.  A JFC has the authority to organize assigned or attached 
forces with specification of OPCON to best accomplish the assigned mission based on the 
CONOPS (see Figure V-1).  The organization should be sufficiently flexible to meet the 
planned phases of the contemplated operations and any development that may necessitate a 
change in plan.  The JFC will establish subordinate commands, assign responsibilities, 
establish or delegate appropriate command relationships, and establish coordinating 
instructions for the component commanders.  Sound organization should provide for unity 
of command, centralized planning and direction, and decentralized execution.  Unity of 
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effort is necessary for effectiveness and efficiency.  Centralized planning and direction is 
essential for controlling and coordinating the efforts of the forces.  Decentralized execution 
is essential because no one commander can control the detailed actions of a large number of 
units or individuals.  When organizing joint forces with MNFs, simplicity and clarity are 
critical.  Complex or unclear command relationships or organization are counterproductive 
to developing synergy among MNFs. 
 


(1) The composition of the JFC’s staff will reflect the composition of the joint 
force to ensure that those responsible for employing joint forces have a thorough knowledge 
of the capabilities and limitations of assigned or attached forces. 


 
(2) All joint forces include Service components, because administrative and 


logistic support for joint forces are provided through Service components.  Service forces 
may be assigned or attached to subordinate joint forces without the formal creation of a 
respective Service component command of that joint force.  The JFC also may conduct 
operations through the Service component commanders or, at lower echelons, Service force 
commanders.  This relationship is appropriate when stability, continuity, economy, ease of 
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long-range planning, and the scope of operations dictate organizational integrity of Service 
forces for conducting operations. 
 
See paragraph 9 for more information on Service component commands. 
 


(3) The JFC can establish functional component commands to conduct operations.  
Functional component commands are appropriate when forces from two or more Military 
Departments must operate within the same mission area or geographic domain or there is a 
need to accomplish a distinct aspect of the assigned mission.  Joint force land, air, maritime, 
and SO component commanders are examples of functional components.  (NOTE:  Functional 
component commanders are component commanders of a joint force and do not constitute a 
“joint force command” with the authorities and responsibilities of a JFC, even when employing 
of forces from two or more Military Departments.)  When a functional component command 
employs forces from more than one Service, the functional component commander’s staff 
should include Service representatives from each of the employed Service forces to aid in 
understanding those Service capabilities and maximizing the effective employment of Service 
forces.  Joint staff billets for needed expertise and individuals to fill those billets should be 
identified.  Those individuals should be used when the functional component command is 
formed for exercises, contingency planning, or actual operations. 
 
See paragraph 10 for more information on functional component commands. 
 


(4) Normally, joint forces are organized with a combination of Service and 
functional component commands with operational responsibilities.  Joint forces organized 
with Army, Navy, Air Force, and Marine Corps components may have SOF (if assigned) 
organized as a functional component.  The JFC defines the authority, command 
relationships, and responsibilities of the Service and functional component commanders; 
however, the Service responsibilities (i.e., administrative and logistics) of the components 
must be given due consideration by the JFC. 
 


(5) The JFC has full authority to assign missions, redirect efforts, and direct 
coordination among subordinate commanders.  JFCs should allow Service tactical and 
operational assets and groupings to function generally as they were designed.  The intent is 
to meet the needs of the JFC while maintaining the tactical and operational integrity of the 
Service organizations.  The following policy for C2 of United States Marine Corps tactical 
air (TACAIR) recognizes this and deals with Marine air-ground task force (MAGTF) 
aviation during sustained operations ashore. 
 


(a) The MAGTF commander will retain OPCON of organic air assets.  The 
primary mission of the MAGTF aviation combat element is the support of the MAGTF 
ground combat element.  During joint operations, the MAGTF air assets normally will be in 
support of the MAGTF mission.  The MAGTF commander will make sorties available to 
the JFC, for tasking through the joint force air component commander (JFACC), for air 
defense, long-range interdiction, and long-range reconnaissance.  Sorties in excess of 
MAGTF direct support requirements will be provided to the JFC for tasking through the 
JFACC for the support of other components of the joint force or the joint force as a whole.   
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(b) Nothing herein shall infringe on the authority of the GCC or subordinate 


JFC in the exercise of OPCON to assign missions, redirect efforts (e.g., the reapportionment 
and/or reallocation of any MAGTF TACAIR sorties when it has been determined by the 
JFC that they are required for higher priority missions), and direct coordination among the 
subordinate commanders to ensure unity of effort in accomplishment of the overall mission, 
or to maintain integrity of the force. 
 
NOTE:  Sorties provided for air defense, long-range interdiction, and long-range 
reconnaissance are not “excess” sorties and will be covered in the air tasking order.  These 
sorties provide a distinct contribution to the overall joint force effort.  The JFC must exercise 
integrated control of air defense, long-range reconnaissance, and interdiction aspects of the 
joint operation or theater campaign.  Excess sorties are in addition to these sorties. 
 
2.  Unified Command 
 


a. Criteria for Establishing a Unified Command.  A unified command is a 
command with broad continuing missions under a single commander, composed of 
forces from two or more Military Departments, and established by the President through the 
SecDef and with the advice and assistance of the CJCS.  When either or both of the 
following criteria apply generally to a situation, a unified command normally is required to 
ensure unity of effort. 
 


(1) A broad continuing mission exists requiring execution by significant forces of 
two or more Military Departments and necessitating a single strategic direction. 


 
(2) Any combination of the following exists and significant forces of two or more 


Military Departments are involved: 
 


(a) A large-scale operation requiring positive control of tactical execution by 
a large and complex force; 


 
(b) A large geographic or functional area requiring single responsibility for 


effective coordination of the operations therein; and/or 
 
(c) Necessity for common use of limited logistic means. 


 
b. The commander of a unified command normally will adapt the command structure 


to exercise command authority through the commander of a subunified command, JTF, 
Service component, or functional component.  Alternatively, the commander of a unified 
command may choose to exercise command authority directly through the commander of a 
single-Service force (e.g., task force, task group, MAGTF for a NEO) or a specific 
operational force (e.g., SOF for a direct action) who, because of the mission assigned and 
the urgency of the situation, must remain immediately responsive to the CCDR.  The 
commander of a unified command normally assigns missions requiring a single-Service 
force to a Service component commander.  These six options (shown in Figure V-2) do not 
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in any way limit the commander’s authority to organize subordinate commands and exercise 
command authority over assigned forces as they see fit. 


 
c. The commander of a unified command should not act concurrently as the 


commander of a subordinate command.  For example, the commander of a unified 
command also should not act as a functional component commander without prior approval 
of the SecDef.   


 
d. Primary Responsibilities of the Commander of a Unified Command.  CCDRs are 


responsible for the development and production of joint OPLANs.  During peacetime, they 
act to deter war through military engagement and security cooperation activities and prepare 
to execute other missions that may be required throughout the range of military operations.  
During war, they plan and conduct campaigns and major operations to accomplish assigned 
missions.  Unified command responsibilities include the following. 
 


(1) Planning and conducting military operations in response to crises, to include 
the security of the command and protection of the United States and its possessions and 
bases against attack or hostile incursion.  The JSCP tasks the CCDRs to prepare joint 
OPLANs that may be one of four increasing levels of detail: commander’s estimate, basic 
plan, concept plan, or OPLAN. 
 
For further detail concerning joint planning, refer to JP 5-0, Joint Operation Planning and 
Chairman of the Joint Chiefs of Staff Manual (CJCSM) 3122.01A, Joint Operation Planning 
and Execution System (JOPES), Volume I (Planning Policies and Procedures). 
 


(2) Maintaining the preparedness of the command to carry out missions assigned 
to the command. 
 


(3) Carrying out assigned missions, tasks, and responsibilities. 
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(4) Assigning tasks to, and directing coordination among, the subordinate 
commands to ensure unity of effort in the accomplishment of the assigned missions. 
 


(5) Communicating directly with the following. 
 


(a) The Service Chiefs on single-Service matters as appropriate. 
 
(b) The CJCS on other matters, including the preparation of strategic, joint 


operation, and logistic plans; strategic and operational direction of assigned forces; conduct 
of combat operations; and any other necessary function of command required to accomplish 
the mission. 
 


(c) The SecDef, in accordance with applicable directives. 
 


(d) Subordinate elements, including the development organizations of the 
DOD agency or the Military Department directly supporting the development and 
acquisition of the CCDR’s C2 system in coordination with the director of the DOD agency 
or secretary of the Military Department concerned. 
 


(6) Keeping the CJCS promptly advised of significant events and incidents that 
occur in the functional area or area of operations responsibility, particularly those incidents 
that could create national or international repercussions. 
 


e. Authority of the Commander of a Unified Command in an Emergency. 
 


(1) In the event of a major emergency in the GCC’s AOR requiring the use of all 
available forces, the GCC (except for CDRUSNORTHCOM) may temporarily assume 
OPCON of all forces in the assigned AOR, including those of another command, but 
excluding those forces scheduled for or actually engaged in the execution of specific 
operational missions under joint OPLANs approved by the SecDef that would be interfered 
with by the contemplated use of such forces.  CDRUSNORTHCOM’s authority to assume 
OPCON during an emergency is limited to the portion of USNORTHCOM’s AOR outside 
the United States.  CDRUSNORTHCOM must obtain SecDef approval before assuming 
OPCON of forces not assigned to USNORTHCOM within the United States.  The 
commander determines when such an emergency exists and, on assuming OPCON over 
forces of another command, immediately advises the following individual(s) of the nature 
and estimated duration of employment of such forces. 
 


(a) The CJCS. 
 


(b) The appropriate operational commanders. 
 


(c) The Service Chief of the forces concerned. 
 


(2) The authority to assume OPCON of forces in the event of a major emergency 
will not be delegated. 
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(3) Unusual circumstances in wartime, emergencies, or crises other than war 


(such as a terrorist incident) may require a GCC to directly exercise COCOM through a 
shortened chain of command to forces assigned for the purpose of resolving the crisis.  
Additionally, the CCDR can assume COCOM, in the event of war or an emergency that 
prevents control through normal channels, of security assistance organizations within the 
commander’s general geographic AOR, or as directed by the SecDef.  All commanders 
bypassed in such exceptional command arrangements will be advised of all directives issued 
to and reports sent from elements under such exceptional command arrangements.  Such 
arrangements will be terminated as soon as practicable, consistent with mission 
accomplishment. 
 


f. GCC Authority for Force Protection Outside the United States. 
 


(1) CCDRs with geographic responsibilities shall exercise authority for force 
protection over all DOD personnel (including their dependents) assigned, attached, 
transiting through, or training in the CCDR’s AOR; except for those for whom the chief of 
mission retains security responsibility. 
 


(2) Transient forces do not come under the authority of the CCDR solely by their 
movement across operational area boundaries, except when the CCDR is exercising 
TACON authority for force protection purposes or in the event of a major emergency as 
stated in Paragraph 2.e.(1). 


 
(3) This force protection authority enables CCDRs to change, modify, prescribe, 


and enforce force protection measures for covered forces. 
 
For further detail concerning the force protection authority of the geographic CCDRs, refer 
to DODD 2000.12, DOD Antiterrorism (AT) Program and JP 3-07.2, Antiterrorism. 
 


g. GCC Authority for Exercise Purposes.  Unless otherwise specified by the SecDef, 
and with the exception of the USNORTHCOM AOR, a CCDR has TACON for exercise 
purposes whenever forces not assigned to that CCDR undertake exercises in that CCDR’s 
AOR.  TACON begins when the forces enter the AOR.  In this context, TACON provides 
directive authority over exercising forces for purposes relating to that exercise only; it does 
not authorize operational employment of those forces. 


 
h. Assumption of Interim Command.  In the temporary absence of a CCDR from the 


command, interim command will pass to the deputy commander.  If a deputy commander 
has not been designated, interim command will pass to the next senior officer present for 
duty who is eligible to exercise command, regardless of Service affiliation. 
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3.  Specified Command 
 


There are currently no specified commands designated.  Because the option to create a 
specified command still exists, the following information is provided.  A specified 
command is a command that has broad continuing missions and is established by the 
President, through the SecDef, with the advice and assistance of the CJCS (see Figure V-3). 
 


a. Composition.  Although a specified command normally is composed of forces 
from one Military Department, it may include units and staff representation from other 
Military Departments. 
 


b. Transfer of Forces from Other Military Departments.  When units of other Military 
Departments are transferred (assigned or attached) to the commander of a specified 
command, the purpose and duration of the transfer normally will be indicated.  Such 
transfer, in and of itself, does not constitute the specified command as a unified command or 
a JTF.  If the transfer is major and of long duration, a unified command normally would be 
established in lieu of a specified command. 
 


c. Authority and Responsibilities.  The commander of a specified command has the 
same authority and responsibilities as the commander of a unified command, except that no 
authority exists to establish subordinate unified commands. 


 
4.  Subordinate Unified Command 
 


When authorized by the SecDef through the CJCS, commanders of unified commands 
may establish subordinate unified commands (also called subunified commands) to conduct 
operations on a continuing basis in accordance with the criteria set forth for unified 
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commands (see Figure V-4).  A subordinate unified command (e.g., United States Forces 
Korea) may be established on a geographical area or functional basis.  Commanders of 
subordinate unified commands have functions and responsibilities similar to those of the 
commanders of unified commands and exercise OPCON of assigned commands and forces 
and normally over attached forces within the assigned joint operations area or functional 
area.  The commanders of components or Service forces of subordinate unified commands 
have responsibilities and missions similar to those for component commanders within a 
unified command.  The Service component or Service force commanders of a subordinate 
unified command normally will communicate directly with the commanders of the Service 
component command of the unified command on Service-specific matters and inform the 
commander of the subordinate unified command as that commander directs. 


 
5.  Joint Task Force 
 


As shown in Figure V-5, a JTF is a joint force that is constituted and so designated by 
the SecDef, a CCDR, a subordinate unified commander, or an existing JTF commander.   
 


a. A JTF may be established on a geographical area or functional basis when the 
mission has a specific limited objective and does not require overall centralized control of 
logistics.  The mission assigned to a JTF should require execution of responsibilities 
involving a joint force on a significant scale and close integration of effort, or should require 
coordination within a subordinate area or coordination of local defense of a subordinate 
area.  The proper authority dissolves a JTF when the purpose for which it was created has 
been achieved or when it is no longer required. 
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b. The authority establishing a JTF designates the commander, assigns the mission, 


and designates forces. 
 


c. The commander of a JTF exercises OPCON over assigned (and normally over 
attached) forces and also may exercise TACON over forces or be a supported or supporting 
commander.  The commander is responsible for making recommendations to the senior 
commander on the proper employment of assigned and attached forces and for 
accomplishing such operational missions as may be assigned by the establishing 
commander.  JTF commanders also are responsible to the establishing commander for the 
conduct of joint training of assigned forces. 
 


d. Although not recommended, due to the need to concentrate on JTF-level 
considerations, the JTF commander also may act as the commander of a subordinate 
command, when authorized by the establishing authority.  When this is the case, the 
commander also has the responsibilities associated with the subordinate command for the 
forces belonging to the parent Service.  The JTF establishing authority should consider that 
dual-hatting a commander also means dual-hatting the commander’s staff that can result in 
forcing the staff to operate at the operational and tactical levels simultaneously. 
 


e. The JTF commander will have a joint staff with appropriate members in key 
positions of responsibility from each Service or functional component having significant 
forces assigned to the command.  The core of a JTF staff can be established or augmented 
through the standing joint force headquarters (core element) (SJFHQ [CE]) or a deployable 
joint task force augmentation cell (DJTFAC).  In addition to supporting a CCDR’s staff with 
a full-time, trained C2 element, a SJFHQ (CE) can be employed to form the core of a JTF 
staff or augment a JTF-designated Service component headquarters staff.  The DJTFAC is 
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composed of planners and operators from the combatant command and components’ staffs, 
which report to the CCDR’s operations directorate until deployed to a JTF. 
 
For further detail concerning JTFs, refer to JP 3-33, Joint Task Force Headquarters. 
 


SECTION B.  THE COMMANDER, STAFF, AND COMPONENTS OF A JOINT 
FORCE 


 
6.  Commander Responsibilities 
 


a. Responsibilities of a Superior Commanders.  Although specific responsibilities 
will vary, superior CDR possesses the following general responsibilities. 
 


(1) Provide timely communication of specified tasks, together with the role of 
each subordinate CDR in the superior commander’s plan.  Tasks must be realistic and leave 
the subordinate CDRs as much freedom of execution as possible. 
 


(2) Transfer forces and other capabilities to designated subordinate CDRs for 
accomplishing assigned tasks.   
 


(3) Provide all available information to subordinate CDRs that affect their 
assigned missions and objectives.  This includes changes in plans, missions and tasks, 
resources, and friendly, adversary, and environmental situations. 
 


(4) Delegate authority to subordinate CDR’s commensurate with their 
responsibilities. 
 


b. Responsibilities of a Subordinate Commander.  In addition to other responsibilities 
that change according to circumstances, all subordinate CDRs possess the general 
responsibilities to provide for the following: 
 


(1) The accomplishment of missions or tasks assigned by the plans and orders of the 
superior.  Authority normally is given to the subordinate CDR to select the methodology for 
accomplishing the mission; however, this may be limited by establishing directives issued by 
the superior CDR to ensure effective joint operations.  When required by a changing situation, 
a subordinate CDR may depart in some measure from the plan if the action will not 
unnecessarily jeopardize friendly forces and is in the best interest of better accomplishing the 
overall objective.  Any such departure from the plan by a subordinate CDR should, if possible, 
be coordinated with other CDRs prior to departure from the plan.  In addition, the departure 
must be communicated as soon as practicable to the superior. 
 


(2) Advice to the superior CDR regarding employment possibilities of and 
consequences to achieving the subordinate CDR mission objectives, cooperation with 
appropriate government and nongovernmental agencies, and other matters of common 
concern. 
 


(3) Timely information to the superior CDR relating to the subordinate CDR’s 
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situation and progress. 
 


c. Responsibilities of other Commanders.  CDRs who share a common superior CDR 
or a common boundary are responsible for the following: 
 


(1) Consider the impact of one’s own actions or inactions on other CDRs. 
 


(2) Provide timely information to other CDRs regarding one’s own intentions and 
actions, as well as those of nonmilitary agencies or of the adversary, which may influence 
other activity. 
 


(3) Support other CDRs as required by the common aim and the situation. 
 


(4) Coordinate the support provided and received. 
 


d. Responsibilities of Deputy Commanders.  Deputy CDRs in a joint force may be 
designated as the JFC’s principal assistant available to replace the JFC, if needed.  The 
deputy CDR should not be a member of the same Service as the JFC.  The deputy CDR’s 
responsibilities may include the following: 
 


(1) Performing special duties (e.g., chair the joint targeting coordination board, 
cognizance of liaison personnel reporting to the joint force headquarters, interagency 
coordination). 
 


(2) Working with the components to keep the CDR updated. 
 


(3) Refining the relationship with the components to ensure the most efficient and 
effective command relationships. 
 


(4) Tracking the JFC’s CCIRs to ensure compliance. 
 
7.  Staff of a Joint Force 
 


a. General.  A joint staff should be established for commands comprised of more than 
one Military Department.  The staff of the commander of a combatant command, 
subordinate unified command, or JTF must be composed of Service members that comprise 
significant elements of the joint force.  Positions on the staff should be divided so that 
Service representation and influence generally reflect the Service composition of the force. 
 


(1) A JFC is authorized to organize the staff and assign responsibilities to 
individual Service members assigned to the staff as deemed necessary to accomplish 
assigned missions. 
 


(2) A joint staff should be reasonably balanced as to numbers, experience, 
influence of position, and rank of the Service members concerned.  The composition of a 
joint staff should be commensurate with the composition of forces and the character of the 
contemplated operations to ensure that the staff understands the capabilities, needs, and 
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limitations of each element of the force.  The number of personnel on a joint staff should be 
kept to the minimum consistent with the task to be performed.   
 


(3) Each person assigned to serve on a joint staff will be responsible to the JFC 
and should have thorough knowledge of the JFC’s policies. 
 


(4) The commander of a force for which a joint staff is established should ensure 
that the recommendations of any member of the staff receive consideration. 
 


(5) The degree of authority to act in the name of and for the CDR is a matter to be 
specifically prescribed by the CDR. 
 


(6) Orders and directives from a higher to a subordinate command should be 
issued in the name of the CDR of the higher command to the CDR of the immediate 
subordinate command and not directly to elements of that subordinate command.  
Exceptions may sometimes be required under certain emergency or crisis situations.  C2 of 
nuclear forces is an example of one such exception. 
 


(7) To expedite the execution of orders and directives and to promote teamwork 
between commands, a CDR may authorize the command’s staff officers to communicate 
directly with appropriate staff officers of other commands concerning the details of plans 
and directives that have been received or are to be issued. 
 


(8) Each staff division must coordinate its actions and planning with the other 
staff directorates concerned and keep them informed of actions taken and the progress 
achieved.  Normally, each of the general joint staff directorates is assigned responsibility for 
a particular type of problem and subject and for coordinating the work of the special staff 
divisions and other agencies of the staff that relate to that problem or subject. 
 


(9) Joint staff directorates and special staff sections should be limited to those 
functions for which the JFC is responsible or that require the commander’s general 
supervision in the interest of unity of effort. 
 


(10) The authority that establishes a joint force should make the provisions for 
furnishing necessary personnel for the CDR’s staff. 
 


b. Staff Organization.  The staff organization should generally conform to the 
principles established in this section. 
 


(1) Principal Staff Officer.  The chief of staff (COS) functions as the principal 
staff officer, assistant, and advisor to the CDR.  The COS coordinates and directs the work 
of the staff directorates.  One or more deputies to the COS and a secretary of the staff may 
be provided to assist the COS in the performance of assigned duties.  A deputy COS 
normally should be from a Service other than that of the COS.  The secretary of the staff is 
the executive in the office of the COS and is responsible for routing and forwarding 
correspondence and papers and maintaining office records. 
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(2) Personal Staff Group of the Commander.  The CDR’s personal staff performs 


duties prescribed by the CDR and is responsible directly to the CDR.  This group, normally 
composed of aides to the CDR and staff officers handling special matters over which the 
CDR wishes to exercise close personal control, will usually include a staff judge advocate,  
political advisor, public affairs officer, inspector general, provost marshal, chaplain, 
surgeon, historian, and others as directed. 
 


(3) Special Staff Group.  The special staff group consists of representatives of 
technical or administrative services and can include representatives from government or 
nongovernmental agencies.  The general functions of the special staff include furnishing 
technical, administrative, and tactical advice and recommendations to the CDR and other 
staff officers; preparing the parts of plans, estimates, and orders in which they have primary 
interest; and coordinating and supervising the activities for which each staff division is 
responsible.  Because the headquarters of a joint force is concerned primarily with broad 
operational matters rather than with technical problems associated with administration and 
support of assigned and/or attached forces, this group should be small to avoid unnecessary 
duplication of corresponding staff sections or divisions within the Service component 
headquarters.  When a commander’s headquarters is organized without a special staff group, 
the officers who might otherwise compose the special staff group may be organized as 
branches of the divisions of the joint staff or as additional joint staff divisions. 
 


(4) Joint Force Staff Directorates.  The general or joint staff group is made up of 
staff directorates corresponding to the major functions of command, such as personnel, 
intelligence, operations, logistics, plans, and communications systems.  The head of each 
staff directorate may be designated as a director or as an assistant COS.  The directors or 
assistant COSs provide staff supervision for the CDR of all activities pertaining to their 
respective functions. 
 


(a) The manpower and personnel directorate of a joint staff (J-1) is charged 
with establishing and maintaining personnel accountability of the force; managing, 
synchronizing and optimizing personnel support to the force; performing joint personnel 
strength reporting; managing casualty reporting; coordinating morale, welfare, and 
recreation (MWR) programs within the theater; formulating personnel policies; 
accomplishing manpower management; and supporting detainee operations.  The J-1 
provides support and assistance to the offices of primary responsibility regarding RC call-
up, stop-loss, NEO, and personnel recovery operations. 
 


(b) Intelligence Directorate of a Joint Staff (J-2).  The primary function of the 
J-2 is to support the commander and the staff by ensuring the availability of reliable 
intelligence and timely indications and warnings on the characteristics of the operational 
area.  Within the scope of the essential elements of information, the J-2 participates in joint 
staff planning and in planning, coordinating, directing, integrating, and controlling a 
concentration of intelligence efforts on the proper items of intelligence interest at the 
appropriate time.  The J-2 tells the JFC, staff, and components what the adversaries or 
potential adversaries are doing, what they are capable of doing, and what they may do in the 
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future.  Intelligence assists the JFC and staff in visualizing the operational area and in 
achieving information superiority.  Intelligence also contributes to information superiority 
by attempting to discern an adversary’s probable intent and future COA.  The J-2 also 
ensures adequate intelligence collection and reporting to disclose adversary capabilities and 
intentions as quickly as possible.  The J-2 is responsible for the operation of the joint 
analysis center, joint intelligence operations center (JIOC) for the CCDR, and the joint 
intelligence support element (or JTF JIOC, if established) for a subordinate JFC. 
 


(c) Operations Directorate of a Joint Staff (J-3).  The J-3 assists the CDR in the 
discharge of assigned responsibility for the direction and control of operations, beginning with 
planning and follow-through until specific operations are completed.  In this capacity the J-3 
plans, coordinates, and integrates operations.  The flexibility and range of modern forces require 
close coordination and integration for effective unity of effort.  When the joint staff includes a 
plans directorate of a joint staff (J-5), the J-5 performs the long-range or future planning 
responsibilities.  The J-3 is responsible for the operation of the joint operations center for the JFC. 
 


(d) Logistics Directorate of a Joint Staff (J-4).  The J-4 is charged with the 
formulation of logistic plans and with the coordination and supervision of supply, maintenance, 
repair, evacuation, transportation, engineering, salvage, procurement, health services, mortuary 
affairs, security assistance, HN support, and related logistic activities.  Because many of the 
problems confronting this directorate are necessarily of a single-Service nature, the established 
policies of the Military Departments should be considered.  The J-4 is responsible for advising 
the commander of the logistic support that can be provided for proposed COAs.  In general, the 
J-4 formulates policies to ensure effective logistic support for all forces in the command and 
coordinates execution of the commander’s policies and guidance.  The J-4 is normally 
responsible for the operation of the deployment distribution operations center for the JFC. 
 


(e) Plans Directorate.  The J-5 assists the CDR in long-range or future 
planning, preparation of campaign and joint OPLANs, and associated estimates of the 
situation.  The J-5 may contain an analytic cell that conducts simulations and analyses to 
assist the CDR in plans preparation activities, or such a cell may be established as a special 
staff division or section. 
 


(f) Communications System Directorate of a Joint Staff (J-6).  The J-6 assists 
the CDR in all responsibilities for communications infrastructure, communications-
computer networking, communications electronics, information assurance, tactical 
communications, and interoperability.  This includes development and integration of 
communications system architectures and plans that support the command’s operational and 
strategic requirements, as well as policy and guidance for implementation and integration of 
interoperable communications systems in execution of the mission. 
 


(5) Liaison Officers and/or Agency Representatives.  Liaisons or representatives 
from various higher, lower, and adjacent organizations, DOD agencies and non-DOD 
entities are normally spread throughout the joint force staff and not grouped as a separate 
entity.  However, considering the increasing complexity of joint and/or interagency 
coordination, the JFC may decide to consolidate, at least administratively, liaisons and 
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representatives in a single interagency office, and then provide them to specific directorates 
or components where they would best be employed and of value to their parent agency or 
command.  The administration and assignment of liaison officers is normally under the 
cognizance of the deputy JFC or the COS. 
 
8.  Service Component Commands 
 


a. A Service component command, assigned to a CCDR, consists of the Service 
component CDR and the Service forces (such as individuals, units, detachments, and 
organizations, including the support forces) that have been assigned to that CCDR.  Forces 
assigned to CCDRs are identified in the “Forces for Unified Commands” memorandum signed 
by the SecDef.  When a Service command is designated as the “Service component 
commander” to multiple CCDRs, the Service CDR and only that portion of the CDR’s assets 
assigned to a particular CCDR are under the command authority of that particular CCDR. 


 
b. Designation of Service Component Commanders.  With the exception of the 


commander of a combatant command and members of the command’s joint staff, the senior 
officer of each Service permanently assigned to a CCDR and qualified for command by the 
regulations of the parent Service is designated the CDR of the Service component forces, 
unless another officer is so designated by competent authority.  The assignment of any 
specific individual as a Service component CDR of a combatant command is subject to the 
concurrence of the CCDR. 


 
c. Responsibilities of Service Component Commanders.  Service component CDRs 


have responsibilities that derive from their roles in fulfilling the Services’ support function.  
The JFC also may conduct operations through the Service component CDRs or, at lower 
echelons, other Service force CDRs.  In the event that a Service component CDR exercises 
OPCON of forces and that OPCON over those forces is delegated by the JFC to another 
component CDR or other subordinate CDR, the Service component CDR retains the 
following responsibilities for certain Service-specific functions. 
 


(1) Make recommendations to the JFC on the proper employment of the forces of 
the Service component. 
 


(2) Accomplish such operational missions as may be assigned. 
 


(3) Select and nominate specific units of the parent Service component for 
attachment to other subordinate commands.  Unless otherwise directed, these units revert to 
the Service component CDR’s control when such subordinate commands are dissolved. 
 


(4) Conduct joint training, including the training, as directed, of components of 
other Services in joint operations for which the Service component CDR has or may be 
assigned primary responsibility, or for which the Service component’s facilities and 
capabilities are suitable. 
 


(5) Inform their JFC (and their CCDR, if affected) of planning for changes in 
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logistic support that would significantly affect operational capability or sustainability 
sufficiently early in the planning process for the JFC to evaluate the proposals prior to final 
decision or implementation.  If the CCDR does not approve the proposal and discrepancies 
cannot be resolved between the CCDR and the Service component CDR, the CCDR will 
forward the issue through the CJCS to the SecDef for resolution.  Under crisis action or 
wartime conditions, and where critical situations make diversion of the normal logistic 
process necessary, Service component CDRs will implement directives issued by the 
CCDR. 
 


(6) Develop program and budget requests that comply with CCDR guidance on 
warfighting requirements and priorities.  The Service component CDR will provide to the 
CCDR a copy of the program submission prior to forwarding it to the Service headquarters.  
The Service component CDR will keep the CCDR informed of the status of CCDR 
requirements while Service programs are under development. 
 


(7) Inform the CCDR (and any intermediate JFCs) of program and budget 
decisions that may affect joint operation planning.  The Service component CDR will 
inform the CCDR of such decisions and of program and budget changes in a timely manner 
during the process in order to permit the CCDR to express the command’s views before a 
final decision.  The Service component CDR will include in this information Service 
rationale for nonsupport of the CCDR’s requirements. 
 


(8) Provide, as requested, supporting joint operation and exercise plans with 
necessary force data to support missions that may be assigned by the CCDR. 
 


d. Service component CDRs or other Service CDRs assigned to a CCDR are 
responsible through the chain of command extending to the Service Chief, for the following: 
 


(1) Internal administration and discipline. 
 


(2) Training in joint doctrine and their own Service doctrine, tactics, techniques, 
and procedures. 


 
(3) Logistic functions normal to the command, except as otherwise directed by 


higher authority. 
 


(4) Service intelligence matters and oversight of intelligence activities to ensure 
compliance with the laws, policies, and directives. 
 


e. Communication with a Service Chief.  Unless otherwise directed by the CCDR, the 
Service component CDR will communicate through the combatant command on those 
matters over which the CCDR exercises COCOM.  On Service-specific matters such as 
personnel, administration, and unit training, the Service component CDR will normally 
communicate directly with the Service Chief, informing the CCDR as the CCDR directs. 


 
f. Logistic Authority.  The operating details of any Service logistic support system 
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will be retained and exercised by the Service component CDRs in accordance with 
instructions of their Military Departments, subject to the directive authority of the CCDR.  
Joint force transportation policies will comply with the guidelines established in the Defense 
Transportation System. 
 
9.  Functional Component Commands 
 


a. CCDRs and CDRs of subordinate unified commands and JFCs have the authority to 
establish functional component commands to control military operations.  JFCs may decide to 
establish a functional component command to integrate planning; reduce their span of control; 
and/or significantly improve combat efficiency, information flow, unity of effort, weapon 
systems management, component interaction, or control over the scheme of maneuver.  


 
b. Functional component CDRs have authority over forces or military capability 


made available to them as delegated by the establishing JFC.  Functional component 
commands may be established across the range of military operations to perform operational 
missions that may be of short or extended duration.  JFCs may elect to centralize selected 
functions within the joint force, but should strive to avoid reducing the versatility, 
responsiveness, and initiative of subordinate forces.  (NOTE:  Functional component CDRs 
are component CDRs of a joint force and do not constitute a “joint force command” with the 
authorities and responsibilities of a JFC as described in this document, even when composed 
of forces from two or more Military Departments.) 


 
c. The JFC establishing a functional component command has the authority to 


designate its CDR.  Normally, the Service component CDR with the preponderance of 
forces to be tasked and the ability to C2 those forces will be designated as the functional 
component CDR; however, the JFC will always consider the mission, nature and duration of 
the operation, force capabilities, and the C2 capabilities in selecting a CDR. 
 


d. The responsibilities and authority of a functional component command must be 
assigned by the establishing JFC.  The establishment of a functional component CDR must 
not affect the command relationships between Service component and the JFC. 


 
e. The JFC must designate the forces and/or military capability that will be made 


available for tasking by the functional component CDR and the appropriate command 
relationship(s) the functional component CDR will exercise.  A functional component CDR 
is normally also designated as a Service component CDR, however, the functional 
component CDR will normally exercise OPCON over that CDR’s parent Service forces and 
TACON over other Service’s forces made available for tasking.  The JFC may also establish 
support relationships between functional component CDRs and other component CDRs to 
facilitate operations. 
 


f. The CDR of a functional component command is responsible for making 
recommendations to the establishing commander on the proper employment of the forces 
and/or military capability made available to accomplish the assigned responsibilities. 


 
g. As a Service component CDR, the functional component CDR also has the 
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responsibilities associated with Service component command for those assigned forces.  
When a functional component command is composed of forces of two or more Services, the 
functional component CDR must be cognizant of the constraints imposed by logistic factors 
on the capability of the forces attached or made available and the responsibilities retained by 
the Service component CDRs. 


 
h. When a functional component command will employ forces from more than one 


Service, the functional component CDR’s staff should reflect the composition of the 
functional component command to provide the CDR with the expertise needed to effectively 
employ the forces made available.  Staff billets for the needed expertise and individuals to 
fill those billets should be identified and used when the functional component staffs are 
formed for exercises and actual operations.  The number of personnel on this staff should be 
kept to the minimum and should be consistent with the task performed.  The structure of the 
staff should be flexible enough to expand or contract under changing conditions without a 
loss in coordination or capability. 
 
For additional information on C2 by functional component commanders, see JP 3-30, 
Command and Control for Joint Air Operations, JP 3-31, Command and Control for Joint 
Land Operations, and JP 3-32, Command and Control for Joint Maritime Operations. 
 


SECTION C.  DISCIPLINE AND PERSONNEL ADMINISTRATION 
 
10.  Responsibility 
 


a. Joint Force Commander.  The JFC is responsible for the discipline and 
administration of military personnel assigned to the joint organization.  In addition to the 
administration and disciplinary authority exercised by subordinate JFCs, a CCDR may 
prescribe procedures by which the senior officer of a Service assigned to the headquarters 
element of a joint organization may exercise administrative and nonjudicial punishment 
authority over personnel of the same Service assigned to the same joint organization. 
 


b. Service Component Commander.  Each Service component in a combatant 
command is responsible for the internal administration and discipline of that Service’s 
component forces, subject to Service regulations and directives established by the CCDR.  
The JFC exercises disciplinary authority vested in the JFC by law, Service regulations, and 
superior authority in the chain of command. 
 


c. Method of Coordination.  The JFC normally exercises administrative and 
disciplinary authority through the Service component CDRs to the extent practicable.  
When this is impracticable, the JFC may establish joint agencies responsible directly to 
the JFC to advise or make recommendations on matters placed within their jurisdiction 
or, if necessary, to carry out the directives of a superior authority.  A joint military police 
force is an example of such an agency. 
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11.  Uniform Code of Military Justice 
 


The UCMJ provides the basic law for discipline of the Armed Forces.  The Manual for 
Courts-Martial (MCM), United States (as amended), prescribes the rules and procedures 
governing military justice.  Pursuant to the authority vested in the President under article 22(a), 
UCMJ, and in Rules for Courts-Martial (RCM) 201(e)(2)(A) of the MCM (as amended), 
CCDRs are given courts-martial jurisdiction over members of any of the Armed Forces.  
Pursuant to article 23(a)(6), UCMJ, subordinate JFCs of a detached command or unit have 
special courts-martial convening authority.  Under RCM 201(e)(2)(C), CCDRs may expressly 
authorize subordinate JFCs who are authorized to convene special and summary courts-martial 
to convene such courts-martial for the trial of members of other Armed Forces. 
 
12.  Rules and Regulations 
 


Rules and regulations implementing the UCMJ and MCM are, for the most part, of single-
Service origin.  In a joint force, however, the JFC should publish rules and regulations that 
establish uniform policies applicable to all Services’ personnel within the joint organization 
where appropriate.  For example, joint rules and regulations should be published to address 
hours and areas authorized for liberty, apprehension of Service personnel, black market, 
combating trafficking in persons, sexual assault prevention and response policies, currency 
control regulations, and any other matters that the JFC deems appropriate. 
 
13.  Jurisdiction 
 


a. More than one Service involved.  Matters that involve more than one Service and 
that are within the jurisdiction of the JFC may be handled either by the JFC or by the 
appropriate Service component CDR. 
 


b. One Service involved.  Matters that involve only one Service should be handled by 
the Service component CDR, subject to Service regulations.  A Service member is vested 
with a hierarchy of rights.  From greatest to least, these are: the United States Constitution, 
the UCMJ, departmental regulations, Service regulations, and the common law.  JFCs must 
ensure that an accused service member’s rights are not abridged or trammeled. 
 
14.  Trial and Punishment 
 


a. Convening Courts-Martial.  General courts-martial may be convened by the CCDR.  
An accused may be tried by any courts-martial convened by a member of a different Military 
Service when the courts-martial is convened by a JFC who has been specifically empowered 
by statute, the President, the SecDef, or a superior CDR under the provisions of the RCM 
(201(e)(2) of the MCM) to refer such cases for trial by courts-martial. 
 


b. Post-trial and Appellate Processing.  When a courts-martial is convened by a JFC, 
the convening authority may take action on the sentence and the findings as authorized by 
the UCMJ and MCM.  If the convening authority is unable to take action, the case will be 
forwarded to an officer exercising general court-martial jurisdiction.  Following convening 
authority action, the review and appeals procedures applicable to the accused’s Service will 
be followed. 
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c. Nonjudicial Punishment.  The JFC may impose nonjudicial punishment upon any 


military personnel of the command, unless such authority is limited or withheld by a 
superior CDR.  The JFC will use the regulations of the alleged offender’s Service when 
conducting nonjudicial punishment proceedings, including punishment, suspension, 
mitigation, and filing.  However, the JFC should normally allow nonjudicial punishment 
authority to be exercised by the appropriate Service component CDR.  Except as noted 
below, appeals and other actions involving review of nonjudicial punishment imposed by a 
JFC will follow the appropriate regulations of the alleged offender’s Service.  When the 
CCDR personally imposes nonjudicial punishment, or is otherwise disqualified from being 
the appellate authority, appeals will be forwarded to the CJCS for appropriate action by the 
SecDef or SecDef designee.  Collateral decisions and processing (e.g., personnel and 
finance actions and unfavorable notations in selection records and personnel files) will be 
handled in Service channels. 
 


d. Execution of Punishment.  Execution of any punishment adjudged or imposed 
within any Service may be carried out by another Service under regulations provided by the 
Secretaries of the Military Departments. 
 
15.  Morale, Welfare, and Recreation 
 


In a joint force, the morale and welfare of each Service member is the responsibility of 
the Service component CDR.  The JFC coordinates MWR programs within the operational 
area.  MWR facilities may be operated either by a single Service or jointly as directed by the 
CCDR in whose AOR the facility is located.  Facilities operated by one Service should be 
made available to personnel of other Services to the extent practicable.  Facilities that are 
jointly operated should be available equitably to all Services.  
 
For further information on MWR, see JP 1-0, Personnel Support to Joint Operations. 
 
16  Awards and Decorations 
 


Recommendations for decorations and medals will be made by the JFC in accordance 
with Service regulations or as prescribed by DOD 1348.33-M, Manual of Military 
Decorations and Awards, as applicable.  Recommendations for joint awards will be 
processed through joint channels.  Concurrence of the CJCS is required prior to initiating a 
request for a joint award for a CCDR.  When a member of a joint staff is recommended for a 
Service award, the JFC will process the recommendation through Service channels.  
Forward offers of personal foreign decorations through the CCDR to the secretary of the 
appropriate military department. Forward offers of foreign unit, service or campaign medals 
through CCDR to the CJCS. 
 
17.  Efficiency, Fitness, and Performance Reports 
 


The immediate superior of an officer or enlisted Service member in a joint organization 
is responsible for preparing an efficiency, fitness, or performance report in accordance with 
the guidance (and on the prescribed form) of the rated member’s Service.  Completed 
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reports will be forwarded to the reported Service member’s Service for filing.  A copy of the 
signed report will be provided to the Service member and a copy will be maintained by the 
senior rater in accordance with Service guidance.  Letter reports prepared by CCDRs for 
component commanders will be forwarded through the CJCS to the reported officer’s 
Service. 
 
For further information on personnel administration, refer to JP 1-0, Personnel Support to 
Joint Operations. 
 
18.  Personnel Accountability 
 


The JFC will establish standardized procedure to account for all personnel comprising 
the force; cause initial accountability for all personnel comprising the force to be 
accomplished, and ensure accountability procedures are conducted for the duration of the 
operation.  The JFC accomplishes joint personnel strength reporting and manages casualty 
reporting.  The JFC CDR provides personnel reports to the CCDR and CJCS as directed. 
 
19.  Religious Support 
 


Religious support is dedicated to meeting the personal free exercise of religion needs of 
members of the joint force and providing CDRs with professional advice regarding the 
dynamic influence of religion and religious beliefs.  Religious support in joint operations 
includes the entire spectrum of professional duties a chaplain performs in the dual role of 
religious leader and staff officer.  Military CDRs are responsible to provide for the free 
exercise of religion.  Religious support to the personnel of each Service is the responsibility 
of their Service component CDR with the JFC providing guidance and oversight. 
 
For further information on religious support see JP 1-05, Religious Support in Joint 
Operations. 
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CHAPTER VI 
MULTINATIONAL OPERATIONS 


 


VI-1 


1. General 
 


a. International partnerships continue to underpin unified efforts to address 21st 
century challenges.  Shared principles, a common view of threats, and commitment to 
cooperation provide far greater security than the United States could achieve independently.  
These partnerships must be nurtured and developed to ensure their relevance even as new 
challenges emerge.  The ability of the United States and its allies to work together to 
influence the global environment is fundamental to defeating 21st century threats.  Wherever 
possible, the United States works with or through others nations, enabling allied and partner 
capabilities to build their capacity and develop mechanisms to share the risks and 
responsibility of today’s complex challenges. 


 
b. Operations conducted by forces of two or more nations are termed “multinational 


operations.”  Such operations are usually undertaken within the structure of a coalition or alliance.  
Other possible arrangements include supervision by an IGO such as the UN or the Organization 
for Security and Cooperation in Europe.  Other commonly used terms for multinational 
operations include allied, bilateral, combined, coalition, or multilateral, as appropriate.  


 
(1) An alliance is a relationship that results from a formal agreement (e.g., treaty) 


between two or more nations for broad, long-term objectives that further the common interests of 
the members.  Operations conducted with units from two or more allies are referred to as 
combined operations.  


 
(2) A coalition is an ad hoc arrangement between two or more nations for 


common action.  Coalitions are formed by different nations with specific objectives, usually 
for a single occasion or for longer cooperation in a narrow sector of common interest.  
Operations conducted with units from two or more coalition members are referred to as 
coalition operations 


 
c. Cultural, psychological, religious, economic, technological, informational, and 


political factors as well as transnational dangers all impact multinational operations.  Many 
OPLANs to deter or counter threats are prepared within the context of a treaty or alliance 
framework.  Sometimes they are developed in a less structured coalition framework, based on 
temporary agreements or arrangements.  Much of the information and guidance provided for 
unified action and joint operations are applicable to multinational operations.  However, 
differences in laws, doctrine, organization, weapons, equipment, terminology, culture, politics, 
religion, and language within alliances and coalitions must be considered.  Normally, each 
alliance or coalition develops its own OPLANs to guide multinational action. 
 


“We have learned that we cannot live alone, at peace, that our own well-being is 
dependent on the well-being of other nations.  We have learned that we must live as 
men, and not as ostriches, nor as dogs in the manger.  We have learned to be citizens 
of the world, members of the human community.” 


 
President Franklin D. Roosevelt 


Fourth Inaugural Address 
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d. No single command structure best fits the needs of all alliances and coalitions.  
Each coalition or alliance will create the structure that best meets the objectives, political 
realities, and constraints of the participating nations.  Political considerations heavily 
influence the ultimate shape of the command structure.  However, participating nations 
should strive to achieve unity of effort for the operation to the maximum extent possible, 
with missions, tasks, responsibilities, and authorities clearly defined and understood by all 
participants.  While command relationships are well defined in US doctrine, they are not 
necessarily part of the doctrinal lexicon of nations with whom the United States may operate 
in an alliance or coalition. 
 
2. Multinational Unity of Effort 
 


Attaining unity of effort through unity of command for a multinational operation may 
not be politically feasible, but it should be a goal.  There must be a common understanding 
among all national forces of the overall aim of the MNF and the plan for its attainment. A 
coordinated policy, particularly on such matters as alliance or coalition commanders’ 
authority over national logistics (including infrastructure), ROE, fratricide prevention, and 
ISR, etc. is essential for unity of effort.  After World War II, General Dwight D. Eisenhower 
noted that “mutual confidence” is the “one basic thing that will make allied commands 
work.”  While the tenets discussed below cannot guarantee success, ignoring them may lead 
to mission failure due to a lack of unity of effort. 


 
a. Respect.  In assigning missions, the CDR must consider that national honor and 


prestige may be as important to a contributing nation as combat capability.  All partners 
must be included in the planning process as much as possible, and their opinions must be 
sought in mission assignment.  Understanding, consideration, and acceptance of partner 
ideas are essential to effective communication across cultures, as are respect for each 
partner’s culture, religion, customs, history, and values.  Junior officers in command of 
small national contingents are the senior representatives of their government within the 
MNFs and, as such, should be treated with special consideration beyond their US equivalent 
rank.  Without genuine respect of others, rapport and mutual confidence cannot exist.  
 


b. Rapport.  US CDRs and staffs should establish rapport with their counterparts from 
partner countries, as well as the multinational force commander (MNFC).  This requires 
personal, direct relationships that only they can develop.  Good rapport between leaders will 
improve teamwork among their staffs and subordinate CDRs and overall unity of effort.  
 


c. Knowledge of Partners.  US CDRs and their staffs should have an understanding of 
each member of the MNF.  Much time and effort is expended in learning about the enemy; a 
similar effort is required to understand the doctrine, capabilities, strategic goals, culture, 
religion, customs, history, and values of each partner.  This will ensure the effective integration 
of MNF partners into the operation and enhance the synergistic effect of the coalition forces.  


 
d. Patience.  Effective partnerships take time and attention to develop.  Diligent 


pursuit of a trusting, mutually beneficial relationship with multinational partners requires 
untiring, even handed patience.  This is easier to accomplish within alliances but is equally 
necessary regarding prospective coalition partners. 
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e. Coordination.  Coordinated policy, particularly on such matters as alliance or 


coalition commanders’ authority over national logistics (including infrastructure) and ISR, is 
required.  Coordinated planning for ROE, fratricide prevention, deception, IO, 
communications, special weapons, source and employment of reserves, and timing of 
operations is essential for unity of effort.  Actions to improve interoperability and the ability 
to share information need to be addressed early.  This includes an emphasis on the uses of 
multinational doctrine and tactics, techniques, and procedures; development of ISR, C2 
systems, and logistic architectures; multinational training and exercises; and establishment 
of liaison structures.  Nations should exchange qualified liaison officers at the earliest 
opportunity to ensure mutual understanding and unity of effort. 


 
3.  Multinational Organizational Structure 
 


a. Organizational Structure.  The basic structures for multinational operations fall into 
one of three types: integrated; lead nation; or parallel command. 
 


(1) Integrated commands have representative members from the member nations 
in the command headquarters.  Multinational commands organized under an integrated 
command help ensure the capabilities of member nations are represented and employed 
properly.  A good example of this command structure is found in the in the NORAD where 
the commander is an American, the deputy commander is Canadian, and each of the 
regional commands has a commander and deputy commander from a different nation.  In 
addition, the NORAD staff is binational. 


 
(2) Lead Nation Command Structure.  A lead nation structure exists when all 


member nations place their forces under the control of one nation.  The lead nation 
command can be distinguished by a dominant lead nation command and staff arrangement 
with subordinate elements retaining strict national integrity.   
 


(3) Parallel Command Structures.  Under a parallel command structure, no single 
force CDR is designated.  The coalition leadership must develop a means for coordination 
among the participants to attain unity of effort.  This can be accomplished through the use of 
coordination centers.  Nonetheless, because of the absence of a single CDR, the use of a 
parallel command structure should be avoided if possible.  
 


b. Regardless of how the MNF is organized operationally, each nation furnishing 
forces normally establishes a national component. (often called a national command 
element) to ensure effective administration of its forces.  The national component provides a 
means to administer and support the national forces, coordinate communication to the parent 
nation, tender national military views and recommendations directly to the multinational 
commander, facilitate the assignment and reassignment of national forces to subordinate 
operational multinational organizations, and maintain personnel accountability.  In an 
administrative role, these national components are similar to a Service component command 
at the unified command level in a US joint organization.  The logistic support element of 
this component is referred to as the national support element. 
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4.  Command and Control of US Forces in Multinational Operations 
 


Although nations will often participate in multinational operations, they rarely, if ever, 
relinquish national command of their forces.  As such, forces participating in a multinational 
operation will always have at least two distinct chains of command: a national chain of 
command and a multinational chain of command (see Figure VI-1). 


 
a. National Command.  The President retains and cannot relinquish national 


command authority over US forces.  National command includes the authority and 
responsibility for organizing, directing, coordinating, controlling, planning employment, and 
protecting military forces.  The President also has the authority to terminate US participation 
in multinational operations at any time.  


 
b. Multinational Command. Command authority for a MNFC is normally negotiated 


between the participating nations and can vary from nation to nation.  Command authority 


NOTIONAL MULTINATIONAL COMMAND STRUCTURE


NATIONAL COMMAND


COMMAND AUTHORITY DELEGATED TO MULTINATIONAL FORCE 
COMMANDER BY PARTICIPATING NATIONS


NATION TO NATION COMMUNICATION


*  EXAMPLES INCLUDE UN, ALLIANCES, TREATIES, OR COALITION AGREEMENT


US NATIONAL
FORCE
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FORCE


MULTINATIONAL 
FORCE 


COMMANDER
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PRESIDENT
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 UNITED STATES
NATIONAL
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Figure VI-1.  Notional Multinational Command Structure 
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will be specified in the implementing agreements and may include aspects of OPCON 
and/or TACON, as well as support relationships and coordinating authority. 
 


(1) Operational Control.  While the President cannot relinquish command 
authority, in some multinational environments it might be prudent or advantageous to place 
appropriate US forces under the OPCON of a foreign CDR to achieve specified military 
objectives.  In making this decision, the President carefully considers such factors as 
mission, size of the proposed US force, risks involved, anticipated duration, and ROE.  
Normally, OPCON of US forces is assigned only for a specific time frame or mission and 
includes the authority to assign tasks to US forces already deployed by the President and to 
US units led by US officers.  US CDRs will maintain the capability to report to higher US 
military authorities in addition to foreign CDRs.  For matters perceived as illegal under US 
or international law, or outside the mandate of the mission to which the President has 
agreed, US CDRs will first attempt resolution with the appropriate foreign CDR.  If issues 
remain unresolved, the US CDRs refer the matters to higher US authorities.   


 
(a) Within the limits of OPCON, a foreign CDR cannot change the mission 


or deploy US forces outside the operational area agreed to by the President.  Nor may the 
foreign CDR separate units, divide their supplies, administer discipline, promote anyone, or 
change the US force’s internal organization. 


 
(b) Other MNF participants will normally exercise national or multinational 


command over their own forces on behalf of their governments. 
 


(2) Tactical Control.  TACON is another form of command authority exercised 
during multinational operations.  It provides for the detailed (and usually local) direction and 
control of movements or maneuvers necessary to accomplish the missions or tasks assigned.  
The CDR of the parent unit continues to exercise OPCON and ADCON over that unit 
unless otherwise specified in the establishing directive. 


 
(3) Support.  Supporting relationships may also be established among 


participating forces in multinational operations.  US force CDRs must be apprised of the 
opportunities, limitations, and/or conditions under which logistic support may be provided 
to forces of other nations. 


 
(4) Coordinating Authority.  In many cases, coordinating authority may be the 


only acceptable means of accomplishing a multinational mission.  Coordinating authority is 
a consultation relationship between commanders, not an authority by which C2 may be 
exercised.  Normally, it is more applicable to planning and similar activities than to 
operations.  Use of coordinating authority requires agreement among participants, as the 
CDR exercising coordinating authority does not have the authority to resolve disputes.  For 
this reason, its use during operations should be limited. 
 
For further details concerning multinational operations, refer to JP 3-0, Joint Operations, 
JP 3-16, Multinational Operations, and the North Atlantic Treaty Organization series of 
allied doctrine publications. 
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CHAPTER VII 
INTERAGENCY, INTERGOVERNMENTAL ORGANIZATION, AND 


NONGOVERNMENTAL ORGANIZATION COORDINATION 
 


VII-1 


1.  General 
 
a. Interagency coordination is the cooperation and communication that occurs 


between agencies of the USG, including the DOD, to accomplish an objective.  Similarly, in 
the context of DOD involvement, IGO and NGO coordination refers to coordination 
between elements of DOD and IGOs or NGOs to achieve an objective.   
 


b. CCDRs and other subordinate JFCs must consider the potential requirements for 
interagency, IGO, and NGO coordination as a part of their activities across the range of 
military operations within and outside of their operational areas.  Military operations must 
be coordinated, integrated, and/or deconflicted with the activities of other agencies of the 
USG, IGOs, NGOs, regional organizations, the operations of foreign forces, and activities of 
various HN agencies within and en route to and from the operational area.  Sometimes the 
JFC draws on the capabilities of other organizations; sometimes the JFC provides 
capabilities to other organizations; and sometimes the JFC merely deconflicts his activities 
with those of others.  These same organizations may be involved during all phases of an 
operation including pre- and post-operation activities.  Roles and relationships among USG 
agencies and organizations, DOD, state, tribal, and local governments, and overseas with the 
US chief of mission, and country team in a US embassy, must be clearly understood.  
Interagency coordination forges the vital link between the military and the diplomatic, 
informational, and economic instruments of national power.  Successful interagency, IGO, 
and NGO coordination helps enable the USG to build international and domestic support, 
conserve resources, and conduct coherent operations that efficiently achieve shared goals. 
 
For more information on interagency coordination, see JP 3-08, Interagency, 
Intergovernmental Organization, and Nongovernmental Organization Coordination During 
Joint Operations, Volumes I and II. 
 
2.  Interagency Unity of Effort 
 


a. The interagency process often is described as “more art than science,” while 
military operations tend to depend more on structure and doctrine.  However, some of the 
techniques, procedures, and systems of military C2 can facilitate unity of effort if they are 
adjusted to the dynamic world of interagency coordination and different organizational 
cultures.  Unity of effort can only be achieved through close, continuous interagency and 
interdepartmental coordination and cooperation, which are necessary to overcome discord, 
inadequate structure and procedures, incompatible communications, cultural differences, 
and bureaucratic and personnel limitations.   


“Long experience shows that operators, regardless of parent agency, collaborate 
closely when faced with common challenges in the field: they often resolve 
interagency concerns quickly and seamlessly to achieve team objectives.”   


 
2006 Quadrennial Defense Review Report 
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b. The interagency process facilitates unity of effort by military and nonmilitary 
participants conducting interagency coordination in pursuit of national objectives.  Within 
the USG, the NSS guides the development, integration, and coordination of all the 
instruments of national power to accomplish national objectives. Once the President signs 
the NSS, the NSC is the principal policy-making forum responsible for the strategic-level 
implementation of the NSS.  The NSC system is a process to coordinate executive 
departments and agencies in the effective development and implementation of those national 
security policies.  This coordination sets the stage for strategic guidance provided to the 
combatant commands, Services, and various DOD agencies, and forms the foundation for 
operational and tactical level guidance.   


 
c. National Security Council.  The NSC is the principal forum for consideration of 


national security policy issues requiring Presidential determination.  The NSC advises and 
assists the President in integrating all aspects of national security policy—domestic, foreign, 
military, intelligence, and economic (in conjunction with the National Economic Council). 
Along with its subordinate committees, the NSC is the principal means for coordinating, 
developing, and implementing national security policy.  The statutory members of the NSC 
are the President, Vice President, Secretary of State, and SecDef.  The CJCS is the council’s 
statutory military advisor and the Director of National Intelligence is the council’s statutory 
intelligence advisor.  Officials of the Office of the SecDef represent the SecDef in NSC 
interagency groups.  Similarly, the CJCS, assisted by the Joint Staff, represents the CCDRs 
for interagency matters in the NSC system.  Other senior officials are invited to attend NSC 
meetings, as appropriate.  Subcommittees of the NSC include:  
 


(1) NSC Principals Committee (PC). NSC/PC is the senior (cabinet-level) 
interagency forum for considering policy issues affecting national security. 
 


(2) NSC Deputies Committee (DC). NSC/DC is the senior subcabinet 
interagency forum for considering policy issues affecting national security.  The NSC/DC 
prescribes and reviews the work of the NSC interagency groups, helps to ensure that issues 
brought before the NSC/PC or the NSC have been properly analyzed and prepared for 
decision, and oversees day-to-day crisis management and prevention.   
 


(3) NSC Policy Coordination Committees (PCCs).  The main day-to-day forum 
for interagency coordination of national security policy, NSC/PCCs manage the 
development and implementation of national security policies by multiple agencies of the 
USG.  NSC/PCCs provide policy analysis for the more senior committees of the NSC 
system to consider and ensure timely responses to Presidential decisions.  PCCs are grouped 
as either regional or functional. 
 


(4) Regional NSC/PCCs. Regional NSC/PCCs, may be established and chaired 
by the appropriate Under or Assistant Secretary of State with responsibility for regional 
issues (e.g., Europe and Eurasia, Western Hemisphere, East Asia). 
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(5) Functional NSC/PCCs.  NSC/PCCs, each chaired at the Under or Assistant 


Secretary level within the agency indicated, have been established for fifteen various 
functional topics.  Some of them include: Democracy, Human Rights, and International 
Operations; Counterterrorism and National Preparedness; Defense Strategy, Force Structure, 
and Planning (DOD); Arms Control; Proliferation, Counterproliferation, and Homeland 
Defense; Intelligence and Counterintelligence; International Organized Crime; Contingency 
Planning; Space; and International Drug Control.  


 
d. While the NSC serves as the principal forum for considering national security policy 


issues requiring Presidential determination, the Homeland Security Council (HSC) provides a 
parallel forum for considering unique HS matters, especially those concerning terrorism within 
the United States. 
 
For more information on the NSC, see CJCSI 5715.01A, Joint Staff Participation in 
Interagency Affairs and National Security Presidential Directive-1, Organization of the 
National Security Council System. 
 


e. Homeland Security Council.  The HSC is responsible for advising and assisting 
the President with respect to all aspects of HS, and serves as the mechanism for ensuring 
coordination of HS-related activities of executive departments and agencies and effective 
development and implementation of HS policies.  Other subcommittees of the HSC include: 
 


(1) HSC Principals Committee.  The HSC/PC is the senior (cabinet-level) 
interagency forum for HS issues 
 


(2) HSC Deputies Committee.  The HSC/DC is the senior subcabinet 
interagency forum for consideration of policy issues affecting HS.  The HSC/DC tasks and 
reviews the work of the HSC interagency groups and helps ensure that issues brought before 
the HSC/PC or HSC have been properly analyzed and prepared for action.  
 


(3) HSC Policy Coordination Committees.  The main day-to-day forum for 
interagency coordination of HS policy, HSC/PCCs coordinate the development and 
implementation of HS policies by multiple departments and agencies throughout the federal 
government and coordinate those policies with state and local government.  HSC/PCCs 
provide policy analysis for consideration by the more senior committees of the HSC system 
and ensure timely responses to Presidential decisions.  There are eleven HSC/PCCs 
established for functional areas such as: Detection, Surveillance, and Intelligence 
(Intelligence and Detection); Plans, Training, Exercises, and Evaluation (Policy and Plans); 
WMD Consequence Management (Response and Recovery); Key Asset, Border, Territorial 
Waters, and Airspace Security (Protection and Prevention); and Domestic Threat Response 
and Incident Management (Response and Recovery). 
 
For more information on the HSC see CJCSI 5715.01A, Joint Staff Participation in 
Interagency Affairs and Homeland Security Presidential Directive-1, Organization and 
Operations of the Homeland Security Council. 
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3.  Interagency Coordination and Integration 
 


a. The guidelines for interagency coordination assure that all participating agencies 
under appropriate authority focus their efforts on national objectives.  The Armed Forces of 
the United States have unique capabilities to offer the interagency community.  These 
include influence through established military-to-military domestic and international 
contacts, resources (i.e., logistics) not available to nonmilitary agencies, trained civil affairs 
personnel and their assets; responsiveness based on military training and readiness.  
Additional unique military capabilities include C2 resources supported by worldwide 
communications and ISR infrastructures, cyberspace capabilities, robust organizational and 
planning processes, training support for large numbers of individuals on a myriad skills, and 
air, land, and sea mobility support for intertheater or intratheater requirements.   
 


b. Foreign Interagency, IGO, and NGO Coordination   
 


(1) Interagency, IGO, and NGO coordination in foreign areas may involve the 
exercise of USG policy regarding internationally-recognized law; preexisting bilateral and 
multilateral military relationships, agreements, and arrangements managed by US 
embassies; treaties involving US defense interests, implementation of combatant command 
theater security cooperation activities; and initiatives concerning technology transfer or 
armaments cooperation and control, foreign humanitarian assistance, peace operations, or 
other contingencies. 
 


(2) At the national level, DOS leads the effort to support interagency coordination 
overseas, forming task-oriented groups or employing the NSC system to organize the effort.  
 


(3) The formal US interagency structure in foreign countries operates under the 
lead of the US ambassador and the country team and may include US embassy public affairs 
representation.  The US ambassador is ordinarily the lead agent for interagency coordination 
abroad that is essentially nonmilitary in nature but requires military participation, with 
representation and control of the military operations provided by the JFC. 
 


(4) Within a theater, the GCC is responsible for planning and implementing military 
strategies and operations that require interagency coordination.  Coordination required outside 
the geographic region may be supported by groups within the NSC system or individual 
Departments, with lead for such coordination falling either to the combatant command or the 
Federal agency depending on the circumstances.  In some operations, a special representative 
of the President or special envoy of the UN Secretary-General may be involved. 
 


c. Domestic Interagency Coordination  
 


(1) For domestic HS-related interagency coordination that may require military 
participation in countering domestic terrorism and other CS tasks, DHS has the lead.  For 
homeland defense interagency coordination, DOD will have the lead.  The DHS is the 
primary forum for coordinating Executive Branch efforts to detect, prepare for, prevent, 
protect against, respond to, and recover from terrorist attacks within the United States.   







Interagency, Intergovernmental Organization, and  
Nongovernmental Organization Coordination 


VII-5 
 


 
(2) The SecDef retains the authority to approve use of combatant command 


resources for assistance to civil authorities.  For CS within the United States, the Joint Staff 
Joint Director of Military Support (JDOMS) will normally allocate forces to 
USNORTHCOM for operations approved by the SecDef.  JDOMS validates requests for 
assistance, determines what DOD capabilities are available to fulfill the request, and 
coordinates SecDef approval to use DOD forces.  


 
(3) In domestic situations, the Constitution, law, and other governmental 


directives limit the scope and nature of military actions.  The National Guard has unique 
roles in domestic operations.  Under control of the respective states, National Guard units in 
Title 32, USC and state active duty status provide a wide variety of CS.  Per the Posse 
Comitatus Act and DOD policy, the United States refrains from employing Title 10, USC 
DOD forces to enforce the law except in cases of necessity.  Unless under authorization by 
the President, Congress, or the Constitution, Posse Comitatus, together with related DOD 
regulations, prohibits the Army, Air Force, Marine Corps, and Navy from directly 
participating in civilian law enforcement activities within the United States.  In its maritime 
law enforcement role under DHS, the USCG as a Service under DHS, has jurisdiction in 
both US waters and on the high seas as prescribed in law.   


 
(4) In addition to coordinating with US Government agencies, other domestic 


participants may be involved to include state, local, and/or tribal government organizations 
as well as the types of NGOs and IGOs that operate domestically and/or internationally. 
 
For more information on HS, homeland defense, and associated interagency coordination 
activities in support of these missions, see the National Strategy for Homeland Security, the 
National Response Framework, the DOD Strategy for Homeland Defense and Civil 
Support, JP 3-27, Homeland Defense, and JP 3-28, Civil Support. 
 


d.  Command Relationships 
 


(1) Command relationships preserve the primacy of civil authorities in their 
spheres of responsibility while facilitating the full utilization of military forces as permitted 
by the Constitution, law, and directives of the President.  Military commands will provide 
assistance in consonance with these directives for activities conducted under the control of 
civil authorities. 
 


(2) The relationship between NGOs, IGOs and US military elements may be 
viewed as an associate or partnership relationship.  These civilian organizations do not 
operate in military or governmental hierarchies and therefore cannot have formal supporting 
or supported relationships with US military forces. 
 


e. Organizing for Interagency Coordination   
 


(1) Joint Interagency Coordination Group (JIACG).  When formed, a JIACG 
can provide the CCDR with an increased capability to collaborate with other USG civilian 
agencies and departments (see Figure VII-1 for a notional JIACG structure).  The JIACG, an 







Chapter VII 


VII-6  JP 1 


element of a GCC’s staff, is an interagency staff group that establishes and enhances regular, 
timely, and collaborative working relationships between other governmental agencies’ 
representatives (DOS, DHS, and others) and military operational planners at the combatant 
commands.  If augmented with other partners such as IGOs, NGOs, and/or multinational 
representatives, the JIACG enhances the capability to collaborate and coordinate with the 
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Figure VII-1.  Notional Joint Interagency Coordination Group Structure 
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private sector and/or regional organizations.  JIACGs complement the interagency 
coordination that occurs at the national level through the DOD and the NSC and HSC 
systems.  JIACG members participate in contingency, crisis action, and security cooperation 
planning.  They provide a conduit back to their parent organizations to help synchronize 
joint operations with the efforts of OGAs.   


 
(2) A contingency and planning focused subgroup of the JIACG, is the 


interagency planning cell (IPC).  The IPC can be organized or tailored to operate 24/7 to 
assist in and support interagency planning and/or coordination in crisis and/or contingency 
situations.  During such situations, an IPC will enable a coherent, efficient, and responsive 
planning and coordination effort through “focused or targeted” participation by interagency 
subject matter experts and dedicated agency representatives. 
 
For more information on the JIACG and the IPC, see JP 3-08, Interagency, 
Intergovernmental Organization, and Nongovernmental Organization Coordination During 
Joint Operations, Vol I. 
 


f. JTF Interagency Coordination 
 


(1) There are specific policies and procedures that guide JTF interagency 
coordination.  The unique aspects of the interagency process require the JTF headquarters to 
be especially flexible, responsive, and cognizant of the capabilities of not only the JTF’s 
components, but other agencies as well.   
 


(2) In contrast to the established command structure of a combatant command or 
JTF, NGOs and IGOs in the operational area may not have a defined structure for 
controlling activities.  Upon identifying organizational or operational mismatches between 
organizations, the staff of the combatant command or JTF should designate points in the 
NGOs and IGOs at which liaison and coordinating mechanisms are appropriate. 
 


(3) In order to best coordinate military and civilian operations, the JTF should 
consider the location (proximity to or within the JTF command center) when establishing a 
civil-military operations center (CMOC) to ensure maximum opportunities for collaboration 
(see Figure VII-2).  The CMOC is composed of representatives from military, civilian, US, 
and multinational agencies involved in the operation.  An effective CMOC contributes to 
meeting the objectives of all represented agencies in a cooperative and efficient manner. 
 
For more information on the CMOC, see JP 3-08, Interagency, Intergovernmental 
Organization, and Nongovernmental Organization Coordination During Joint Operations, 
Vol I and JP 3-57, Joint Civil-Military Operations. 
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1. The purpose of joint doctrine is to enhance the operational effectiveness of US 


forces.  Joint policy is reflected in CJCSIs or CJCSMs.  These instructions and manuals are 
not JPs, but contain CJCS policy and guidance that do not involve the employment of 
forces.  Though neither policy nor strategy, joint doctrine serves to make US policy and 
strategy effective in the application of US military power.  


 
2. Only those doctrine publications approved by CJCS are referred to as “joint 


publications.”  They are developed in coordination with the Services, combatant commands 
and the Joint Staff.  Documents involving the operations of two or more Services that are 
approved by the relevant Chiefs of Service (or their designated agent) will be referred to as 
“multi-Service” and will identify the participating Services (e.g., Army and Air Force 
doctrine; or Army, Navy and Air Force procedures).  These documents are not JPs, but they 
must be consistent with approved JPs.  


 
3. Joint doctrine is based on extant capabilities, i.e., current force structures and 


materiel.  It incorporates time-tested principles such as the principles of joint operations, 
operational art, and elements of operational design for successful military action, as well as 
contemporary lessons that exploit US advantages against adversary vulnerabilities.  Joint 
doctrine standardizes terminology, training, relationships, responsibilities and processes 
among all US forces to free JFCs and their staffs to focus efforts on solving the strategic, 
operational and tactical problems confronting them.  


 
4. Joint doctrine is authoritative guidance and will be followed except when, in 


the judgment of the commander, exceptional circumstances dictate otherwise.  That 
means doctrine does not replace or alter a commander’s authority and obligation to 
determine the proper COA under the circumstances prevailing at the time of decision; such 
judgments are the responsibility of the commander, and doctrine cannot be a substitute for 
good judgment.  Joint doctrine is not dogmatic—the focus is on how to think about 
operations, not what to think about operations.  Its purpose is to aid thinking, not to replace 
it.  It must be definitive enough to guide operations while versatile enough to accommodate 
a wide variety of situations.  Joint doctrine should foster initiative, creativity and conditions 
that allow commanders the freedom to adapt to varying circumstances.  The judgment of 
the commander based upon the situation is always paramount. 


 
5. Joint doctrine applies to the Joint Staff, CCDRs, subordinate unified CDRs, JTF 


CDRs, subordinate component CDRs of these commands, and the Services.  In developing 
joint doctrine, existing Service, multi-Service, and multinational doctrine is considered.  
However, joint doctrine takes precedence over individual Service’s doctrine, which 
must be consistent with joint doctrine.  Joint doctrine should not include detail that is 
more appropriate in Service doctrine, standing operating procedures, plans and other 
publications.  If conflicts arise between the contents of a JP and the contents of Service or 
multi-Service publications, the JP will take precedence for the activities of joint forces 
unless CJCS, normally in coordination with the other members of the JCS, has provided 
more current and specific guidance.  
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6. When the Armed Forces of the United States participate in multinational 
operations, US commanders should follow multinational doctrine and procedures that have 
been ratified by the United States.  For multinational doctrine and procedures not ratified by 
the United States, commanders should evaluate and follow the multinational command’s 
doctrine and procedures where applicable and consistent with US law, policy and doctrine.  
 
For further guidance on joint doctrine, refer to CJCSI 5120.02A, Joint Doctrine 
Development System. 
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1.  General 
 


The following information is provided to assist CCDRs, subordinate JFCs and other 
CDRs with the authority to designate a support relationship between subordinate CDRs and 
with considerations in developing an establishing directive to clarify that support 
relationship. 
 
2.  Establishing Directive 
 


An establishing directive is defined as an order normally issued to specify the purpose 
of the support relationship, the effect desired, and the scope of the action to be taken. 


 
a. An establishing directive is essential to ensure unity of command.  Normally, the 


designated CDR will develop a draft establishing directive during the planning phase to provide 
the specifics of the support relationship.  The CDR will submit the draft establishing directive to 
the establishing authority for consideration.  The establishing directive is normally issued to 
specify the purpose of the support relationship, the effect desired, and the scope of the action to be 
taken.  It may also include but is not necessarily limited to the following. 


 
(1) Time, place, level, and duration of the supporting effort. 
 
(2) Relative priority of the supporting effort. 
 
(3) Authority, if any, of the supporting CDRs to modify the supporting effort in 


the event of exceptional opportunity or an emergency. 
 
(4) Degree of authority granted to the supported CDR over the supporting effort.  
 
(5) Establishment of air, sea, and ground maneuver control measures and 


cyberspace operations protocols. 
 
(6) Development of joint tactical air strike requests and air support requests. 
 
(7) Development of target nominations, establishment of fire support coordination 


measures, integration of air defense, and the role of coordination centers.   
 
(8) Development of the intelligence collection plan.   
 
(9) Nonorganic logistic support.   
 
(10) Force protection responsibilities. 


 
b. Unless otherwise stated in the establishing directive, the supported and supporting 


CDRs will identify the events and conditions for any shifts of the support relationship 
throughout the operation during the planning phase and forward them to the establishing 
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authority for approval.  The establishing authority will resolve any differences among the 
CDRs. 
 
3.  Supported Commander 
 


A supported CDR may be designated for the entire operation, a particular phase or 
stage of the operation, a particular function, or a combination of phases, stages, events, and 
functions.  Unless limited by the establishing directive, the supported CDR has the 
authority to exercise general direction of the supporting effort.  General direction 
includes the designation and prioritization of targets or objectives, timing and duration of the 
supporting action, and other instructions necessary for coordination and efficiency.  The 
establishing authority is responsible for ensuring that the supported and supporting CDRs 
understand the degree of authority that the supported CDR is granted. 
 


a. If not specified, the CDR will determine who has primary responsibility for the 
essential tasks during the mission analysis in the planning process. 


 
b. In an operation of relatively short duration, normally the establishing 


authority will choose one supported commander for the entire operation. 
 
4.  Supporting Commander 
 


The supporting CDR determines the forces, tactics, methods, procedures, and 
communications to be employed in providing this support.  The supporting CDR will advise 
and coordinate with the supported CDR on matters concerning the employment and 
limitations (e.g., logistics) of such support, assist in planning for the integration of such 
support into the supported CDR’s effort as a whole, and ensure that support requirements 
are appropriately communicated throughout the supporting CDR’s organization.  The 
supporting CDR has the responsibility to ascertain the needs of the supported force and take 
full action to fulfill them within existing capabilities, consistent with priorities and 
requirements of other assigned tasks.  When the supporting CDR cannot fulfill the needs of 
the supported CDR, the establishing authority will be notified by either the supported or 
supporting CDRs.  The establishing authority is responsible for determining a solution. 
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The development of JP 1 is based upon the following primary references. 
 


1.  Federal Statutory Laws 
 


a.  The National Security Act of 1947, as amended. 
 
b.  Titles 10 and 32, US Code, as amended. 
 
c.  Title 14, US Code, sections 1, 2, and 141. 
 
d.  The Goldwater-Nichols Department of Defense Reorganization Act of 1986. 
 
e.  Posse Comitatus Act, (Title18, USC, Section 1385). 
 


2.  Strategic Guidance and Policy 
 


a.  Forces For Unified Commands Memorandum. 
 
b.  The National Security Strategy of the United States. 
 
c.  The National Defense Strategy of the United States. 
 
d.  The National Military Strategy of the United States. 
 
e.  National Strategy for Homeland Security. 
 
f.  National Strategy for Combating Terrorism. 
 
g.  National Strategy to Combat Weapons of Mass Destruction. 
 
h.  Unified Command Plan. 
 
i.   National Response Framework. 
 
j.  DOD Strategy for Homeland Defense and Civil Support. 
 
k.  The National Military Strategy for Cyberspace Operations. 
 
l.  The National Strategy to Secure Cyberspace. 


 
3.  DOD Publications 
 


a.  DOD 1348.33-M, Manual of Military Decorations and Awards. 
 
b.  DODD 2000.12, DOD Antiterrorism (AT) Program. 
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c. DODD 3000.05, Military Support for Stability, Security, Transition, and 
Reconstruction (SSTR) Operations. 


 
d.  DODD 3020.26, Defense Continuity Program. 
 
e.  DODD 3025.1, Military Support to Civil Authorities. 
 
f.  DODD 3025.12, Military Assistance for Civil Disturbances. 
 
g.  DODD 3025.15, Military Assistance to Civil Authorities. 
 
h.  DODD 5100.1, Functions of the Department of Defense and its Major Components. 
 
i.  DODD 5100.3, Support of the Headquarters of Combatant and Subordinate Joint 


Commands. 
 
j.  DODD 5100.20, The National Security Agency and the Central Security Service. 
 
k.  DODD 5101.1, DOD Executive Agent. 
 
l.  DODD 5105.19, Defense Information Systems Agency (DISA). 
 
m.  DODD 5105.21, Defense Intelligence Agency (DIA). 
 
n.  DODD 5105.22, Defense Logistics Agency (DLA). 
 
o.  DODI 4000.19, Interservice and Intragovernmental Support. 


 
4.  Chairman of the Joint Chiefs of Staff Publications 
 


a.  CJCSI 5120.02A, Joint Doctrine Development System. 
 
b.  CJCSI 3100.01A, Joint Strategic Planning System. 
 
c.  CJCSI 5715.01B, Joint Staff Participation in Interagency Affairs. 
 
d.  CJCSM 3122.01, Joint Operation Planning and Execution System (JOPES), Vol I: 


(Planning Policies and Procedures). 
 
e.  CJCSM 3500.03A, Joint Training Manual for the Armed Forces of the United 


States. 
 


f.  JP 1-0, Personnel Support to Joint Operations. 
 
g.  JP 1-02, Department of Defense Dictionary of Military and Associated Terms. 
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i.  JP 2-0, Intelligence Support. 
 
j.  JP 3-0, Joint Operations. 
 
k.  JP 3-05, Doctrine for Special Operations. 
 
l.  JP 3-07.2, Antiterrorism. 
 
m.  JP 3-08, Interagency, Intergovernmental Organization, and Nongovernmental 


Organization Coordination During Joint Operations, Vol I. 
 
n.  JP 3-13, Information Operations. 
 
o.  JP 3-16, Multinational Operations. 
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r.  JP 3-30, Command and Control for Joint Air Operations. 
 
s.  JP 3-31, Command and Control for Joint Land Operations. 
 
t.  JP 3-32, Command and Control for Joint Maritime Operations. 
 
u.  JP 3-33, Joint Task Force Headquarters. 
 
v.  JP 3-57, Civil-Military Operations. 
 
w.  JP 4-0, Logistic Support. 
 
x.  JP 4-02, Health Service Support. 
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1. User Comments 
 


Users in the field are highly encouraged to submit comments on this publication to: 
Commander, United States Joint Forces Command, Joint Warfighting Center Code JW100, 
116 Lake View Parkway, Suffolk, VA  23435-2697.  These comments should address 
content (accuracy, usefulness, consistency, and organization), writing, and appearance. 
 
2.  Authorship 
 


The lead agent and Joint Staff doctrine sponsor for this publication is the Director for 
Operational Plans and Joint Force Development  (J-7). 
 
3.  Supersession 
 


This publication supersedes JP 1, 14 November 2000, Joint Warfare of the Armed 
Forces of the United States; and, JP 0-2, 10 July 2001, Unified Action Armed Forces 
(UNAAF). 
 
4.  Change Recommendations 
 


a. Recommendations for urgent changes to this publication should be submitted: 
 


TO:  JOINT STAFF WASHINGTON DC//J7-JEDD// 
INFO: CDRUSJFCOM SUFFOLK VA//DOC GP// 


 
Routine changes should be submitted electronically to Commander, Joint Warfighting 
Center, Doctrine and Education Group and info the Lead Agent and the Director for 
Operational Plans and Joint Force Development J-7/JEDD via the CJCS JEL at 
http://www.dtic.mil/doctrine. 


 
b. When a Joint Staff directorate submits a proposal to the Chairman of the Joint 


Chiefs of Staff that would change source document information reflected in this publication, 
that directorate will include a proposed change to this publication as an enclosure to its 
proposal.  The Military Services and other organizations are requested to notify the Director, 
J-7, Joint Staff, when changes to source documents reflected in this publication are initiated. 


 
c. Record of Changes: 


 
CHANGE  COPY  DATE OF DATE POSTED  
NUMBER NUMBER CHANGE  ENTERED BY  REMARKS 
_______________________________________________________________________
_______________________________________________________________________
_______________________________________________________________________
_______________________________________________________________________ 
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5.  Distribution  
 


a. The Joint Staff will not print copies of electronic joint publications for distribution.  
Electronic versions are available at www.dtic.mil/doctrine (NIPRNET), or 
https://jdeis.js.smil.mil/jdeis (SIPRNET). 
 


b. Only approved joint publications and joint test publications are releasable outside 
the combatant commands, Services, and Joint Staff. Release of any classified joint 
publication to foreign governments or foreign nationals must be requested through the local 
embassy (Defense Attaché Office) to DIA Foreign Liaison Office, PO-FL, Room 1E811, 
7400 Defense Pentagon, Washington, DC 20301-7400.  


 
c. Local reproduction is authorized and access to unclassified publications is 


unrestricted.  However, access to and reproduction authorization for classified joint 
publications must be in accordance with DOD Regulation 5200.1-R, Information Security 
Program. 
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AC Active Component 
ADCON administrative control 
AOR area of responsibility 
 
C2 command and control 
C2S command and control support 
CBP capabilities-based planning 
CCDR combatant commander 
CCIR commander’s critical information requirement 
CDR commander 
CDRUSJFCOM Commander, United States Joint Forces Command 
CDRUSNORTHCOM Commander, United States Northern Command 
CDRUSSOCOM Commander, United States Special Operations Command 
CJCS Chairman of the Joint Chiefs of Staff 
CJCSI Chairman of the Joint Chiefs of Staff instruction 
CJCSM Chairman of the Joint Chiefs of Staff manual 
CMOC civil-military operations center 
COA course of action 
COCOM combatant command (command authority) 
CONOPS concept of operations 
CONUS continental United States 
COP common operational picture 
COS chief of staff 
CPG Contingency Planning Guidance 
CS civil support 
CSA combat support agency 
 
DC Deputies Committee 
DCMA Defense Contract Management Agency 
DCP Defense Continuity Program 
DHS Department of Homeland Security 
DIA Defense Intelligence Agency 
DIRLAUTH direct liaison authorized 
DISA Defense Information Systems Agency 
DJTFAC deployable joint task force augmentation cell 
DLA Defense Logistics Agency 
DOD Department of Defense 
DODD Department of Defense directive 
DON Department of the Navy 
DOS Department of State 
DSPD defense support to public diplomacy 
DTRA Defense Threat Reduction Agency 
 
EA executive agent 
 
FCC functional combatant commander 
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FHA foreign humanitarian assistance 
 
GCC geographic combatant commander 
GIG Global Information Grid 
GWOT global war on terror 
 
HN host nation 
HQ headquarters 
HS homeland security 
HSC Homeland Security Council 
 
IGO intergovernmental organization 
IO information operations 
IPC interagency planning cell 
ISR intelligence, surveillance, and reconnaissance 
IW irregular warfare 
 
J-1 manpower and personnel directorate of a joint staff 
J-2 intelligence directorate of a joint staff 
J-3 operations directorate of a joint staff 
J-4 logistics directorate of a joint staff 
J-5 plans directorate of a joint staff 
J-6 communications system directorate of a joint staff 
JCA Joint Capability Area 
JCS Joint Chiefs of Staff 
JDOMS Joint Director of Military Support 
JFACC joint force air component commander 
JFC joint force commander 
JIACG joint interagency coordination group 
JIOC joint intelligence operations center 
JOPES Joint Operation Planning and Execution System 
JOPP joint operation planning process 
JP joint publication 
JSCP Joint Strategic Capabilities Plan 
JTF joint task force 
 
MAGTF Marine air-ground task force 
MCM Manual for Courts-Martial 
MNF multinational force 
MNFC multinational force commander 
MOA memorandum of agreement 
MWR morale, welfare, and recreation 
 
NCCS Nuclear Command and Control System 
NDS national defense strategy 
NEO noncombatant evacuation operation 
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NGA National Geospatial-Intelligence Agency 
NGO nongovernmental organization 
NMCS National Military Command System 
NMS national military strategy 
NORAD North American Aerospace Defense Command 
NSA National Security Agency 
NSC National Security Council 
NSS national security strategy 
 
OEF Operation ENDURING FREEDOM 
OGA other government agency 
OIF Operation IRAQI FREEDOM 
OPCON operational control 
OPLAN operation plan 
OSD Office of the Secretary of Defense 
 
PA public affairs 
PC Principals Committee 
PCC policy coordination committee 
PSYOP psychological operations 
 
RC Reserve Component 
RCM Rules for Courts-Martial 
ROE rules of engagement 
RUF rules for the use of force 
 
SA situational awareness 
SC strategic communications 
SCG Security Cooperation Guidance  
SCP security cooperation plan 
SecDef Secretary of Defense 
SJFHQ (CE) standing joint force headquarters (command element) 
SO special operations 
SOF special operations forces 
SSTR stability, security, transition, and reconstruction 
 
TACAIR tactical air 
TACON tactical control 
TRO training and readiness oversight 
 
UCMJ Uniform Code of Military Justice 
UCP Unified Command Plan 
UN United Nations 
USC United States Code 
USCG United States Coast Guard 
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USELEMNORAD United States element North American Aerospace Defense 
Command 


USG United States Government 
USNORTHCOM United States Northern Command 
USSOCOM United States Special Operations Command 
USSTRATCOM United States Strategic Command 
 
VCJCS Vice Chairman of the Joint Chiefs of Staff 
 
WMD weapons of mass destruction 
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Unless otherwise annotated, this publication is the proponent for all terms and definitions 
found in the glossary.  JP 1-02, Department of Defense Dictionary of Military and Associated 
Terms, will reflect this publication as the source document for these terms and definitions. 
 
administrative control.  Direction or exercise of authority over subordinate or other 


organizations in respect to administration and support, including organization of 
Service forces, control of resources and equipment, personnel management, unit 
logistics, individual and unit training, readiness, mobilization, demobilization, 
discipline, and other matters not included in the operational missions of the subordinate 
or other organizations.  Also called ADCON.  (JP 1-02)  


 
area of responsibility.  The geographical area associated with a combatant command 


within which a geographic combatant commander has authority to plan and conduct 
operations.  Also called AOR.  (This term and its definition modify the existing term 
and its definition and are approved for inclusion in JP 1-02.) 


 
Armed Forces of the United States.  A term used to denote collectively all components of 


the Army, Navy, Air Force, Marine Corps, and Coast Guard.  See also United States 
Armed Forces.  (JP 1-02) 


 
change of operational control.  None.  (Approved for removal from JP 1-02.) 
 
combatant command (command authority).  Nontransferable command authority 


established by title 10 ("Armed Forces"), United States Code, section 164, exercised 
only by commanders of unified or specified combatant commands unless otherwise 
directed by the President or the Secretary of Defense.  Combatant command (command 
authority) cannot be delegated and is the authority of a combatant commander to 
perform those functions of command over assigned forces involving organizing and 
employing commands and forces, assigning tasks, designating objectives, and giving 
authoritative direction over all aspects of military operations, joint training, and 
logistics necessary to accomplish the missions assigned to the command.  Combatant 
command (command authority) should be exercised through the commanders of 
subordinate organizations.  Normally this authority is exercised through subordinate 
joint force commanders and Service and/or functional component commanders.  
Combatant command (command authority) provides full authority to organize and 
employ commands and forces as the combatant commander considers necessary to 
accomplish assigned missions.  Operational control is inherent in combatant command 
(command authority).  Also called COCOM.  (JP 1-02)  


 
command.  1.  The authority that a commander in the armed forces lawfully exercises over 


subordinates by virtue of rank or assignment.  Command includes the authority and 
responsibility for effectively using available resources and for planning the employment 
of, organizing, directing, coordinating, and controlling military forces for the 
accomplishment of assigned missions.  It also includes responsibility for health, 
welfare, morale, and discipline of assigned personnel.  2.  An order given by a 
commander; that is, the will of the commander expressed for the purpose of bringing 
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about a particular action.  3.  A unit or units, an organization, or an area under the 
command of one individual.  Also called CMD.  See also combatant command 
(command authority).  (This term and its definition modify the existing term and its 
definition and are approved for inclusion in JP 1-02.)  


 
command and control.  The exercise of authority and direction by a properly designated 


commander over assigned and attached forces in the accomplishment of the mission.  
Command and control functions are performed through an arrangement of personnel, 
equipment, communications, facilities, and procedures employed by a commander in 
planning, directing, coordinating, and controlling forces and operations in the 
accomplishment of the mission.  Also called C2.  (JP 1-02)  


 
command relationships.  The interrelated responsibilities between commanders, as well as 


the operational authority exercised by commanders in the chain of command; defined 
further as combatant command (command authority), operational control, tactical 
control, or support.  See also combatant command (command authority); command; 
operational control; support; tactical control.  (JP 1-02)   


 
component.  1.  One of the subordinate organizations that constitute a joint force.  Normally 


a joint force is organized with a combination of Service and functional components.  2.  
In logistics, a part or combination of parts having a specific function, which can be 
installed or replaced only as an entity.  Also called COMP.  See also functional 
component command; Service component command.  (JP 1-02)   


 
contingency operation.  A military operation that is either designated by the Secretary of 


Defense as a contingency operation or becomes a contingency operation as a matter of 
law (Title 10 United States Code, Section 101[a][13]).  It is a military operation that: a. 
is designated by the Secretary of Defense as an operation in which members of the 
Armed Forces are or may become involved in military actions, operations, or hostilities 
against an enemy of the United States or against an opposing force; or b. is created by 
definition of law.  Under Title 10 United States Code, Section 101 (a)(13)(B), a 
contingency operation exists if a military operation results in the (1) call-up to (or 
retention on) active duty of members of the uniformed Services under certain 
enumerated statutes (Title 10 United States Code, Sections 688, 12301(a), 12302, 
12304, 12305, 12406, or 331-335); and (2) the call-up to (or retention on) active duty of 
members of the uniformed Services under other (non-enumerated) statutes during war 
or national emergency declared by the President or Congress.  (This term and its 
definition modify the existing term and its definition and are approved for inclusion in 
JP 1-02.)   


 
coordinating authority.  A commander or individual assigned responsibility for 


coordinating specific functions or activities involving forces of two or more Military 
Departments, two or more joint force components, or two or more forces of the same 
Service.  The commander or individual has the authority to require consultation 
between the agencies involved, but does not have the authority to compel agreement.  
In the event that essential agreement cannot be obtained, the matter shall be referred to 
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the appointing authority.  Coordinating authority is a consultation relationship, not an 
authority through which command may be exercised.  Coordinating authority is more 
applicable to planning and similar activities than to operations.  (JP 1-02)   


 
cyberspace.  A global domain within the information environment consisting of the 


interdependent network of information technology infrastructures, including the 
Internet, telecommunications networks, computer systems, and embedded processors 
and controllers.  (JP 1-02. SOURCE: CJCS CM-0363-08) 


 
Department of Defense components.  The Office of the Secretary of Defense, the Military 


Departments, the Chairman of the Joint Chiefs of Staff, the combatant commands, the 
Office of the Inspector General of the Department of Defense, the Department of 
Defense agencies, field activities, and all other organizational entities in the Department 
of Defense.  (Approved for inclusion in JP 1-02.) 


 
directive authority for logistics.  Combatant commander authority to issue directives to 


subordinate commanders, including peacetime measures, necessary to ensure the 
effective execution of approved operation plans.  Essential measures include the 
optimized use or reallocation of available resources and prevention or elimination of 
redundant facilities and/or overlapping functions among the Service component 
commands.  Also called DAFL. See also combatant command (command authority).  
(This term and its definition modify the existing term and its definition and are 
approved for inclusion in JP 1-02.)   


 
direct liaison authorized.  That authority granted by a commander (any level) to a 


subordinate to directly consult or coordinate an action with a command or agency 
within or outside of the granting command.  Direct liaison authorized is more 
applicable to planning than operations and always carries with it the requirement of 
keeping the commander granting direct liaison authorized informed.  Direct liaison 
authorized is a coordination relationship, not an authority through which command may 
be exercised.  Also called DIRLAUTH.  (JP 1-02)   


 
executive agent.  A term used to indicate a delegation of authority by the Secretary of 


Defense to a subordinate to act on behalf of the Secretary of Defense.  Designation as 
executive agent, in and of itself, confers no authority.  The exact nature and scope of the 
authority delegated must be stated in the document designating the executive agent.  An 
executive agent may be limited to providing only administration and support or 
coordinating common functions, or it may be delegated authority, direction, and control 
over specified resources for specified purposes.  (This term and its definition modify the 
existing term and its definition and are approved for inclusion in JP 1-02.)   


 
force.  1.  An aggregation of military personnel, weapon systems, equipment, and necessary 


support, or combination thereof.  2.  A major subdivision of a fleet.  (JP 1-02)   
 
functional component command.  A command normally, but not necessarily, composed of 


forces of two or more Military Departments which may be established across the range 
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of military operations to perform particular operational missions that may be of short 
duration or may extend over a period of time.  See also component; Service component 
command.  (JP 1-02)   


 
in support of.  Assisting or protecting another formation, unit, or organization while 


remaining under original control. (JP 1-02) 
 
integration.  1.  In force protection, the synchronized transfer of units into an operational 


commander's force prior to mission execution.  2.  The arrangement of military forces 
and their actions to create a force that operates by engaging as a whole.  3.  In 
photography, a process by which the average radar picture seen on several scans of the 
time base may be obtained on a print, or the process by which several photographic 
images are combined into a single image.  (JP 1-02)   


 
irregular warfare.  A violent struggle among state and non-state actors for legitimacy and 


influence over the relevant population(s). Irregular warfare favors indirect and 
asymmetric approaches, though it may employ the full range of military and other 
capacities, in order to erode an adversary’s power, influence, and will.  Also called IW. 
(Approved for inclusion in JP 1-02.) 


 
joint.  Connotes activities, operations, organizations, etc., in which elements of two or more 


Military Departments participate.  (JP 1-02)   
 
joint force commander.  A general term applied to a combatant commander, subunified 


commander, or joint task force commander authorized to exercise combatant command 
(command authority) or operational control over a joint force.  Also called JFC.  (JP 1-
02)   


 
joint staff.  1.  The staff of a commander of a unified or specified command, subordinate 


unified command, joint task force, or subordinate functional component (when a 
functional component command will employ forces from more than one Military 
Department), that includes members from the several Services comprising the force.  
These members should be assigned in such a manner as to ensure that the commander 
understands the tactics, techniques, capabilities, needs, and limitations of the component 
parts of the force.  Positions on the staff should be divided so that Service representation 
and influence generally reflect the Service composition of the force.  2.  (capitalized as 
Joint Staff)  The staff under the Chairman of the Joint Chiefs of Staff as provided for in 
Title 10, United States Code, Section 155.  The Joint Staff assists the Chairman of the 
Joint Chiefs of Staff and, subject to the authority, direction, and control of the Chairman 
of the Joint Chiefs of Staff and the other members of the Joint Chiefs of Staff in carrying 
out their responsibilities.  Also called JS.  (This term and its definition modify the 
existing term and definition and are approved for inclusion in JP 1-02)   


 
joint task force.  A joint force that is constituted and so designated by the Secretary of 


Defense, a combatant commander, a subunified commander, or an existing joint task 
force commander.  Also called JTF.  (JP 1-02)   
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multinational force.  A force composed of military elements of nations who have formed 
an alliance or coalition for some specific purpose.  Also called MNF.  (JP 1-02)   


 
national support element.  Any national organization or activity that supports national 


forces that are a part of a multinational force.  Their mission is nation-specific support 
to units and common support that is retained by the nation.  Also called NSE.  (JP 1-02) 


 
operational authority.  That authority exercised by a commander in the chain of command, 


defined further as combatant command (command authority), operational control, 
tactical control, or a support relationship.  See also combatant command (command 
authority); in support of; operational control; support; tactical control.  (JP 1-02)   


 
operational control.  Command authority that may be exercised by commanders at any 


echelon at or below the level of combatant command.  Operational control is inherent in 
combatant command (command authority) and may be delegated within the command.  
Operational control is the authority to perform those functions of command over 
subordinate forces involving organizing and employing commands and forces, 
assigning tasks, designating objectives, and giving authoritative direction necessary to 
accomplish the mission.  Operational control includes authoritative direction over all 
aspects of military operations and joint training necessary to accomplish missions 
assigned to the command.  Operational control should be exercised through the 
commanders of subordinate organizations.  Normally this authority is exercised through 
subordinate joint force commanders and Service and/or functional component 
commanders.  Operational control normally provides full authority to organize 
commands and forces and to employ those forces as the commander in operational 
control considers necessary to accomplish assigned missions; it does not, in and of 
itself, include authoritative direction for logistics or matters of administration, 
discipline, internal organization, or unit training.  Also called OPCON.  See also 
combatant command (command authority); tactical control.  (This term and its 
definition modify the existing term and its definition and are approved for inclusion in 
JP 1-02.)   


 
other government agency.  Within the context of interagency coordination, a non 


Department of Defense agency of the United States Government.  Also called OGA.  
(Approved for inclusion in JP 1-02.) 


 
Service component command.  A command consisting of the Service component 


commander and all those Service forces, such as individuals, units, detachments, 
organizations, and installations under that command, including the support forces that 
have been assigned to a combatant command or further assigned to a subordinate 
unified command or joint task force.  See also component; functional component 
command.  (JP 1-02)   


 
specified combatant command.  See specified command.  (JP 1-02)   
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specified command. A command that has a broad, continuing mission, normally  
functional, and is established and so designated by the President through the Secretary 
of Defense with the advice and assistance of the Chairman of the Joint Chiefs of Staff. 
It normally is composed of forces from a single Military Department.  Also called 
specified combatant command. (JP 1-02) 


 
subordinate command.  A command consisting of the commander and all those 


individuals, units, detachments, organizations, or installations that have been placed 
under the command by the authority establishing the subordinate command.  (JP 1-02) 


 
subordinate unified command.  A command established by commanders of unified 


commands, when so authorized by the SecDef through the Chairman of the Joint Chiefs 
of Staff, to conduct operations on a continuing basis in accordance with the criteria set 
forth for unified commands.  A subordinate unified command may be established on an 
area or functional basis.  Commanders of subordinate unified commands have functions 
and responsibilities similar to those of the commanders of unified commands and 
exercise operational control of assigned commands and forces within the assigned 
operational area.  Also called subunified command.  See also functional component 
command; operational control; subordinate command; unified command.  (This term 
and its definition modify the existing term and its definition and are approved for 
inclusion in JP 1-02.)   


 
subunified command.  See subordinate unified command.  (JP 1-02)   
 
support.  1.  The action of a force that aids, protects, complements, or sustains another force 


in accordance with a directive requiring such action.  2.  A unit that helps another unit 
in battle.  3.  An element of a command that assists, protects, or supplies other forces in 
combat.  (JP 1-02)   


 
tactical control.  Command authority over assigned or attached forces or commands, or 


military capability or forces made available for tasking, that is limited to the detailed 
direction and control of movements or maneuvers within the operational area necessary 
to accomplish missions or tasks assigned.  Tactical control is inherent in operational 
control.  Tactical control may be delegated to, and exercised at any level at or below the 
level of combatant command.  Tactical control provides sufficient authority for 
controlling and directing the application of force or tactical use of combat support 
assets within the assigned mission or task.  Also called TACON.  See also combatant 
command (command authority); operational control.  (This term and its definition 
modify the existing term and its definition and are approved for inclusion in JP 1-02.)   


 
theater.  The geographical area for which a commander of a geographic combatant 


command has been assigned responsibility.  (This term and its definition modify the 
existing term and its definition and are approved for inclusion in JP 1-02.)   


 
training and readiness oversight.  The authority that combatant commanders may exercise 


over assigned Reserve Component forces when not on active duty or when on active 
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duty for training.  As a matter of Department of Defense policy, this authority includes:  
a.  Providing guidance to Service component commanders on operational requirements 
and priorities to be addressed in Military Department training and readiness programs; 
b.  Commenting on Service component program recommendations and budget requests; 
c.  Coordinating and approving participation by assigned Reserve Component forces in 
joint exercises and other joint training when on active duty for training or performing 
inactive duty for training; d.  Obtaining and reviewing readiness and inspection reports 
on assigned Reserve Component forces; and e. Coordinating and reviewing 
mobilization plans (including post-mobilization training activities and deployability 
validation procedures) developed for assigned Reserve Component forces.  Also called 
TRO.  (This term and its definition modify the existing term and its definition and are 
approved for inclusion in JP 1-02.)   


 
transient forces.  Forces that pass or stage through, or base temporarily within, the 


operational area of another command but are not under its operational control.  See also 
force.  (JP 1-02)   


 
unified action.  The synchronization, coordination, and/or integration of the activities of 


governmental and nongovernmental entities with military operations to achieve unity of 
effort.  (This term and its definition modify the existing term and its definition and are 
approved for inclusion in JP 1-02.) 


 
Unified Action Armed Forces.  None.  (Approved for removal from JP 1-02.)   
 
unified combatant command.  See unified command.  (JP 1-02)   
 
unified command. A command with a broad continuing mission under a single 


commander and composed of significant assigned components of two or more 
Military Departments that is established and so designated by the President, through 
the Secretary of Defense with the advice and assistance of the Chairman of the Joint 
Chiefs of Staff. (JP 1-02) 


 
Unified Command Plan.  The document, approved by the President, that sets forth basic 


guidance to all unified combatant commanders; establishes their missions, 
responsibilities, and force structure; delineates the general geographical area of 
responsibility for geographic combatant commanders; and specifies functional 
responsibilities for functional combatant commanders.  Also called UCP.   


 
unity of effort.  Coordination and cooperation toward common objectives, even if the 


participants are not necessarily part of the same command or organization – the product 
of successful unified action. (Approved for inclusion in JP 1-02.) 
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I-5360 Strategic Partners  


19 February 2015 


LESSON LINKAGE  


The military is not alone in maintaining the nation’s security.  The Department of Defense (DoD) 
has many strategic partners who share in maintaining the nation’s security.  This lesson provides 
an introductory look at these strategic partners within the United States Government (USG) as 
well as a glimpse of strategic partners outside of the USG.  It shows where the DoD fits into the 
USG and explores ways in which DoD entities interface with other government agencies, the 
Congress, and nongovernmental organizations (NGOs).  This structural view of our government 
builds on the organizational constructs introduced in the Joint Force Organization lesson.  The 
interagency process discussion builds on the National Security Council System and ISS Power 
and Paradigms lessons.  The segment on DoD and Congress introduces important legislative 
concepts which are connected to the Planning, Programming, Budget, and Execution lesson 
objective of the resource management lesson.  


LESSON OBJECTIVES  


 Comprehend the coordination complexity between USG agencies and departments (to 
include the Department of Defense), nongovernmental organizations (NGO), private 
sector organizations, and international governmental (intergovernmental) organizations 
(IGO), to achieve national/international goals and objectives.  (CESG 4.4, ICL B.1.a,b,c)  


 Analyze the relationships between the Air Force and the Congress.  (ICL B2a) 


LESSON OUTLINE 


Main Point 1:  The USG and the Interagency Process.  


The relationships between various components of the USG are vast and complex; however, we 
can appreciate the intricacy of interagency coordination process by exploring the basic 
organization of the government.  This interagency process is defined by the National Security 
Council and joint interagency coordination groups (JIACG) associated with the headquarters of 
the Combatant Commands. 


Main Point 2:  Congress and the Air Force.  


The United States’ Constitution vests the government with central powers divided amongst the 
three branches of government.  The legislative branch (the Congress) holds enormous power and 
influence over the military as part of our tradition for civilian control of the military.  As such, it 
is important to have a basic understanding of the Air Force’s relationship with Congress as 
Congress uses its authority to fund the DoD to meet its obligations to organize, train, and equip 
forces for the defense of the nation.    
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READINGS AND RATIONALE  


United States Air Force.  Air Force Instruction (AFI) 90-401.  Air Force Relations With 
Congress, 14 June 2012.  READ:  pp. 5-7.  RATIONALE:  This is the definitive 
instruction on how the Air Force is to conduct itself with congress and provides a good 
foundation of understanding for those with little experience in dealing with congress.  
Readers will note that the instruction mentions only two offices from the Air Force 
Secretariat—Legislative Liaison and Financial Management.   


Joint Publication 1, Doctrine for the Armed Forces of the United States, 25 March 2013.  
READ:  pp II-7 – II-8 (Section 3) and II-13 – II-20 (Section 10)  RATIONALE:  
Provides the joint definition of unified action, describes the interagency process, and 
provides the doctrinal basis for the Joint Interagency Coordination Group (JIACG). 


Krumbharr, George.  BUDGET 101:  AUTHORIZATION VS APPROPRIATIONS Washington 
Headquarters Services Website: www.whs.mil/library/DODLawPDF.pdf. READ:  p1. 
RATIONALE:  This one-page document explains the differences between authorizations 
and appropriations and why the differences can be confusing.  


SUGGESTED ADDITIONAL READINGS 


Jones, James L.  The 21st Century Interagency Process. Memorandum from the National Security 
Advisor, 19 March 2009.  Read:  pp 1-5.  RATIONALE:  The memo written by the 
National Security Advisor to the heads of numerous government agencies to include the 
CJCS and the Secretary of Defense, outlines the Interagency process at the highest level 
of our government.  It describes the roles and expectations of all members of the National 
Security Council. 


United States Air Force.  Air Force Policy Directive (AFPD) 90-4.  Relations With Congress, 14 
June 2012.  READ:  p. 2.  RATIONALE:  This policy directive provides guidance on 
how the Air Force engages with Congress and specifies the Secretary of the Air Force 
(SAF) Legislative Liaison office (SAF/LL) as the agency responsible for providing the 
Air Force a conduit for interactions with Congress. 


CONTACT TIME: 50 minutes – guided discussion 


ASSESSMENT:  Indirect (I-5400 Critical Analysis paper and presentation) 


PROGRAM OUTCOME LINKAGE  


4. Articulate the contributions of all instruments of national power to national security and 
the security environment. 


6. Think critically about the impact of airpower and warfighting principles in military 
operations. 
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AIR FORCE RELATIONS WITH CONGRESS 


COMPLIANCE WITH THIS PUBLICATION IS MANDATORY 


ACCESSIBILITY: Publications and forms are available for downloading or ordering on the e-


publishing website at http://www.e-publishing.af.mil. 


RELEASABILITY: There are no releasability restrictions on this publication. 


 


OPR:  SAF/LLZ 


 


Supersedes:  AFI90-401, 1 July 1998 


Certified by: SAF/LL 
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This instruction implements AFPD 90-4, Relations with Congress, by providing guidance and 


procedures for Air Force personnel who respond to inquiries from and interact with the 


Congress.  It describes the responsibilities of HQ USAF, major command (MAJCOM), and field 


operating agency (FOA) organizations in providing information to the Congress on various 


inquiries or requests.  It applies to individuals at all levels who prepare, manage, review, certify, 


approve, disseminate and/or use official Air Force publications and forms, including Air Force 


Reserve and Air National Guard (ANG) units, except where noted otherwise.  


SUMMARY OF CHANGES 


This is the third publication of AFI 90-401. The initial publication superseded AFR 11-7, 22 


December 


1983, eliminating the requirement to file reports for congressional committee investigations, 


hearings, or visits.  This revision establishes the Office of Legislative Liaison, Congressional 


Action Division, SAF/ LLZ, as the OPR to provide support to wing commanders during visits 


with members of Congress and their staffs. SAF/LLZ will provide support to wing commanders 


in coordination with the Office of Bud- get and Appropriations Liaison, SAF/FMBL, as 


appropriate.  This document also establishes the appropriate routing for Congressional 


Correspondence. Refer recommended changes and questions about this publication to the Office 


of Primary responsibility (OPR), SAF/LLZ, using the AF Form 847, Recommendation for 


Change of Publication; route AF Form 847s from the field through the Major Command 



http://www.e-publishing.af.mil./
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(MAJCOM) publications/forms managers. Ensure all records created as a result of processes 


prescribed in this publication are maintained in accordance with Air Force Manual (AFMAN) 


33-363, Management of Records, and disposed of in accordance with the Air Force Records 


Disposition Schedule (RDS) located at https://www.my.af.mil/afrims/afrims/afrims/rims.cfm.  



https://www.my.af.mil/afrims/afrims/afrims/rims.cfm
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Chapter 1 


RELEASING INFORMATION 


1.1.  Classified Information.  Air Force personnel must properly safeguard classified 


information in the interests of national defense (according to DoD 5200.1-R, Department of 


Defense Information Security Program Regulation, with Change 1 and AFI 31-401, Information 


Security Program Management).  In accordance with DoDI 5230.29 and DoDI 5400.04, 


Prepared Statements, Transcripts, QFRs, IFRs, Advance Policy Questions, Selected Acquisition 


Reports, and Budget Documents will be submitted to the DoD Office of Security Review for 


security and policy review with the consent of the Secretary of the Air Force before going to 


Congress.  The Secretary has designated the Security and Policy Review office (SAF/PA) as the 


approval authority for release of Air Force classified information to the Congress.  Refer 


congressional requests for classified information to SAF/PA through SAF/LL or SAF/FMBL.  


Air Force officials may not disclose classified information to the Congress for release to a 


congressional constituent. 


1.2.  "For Official Use Only" Information.  According to DoD 5400.7-R_AFMAN 33-302, 


Freedom of Information Act Program, Air Force officials may generally not disclose For Official 


Use Only (FOUO) information to the public that falls within exemptions 2 through 9 of the 


Freedom of Information Act (FOIA).  However, the Air Force may release such information to 


chairpersons or ranking members of congressional committees or subcommittees if the 


information relates to matters within their jurisdiction. An Air Force official who decides the 


information should not be released to the congressional committee must staff the congressional 


request for information with a recommendation to the Secretary of the Air Force through 


SAF/LL or SAF/FMBL as appropriate.  Requests from Members of Congress not seeking 


records on behalf of a Congressional Committee, Subcommittee, either House sitting as a whole, 


or made on behalf of their constituents shall be considered the same as any other requester. 


1.3.  Privacy Act Information.  Air Force officials must protect personal information about 


military and civilian employees according to the guidelines of the Privacy Act. Without an 


individual’s written consent to release information, Air Force officials may provide only general 


information according to the provisions of AFI 33-332, Air Force Privacy Program which sets 


forth the Privacy Act procedures.  The Air Force may, however, disclose an individual’s records 


without the individual’s consent when requested by a chairperson or ranking member of a 


congressional committee or subcommittee if the information relates to matters within their 


jurisdiction.  When making such a disclosure, the Air Force should tell the committee or 


subcommittee members about any sensitive information and the need to safeguard it. 


1.4.  Information for Air Force Personnel.  Air Force personnel have the legal right to petition, 


furnish information to, or communicate with Congress (Title 5, United States Code, Section 7102 


and Title 10, United States Code, Section 1034). 


1.5.  Locally Sensitive Information.  Information on significant changes in the status of Air 


Force units, installations, and industrial facilities may have an impact on states and congressional 


districts.  Therefore, Air Force officials must not release any information governed by AFI 10-


503, Strategic Basing, September 27, 2010, without the proper authorization.  For any other 


information not governed by AFI-10-503 basing actions concerning changes in status of AF 
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units, installations, and industrial facilities that might have an impact (positive or negative) on 


the local community/congressional district; local commanders should check with SAF/LL or 


SAF/FMBL prior to release. 


1.6.  Congressional Security Clearances and Special Access.  Per OSD Policy, Congressional 


Member clearances are automatic once the Member is elected into their current position in the 


United States Senate or U.S. House of Representatives.  Once a Member is elected as a seated 


member of Congress, the Member is automatically read into SCI and any other classification 


needed. To verify the security clearance and special access information of congressional staff 


members, contact the Office of the Secretary of Defense, Legislative Affairs Security Office 


(OSD/LA), or SAF/LL Security for proper direction. 


1.6.1.  In accordance with Hamre, John, J., Memo to the Honorable Jerry Lewis, United 


States House of Representatives, Washington D.C., 22 June 1999, “Members of Congress 


assigned to the defense committees (and to the intelligence committees only for intelligence 


SAPs) are accessed to all DoD SAPs, except for a limited number of programs judged to be 


of extreme sensitivity, referred to as waived SAPs. 


1.6.2.  Acting on behalf of the Chairman and the Ranking Member, only the Majority and 


Minority Staff Directors will granted access to waived SAPs.  Chairmen and Ranking 


Members may request the Deputy Secretary of Defense to grant exception to this restriction 


on a case by case basis. 


1.6.3.  Access to non-waived SAPs by professional staff members of the defense and 


intelligence committees will be determined by the Staff Director and the Minority Staff 


Director, respectively, on behalf of the Chairman and Ranking Member.  Accesses will be 


coordinated with the Defense Department’s Special Access Program Coordination Office 


(SAPCO) to ensure compliance with personnel security requirements. 


1.6.4.  Members of Congress not assigned to the defense committees (and to the intelligence 


committees only for intelligence SAPs) will be granted access to DoD SAPs (non-waived 


SAPs only) with the concurrence of the DoD after consultation with the Chairman and 


Ranking Member of the defense committees. 


1.6.5.  The personal staff of a Member of Congress shall not be granted access to DoD SAPs. 


1.7.  Industry and Contract Information.  Information concerning contractor proprietary 


information must be safe-guarded.  Special care must be exercised when releasing information 


during the source selection process.  Proper use of non-disclosure statements must be exercised. 
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Chapter 2 


HQ USAF RESPONSIBILITIES 


2.1.  Congress is a critical partner with the United States Air Force.  The Air Force works 


with Congress to ensure Airmen are properly organized, trained, and equipped to conduct the 


range of missions the Nation expects and needs. Therefore, open and honest dialogue with 


members of Congress and their staffs is encouraged at all levels of the Air Force. 


2.2.  Secretary of the Air Force.  Only the Secretary may deny congressional requests for 


information or approve congressional travel to Air Force activities. 


2.3.  Office of Legislative Liaison (SAF/LL).  HAF Mission Directive (HAF MD 1-22) gives 


SAF/LL the authority and responsibility (except for Appropriations Committees, Budget 


Committees, the Office of Management and Budget (OMB), and the Congressional Budget 


Office (CBO)) for relations with the Congress, the Executive Office of the President and Vice 


President, the Office of Secretary of Defense, and other governmental agencies.  Official liaison 


includes: 


2.3.1.  Developing, coordinating and supervising the Air Force legislative program. 


2.3.2.  Ensuring accuracy and consistency on all Air Force information intended for the 


Congress. 


2.3.3.  Keeping members and committees of the Congress advised of Air Force activities in 


their area of interest. 


2.3.4.  Evaluating, reporting, and disseminating pertinent legislative information to the Air 


Force. 


2.3.5.  Cooperating fully with Congress and giving full and timely responses to 


Congressional Inquiries. 


2.3.6.  Answering executive office and congressional inquiries and correspondence. 


2.3.7.  Initiating, where appropriate, recommendations for possible remedial action on 


inquiries reflecting criticism of Air Force policy. 


2.3.8.  Preparing witnesses for congressional hearings. 


2.3.9.  Arranging for and coordinating Air Force testimony at congressional hearings. 


2.3.10.  Supervising Secretariat and Air Staff review of transcripts, inserts from Air Force 


congressional hearing testimony, and actual hearing questions taken for the record. 


2.3.11.  Supervising congressional travel arrangements and requirements designated as 


official responsibility of the Air Force. 


2.3.12.  Supporting Major Command (MAJCOM), Numbered Air Force (NAF), and Wing 


Commanders during Congressional member visits. 


2.3.13.  Tasking and tracking responses to congressional reporting requirements. 


2.4.  Office of the Assistant Secretary (Financial Management and Comptroller) 


(SAF/FM).  HAF Mission Directive (HAF MD 1-12) gives SAF/FM the authority and 
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responsibility for relations with the Appropriations and Budget Committees, and the 


Congressional Budget Office (CBO).  SAF/FM designates the Office of Budget and 


Appropriations Liaison (SAF/FMBL) to perform official Congressional liaison duties.  Official 


liaison duties for the above committees and CBO include: 


2.4.1.  Developing, coordinating, and supervising the Air Force legislative program. 


2.4.2.  Ensuring the accuracy and consistency of all Air Force information intended for the 


Congress. 


2.4.3.  Keeping members and committees advised of Air Force activities in their area of 


interest. 


2.4.4.  Answering executive office and congressional inquiries/correspondence. 


2.4.5.  Initiating, where appropriate, recommendations for possible remedial action on 


inquiries reflecting criticism of Air Force policy. 


2.4.6.  Preparing witnesses for congressional hearings. 


2.4.7.  Evaluating, reporting, and disseminating pertinent legislative information to the Air 


Force. 


2.4.8.  Arranging for and coordinating Air Force testimony at congressional hearings. 


2.4.9.  Supervising Secretariat and Air Staff review of transcripts, inserts from Air Force and 


other defense related congressional hearing testimony, and questions taken for the record. 


2.4.10.  Making travel arrangements and providing escorts for official travel requirements. 


2.4.11.  Supporting Wing Commanders during Congressional member visits. 


2.4.12.  Supporting Major Command (MAJCOM), Numbered Air Force (NAF), and Wing 


Commanders during Congressional member visits. 


2.5.  Joint Responsibilities of SAF/LL and SAF/FM.  SAF/LL and SAF/FM are responsible 


for: 


2.5.1.  Securing advance notice of congressional committee hearings, investigations, or visits 


to the field. In these cases, SAF/LL or SAF/FMBL notifies the relevant Air Force 


organizations and helps committees with their visits. Air Force commanders or Air Force 


representatives who receive notice of a committee hearing, investigation, or visit directly 


from the Congress must inform SAF/LL or SAF/FMBL immediately. 


2.5.2.  Coordinating SAF/LL and SAF/FMBL activities to ensure effective legislative liaison. 


2.5.3.  Coordinating with the proper Air Force Headquarters offices on legislative and 


budgetary issues. 


2.5.4.  Processing legislation affecting the Air Force. 


2.5.5.  Obtaining OMB and OSD clearance of Air Force witness statements, slides, handouts, 


and so forth before testimony at congressional committee hearings. 


2.5.6.  Directing the HQ USAF review of transcripts of Air Force testimony at congressional 


committee hearings and preparation of questions/inserts for the record. 
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2.5.7.  Directing the preparation of Air Force responses required by congressional committee 


reports and laws. 


2.5.8.  Maintaining a legislative research library and other source records on congressional 


matters that affect Air Force programs and budgets. 


2.5.9.  Informing SAF/PA of action on congressional requests for information that have 


potential public relations implications. 


2.5.10.  Giving SAF/PA copies of unclassified Air Force testimony for release to the media 


through the Office of the Assistant Secretary of Defense for Public Affairs (OASD/PA). 


2.5.11.  Directing Air Force field organizations to communicate directly with SAF/LL or 


SAF/FMBL and to immediately notify the appropriate MAJCOM of Congressional inquiries 


and correspondence.  Contact the appropriate SAF/LL division(s) or SAF/FMBL by 


telephone or email (see Attachment 2 for phone numbers and email addresses).  After office 


hours, have the Air Force Operations Center (703-697-6103) connect you to the SAF/LL 


Duty Officer. 
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Chapter 3 


CONGRESSIONAL CORRESPONDENCE 


3.1.  Congressional Correspondence.  Any written communication from a member of Congress 


(MOC) or a Committee of the Congress requiring a response from the Air Force. 


3.1.1.  Request for Information (RFI):  Written/verbal inquiries from a MOC, Committee, 


requesting information on Air Force policies, programs, or activities to include follow up 


from Congressional engagements. 


3.1.2.  Inquiries:  Correspondence sent by a private citizen to a MOC, WH, elected official 


requesting information on a particular subject. 


3.1.3.  Notifications:  Information the Air Force is required by statue to deliver to Congress, 


or a proactive dissemination of information to Congress. 


3.2.  Communications with Congress.  Communications with Congress and the Executive 


branch of government are extremely sensitive; therefore, it is imperative the Air Force response 


be both prompt and accurate.  If there is a problem meeting the suspense, the Secretariat or Air 


Staff action officer must notify, no later than 48 hours from suspense date, the SAF/LL or 


SAF/FMBL action officer that an interim letter is needed. The OPR is responsible for writing the 


interim response. 


3.3.  Inquiries.  Inquiries are received and tasked to the appropriate Secretariat or Air Staff 


office, or Air Force Agency. That office or agency may subsequently send the inquiry to another 


coordinating office (OCR) or MAJCOM. The proposed response is sent back to SAF/LLI who 


sends the response to the constituent. The entire process should take 30 days or less. 


3.4.  Congressional Inquiries to Commanders. 


3.4.1.  Air Force policy is to respond promptly and factually to direct requests for 


information from Members of Congress and their staffs IAW Headquarters Operating 


Instruction (HOI) 33-10, Suspense and Control of Congressional and White House 


Correspondence.  Commanders will designate an appropriate point of contact for 


Congressional inquiries and visits and provide that information to their respective MAJCOM 


Legislative Affairs Function.  Commanders will establish appropriate procedures to: 


3.4.2.  Comply with paragraphs 1.1 to 1.7 of this instruction. 


3.4.3.  Inform SAF/LL or SAF/FMBL and parent MAJCOM of all congressional inquiries.  


Email a scanned copy of the constituent inquiry to the Legislative Liaison Inquiry Division 


(SAF/LLI) and the MAJCOM Legislative Liaison Affairs function within 24 hours of receipt.  


For an inquiry received by telephone, transcribe and email it to the Inquiry Division within 


24 hours of receipt or by the first duty day following a weekend or holiday  (see Attachment 


2 for phone numbers and email addresses).  Include contact information for the person filing 


the inquiry. 


3.4.4.  Send the MAJCOM Legislative Affairs function and SAF/LL or SAF/FMBL a copy 


of all congressional communications, including original inquiries and proposed replies. 
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3.5.  Status of Forces Agreements.  Because of their sensitive nature, process all inquiries about 


cases dealing with Status of Forces Agreements, individual privileges or rights while stationed 


outside the continental United States, legal or policy problems, or issues that may become 


sensitive or controversial  in the same manner as all other Congressional Inquiries. 
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Chapter 4 


TRAVEL 


4.1.  Invitation to Travel.  The Secretary of Defense or Secretaries of the Military Departments 


may extend invitations for sponsored travel within the United States to Members and employees 


of Congress. DoD 4515.12 assigns the responsibility for approving and coordinating requests for 


transportation from the Congress to the Assistant Secretary of Defense for Legislative Affairs 


(OSD/LA).  DoD 4515.12 also describes the procedures for travel at the invitation of the 


SECDEF or Service Secretaries. 


4.2.  Visiting Bases.  Members of Congress and their staffs may need to visit Air Force 


activities.  The Air Force fully supports and encourages these visits.  With Secretary of the Air 


Force (SECAF) approval, the Air Force may provide transportation for congressional visits. 


4.2.1.  Requests for travel by SECAF invitation should be based on significant 


interest/benefit to the Air Force.  Examples of valid requests would be to visit a base to 


assess the capabilities of a Composite Wing or to visit HQ Air Combat Command for updates 


on fighter upgrades.  Travel to joint organizations or locations of interest to other services 


may not be completed under SECAF invitation. 


4.3.  Travel Support.  Congress may request DoD support for worldwide travel under the 


auspices of public law (31 USC 1108 (g)). 


4.4.  Transportation Approval.  Do not commit the Air Force to providing transportation until 


SAF/LLO provides notification transportation is approved.  SAF/LLO will issue invitational 


travel orders authorizing travel and expenditure of funds related to congressional travel. 


4.5.  Trip Progress.  Escorts will email or call SAF/LLO on a regular basis to provide updates 


on trip progress and receive any message traffic from home station. 


4.6.  Schedule Changes.  Escorts will coordinate each schedule change with SAF/LLO (and 


SAF/FMBL, if applicable) and with all affected facilities, activities, and personnel to avoid 


unannounced arrivals. Cancellations should be reported immediately to SAF/LLO. 


4.7.  Government Funds.  Through coordination with SAF/LLO, escorts will be issued 


government funds to be used in support of congressional travel.  For CONUS travel, member and 


staffer expenses directly related to official trips (meals, hotels, airline tickets, etc.) will be paid 


by the escort.  Base support agencies or private organizations that provide meals or other 


authorized services must be reimbursed for those expenses.  Expenses related to travel (or 


Congressional Visits) completed without invitational travel orders will not be paid using funds 


issued through SAF/LL. 


4.8.  Unescorted Trips.  Unescorted trips completed under invitational travel orders will be by 


exception only.  For unescorted trips, the host commander notifies SAF/LL or SAF/FMBL of 


pending visits, itinerary changes, and any new or changed requests. The host will coordinate 


directly with all affected facilities, activities, and personnel regarding briefings, transportation, 


quarters, or other support. 
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4.8.1.  Upon completion of unescorted trips, the host commander should inform SAF/LL or 


SAF/FMBL about the outcome of the visit or investigation.  Field commanders should also 


provide information to other interested echelons at their discretion. 


4.8.2.  Convey the following information to SAF/LL or SAF/FMBL:  the site and length of 


the visit, names of visiting Members of Congress and staff representatives, deficiencies 


disclosed by the visit, requests for information, and corrective action. 
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Chapter 5 


CONGRESSIONAL FIELD HEARINGS AND INVESTIGATIONS 


5.1.  Hearings and Investigations.  SAF/LL or SAF/FMBL is the commander’s liaison with the 


Secretary of the Air Force on all congressional requests for inspection, investigation, and 


summary reports that require the Secretary’s attention. 


5.2.  Controlled Area Access.  Commanders must ensure all personnel fully cooperate with 


committees during hearings and investigations.  Allow access to controlled areas in accordance 


with DoD 5200-1.R and AFI 31-401.  Proper identification admits Members to any base, field 


installation, or facility and allows them to use private working space and facilities at a central 


location. 


5.3.  Official documents.  When a committee wants to examine official documents, files, or 


records within its area of interest or pertinent to its investigation, provide the material in a room 


set aside for the committee unless release of these materials is not allowed under paragraph 1.1  


Assign an Air Force representative to assist if needed. 


5.3.1.  Refer any requests from a congressional committee to copy, remove, or retain official 


files, documents, or records (or copies of these documents) to SAF/LL or SAF/FMBL.  


SAF/LL or SAF/ FMBL, as appropriate, will coordinate requests to remove files with the 


appropriate agencies. 


5.3.2.  Coordinate with Office of the General Counsel (SAF/GC) concerning release of 


documents related to congressional investigations when there are legal issues involved such 


as the Privacy Act and claims of privilege. 


5.4.  Deficiencies.  If a committee notes any deficiencies in Air Force operations or procedures 


during its field investigation and if the Air Force can take immediate corrective action, do so and 


advise the committee and either SAF/LL or SAF/FMBL. 


5.5.  Unescorted Investigations.  If SAF/LL or SAF/FMBL personnel do not escort members of 


the Congress or their staffs, field commanders should inform SAF/LL or SAF/FMBL about the 


outcome of the visit or investigation.  Field commanders should also provide information to 


other interested echelons at their discretion. 


5.5.1.  Convey the following information to SAF/LL or SAF/FMBL: the site and length of 


the visit, names of visiting Members of Congress and staff representatives, deficiencies 


disclosed by the visit, requests for information, and corrective action. 
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Chapter 6 


CONGRESSIONAL VISITS 


6.1.  Local Visits.  Commanders and staff agency chiefs should inform or coordinate with 


SAF/LL or SAF/FMBL on all matters of congressional interest including participation in local 


activities and visits with Members of Congress or their staffs. 


6.1.1.  Notify SAF/LL or SAF/FMBL when local plans or activities generate significant 


community interest and may interest Members of Congress. 


6.2.  Commander Invitation.  Commanders may extend an invitation to visit their respective 


installation to the District Congressional Office.  Invitation to DC Congressional offices should 


be worked through the Air Force Senate Liaison office (SAF/LLS), Air Force House Liaison 


Office (SAF/LLH), and the Air Force Congressional Action Division (SAF/LLZ). 


6.3.  Congressional Travel.  When initiated by the Congress, SAF/LL or SAF/FMBL will 


immediately notify affected MAJCOM’s when a Congressional visit is expected. 


6.4.  Extending Invitations.  When inviting Members, staff or employees of Congress, the 


Executive Office of the President, or the Office of the Vice President, send SAF/LL the signed 


invitation and a cover letter explaining the details of the event 60 days in advance.  If 60 days 


notice is not possible, call the SAF/LLH or SAF/LLS to determine the best way to extend the 


invitation to Members of Congress.  Call the Air Force Congressional Inquiry Division 


(SAF/LLI) for the best way to extend the invitation to the Executive Office of the President or 


the Office of the Vice President. 


6.4.1.  MAJCOM/CCs may extend invitations to members and their staffs to join them on a 


planned base visit in their respective Congressional district.  These invitations must not 


include the promise of transportation.  The MAJCOM Legislative Affairs function will 


provide a copy of these invitations to SAF/LL.  Make no public announcement until SAF/LL 


or SAF/FMBL confirms the guests will attend.  Do not mention transportation of members, 


employees, or spouses in the invitation. 


6.4.2.  Coordinate with SAF/LL or SAF/FMBL and parent MAJCOM when Members of 


Congress or staff plans to visit an Air Force activity.  At Joint Bases where the Air Force is 


not the lead agency, SAF/LL or SAF/FMBL will also notify the appropriate sister service 


legislative affairs office. When a request for a Congressional visit is received at the 


installation level, the affected MAJCOM will forward the details of the request to SAF/LL.  


SAF/LL will forward the information to SAF/FMBL if applicable. 


6.5.  Candidates.  Commanders should encourage and welcome visits by candidates seeking to 


receive briefings, tours, or other official DoD information. However, DoD personnel acting in 


their official capacity may not engage in activities that associate DoD with any partisan political 


campaign or election, candidate, cause, or issue.  Interaction with candidates for political office 


must not imply or appear to imply sponsorship, approval, or endorsement of any such candidates 


or political views; including, the use of installation facilities by any candidate for political 


campaign or election events.  This prohibition does not apply to the President, Vice President, or 


Speaker of the House of Representatives.  Contact SAF/LL or the Office of Public Affairs 


(SAF/PA) with questions regarding these restrictions. 
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6.5.1.  For unescorted trips, the host commander will notify SAF/LL or SAF/FMBL of 


pending visits, itinerary changes, and any new or changed requests as soon as possible.  The 


host will coordinate directly with all affected facilities, activities, and personnel regarding 


briefings, transportation, quarters, or other support. 


6.5.2.  For unescorted trips, the host commander should inform SAF/LL or SAF/FMBL about 


the outcome of the visit or investigation.  Field commanders should also provide information 


to other interested echelons at their discretion. 


6.5.3.  Convey the following information to SAF/LL or SAF/FMBL:  the site and length of 


the visit, names of visiting Members of Congress and staff representatives, deficiencies 


disclosed by the visit, requests for information, and corrective action. 


6.6.  Photographic Documentation.  Photographic documentation of Congressional visits to Air 


Force installations and facilities is required.  When photography is completed, the host PA 


organization must send a digital copy of each image to SAF/LL or SAF/FMBL within 24 hours.  


Images must include caption and Visual Information Record Identification Number (VIRIN) 


information in accordance with AFI 35-109 and DoDI 5040.02.  Captions should include 


Congressional Delegation/Staff Delegation (CODEL/STAFFDEL) designation, occasion, 


location, dates, names, and duty titles of individuals in the photograph, and contact information 


for the individual responsibility for the photograph.  SECAF (or designated OPR) is the authority 


for public release of such imagery. 


6.6.1.  Original imagery must be accessioned in accordance with AFI 35-109 and DoDI 


5040.02 with caption and VIRIN information.  The Air Force may print copies of the images 


by Air Force government-owned or government-contracted facilities, or arrange for printing 


by commercial entities. 
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Chapter 7 


OFFICIAL REPRESENTATION FUNDS (ORF) 


7.1.  ORF.  Per AF policy and SAF/GC, ORF covers Congressional members, Professional Staff 


members (not personal staff), and Military Legislative Assistants. 
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Chapter 8 


MAJCOM, NAF, WING COMMANDER VISITS 


8.1.  Wing Commander Capitol Hill Visits.  First term Wing Commanders are required to visit 


their Congressional delegations annually.  Although not required, NAF and MAJCOM 


Commanders are also encouraged to make periodic visits to Capitol Hill. 


8.1.1.  Capitol Hill visits begin each year after the President’s Budget (PB) is delivered to 


Congress and after the SECAF and CSAF accomplish their first Hill Posture Hearing. 


8.1.2.  S with their respective Wing Commanders to coordinate dates and report those dates 


back to SAF/LLZ.  SAF/LLZ will develop and publish the visit schedule for the year. 


8.1.3.  Once the date is established, commanders will work directly with SAF/LLZ to 


coordinate the details of the visit. 


8.2.  Community Groups.  Installation commanders, public affairs officers, and/or other 


military officials generally should not accompany community groups to the Pentagon and must 


not attend group meetings on Capitol Hill, e.g. Civic Leader Meetings.  If a representative from 


the community group contacts the installation commander and/or the local Public Affairs (PA) 


office about such a visit, the group representative should be referred to SAF/PA. (see Attachment 


2 for phone numbers and email addresses) 


 


Michael B. Donley 


Secretary of the Air Force 
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Attachment 1 


GLOSSARY OF REFERENCES AND SUPPORTING INFORMATION 


References 


DoDD 4515.12, Department of Defense Support for Travel of Members and Employees of 


Congress, January 15, 2010 


DoDD 5142.1, Assistant Secretary of Defense (Legislative Affairs), September 15, 2006 


DoDI 5400.4, Provision of Information to Congress, March 17, 2009 


DoDI 5545.2, Policy for Congressional Authorization and Appropriations Reporting 


Requirements, December 19, 2008 


Office of Management & Budget Circular A-11, Preparation, Submission, and Execution of the 


Budget, August 18, 2011, Revisions November 10, 2011 


Office of Management & Budget Circular A-19, Legislative Coordination and Clearance, 


September 20, 


1979 


AFI 90-301, Inspector General Complaint Resolution, August 23, 2011 


DoD 5400.7-R_AFMAN 33-302, Freedom of Information Act Program, October 21, 2010 


AFI 33-332, Air Force Privacy Program 


DoD 5400.11-R, Department of Defense Privacy Program, May 14, 2007 


Hamre, John, J. Memo to the Honorable Jerry Lewis, United States House of Representatives, 


Washington D.C., 22 June 1999 


Adopted Forms 


AF Form 847, Recommendation for Change of Publication 


Abbreviations and Acronyms 


AFI—Air Force Instruction 


AFMAN—Air Force Manual 


AFPD—Air Force Policy Document 


AFR—Air Force Regulation 


ANG—Air National Guard 


CBO—Congressional Budget Office 


CODEL—Congressional Delegation 


CONUS—Continental United States 


CSAF—Chief of Staff of the Air Force 


DoD—Department of Defense 
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DoDI—Department of Defense Instruction 


FOIA—Freedom of Information Act 


FOUO—For Official Use Only 


HAF—Headquarters Air Force 


HOI—Headquarters Operating Instruction 


IFRs—Inserts for the Record 


MAJCOM—Major Command 


MD—Mission Directive 


MLA—Military Legislative Assistant 


MOC—Member of Congress 


NAF—Numbered Air Force 


OASD/PA—Office of the Assistant Secretary of Defense for Public Affairs 


OCR—Office of Coordinating Responsibility 


OMB—Office of Management and Budget 


OPR—Office of Primary Responsibility 


ORF—Official Representation Fund 


OSD—Office of the Secretary of Defense 


OSD/LA—Secretary of Defense for Legislative Affairs 


PB—President’s Budget 


QFR—Questions for Record 


RDS—Records Disposition Schedule 


RFI—Request for Information 


SAF/FM—Office of the Assistant Secretary (Financial Management and Comptroller) 


SAF/FMBL—Office of Budget and Appropriations Liaison 


SAF/GC—Office of the General Counsel 


SAF/LLH—Office of Legislative Liaison, House Liaison Office 


SAF/LLI—Office of Legislative Liaison, Inquiry Division 


SAF/LLO—Office of Legislative Liaison, Air Operations Division 


SAF/LLS—Office of Legislative Liaison, Senate Liaison Office 


SAF/LLZ—Office of Legislative Liaison, Congressional Action Division 


SAF/PA—Office of Public Affairs 


SAP—Special Access Program 
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SAPCO—Special Access Program Coordination Office 


SCI—Special Compartmented Information 


SECAF—Secretary of the Air Force 


STAFFDEL—Staff Delegation 


USC—United States Code 


VRIN—Visual Information Record Identification Number 


Terms 


Congressional Correspondence—Any written communication from a member of Congress 


(MOC) or a Committee of the Congress requiring a response from the Air Force 


Request for Information—Written/verbal inquiries from a MOC, Committee, requesting 


information on AF policies, programs, or activities to include follow up from Congressional 


engagements 


Inquiries—Correspondence sent by a private citizen to a MOC, WH, Elected official requesting 


information on a particular subject 


Notifications—Information the AF is required by statue to deliver to Congress, or a proactive 


dissemination of information to Congress 
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Attachment 2 


OFFICE OF LEGISLATIVE LIAISON (SAF/LL), BUDGET & APPROPRIATIONS 


LIAISON (SAF/FMBL), AND LEGISLATIVE AFFAIRS SECURITY OFFICE (OSD/LA) 


TELEPHONE FAX, AND EMAIL DIRECTORY 


Office of the Director (SAF/LL) 
DSN 227-4142/(703)697-4142/FAX: 227-2001/(703)697-2001 


Email: safll.workflow@pentagon.af.mil 


 


House Liaison Office (SAF/LLH) 
DSN 325-4531/(202)685-4531/FAX: 325-2592/(202)685-2592 


Email: safllh.workflow@pentagon.af.mil 


 


Congressional Inquiry Division (SAF/LLI) 
DSN 227-3783/(703)697-3783/FAX: 223-6340/(703) 693-6340 


Email: saflli.workflow@pentagon.af.mil 


 


Air Operations Office (SAF/LLO) 
DSN 227-1500/(703)697-1500/FAX: 223-7711/(703)693-7711 


Email: safllo.workflow@pentagon.af.mil 


 


Programs and Legislation Division (SAF/LLP) 
DSN 227-7950/(703)697-7950/FAX: 227-3520/(703)697-3520 


Email: safllp.workflow@pentagon.af.mil 


 


Senate Liaison Office (SAF/LLS) 
DSN 325-2573/(202)685-2573/FAX: 325-2575/(202)685-2575 


Email: saflls.workflow@pentagon.af.mil 


 


Weapon Systems Liaison Division (SAF/LLW) 
DSN 227-6711/(703)697-6711/FAX: 227-8623/(703)697-8623 


Email: safllw.workflow@pentagon.af.mil 


 


Congressional Action Division (SAF/LLZ) 
DSN 225-1292/(703)695-1292/FAX: 224-4518/(703)614-4518 


Email: safllz.workflow@pentagon.af.mil 


 


Office of Budget & Appropriations Liaison (SAF/FMBL) 
DSN 224-8110/(703)614-8110/FAX: 227-6904/(703) 697-6904 


Email: saffml.workflow@pentagon.af.mil 


 


Legislative Affairs Security Office (OSD/LA) 
DSN 227-6210/(703)697-6210/FAX: 223-5530/(703) 693-5530 


Email: osdla.constituentinquiries@osd.mil 


 


Secretary of the Air Force Public Affairs (SAF/PA) 
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DSN 227-6061/(703)697-6061 


Email: safpa.workflow@pentagon.af.mil 


 



mailto:safpa.workflow@pentagon.af.mil
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Special Management 


RELATIONS WITH CONGRESS 
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ACCESSIBILITY: Publications and forms are available for downloading or ordering on the e-
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RELEASABILITY: There are no releasability restrictions on this publication. 


 


OPR:  SAF/LLZ 
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Certified by: SAF/LL 


(Maj Gen Lori Robinson) 
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This directive establishes policy for Air Force legislative liaison functions and maintaining 


effective relations with the U.S. Congress.  It applies to all Department of the Air Force military 


and civilian personnel, including members of the Air Force Reserve, and the Air National Guard.  


This Policy Directive implements Department of Defense Directive (DoDD) 4515.12, DoD 


Support for Travel of Members and Employees of Congress; Department of Defense Instruction 


(DoDI) 5400.4, Provision of Information to Congress; and DoDI 5545.2, DoD Policy for 


Congressional Authorization and Appropriations Reporting Requirements. 


Ensure that all records created as a result of processes prescribed in this publication are 


maintained in accordance with Air Force Manual (AFMAN) 33-363, Management of Records, 


and disposed of in accordance with Air Force Records Information Management System 


(AFRIMS) Records Disposition Schedule (RDS) located at 


https://www.my.af.mil/afrims/afrims/afrims/rims.cfm. Refer recommended changes and 


questions about this publication to the Office of Primary Responsibility (OPR) using the AF 


Form 847, Recommendation for Change of Publication; route AF Form 847 from the field 


through the appropriate functional’s chain of command.   


SUMMARY OF CHANGES 


This document is substantially revised and must be completely reviewed.  Major changes include 


removal of Annex 1, deleting the requirement for specific metric tracking.  Reference document 


titles and dates have also been updated.    



http://www.e-publishing.af.mil./

https://www.my.af.mil/afrims/afrims/afrims/rims.cfm
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1.  Role and Responsibilities.  Congress authorizes and appropriates funds for Air Force 


programs and approves Air Force legislative proposals.  The success of Air Force programs and 


missions depends on congressional support and effective relations with Congress. 


1.1.  The Secretary of the Air Force has final responsibility for Department of the Air Force 


relations with Congress. 


1.2.  The Director of Legislative Liaison (SAF/LL) is the principal advisor and assistant in 


conjunction with the Assistant Secretary of the Air Force Financial Management and 


Comptroller (SAF/FM) to the Secretary and the Chief of Staff of the Air Force for legislative 


affairs and congressional relations, for the Department of the Air Force, for all purposes 


except those otherwise specified herein, or as directed in other Air Force mission directives 


and instructions. 


1.3.  SAF/FM is responsible for all Air Force budget and appropriations matters.  SAF/FM 


synchronizes its efforts with SAF/LL. 


1.4.  MAJCOM commanders, Headquarters Air Force two-letter/digit organizations, Chief, 


Air Force Reserves, and the Director of the Air National Guard will maintain legislative 


affairs and liaison functions to support Air Force relations with Congress.  These officials 


will synchronize their efforts with SAF/LL and/or SAF/FM as appropriate. 


1.5.  Headquarters Air Force Mission Directive 1-22 and 1-12 establish SAF/LL and 


SAF/FM responsibilities and authority regarding congressional relations. 


1.6.  Air Force Instruction 90-401, Air Force Relations with Congress, establishes procedures 


to implement the policies set forth in this directive. 


2.  Response to Congress.  All Air Force interactions with Congress will reflect the highest 


standards of integrity. 


2.1.  The Air Force will ensure Members of Congress, Committees, and staff have current 


and accurate information available for considering Air Force matters consistent with existing 


law. 


2.2.  Responses to congressional inquiries and reports to Congress on Air Force programs, 


operations, and requirements will be accurate and timely. 


2.3.  The Air Force will provide full justification for its program, legislative, and budget 


proposals to Congress. 


 


MICHAEL B. DONLEY 


Secretary of the Air Force 
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BUDGET 101: AUTHORIZATION VS APPROPRIATIONS 
by George Krumbhaar, US Budget.com of Gallery Watch.com 


 
Appropriations newcomers and veterans alike get confused over the difference between 
authorizations and appropriations. Our brief summary here intends to clear the air.  
 
The "bible" on appropriations law, Principles of Federal Appropriations Law, defines the 
difference this way: Authorizing legislation is that "which authorizes the appropriation of funds to 
implement" laws that create agencies, programs or government functions. It does not give a 
government agency permission to cut a check or enter into a contract. Rather, its purpose is to set 
parameters for government agencies/programs.  
 
According to Principles..., there is no general requirement, either constitutional or statutory, that 
an appropriation act be preceded by specific authorization. However, statutory requirements for 
authorizations do exist in a number of specific situations. And both House and Senate rules allow 
objections to lie against appropriations for programs not previously authorized.  
 
An appropriations act, on the other hand, confers budget authority on federal agencies to incur 
obligations. What makes the issue confusing is the common etymological stem, "authori.." In the 
context of appropriations law, authorization and budget authority refer to two different things.  
In brief: Authorizing legislation sets policies and funding limits for agencies/programs. 
Appropriations legislation is what a department or agency needs before it can cut a check or sign a 
contract.  
 
In theory, authorizing legislation is taken up in the authorizing committees of Congress; the two 
Appropriations Committees consider appropriations bills. By and large, appropriations bills are 
passed annually, authorizing legislation is set for two or more years. Some major exceptions are:  
 
• So-called permanent appropriations - usually legislation that lets an agency retain and spend 


offsetting receipts.  
• The defense authorization - which in recent times has been an annual process.  


 
One of the dynamics of the appropriations process concerns the interaction between the 
authorizing and appropriations committees. There are celebrated instances where appropriators 
contradict the intent of the authorizing committee, as in 1999's denial of F-22 aircraft funding by 
the House Appropriations Committee. Indeed, there is a temptation for appropriators to fill the 
gap with policy riders where there is no underlying authorization bill.  
 





