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How should policy makers approach divining the intentions of adversaries who may take actions that the United States wishes to deter? Although deterrence formed the core mission of the American military throughout the Cold War, a great deal of deterrence theory and planning took place in a strategic and political vacuum, one based upon presumptions about the motives of the Soviets and other adversaries. Estimates of adversary intent were based upon capabilities analysis married to worst-case scenarios of what those adversaries could accomplish. Whether deterrence would succeed in general or in any particular case was likewise inferred to be a function of American capabilities and willingness to use them in the event that deterrence failed. What might happen if deterrence succeeded and the adversary’s intent was frustrated was rarely considered.

From a theoretical standpoint, deterrence links a demand that the adversary refrain from undertaking a particular action to a threat to use force if the adversary does not comply. Deterrence places the adversary in a situation in which it has a choice of complying with what has been demanded of it—inaction—or defying those demands and risking the implementation of the deterrer’s threatened sanction. How the adversary generates expectations about the consequences of its alternatives—what is considered, the relative importance of these considerations, and how these considerations are combined to yield an estimate of consequences—has been the subject of wide and varied speculation. These expectations are distilled into expected value calculations. Expected value calculations require that the costs and benefits of an outcome be discounted by the probability of its occurrence (i.e., expected value = \([\text{benefits} - \text{costs}] \times \text{probability}\)) and that the expected value...
of possible outcomes stemming from a single course of action be summed. In deterrence, the adversary compares the expected value of compliance and defiance. For a deterrence attempt to be successful, the threatened sanction must reduce the expected value of defiance to the degree that it is less than the expected value of compliance. The deterrer can achieve that by threatening to reduce the benefits of defiance or increase its costs. The former would constitute a denial threat, while the latter would be a threat of punishment. And because the adversary will discount these threats by its assessment of the likelihood that the deterrer will implement them, the deterrer must convey these threats credibly.¹

The Deterrence Operations Joint Operating Concept (DO-JOC), a product of Strategic Command (STRATCOM) and Joint Forces Command (JFCOM), adopts this framework and by doing so has improved the official conception of deterrence markedly.² It defines “deterrence operations [as those that] convince adversaries not to take actions that threaten US vital interests by means of decisive influence over their decision-making. Decisive influence is achieved by credibly threatening to deny benefits and/or impose costs [if the undesirable action is taken], while encouraging restraint by convincing the actor that restraint will result in an acceptable outcome.”³ The DO-JOC thus takes an active view of deterrence operations: achieving decisive influence over an adversary’s decision making requires deliberate action on the part of a joint force commander or other US policy makers. Such deterrence operations can include force projection, the deployment of active and passive defenses, global strike (nuclear, conventional, and nonkinetic), and strategic communication.⁴

But when should these actions be undertaken? The timing of immediate deterrent⁵ actions depends upon divining an adversary’s intent. Does the adversary intend to “take actions that threaten US vital interests?” If so, then engaging in deterrence activities to decisively influence the adversary’s decision calculus is required. If not, then no such activities are warranted. If the deterring decision maker makes the wrong call, it could be costly. Such errors are of two types. If the deterrer concludes that the adversary is not inclined to act, absent an influence attempt, and refrains from engaging in deterrence, and the adversary acts, then more demanding activities will be required to rectify the situation. Secretary of State Dean Acheson’s decision to place the Republic of Korea outside of America’s defensive perimeter in his 12 February 1950 speech to the National Press Club and Amb. April Glaspie’s failure to convey the Bush administration’s intent to
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preserve the sovereignty of Kuwait with military force if necessary in her 25 July 1990 meeting with Iraqi president Saddam Hussein are two examples of this sort of failure. On the other hand, if the deterrer believes that a deterrence attempt is warranted and the adversary is not inclined to act, the deterrer’s actions can be for naught or even provocative. Soviet premier Nikita Khrushchev’s decision to emplace nuclear medium- and intermediate-range ballistic missiles in Cuba to deter what he believed to be a pending American attempt at regime change was a costly error of this type.

The key to knowing when to practice deterrence is determining an actor’s intent. Patrick Morgan notes that “the intentions of opponents are notoriously difficult to fathom.” How do joint force commanders, those who populate the staffs of the United States government, and the elites upon whom they rely for subject matter expertise, determine adversary intent? Is there doctrinal guidance that military staffs rely upon to perform this key task? Are there certain patterns of thought or interpretive lenses that are commonly employed by officers, civilian policy makers, or scholars? How have these been applied in key episodes in the past? Finally, how can the process of intent determination be improved?

Doctrinal Guidance

There is little doctrinal guidance for determining adversary intent. What exists is contained in Joint Publication (JP) 2-0, Joint Intelligence. This doctrine manual contains superficially useful sections, such as “Intelligence and the Levels of War,” “Intelligence and the Range of Military Operations,” “Prediction—(Accept the Risk of Predicting Adversary Intentions),” and “Intelligence Support during the Deterrence Phase.” Unfortunately, most of these sections are unhelpful. For instance, the deterrence phase section suggests:

During the deterrence phase, the ongoing JIPOE [joint intelligence preparation of the operational environment] effort is accelerated to focus on monitoring the current situation while simultaneously assessing adversary capabilities to affect subsequent phases of the operation. JIPOE analysts support I&W [indicators and warnings analysis] by looking for specific indications of imminent adversary activity that may require an immediate response or an acceleration of friendly decision-making processes. JIPOE efforts also concentrate on confirming adversary COGs [centers of gravity] and support the continuous refinement of estimates of adversary capabilities, dispositions, intentions, and probable COAs [courses of action] within the context of the current situation. At the same time however, JIPOE
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analysts must look ahead and prepare threat assessments to support future operations planned for the seizing the initiative, dominance, and stabilization phases.

(emphasis added)°

How is this to be done? JP 2-0 indicates that making assessments of adversary intent is difficult and that

the intelligence professional must base predictions on solid analysis using proven tools and methodologies. In conventional analysis, the analyst examines, assesses and compares bits and pieces of raw information, and synthesizes findings into an intelligence product that usually reflects enemy capabilities and vulnerabilities. However, predictive analysis goes beyond the identification of capabilities by forecasting enemy intentions and future COAs. . . . Predictive intelligence is not an exact science and is vulnerable to incomplete information, adversary deception, and the paradox of warning.°

Beyond exhorting “intelligence professionals” to “go beyond the identification of capabilities” and take the risk of predicting adversary intent and basing such forecasts on “solid analysis,” JP 2-0 is not particularly helpful in guiding such analysis. Indeed, by indicating that such “an intelligence product . . . usually reflects enemy capabilities and vulnerabilities,” the authors of this doctrine indirectly encourage that capability analysis be substituted for intent analysis. While capabilities do suggest some general directions of intent—why invest in a particular capability if you are not going to use it?—it utterly fails to answer questions of the conditions under which such capabilities would be used. These are political issues that the military intelligence process, set as it is at the tactical or operational level of war, does not address.

Interpreting Intent: Two Frameworks

If joint military doctrine is not a helpful guide in determining adversary intent, how can operators structure this problem so as to solve it? Intelligence analysts operate in a complex environment and, like human beings in general, are unable to process all of the innumerable stimuli they encounter. In this context, Roberta Wohlstetter usefully distinguished “between signals and noise. By the ‘signal’ of an action is meant a sign, a clue, a piece of evidence that points to the action or to an adversary’s intention to undertake it, and by ‘noise’ is meant the background of irrelevant or inconsistent signals, signs pointing in the wrong directions, that tend always to obscure the signs pointing in the right way.”° What Wohlstetter left unsaid is that noise and signals do not come clearly marked for the
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analysts as they sift through mountains of information. Rather, it is the analysts who determine what is signal and what is noise.

This is a difficult task. Analysts suffer the same cognitive limits as everyone else and, therefore, necessarily deal with “a dramatically simplified model of the buzzing, blooming confusion that constitutes the real world.”14 These simplified models of reality focus one’s attention toward certain pieces of information and away from most others and generally represent the “most significant chains of causes and consequences” as “short and simple.”15 These models allow analysts to discriminate between signals and noise. In most cases, they satisfactorily explain reality—if they did not, humankind would not be able to cope with its environment as well as it has. However, many models may adequately fit the data, and it is up to the analysts to determine which one best explains the adversary’s intent.16

American scholars and policy makers have been apt to apply one of two models to comprehend the intentions of other international actors, be they states or nonstate organizations engaging in politics. The first is the Strategic Intent Model, and the second is the Internal Logic Model.

Each model posits that the actor of interest is rational and purposive. With regard to rationality, James March observed:

Rational theories of choice assume decision processes that are consequential and preference-based. They are consequential in the sense that action depends on anticipations of the future effects of current actions. Alternatives are evaluated in terms of their expected consequences. They are preference-based in the sense that consequences are evaluated in terms of personal preferences. Alternatives are compared in terms of the extent to which their expected consequences are thought to serve the preferences of the decision maker.17

Each model also posits that the actor is purposive: that it seeks to achieve a particular goal with each action. When working retrospectively, this presumption risks making either framework tautological, as “an imaginative analyst can construct an account of value-maximizing choice for any action or set of actions.”18 Tautology can be escaped, however, if it is also presumed that the preferences against which alternatives are considered are relatively stable. This allows analysts to erect a set of principles that appear to guide the actor’s choices over time and across domains. These principles fill in generic references to preferences or utilities for particular actors and allow some degree of operationalization of the model. They can be derived from “(1) propensities or personality traits or psychological tendencies of the nation or government [or nonstate organization], (2) values shared
by the nation or government [or organization], or (3) special principles of action [that] change the ‘goals’ or narrow the ‘alternatives’ and ‘consequences’ considered.”

The Strategic Intent and Internal Logic Models differ with regard to the problems that they believe an actor is attempting to solve by taking actions in the interstate arena. The Strategic Intent Model presumes that the actor is solving an external problem, while the Internal Logic Model presumes that it is solving an internal one.

The Strategic Intent Model

The Strategic Intent Model presumes that state and nonstate actors direct their behavior toward achieving political goals vis-à-vis external actors. It presumes that they desire to influence the decisions, behavior, and/or attitudes of these other actors and that they have chosen the most effective means available to them, as delimited by their capabilities and tendencies, to achieve this end. Whether they do so via coercion, inducement, or persuasion, using whatever power resources they have available, matters not. What does matter is that the impact on the external actor is of paramount concern to the adversary.

Paul Huth has applied the Strategic Intent framework to deterrence situations in this way:

In this rational choice tradition, state leaders considering the use of military force compare the expected utility of using force with that of refraining from a military challenge to the status quo, and they select the option with the greater expected utility. A potential attacker considers the possible gains to be secured by the use of military force to change the status quo and evaluates the likelihood that force can be used successfully. The estimate of the expected utility for military conflict is then compared with the anticipated gains (or losses) associated with not using force and an estimate of how probable those gains/losses would be.

Likewise, the Deterrence Operations Joint Operating Concept assumes that:

- Actions to be deterred result from deliberate and intentional adversary decisions to act (i.e., not from automatic responses or unintended/accidental events).

- Decisions to act are based on actors’ calculations regarding alternative courses of action and actors’ perceptions of the values and probabilities of alternative outcomes associated with those courses of action.
Thus the key variables determining the adversary’s intent to act are the costs of undertaking the action, the benefits that would accrue from successful action, and the costs and benefits of not acting. The Strategic Intent Model is vague with regard to what factors determine costs and benefits of these two courses of action. Lawrence Freedman has argued that the costs of undertaking the action can be bifurcated into those costs associated with implementing the choice and those associated with enforcing it after the fact. The costs of implementing the choice can also be further distinguished between those that are entailed in accomplishing the action, those entailed in defending against counteraction by opponents and other parties, and those imposed by those opponents. These final two types of costs would be those incurred by attempting to overcome an opponent’s efforts at denying the accomplishment of the goal and those imposed as punishment by the opponent in its attempt to deter further action (or compel cessation, depending upon the manner in which the adversary frames its action). Of course, these would be discounted by associated probabilities that the opponent would undertake such actions. The benefits of undertaking the action have not been given as much attention as the costs, but would be composed of material benefits accrued, intangible benefits (including prestige, reputation, etc.), and the new opportunities made possible by successful conclusion of the action. The costs of inaction—or “restraint,” in the parlance of the DO-JOC—can be broken down into the international and domestic costs of foregoing action, including suffering the unwanted reactions of opponents in the near and far term and the negative reactions of domestic audiences. The benefits of inaction or restraint have not been well thought out in the literature either, but would include desirable international and domestic reactions—such as praise for being reasonable or a de-escalation of tensions or tangible benefits provided by those who did not favor action. Despite the obvious utility of considering domestic reactions to the choice made by the adversary’s leadership, the strategic intent model generally focuses upon externally generated costs and benefits.

The Internal Logic Model

The Internal Logic Model, on the other hand, presumes that actors are directing their activities inward, enhancing their support or cohesion of the group, and that actions directed toward other actors—be they states or otherwise—are judged primarily by their internal effects rather than
their external effects. Hence, international political behavior is primarily a consequence of domestic (or internal) politics and may be more incidental than intended. “The idea that political elites often embark on adventurous foreign policies or even resort to war in order to distract popular attention away from internal social or economic problems and consolidate their own domestic political support is an old theme in the literature on international politics,” argues Jack Levy.25 “War most often promotes the internal unity of each state involved,” wrote Ken Waltz. “The state plagued by internal strife may then, instead of waiting for the accidental attack, seek the war that will bring internal peace.”26 Ned Lebow argues that states with weakening political systems, weakening political leaders, or elites engaged in a competition for power may “resort to the time-honored technique of attempting to offset discontent at home by diplomatic success abroad.”27 While success vis-à-vis external actors would certainly be welcomed, the cohesion within the group and support for the leadership generated by conflict abroad is the primary purpose of such actions.

The key variables within this framework are the internal or domestic groups whose support is required for the continued functioning of the state or nonstate organization. After these have been identified, the relative ability of these groups to influence the leadership by providing benefits, such as continued support, or imposing costs, such as removing the leadership from power; how these audiences view the merits of the action to be undertaken (or not); and the relative ability of the leadership to substitute the support of one group for another must be assessed.28 Thus the Internal Logic framework requires substantial knowledge of the adversary beyond the leadership and its preferences. It requires detailed knowledge of the domestic political situation if the adversary is a state or the internal dynamics of a nonstate organization. A great deal of work has addressed the propensities of certain types of regimes to engage in external behavior to ameliorate internal dissension or promote internal cohesion—democratic states in particular.29 The manner in which deterrent threats are interpreted and used when external behavior is driven by internal needs has received attention from scholars such as Ned Lebow and Janice Stein, but their insights have not been incorporated into the corpus of deterrence theory—to the detriment of our knowledge.30

This has been reflected in how analysts have inferred adversary intent. American policy makers, scholars, and analysts have relied upon these two frameworks of rational action to infer the intent of adversaries. They
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clearly direct attention toward different aspects of the adversary’s makeup, its capabilities, and particularly, the hierarchy of its goals. Unsurprisingly, they often provide contradictory prescriptions with regard to how to approach an adversary and what to do to influence its behavior. Two short examples of each model in action should make their differences clear.

Sources of Soviet Conduct

During the Cold War, there was a grand debate between those who used the Strategic Intent Model to infer Soviet behavior and those who used the Internal Logic Model. Those who utilized the former can be divided into those who saw Soviet motivations as an attempt to obtain security in an insecure environment and those who saw the USSR as an opportunistic yet traditional great power.

The first group saw the Soviet Union operating in an environment in which it had real enemies and “a compulsion to overinsure against potential threats.”31 Soviet leaders inherited traditional Russian insecurities, derived from the lack of geographic barriers to invasions and a history of many such invasions, married to “a politically xenophobic Communist ideology that interpreted the external world as implacable to the Socialist state.”32 In this conception, the Soviets were seen as (over)reactive to the influences of their environment and the behavior of external actors. George Kennan put it thusly: “What is called ‘Soviet behavior’ is, in far higher degree than seems to be realized in Washington, a reaction by the leaders of that country to the manner in which we ourselves treat them.”33 These analysts therefore argued that American actions should bear in mind Soviet sensitivities and that Washington should pursue policies that avoid unnecessary provocation. Indeed, they saw in this room for cooperation between the superpowers on the basis of overcoming common threats to their security, particularly those caused by the existence of nuclear weapons. Hence, they advocated arms control to enhance strategic stability, non-proliferation efforts to halt the further spread of nuclear weapons, and greater transparency in the form of cooperative security arrangements—all designed to reassure the Soviets that their environment was less dangerous than they perceived and therefore influence their behavior.34

A related strategic view accepted that the Soviet Union received an inheritance from tsarist Russia, particularly its self-image as a great power. According to Kissinger, “Soviet policy is also, of course, the inheritor of an ancient tradition of Russian nationalism. Over centuries the strange
Russian empire has seeped outward . . . across endless plains where no geographical obstacle except distance set a limit to human ambition, inundating what resisted, absorbing what yielded.”\(^{35}\) Its continued outward drive manifested itself in the Cold War era in traditional great-power fashion as continued consolidation of the empire, control over the buffer states of Eastern Europe, preventing encirclement by hostile states, and reshaping the rules of the international system to its liking.\(^{36}\) In essence, those who held this view saw the mellowing of Bolshevik ideological fervor and increasingly reluctant acceptance of the Soviet Union’s role in the established international system. But they did not infer that Soviet intentions were benign.

This conception emphasized the opportunistic nature of Soviet forays abroad. In his famous article, “The Sources of Soviet Conduct,” George Kennan argued that Soviet “political action is a fluid stream which moves constantly, wherever it is permitted to move, toward a given goal. Its main concern is to make sure that it has filled every nook and cranny available to it in the basin of world power.”\(^{37}\) Kissinger agreed that “Soviet strategy [is] essentially one of ruthless opportunism.”\(^{38}\)

In both variants of the Strategic Intent conception of Soviet intent, the Soviet leadership was composed of clearheaded and rational statesmen operating in an environment where their behavior was determined by the expected value of available courses of action. They were therefore viewed as amenable to influence from external actors—amenable in the sense that they were not implacable or insensitive to the consequences of their actions deriving from the reactions of others. For this reason Kennan prescribed “that the main element of any United States policy toward the Soviet Union must be that of a long-term, patient but firm and vigilant containment of Russian expansive tendencies.”\(^{39}\) Kissinger likewise counseled that “[t]o foreclose Soviet opportunities is thus the essence of the West’s responsibility. It is up to us to define the limits of Soviet aims.”\(^{40}\)

This view became the basis for deterrence theory as it developed in the Cold War. The Soviet leaders might desire to take advantage of every opportunity to increase their security, material power, and/or political influence, but American strategists believed that they would not risk war with the United States to obtain these goals. They held this belief for two reasons. First, they knew that Soviet leaders—Stalin in particular—could count, and America’s military and economic preponderance was obvious to all. Therefore, the Soviets would ultimately content themselves with
consolidating that which they already had to avoid overt conflict with
the United States. Second, communist ideology would reinforce this ten-
dency. “[T]he Kremlin is under no ideological compulsion to accomplish
its purposes in a hurry,” argued Kennan. “[I]t can be patient. It has no
right to risk the existing achievements of the revolution for the sake of
vain baubles of the future.” The Soviets believed that time was on their
side and that tactical withdrawals were not indicative of a strategic retreat.
“Indeed,” Kennan continued, “the Kremlin has no compunction about
retreating in the face of superior force. . . . [I]f it finds unassailable bar-
rriers in its path, it accepts these philosophically and accommodates itself
to them.” Successful deterrence would depend upon this peculiar Soviet
trait. As Bernard Brodie noted, “The saving grace of the Soviet philos-
ophy so far as international relations are concerned is that, unlike the Nazi
ideology, it incorporates within itself no time schedule. . . . The Soviet
attitude appears to be much more opportunistic. The Soviets may be un-
shakably convinced that ultimately there must be war. . . . What we can
do, however, is to persuade them each time the question arises that ‘the
time is not yet!’ ”

Those who saw Soviet behavior through the prism of the Internal Logic
Model also began their analyses with George Kennan but discounted the
ability of external influences to affect Soviet calculations. In this view,
dealing with internal solidarity was

one of the most basic of the compulsions which came to act upon the Soviet
regime: since capitalism no longer existed in Russia and since it could not be
admitted that there could be serious or widespread opposition to the Kremlin
springing spontaneously from the liberated masses under its authority, it became
necessary to justify the retention of the dictatorship by stressing the menace of
capitalism abroad. . . . [T]he stress laid in Moscow on the menace confronting
Soviet society from the world outside its borders is founded not in the realities of
foreign antagonism but in the necessity of explaining away the maintenance of
dictatorial authority at home.

Analysts such as Richard Pipes, Colin Gray, and William Odom con-
tinued this line of argument in the late 1970s and early 1980s. Their
analyses suggested that the Soviet system of governance was characterized
by “endemic militarism” and that it was “as central to Soviet communism
as the pursuit of profit is to societies with market-oriented economies.”
Thus the use of force abroad was seen as a good in itself, one that en-
hanced the identity of the Soviet state. “According to this view,” wrote
Seay, “the Soviet iteration of an implacable foreign threat results not from
paranoia or from fear of invasion but rather from the regime’s self-interest, a foreign threat being an indispensable element in the regimentation of Soviet society.” Indeed, this posture had “the additional benefit of helping to legitimize an otherwise illegitimate regime.”

The Internal Logic view of the Soviets’ conduct implied that there was a fundamental impediment to changing their behavior. They could not be influenced on a case-by-case basis through coercive strategies, such as deterrence, or induced through acts of good will or persuaded through diplomacy. Given that the sources of Soviet conduct were internal and endemic, only physical barriers to Soviet action would affect them. Only if they were physically denied the ability to achieve their goals would they refrain from acting. Analysts who held this view argued strenuously for national missile defense as an alternative to an inherently unreliable deterrent, against strategic nuclear arms control, and were opposed to détente.

These analysts did believe that it was possible for the United States to achieve its objectives vis-à-vis the Soviet Union—once it collapsed. Kennan had argued that the internal contradictions of the Soviet system and the unbearable strain that it placed on its population could result in collapse. “Soviet Russia might be changed overnight from one of the strongest to one of the most pitiable of national societies,” he argued. But those who emphasized the internal logic of the Soviet system as the motivator behind its policies saw such a collapse as perhaps the only way to ultimately affect Soviet behavior. Pipes, for instance, argued that “[t]he Soviet Union will be a partner in peace only when it makes peace with its own people. Only then will the danger of nuclear war recede.”

Clearly, there were substantial differences in the views and prescriptions of analysts who utilized the Strategic Intent Model to infer Soviet intentions and those who used the Internal Logic Model. These views helped shape the debates of US foreign policy, particularly after the Vietnam War, and continue to have echoes today. Some of these are evident in the way in which the intentions of terrorist organizations such as al-Qaeda or Hamas are debated.

**Terrorist Objectives**

In the immediate aftermath of 9/11, there was a tendency on the part of the public, the media, and some policy makers to eschew either model of rational and purposive adversary behavior in favor of an instinctive
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one. It posited that Islamic terrorists such as those in al-Qaeda “hate us for who we are rather than what we do.” Similar language was included in the 2002 National Security Strategy of the United States, which identified “rogue states” as those that “reject basic human values and hate the United States and everything for which it stands.” When one posits that adversary intent derives from raw emotion, such as hatred, and such emotion permeates all members and aspects of an adversary’s organization—be it a state or a nonstate actor—strategic thought is likely to be bypassed in favor of brute force.

In the analytic community, however, affective models of adversary behavior have not been paramount. Indeed, the Strategic Intent Model has been primary. Max Abrahms noted that

the strategic model assumes that terrorists are motivated by relatively stable and consistent political goals. . . . Second, the strategic model assumes that terrorism is a ‘calculated course of action’ and that . . . terrorist groups weigh their political options and resort to terrorism only after determining that alternative political avenues are blocked [or at least not as efficacious], . . . [and] they possess ‘reasonable expectations’ of the political consequences of using terrorism based on its prior record of coercive effectiveness.

The Strategic Intent Model also applies to suicide terrorism, where motives have often been identified as religious fanaticism or insanity. Bob Pape argues that “what nearly all suicide terrorist attacks have in common is a specific secular and strategic goal: to compel modern democracies to withdraw military forces from territory that the terrorists consider to be their homeland.”

This has been reflected in policy framing as well. Pres. George W. Bush opined in his address to Congress on 20 September 2001 that

al-Qaeda is to terror what the Mafia is to crime. But its goal is not making money, its goal is remaking the world and imposing its radical beliefs on people everywhere. . . . They want to overthrow existing governments in many Muslim countries such as Egypt, Saudi Arabia and Jordan. They want to drive Israel out of the Middle East. They want to drive Christians and Jews out of vast regions of Asia and Africa. These terrorists kill not merely to end lives, but to disrupt and end a way of life. With every atrocity, they hope that America grows fearful, retreating from the world and forsaking our friends. They stand against us because we stand in their way.

Prescriptions derived from the Strategic Intent framework suggest that terrorists can be deterred by increasing the difficulty of their efforts to execute their strategy or by imposing costs on the groups involved through
sanctions or other forms of punishment. They also suggest that terrorists can be placated by concessions that allow them to achieve many of their objectives without the resort to violence.\textsuperscript{58} As Abrahms explains, these “are designed to reduce terrorism by divesting it of its political utility.”\textsuperscript{59} Over time, as their strategy of coercion is both frustrated tactically and successful strategically, it is argued that terrorists will moderate their behavior and be co-opted into the normal political processes of the state—be it their own, as happened with the Palestinian Liberation Organization, or that of their former adversary, as happened with the Irish Republican Army.

On the other hand, the Internal Logic Model has also been utilized to explain terrorism. Paul Davis and Brian Jenkins have argued that “Deterrence [of terrorist groups] is . . . difficult because for many of the people involved, terrorism is a way of life. . . . [T]errorism provides ‘positives’—notably status, power, recruits, and psychological rewards.”\textsuperscript{60} Mia Bloom argues that “under conditions of mounting public support, [suicide] bombings have become a method of recruitment for militant Islamic organizations within the Palestinian community. They serve at one and the same time to attack the hated enemy (Israel) and to give legitimacy to outlier militant groups who compete with the Palestinian Authority for leadership of the community.”\textsuperscript{61} Bloom further argues that as the Intifada continued and Arafat’s Palestinian Authority lost its monopoly over the legitimate use of force—legitimate in the eyes of the Palestinian people—“groups competed and outbid each other with more spectacular bombing operations and competition over claiming responsibility. At the same time, the operations whipped up nationalist fervor and swelled the ranks of Islamic Jihad and Hamas, who used the bombings, in conjunction with the provision of social services, to win the hearts and minds of the Palestinians.”\textsuperscript{62}

The use of terror operations in the competition between these groups for leadership of the movement and recruitment and retention of members is to the detriment of their strategic cause, argues Bloom, and has left Palestinians worse off than they were before the suicide bombing campaigns began.\textsuperscript{63} Andrew Kydd and Barbara Walter argue, as does Abrahms, that Palestinian terrorists prefer to continue their activities in spite of the possibility of achieving their political goals through less violent means—or even as a result of successful coercion.\textsuperscript{64} They therefore act as spoilers to any political settlement and perpetuate the conflict that provides their raison d’être. The violence is not a means to a political end vis-à-vis their adversary but, instead, a means to a sense of honor, group
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worth, and identity. Indeed, the effects of violence in these areas have even been termed a “public good” for the group by one terrorism analyst.

The Internal Logic framework suggests that the internal dynamics of terrorist groups drive their activities, not the potential attainment of a strategic goal. This suggests that influencing their behavior will be difficult absent destruction of the terrorist groups and those that support them. Indeed, Abrahms argues that “strategies to dry up demand for terrorism by minimizing its political utility are misguided and hence unlikely to work.” The October 2002 National Security Strategy of the United States argued that “traditional concepts of deterrence will not work against a terrorist enemy.” And because of this, Pres. George W. Bush argued that “our security will require all Americans to be forward-looking and resolute, to be ready for pre-emptive action when necessary.” To many, this leaves brute force to eliminate the adversary as the only effective policy. As Ralph Peters stated, “We shall hear no end of fatuous arguments to the effect that we can’t kill our way out of the problem. Well, until a better methodology is discovered, killing is a good interim solution.”

Prescriptive Problems

The Strategic Intent Model and the Internal Logic Model of adversary intent produce very different pictures of what motivates an adversary. Does the adversary desire to influence external actors to achieve a political outcome vis-à-vis those actors? Or does it desire to bolster the solidarity of the group in the face of centripetal forces? Is the outcome of the action that we wish to deter of primary or secondary importance to the adversary? Making this determination is important when deciding whether to attempt to deter the adversary’s actions or to take another approach, such as preemptive brute force or measures to increase or decrease its feelings of insecurity.

Deterrence is a strategy to pursue when one judges that the adversary’s resort to arms is motivated primarily by strategic goals. Given that it is directed toward external actors in such situations, identification of the adversary’s goal is a matter of routine. Focusing deterrent demands toward that objective—“don’t do that”—places the adversary in a decision situation in which it can either comply with what has been demanded of it or defy those demands and risk the implementation of the deterrer’s threatened sanction. As the Deterrence Operations Joint Operating Concept rightly
suggests, denying the adversary’s leadership the potential benefits of the actions that it intends to take or imposing costs that reduce the net utility of those actions are the two ideal ways of reducing the likelihood that the adversary will choose to act. The objective of this deterrent threat is to reduce the expected value of “doing that” to a point that the consequences of compliance are of greater value. As the DO-JOC explains, “Adversaries weigh the perceived benefits and costs of a given course of action in the context of their perceived consequences of restraint or inaction. Thus deterrence can fail even when the adversary perceives the costs of acting as outweighing the benefits of acting if [it] believes the costs of inaction are even higher still” (emphasis in original). When the adversary is basing its choice upon these considerations, deterrence is correctly targeted and has a chance of success.

Deterrence may not be the strategy to pursue if the adversary’s external behavior is directed toward enhancing internal cohesion or the power of the leadership. Providing overt signs of an external threat is precisely the outcome desired by the adversary’s leadership. This external threat allows them to act to increase their support, silence moderates or critics, mobilize resources that might otherwise be unavailable, and provide the opportunity for common identities to be forged or reinforced. These goals can be achieved only if the deterrer provides the missing ingredient: its hostile reaction. If the deterrer falls into the trap, then the adversary has the means its needs to achieve its goal of increased cohesion. If the deterrer refrains from reacting, then the adversary may still capitalize on the lack of a reaction to motivate support for strong leadership. Yet this is less likely than action provoking hostility, as people are less motivated to act to seize opportunities than they are to avoid potential losses.

**Deterring Adversaries Motivated by Internal Logic**

If the adversary is motivated by internal logic, is this really a no-win situation for the deterrer? Is deterrence a nonstarter? Are there alternatives to issuing an immediate deterrent threat directed against the adversary’s intended external action or doing nothing and letting its provocation pass unanswered? There are a number of options.

First, one can still attempt to deter the adversary directly through passive measures that deny it the opportunity to carry out its aggressive intent and also deny it the visible indicators of hostility that it seeks to engender. There
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are a number of means that can be used to do this. One denial measure is to harden soft targets—be they ICBM silos or police stations—through passive-point defenses. This makes it less likely that spectacular successes can be had against these targets, and given their passivity, defenses such as barriers, reinforced concrete, or even ballistic missile defenses (provided that they are well beyond the ability of the adversary to observe) deprive the deterrer of the ability to overreact and justify the adversary’s actions.\(^75\)

Passive-area defenses can also be used to deny the adversary the interaction that it needs with the deterrer to achieve its internal goals. Possibilities in this realm include measures such as the fence that Israel has erected around Palestinian areas, which has decreased suicide attacks substantially since its completion,\(^76\) or diplomatic isolation such as that imposed upon the People’s Republic of China, Cuba, or Iran after their revolutions. A potential drawback to passive-area defenses is that they themselves might become symbols of implacable and unyielding hostility that the adversary can use repeatedly to rally its domestic constituents.\(^77\)

Second, one can attempt to deter the adversary indirectly—by directing the deterrent threat toward members of the group that the leadership is attempting to bolster or recruit. The adversary’s external challenge is designed to attract these followers, and a deterrent threat that is directed toward the group’s members and potential members may cleave them away by highlighting personal over group interests.\(^78\) All groups engaged in conflict that are attempting to recruit or retain members ask these people to put aside their personal interests for the benefit of the group cause, even though their individual contributions will be marginal (in most cases: suicide terrorism is designed to overcome this recruitment challenge). “Thus rebels confront the possibility of disastrous private costs and uncertain public benefits. . . . Unless the collective action problem is somehow overcome, rational people will never rebel—rebellions, that is, require irrationality.”\(^79\) Israel has pursued a policy of deterring group members by threatening to destroy the family homes of young Palestinians who were involved in attacks.\(^80\) Aerial surveillance capabilities, such as that of the Predator unmanned aerial vehicle, have been key to operationalizing this strategy. Such an option would attempt to deny the adversary leadership the domestic benefits of its intended action by threatening to punish individual members of the group.

Third, one can pursue a similar goal through inducements to members of the adversary’s constituency rather than through coercion. COIN
strategies, such as those discussed in FM 3-24, *Counterinsurgency*, work on this principle. “The real battle is for civilian support for, or acquiescence to, the counterinsurgents and host nation government. The population waits to be convinced. Who will help them more, hurt them less, stay the longest, earn their trust?”

Indeed, the “Anbar Awakening” in Iraq is quite a vivid example of using inducements to cleave potential supporters away from an adversary—in this case al-Qaeda in Iraq. Abrahms suggests that a variant of this strategy worked well for the Italian government in its campaign against the Red Brigades, where captured members were offered reduced sentences in exchange for information about their fellows.

Fourth, one can attempt to “encourage adversary restraint,” as the *DO-JOC* puts it, by “try[ing] to communicate . . . benign intentions . . . to reduce the fear, misunderstanding, and insecurity that are often responsible for unintended escalation to war.” Engaging in such persuasion is an alternative to influence through coercion or inducement. It involves altering the considerations by which compliance and defiance are evaluated. The persuader does not promise or threaten action, but convinces the adversary to see the situation in such a way that it realizes it is in its own interest to act a certain way. This can be done by highlighting—without altering—costs or benefits related to complying with or defying the persuader’s demands or by offering new alternatives that allow the adversary to achieve its goals in ways that do not harm the persuader’s interests. These persuasion strategies treat the definition of the problem facing the adversary—in this case increasing cohesion, recruitment, or retention of members—as given or settled. Another avenue of persuasion requires understanding the basis upon which the target frames the issue and then shifting it. Persuasion is generally seen as a fruitless option, particularly when dealing with an adversary whose primary concerns are internally generated. Indeed, Kennan argued that “the individuals who are components of this machine [the Soviet regime] are unamenable to argument or reason which comes to them from outside sources.” Yet it remains a component of various strategies.

Fifth, one can forego influence altogether and use brute force against the adversary to prevent it from undertaking action. This can take the form of disarming the adversary to deny it the capability to pursue the action that it intends or decapitating the adversary so as to disrupt its ability to act. Either action risks increasing the cohesion of the adversary by justifying its hostility toward the deterrer and/or creating a martyr of
the leadership. Decapitation of the leadership could also disrupt the internal cohesion of the adversary to some degree.\textsuperscript{88}

Overall, if one determines that an adversary decision maker is motivated by the internal logic of the group’s situation, deterrence may work—but not in the manner prescribed in the *DO-JOC*. Rather, deterrent demands and other influence attempts should be directed at the primary objectives of the adversary in these situations: the internal constituencies whose support the leadership hopes to rally by its external actions. Clearly, steps should also be taken to mitigate the impact of those actions as well, since nothing fails like failure. Bear in mind, however, that mere signals of hostility directed toward the group (or nation) as a whole in an attempt to deter the unwanted action could provide the adversary leadership precisely what it wants: an external enemy that its people can oppose in unity.

**Conclusion**

Deterrence has formed the core mission of the US military since the Cold War era; however, a great deal of deterrence theory and planning derived from presumptions about adversary intent which were based on capabilities analysis with no consideration of what might happen if deterrence succeeded and the adversary’s intent was frustrated. The *DO-JOC* rectified a basic problem in previous deterrence thinking by recognizing that an adversary has a choice between complying with a demand to refrain from action and defying that demand—and that the adversary will consider the expected value of each of these options. No longer is “restraint” considered an option that is outside of the deterrence calculus for the adversary or the deterrer. This has opened significant doors to making the deterrence planning and assessment processes used by the US military, from the Strategic Command to the regional combatant commands, much more sophisticated and, hopefully, effective.

Getting the basic framework correct has led to the next issue: determining how much the adversary desires to undertake particular actions—those that the United States would prefer that it not undertake and others that might provide less offensive alternatives. This requires assessing adversary intent. Regrettably, there is no set process or framework for undertaking this necessary analysis. JP 2-0, *Joint Intelligence*, merely exhorts intelligence analysts to “take risks” to “predict” adversary intent. Intelligence officers, uniformed and civilian, have indicated that producing such analyses is
considered more of an art than a science and that no processes have been established; rather, intelligence analysts are left to develop their own methods to produce their analytic products. Hoping that particular analysts in key positions are another da Vinci or Michelangelo is simply unacceptable. Military staffs excel at planning and use set processes to yield acceptable and improvable products. Such a process needs to be established to infer adversary intent on a continuous basis so that a usable product is available to assist in routine planning or in the event of a crisis.

Such a process should begin with a skeleton framework that focuses on producing at least two narratives of adversary behavior: a Strategic Intent Model and an Internal Logic Model. The Strategic Intent narrative would build a case that the adversary was intending to act to achieve external goals. It should begin with an overview of the adversary’s grand strategy: the goals that its leadership has traditionally sought, the goals sought by its current leadership, the environment in which it finds itself and how it facilitates or hinders pursuit of those goals, and the capabilities it possesses to overcome these obstacles and take advantage of situations as they arise. The narrative should also locate the adversary’s potential actions in its strategic culture and operational procedures so that indicators and warnings can be identified to provide information about intent as events unfold.

The Internal Logic narrative would build a similar case to explain what the adversary might intend to do, but its focus would be on the internal or domestic imperatives and constraints facing the adversary’s leadership. Such a narrative would begin by identifying the structure of the leadership, those who hold those positions, and their relations to one another. It would also identify various internal constituencies the leadership is dependent upon or responsible to, in particular those in a position to sanction or reward those leaders’ behavior. Finally, it would attempt to identify the internal problem that the adversary leaders would attempt to solve by acting externally. As with the Strategic Intent Model, indicators and warnings keyed to the reactions of these domestic constituencies should be constructed to provide information that can confirm or invalidate hypotheses about the adversary’s intent as events unfold.

As discussed in preceding sections, these two frameworks have provided the basis for rival interpretations of adversary behavior from that of the Soviet Union during the Cold War to terrorist organizations today. They have also provided alternative prescriptions for American behavior. Their explicit use would allow debate and discussion in the intent assessment
process that could inform commanders or political leaders about the is­sues, foreign and domestic, that are pressing on the adversary’s leadership; provide planning staffs the basis for recommending whether deterrence or some other strategy is wise in the present circumstances; and also provide a basis upon which to assess the likelihood of success. Prescribing that at least two frameworks be used rather than a single consolidated one will assist in highlighting the biases inherent in each framework as well as those introduced by the analysts themselves and mitigate the dangers of groupthink.90 This would greatly enhance the ability of commanders to determine when deterrence is wise, when it is necessary, and how best to implement it.

Developing an intent assessment process would also help to operationalize and institutionalize the Department of Defense’s current concerns with cultural competency and provide the basis for the personnel system to reward those officers who excel in this particularly useful but heretofore neglected area of professional expertise. Thus many goods would follow from a more coherent and systematic process assessing adversary intent.
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